City of Seattle Request for Proposal #FIN-28
Addendum 

Dated 11/25/13

The following is additional information regarding Invitation to Request for Proposal #FIN-28, titled Dependent Eligibility Verification Services released on 10/31/13.  The due date and time for responses remains at12/04/13, 3:00 pm (Pacific).  This addendum includes both questions from prospective proposers and the City’s answers, and revisions to the RFP.  This addendum is hereby made part of the RFP and therefore, the information contained herein shall be taken into consideration when preparing and submitting a proposal.
	Item #
	Date Received
	Date Answered
	Vendor’s Question
	City’s Answer
	RFP Revisions

	1
	11/04/13
	11/21/13
	Does the City of Seattle have a target amount for diversity participation?
	No, although proposers anticipating hiring a subcontractor or new employees to perform the work should complete the embedded document titled “Inclusion Plan” in the Vendor Questionnaire under “Affirmative Contracting”. The Inclusion Plan will not be scored,
	

	2
	
	
	
	
	The recording of the pre=proposal conference held 11/07/13 is embedded below.
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	3
	11/15/13
	11/21/13
	Are project communications needed in any language other than English? What percentage of the population requires communications in languages other than English?


	Initial communications will be in English. If you can provide follow-up communications in languages other than English, please indicate. 

Our demographics are about 5.3% Hispanic and 3.4% Chinese, so materials in Mandarin and Spanish would be appreciated. (Our County offers voting materials in Chinese (Mandarin), Spanish, Cambodian, Korean, Laotian, Russian and Vietnamese.)

	Please indicate in your pricing proposal if there would be an extra charge for non-English communications.  The Pricing Proposal form is located in Section 9 of the RFP.

	4
	11/15/13
	11/21/13
	What contact information is retained on file for each employee? (e.g. home address, home telephone number, email address, etc.)


	Home or mailing address for all employees.
Home telephone number for many employees.

Email addresses are not on file.
	

	5
	11/15/13
	11/21/13
	What percentage of employees/retirees can be communicated with via email during the dependent verification?


	None.  The City does not provide work or personal e-mail addresses to external vendors.  Vendor can request contact preference when employee logs on to vendor portal.  
	

	6
	11/15/13
	11/21/13
	Are the eligibility rules consistent for dependents across all plans?

	Yes
	

	7
	11/15/13
	11/21/13
	Does the City consider the project to be “High Security” as indicated in 38.1.1?


	This project is not considered high security at this time. Please highlight your security procedures in your Security Response located in Section 9 of the RFP.
	

	8
	11/15/13
	11/21/13
	Can the City explain why we have to limit the site access by IP address if required?


	While the City does not anticipate implementing this feature, City IT Security staff are interested in this information. The City might be interested in limiting by IP address to build firewall rules that ONLY allow traffic from known locations to known locations to help minimize the risk of compromise.  We would likely only implement if additional compensating controls were needed to offset other deficiencies.
	

	9
	11/15/13
	11/21/13
	Does the WBE/MBE subcontractor (if applicable) need to be located in the City of Seattle and/or State of Washington?


	There are no restrictions where the WBE/MBE is located.
	

	10
	11/15/13
	11/21/13
	Regarding Section 2, PURPOSE & BACKGROUND, Item 7 – Provides a final report of the results of the verification project. Including a file extract of the participants for whom coverage is recommended to be terminated in a report format defined by the City:  Please indicate the City’s desired format for this report.


	Excel format

	

	11
	11/15/13
	11/21/13
	Section 8.31 notes that the RFP and Proposer’s response, including all promises, warranties, commitments, and representations made in the successful proposal, shall be binding and incorporated by reference in the City’s contract with the Proposer. We are not able to agree to this provision. Will this preclude us from further consideration?


	Please refer to Section 8.12 of the RFP “Contract Terms and Conditions.  If a proposer wishes to take exceptions to these terms and conditions, please follow the directions in Section 9 of the RFP under “Proposal Format”
	

	12
	11/15/13
	11/21/13
	Section 5.2 requires the applicable web application or website that is part of the proposed services to have been assessed by an outside security firm and the results of such review made available to the City. Our firm does not do this type of review for most of its systems. MMC utilizes commercial vulnerability threat assessment tools against systems housed in our data centers but these are not an independent third party review with an opinion from such a third party. Will this preclude us from further consideration?


	Yes; this is a Mandatory Technical Requirement. A “No” answer to this requirement will preclude your firm’s proposal from further consideration.
The answer to this question is changed. See item #13.
	

	13
	11/15/13
	11/25/13
	Section 5.2 requires the applicable web application or website that is part of the proposed services to have been assessed by an outside security firm and the results of such review made available to the City. Our firm does not do this type of review for most of its systems. MMC utilizes commercial vulnerability threat assessment tools against systems housed in our data centers but these are not an independent third party review with an opinion from such a third party. Will this preclude us from further consideration?
	No.  This mandatory technical requirement is hereby deleted.

Application security assessment using OWASP protocols by an objective, certified third party will be required of the successful proposer prior to contract award. The City will perform this testing if a proposer has not already had an outside party perform it.


	RFP, Section 5, delete 2nd mandatory technical requirement.
RFP, Section 9, embedded document titled “Mandatory Technical Requirements”, delete Item #2

RFP, Section 11 under “Checklist of Final Submittals Prior to Award”, add a bullet that reads:
“A passing application security assessment using OWASP protocols by an objective, certified third party. The City will perform this testing if a bidder has not already had an outside party perform it”
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