City of Seattle Request for Proposal #RFP-DIT-2996
Addendum 

3/9/12

The following is additional information regarding Request for Proposal RFP-DIT-2996, titled Port Security Video Surveillance System with Wireless Mesh Network released on 02/21/2012. The due date and time for responses remain as 03/19/2012 at 2:00pm (Pacific).  This addendum includes both questions from prospective proposers and the City’s answers, and revisions to the RFP.  This addendum is hereby made part of the RFP and therefore, the information contained herein shall be taken into consideration when preparing and submitting a proposal.
	Item #
	Date Received
	Date Answered
	Vendor’s Question
	City’s Answer
	RFP Revisions

	1. 
	
	2/22/12
	
	
	On Page 19 of the Request for Proposal (RFP) document, under Section 22.2, add in the following as number 7a:

7.a    Financial Proposal Form: This response is mandatory. 
[image: image1.emf]RFP DIT 2966  Financial Proposal Form 020712.xlsx

 

	2. 
	
	2/23/12
	
	
	On Page 1 of the RFP, under Schedule of Events & Date for  

Pre-Proposal Conference, 

Change the Conference Line from : 

1-800-400-5257

To 

1-866-400-5257



	3. 
	2/22/12
	2/24/12
	Do you have an existing system?
	The Seattle Police Department has one existing system.  It is used for a mobile command post configuration.  It has three outdoor WAP, three indoor WAP, and five single-radio edge devices.  


	N/A

	4. 
	2/22/12
	2/24/12
	On Page 17 of the Technical Specifications Spec #1.4  says: 

The vendor shall provide four Dedicated Micros model DVIP-RT, or equivalent, sixteen channel Network video recorders to record each of the IP streams from the IP cameras shown on the diagram.

Do you have an existing “Dedicated Micros model DVIP-RT” NVR?


	No.
	N/A

	5. 
	2/22/12
	2/24/12
	Will you take substitution of the 36 Cannon security cameras for a different name brand of cameras? 
	The City is requesting 30 outdoor cameras and 6 marine cameras.  See RFP Revisions.

The Vendor may propose ‘equivalent’ to the models specified by the City.
	Technical Specification/Response for Specification I.1 is amended as follows:

“I.1 The vendor shall provide thirty (30) Canon model VB-M40, or equivalent, PTZ IP cameras installed:”

Technical Specification/Response is amended by adding a new specification I.6 as follows:

“I.6 The vendor shall provide six (6) FLIR Voyager cameras, or equivalent, installed.”



	6. 
	
	2/24/12
	
	
	Technical Specification/Response G.1 is amended to read:

“G.1 The Network mWAP’s shall be installed in a manner which provides the performance specified in this document throughout the coverage areas marked on the map as “Priority 1 Coverage Area and Priority 2 Coverage Area ((“Required Coverage” and Desired Coverage”)).



	7. 
	
	2/24/12
	
	
	Technical Specification/Response G.3 is amended to read:

“G.3 The mWAP’s designated for the “Rainer Avenue Corridor”  ((“SDOT Required Coverage” area)) will be installed at the specific locations designated on the ITS Interoperability Diagram ((map)).  The mWAP’s will be configured as access points and will not be meshed at this time.  Each mWAP will be connected to City provided fiber that provides a dedicated path back to the SDOT-ITSN as shown on the ITS Interoperability Diagram ((map)).  The access points within the “Rainier Avenue Corridor” ((“SDOT Required Coverage”)) area will become a direct functional part of the SDOT-ITSN.”


	8. 
	
	2/24/12
	
	
	Technical Specification/Response H.6 is amended to read:

“H.6 The City will provide fiber connectivity at each mWAP location identified in the “Rainier Avenue Corridor” ((“SDOT Required Coverage” area)) on the “Network Coverage Map”.  The vendor will be responsible to provide any SM fiber to 1 Gbs Ethernet media converters necessary to interface the fiber with each mWAP.”

	9. 
	
	3/7/12
	
	
	In RFP-DIT-2996, page 19, 22.2, number 5, under Technical Specifications and Proposal Form, replace the embedded document named RFP DIT 2996 Technical Specification with:
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	10. 
	
	3/7/12
	
	
	In RFP-DIT-2996, page 19, 22.2, number 4, under Minimum Qualifications and Mandatory Specification Proposal Form, replace the embedded document named RFP-DIT- Qual Mand Spec 021 with:


[image: image3.emf]RFP 2996 Min Quals  and Mand Specs Amd One 030612.doc



	11. 
	2/28/12
	3/7/12

	Could the City clarify the Layer-3 requirement? 
	See Amendment 1 to Minimum Qualifications and Mandatory Technical Specifications Proposal Form dated 3/7/12 embedded in the next column.  This amendment also amends RFP Section 4 and Section 5.

	See Line item 9 & 10 above for new Minimum Qualifications and Mandatory Technical Specifications Proposal Form.  

	12. 
	2/28/12
	3/7/12

	Could the City provide a listing of intersections where the cameras need to be located? 
	The Network Coverage Map illustrates the proposed locations where camera installation is desired.  However, due to potential technical and logistical challenges, the exact poles used will be determined during site surveys with the vendor who is awarded the contract.


	

	13. 
	2/28/12
	3/7/12

	On the network coverage map, could the City indicate which cameras should be PTZ and which should be “FLIR Voyager”?
	The camera locations are illustrated on the Network Coverage Map. The FLIR cameras shall be installed on six public safety marine craft. 

 
	

	14. 
	2/28/12
	3/7/12

	Does the City have a preference for the named products or will it accept ‘equivalents.’
	Vendors may offer the specific equipment or an equivalent.  If offering an equivalent, please explain the reasons for offering the equivalent.   


	

	15. 
	2/28/12
	3/7/12

	We cannot open the excel sheet embedded in the addendum. Could you kindly send it to us as separate file?


	Please email laura.kim@seattle.gov to request any material be sent via email.
	

	16. 
	2/28/12
	3/7/12

	Do you currently have a large quantity of Cannon Cameras in place already? 
	No.
	

	17. 
	2/28/12
	3/7/12

	In the Technical Specifications page 1, under Network Specifications, A.7, please define “client”.
	A client is a mobile device such as a laptop, smart phone, iPad, etc.
	

	18. 
	2/28/12
	3/7/12

	In the Technical Specifications page 1, under Network Specifications, A.8, do you mean Maximum average data rather than Minimum average data? 


	
	See Line Item 9 above for new Technical Specifications and Proposal Form.  

	19. 
	2/28/12
	3/7/12

	In the Technical Specification page 4, under Network Specifications,B.3 seems to be inconsistent with B.3.a & B.3.b? Is the requirement for dual software images? 


	
	See Line Item 9 above for new Technical Specifications and Proposal Form.  

	20. 
	2/28/12
	3/7/12

	In the Technical Specification page 6, under Frequency Bands and Channels, C.1.b, will the City allow 801.11an? 


	Yes.
	

	21. 
	2/28/12
	3/7/12

	In the Technical Specification page 16, under Wired Network Gateways and Fiber Connectivity, H.3, you reference Section K, where is this Section K? 


	There is no Section K.
	See Line Item 9 above for new Technical Specifications and Proposal Form.  

	22. 
	2/28/12
	3/7/12

	Will all power be provided by the City? 
	Because only City-owned poles and facilities can be used for the purposes of this RFP, the City will provide power to all poles and facilities.

	

	23. 
	2/28/12
	3/7/12

	Who will mount the cameras on the pole? 
	The City will mount the cameras.
	

	24. 
	2/28/12
	3/7/12

	What does an SDOT pole look like?
	In downtown, the SDOT poles are those that are at each corner of an intersection.  Poles may differ in appearance. 

 
	

	25. 
	2/28/12
	3/7/12

	Is the vendor responsible for proper aiming of the camera including assurance that clear line of sight exists to establish the correct camera view?  

 
	No.


	

	26. 
	2/28/12
	3/7/12

	Would SDOT allow use of span wires? 
	No.
	

	27. 
	2/28/12
	3/7/12

	On the Network Coverage Map, can it be assumed that there is a pole that the vendor can use at each “dot” on the map? 


	Yes.
	

	28. 
	2/28/12
	3/7/12

	On the Network Coverage Map, can it be assumed that fibers will be in place? 
	Yes.
	

	29. 
	2/28/12
	3/7/12

	On the Network Coverage Map, can the vendor choose a pole that is not SDOT? 
	In downtown, SDOT poles shall be used.  On the waterfront and outside of downtown, the vendor may choose and SDOT or SCL pole, or possibly another City-owned facility.  Only City-owned poles and facilities can be used for the purposes of this RFP.

	

	30. 
	2/28/12
	3/7/12

	Will the City hard wire on fiber connections? 
	Yes,
	 

	31. 
	2/28/12
	3/7/12

	On the Police Diagram, what do the buses use now in terms of operability systems? 
	See ITS Interoperability Diagram.
	

	32. 
	2/28/12
	3/7/12

	
	Clarification on City of Seattle terms and Conditions

Upon submittal of your RFP Proposal, please include any modifications or suggested changes to the City of Seattle Terms and Conditions (embedded on Page 23, Attachment #1) These modifications to the City Terms and Conditions shall be made upon the submittal of the Proposal and not at time of award. 

The City shall accept or reject exceptions and will present a final contract for Vendor Signature. 


	

	33. 
	2/29/12
	3/7/12
	Does the City currently have a video management system (VMS)? If yes, what VMS is being used?


	No.
	

	34. 
	2/29/12
	3/7/12
	The specified DVR/NVR storage devices do not include VMS capability so one will need to be provided if there isn’t one already in place. If the City already possesses and operates a VMS, will the vendor need to add additional software licenses for the 36 proposed cameras, or will the City be responsible for those?


	The Vendor shall provide the VMS.
	See Line Item 9 above for new Technical Specifications and Proposal Form.  

	35. 
	2/29/12
	3/7/12
	In the Technical Specifications, under Network Management Specifications, F.1 requests a NMS for monitoring and administration of the network. Would this NMS be for monitoring and administration only on devices associated with this project, or would it be required to provide that functionality to existing network infrastructure as well? If existing network infrastructure would be included, how many devices, and what type would be included? (i.e. routers, switches, etc…)


	The NMS will be used only for this Port Security project, the subject of this RFP.  
	

	36. 
	2/28/12
	3/7/12
	Are City Light poles included in the project?
	Yes.
	

	37. 
	2/28/12
	3/7/12
	Will the vendor of the City be responsible for mounting equipment, including the cameras, on the poles?
	Physical mounting of the proposed equipment on SDOT poles will be performed by SDOT crews.  For SCL poles, SDOT crews will be available to perform the work. However, if power is needed on an SCL pole, then it will require SCL crews to perform the task of tapping into the power.

	

	38. 
	2/28/12
	3/7/12
	Who will be responsible for connecting and supplying power for the equipment to City Light poles?
	The City will connect and supply the power.
	

	39. 
	2/28/12
	3/7/12
	Can equipment cabinets be installed on the poles?  If so, who will perform the installation?
	Yes, the equipment cabinet may be installed on the pole provided that it is one unit including mWAP and does not exceed the dimensions and weight specified.  The City will perform installation on the pole.


	

	40. 
	2/28/12
	3/7/12
	Can Metro Transit poles be used?
	No.
	

	41. 
	2/28/12
	3/7/12
	How can the different agencies’ poles be identified?
	The poles can be identified by their location only.
	

	42. 
	2/28/12
	3/7/12
	Will the City provide an inventory and location data, such as lat and long, for poles that are allowed to be used?
	This data is not available.
	

	43. 
	2/28/12
	3/7/12
	If a pole has a horizontal component such as a streetlight or signal arm, can equipment be mounted on it?
	No.
	

	44. 
	2/28/12
	3/7/12
	Are the installations locations on the poles specified or suggested?
	No.
	

	45. 
	2/28/12
	3/7/12
	Can the vendor assume it can choose the installation location on the pole?
	Yes, with the consent of the pole owner.
	

	46. 
	2/28/12
	3/7/12
	Who is responsible for assuring there is line of sight between the mWAPs?
	The Vendor.
	

	47. 
	2/28/12
	3/7/12
	Would SDOT allow mWAP or antenna installations on Span Wires?
	No.
	

	48. 
	2/28/12
	3/7/12
	Is there fiber available at all the traffic signal locations?
	No.  The City will provide the fiber at specific locations identified during the design phase.
	

	49. 
	2/28/12
	3/7/12
	What type of interface is required at the fiber gateway locations:  SONET, Ethernet, etc.?
	Ethernet.
	

	50. 
	2/28/12
	3/7/12
	If Ethernet is the fiber gateway interface type, what minimum UTP category is required:  CAT5, CAT6, etc.?


	Minimum of CAT5e.
	

	51. 
	2/28/12
	3/7/12
	Who is responsible for terminating fiber?
	The City will provide and terminate the fiber.
	

	52. 
	2/28/12
	3/7/12
	Will fiber or wireless or a combination of both be the method of connection to the off-mesh network?
	Fiber will be the method.
	

	53. 
	2/28/12
	3/7/12
	Is the vendor responsible for securing all permits?
	The City is responsible for securing all permits.
	

	54. 
	2/28/12
	3/7/12
	Summary
	1)  For SDOT poles located in downtown and outside of downtown, SDOT crews will perform the installation and provide the electrical hook-ups.  The City will provide the permits in a timely manner.  The City will be responsible for the cost of the installation and permits.  


2) For SCL poles regardless of their location and if no electrical hook-up is needed, SDOT crews will perform the installation.  If an electrical hook-up is required, then the SCL will perform the installation. The City will provide the permits in a timely manner.  The City will be responsible for the cost of installation and permits.

	

	55. 
	2/28/12
	3/7/12
	Are only Dedicated Micro digital video recorders acceptable?
	The City will consider either Dedicated Micros or equivalent.
	See Line Item 9 above for new Technical Specifications and Proposal Form.  

	56. 
	2/28/12
	3/7/12
	Where will the servers and routers be located?
	See ITS Interoperability Diagram and Police Video Diagram.
	

	57. 
	3/2/12
	3/7/12
	Is it the intent that the network design support a three hop maximum under normal operation but that it support operation at four or more hops when routing around fault conditions?


	
	See Line Item 9 & 10 above for new Minimum Qualifications and Mandatory Technical Specifications Proposal Form.  



	58. 
	3/2/12
	3/7/12
	Is it the intent that certain user groups have access only to specific (virtual) networks that are identified by their SSID and that the traffic for those user groups egress (and ingress) the network only at specific sets of gateways?


	Yes.
	See Line Item 9 & 10 above for new Minimum Qualifications and Mandatory Technical Specifications Proposal Form.  

	59. 
	3/2/12
	3/7/12
	If yes to the above, it would be clearer if the requirement was stated in terms of user group traffic rather than SSID traffic.  
	The City will not change the mandatory “The mesh network shall be capable of assigning a specific SSID to a specific set of fiber gateways for egress.”  Business and regulatory reasons mandate certain user groups for certain applications can only share wireless access points.  The certain user groups must own and control the backhaul infrastructure for each of such applications.


	

	60. 
	3/2/12
	3/7/12
	For the mWAP, a split box mounting option should be allowed for the wireless backhaul mesh node, and 802.11 wireless access point hardware.


	The mWAP installation shall be a single enclosure on a pole and shall not exceed 14” x 12” x 8” excluding mounting brackets and antennas.  
	See Line Item 9 & 10 above for new Minimum Qualifications and Mandatory Technical Specifications Proposal Form.  

	61. 
	3/7/12
	3/7/12
	Regarding Specification I.4, what are the minimum frame rate and minimum resolution requirements for archival recording of the PTZ cameras?  And for the marine rated thermal cameras?
	For the PTZ, the minimum frame rate is 15 frames per second and 30 is desirable, with a 720x480 resolution.  The marine rated thermal cameras will not be recorded.
	

	62. 
	2/28/12
	3/7/12
	Regarding the Financial Proposal, does the City want 16 Channel Network Video Recorders or Camera Network Video Recorders?
	
	Financial Proposal, Section A.2, Line 3 should state:

“((16 Channel)) Camera Network Video Recorders with installation per ea”

	63. 
	3/6/12
	3/8/12
	On the RFP document, page 3, “the City currently has cameras in major traffic routes. What are the make and model of cameras currently deployed?


	SDOT cameras are not included in the scope of this RFP.
	

	64. 
	3/6/12
	3/8/12
	Are they analog or IP based cameras?
	See answer to question 63.
	

	65. 
	3/6/12
	3/8/12
	What are the quantities of each type of camera in the existing system?


	See answer to question 63.
	

	66. 
	3/6/12
	3/8/12
	If the cameras are IP based, what is the network connectivity status of each type? 


	See answer to question 63.
	

	67. 
	3/6/12
	3/8/12
	If the cameras are analog based, will the City be providing the IP video encoders?
	See answer to question 63.
	

	68. 
	3/6/12
	3/8/12
	Does the City require the same 60-day archival storage capability for these existing cameras? If so, what is the minimum resolution and frame rate required?
	See answer to question 63.
	

	69. 
	3/6/12
	3/8/12
	Will the vendor be responsible for the programming and software labor required to integrate these existing cameras to the proposed video management system?
	See answer to question 63.
	

	70. 
	3/7/12
	3/8/12
	Can the deadline be postponed beyond March 19, given that the question period open until March 9? 
	No
	

	71. 
	3/7/12
	3/8/12
	Is the City planning to not only shortlist the best candidate vendors, but also invite these companies for presentations?
	See RFP Section 23 “Evaluation Process.”
	

	72. 
	3/8/12
	3/9/12
	Item# 13. States that “The FLIR cameras shall be installed on six public safety marine craft.” 

What make and model of marine craft are these cameras being installed on?


	The exact boats have not been determined.
	

	73. 
	3/8/12
	3/9/12
	Who is responsible for installing the cameras on the marine craft?


	The vendor.
	

	74. 
	3/8/12
	3/9/12
	Can we schedule a walkthrough of the marine craft so we can have the correct information so we can quote the proper installation hardware?


	A tour of four boats is scheduled for:
Wednesday, March 14, 2012

7:30 a.m. to 9:00 a.m.

If you will attend the walk-through, please contact Laura Kim by Monday, March 12, 3:00 p.m. for logistical information.

Please note these boats may not be the boats onto which the cameras will be installed.  Also, the boats are operational and may need to respond to calls.  


	

	75. 
	3/8/12
	3/9/12
	If a walkthrough of the marine craft cannot be arranged, will engineering drawings of the areas to be installed on the craft be provided?


	See Answer to Question #74.
	

	76. 
	3/8/12
	3/9/12
	What method of power is available on the marine craft for the operation of the thermal cameras and viewing monitor?


	12 volts DC
	

	77. 
	3/8/12
	3/9/12
	What are the minimum or required specifications for the viewing monitor (i.e. monitor size, inputs, brightness, mounting considerations, etc.).


	This will vary by boat.  The vendor should include options in its proposal.
	

	78. 
	3/8/12
	3/9/12
	Will the vendor be responsible for the furnishing and installation of the viewing monitor on the marine craft for the operation of installed thermal cameras?


	Yes.
	

	79. 
	3/8/12
	3/9/12
	Item# 61. States that “The marine rated thermal cameras will not be recorded.”

Will the marine craft require access to the proposed mesh network for the transmission of the thermal camera feed?


	This will be determined after December 2012.
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Instructions

				City of Seattle RFP# DIT-2996

				Port Security Video Surveillance System with Wireless Mesh Network

				Technical Response - Amendment 1 - March 6, 2012

				Note:  This Amendment 1 Form replaces the Form embedded in the RFP.  Submit this Amendment One Form with your Proposal.

				Instructions for Completing the Technical Response:

						Instructions:  For each specification below, state whether your firm meets the specification.  If the specification is met, at your firm's option, you may describe how the specification is met.  If the specification is not met, describe the alternative your firm proposes.

						Definitions:

						The terms “mWAP” and “Network” are used throughout this document. What this document means to convey, unless otherwise stated, by the use of these terms is:

						mWAP: Mesh Wireless Router or Wireless Access Point.

						Network: Proposed Mesh Wireless Network.

						NMS: Network Management Server

						Wired Network Gateway: Fiber connection point to the Network

						KC-ITSN: King County ITS Network

						SDOT-ITSN: Seattle Department of Transportation (SDOT) ITS Network and associated wireless access points.
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Specifications

				Vendor Name ___________________________________________________________________________________

		Spec #		Specification		Yes or No		How the specification is met or what alternative is proposed

		A.		Network Specifications

		A.1		The Network must support multiple simultaneous active fiber gateways.

		A.2		The Network must provide Multicast capability.

		A.3		The Network must provide seamless roaming across multiple subnets without data or connectivity loss.

		A.4		The Network must provide seamless roaming between mWAP’s while:

		A.4.a		a.Providing a maximum mWAP hand-off of 50 mS.

		A.4.b		b.  Not requiring re-authentication to maintain a VPN client connection.

		A.5		The Network must provide a broad range of configuration flexibility to address differing connectivity requirements across multiple user groups.

		A.6		The Network must be capable of supporting mesh topologies consisting of four or more mWAP hops.

		A.7		The Network must provide a minimum client wireless throughput of 2.0 Mbs across the coverage area.

		A.8		The Network must have a maximum average round trip data latency of 50 mS to each mWAP across the coverage area.

		A.9		The Network must use a routing overhead that does not exceed 5% of available Network bandwidth.

		A.10		The Network must support the use of multiple configurable VLAN’s, the configurations of which must include but not limited to:

		A.10.a		a.     Security

		A.10.b		b.     Bandwidth

		A.10.c		c.     QOS

		A.10.d		d.     IP Addressing

		A.10.e		e.     Rate Limiting

		A.10.f		f.      Authentication

		A.10.g		g.     Encryption

		A.10.h		h.     Class of Service

		A.11		The Network must be adaptive and self-organizing in at least the following areas:

		A.11.a		a.     Mesh Radio

		A.11.b		b.     RF Channel

		A.11.c		c.     RF Path

		A.11.d		d.     Connection Rate

		A.12		The Network must support a method of providing transitive data packet prioritization such as DiffServ/DSCP across the wireless Network elements.

		A.13		The Network must accommodate the addition of wired Network gateway connections and mWAP’s without requiring reconfiguration of existing mWAP’s or result in Network traffic interruption.

		A.14		The Network must provide adaptive tuning of the client connections that dynamically compensates for variations in 802.11a/b/g/n mobile devices in the Network.

		A.15		The Network mesh routing protocol must:

		A.15.a		a.     Automatically evaluate the current path and alternate paths throughout the Network with a frequency greater than once per second.

		A.15.b		b.     Concurrently maximize throughput and minimize latency and jitter.

		A.15.c		c.     Dynamically monitor and optimize the health and performance of every mWAP link across the Network.

		A.15.d		d.     Be load sensitive and have the ability of routing around congested Network pathways.

		A.16		deleted

		A.17		The wired Network gateways must provide a minimum bi-directional data interface of 1Gbs to the Network mWAP’s through vendor provided fiber media converters.

		A.18		The vendor shall provide a diagram that illustrates the mWAP latency performance over 1, 2, 3, 4, 5, and 6 hops.

		B		mWAP Specifications

		B.1		Each mWAP must route traffic through the Mesh to and from the wired Network gateways.

		B.2		Each mWAP must employ auto-discovery and auto-recovery to reduce installation time, traffic disruption, and deployment cost.

		B.3		Each mWAP must support two configuration images which include:

		B.3.a		a.    Current operating configuration image

		B.3.b		b.    Factory default configuration image

		B.4		Each mWAP must consist of at least two independent software configurable radios each conforming to the following:

		B.4.a		a.    2 X 2 MIMO (two antennas for Transmit and Receive)

		B.4.b		b.    Software configurable for operation on 2.4 GHz, 4.9 GHz public safety, and applicable 5 GHz bands.

		B.4.c		c.    Software configurable channels of operation in each of the bands specified in Section 4.b above.

		B.5		Each mWAP must have the capability to:

		B.5.a		a.    Automatically monitor and select the frequency band channel to be used for mesh routing connectivity.

		B.5.b		b.    Dynamically route traffic over alternate available radio frequency band channels as necessary to maintain optimum Network performance.

		B.5.c		c.    Utilize Dynamic Frequency Selection (DFS) as required for operation on applicable 5 GHz channels.

		B.5.d		d.    Provide the maximum RF output power as defined by FCC Part 15.247 on the 2.4 GHz and applicable 5 GHz bands.

		B.5.e		e.    Provide an RF output power of at least +25dbm (325 mW) on the 4.9 GHz public safety band.

		C		Frequency Bands and Channels

		C.1		The mWAP’s must provide client access using the following frequency bands and protocols:

		C.1.a		a.    2.4 GHz band using 802.11b/g/n protocol

		C.1.b		b.    4.9 GHz public safety band using 802.11a derived protocol

		C.1.c		c.    Applicable 5 GHz band using 802.11a/n protocol

		C.2		The mWAP’s, at a minimum, must provide simultaneous full time (access point) client access on 2.4 GHz and the 4.9 GHz public safety band.

		C.3		The mWAP’s may include the option to operate on or be upgradable for operation on 5.9 GHz DSRC consistent with Connected Vehicle applications. See; http://wireless.fcc.gov/services/index.htm?job=service_home&id=dedicated_src

		C.4		The mWAP’s must comply with all applicable FCC regulations for frequency bands used by the Network and must not operate unlicensed on any frequency band that requires FCC licensing.

		C.5		The Network of mWAP’s must implement a channel plan for operation in the 4.9 GHz public safety band that is coordinated with Region 43 member agencies.

		D		Physical Requirements

		D.1		Individual field equipment power requirements must meet the following specifications:

		D.1.a		a.    Operation on 120-240v AC, 60 Hz or 12-48v DC

		D.1.b		b.    Power over Ethernet (POE) capability

		D.1.c		c.    Maximum total power consumption (per mWAP installation) of 60 watts.

		D.2		Some individual field locations may require operation on 277v AC. Refer to the coverage map for locations. Vendor must provide all devices required, such as a step-down transformer, to operate the mWAP and associated equipment at these locations.

		D.3		Each mWAP must not exceed 14” x 12” x 8” exclusive of antennas.

		D.4		Each mWAP must not exceed a weight of 20 lbs excluding mounting brackets and antennas.

		D.5		The vendor must provide mounting and installation hardware for installations on a variety of structures such as:

		D.5.a		a.    Metal and wooden utility poles

		D.5.b		b.    Span wires

		D.5.c		c.    Buildings

		D.5.d		d.    Rooftops

		D.5.e		e.    Walls

		D.5.f		f.     Towers

		D.5.g		g.    Mobile installations such as automobiles, trucks and boats.

		D.5.h		h.    Bridge Structures

		D.6		Installation must not require proprietary tools.

		D.7		Field equipment must be industrial-grade and designed for outdoor environments.

		D.8		The vendor may site the industry standards that proposed equipment meets and by what method the field equipment was certified.

		D.9		Field equipment must:

		D.9.a		a.    Be capable of operation between -30*C to +55*C.

		D.9.b		b.    Have at least an IP66 rating.

		D.9.c		c.    Have a minimum sustained wind survivability of 100 MPH.

		D.9.d		d.    Have a shock and vibration resistance that meets or exceeds ETSI 300-19-2-4 specification T41.E class 4M3.

		D.9.e		e.    Comply with MIL-STD-810F 509.4 or ASTM B117 for salt fog rust resistance.

		D.10		Installations must use the minimum number of mWAP MIMO antennas for both client access and mesh communication to achieve the required coverage and performance.

		E		Network Security Requirements

		E.1		The Network must support IEEE 802.11i and 802.1x including EAP methods, PEAP, and RADIUS.

		E.2		The Network must support end to end open access and WPA, WPA2, AES-CCM and TKIP encryption.

		E.3		The Network must support multiple BSSID’s and ESSID’s with ESSID suppression.

		E.4		The Network must have the capability to remove active users from the system and blocking those users from further access when used in concert with a RADIUS server.

		E.5		The Network must have the ability to filter traffic based on IP address, protocol and TCP/UDP port.

		E.6		The Network must have the ability to restrict management traffic to specific IP subnets refusing connections from management clients not in the specified IP subnet.

		E.7		The Network must use secure protocols such as SSH and HTTPS for configuration, troubleshooting and management.

		E.8		The Network must have the capability to block client to client communications.

		E.9		The Network must be capable of supporting multiple ESSID’s, each with a different type of security protocol such as Open, WPA, WPA2, and have compatibility with PSK or 802.1x.

		E.10		The Network must have the capability of restricting Network access based on MAC address.

		E.11		The Network, at a minimum, must be capable of employing 128-bit (or equivalent) AES encryption. Data traffic between mWAP’s, between mWAP’s and client devices must be capable of encryption using AES.

		E.12		The Network must be capable of encrypting all control, protocol, and management algorithms using strong encryption such as AES.

		E.13		The Network must have the capability for the Administrator’s creation of an “allow” list of Users.

		E.14		The Network must include an automated system for managing Network access parameters, such as MAC address or Network logins, across the Network when used in concert with a RADIUS Server.

		E.15		The Network must have the capability to support AES with pre-shared keys.

		E.16		The Network must use time/date stamped Syslog messaging to log Network activity and statistics such as but not limited to client affiliations, connection rates, frequency band and channel status (in-use, etc.), link status and Network authentications.

		F		Network Management Requirements

		F.1		The vendor must provide two management applications and two centralized network management servers (NMS); one each for monitoring and administration of the Network and one each for monitoring and administration of the SDOT-ITSN mWAP’s.

		F.2		The management applications must have API functionality such as XML or SNMP for integration with third party management platforms.

		F.3		The management applications must provide the capability of integration with existing SNMP management platforms and additionally must;

		F.3.a		a.    Support SNMP versions v1 and v2c.

		F.3.b		b.    Have configurable SNMP community strings.

		F.3.c		c.    Be capable of sending SNMP trap information to a configurable server.

		F.4		The management applications must be capable of;

		F.4.a		a.    Batch configuration and storage of configuration profiles.

		F.4.b		b.    Downloading software to installed mWAP’s both individually and in bulk.

		F.4.c		c.    Pre-loading mWAP’s with software and configuration files prior to installation.

		F.5		The management applications must be able to determine the status, success or failure, of any software update or configuration change in real time.

		F.6		The management applications must offer a real time graphical display of mWAP status and connectivity.

		F.7		The management applications must report per minute statistics for all users including link quality and status, data throughput, latency and jitter, client SNR, transmit/receive and other relevant performance statistics.

		F.8		The management applications must be able to manage up to 5000 mWAP’s on a single NMS, maintain a system event log (Syslog) and provide alarm management and reporting.

		F.9		The management application and NMS traffic that takes place wirelessly must occur over secure links.

		F.10		The management applications must be capable of running on off-the-shelf non-proprietary computer hardware.

		F.11		The management applications must allow for up to 15 simultaneous users.

		F.12		The management applications must support multiple levels of access accounts. Each account must be configurable to provide a level of access right such as but not limited to;

		F.12.a		a.    Software administration/management

		F.12.b		b.    mWAP administration/management

		F.12.c		c.    View-only access

		F.12.d		d.    Support an administrator access login level that limits the login’s mWAP configuration edit rights only to a definable group of mWAP’s.

		F.13		The management applications must provide a login that is capable of being linked to a RADIUS server.

		F.14		The management applications must provide an overview of mWAP mesh routing, client, fiber connectivity and data performance in selectable time increments.

		F.15		The management applications must offer the ability of generating performance analysis reports.

		F.16		The management applications must offer root cause analysis assistance.

		F.17		The management applications must be able to store performance statistics and event logs in a user exportable format such as a relational database, and support exporting of data in formats such as csv, or text files.

		F.18		The management applications must be able to discover and bring on-line any new devices that are installed in the field upon receipt of their IP address.

		F.19		Failure of the management application or NMS must not affect the performance of the Network or the functionality of the SDOT-ITSN mWAP’s.

		F.20		The management applications must provide optimization tools to maximize performance.

		F.21		The management applications must provide mapping capabilities to reflect overall configuration and flexible mapping of functional groupings of mWAP’s.

		F.22		The management applications must be capable of offering full functionality from common web browser applications.

		F.23		The management applications must support configurable email and SMS notification of events, alarms and alarm thresholds. The applications must allow authorized administrators to pre-configure email and SMS notifications to multiple recipients.

		G		Network Coverage Areas

				Refer to the enclosed “Network Coverage” map.

		G.1		The Network mWAP’s must be installed in a manner which provides the performance specified in this document throughout the coverage areas marked on the map as “Priority 1 Coverage Area and Priority 2 Coverage Area”.

		G.2		The mWAP installations must provide continuous coverage to mobile clients including automobiles, trucks and busses operating in the right-of-way.

		G.3		The mWAP’s designated for the “SDOT Required Coverage” area will be installed at the specific locations designated on the map. The mWAP’s will be configured as access points and will not be meshed at this time. Each mWAP will be connected to City provided fiber that provides a dedicated path back to the SDOT-ITSN as shown on the “ITS Interoperability” map. The access points within the “SDOT Required Coverage” area will become a direct functional part of the SDOT-ITSN.

		H		Wired Network Gateways and Fiber Connectivity

		H.1		The City of Seattle will provide fiber as the connectivity media for the wired Network gateways where necessary to limit mWAP backhaul hops to three. The vendor will determine and work with the City to locate the wired Network Gateway connections as part of the Network design.				remove h1

		H.2		Where required (see “Network Coverage Map”) vendor must provide the necessary hardware and mounting enclosures to connect mWAP’s and cameras with the fiber media at the locations designated as “wired Network gateways”.

		H.3		The City will provide any fiber connectivity the vendor determines necessary to satisfy the Agency Interoperability requirements as described in Section J.

		H.4		The vendor will be responsible to provide any SM fiber to 1 Gbs ethernet media converters necessary at each designated wired Network gateway location (refer to the Network Coverage Map) to interface the fiber with the mWAP’s.

		H.5		The vendor must also provide any 1 Gbs data switches as required to combine the camera, mWAP, and media converter ethernet interfaces together at applicable locations.

		H.6		The City will provide fiber connectivity at each mWAP location identified in the “Rainier Avenue Corridor” area on the “Network Coverage Map”. The vendor will be responsible to provide any SM fiber to 1 Gbs ethernet media converters necessary to interface the fiber with each mWAP.

		I		Port Security Surveillance Video Application

				Refer to the “Required Coverage” area of the “Network Coverage Map” for the following;

		I.1		The vendor must provide thirty (30) Canon model VB-M40, or equivalent, PTZ IP cameras installed:

		I.1.a		a.    In heated IP66 or better rated outdoor enclosures

		I.1.b		b.    With any required power supplies that conform with Sections E.1 and E.2

		I.1.c		c.    Installation at the locations indicated on the Network Coverage map

		I.2		The Network must provide police patrol and command vehicles viewing access to the IP video streams from any IP cameras selected by SPD.

				Refer to the “Police Video” diagram for the following;

		I.3		The vendor’s proposal must provide outside agencies, shown on the diagram, authorized viewing and PTZ control of any one or more of the IP cameras.

		I.4		The vendor must provide  Dedicated Micros model DVIP-RT, or equivalent, with a total capacity of 64 camera inputs. The Network video recorders must:

		I.4.a		a.    Provide at least 60-day archival recording capacity

		I.4.b		b.    Provide wireless clients with Multicast viewing capability.

		I.5		Use the “Police Video” diagram as a design guide. The vendor must provide everything necessary to provide a fully functional Police/Port Security surveillance video system as depicted and specified on this diagram.

		J		Intelligent Transporation System (ITS) Interoperability

				The Network is intended to be interoperable with the KC-ITSN which is an enterprise network of the King County WAN. The KC-ITSN uses the 4.9GHz public safety band for short range wireless communication (as client access points). Interoperability will allow King County Metro buses and ‘technology pylons’ to connect to the King County WAN via the Network.  Please note that the KC-ITSN clients authenticate using LEAP.

				The Network is also intended to be interoperable with the SDOT-ITSN. The SDOT-ITSN includes the mWAP’s installed in the specific locations within the “SDOT Required Coverage” area of the “Network Coverage Map”.

				Interoperability will allow SDOT-ITSN native wireless clients affiliated within the Network coverage area to have a network path back to the SDOT-ITSN.

				The interoperability will also allow KC-ITSN native wireless clients a path back to the KC-ITSN when these clients are affiliated within the SDOT Required Coverage area.

				The vendor must use the “ITS Interoperability” diagram as a guide for the following:

		J.1		The Network must support interoperability with the KC-ITSN and the SDOT-ITSN.

		J.2		The vendor is not responsible for existing equipment used by these two networks including wireless mobile clients, authentication servers and network management devices such as switches and routers.

		J.3		The Network must provide continuous coverage for the KC-ITSN’s wireless mobile clients (specifically transit vehicles and transit police vehicles) and the SDOT-ITSN’s wireless technologies/clients in the right-of way within the Network’s specified coverage areas.

		J.4		The Network must support association with wireless mobile clients that use Cisco 3200 series WMIC and compatible devices equipped with Ubiquiti Networks SR4C cards operating on the 4.9 GHz public safety band.

		J.5		The Network’s native 4.9 GHz public safety band wireless mobile clients must support association with Cisco 1524 wireless access points used in the KC-ITSN operating on the 4.9 GHz public safety band.

		J.6		The Network may support association with wireless mobile clients using 5.9 GHz DSRC devices for Connected Vehicles applications.

		J.7		The Network must provide the same specifications, as defined in this document, for associated KC-ITSN wireless mobile clients and SDOT-ITSN wireless technologies/clients as it does for its own associated native wireless mobile clients.

		J.8		The vendor must permit the use of the Network’s architecture for inclusion in the KC-ITSN and SDOT-ITSN.

		J.9		The vendor must document how the interoperability between the Network, the KC-ITSN and the SDOT-ITSN must be achieved.
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The mWAP’s may include the option to operate on or be upgradable for operation on 5.9 GHz DSRC consistent with Connected Vehicle applications. See; http://wireless.fcc.gov/services/index.htm?job=service_home&id=dedicated_src
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Port Security Video Surveillance System with Wireless Mesh Network

Minimum Qualifications and Mandatory Technical Specifications


Proposal Form – Amendment One 3/6/12

Vendor Name: _______________________________________________________________



Note:  Use this Amendment One Form to submit with your Proposal.  Do not use the form embedded in the original RFP.

Minimum Qualifications:  The following are minimum qualifications that the Vendor must meet for its Proposal to be considered. The City will reject Proposals from Vendors who cannot respond “Yes” to all items.  Thus, the City requests that Vendors who do not meet these minimum qualifications NOT respond to this RFP.


		Minimum Qualifications

		Vendor’s Response:  

Yes or No

		City Verification:



		

		

		



		The Wireless Mesh hardware is deployed and fully operational in a system of comparable size and complexity as the system contemplated by this RFP.  The customer is satisfied with the system.



		

		For one deployed and operational system comparable in size and complexity to the system contemplated by this RFP, provide the customer’s name and the customer’s contact person’s name, title, phone number and email address.  The City may contact this customer or any other customer, including the City itself. The City may reject a proposal that includes hardware, in the sole judgment of the City having an unsatisfactory performance reputation.   






		

		

		



		The Vendor, if other than the manufacturer, is authorized distributor, dealer or service representative of the manufacturer and is authorized to sell,   and to license the product as applicable, and to offer services including but not limited to system design, installation and testing, documentation, training, warranty, and to provide spare parts and replacement units.



		

		Submit a current, dated, and signed letter from the manufacturer stating that the Vendor is an authorized distributor, dealer or service representative, is authorized to sell,   and to license the product as applicable, and to offer services including but not limited to system design, installation and testing, documentation, training, warranty, and to provide spare parts and replacement units.



		

		

		





Mandatory Specifications 


The following are mandatory specifications that the Vendor must be able to provide or perform.  The City will reject Proposals from Vendors who cannot respond “Yes” to all items.  Thus, the City requests that Vendors who cannot provide or perform these items NOT respond to this RFP.

		Mandatory Specifications

		Vendor’s Response:  Yes or No



		All hardware shall be new and Commercial Off-the-Shelf devices.




		



		

		



		All equipment mounted on a pole shall be outdoor-rated.




		



		

		



		The mesh wireless network shall be able to support the addition of fiber gateways at any time. 

		



		

		



		The maximum total power consumption (per mWAP installation) is 60 watts.




		



		

		



		The mWAP installation shall be a single enclosure on a pole and shall not exceed 14” x 12” x 8” exclusive of antennas.  



		



		

		



		Each mWAP does not exceed a weight of 20 lbs excluding mounting brackets and antennas.




		



		

		



		The mesh wireless network shall support a maximum of three hops to a fiber gateway when the City can provide the fiber at the appropriate gateway location.  If the City cannot provide the fiber to the desired gateway location, then the mesh wireless network shall perform utilizing a maximum of six hops.  




		



		

		



		The mesh wireless network shall be capable of assigning a specific SSID to a specific set of fiber gateways for egress.  




		





		

		Vendor’s Response: Yes or No

		



		The Vendor understands that the grant requires the System be operational by December 15, 2012, has built this date into its project plan and is committed to meeting this December 15, 2012 date.  

		

		Provide a statement that the Vendor understands that the grant requires the System be operational by December 15, 2012, has built this date into its project plan, and is committed to meeting this December 15, 2012 date.



		

		

		



		The Vendor understands, in order to meet the time constraints, its primary field engineer/technician shall be available such that installation, testing and integration services may be performed by the Vendor seven (7) days per week until December 15, 2012.

		

		Provide a statement that the Vendor understands that its primary field engineer/technician shall be available such that installation, testing and integration services may be performed by the Vendor seven (7) days per week until December 15, 2012. 
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		Port Security Video Survelliance System with Wireless Mesh Network - Financial Price Proposal Form 



		Item Descriptions		Quantities		Unit Price		Extended price

		A: Hardware and software cost								C: Future annual maintenance Option

		Note: All HW/SW below price must include three years part and labor warranties								Years 1-3		Year 4		Year 5		Year 6		Year 7		Year 8

		A.1 Mesh wireless system

		Wireless Access point (WAP) per ea		180				$   - 0		Included in unit price

		Antennas (as required per WAP) per ea		180				$   - 0		Included in unit price

		WAP Installation material including feed lines, power supplies and mounting hardware per ea		180				$   - 0		Included in unit price

		Mesh wireless system management software per LT		1				$   - 0		Included in unit price

		Fiber Gateway Equipment if needed per ea		9				$   - 0		Included in unit price

		A.2 Police Port Security Survellance system

		Video Core  routers per ea		2				$   - 0		Included in unit price

		Pan, Tilt and Zoom Camera with installation per ea		30				$   - 0		Included in unit price

		16 Channel network video recorder with installation per ea		4				$   - 0		Included in unit price

		Marine grade Motion Stablized Camera with installation per ea		6				$   - 0		Included in unit price

		Internet Connection from SPD Headquarter Building with 40 Mbs bandwidth per LT		1				$		Included in unit price

		Equipment, if needed, for command vehicles and Police patrol vehicles to access live video via laptops per ea		100				$   - 0		Included in unit price

		A.3 SDOT/METRO Rapid Ride System

		Wireless Access point (WAP) per ea		12				$   - 0		Included in unit price

		Antennas (as required per WAP) per ea		12				$   - 0		Included in unit price

		WAP Installation material including feed lines, power supplies and mounting hardware per ea		12				$   - 0		Included in unit price

		Fiber Gateway Equipment if needed per ea		12				$   - 0		Included in unit price

								$   - 0

		Total										$   - 0		$   - 0		$   - 0		$   - 0		$   - 0

		B: Professional Services

				not to exceed number of hours		Hourly rates		Extended cost		D: Future time and material maintenance Option

		Note: For the WAP installation team, it will consist of what the vendor proposed WAP field install staff plus  two Seattle Department of Transportation (SDOT) crew members with bucket truck, plus a DoIT technical project engineer .  The City will not pay for Vendor's travel, living and per diem costs.								Hourly labor cost		Years 1-3		Year 4		Year 5		Year 6		Year 7		Year 8

		Project manager						$   - 0		Wireless engineer		Not applicable

		Core network configuration engineer						$   - 0		Wireless technician		Not applicable

		Wireless System Design engineer						$   - 0

		WAP field install engineer						$   - 0

		WAP Bench test and Pre-assembly technicians						$   - 0

		Wireless mesh system management training						$   - 0

		Wireless mesh network acceptance testing						$   - 0

		Camera installation						$   - 0

		Police Port Security survellance system training, if needed						$   - 0

		Police Port Security survellance system acceptance testing						$   - 0

		SDOT/METRO rapid Ride system installation						$   - 0

		SDOT/METRO rapid Ride system training, if needed						$   - 0

		SDOT/METRO rapid Ride system acceptance testing						$   - 0

		Documentation						$   - 0

		Use of Test equipment						$   - 0



		Total						$   - 0
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