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City of Seattle

Request For Proposal (RFP) # CTY-3157

Citywide Legislative Management System (CLMS)
Addendum

Updated: 06/19/13


The following is additional information regarding RFP #CTY-3157, titled Citywide Legislative Management System (CLMS) released on June 6, 2013.  The Proposal due date remains unchanged.
This addendum is hereby made part of the RFP and therefore, the information contained herein shall be taken into consideration when preparing and submitting a proposal.   Vendors should review the Q&A carefully as some of the responses have been reworded and/or clarified.  These written Q&A's take precedence over any verbal Q&A.

From:  Carmalinda Vargas, Sr. Buyer

City of Seattle Purchasing

Phone:  206-615-1123; Fax 206-233-5155

Email Address:  Carmalinda.vargas@seattle.gov
	Item #
	Date Received
	Date Answered
	Vendor’s Question
	City’s Response
	RFP Additions/Revisions/
Deletions

	1 
	6/12/2013
	6/12/2013
	RE: Section 6, Item 4.  Is it acceptable for a vendor to do in-house security testing only prior to the proposal date, but follow up with third party certification prior to the contract signing? 
	No, the City requires that vendors include a certification from a third party security testing firm that indicates the vendor’s system is sufficiently secure. The City may be able to help arrange for these tests (which take less than a day) if necessary. Please contact Carmalinda Vargas if interested.
	

	2 
	6/12/2013
	6/12/2013
	RE: Section 8.2, Item 4. What is expected relative to pricing for data conversion since data volumes are not being published with the RFP?
	Data conversion is not included in the scope of this project but may be added during implementation.  
The City wishes to understand the vendors’ standard pricing methodology for data conversion (e.g., based on the amount of data converted, or based on a standard hourly rate). 
While the City will not evaluate the costs associated with data conversion services, the pricing will be included in the contract.   
Should the City require these services, a Work Order will be issued.  
	

	3 
	6/12/2013
	6/12/2013
	RE: Section 11.11.  This section states that “Under no circumstances shall a Vendor submit its own standard contract terms and conditions as a response to this solicitation”; However, Section 12.3 requests a copy of the Vendor’s maintenance and licensing agreements.  Please clarify.
	Section 11.11 specifies that the Vendor cannot indicate their objection to some or all of the City’s contract language by submitting their own contract in full. Objections to the City’s contract language must address specific sections and must include suggested language. Regarding section 12.3, the City seeks to determine how the vendor is providing the application and hosting arrangements.  The intent is to understand the licensing and maintenance arrangements for a SaaS application. These agreements may be used as a basis for contract negotiations with the apparently successful vendor. 
	

	4 
	6/12/2013
	6/12/2013
	Section 11.17 Interlocal Agreements.   Does the City intend to piggyback off another existing governmental agreement? 
	The intent of this project and likely outcome is to purchase and implement a solution based on this RFP.  However, the City always reserves the right to piggyback on an existing ILA.
	

	5 
	6/12/2013
	6/12/2013
	Technical Response.  Please clarify what is meant by “Integrates with Trumba for Web calendaring”
	The ability to show scheduled items (e.g., committee meetings) from this system on the Trumba calendar, and to allow access to legislative items from Trumba.
	

	6 
	6/12/2013
	6/12/2013
	RE: Pricing.  Has the City reviewed other demonstrations or received proposals from vendors already?
	The City reviewed several vendor products and demonstrations during the last year.  These demonstrations were informal and not part of a formal purchasing effort. The City does not consider any pricing proposals received prior 90 days ago to be valid.
	 

	7 
	6/12/2013
	6/12/2013
	RE: Pricing.  Is there flexibility on whether or not the system is a SaaS application?  
	No, the City is interested only in a SaaS application. The City understands that some vendors may offer the same product in both locally-hosted and cloud-hosted variants. In those cases, the vendor should propose the cloud-hosted solution.
	

	8 
	6/12/2013
	6/12/2013
	RE: Pricing. Is there a specific budget defined for the software purchase?
	No, the City is seeking proposals to determine what the budget should be for a system that meets the City’s requirements.
	

	9 
	6/12/2013
	6/12/2013
	Section 3.4 Other. Is it required for the vendor to have a proven 99% uptime in the cloud, and is it required to provide proof of that?
	The requirement is that the Vendor will guarantee 99.9% uptime during City business hours. Proof of past performance is not required.
	

	10 
	6/12/2013
	6/12/2013
	Are vendors required to provide redundancy?
	This is not required but strong redundancy capabilities will make a vendor’s proposal more attractive.
	

	11 
	6/12/2013
	6/12/2013
	Is the City interested in a native iPad application that will make agendas and supporting documents available for both online and offline viewing?
	We are interested in enabling City staff and the public to access legislative information on an iPad. The City will assess the fit of all proposed solutions (e.g., native app, hybrid app) that provide this capability. Offline viewing is not a critical need.
	

	12 
	6/12/2013
	6/12/2013
	Does the City give preference to continuous uptime 24 x 7 x 365?
	The City does not have a specific requirement for continuous uptime. In fact, it expects that the system will need to be brought down on occasion for maintenance or software upgrades.
	

	13 
	06/17/13
	06/18/13
	Section 6. Mandatory Technical Requirements, Item 4.  

Please clarify this requirement. Such as is this certification a requirement to submit to the RFP or a requirement at short-list, etc.
Who does the City generally work with to complete this certification?


	Section 6. Mandatory Technical Requirements:

Item 4 is modified to read as follows: 
	 “The proposer must provide to the City an attestation by an objective third party, stating that the application has been tested for common security vulnerabilities as articulated by the "OWASP Top-10." These include SQL injection, cross-site scripting, cross-site request forgery, and others. See www.owasp.org for details. The City will not pay for this evaluation.   Alternatively, the proposer may indicate that their application has not been tested by an objective third party.  In this event, the proposer must include a statement confirming that they will undergo such testing either by an objective third party, or by the City at its discretion, if and when they are selected  as the apparent successful vendor.   Any findings from this testing must be addressed to the City’s satisfaction prior to contracting.”
The City may hire a 3rd party vendor or perform the testing in-house.  
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