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1 Executive Summary 

In order to respond more effectively to daily and emergency operational challenges, Seattle Police Department  is interested in expanding its current capabilities by pursuing mapping, location, and display technologies that will appropriately interact with existing and planned operational and corporate information systems.
The real-time visual representation of workloads, resource availability, real time crime statistics, and other significant information - for field personnel - is considered to be vital to the efficient and effective use of the Department resources on behalf of the citizens.
The City intends to purchase a Commercial Off-the-Shelf System in 2010 and implement the system in 2010 and 2011.  The specific schedule, deliverables and roles and responsibilities between the City and the software Vendor during implementation are yet to be determined.  Vendors are encouraged to provide a “best practice” solution for the implementation of their software. At a high level, the City has the following goals:

1. To increase the efficiency and effectiveness of the Patrol Operations work efforts in daily and emergency situations,

2. To increase the efficiency and effectiveness Supervisors of Patrol Officers efforts in daily and emergency situations,

3. To increase the efficiency and effectiveness of police management in the use, collection, and reporting/analysis of work and work related information in daily and emergency situations.
4. To increase Police Management and supervisory staff ability to monitor, assess, and report on daily and emergency operations.

This RFI is issued as a means of technical discovery and information gathering.  This RFI is for planning purposes only and should not be construed as a solicitation nor should it be construed as an obligation on the part of the City to make any purchases.  This RFI should not be construed as a means to pre-qualify vendors.  The City of Seattle may utilize the results of this RFI in drafting a competitive solicitation (RFP) for the subject services/products/equipment.  Any future contract that may be awarded must comply with City procurement requirements.    

Based on the information provided by the respondents to this RFI, a determination will be made regarding any actual contracting through a procurement process which, at the City’s option, could include but not be limited to:  a formal bid process, using an existing City contract, procurement via Federal GSA contract(s), or a piggyback of a contract established as a result of the public bid of another public agency.   

Participation in this RFI is voluntary and the City will not pay for the preparation of any information submitted by a respondent or for the City’s use of that information
2 Agency Overview

The Seattle Police Department is staffed by approximately 1500 sworn and civilian members.  Each member of the department interacts with the department’s electronic information systems on a regular basis.  The officers on the street, their sergeants, lieutenants and precinct captains are interested in tracking crime trends, mapping hot spots and tracing the movements of a pattern criminal.  Case Detectives and Crime Analysis detectives use the data to tie criminals to crimes and predict future crime patterns.   The department’s Command staff use the data to evaluate the deployment of police officers.  Civilian members of the department use the data to report information to city government members, and federal crime tracking agencies.  

In 2009 the department converted its CAD and RMS system to a new system designed by the Versaterm Inc. based on an Oracle database.  However additional data is held in SQL Server, Text files, spread sheets, Access database, and XML Documents.   The data is accessed with various software programs, which resides in desktops, laptops and mobile computer platforms running Microsoft’s Windows XP.  Along with the conversion came the opportunity to access a very rich source of analytical data.  The use of the department’s current tools, to mine the data from this rich source of information, is limited to those officers and civilian members who take the time deal with the non-intuitive processes the gain the desired information.  This data gathering is normally left to a few key people.

Recognizing the need to disseminate this rich data source throughout the department, the department would like to utilize an intuitive program which would open this data to all employees at every level of computer expertise from the novice to the power user.

3 Project Overview

Objectives
1. Provide officers, department managers, supervisors, and commanders with tools to analyze and mine law enforcement data. These tools need to be simple, flexible, and reliable.

· These entities will be looking for relationships between events and crimes.  What are commonalities?  What other patterns are observed?  What other influences are affecting these trends?

· Ease of use should include minimal training time.

2. Provide better tools for individual efforts for proactive response and command deployment of officers.

· As an information-led police force, officers need easy access to crime trends in order to prioritize their individual patrol responsibilities.  On a daily basis, Patrol supervisors will pull up counts of crime types, locations of crimes, time of day and graphically view trends and map events to aid in the decision process of where to allocate resources.  The supervisor would have historical data available as needed.  Lieutenants will look at similar information but in a larger geographic area.  The lieutenant would be looking at resource allocation based on broader trends and other influences.  

· Tools would include link analysis, predictive analysis, drill down, basic data manipulation,

3. Implement a business intelligence system that is easy, accurate, timely, and reliable (as close to real time as possible).  Transform the data to allow for more natural relationships, simplified search parameters and the information to be displayed in a user friendly fashion.

· Officers, supervisors and commanders viewing crime data need to see current and historical activity in order to fully assess the dynamics in their geographic areas.  The source databases are very complex and need to be transformed into consumable views for analysis by non-technical people.  This transformation process needs to be accurate and reliable since business decisions will be made based on it.  This information will include people, vehicle, location, offense, initial classification, clearance (MIR) and call type information.

4. Provide visual representations of data in formats that can easily be shaped based on individual user needs.  Paint a real time picture.

· These tools need to be graphically oriented, can be deployed to mobile devices (laptops, blackberries) and can connect to existing data sources like CAD, RMS and other criminal justice systems.

Benefits

1. A uniform and consistent approach to data analysis utilizing a simple user friendly tool that draws from existing data pools.

2. Provide current performance metrics (i.e. response time) that is viewable by geographic boundaries and areas of interest.

3. Better deployment of staff and resources based on the most current information.  Ease of access by decision makers to data provides for predictive intervention to crime patterns and events.

4. A resource for Patrol officers to assist in self-initiated proactive responses to beat-centric issues.

Scope

This effort is not about providing data to the public; rather it is about improving law enforcement professional’s access to data.

Officers will have current crime trends and data

Supervisors will have performance metrics, birds-eye view of crime patterns and events in their areas of responsibility.

Lieutenants will have watch-wide performance metrics and crime trends.  They will be able to take these views and relate them to Department, precinct and community concerns in developing strategic approaches to crime prevention.

Captains will be able to see precinct trends, priorities enforcement efforts enabling them to reallocate resources based on these priorities, and have improved accountability to their communities.

Command Staff will have alerts to key events with targeted data driven reports.  Command Staff will be better able to support precincts with data driven decisions.

Crime analysts and investigators will be able to drill down into greater details to provide intelligence to officers on the street, supervisors and commanders in the field.

Tools include link analysis, predictive analysis, drill down and basic data manipulation. These tools will provide specialized views like offense specific views (homicide, robbery, etc) to look for crime patterns, trends and targeted entities.

The vendor will be required to include a “Consulting” service to provide law enforcement specific implementation of this technology.

The vendor will be required to provide Training for all levels of use.

The vendor may be required to include consulting services to provide law enforcement specific implementation of this technology.

Additionally the vendor may be required to provide Training for all levels of use.

4 RFI Requirements Process 

participation to RFI 

All vendors confirming their participation should send a Letter of Interest to the attention of:

RFI Contact:
Pete Verhaar
Peter.Verhaar@seattle.gov
RFI schedule

RFI key dates are the following:

	June 25, 2010
	RFI made available to the responders

	July 12, 2010
	Deadline for addressing questions

	July 19, 2010
	Response to all questions

	July 26, 2010
	Deadline for receiving response (all material)

	August 2-24th, 2010
	Responses to be evaluated. Responders may be invited to present solution to Agency (presentation meetings, not negotiation meetings). Live demonstrations may be launched at this presentation.

	September 2, 2010
	Decision to launch an RFP


RFI RELATED questions / clarifications / submission

All questions related to this RFI should be directed to

 Pete Verhaar

206-684-0561

peter.Verhaar@seattle.gov 
Vendors must ensure that the information is delivered to the following address on or before  July 26, 2010
Seattle Police Department

Crime Analysis Unit

Attn: Pete Verhaar

610 Fifth Ave

P.O. Box 34986

Seattle, WA 98124-4986
Any notices with respect to this RFI should also be mailed to the above Contact and Address.
Liabilities of Agency 

This RFI is only a request for information about potential products / services and no contractual obligation on behalf of The Seattle Police Department whatsoever shall arise from the RFI process.

This RFI does not commit the Seattle Police Department to pay any cost incurred in the preparation or submission of any response to the RFI.  

Confidentiality & RFI Ownership 

RFI Ownership:  All responses to the RFI will become the property of the Seattle Police Department and will not be returned.

Public Records Act:  Under Washington State Law (reference RCW Chapter 42.56, the Public Records Act) all materials received or created by the City of Seattle are considered public records.  These records include but are not limited to bid or proposal submittals, agreement documents, contract work product, or other information submitted by a vendor to the City.  

The State of Washington’s Public Records Act requires that public records must be promptly disclosed by the City upon request unless that RCW or another Washington State statute specifically exempts records from disclosure.  Exemptions are narrow and explicit and are listed in Washington State Law (Reference RCW 42.56 and RCW 19.108).  

Respondents must familiarize themselves with the Washington State Public Records Act and the limits of record disclosure exemptions.  For more information, visit the Washington State Legislature’s website at http://www1.leg.wa.gov/LawsAndAgencyRules). 

If you have any questions about disclosure of the records you submit with your informational material, please contact the RFI Coordinator. 


Marking Records Exempt From Disclosure (Protected, Confidential, or Proprietary)
If you believe any of the records you are submitting to the City as part of your informational material are exempt from disclosure, you can request that they not be released before you receive notification.  To do so, you must complete the City Non-Disclosure Request Form (“the Form”) included below.  You should very clearly and specifically identify each record and the exemption(s) that may apply.  

[image: image1.emf]Non Disclosure  Request Form .doc


The City will not withhold materials from disclosure simply because you mark them with a document header or footer, page stamp, or a generic statement that a document is non-disclosable, exempt, confidential, proprietary, or protected.  Do not identify an entire page as exempt unless each sentence is within the exemption scope; instead, identify paragraphs or sentences that meet the specific exemption criteria you cite on the Form.  Only the specific records or portions of records properly listed on the Form will be protected and withheld for notice.  All other records will be considered fully disclosable upon request. 

If the City receives a public disclosure request for any records you have properly and specifically listed on the Form, the City will notify you in writing of the request and will postpone disclosure.  While it is not a legal obligation, the City, as a courtesy, will allow you up to ten business days to file a court injunction to prevent the City from releasing the records (reference RCW 42.56.540).  If you fail to obtain a Court order within the ten days, the City may release the documents. 

The City will not assert an exemption from disclosure on your behalf.  If you believe a record(s) is exempt from disclosure you are obligated to clearly identify it as such on the Form and submit it with your solicitation.  Should a public record request be submitted to the Seattle Police Department for that (those) record(s) you can then seek an injunction under RCW 42.56 to prevent release.  By submitting a response to this Request for Information, Respondent acknowledges this obligation; and also acknowledges that the City will have no obligation or liability to the proposer if the records are disclosed.

5 High level business requirments 

Overview of Functional Requirements

This system is to provide non-technical law enforcement officers easy access to disparate and complex data sources.
User Interface:

The user interface must be intuitive and require little end user training.

It should support statistical reports, dashboards, and graphical analysis tools.
These should facilitate ‘drilling down’ into the data.

It should provide for ad hoc querying of data that can then be presented graphically and exported if needed.

It should support multi-media presentations including video recordings, audio recordings, and external applications.

The user interface should be customizable by a system administrator and by the end user.
Data Integration:

Source data is in Oracle, SQL Server, Text files, spread sheets, Access database, XML Documents.

APIs should be available to enhance and extend the system using JAVA.

It is expected that there will be a transformed data warehouse.  Tools should be available to facilitate the transformation process.

Overview of informative Security Requirements and privacy protection
The system should integrate with Active Directory for its user authentication.
It will need so support multiple levels of security by individual and by groups.

Overview of Performance Requirements

The system should support sub-second response times with 300 users connected.
Overview of Availability Requirements 

This system will be used 24X7.  It will be a decision support tool but high availability is not needed.
Overview of Technical Requirements 

SPD currently uses Oracle as its primary database engine.  We support both Linux and Windows servers on physical and virtual devices (ESX).  We have a high speed IP network infrastructure and are using Bluearc as our NAS provider.

This system should use Oracle or SQL Server as a database engine
It should run on Linux or Windows servers and connect to existing NAS disk.

It should be able to run on virtual servers.

Mobility is provided to Windows based workstations using Sprint wireless services and NetMotion.

Desktops are IP/Windows based machines.

6 Response Format 

	Question
	Response

	Vendor Information
	

	Name of person responsible for the information contained in this RFI
	

	Telephone number

Fax number

Email address

Web page
	

	Have you implemented your system to a law enforcement agency as a crime reporting tool of a similar size to Seattle?  If so, please provide reference information.
	

	Total number of installations of the version of the software being proposed, which have been carried out by your organization?
	

	Describe any third party alliances, relationships, or dependencies.
	

	Please provide information on your implementation methodology.
	Attach as required.

	What documentation is provided with the software / system and in what format?
	

	Was your software written by your organization or acquired from a third party?
	

	System Administration
	

	What type and complexity of system administration roles?
	 

	What would be the Technical Administration requirements for SPD?
	

	What do you anticipate would be the Business support requirements for SPD?
	

	Training / Anticipated Learning Curve
	

	Do you offer formal user training?
	

	What types of courses do you run and what are their durations?
	

	What level of training would you recommend?
	

	Describe any training materials offered?
	

	What is your anticipated learning curve for Report Users?
	

	What is your anticipated learning curve for Technical Administrators?
	

	Infrastructure Requirements
	

	Minimum Requirements
	Attach as required.

	Recommended Requirements
	Attach as required.

	Requirements for future scaling.
	Attach as required

	Client Capabilities & Requirements
	

	Does your software integrate with Active Directory?
	

	Does your software facilitate the setting of thresholds and provide alerts to users?
	

	Can users easily create these thresholds and alerts?
	

	How are these alerts communicated to the end user?
	

	Name all browsers that your system has known compatibility with.
	

	Will your product work from a mobile device?  Define limitations such as OS and functionality differences from desktop clients.
	Attach as required.

	Is the product accessible from the internet?  What is required to deliver it?
	

	Mapping Support
	

	Does your client support bi-directional functionality with mapping?  (Can a user select an item on a map and refresh a report or vice-versa?)
	

	Name all mapping platforms supported by your product.  i.e., ESRI, Google maps, etc.
	

	Can your product map ad-hoc query results?
	

	Third Party Integration
	

	Number data sources that can be simultaneously accessed?
	

	Types of data sources supported?
	

	Name all third party products required to meet the criteria described in this RFI.
	

	Does your system provide APIs?
	

	Do you support video integration?
	

	What is required to present video images?
	

	Data Transformation / Translation
	

	Describe the process of data transformation required by your system?
	

	What do you anticipate would be SPD’s level of effort to conduct the data transformation?
	

	Describe your consulting resources to help with data transformation?
	

	Consulting Services
	

	Describe your recommended engagement/scope of work to implement your software at SPD
	Attach as required.

	Have you provided consulting services to SPD in the past?
	

	Describe your experience with Law Enforcement data?
	

	Detailed Cost Model
	

	Estimate of scoped requirements
	

	What is included?
	Attach as required.

	Is there anything that would require an additional or third part purchase to meet the requirements outlined in this RFI?
	Attach as required.

	Support offered?  (Hours, methods of contact)
	

	What is your annual maintenance?
	

	What is your expect product life cycle?
	

	What is your licensing model and prices?
	

	What is your products direction?
	


Project references -- (Appendix -- I)

The vendor should at least list three previous projects achieved providing the following:

· Name of client including contact information.

· Law Enforcement Agency?

· Size of agency

· Size of supported population

· Current BI functionality being used.
· How long?

· Using Dashboard functions?
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City Non Disclosure Request Form

If you believe any statements or items you submit to the City in response to this Request for Information   are exempt from disclosure, you must identify and list them below.  You must very clearly and specifically identify each statement or item, and the RCW exemption that applies.  The City will not exempt materials from disclosure simply because you mark them with a document header or footer, page stamp, or a generic statement that a document is non-disclosable, exempt, confidential, proprietary, or protected.  You may not identify the entire page, unless the entire page is within the exemption scope. Only records properly listed on this Form will be protected and withheld for notice.  All other records will be considered fully disclosable upon request. 

___    I do not request any information be withheld.

___   I request the following specific information be withheld.  I understand that all other information will be considered public information.  For each statement or item you intend withheld, you must fill out every box below.


		Document Page: Specify the page number on which the material is located within your submittal package  (page number)

		Statement: 


Repeat the full text you request to be held as confidential

		RCW Exemption:  Specify the RCW exemption  including the subheading 



		

		

		



		

		

		



		

		

		





For this request to be valid, you must specify the RCW Exemption that applies.  Your options include one of the following:


1.  RCW 42.56.230.3 – Personal information -  taxpayer 


2. RCW 42.56.230.4 – Personal information – Credit card numbers and related


3. RCW 42.56.240 -  Investigative, law enforcement and crime victims


4. RCW 42.56.250 – Employment and licensing – specify the applicable subheading


5. RCW 42.56.260 - Real estate appraisals


6. RCW 42.56.270 (Items 1 through 17) – specify which subheading.


7. RCW 42.56.270 (items 1 through 17) – specify applicable subheading


