Attachment #3

Contract Specifications

Vendor Contract #0000001740

SPECIFICATIONS

1.
General – The vendor shall:

1.1
Have at least three (3) years of consecutive experience in the security guard/screening industry under the current company name, and must have experience in a multi-use and multi-tenant at least 50% government occupants.  The facility/campus must bed contiguous, and not piece-mealed.

1.2   
Agree and ensure that security personnel fully perform their duties in accordance with City imposed policies, procedures, and conditions for continued service at this account.

1.3 
All assigned security personnel must pass a comprehensive pre-employment background/reference check.  Vendor to absorb costs associated with such background/reference checks.  The following are grounds for rejection for providing services to the City:

1.3.1 Any felony conviction.

1.3.2 Any conviction for a substance abuse (felony or misdemeanor).

1.3.3 Any misdemeanor conviction of a crime of violence.

1.3.4 Any misdemeanor conviction for theft or moral turpitude.

1.3.5 Any gang affiliation.

1.3.6 Any excessive record of arrests with few or no convictions.

1.3.7 Any current or pending criminal investigation in which the applicant is a suspect.

1.4 
Ensure that security personnel possess the following minimum physical and mental capabilities:

1.4.1
Sufficient color perception to distinguish primary colors (red, blue, and yellow).

1.4.2
Ability to use both eyes with far vision correctable to 20/40 and near vision correctable to 13-16 inches.

1.4.3
Average hearing loss not in excess of 20 decibels (dB) and frequencies from 500 – 3000 cycles per second (cps).  Use of a hearing aid is acceptable, as long as the device is in good working order and is in operation during the hours the security officer is on duty.

1.4.4
The full range of use of fingers, both hands, and both legs; the ability for rapid mental and muscular coordination simultaneously; and the ability to climb a ladder and perform other similar activities.

1.5
Ensure that security personnel have normal concern for their own physical safety and shall take reasonable precautions not to place themselves in situations that would encourage violence or jeopardize the safety of other persons in the area.

1.6 
Ensure the conduct and behavior of security personnel are beyond reproach.  Security personnel are to be polite, cooperative, and able to work in harmony with one another, visitors, and with other City of Seattle employees.

1.7 
Ensure that security personnel respond to subpoenas pertaining to any City account.

1.8 
Schedule security coverage for vacations, holidays, unscheduled absences, and/or other unplanned occurrences.  Any costs (including overtime) associated with scheduling vacations, holidays, and absences are the responsibility of the contractor.  These costs must be included in the billing rate.  City holidays are as follows:  
Holidays are City of Seattle holidays as listed below, and are to be paid at time and a half:
	New Years’ Day
	Labor Day

	ML King Jr’s Birthday
	Veterans’ Day

	Presidents’ Day
	Thanksgiving Day

	Memorial Day
	Day after Thanksgiving

	Independence Day
	Christmas Day


1.9
Immediately transfer/remove security personnel from the account at the City’s request.

1.10
Ensure that security personnel are fully aware of the political sensitivities that exist in a municipal government.

1.11 
Provide strict key control for any and all government keys and key cards.  Keys issued to the successful vendor are not to be duplicated or removed from City property by security personnel.  Should the successful vendor lose a set of keys, or should it be shown that duplication of the keys by the successful vendor has wrongfully occurred, the successful vendor must reimburse the City of Seattle for the actual cost of re-keying all locks, doors, and gates to the facility up to a maximum amount of $100,000.

1.12
Have a ready source of qualified individuals to perform the function and administer the employee selection and scheduling, billing, and administrative functions of the contract.

1.13
Maintain a reserve of immediately available alternates in the event a scheduled individual, because of illness or other reason, becomes unavailable to perform the functions of the position, so that no position is ever uncovered.

1.14
Ensure that security personnel have photo identification and attach it properly to their uniforms in a readily visible manner.

1.15
Ensure that security personnel give undivided attention to their duties and given responsibilities.  Long, unnecessary conversations with other individuals shall be avoided.

1.16
Ensure that security personnel do not read, write, or study while on duty—except as may be required in connection with their duties and responsibilities.

1.17
Ensure that security personnel do not smoke or use other forms of tobacco products while on the job.  Smoking and the use of other forms of tobacco products are not allowed on City property.

1.18
Ensure that security personnel do not read unauthorized material, eat, or groom while in public view.

1.19
Provide the “weekend coverage” level for holidays and City holidays (unless otherwise directed by the City of Seattle).

1.20
Ensure that security personnel are equipped with the necessary equipment and supplies to properly perform his or her duties.

1.21
Ensure that security personnel are not permitted to provide themselves with unauthorized personal equipment (e.g., firearms, chemical agents, knives, etc.).

1.22
Ensure that security personnel neither use nor have in their possession intoxicants and/or controlled substances on or near the job site.  The odor of intoxicants and/or controlled substances on our about the contractor’s security and supervisory personnel shall cause the contractor to immediately remove the individual(s) from the job site.

1.23
Provide services as described.  After three (3) failures by the contractor to comply with the terms of the contract within a contract year, the contract will be subject to immediate termination.

1.24
Ensure that security personnel comply with the duties and responsibilities as outlined in these specifications.

1.25
Ensure that all scheduling information is provided in military time (24-hour scale).

1.26
Agree and ensure that security personnel may be required to perform other duties as assigned on a permanent or temporary basis—regardless of the job description.

1.27
Ensure prompt replacement of security personnel in the event of illness or emergency.

1.28 Agree to retain incumbent security personnel due to satisfactory performance and ease in transition.  Upon execution of the Contract, the Contractor and any subcontractor(s) is required to make retention offers to all employees who provide these security services for the City-owned buildings and facilities that are included within the contract.  These retention offers will offer to such employees continued employment at the City facilities and buildings, for a period not less than 90-days.  At the end of the 90-day retention period, the Contractor and any subcontractor(s) is required to perform a written performance evaluation of each such retained employee.  If the evaluation for that employee is satisfactory, the Contractor and its subcontractor(s) must offer the retained employee continued employment under the terms and conditions established by the successful Contractor and its subcontractors or as required by law.  See    Executive Order #06-04 dated 10/25/04, Appendix 1.  The Contractor shall provide documentation to the City Security Manager of these actions, as follows:

1.28.1 As a condition of the City issuing a Notice to Proceed, the Contractor shall provide a list of all employees that have been offered a 90-day retention offer and which employees accepted the 90-day retention offer;

1.28.2 After 90-days, Contractor will provide a list of the status of the performance evaluations, indicating which employees received a performance evaluation, whether the employee was offered continued employment, and which employees accepted continued employment. 

1.28.3 These requirements do not apply to those employees who have been employed at the specific site for less than ninety (90) days prior to the date the contract is terminated; employees who are classified as managerial, supervisory, or confidential; employees who work less than eight (8) hours per week at the covered site(s); or to contracts awarded to sheltered workshops as described in RCW 82.04.385.

1.28.4 This does not retract the right of the Contractor to discipline or terminate employees as required during the course of the contract, such as terminations for serious personnel infractions, and Contractor shall continue to have the responsibilities normally practiced for personnel management.

1.29 Within ten (10) working dates after receiving notice that the Contract has been terminated, and as a condition of final invoice payment by the City to the Contractor, the Contractor shall provide a list of all employees that are providing such services to the City buildings and facilities, including the name, address, phone number, date of hire, and employment classification of each covered employee.  

1.30 Guarantee of Uninterrupted Services:  To satisfy this requirement, the Contractor agrees to the following:

1.30.1 If approached by a Union seeking recognition, the Contractor agrees to execute a Card Check Neutrality Agreement (CCNA) under the following conditions and understandings.  
1.30.1.1 The CCNA shall be limited to permanent workers appointed to service the four  work sites named in the RFP and originating contract.  Should a CCNA be submitted to the Contractor that applies to work sites beyond those four  work sites in the originating contract, then Contractor would have no obligation to sign the CCNA.  Additionally, the City reserves the right to add work sites within the contract during the term of the contract and extensions if any; however, such sites need not be automatically included as a part of the original CCNA agreement.  
1.30.1.2 The Contractor is under no obligation to initiate a CCNA.  The request for a CCNA would be initiated by a Union.

1.30.1.3 Any CCNA entered into pursuant to this contract is to be consistent in format with the standards of the industry.  The Union would provide the format of the CCNA for purposes of achieving agreement with the Contractor.    The Contractor is expected to review the proposed CCNA to negotiate the CCNA provisions as necessary to be appropriate and applicable to the City contract and worksites, prior to signature.   
The CCNA will not contain any provisions which are illegal under federal or state law.  In addition, the CCNA shall contain a dispute resolution procedure incorporating the rules and procedures of the American Arbitration Association for Labor Disputes.  Finally, the CCNA must prohibit picketing, strikes, leafleting, boycotts, slowdowns or other interference with Contractor’s operations while the CCNA is in force and for the duration of the agreement between Contractor and the City of Seattle.
1.31 Ensure that security personnel keep their clothing neat, clean, and well pressed at all times.  Uniforms shall not have rips, tears, visible repairs, missing buttons, excessive tightness, or bagginess.

1.32 All persons assigned to the Civic Campus must be certified through the State of Washington’s Private Security Guard Program.

2.
Scope of Work:

2.1 Fleet and Facilities Department (FFD)

2.1.1 Contractor shall designate an Account Manager who shall coordinate all issues relating to this contract, staffing, performance, etc., and will be the point of contact for the City.  Contractor shall not replace the Account Manager unless prior written notice is given to and approved by the City.  At present there are two Account Managers, one for the Seattle Municipal Tower, and one for the Civic Campus proper.  The current staffing is approx. 20.
2.1.2 Provide trained security personnel to work the FFD account.   The City has the right to approve/disapprove any security personnel.

2.1.3
Work with FFD regarding the duties and responsibilities of the security officers.

2.1.4 Ensure that security personnel carry out all lawful orders (relating to security situations, not personnel management) issued by FFD Security Management or law enforcement personnel.  Failure to carry out a lawful order issued by authorized FFD Security Management or law enforcement personnel shall be considered insubordination and the contractor, upon notification, shall immediately remove the individual from the FFD account.

2.1.5 Ensure that all security officers wear distinctive uniforms with the vendor’s company name and logo on the jacket.  Picture identification for each officer must be included as part of the uniform.  The Account Manager position requires a suit and tie. The successful vendor must obtain approval from FFD in advance for all uniforms worn at this account.

2.1.6 Notify FFD of any assignment, reassignment, disciplinary action, promotion, or transfer of any security officer or supervisor working on this account.

2.1.7 Provide annual training of all assigned security officers and supervisors on FFD’s emergency procedures and plans.

2.1.8 Provide each security officer with specialized training relating to the security requirements of this account.

2.1.9 
Submit personnel qualification summaries on all personnel proposed to be assigned to the FFD account.  The personnel qualification summaries shall outline (in detail) the training and experience qualifications of each security officer (and account manager) proposed for use under the contract.  Resumes must be for key personnel.  For security officers, include all training that they are required to have for the company (including Sate of Washington private security officer license).

2.1.10
Ensure the security control room is continually staffed.

2.1.11 
Ensure that security personnel remain awake and alert at all times.  The contractor shall take appropriate disciplinary action in the event a security officer is found asleep (or appears to be asleep) while on duty.

2.1.12
Ensure that shift times are (generally) contained within the 24-hour day (and not overlap days).  FFD’s preferred shift times are as follows:

a.
Shift 1:  0000 hours until 0800 hours

b.
Shift 2:  0800 hours until 1600 hours

a. Shift 3:  1600 hours until 2400 hours

These shift times may not always apply to the Video Visitation, or to special coverage.

2.1.13
Provide trained security personnel that meet FFD’s specifications for emergency or “last minute” security coverage at a standard rate (not overtime).

3. Equipment – As part of the standard billing rate, vendor shall:

3.1 Fleets and Facilities Department (FFD)

3.1.1 Supply and maintain twelve (12) Motorola Radius P1225 radios, no substitute, with all accessories including: leather swivel case, two (2) batteries per radio, battery charger, remote speaker microphone, and ear piece.  These radios must have an assigned frequency, be provided at the vendor’s expense, and there must always be twelve (12) functional radios (and corresponding accessories) at the FFD account.  Frequency will be provided by the City.  All other communications equipment i.e. cell phones, beepers, etc. are at the discretion of the vendor, and at the vendor’s expense.

3.1.2 Supply and maintain twelve (12) heavy duty rain coats/jackets with highly reflective material—including the word “SECURITY” in large white letters on the back. 

3.1.3 Provide and pay development costs for a minimum of six (6) disposable cameras on an ongoing basis.  These cameras will be used to document incidents, suspects, or other activity.  All photos must be submitted to FFD Security Management. 

3.1.4 Ensure that non-essential items, such as beds, radios, CD players, tape players, VCRs (and the like) belonging to contract security personnel, will not be permitted on the premises.

3.1.5 Ensure that all City telephones, cell phones, pagers, computer equipment, and other city property are for official use only.  All phone lines must remain clear for OFFICIAL USE ONLY.

3.1.6 Ensure that security personnel maintain the proper condition of all security spaces/offices at all times.

3.1.7 Ensure that security personnel perform routine (every shift) cleaning pertaining to certain aspects of the FFD access control system and the closed-circuit television system (among other systems).

3.1.8 Supply and maintain equipment and supplies necessary to support the needs of the vendor’s staff. 

3.1.9 Note:  The City is testing Behavior Recognition both visual and audio.

4.       Reporting – Vendor shall:

4.1       Fleets and Facilities Department (FFD)

4.1.1
Maintain daily logs and, in certain facilities, a visitor’s log.

4.1.2 Ensure that security personnel document any security incidents on incident report forms and provide copies to FFD.

4.1.3 Enter data and maintain the FFD database (Incident Reports, Inc.) for security incidents.

5.       Basic Security Personnel Requirements

Customer service is a critical component of the City’s business strategy, and security is viewed as an integral part of accomplishing this objective.  Typical duties involve providing directions and assisting customers, visitors, City employees, and vendors.  Security personnel must exercise courtesy, respect, and professionalism.

5.1
General:  All security personnel assigned to any City account shall:

            5.1.1   Be a citizen of the United States or a resident alien and at least 18 

                       years of age at the time of employment.

5.1.2 Possess proof of having met the requirements from the State of Washington for private security guards.  The contractor shall ensure that security personnel have in their possession a valid Private Security Guard License issued by the State of Washington’s Department of Licensing as per the requirements of RCW 18.170 and WAC 308-18.  This license must be carried at all times when the contractor’s security personnel, including supervisory personnel, are assigned to the job site.

5.1.3 Have earned and possess a high school diploma or GED.

5.1.4 Read and write English equivalent to a high school graduate.  Verbally communicate in English with clear and definitive articulation to assure confidence, control, and safety of those involved, particularly in emergency situations.  Must be able to read and understand printed rules, regulations, written orders and instructions, training materials, policies, and procedures.  Security personnel shall also be capable of composing readable and understandable reports which convey complete information.

5.1.5 Be trained and capable of performing assigned security duties.

5.1.6 Maintain a professional manner and remain awake and alert at all times.

5.1.7 Adhere to the “NO SMOKING” policy while on or near City property.

5.1.8 Contact a supervisor for assistance in the event of an illness during a shift.  Security personnel may not leave the post until properly relieved—except in the case of an extreme emergency or life-threatening situation.

5.1.9 Notify emergency services (911) in the event of a major illness (if physically possible) or life-threatening situation.

5.1.10 Possess and exercise strong personal interactive skills in dealing with the public, or City personnel.  Security personnel must be able to effectively communicate instructions, directions, and security policies to the public.  Security personnel must also be able to resolve conflicts and, in certain situations, tactfully say “no” (e.g., deny a request or demand).

5.1.11 Be physically and mentally able to perform complex functions under adverse conditions, hours, weather, extensive walking, some climbing, and personal physical dangers.  Must be able to stand or walk for an entire shift; lift objects weighing up to 50 lbs.; and run for medium distances (half mile) and up 14 flights of stairs.

                        5.1.12 Be capable of effectively operating a personal computer in a 

                                  Windows operation environment and have the ability to effectively 

                                   use a keyboard as part of the access control and CCTV systems.

4.
Personnel Description

4.1
Fleets and Facilities Department (FFD):  All positions are hourly with the exception of the Account Manager, which has averaged from 40-60 hours per week in the past, therefore, vendors may want to make this a salaried position based on a proposed hourly rate.  Vendors shall provide trained, capable security personnel.

6.1.1 Account Manager shall:

a.
Cover FFD Security Management responsibilities as 


needed.

b.
Provide on call services 24/7 for FFD Security Management; be able to respond 24/7 to handle any security problems that should arise; and be able to work varied shifts and split shifts.

c.
Coordinate the security coverage for all FFD security requests.

d.
Develop a training program and coordinate all training requirements for security personnel assigned to this account—and update the program on a regular basis.

e.
Attend the monthly Security Forum at the West Precinct.

f.
Oversee, manage, and operate FFD’s electronic security systems including, but not limited to, access control, closed-circuit television, panic/duress, and audio.

g.
Provide security management for events in the Mayor’s Office, Council chambers, and for other high profile events.  The Account Manager must be able to effectively deal with a variety of personality types in public situations—including situations involving media coverage.

h.
Follow up with the appropriate building tenants when security personnel find tenant spaces unsecured.

i.
Maintain security records for unsecured areas, incident reports (along with police reports), 24-hour log reports, individual site reports, and specialized equipment reports for a minimum of five (5) years.  The Account Manager must develop and implement a paperwork management program.

j.
Submit reports with appropriate documentation of all situations which are considered security breaches, incidents, and/or system failures.

k.
Review all security documentation prepared and/or provided by security personnel.

l.
Know how to perform every position and provide training for these positions to subordinates.

m.
Serve as a fire floor warden and assist with fire drills.

n.
Serve on the building’s earthquake light search and rescue team.

o.
Provide service to the Fleets and Facilities Department ONLY.  This position will have no responsibility or involvement with any other department regarding the management of contracted security personnel.  For example, this Account Manager will not manage or coordinate security personnel for Seattle Municipal Courts.

p.
Perform other duties as assigned.

6.1.2 Access Control System Administrator (40 hours per week) shall:

a.
Manage the FFD access control system, which includes processing photo identification requests, data entry, clearance levels, creating and defining reader groups, customer service, proper programming, and providing security reports.  The City has AMAG 5.01.

 b.
Emphasize customer service while strictly adhering to the FFD policies and procedures for access control and photo identification.  These policies and procedures will be provided to the successful vendor.

 c.
Coordinate reader groups and photo badging formats with FFD Security Management.

 d.
Troubleshoot system problems whenever possible to avoid costly vendor call outs.

 e.
Have experience maintaining electronic security records and documentation for a minimum of ten (10) years.

 f.
Manage and maintain security equipment inventories.

 g.
Coordinate off site photo shoots for city photo identification.

 h.
Perform data entry.

 i.
Assist with fire drills.

j.
Report building maintenance problems or issues.

k.
Perform other duties as assigned.

6.1.3 Assistant Access Control System Administrator and Technical Specialist (40 hours per week) shall:

a.
Be able and available to perform all duties of the Access Control System Administrator (listed above).

b.
Monitor and operate the closed-circuit television system and panic alarm system.

c.
Review tapes/digital recordings after security incidents have occurred.  This person must be an expert in operating this equipment.

d.
Perform data entry.

e.
Position serves in the security control room (dayshift: 0800-1600 hours).

f.
Assist with fire drills.

g.
Report building maintenance problems or issues.

h.
Perform other duties as assigned.

6.1.4 City Hall (138 hours per week), or Seattle Municipal Tower (168 hours per week) Central Monitoring Stations security personal shall:

a.
Control access to the building.

b.
Staff the security control room to monitor and operate all electronic security systems.

c.
Dispatch an initial response to security incidents.

d.
Perform daily locking and unlocking functions for the appropriate spaces.


e.
Serve as a central communications point (dispatch) for all security personnel and all FFD facilities.

f.
Ensure the “FFD Security Requirements and Information” is carried out on a daily basis.

g.
Respond to the fire panel as necessary.

h.
Document each shift by completing the necessary paperwork.

i.
Assist with fire drills.

j.
Report building maintenance problems or issues.

k.
Perform other duties as assigned.

6.1.5 Civic Campus Patrol (208 hours per week), or Seattle Municipal Tower Patrol security personnel shall:

a.
Control access to the buildings.

b.
Provide a “relief” to the City Hall monitoring staff.  Patrol security officers must know how to operate all systems in the security control room.

c.
Provide an initial response to security incidents.

d.
Be able to walk at least six (6) miles per shift.

e.
Patrol the interiors and exteriors of the City Hall and plaza, Justice Center, Seattle Municipal Tower and attached garage, and Seapark Garage.

f.
Respond to any and all security issues communicated from the security control room.

g. Document each shift by completing the necessary paperwork.

h.
Assist with fire drills.

i.
Report building maintenance problems or issues.

j. Perform other duties as assigned.

6.1.6 Seattle Municipal Tower loading dock (168 hours per week) security personnel shall:

a.    Maintain a visible presence on the loading dock 24/7 for vehicles coming        into the garage.

b. Document each shift by completing the necessary paperwork.

c. Do not leave the loading dock until relieved at the loading dock desk (except in emergency situations).

d. Maintain schedules, access lists and sign in lists.

e. Issue cardkeys to delivery personnel making deliveries to multiple floors.  Be sure they leave an I.D. in return for an access card.

f. Restrict the use of the freight elevator to deliveries and personnel parked at the loading dock.  The freight elevator is not to be used as a passenger elevator.

g. Frequently check the lower loading dock and the 6th Avenue entrance.

h. Accept and sign for packages addressed to building management, Otis elevator, and Ace Parking.  These packages may contain items essential to the maintenance of the building.  Notify the addressee as soon as possible that their package has arrived at the loading dock.

6.1.7 Justice Center/Seapark Garage (128 hours per week) security personnel shall:

a.
Control access to the buildings.

b.
Provide an initial response to security incidents.

c.
Perform daily locking and unlocking functions for the appropriate spaces.

d.
Conduct rounds by patrolling both buildings and checking specific areas.

e.
Be able to walk at least five (5) miles per shift.

f.
Respond to the fire panels as necessary.

g.
Check the security equipment in the Seapark Garage.

h.
Respond to Seapark Garage panic alarms.

i.
Issue promissory notes to “late parkers” who want to exit Seapark Garage.  (Note:  Security personnel do not accept or carry money.)

j.
Document each shift by completing the necessary paperwork.

k.
Assist with fire drills.

l.
Report building maintenance problems or issues.

m.
Perform other duties as assigned.

6.1.7 Video Visitation (20 hours per week and may expand) security personnel shall:

a.
Facilitate the ability for the public to visit with inmates (via the internet) who have been sent to Yakima’s correctional facility.

b.
Provide technical assistance in connecting with the Yakima site.

c.
Handle all security issues that occur as a result of this program.

d.
Properly complete all paperwork associated with this program.

e.
Perform cleaning duties after each visitor leaves and at the end of the day.

f.
Assist with fire drills.

g.
Report building maintenance problems or issues.

h.
Perform other duties as assigned.

i.
Note:  (Important)  The vendor is strongly encouraged to ensure that security officers who are assigned to work this position receive a Tuberculosis (TB) skin test and receive the following: 

1) Hepatitis B vaccination (series of three shots over six months).

2) Annual flu vaccination.

3) Tetanus booster (if needed—adults should have it every ten years).

4) Chicken pox vaccination (for those who have never had chicken pox before).

5) Annual TB skin tests.

The vendor is encouraged to arrange for the above precautions for video visitation security personnel within ten (10) days of beginning work at this site.  If security personnel decline, then the successful vendor is encouraged to have those who decline to sign a statement regarding this decision.  The  vendor may invoice the City of Seattle for all costs associated with these requirements.  These costs should NOT be included in the standard hourly billing rate.  Results of the TB test and proof of inoculations must be provided with invoices.  Furthermore, the vendor must comply with all applicable state and federal health regulations.

6.1.8 Special Coverage shall include, but not be limited to the following.  The City does not guarantee the amount of time for these events.

a.
Firewatches. 

b.
After hours meetings. 

c.
After hours moves.

                                    d.         Large events (like planned or unplanned protests). 

e.
WTO-size events.  During WTO, FFD increased security guard service by approximately 90% (an increase of about 1,140 hours) in one week.

f. 
Provide unspecified coverage.  For example, in the 48 hours following the 9/11 disaster, FFD added 144 hours of additional security guard coverage.  Another example has been the anniversary of the WTO (referred to as “N30”). 

g.
Assist with fire drills.

h.
Report building maintenance problems or issues.

i.
Perform other duties as assigned.

7     Wages and Benefits

7.1
The City of Seattle has a business need for a low turnover of security personnel.  The vendor must ensure the stability of its workforce.

7.2
If the costs of providing wages and benefits increase after the vendor begins working the account, the vendor shall be responsible for these costs for the first two (2) years of operation.  These costs may not be passed on to the City of Seattle or to security personnel.  After the second year of the contract, the City and the contractor may negotiate a beneficial solution that may affect the billing rates, as well as future wage rates.  Negotiations may occur annually after the first two (2) years of the contract, but no more than once per year (for all benefits).

8 Training

8.1
Fleets and Facilities Department (FFD) – All training costs must be included in the billing rate.  Vendor shall:

8.1.1
The vendor shall write a training manual specifically for security personnel assigned to the Fleets and Facilities Department account.

8.1.2
Meet the minimum training requirements for the State of Washington and a minimum of 24 hours of on-the-job training per position.  Note:  All training costs are the responsibility of the vendor and must be included in the billing rate.

8.1.3
Design a specific course of training for each position.

8.1.4
Vendor shall provide training that includes the following:

a.
Safety.

b.
Civic campus familiarization including a detailed tour of all sites, functions, and facilities.

c.
Knowledge of a security officer’s limit of authority.

d.
Knowledge of job duties.

e.
Access control.

f.
Public relations.

g.
Patrol techniques.

h.
Responding to bomb threat situations.

i.
Fire prevention and control and the use of fire extinguishers.

j.
Communication training including verbal judo.

k. Employee rights, responsibilities, and expectations. 

l. Client relations.

m. Workplace violence and conflict resolution.

n. Public safety and emergency rules including fire, bomb threat, and evacuation procedures.

o.
Reporting procedures for incidents, personal injury, and property damage.

p.
Dealing effectively with the homeless and mentally ill.

q.
Rules of conduct.  These rules are specific to the City of Seattle and will be provided to the successful vendor.

r.
Admonishment.

s.
Lost and found procedures.

t.
Bloodborne pathogen training.  This is an absolute requirement for security personnel who work at the video visitation site.

u.
Account Manager must be CPR certified (including defibrillation) and First Aid certified by the American Heart Association or equivalent (as approved by the City of Seattle) within four (4) months of beginning the Fleets and Facilities Department account.

v.
ADA training.

w.
Radio procedures and protocols.

x.
Grooming and uniform appearance.

8.1.5
Vendor is “encouraged” (but not required) to provide training that includes the following:

a.
Crowd psychology, control, and management.

b.
Limited force ejection techniques.

c.
Drug and alcohol awareness training.

8.1.6
The vendor must certify that training, as outlined herein, has been provided to each employee.  The vendor must also supply the Fleets and Facilities Department with a roster of trained personnel, listing employees by name, and the dates and frequency of training.

8.1.7
Whenever a new officer is assigned to a post, the vendor shall arrange for the new officer to be trained for a minimum of 24-hours with an experienced officer prior to the new officer taking over the post alone.  The vendor shall bear the cost of this training and FFD shall be billed for the services of only the experienced officer.

9     Post Orders

9.1
Fleets and Facilities Department (FFD) – Vendor shall:

9.1.1 
Provide extremely detailed written post orders (site instructions) for each security position and site.  Post orders must be submitted to FFD within eight (8) weeks after the contact is signed.

9.1.2
Update the post orders any time there is a change.

9.1.3 Submit revised post orders to FFD every quarter.

10        Invoicing

10.1
Fleets and Facilities Department (FFD) – Vendor shall:

10.1.1
Agree that FFD may deduct from the vendor’s invoice, or otherwise hold payment for any items on nonconforming service (e.g., not covering shifts, scheduling untrained personnel, not providing agreed upon benefits, etc.) if, after notice to the vendor’s supervisor, the nonconformance is not remedied prior to the next shift.

 10.1.2
Agree that FFD will not pay for overages and/or underages:

a.
Overfills:  Overfills occur when the vendor supplies too many officers or officers for longer periods than required, or officers classified at a higher level than that required by FFD.  FFD will pay for only the services required.

b.
Shortfills:  Shortfills occur when the vendor supplies unqualified officers.  FFD reserves the right to refuse the vendor’s officers whom FFD determines to be unqualified.  FFD shall not pay for unqualified officers.

c.
Shortfalls:  Shortfalls occur when the required services are not supplied at any post or work site. The absence of an officer at a post or work site without a replacement constitutes a shortfall.  FFD shall pay for only services performed and shall not be billed and shall not pay for a shortfall in services.

10.1.3 Overtime:  All overtime coverage shall be approved by FFD Security Management prior to the service being provided.  FFD shall not pay for any overtime without prior approval.

10.1.3.1 Include the overtime related to the end of daylight saving time (October) in the billing rate.  FFD will not pay for any overtime associated with the end of daylight saving time. 

10.1.4
Set up invoicing as per FFD’s accounting and coding requirements.  Currently, invoices are separated for each facility/building and/or type of coverage.  Some invoices are split between departments.

10.1.5
Agree that FFD will be invoiced on a monthly basis, in arrears, for each position/facility.  (No exceptions.)

10.1.6
Agree that FFD will not pay overtime for short notice requests.  Therefore, vendors should consider this factor in the proposed billing rates.

11.
Records

11.1 Permit the City, or its agents, from time to time as the City deems necessary, to inspect and audit at any and all reasonable times in King County, Washington, or at such other reasonable location as the City selects, all pertinent books and records of the vendor and any subcontractors or other person or entity that has performed work in connection with or related to the vendor’s services under this agreement to determine compliance with the provisions of this agreement and to verify the accuracy of accounting records.  The vendor shall supply the City with, or shall permit the City to make, a copy of any books and records and any portion thereof, upon the City’s request.  The vendor shall ensure that such inspection, audit, and copying right of the City is a condition of any subcontract, agreement, or other arrangement  under which any other person or entity is permitted to perform work in connection with or related to the vendor services under this agreement.

11.2
Coordinate a quarterly performance to standards review that will include a representative of the City and the vendor’s representative.  The successful vendor must maintain all records pertaining to the each City account for a minimum of five (5) years.  All access control system records must be maintained for ten (10) years.

11.3
Ensure that all records and information pertaining to incidents that occur on or near the City account remain on City property, as arranged with each department’s Security Manager.

11.4
Agree that any reports, information, data, etc. given to or prepared or assembled by the successful vendor under this agreement shall be kept as confidential and shall not be made available to any individual or organization by the successful vendor without the prior written approval of the affected department’s Security Manager.

12. Emergency Response – Vendor shall provide the following (with no overtime charge) if additional security personnel are needed:

12.1
Fleets and Facilities Department (FFD) – Vendor shall:

12.1.1
Provide two (2) security officers within one (1) hour.

12.1.2 
Provide ten (10) security officers within four (4) hours.

12.1.3 
Provide twenty (20) security officers within twelve (12) hours.

12.1.4 
Assist the City of Seattle during emergencies or times of crisis regardless of security personnel job descriptions.

13. 
Rate Increases:   Billable Rates are to be firm for the first two years of the contract. Payments by the City under the contract will be limited to the hourly rates as determined above. Any and all other costs to the Contractor, including such things as Federal Minimum Wage increases, transportation, equipment, training, background checks, materials, supplies, overhead and management costs, will be borne by the Contractor and shall not be invoiced separately to the City.  Reasonable billing rate changes may be made annually thereafter provided the contractor/vendor supplies satisfactory documentation in advance to the Buyer for review and approval prior to any rate changes.  

At least 45-days prior to the 2-year contract renewal date, the Vendor may submit a written request for an increase in wages and benefits to the Buyer.  Prior to each contract anniversary date thereafter, the Vendor may submit a price increase request, but in no case more frequently than once per year.  

The Vendor is to demonstrate:

· That wage and benefit increases are within the changes to the CPI Index for King County or other pricing index appropriate to the particular service herein;

· That any price increases do not produce a higher profit margin than that on the original contract; 

· Clearly identify the items and/or job titles impacted by the increase;

· Provide documentation acceptable to the City to warrant the increase;

· And agree that contract prices shall remain firm for a minimum of 365 days after effecting the requested increase.

The request shall be considered by the Buyer and may be accepted or rejected.  Failure to submit a price request at least 45-days prior to the contract anniversary date, shall result in a continuation of all existing pricing on the contract until the next contract anniversary date.  The decision to accept any price increase will be at the sole discretion of the Buyer.  

The Buyer may exempt these requirements for extraordinary conditions that could not have been known by either party at the time of bid or for other circumstances beyond the control of both parties, in the opinion of the Buyer.

14. 
On-Call Security Service:  When the City requests service, there is an expectation that service will be provided, and in a very short time depending on the amount of coverage.

14.1
“On-call” service may consist of, but not be limited to, the following:

---
Firewatches.

---
After hours meetings

---
Substation watches.

---
Special security watch due to threats.

---
Natural disasters.

---
Civil disturbances.

---
Event staff.

---
Political events.

---
Protests.

---
Vehicle patrols.

---
Foot patrols.

---
Social service functions.

---
Private functions held in public buildings.

---
Service outside of the City of Seattle (up to 400 miles   

            away).

---
General (standard service).
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