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	AT&T Wireless Services

3933 Lake Washington Blvd.

Kirkland, Washington 98033

Phone: 1 (800) 552-3373

Fax: (425) 803-4708
	Wireless IP Service
Agreement

AWS Form F042G (Government- Washington State/DIS), Revision 9/29/99
	


Note:
To use this form online, tab or arrow-key between fields; press the space bar to check boxes.

	Please complete all blanks and check all boxes that apply.

	Date:
	     
	PO Number:
	     
	Total NEIs Requested: __________________
	
	

	
	     
	Activation Fee Per NEI:
	$45.00
	

	

	ACCOUNT INFORMATION

	Agency Name (“Customer”):
	     
	
	Contact Name:
	     
	

	Agency Billing Address:
	     
	
	Contact Phone No.:
	     
	

	
	     
	
	Contact E-Mail Address:
	     
	

	City:
	     
	State:
	     
	
	Preferred Form of Contact:
	 FORMCHECKBOX 
 Phone
	 FORMCHECKBOX 
 E-Mail
	

	Zip:
	     
	—
	     
	
	Authorized Activators:
	
	

	Federal Tax ID#:
	     
	
	(for activating NEIs)
	
	

	Contract Term:

 FORMCHECKBOX 
 1 year     FORMCHECKBOX 
 2 years     FORMCHECKBOX 
 3 years     FORMCHECKBOX 
 4 years
	
	
Fixed Connection:
	

	 FORMCHECKBOX 
 5 years    FORMCHECKBOX 
 other -- ___________
	 FORMCHECKBOX 
 90-day trial period
	
	 FORMCHECKBOX 
 Internet
	 FORMCHECKBOX 
 Frame
     Relay
	 FORMCHECKBOX 
 Leased
     Line
	 FORMCHECKBOX 
 Dial Out
     Gateway
	

	Dealer/Distributor
Name:
	     
	
	Sales Contact Name:
	Brendan Moore
	

	Phone No.:
	     
	Code:
	     
	
	Phone No.:
	2063895074
	Code:
	D5060
	

	Code:
	     
	Code:
	     
	
	Code:
	     
	Code:
	     
	

	
	

	
	
	
	

	For AWS office use only:
	

	NEI:
	     
	DSN:
	     
	A/C:
	     
	

	


GENERAL TERMS AND CONDITIONS FOR WIRELESS IP SERVICE

This is an agreement (“Agreement”) between Customer, the City of Seattle acting through its Department of Information Technology (“DOIT”), and AT&T Wireless Services, Inc., a Delaware corporation, for itself and as agent for its operating subsidiaries (each as to its operations, “AWS”) to provide cellular digital packet data telecommunications services (“Wireless IP”) and related services or features (together with Wireless IP, the “Service”) to the Wireless IP Network Entity Identifier(s) (individually, each a “NEI” and collectively, the “NEIs”) assigned to Customer by AWS.  The term “Equipment” means the wireless receiving and transmitting equipment that AWS has authorized to be programmed with the NEI and any accessories, all of which are listed on Exhibit A attached hereto and incorporated herein by this reference and on any future activation request(s). 

1. SERVICE

A. Term; Early Cancellation Fee

Service will be provided to Customer during the term of this Agreement selected by Customer and identified in the Account Information set forth above (the “Term”).  The Term begins on the date AWS first activates Service for one or more NEIs (the “Initial Activation Date”).  CUSTOMER AGREES TO PURCHASE SERVICE UNDER THE SELECTED RATE PLAN FOR THE ENTIRE TERM, which is attached as Exhibit B.  After the Term expires, this Agreement will automatically continue from month to month until terminated by either party upon thirty (30) days written notice to the other party.  Customer may, upon prior written notice to AWS, terminate this Agreement for any reason on or before thirty (30) days after the Initial Activation Date; provided that, if Customer has requested a ninety (90) day trial period, Customer may, upon prior written notice to AWS, terminate this Agreement for any reason on or before ninety (90) days after the Initial Activation Date.  IF CUSTOMER TERMINATES AFTER THAT TIME BUT BEFORE THE END OF THE TERM, OR IF AWS TERMINATES FOLLOWING CUSTOMER’S DEFAULT, CUSTOMER WILL BE IN BREACH OF THIS AGREEMENT.  CUSTOMER ACKNOWLEDGES AND AGREES THAT DAMAGES WILL BE DIFFICULT OR IMPOSSIBLE TO DETERMINE AND AGREES TO PAY TO AWS, AS A REASONABLE ESTIMATE OF DAMAGES AND IN ADDITION TO ALL OTHER AMOUNTS OWING, A CANCELLATION FEE IN AN AMOUNT NOT TO EXCEED $200 FOR EACH NEI

B. Rates

The rate plan selected by Customer is described more fully in the AT&T Wireless IP Rate Sheet (“Wireless IP Rate Sheet”), a copy of which is attached hereto as Exhibit B and incorporated herein by this reference. The Wireless IP Rate Sheet describes the monthly access charge and any included kilobytes, as well as other charges and conditions pertaining to the rate plan, NEIs or the Equipment. Other discounts may be available based upon volume or term commitments made by Customer.  For additional information with respect to discounts, Customer must contact a Wireless IP sales representative or a Customer Care representative.  If, at any point during the Term, Customer loses its eligibility for the selected rate plan, AWS reserves the right to change Customer’s rate plan upon prior written notice to Customer.  If Customer misrepresents its eligibility for any rate plan, Customer agrees to pay to AWS the additional amount Customer would have been charged under the most favorable rate plan for which Customer is eligible.  If Customer has selected a rate plan with included kilobytes, unused kilobytes remaining at the end of any billing cycle will not carry over to the following cycle.

C. Ramp Period; Activating Additional NEIs

Customer agrees to activate, within ninety (90) days of the Initial Activation Date (the “Ramp Period”), at least the total number of NEIs requested on page 1 (the “Minimum Commitment”).  To activate one or more NEIs, Customer shall sign and deliver to AWS an Activation Request in the form attached hereto as Exhibit C.  All Activation Requests must be signed by one of the Authorized Activators identified on page 1 of this Agreement.  If Customer desires to change the specified Authorized Activators, or add additional Authorized Activators, Customer must notify AWS in writing of such change or addition.  If, at the end of the Ramp Period, Customer has not activated the Minimum Commitment, or if, at any time during the Term (excluding the Ramp Period), Customer fails to maintain activation of the Minimum Commitment, Customer will be in default under this Agreement.  If such default is not corrected by Customer within thirty (30) days after written notice thereof is given to Customer by AWS, AWS may elect to terminate this Agreement in accordance with Subsection 2(E) below. 

D. Availability of Service; Interruption

The Service is available to Customer’s Equipment when the Equipment is within the operating range of the Wireless IP network, including via interconnection with other cellular digital packet data service providers with whom AWS has intercarrier agreements.  Customer acknowledges and agrees that the Service is subject to transmission limitation or interruption, as well as interruptions resulting from any nonpayment of charges by Customer. AWS agrees to promptly notify Customer of any interruption in Service from the Wireless IP Network beyond that caused by transmission limitation or interruption in the normal course of operation of which AWS is aware in accordance with Section 5 (J). 
E. Use of Service and Equipment

Customer agrees not to use the Service or the Equipment for any unlawful or abusive purpose, or in any way that damages AWS property or interferes with or disrupts the AWS system or other users.  Customer will comply with all laws while using the Service and will not transmit any communication that would violate any federal, state or local law, court order or regulation.  Customer is responsible for all content transmitted by Customer via the Service.  Resale of the Service is prohibited without prior written contractual arrangements with AWS and any required regulatory approvals.  Customer is responsible for ensuring that the Equipment is compatible with the Service and meets federal standards.  Customer has no ownership rights to any NEI and agrees that AWS may change such NEI by giving notice to Customer. The Equipment may contain pre-installed software necessary for Customer to obtain the Service.  By using the Service, Customer agrees to abide by the terms and conditions of any software license applicable to said pre-installed software. 

F. Unauthorized Usage

Customer may not program any NEI into any telecommunications equipment other than the Equipment or change the Equipment’s electronic serial number (ESN) or equipment identifier (EID).  If any of the Equipment is stolen or the Service is used fraudulently, Customer must notify AWS immediately and provide AWS with such documentation and information as AWS may request (including, without limitation, affidavits and police reports). AWS has the right to interrupt or restrict Service to any NEI, without notice to Customer, if AWS suspects fraudulent or other abusive activity.  Customer agrees to cooperate with AWS in any fraud investigation and to use any fraud prevention measures prescribed by AWS.  Failure to provide reasonable cooperation will result in Customer’s liability for all fraudulent usage.

G. Interconnection; Network Integration

Customer will obtain and pay for any interconnection or integration services required to connect Customer’s network to the Service.  Any such interconnection or integration must comply with AWS requirements.

     H. Security

Although Wireless IP uses encryption technology and the law generally prohibits third parties from monitoring transmissions, AWS cannot guarantee security with respect to the Service.  

2. CHARGES/PAYMENTS/DEFAULT

A. Generally

Customer is responsible for paying all charges to Customer’s account for the Service and any Equipment, including, but not limited to: access, features, data usage, the sales price of the Equipment, and any taxes, surcharges, fees, assessments or recoveries imposed from time to time on Customer or AWS as a result of Customer’s use of Service or purchase of Equipment on Customer’s account.  Unless the Wireless IP Rate Sheet provides otherwise, Customer’s data usage is aggregated over a billing cycle, with any partial kilobyte of data used in that billing cycle being rounded up to a full kilobyte.  Customer will be charged for actual kilobytes transmitted through the Equipment, even if Customer’s connection is dropped or the data is not actually received. 

B. Billing and Payment

Payment of all charges is due upon receipt of invoice.  Billing cycle end dates may change from time to time.  When a billing cycle covers less than or more than a full month, AWS may make reasonable adjustments and prorations.  Data usage may be billed in a subsequent month due to delays in reporting between carriers.  

C. Late Payments and Disputes

Time is of the essence for payment.  Therefore, Customer agrees to pay to AWS a late payment fee for amounts unpaid forty-five (45) days after the date of the invoice in an amount equal to 1% of the unpaid balance. Acceptance of late or partial payments (even if marked “Paid in Full”) shall not waive any right of AWS to collect the full amount due under this Agreement.  AWS will assess an additional fee of $20.00 for any check returned for nonpayment.  All amounts due, including disputed amounts, must be paid by the due date regardless of the status of any objection.  Notice of any disputes must be in writing and received by AWS at our address within forty-five (45) days after receipt of invoice or Customer will have waived any objection.

D. Nonfunding

In the event that Customer’s City Council or other such funding authority fails to appropriate or authorize the expenditure of sufficient funds for the procurement of services under this Agreement, this Agreement shall terminate on the date such funds are no longer available, and Customer shall, if possible, provide to AWS not less than thirty (30) days prior written notice of such termination.  Customer agrees to pay all charges and expenses incurred prior to the effective date of such termination. This provision shall not be construed to allow Customer to procure from other service providers replacement services that are substantially similar to the Service provided pursuant to this Agreement.

E) Default; Termination

1)Termination for Cause.  Either party may terminate this Agreement in the event the other party fails to perform any of its material obligations under in this Agreement, and such failure is specifically identified in a notice sent by the complaining party to the party alleged to have failed in its performance hereunder; and such failure is not corrected to the reasonable satisfaction of the complaining party within thirty (30) days after the other party’s receipt of such notice of breach.  If the nature of the obligation identified in such notice of default requires more than thirty (30) days for performance, then the party receiving such notice shall not be in default if it commences performance within such thirty (30) day period and thereafter diligently prosecutes the same to completion.


A default may include the Customer’s failure to pay any amount owed to AWS or its affiliate within forty-five (45) days after the date of the invoice, or if Customer has amounts still owing to AWS or its affiliate from another account, or if either party breaches any representation made to to the other or fails to perform any of the promises made    in this Agreement, or if either party is subject to any proceeding under the Bankruptcy Act or similar laws.  If Customer is in default,  AWS may upon  notice of the default and  Customer’s failure to correct the same, suspend or restrict Service and/or terminate this Agreement, in addition to all other remedies available to AWS by law.  AWS may require payment of another $45.00 activation fee to reactivate Service following any such termination or suspension.  Upon termination,  by AWS under this Section 2E(1), Customer is responsible for paying all amounts and charges owing under this Agreement, including the early cancellation fee provided under Section 1(A).  Upon termination by customer  under this Section 2E(1), Customer is responsible for paying all amounts and charges owing under this Agreement provided such amounts and charges shall not include the early cancellation fee provided under Section 1(A). 
2) For Reasons Beyond Control of Parties:  Either party may terminate this Agreement without recourse by the other in the event performance is rendered impossible or impracticable by reason of a Force Majeure Event by providing written notice to the other party.  Upon termination, Customer is responsible for paying all amounts and charges incurred under this Agreement as of such termination.  However, this does not include the early cancellation fee provided under Section 1A. For purposes of this Section, a “Force Majeure Event” is defined as an event that lasts more than thirty (30) consecutive days and is beyond such party's reasonable control including, but not limited to, acts of nature; war or warlike operations; civil commotion; riot; labor dispute including strike, walkout, or lockout; sabotage; or superior governmental regulation or control.

3) For Public Convenience:  
(a) Customer may terminate this Agreement in the event that, due to network performance issues, the system becomes unable to meet the ongoing operational needs of  the end users (SPD or SFD),  provided Customer agrees to pay  all charges and expenses incurred prior to the effective date of such termination, however this does not include the early cancellation fee provided under section 1A; or 
(b) Customer may terminate this Agreement for lack of continuing appropriations in accordance with Section 2(D) aboveprovided Customer agrees to pay all charges and expenses incurred piror to the effective date of such termination.   However, this does not include the early cancellation fee provided under Section 1A.   

4) Notices.  Any notice of termination pursuant to this section shall be given by certified mail, return receipt requested, not less than five (5) working days prior to the effective date of termination.

F. Account Information; CPNI Consent

Any person able to provide AWS with the name, address, and any NEI of Customer is authorized by Customer to receive information about Customer’s account, receive technical support and to make changes to the account; provided, however, upon Customer’s written request, AWS will use good faith efforts to restrict the ability to make account changes to Authorized Activators only.  From time to time, other AT&T divisions would like to offer special benefits and programs to Customer based on Customer’s service usage.  To do this, AWS needs to be able to share information about Customer’s usage with other divisions of AT&T.  Under federal law, Customer has the right, and AWS has the duty, to protect the confidentiality of information about the amount, type and destination of Customer’s Service usage (“CPNI”).  By signing this Agreement, however, Customer consents to AWS sharing such CPNI with AT&T, its affiliates and its contractors, which consent survives the termination of Customer’s Service and is valid until removed by Customer.  To remove this consent at any time, Customer must notify AWS in writing at AT&T Wireless Services, Inc., Attn: CPNI, P.O. Box 97061, Redmond, Washington 98073-9761, providing Customer’s (1) agency contact name, (2) address, (3) telephone number, (4) NEI, (5) Service billing address and (6) Service account number. A sample form for providing such notice is attached hereto as Exhibit D.

3. CHANGES TO THIS AGREEMENT

AWS may amend the terms of this Agreement upon written notice to Customer.  If Customer does not agree to the amendment, Customer may terminate this Agreement by providing written notice to AWS within thirty (30) days of the date the notice was mailed by AWS, and Customer will not be charged any early cancellation fee.  Upon receiving notice of an amendment, Customer may request and AWS may, in its sole discretion, waive in writing the application of the amendment to this Agreement.  If Customer continues to use the Service more than thirty (30) days after AWS mails notice of an amendment, Customer will be deemed to have agreed to that amendment unless expressly waived in writing by AWS.  Customer may change the Service features or rate plan at any time by notifying AWS, although such change may require the payment of additional charges, such as early cancellation fees.  Customer may also take advantage of those AWS promotions for which Customer qualifies, provided that Customer complies with any requirements of the change or promotion, such as extending the Term of this Agreement if applicable.  Any change will take effect by the next billing cycle.  If Customer transfers to a rate plan having a term that is shorter than Customer’s previous rate plan, Customer may remain obligated for the term of the previous rate plan.  If AWS allows Customer to suspend its account for a temporary period, AWS may extend the Term of this Agreement by the length of the temporary suspension. 

4. LIMITATIONS

A. LIMITATION OF LIABILITY

AWS SHALL HAVE NO LIABILITY FOR ANY DAMAGES RESULTING FROM ANY FAILURE BY AWS TO PROPERLY CALCULATE OR APPLY THE DISCOUNT; ANY MISCALCULATION SHALL BE RECONCILED BY AWS ON THE NEXT INVOICE AFTER AWS DISCOVERS THE ERROR OR AFTER CUSTOMER PROVIDES NOTICE OF SUCH MISCALCULATION.  AWS IS NOT LIABLE FOR ACTS OR OMISSIONS OF ANY OTHER SERVICE PROVIDER, FOR INFORMATION PROVIDED THROUGH THE EQUIPMENT, FOR EQUIPMENT FAILURE OR MODIFICATION, FOR SYSTEM FAILURE OR MODIFICATION, OR FOR CAUSES BEYOND THE REASONABLE CONTROL OF AWS.  AWS IS NOT LIABLE FOR SERVICE OUTAGES OF TWENTY-FOUR (24) HOURS OR LESS. THE LIABILITY OF AWS AND THE LIABILITY OF ANY UNDERLYING CARRIER FOR ANY FAILURE OR MISTAKE SHALL IN NO EVENT EXCEED THE SERVICE CHARGES DURING THE AFFECTED PERIOD.  AWS IS NOT LIABLE FOR ANY INCIDENTAL OR CONSEQUENTIAL DAMAGES SUCH AS LOST PROFITS.  AWS IS NOT LIABLE FOR (i) ECONOMIC LOSS OR INJURIES TO PERSONS OR PROPERTY ARISING FROM THE CUSTOMER’S USE OF THE SERVICE, THE EQUIPMENT OR ANY OTHER EQUIPMENT USED IN CONNECTION WITH THE EQUIPMENT EXCEPT TO THE EXTENT CAUSED BY THE NEGLIGENCE OR TORTIOUS ACTS OF AWS, OR (ii) THE INSTALLATION OR REPAIR OF THE EQUIPMENT BY ANY PARTIES WHO ARE NOT AWS EMPLOYEES.  AWS IS NOT LIABLE FOR ANY ACT ASSOCIATED WITH THE PROPER EXERCISE BY AWS OF RIGHTS UNDER THE PRIVACY AND/OR UNAUTHORIZED USAGE PROVISIONS OF THIS AGREEMENT

B. LIMITATION OF ACTION

EXCEPT FOR ACTIONS ARISING IN CONNECTION WITH PARAGRAPH 4 (B), NEITHER AWS NOR CUSTOMER MAY BRING A LEGAL ACTION WITH RESPECT TO THIS AGREEMENT MORE THAN THIRTY-SIX (36) MONTHS AFTER THE CAUSE OF ACTION ACCRUES.
C. NO WARRANTIES

EXCEPT AS OTHERWISE EXPRESSLY PROVIDED HEREIN, AWS MAKES NO EXPRESS WARRANTIES REGARDING THE SERVICE OR THE EQUIPMENT AND DISCLAIMS ANY AND ALL IMPLIED WARRANTIES, INCLUDING, WITHOUT LIMITATION, ANY WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE.  AWS DOES NOT AUTHORIZE ANYONE TO MAKE ANY WARRANTIES ON ITS BEHALF, AND CUSTOMER SHOULD NOT RELY ON ANY SUCH STATEMENT.  AWS IS NOT THE MANUFACTURER OF THE EQUIPMENT AND ANY STATEMENT REGARDING THE EQUIPMENT SHOULD NOT BE INTERPRETED AS A WARRANTY.  THIS PARAGRAPH SHALL SURVIVE TERMINATION OF THIS AGREEMENT.

5. MISCELLANEOUS

A. Privacy

AWS is not liable for any lack of privacy that may be experienced by Customer with regard to the Service.  Customer authorizes AWS to monitor and record any calls to AWS concerning Customer’s account or the Service, and Customer consents to the use by AWS of automatic dialing equipment to contact Customer. To the extent authorized by law, including but not limited to, 18 USC 2511, AWS has the right to intercept and disclose any transmissions over its facilities in order to protect the rights or property of AWS.

B. Assignment

AWS may assign all or part of the rights or duties of AWS under this Agreement to an affiliate or subsidiary or to any entity that acquires substantially all of AWS’ business stock without such assignment being considered a change to the Agreement and without notice to Customer. As a result of any such assignment, AWS shall be released from all liability with respect to such rights or duties, or portions thereof. Customer may not assign this Agreement without the prior written consent of AWS. Subject to the foregoing, this Agreement shall be binding upon the assignees of the respective parties.

C. Notices

Written notices to Customer shall be effective five (5) days following the date deposited in the U.S. Mail if addressed to Customer at the address listed in the Customer’s records at AWS.  Customer is responsible for notifying AWS of any address changes.  Written notices to AWS should be directed to AWS Customer Care, Attn: Customer Care Supervisor at 3933 Lake Washington Boulevard, Kirkland, Washington 98033 and will be effective when received by AWS.  Notices from Customers must specify Customer’s Service account number and NEI(s).  Oral notices advising AWS of any unauthorized use of the Service as described in Subsection 1(F) shall be deemed effective on the date reflected in the records of AWS.  

D. Entire Agreement; Amendment; Severability

These General Terms and Conditions, together with any other document or exhibits directly or indirectly made a part of or incorporated in this Agreement, represent the entire agreement between AWS and Customer. This Agreement may only be amended as described in this Agreement.  This Agreement supercedes any inconsistent or additional oral or written promises made to Customer by any of the representatives, agents or dealers of AWS.  If the terms contained in this Agreement conflict with or are inconsistent with the terms of any purchase order or document provided by Customer, the terms of this Agreement shall control.  If any part of this Agreement is found to be invalid or unenforceable, the balance of the Agreement shall remain enforceable.

E. Governing Laws

This Agreement is subject to applicable federal laws, federal or state  tariffs, if any, and the laws of the state of washington.  Where the Service terms and conditions are regulated by a state agency or the FCC, the regulations are available for inspection by Customer; if there is any inconsistency between this Agreement and those regulations; this Agreement shall be deemed amended as necessary to conform to such regulations.

F. Confidentiality

(i) No public statements or announcements shall be issued by AWS or Customer relating to this Agreement without the prior written consent of the other party.  AWS shall not advertise or publish the fact that the City has contracted to purchase items from AWS without the City’s prior written approval.

(ii)  In connection with this Agreement, Customer may receive AWS information that is marked confidential or proprietary or by the nature of the circumstances surrounding disclosure or receipt of such information ought to be treated as confidential and proprietary (“AWS Information”). AWS acknowledges that Customer is subject to Chapter 42.17 RCW, the Public Disclosure Act, and that this Agreement may be considered a public record as defined in RCW 42.17.250 through 42.17.340. To the extent permitted by Chapter 42.17 RCW, Customer shall maintain the confidentiality of this Agreement and all AWS Information. If a request is made to view AWS Information, Customer will notify AWS of the request and of the date that the records will be released to the requester unless AWS obtains a court order enjoining that disclosure. If AWS fails to obtain the court order enjoining disclosure, Customer will release the requested information on the date specified. 
(iii) In connection with this Agreement, AWS may receive Customer information that is marked confidential or proprietary or by the nature of the circumstances surrounding disclosure or receipt of such information ought to be treated as confidential and proprietary, including, but not limited to, law enforcement information, “Customer Information”.  AWS agrees to maintain the confidentiality of Customer Information and not to release or disclose it to any third party except as required by any competent governmental authority, court or agency, or as AWS may consider necessary in order to satisfy its obligations under applicable laws, regulations or generally accepted accounting principals. 

(iv) This Section 5 (F) does not impose any obligation on the receiving party if the disclosing party’s information is: (1) publicly known at the time of disclosure; (2) already known to the receiving party at the time it is furnished to the receiving party; (3) furnished by the disclosing party to others without restrictions on its use or disclosure; or (4) independently developed by the receiving party without use of the disclosing party’s proprietary information

G.
       Non-Discrimination and Equal Employment Opportunity:   
During the term of this Agreement,  AWS agrees as follows:   AWS will not discriminate against any employee or applicant for employment because of creed, religion, race, color, sex, marital status, sexual orientation, political ideology, ancestry, national origin, or the presence of any sensory, mental or physical handicap, unless based upon a bona fide occupational qualification.  AWS will take affirmative action to ensure that applicants are employed, and that employees are treated during employment, without regard to their creed, religion, race, color, sex, national origin, or the presence of any sensory, mental or physical handicap.  Such action shall include, but not be limited to the following:  employment, upgrading, demotion, or transfer, recruitment or recruitment advertising layoff or termination, rates of pay or other forms of compensation, and selection for training, including apprenticeship.  In its Seattle offices located at 617 Eastlake Avenue E.,. Seattle WA. 98109, AWS agrees to post in conspicuous places, available to employees and applicants for employment, notices to be provided by the City’s Executive Services Director setting forth the provisions of this nondiscrimination clause provided that such notices are in fact given to AWS by the City.  

H.  Non-Discrimination in Contracting:

1.1 Notwithstanding any other provision in this Purchase Order/Vendor Contract, City utilization requirements for Women and Minority Business Enterprises (“WMBEs”) shall not apply to this Purchase Order/Vendor Contract.  No minimum level of WMBE subcontractor participation shall be required as a condition of receiving award of the contract and no preference will be given to a bidder for its WMBE utilization or WMBE status.  Any affirmative action requirements set forth in any federal regulations or statutes included or referenced in the Agreement will continue to apply.  

1.2 The City encourages AWS to employ a workforce reflective of the region’s diversity. 

1.3 Discrimination – AWS shall not create barriers to open and fair opportunities for WMBEs to participate in all City contracts and to obtain or compete for contracts and subcontracts as sources of supplies, equipment, construction and services.  In considering offers from and doing business with subcontractors and suppliers, AWS shall not discriminate on the basis of race, color, creed, religion, sex, age, nationality, marital status, sexual orientation or the presence of any mental or physical disability in an otherwise qualified disabled person.

1.4 Affirmative Efforts to Utilize WMBEs – The City encourages the utilization of Minority Business Enterprises (“MBEs”) and Women Business Enterprises (“WBEs”) (collectively, “WMBEs”), in all City contracts.  The City encourages the following practices to open competitive opportunities for WMBEs:

· Placing all qualified WMBEs attempting to do business in The City of Seattle on solicitation lists, and providing written notice of subcontracting opportunities to WMBEs capable of performing the work, including without limitation all businesses on any list provided by the City, in sufficient time to allow such businesses to respond to the written solicitations.

· Breaking down total requirements into smaller tasks or quantities, where economically feasible, in order to permit maximum participation by small businesses including WMBEs.

· Establishing delivery schedules, where the requirements of the contract permit, that encourage participation by WMBEs.

· Providing WMBEs that express interest with adequate and timely information about plans, specifications, and requirements of the contract.

· Utilizing the services of available minority community organizations, minority contractor groups, local minority assistance offices, the City of Seattle, and other organizations that provide assistance in the recruitment and placement of WMBEs.

1.5 Sanctions for Violation – Any violation of the mandatory requirements of this WMBE Utilization provision shall be a material breach of contract for which AWS may be subject to damages and sanctions provided for by contract and by applicable law.

I.  Compliance with Law

General Requirement:. Each party shall comply with the applicable laws, rules and regulations governing performance of this Agreement.

Licenses and Similar Authorizations: AWS, at no expense to the City, shall secure and maintain in full force and effect during the term of this Agreement all required licenses, permits, and similar legal authorizations 
J.  Outage Notification

            AWS will add Customer to its Outage Notification list for AWS Western Region markets (which includes the Seattle markets). In accordance with AWS' current Outage Notification procedures, AWS will use its good faith efforts to attempt to notify Customer within 30 minutes of any significant outage in the AWS network and/or any frame relay termination problems on an AWS router.  In its sole discretion, AWS may change its Outage Notification procedures from time to time. 

K.  Major Emergencies or Disasters

If Customer activates its Emergency Operations Center, AWS will use its good faith efforts to support Customer’s needs during any such ‘major emergency’ or ‘disaster’ situation.  

L.  Capacity and Coverage

If Customer experiences a continuing capacity and/or coverage problem that aversely impacts the public safety operation, Customer will notify AWS and provide specifics of nature of problem and area affected. 
AWS will be available to provide customer support for issues pertaining to the CDPD wireless network 24 hour a day. 7 days a week, 365 days a year via staffed or on-call personnel When Customer identifies a problem, AWS may create a trouble ticket number (#) which can be used to refer to the problem until the ticket is closed.

AT&T Wireless will use good faith efforts to respond to, (not “fix”) any problem which cause a loss of service to greater than 10% of Customer Public Safety users, within 4 hours.  For other less critical situations, AWS will use good faith efforts respond, have an update to the open trouble ticket, or verify that measures have been taken to resolve the problem, (Dispatch technician) with the close of the next business day.
AT&T Wireless Services will promptly examine the problem reported and determine:

a.) If the reported problem is a result of an AWS network/ equipment malfunction, AWS will use good faith efforts to effect promptrepair, with occasional exceptions.  The repair process should generally be completed within 7 days.

b) If the reported problem can be resolved by realignment or adding channels to existing CDPD Network, AWS will effect the resolution within 45 days of the initial notification. 

c) If the reported problem can only be resolved by adding a new site, AWS will, in good faith, evaluate adding such new site. The City and AWS will jointly work to deal with facilities related issues such as site, building, tower, and permits. The City's Department of Information Technology will actively search for City-owned or other publicly owned property and facilities which can serve as a new site to provide the required coverage, and, should such a site be available, will negotiate and advocate on AT&T Wireless' behalf with the City department or the public agency owning the site both to acquire a lease and to acquire that lease at the best possible terms permissible under the law.  If the new site will only benefit the City and no other AWS customers, City is willing to share some expenses related to the new site, to be agree upon prior to implementation.
M.  Customer Acknowledgment

Customer acknowledges that it has received, read and understood all of the terms and conditions of this Agreement and all of the exhibits attached hereto and that, by executing this Agreement, it agrees to abide by such terms and conditions.

I certify that I am authorized to execute this Agreement on behalf of Customer.  In the event that it is determined that I am not so authorized by Customer, I understand and agree that I will be personally responsible for, and will guarantee payment and performance under, this Agreement.
	Signature:
	
	
	Date:
	     

	Name (please print):
	     
	
	Title:
	     


Accepted:

AT&T WIRELESS SERVICES, INC.

	Signature:
	
	
	Date:
	     

	Name (please print):
	     
	
	Title:
	     


EXHIBIT A

	EQUIPMENT AND SERVICE INFORMATION

	Wireless IP User Name/ Location:
	     
	
	Rate Plan:
	     
	

	Wireless IP Service Address:
	     
	
	Promotions:
	     TEN
	

	
	     
	
	
	
	

	City:
	     
	State:
	     
	
	Modem Manufacturer:
	     
	

	Zip:
	     
	—
	     
	
	Model No.:
	     
	

	Wireless IP User Phone No.:
	     
	
	EID:
	     
	

	
	
	
	Internet Secured Feature:   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No
	

	
	
	
	

	For AWS office use only:
	

	NEI:
	     
	DSN:
	     
	A/C:
	     
	

	

	Wireless IP User Name/ Location:
	     
	
	Rate Plan:
	     
	

	Wireless IP Service Address:
	     
	
	Promotions:
	      TEN
	

	
	     
	
	
	
	

	City:
	     
	State:
	     
	
	Modem Manufacturer:
	     
	

	Zip:
	     
	—
	     
	
	Model No.:
	     
	

	Wireless IP User Phone No.:
	     
	
	EID:
	     
	

	
	
	
	Internet Secured Feature:   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No
	

	
	
	
	

	For AWS office use only:
	

	NEI:
	     
	DSN:
	     
	A/C:
	     
	

	

	Wireless IP User Name/ Location:
	     
	
	Rate Plan:
	     
	

	Wireless IP Service Address:
	     
	
	Promotions:
	      TEN
	

	
	     
	
	
	
	

	City:
	     
	State:
	     
	
	Modem Manufacturer:
	     
	

	Zip:
	     
	—
	     
	
	Model No.:
	     
	

	Wireless IP User Phone No.:
	     
	
	EID:
	     
	

	
	
	
	Internet Secured Feature:   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No
	

	
	
	
	

	For AWS office use only:
	

	NEI:
	     
	DSN:
	     
	A/C:
	     
	

	

	Wireless IP User Name/ Location:
	     
	
	Rate Plan:
	     
	

	Wireless IP Service Address:
	     
	
	Promotions:
	      TEN
	

	
	     
	
	
	
	

	City:
	     
	State:
	     
	
	Modem Manufacturer:
	     
	

	Zip:
	     
	—
	     
	
	Model No.:
	     
	

	Wireless IP User Phone No.:
	     
	
	EID:
	     
	

	
	
	
	Internet Secured Feature:   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No
	

	
	
	
	

	For AWS office use only:
	

	NEI:
	     
	DSN:
	     
	A/C:
	     
	

	


Attach additional sheets if necessary.

	AT&T Wireless Services


	Wireless IP Service
	EXHIBIT C


	3933 Lake Washington Blvd.

Kirkland, Washington 98033

Phone: 1 (800) 552-3373

Fax: (425) 803-4708
	Activation Request

AWS Form F042ARG (Government), Revision 6/15/99
	


Note:
To use this form online, tab or arrow-key between fields; press the space bar to check boxes.

	Please complete all of the blanks and check any boxes that apply.

	Date of Request:
	     
	

	Add-on to Existing Account No.:
	     
	Total NEIs Requested (at this time):
	     
	

	

	ACCOUNT INFORMATION

	Agency Name (“Customer”):
	     
	
	Contact Name:
	     
	

	Agency Billing Address:
	     
	
	Contact Phone No.:
	     
	

	City:
	     
	State:
	     
	
	
	
	
	     
	

	Zip:
	     
	
	
	
	

	Dealer/Distributor Name:
	     
	
	Sales Contact Name:
	     Brendan Moore
	

	Phone No.:
	     
	Code:
	     
	
	Phone No.:
	2063895074
	Code:
	D5060
	

	Code:
	     
	Code:
	     
	
	Code:
	     
	Code:
	     
	

	
	

	

	

	

	

	EQUIPMENT AND SERVICE INFORMATION

	Wireless IP User Name/ Location:
	     
	
	Rate Plan:
	     
	

	Wireless IP Service Address:
	     
	
	Promotions:
	      TEN
	

	
	     
	
	
	
	

	City:
	     
	State:
	     
	
	Modem Manufacturer:
	     
	

	Zip:
	     
	—
	     
	
	Model No.:
	     
	

	Wireless IP User Phone No.:
	     
	
	EID:
	     
	

	
	
	
	Internet Secured Feature:   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No
	


	
	
	
	

	For AWS office use only:
	

	NEI:
	     
	DSN:
	     
	A/C:
	     
	

	

	Wireless IP User Name/ Location:
	     
	
	Rate Plan:
	     
	

	Wireless IP Service Address:
	     
	
	Promotions:
	TEN
	

	
	     
	
	
	
	

	City:
	     
	State:
	     
	
	Modem Manufacturer:
	     
	

	Zip:
	     
	—
	     
	
	Model No.:
	     
	

	Wireless IP User Phone No.:
	     
	
	EID:
	     
	

	
	
	
	Internet Secured Feature:   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No
	

	
	
	
	

	For AWS office use only:
	

	NEI:
	     
	DSN:
	     
	A/C:
	     
	

	


Page 2 of 2

	EQUIPMENT AND SERVICE INFORMATION

	Wireless IP User Name/ Location:
	     
	
	Rate Plan:
	     
	

	Wireless IP Service Address:
	     
	
	Promotions:
	     TEN
	

	
	     
	
	
	
	

	City:
	     
	State:
	     
	
	Modem Manufacturer:
	     
	

	Zip:
	     
	—
	     
	
	Model No.:
	     
	

	Wireless IP User Phone No.:
	     
	
	EID:
	     
	

	
	
	
	Internet Secured Feature:   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No
	

	
	
	
	

	For AWS office use only:
	

	NEI:
	     
	DSN:
	     
	A/C:
	     
	

	

	Wireless IP User Name/ Location:
	     
	
	Rate Plan:
	     
	

	Wireless IP Service Address:
	     
	
	Promotions:
	     TEN
	

	
	     
	
	
	
	

	City:
	     
	State:
	     
	
	Modem Manufacturer:
	     
	

	Zip:
	     
	—
	     
	
	Model No.:
	     
	

	Wireless IP User Phone No.:
	     
	
	EID:
	     
	

	
	
	
	Internet Secured Feature:   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No
	

	
	
	
	

	For AWS office use only:
	

	NEI:
	     
	DSN:
	     
	A/C:
	     
	

	

	Wireless IP User Name/ Location:
	     
	
	Rate Plan:
	     
	

	Wireless IP Service Address:
	     
	
	Promotions:
	     TEN
	

	
	     
	
	
	
	

	City:
	     
	State:
	     
	
	Modem Manufacturer:
	     
	

	Zip:
	     
	—
	     
	
	Model No.:
	     
	

	Wireless IP User Phone No.:
	     
	
	EID:
	     
	

	
	
	
	Internet Secured Feature:   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No
	

	
	
	
	

	For AWS office use only:
	

	NEI:
	     
	DSN:
	     
	A/C:
	     
	

	

	Wireless IP User Name/ Location:
	     
	
	Rate Plan:
	     
	

	Wireless IP Service Address:
	     
	
	Promotions:
	     TEN
	

	
	     
	
	
	
	

	City:
	     
	State:
	     
	
	Modem Manufacturer:
	     
	

	Zip:
	     
	—
	     
	
	Model No.:
	     
	

	Wireless IP User Phone No.:
	     
	
	EID:
	     
	

	
	
	
	Internet Secured Feature:   FORMCHECKBOX 
 Yes    FORMCHECKBOX 
 No
	

	
	
	
	

	For AWS office use only:
	

	NEI:
	     
	DSN:
	     
	A/C:
	     
	

	


All NEIs activated pursuant to this Activation Request will be subject to the terms and conditions of Customer’s existing Wireless IP Service Agreement with AT&T Wireless Services, Inc. (“AWS”), as well as the terms and conditions of any rate plan(s) identified on this Activation Request.  

I certify that I have been designated by Customer as an Authorized Activator of additional NEIs for Customer’s account with AWS.   By executing this Activation Request for and on behalf of Customer, I authorize AWS to activate and provide Service to the number of additional NEIs indicated above. 

	Signature:
	
	
	Date:
	     

	Name (please print):
	     
	
	Title:
	     


EXHIBIT D

AT&T Wireless Services, Inc.

Attn: CPNI

P.O. Box 97061

Redmond, Washington 98073-9761

Dear Sir or Madam:

This letter is addressed to you pursuant to Subsection F of Section 2 of the Wireless IP Service Agreement (the “IP Service Agreement”) between this agency and AT&T Wireless Services (“AWS”) and is written to inform AWS that this agency wishes to revoke its consent to the sharing of information about the amount, type and destination of this agency’s usage (“CPNI”) of the services provided under the IP Service Agreement.  

In order to help you process this request and to help ensure that our request is honored, we provide the following information.:

Agency contact name:










Agency address:











Telephone:  











Wireless IP Network Entity Identifier (“NEI”):







Service billing address:










Service account number:










Thank you for your prompt attention to this request.

Signature of Authorized Activator for Agency

