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                                       City Purchasing          General Information 206-684-0444

Current Contract Information

	ALERTS

This contract is not intended for anything that is more properly classified as Public Works.  

This contract is limited to only those items expressly provided for in this contract.

Do not use for federally funded purchases without a specific review for your grant funding requirements.

	Contract Title:  Handheld Citation Issuance System

	Contract # 
3156

	Buyer
	Name: 
Michael Mears
	Phone:

684-4570
	E-Mail: 
michael.mears@seattle.gov

	Vendor (name/address)

	Gtechna USA, Inc.
334 Cornelia St Ste 549
Plattsburgh, NY 12901

	Vendor ID#   
0000403527

	Vendor Contact
	Contact:   

Michael Guay

	
	Phone:      

866-483-2462 ext. 101
	Fax:
514-387-6220
	E-Mail:  

Michael.guay@gtechna.com



	WMBE Status
	 FORMDROPDOWN 


	Description


	· This contract is a result of  FORMDROPDOWN 
  #POL-3156

	Contract Term
	5/13/14 – 5/12/19

	Future Extension Option
	Per mutual agreement


	Freight Terms
	FOB Destination Prepaid and Allowed

	Prompt Pay Discount
	Net 30 days

	Delivery ARO
	As required

	Order Instructions
	For Use By: Seattle Police Dept only
	Order Limit:  None

	Contracting Options
	 FORMCHECKBOX 
This is the only City contract for this product.  Unless a separate competitive process is undertaken, this contract must be used when a product is sought that matches contract offerings. Call the Buyer for advice.

 FORMCHECKBOX 
This is one of several contracts awarded for this product.  The City may select among any of the following:



	Comprehensive Contract

[image: image1.emf]Gtechna Contract.pdf



	Pricing

[image: image2.emf]4 gtechna attach 2  appendix A pricing.pdf



	Original RFP 
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	Contract History
	Contract Start Date
5/13/14


	Vendor Emergency Contact Information

	Emergency Contact Name
	Dan Rossiter

	Emergency Phone Number
	866-483-2462 Ext. 112

	Back-Up Emergency Phone Number 
	Dan.rossiter@gtechna.com

	Contact information for company locations areas outside Seattle that can be called upon in an emergency

Alternative Address
	


PAGE  
Page 1 of 2

_1461497341.doc
[image: image1.png]8






City of Seattle

Request for Proposal #POL-3156

HANDHELD CITATION ISSUANCE SYSTEM REPLACEMENT PROJECT 


Closing Date & Time: 10/24/13    3:00PM

Table 1 – Solicitation Schedule

		Events 

		Date



		RFP Issued 

		9/18/13



		Pre-Proposal Conference (optional)

		9/26/13 @10:00AM



		Deadline for Questions

		10/04/13



		City Answers to Questions Posted

		10/10/13



		Sealed Proposals Due to the City

		10/24/13 @3:00PM



		Announcement of Most Competitive Proposals Advancing to Demonstrations & Interviews

		11/08/13



		Demonstrations and Interviews

		11/18/13 – 11/22/13



		Announcement of Successful Proposer

		12/06/13



		Contract Award

		12/13/13





The City reserves the right to modify this schedule at the City’s discretion.  Notification of changes in the response due date would be posted on the City website or as otherwise stated herein.


All times and dates are Pacific.

PROPOSALS MUST BE RECEIVED ON OR BEFORE THE DUE DATE AND TIME 


AND MUST BE AT THIS LOCATION STATED IN SECTION 6

Mark the outside of your mailing envelope indicating RFP #POL-3156

By responding to this Request for Proposal (RFP), Proposer agrees that s/he has read and understands all documents within this RFP package.

1. PURPOSE AND BACKGROUND.

Purpose:


The purpose of this project is to replace the current aging Parking Enforcement citation issuance system. The current system was deployed in 2007/2008.  The existing handheld computers are reaching the end of their useful life. Device reliability is an issue and is impacting the availability of equipment to support daily operations. Additionally, the device operating speed on a new unit should be measurably faster and increase PEO efficiency.


Concurrent with this procurement process, SDOT is issuing an RFP to replace the 2,200 pay stations that control the on-street paid parking system, a major parking enforcement responsibility. The new citation issuance system is likely to require wireless data interfaces between the handheld enforcement devices, the on-street payment system back office for vehicle payment status and mobile LPR systems for efficient violation identification. The current system does not have these requirements.

Background:

Through this Request for Proposal (RFP) the City of Seattle (City) Police Department (SPD) Parking Enforcement Section is seeking to replace their handheld parking citation issuance system with one that reflects the current state of mobile wireless device technology and data management/analysis. Parking Enforcement is interested in understanding the vendor’s capabilities to support parking citation issuance on a range of mobile data system devices that will interface with Seattle Department of Transportation (SDOT) on-street parking payment equipment for pay by license plate payment status, the Municipal Court Information System (MCIS) for citation and scofflaw data transfer, SPD for current stolen vehicle lists, SDOT Residential Permit Zone (RPZ) system for valid permit license numbers and mobile license plate recognition (LPR) systems for potential citation issuance opportunity identification.


This RFP represents a funded 2013 SPD project. The current project schedule envisions contract award during Fall 2013, with the deployment of the new system during early 2014. This project will support the planned replacement of SDOT’s on-street paid parking pay stations between 2014 and 2016. This will require the development of a data exchange interface between this system and the current parking pay by phone vendor as well as the selected contractor of the SDOT pay station replacement procurement effort. The pay by phone vendor interface will need to be in place and functional as this new system goes live. The parking pay station vendor interface will need to be designed after pay station vendor award in 2nd Qtr. 2014 and functional with the initial deployment of the new pay stations during 3rd Qtr. 2014.


The City is seeking a completely integrated system. A single vendor or team of vendors may supply the requested system. Vendor teams, offering packaged solutions, must have a single vendor, who assumes overall financial and legal responsibility for providing a tightly integrated solution comprised of disparate products. Proposals that involve multiple vendors must clearly identify one vendor as the ‘prime contractor”, and all others as subcontractors. As a “minimum requirement” for consideration for this scope of supply, the vendor or vendor team must describe how this offering represents a complete integrated solution.


The Seattle Parking Enforcement Section currently uses handheld ticketing devices, separate Bluetooth printers and a citation issuance application that was purchased as part of a 2007 procurement process. The procurement provided Intermec CN3 handheld computers, Zebra 2 inch portable printers and Advanced Public Safety (APS) citation, courtesy notice and ticket numbering applications. The APS reporting application runs on a server located behind the SPD firewall. 


Data transfer interfaces are established between the reporting application and the Municipal Court Information System (MCIS) to batch transfer daily citation data and receive a daily scofflaw list. There is an interface with the FBI for daily stolen vehicle license plate data. An interface with PaybyPhone is under development to receive license plate lists for paid on-street parking purchased through the PaybyPhone service.


There are currently 105 authorized Parking Enforcement Officers (PEO) who issue over 500,000 annual parking-related citations, with an associated annual revenue of about $25 million. Citation data is batch transferred to Municipal Court Information System (MCIS) on a daily basis. The Municipal Court has web-access to the reporting application for a view of a reproduction of the citation, related citation photos, officer private notes and an officer certification form that confirms that the officer has been trained and all their equipment is in working order.


SPD would prefer the new citation data storage and reporting application to be located on a vendor-hosted, web-access server. However, it is more important that the vendor’s recommended solution represent the vendor’s mainstream delivery method.


Starting in mid-2014, the hand held citation issuance devices will need to have wireless capability and the data query interface established to the SDOT on-street parking payment equipment vendor’s back office for vehicle parking payment information by license number and block face location. This data exchange interface is necessary to complement the pay by phone parking payment service currently being deployed and to improve parking management and enforcement efficiency associated with the conversion from Pay and Display to Pay by Plate paid parking. 


Parking Enforcement expects to work with the selected vendor to also develop a data exchange protocol between the SPD mobile LPR units and the hand held citation issuance system that will permit the LPR unit to identify citation opportunities for follow-up by on-street PEOs. Additionally, Parking Enforcement would like to add a daily update from the SDOT RPZ Permit system of current valid permitted license plates and their respective zone numbers.


A system diagram is shown in the Scope of Work, System Architecture, Data Storage and Application Management section.

Single Award:  With this solicitation, the City intends to award one contract and does not anticipate award to multiple companies.  


2. SOLICITATION OBJECTIVES.

The City expects to achieve the following outcomes through a new blanket contract.

The objectives of the Parking Enforcement Handheld System Replacement Project are to:


1. Select a hardware system that supports officer efficiency, reflects current mobile device capabilities and can be easily configured to meet emerging enforcement data exchange requirements


2. Provide comprehensive citation and officer work flow data analysis and reporting capabilities


3. Obtain a vendor-hosted data storage and reporting application


4. Secure a responsive and technically innovative vendor technical service capability.


3. MINIMUM QUALIFICATIONS.

The following are minimum qualifications and licensing requirements that the Vendor must meet to be eligible to submit a RFP response.  Responses must clearly show compliance to these minimum qualifications.  Those that are not clearly responsive to these minimum qualifications shall be rejected by the City without further consideration:


· Previous experience in reliably managing citation volumes, data storage and reporting/analysis capability for a Parking Enforcement operation of at least 60 officers and at least 350,000 to 400,000 annual citations.

· If proposing a vendor hosted data storage and reporting/analysis solution as the primary recommendation, vendor must have previous experience providing a hosted citation systems for at least 2 years.

Certified Reseller (or Factory Authorized Reseller):

The Proposer, if other than the manufacturer, shall submit with the proposal a current, dated, and signed authorization from the manufacturer that the Proposer is an authorized distributor, dealer or service representative and is authorized to sell the manufacturer's products.  Failure to comply with this requirement may result in bid rejection.  This includes the certification to license the product and offer in-house service, maintenance, technical training assistance, and warranty services, including available of spare parts and replacement units if applicable.


4. LICENSING AND BUSINESS TAX REQUIREMENTS.

This solicitation and resultant contract may require additional licensing . The Vendor must meet all licensing requirements that apply to their business immediately after contract award or the City may reject the Vendor. 


Companies must license, report and pay revenue taxes for the Washington State business License (UBI#) and Seattle Business License, if they are required to hold such a license by the laws of those jurisdictions.  The Vendor should carefully consider those costs prior to submitting their offer, as the City will not separately pay or reimburse those costs to the Vendor.  


Seattle Business Licensing and associated taxes.

1. If you have a “physical nexus” in the city, you must obtain a Seattle Business license and pay all taxes due before the Contract can be signed.  


2. A “physical nexus” means you have physical presence, such as: a building/facility located in Seattle, you make sales trips into Seattle, your own company drives into Seattle for product deliveries, and/or you conduct service work in Seattle (repair, installation, service, maintenance work, on-site consulting, etc). 


3. We provide a Vendor Questionnaire Form in our submittal package items later in this RFP, and it will ask you to specify if you have “physical nexus”.


4. All costs for any licenses, permits and Seattle Business License taxes owed shall be borne by the Vendor and not charged separately to the City.  


5. The apparent successful Vendor must immediately obtain the license and ensure all City taxes are current, unless exempted by City Code due to reasons such as no physical nexus. Failure to do so will result in rejection of the bid/proposal.  


6. Self-Filing You can pay your license and taxes on-line using a credit card  https://dea.seattle.gov/self/

7. For Questions and Assistance, call the Revenue and Consumer Protection (RCP) office which issues business licenses and enforces licensing requirements.  The general e-mail is rca@seattle.gov.  The main phone is 206-684-8484. 


8. The licensing website is http://www.seattle.gov/rca/taxes/taxmain.htm.  


9. The City of Seattle website allows you to apply and pay on-line with a Credit Card if you choose.


10. If a business has extraordinary balances due on their account that would cause undue hardship to the business, the business can contact our office to request additional assistance. A cover-sheet providing further explanation, along with the application and instructions for a Seattle Business License is provided below .  


11. Those holding a City of Seattle Business license may be required to report and pay revenue taxes to the City.  Such costs should be carefully considered by the Vendor prior to submitting your offer.  When allowed by City ordinance, the City will have the right to retain amounts due at the conclusion of a contract by withholding from final invoice payments.
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State Business Licensing and associated taxes.


Before the contract is signed, you must have a State of Washington business license (a State “Unified Business Identifier” known as a UBI#).  If the State of Washington has exempted your business from State licensing (for example, some foreign companies are exempt and in some cases, the State waives licensing because the company does not have a physical presence in the State), then submit proof of that exemption to the City.  All costs for any licenses, permits and associated tax payments due to the State as a result of licensing shall be borne by the Vendor and not charged separately to the City.  Instructions and applications are at http://bls.dor.wa.gov/file.aspx

Permits:  All permits required to perform work are to be supplied by the Vendor at no additional cost to the City.


5. SCOPE OF WORK and SPECIFICATIONS

Scope of Work:
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Contract Term:  This contract shall be for three (3) years, with two (2) one-year extensions allowed at the option of the City.  Such extensions shall be automatic, and shall go into effect without written confirmation, unless the City provides advance notice of the intention to not renew.  The Vendor may also provide a notice to not extend, but must provide such notice at least forty-five (45) days prior to the otherwise automatic renewal date. 


No Guaranteed Utilization: The City does not guarantee utilization through any resultant contract.  The solicitation may provide estimates of utilization solely to help Vendors prepare their proposals; and does not serve as a guarantee of usage.  The City reserves the right to multiple or partial awards, and/or to order greater or less quantities based on City needs. The City reserves the right to use other appropriate contract sources to obtain these products or services, such as State of Washington Contracts. The City may also periodically re-solicit for new additions to the Vendor pool, to invite additional Vendors to submit proposals or proposals for award.  Use of such supplemental contracts does not limit the right of the City to terminate existing contracts for convenience or cause.


· If the City awards multiple contracts to form a vendor pool, this RFP established competition compliant to City competitive proposal laws; the City Project Manager may place an order with any pool vendor or may solicit multiple quotes to select among the pool vendors.  If departments request quotes, the Vendors must use the costs and hourly rates in the contract. 

Contact Expansion:  Any resultant contract or Purchase Order may be expanded as allowed below. A modification may be considered per the criteria and procedures below, for any ongoing Contract that has not yet expired.  Likewise, a one-time Purchase Order may be modified if the proposal reserved the right for additional orders to be placed within a specified period of time, or if the project or body of work associated with a Purchase Order is still active.  Such modifications must be mutually agreed.  The only person authorized to make such agreements for the City is the Buyer from the City Purchasing Division (Department of Finance and Administrative Services).  No other City employee is authorized to make such written notices.  Expansions must be issued in writing from the City Buyer in a formal notice.  The Buyer will ensure the expansion meets the following criteria collectively:  (a)  it could not be separately proposed, (b) the change is for a reasonable purpose, (c) the change was not reasonably known to either the City or vendors at time of proposal or else was mentioned as a possibility in the proposal (such as a change in environmental regulation or other law); (d) the change is not significant enough to be reasonably regarded as an independent body of work; (e) the change could not have attracted a different field of competition; and (f) the change does not vary the essential identity or main purpose of the contract.  The Buyer shall make this determination, and may make exceptions for immaterial changes, emergency or sole source conditions, or for other situations as required in the opinion of the Buyer. 


Note that certain changes are not considered an expansion of scope, including an increase in quantities ordered, the exercise of options and alternates in the proposal, or ordering of work originally identified within the originating solicitation. If such changes are approved, changes are conducted as a written order issued by the City Purchasing Buyer in writing to the Vendor.


Limits of Sales to Authorized Products and Services: Vendor has responsibility to limit sales to those products or services authorized within the contract, whether authorized by changes and amendments or stated within the original contract scope.  The Vendor is responsible for refusing orders that are not properly authorized by the contract or through other proper Purchase Orders issued by authorized persons from the City.  If the Vendor has consistent sales of unauthorized products or services, the City reserves the right to use any of the following: terminate the contract in accordance with termination provisions, place the Vendor payments on “hold” for all incoming invoices while the City determines which are authorized items eligible for payment, and/or refuse certain invoices that contain non-authorized items. 


Vendor Usage Reports:  The City may request that the Vendor provide reports of purchases made by the City during the contract term.  Within 10 business days of a request, the Vendor will supply the City a report in the requested format. The report must be clearly titled (Company name, contact information, dates of report period).   The Vendor will provide, upon a request by the City, information sorted according to the City request, which may include: invoice specific detail or summary detail, by item name, by the user name (the department customer placing the order), by City Department, and date or order.   


Trial Period and Right to Award to Next Low Vendor: A ninety (90) day trial period shall apply to contract(s) awarded as a result of this solicitation.  During the trial period, the vendor(s) must perform in accordance with all terms and conditions of the contract.  Failure to perform during this trial period may cause the immediate cancellation of the contract.  If dispute occurs or discrepancy as to the acceptability of product or service, the City’s decision shall prevail.  The City agrees to pay only for authorized orders received up to the date of termination.  If the contract is terminated within the trial period, the City reserves the option to award the contract to the next low responsive Vendor by mutual agreement with such Vendor.  Any new award will be for the remainder of the contract and will also be subject to this trial period.    

Warranty:  The Vendor shall warrant all materials and workmanship delivered under any resulting contract to be free from defects, damage or failure for any reason whatsoever which the City may reasonably determine is the responsibility of the Vendor, for a minimum of ninety (90) days after the date of final acceptance and without cost to the City for labor, materials, parts, installation or any other costs except where longer periods of warranty of guarantees are specified.

Right to Replace Products & Product Discontinuance:  In the event the manufacturer discontinues or replaces a product, Vendor may request the City substitute a new product or model on the contract.  The City may allow the Vendor to provide a substitute product, upon confirmation that the product has been discontinued.  Pricing for such a product replacement or substitute must be the same discount rate as provided to the City on the original product.


   Prohibition on Advance Payments.


The City does not accept requests for early payment, down payment or partial payment, unless Proposal Submittal specifically allows such pre-payment proposals or alternates within the RFP process.  Maintenance subscriptions may be paid up to one year in advance provided that should the City terminate early, the amount paid shall be reimbursed to the City on a prorated basis; all other expenses are payable net 30 days after receipt and acceptance of satisfactory compliance.


Environmental Specifications


Green Seal Products: Vendor shall use Green Seal, Eco Logo or other certified cleaning products approved by the City, in performance of all cleaning and janitorial work to protect the health, safety, wellness and environmentally sustainable practices that the City requires of companies doing business with the City.  Cleaning products, floor care products and other products used to perform work that carry a Green Seal certification are required. The Proposer shall identify the products that the Proposer intends to use at the City facilities and shall list them on the Offer Form, with a notation to confirm the Green Seal product certification.  The Green Seal website is: http://www.greenseal.org/findaproduct/index.cfm.  The City has contracts with various vendors who will supply the successful Proposer with Green Seal certified products for use in performance of City contract work, at City contract pricing. For the list of vendors, contact the City Buyer.

Environmental Standards:  Unless notified otherwise by the Vendor, products bid will be considered complaint to USEPA Standards .See http://www.epa.gov/epaoswer/non-hw/procure/index.htm

6. PROPOSER INSTRUCTIONS AND INFORMATION.

This chapter details City procedures for directing the RFP process.  The City reserves the right in its sole discretion to reject the proposal of any Proposer that fails to comply with any procedure in this chapter.


Registration into City Registration System.


If you have not previously completed a one-time registration into the City of Seattle Registration system, we request you register at: http://www2.seattle.gov/VendorRegistration/ .  The Registration System is used by City staff to locate your contract(s) and identify companies for bid lists on future purchases.  Bids are not rejected for failure to register, however, if you win a contract and have not registered, you will be required to place yourself, or you will be added into the system. Women and minority owned firms are asked to self-identify.  If you need assistance, please call 206-684-0444.  


Communications with the City.

All Vendor communications concerning this acquisition shall be directed to the RFP Coordinator.  The RFP Coordinator is:


Michael Mears

206-684-4570

Michael.mears@seattle.gov

Unless authorized by the RFP Coordinator, no other City official or City employee is empowered to speak for the City regarding this acquisition.  Any Proposer seeking to obtain information, clarification, or interpretations from any other City official or City employee (other than the RFP Coordinator) is advised that such material is used at the Proposer’s own risk. The City will not be bound by any such information, clarification, or interpretation.  


Following the Proposal submittal deadline, Proposers shall continue to direct communications to only the City RFP Coordinator.  The RFP Coordinator will send out information to responding companies as decisions are concluded.

Contact by a vendor regarding this acquisition with a City employee other than the RFP Coordinator or an individual approved by the RFP Coordinator in writing, may be grounds for rejection of the vendor’s proposal.


Pre-Proposal Conference 


The City shall conduct an optional pre-proposal conference on the time and date in page 1, at the Seattle City Purchasing Office, 700 5th Avenue, Suite 4112, Seattle.  Proposers are highly encouraged to attend but not required to attend to be eligible to submit a proposal.  The meeting answers questions potential Proposers may have regarding the solicitation document and to discuss and clarify any issues.  This is an opportunity for Proposers to raise concerns regarding specifications, terms, conditions, and any requirements of this solicitation.  Failure to raise concerns over any issues at this opportunity will be a consideration in any protest filed regarding such items known as of this pre-proposal conference.

Those unable to attend in person may participate via telephone.  The Buyer will set up a conference bridge for Vendors interested in participating via conference call.  Contact the Buyer at least two days in advance of the conference when requesting access by phone.

Questions


Questions are to be submitted to the Buyer no later than the date and time on page 1, to allow sufficient time for the City Buyer to consider the question before the bids or proposals are due.  The City prefers such questions to be through e-mail directed to the City Buyer e-mail address. Failure to request clarification of any inadequacy, omission, or conflict will not relieve the vendor of any responsibilities under this solicitation or any subsequent contract.  It is the responsibility of the interested Vendor to assure they received responses to Questions if any are issued.

Changes to the RFP/Addenda

A change may be made by the City if, in the sole judgment of the City, the change will not compromise the City’s objectives in this acquisition.  A change to this RFP will be made by formal written addendum issued by the City’s Buyer Addenda and shall become part of this RFP and included as part of the Contract. It is the responsibility of the interested Vendor to assure they have received Addenda if any are issued.

Bid Blog.


Our website has an option for those companies familiar with RSS Technology.  You may opt to subscribe to an “RSS Feed” on our new Blog (titled “The Buy Line”).  This is optional; it is for your convenience and recommended for those companies familiar with RSS technology.  The RSS Feed technology provides alerts for updates, including addenda, or information posted on our blog for the solicitation you are interested in.  http://www.seattle.gov/purchasing 

Receiving Addenda and/or Question and Answers. 


The City Buyer will try to provide you notices, either through the RSS Feed or direction e-mail courtesy announcements, that changes or addendums have been posted on our website. 


Notwithstanding efforts by the City to provide such notice to known vendors, it remains the obligation and responsibility of the Vendor to learn of any addendums, responses, or notices issued by the City.  Such efforts by the City to provide notice or to provide it on the website do not relieve the Vendor from the sole obligation for learning of such material.  


Note that some third-party services decide to independently post City of Seattle bids on their websites as well.  The City does not, however, guarantee that such services have accurately provided proposers with all the information published by the City, particularly Addendums or changes to bid date/time.


All Bids sent to the City shall be compliant to all Addendums, with or without specific confirmation from the Proposer that the Addendum was received and incorporated.  However, the Buyer can reject the Bid if it does not reasonably appear to have incorporated the Addendum.  The Buyer could decide that the Proposer did incorporate the Addendum information, or could determine that the Proposer failed to incorporate the Addendum changes and that the changes were material so the Buyer must reject the Offer, or the Buyer may determine that the Proposer failed to incorporate the Addendum changes but that the changes were not material and therefore the Bid may continue to be accepted by the Buyer.

Submittal Requirements


This section details City procedures for submittal. 

1. Number all pages sequentially.  The format should follow closely that requested in this RFP.


2. The City may designate page limits for certain sections of the response.  Any pages that exceed the page limit will be excised from the document for evaluation.  


3. The response should be in an 8 1/2” by 11” format.  Non-recyclable materials are strongly discouraged.  Proposers are encouraged to “double side”.  If there are page limitations, one side of a printed page is considered one page.  

Late Submittals: 


Proposers have full responsibility to ensure the response arrives at the City within the deadline. A late submittal may be rejected, unless the lateness is waived as immaterial by the City Purchasing and Contracting Services Director, given specific fact-based circumstances.  Late responses may be returned unopened to the submitting firm; or PCSD may accept the package and make a determination as to lateness.


Hard Copy Submittal:


Submittal Requirements:  One original (1) unbound, nine (9) copies, and one (1) electronic CD copy of the response must be received no later than the date and time specified on the Solicitation Schedule or as otherwise amended.  Fax, e-mail and CD copies will not be an alternative to the hard copy. If a CD, fax or e-mail version is delivered to the City, the hard copy will be the only official version accepted by the City.


Table 2: Hard Copy Submittal Addresses


		Physical Address (courier)

		Mailing Address (For US Post Office mail)



		City Purchasing and Contracting Services Division


Seattle Municipal Tower


Suite 4112


700 Fifth Avenue


Seattle, Washington, 98104

		City Purchasing and Contracting Services Division


Seattle Municipal Tower


P.O. Box 94687


Seattle, Washington, 98124-4687





1. Hard-copy responses should be in a sealed box or envelope clearly marked and addressed with the PCSD Buyer Name, RFP title and number.  If packages are not clearly marked, the Proposer has all risks of the package being misplaced and not properly delivered. 


2. The Submittal may be hand-delivered or must otherwise be received by the Buyer at the address provided, by the submittal deadline.  Delivery errors will result without careful attention to the proper address.


3. Submittals and their packaging (boxes or envelopes) should be clearly marked with the name and address of the Proposer.

4. Please do not use any plastic or vinyl binders or folders.  The City prefers simple, stapled paper copies. If a binder or folder is essential due to the size of your submission, they are to be fully 100% recycled stock.  Such binders are available from Keeney’s Office Supply at 425-285-0541 or Complete Office Solutions  at 206-650-9195. 


5. Please double-side your submittal.


No RFP Opening – No Reading of Prices.


The City does not conduct a bid opening for RFP responses.

Offer Form.


Proposer shall specify response in the format and on any forms provided, indicating unit prices if appropriate, and attaching additional pages if needed.  In the case of difference between the unit pricing and the extended price, the City shall use the unit pricing.  The City may correct the extended price accordingly.  Proposer shall quote prices with freight prepaid and allowed.  Proposer shall quote prices FOB Destination.   All prices shall be in US Dollars.  

Proposer Responsibility to Provide Full Response.


It is the Proposer’s responsibility to respond, which does not require interpretation or clarification by the Buyer.  The Proposer is to provide all requested materials, forms and information. The Proposer is responsible to ensure the materials submitted will properly and accurately reflects the Proposer specifications and offering.  During scoring and evaluation (prior to interviews if any), the City will rely upon the submitted materials and shall not accept materials from the Proposer after the RFP deadline; however this does not limit the right of the City to consider additional information (such as references that are not provided by the Proposer but are known to the City, or past experience by the City in assessing responsibility), or to seek clarifications by the City. 


Partial and Multiple Awards.


There will be no partial or multiple awards.


Tax Revenue Consideration.


SMC 20.60.106 (H) authorizes that in determining the lowest and best bid, the City shall consider the tax revenues derived by the City from its business and occupation, utility, sales and use taxes from the proposed purchase.   The City of Seattle’s Business and Occupation Tax rate varies according to business classification.  Typically, the rate for services such as consulting and professional services is .00415% and for retail or wholesale sales and associated services, the rate is .00215%.  Only vendors that have a City of Seattle Business License and have an annual gross taxable Seattle income of $100,000 or greater must pay Business and Occupation Tax.  The City will apply SMC 20.60.106(H) and calculate to determine the lowest bid price proposal.

Taxes.



The City is exempt from Federal Excise Tax (Certificate of Registry #9173 0099K exempts 
the City). Washington state tax, use tax if any, and local sales tax will be added onto the resultant Contract cost, although will not be used in evaluation of costs.


Interlocal Purchasing Agreements.


This is for information only and is not be used to evaluate candidates. RCW 39.34 allows cooperative purchasing between public agencies, and other political subdivisions. SMC 20.60.100 also allows non profits to use these agreements. The seller agrees to sell additional items at the offer prices, terms and conditions, to other eligible governmental agencies that have such agreements with the City.  The City of Seattle accepts no responsibility for the payment of the purchase price by other governmental agencies.  Should the Proposer require additional pricing for such purchases, the Proposer is to name such additional pricing upon Offer to the City.

Contract Terms and Conditions.


Vendors are to price and submit proposals with the understanding that all specifications, requirements, terms and conditions are mandatory for the Vendor to comply with.  Proposers are responsible to review all specifications, requirements, Terms and Conditions, insurance requirements, and other requirements.  Submittal of a proposal is agreement to comply without exception, unless modified by the City. The City has the right to negotiate changes to submitted proposals and to change the City's otherwise mandatory terms and conditions during negotiations, or by providing notice to the Vendor during the contract. 


Negotiations.


Nothing herein prohibits the City from opening discussions with the highest scored apparent successful Proposer, to negotiate modifications to either the proposal or the contract terms and conditions, to align the proposal or the contract to best meet City needs within the scope sought by the RFP. 


Effective Dates of Offer.


Offer prices and costs in Proposer submittal must remain valid until City completes award.  Should any Proposer object to this condition, the Proposer must provide objection through a question and/or complaint to the Buyer prior to the proposal due date.


Prompt Payment Discount.



On the Offer form or in submittal, the Proposer may state a prompt payment discount term, if the Proposer offers one to the City.  A prompt payment discount term of ten or more days will be considered in evaluation.


Cost of Preparing Proposals

The City will not be liable for any costs incurred by the Proposer in the preparation and presentation of proposals submitted in response to this RFP including, but not limited to, costs incurred in connection with the Proposer’s participation in demonstrations and the pre-proposal conference.


Proposer Responsibility


 It is the Proposer responsibility to examine all specifications and conditions thoroughly, and comply fully with specifications and all attached terms and conditions.  Proposers must comply with all Federal, State, and City laws, ordinances and rules, and meet any and all registration requirements where required for contractors as set forth in the Washington Revised Statutes.  

Readability


Proposers are advised that the City’s ability to evaluate proposals is dependent in part on the Proposer’s ability and willingness to submit proposals which are well ordered, detailed, comprehensive, and readable.  Clarity of language and adequate, accessible documentation is essential.

Changes or Corrections in Proposal Submittal.


Prior to the submittal closing date and time, a Vendor may change its proposal, if the change is initialed and dated by the Vendor.  No change shall be allowed after the closing date and time. Note you cannot change, mark-up or cross-out any condition, format, provision or term that appears on the City’s published Offer Form. If you need to change any of your own prices or answers that you write on the Offer Form, it must be made in pen, initialed, and be clear in intent.  Do not use white-out.

Errors in Proposals Proposers are responsible for errors and omissions in their proposals.  No such error or omission shall diminish the Proposer’s obligations to the City

.

Withdrawal of Proposal. A submittal may be withdrawn by written request of the submitter, prior to the quotation closing date and time.  After the closing date and time, the submittal may be withdrawn only with permission by the City.


Rejection of Proposals and Rights of Award.


      The City reserves the right to reject any or all proposals with no penalty.  The City also has the right to waive immaterial defects and minor irregularities in any submitted proposal.

Incorporation of RFP and Proposal in Contract.


This RFP and the Proposer’s response, including all promises, warranties, commitments, and representations made in the successful proposal as accepted by the City, shall be binding and incorporated by reference in the City’s contract with the Proposer.


Equal Benefits.


Seattle Municipal Code Chapter 20.45 (SMC 20.45) requires consideration of whether proposers provide health and benefits that are the same or equivalent to the domestic partners of employees as to spouses of employees, and of their dependents and family members.  The bid package includes a “Vendor Questionnaire” which is the mandatory form on which you make a designation about the status of such benefits. If your company does not comply with Equal Benefits and does not intend to do so, you must still supply the information on the Vendor Questionnaire. Instructions are provided at the back of the Questionnaire.

Women and Minority Opportunities. 

The City intends to provide the maximum practicable opportunity for successful participation of minority and women owned firms, given that such businesses are underrepresented.  The City requires all Bidders agree to SMC Chapter 20.42, and will require bids with meaningful subcontracting opportunities to also supply a plan for including minority and women owned firms.  Bidders with subcontracting opportunities will complete the “Inclusion Plan” form that is embedded in the “Vendor Questionnaire.

Insurance Requirements.

Insurance requirements in Attachment #1 are mandatory.  If none, then Contract requirements apply.  If formal proof of insurance must be submitted to the City before execution of the Contract, the City will remind the apparent successful proposal in the Intent to Award letter.  The apparent successful Proposer must promptly provide such proof of insurance to the City in reply to the Intent to Award Letter.  Contracts will not be executed until all required proof of insurance has been received and approved by the City.  

Vendors are encouraged to immediately contact their Broker to begin preparation of the required insurance documents, if the Vendor is selected as a finalist.  Proposers may elect to provide the requested insurance documents within their Proposal.

Proprietary Material.

The State of Washington’s Public Records Act (Release/Disclosure of Public Records)

Under Washington State Law (reference RCW Chapter 42.56, the Public Records Act) all materials received or created by the City of Seattle are public records.  These records include but are not limited to bid or proposal submittals, agreement documents, contract work product, or other bid material.  


The State of Washington’s Public Records Act requires that public records must be promptly disclosed by the City upon request unless that RCW or another Washington State statute exempts records from disclosure.  Exemptions are narrow and explicit and are listed in Washington State Law (Reference RCW 42.56 and RCW 19.108).  


Proposers must be familiar with the Washington State Public Records Act and the limits of record disclosure exemptions.  For more information, visit the Washington State Legislature’s website at http://www1.leg.wa.gov/LawsAndAgencyRules). 


If you have any questions about disclosure of the records you submit with bids or proposals please contact the City Purchasing Buyer for this project at (206) 684-0444. 


Requesting Materials be Marked for Non Disclosure (Protected, Confidential, or Proprietary)


All City of Seattle offices (“the City”) are required to promptly make public records available upon request.  However, under Washington State Law some records or portions of records are considered legally exempt from disclosure and can be withheld.  A list and description of records identified as exempt by the Public Records Act can be found in RCW 42.56 and RCW 19.108.


If you believe any records you are submitting to the City as part of your bid/proposal or contract work product, are exempt from disclosure you can request they not be released until you receive notification.  To make that request, you must complete the appropriate portion of the Vendor Questionnaire (Non-Disclosure Request Section) and clearly and specifically identify each record and the exemption(s) that may apply.  (If you are awarded a City contract, the same exemption designation will carry forward to the contract records.)


The City will not withhold materials from disclosure because you mark them with a document header or footer, page stamp, or a generic statement that a document is non-disclosable, exempt, confidential, proprietary, or protected.  Do not identify an entire page as exempt unless each sentence is within the exemption scope; instead, identify paragraphs or sentences that meet the specific exemption criteria you cite on in the Vendor Questionnaire.  Only the specific records or portions of records properly listed on the Vendor Questionnaire will be protected and withheld for notice.  All other records will be considered fully disclosable upon request. 


If the City receives a public disclosure request for any records you have properly and specifically listed on the Vendor Questionnaire, the City will notify you in writing of the request and postpone disclosure.  While it is not a legal obligation, the City, as a courtesy, will allow you up to ten business days to file a court injunction to prevent the City from releasing the records (reference RCW 42.56.540).  If you fail to obtain a Court order within the ten days, the City may release the documents. 


The City will not assert an exemption from disclosure on your behalf.  If a record(s) is exempt from disclosure you are obligated to clearly identify it as such on the Vendor Questionnaire and submit it with your solicitation.  Should a public record request be submitted to City Purchasing for that (those) record(s) you can then seek an injunction under RCW 42.56 to prevent release.  By submitting a bid document, the proposer acknowledges this obligation; the proposer also acknowledges that the City will have no obligation or liability to the proposer if the records are disclosed.


Requesting Disclosure of Public Records


The City asks proposers and their companies to refrain from requesting public disclosure of proposal records until an intention to award is announced.  This measure is intended to shelter the solicitation process, particularly during the evaluation and selection process or if a cancellation occurs or resolicitation.  With this preference stated, the City will continue to respond to all requests for disclosure of public records as required by State Law.


Ethics Code

The Seattle Ethics Code was  revised June 2009for City employees and elected officials. The Code covers certain vendors, contractors and consultants. Please familiarize yourself with the new code:  http://www.seattle.gov/ethics/etpub/et_home.htm.  Attached is a pamphlet for Vendors, Customers and Clients.  Specific question should be addressed to the staff of the Seattle Ethics and Elections Commission at 206-684-8500. 
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No Gifts and Gratuities.  Vendors shall not directly or indirectly offer anything of value (such as retainers, loans, entertainment, favors, gifts, tickets, trips, favors, bonuses, donations, special discounts, work, or meals) to any City employee, volunteer or official, if it is intended or may appear to a reasonable person to be intended to obtain or give special consideration to the Vendor.  An example is giving a City employee sporting event tickets to a City employee on the evaluation team of a bid you plan to submit. The definition of what a “benefit” would be is broad and could include not only awarding a contract but also the administration of the contract or the evaluation of contract performance.  The rule works both ways, as it also prohibits City employees from soliciting items from vendors.  Promotional items worth less than $25 may be distributed by the vendor to City employees if the Vendor uses the items as routine and standard promotions for the business.


Involvement of Current and Former City Employees


If a Vendor has any current or former City employees, official or volunteer, working or assisting on solicitation of City business or on completion of an awarded contract, you must provide written notice to City Purchasing of the current or former City official, employee or volunteer’s name.  The Vendor Questionnaire within your bid documents prompts you to answer that question.  You must continue to update that information to City Purchasing during the full course of the contract.  The Vendor is aware and familiar with the Ethics Code, and educates vendor workers accordingly.


No Conflict of Interest.  


Vendor (including officer, director, trustee, partner or employee) must not have a business interest or a close family or domestic relationship with any City official, officer or employee who was, is, or will be involved in selection, negotiation, drafting, signing, administration or evaluating Vendor performance. The City shall make sole determination as to compliance.

7. OFFER SHEET AND MANDATORY SUBMITTALS.

Submit proposal with the following format and attachments.  Failure to clearly and completely provide all information below, on forms provided and in order requested, may result in rejection as non-responsive.

1. Cover letter: Provide a cover letter, not more than two pages that summarizes the vendor’s offer, its key features and the associated benefits to Seattle Parking Enforcement.

2. Legal Name: Submit a certificate, copy of web-page, or other documentation from the Secretary of State in which you incorporated that shows your legal name as a company.  Many companies use a “Doing Business As” name, or a nickname in their daily business.  However, the City requires the legal name of your company, as it is legally registered.  When preparing all forms below, use the proper company legal name. Your company’s legal name can be verified through the State Corporation Commission in the state in which you were established, which is often located within the Secretary of State’s Office for each state.  http://www.coordinatedlegal.com/SecretaryOfState.html

3. Minimum Qualifications:  This is a mandatory submittal. Provide a document of sufficient length or on the form embedded below to indicate Vendor compliance to the Minimum Qualifications. Describe exactly how you achieve each minimum qualification.  The determination you have achieved all the minimum qualifications is made from this or similar document alone and therefore the Buyer is not obligated to check references or search other materials in your proposal to make this decision.  
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4. Vendor Questionnaire: This form is mandatory.  Submit this questionnaire, even if you have submitted one to the City on previous solicitations or contracts.
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5. Functional & Technical Response: This is a mandatory submittal.  Elements of this response will be scored by the Evaluation Committee. 
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6. Financial Response: This is a mandatory submittal. Please note that the Financial Response has separate tabs for the citation issuance hardware options and citation issuance/records management application(s). The Financial Response will be evaluated as an “entire system operations” package, not as separate components. Option pricing will not be included in the scoring of the Financial Response.
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Management Response: This is a mandatory submittal.              
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Submittal Checklist.

This checklist is for your convenience only and does not need to be submitted with your proposal.  This checklist summarizes each form  or other information required to complete and submit your proposal package to the City.


		Cover Sheet




		



		Legal Name




		



		Minimum Qualifications Page

		Mandatory 





		Vendor Questionnaire




		Mandatory



		Functional & Technical Response




		Mandatory



		Financial Response

		Mandatory






		Management Response

		Mandatory








8. EVALUATION PROCESS.

Step #1:  Initial Screening: Minimum Qualifications and Responsiveness:  City Purchasing shall first review submittals for initial decisions on responsiveness and responsibility.  Those found responsive and responsible based on this initial review shall proceed to Step 2.   Equal Benefits, Minimum Qualifications for those specifications upon which the Proposer is submitting, a responsive, and other elements of responsiveness will be screened in this Step.

Step #2:  Initial Proposal Review:  The City may, at its option, conduct an initial evaluation of the proposals using key features included in the criteria specified below. Responses will be evaluated and scored. Those vendors with scores above or clustered around the competitive range will move to Step #3 for a detailed evaluation by the full selection committee.


Step #3:  Detailed Proposal Review: The City will conduct a detailed evaluation of the proposals using the criteria specified below. Reference checks will be made to verify system features and performance. Responses will be evaluated and scored.

		Evaluation Criteria

		Weight



		Functional & Technical Response: Ability to meet the desired equipment and application functional and technical requirements of the described parking citation issuance and records management system, including data sharing and interface development

		55 points



		Financial Response:

		15 points



		Management Response:  Ability to provide desired management, set-up, implementation, training and on-going technical services and support for the citation issuance system 

		30 points





Step #4:  Interviews & Demonstrations: The City will request interviews and system demonstrations from the top highest scored firms that are most competitive. When interviews and demonstrations are conducted, rankings of firms shall be determined by the City, using the combined scoring results of interviews and system demonstrations. An interview agenda and product demonstration script will be provided to those selected for this Step.

The Vendor is to submit the list of names and company affiliations with the Buyer before the interview.  Vendors invited to interview are to bring the assigned Project Manager that has been named by the Vendor in the Proposal, and may bring other key personnel named in the Proposal. The Vendor shall not bring an individual who does not work for the Vendor or for the Vendor as a subcontractor on this project, without specific advance authorization by the City Buyer.


Step #5:  Selection:  The City shall select the highest scored Proposer of Step #4.  Scores of Step #3 will not be combined with scores of Step #4 to determine the successful Proposer.   tc "Substantially Equivalent Scores"\l 2

Step #6:  Contract Negotiations.  The City may negotiate elements of the proposal as required to best meet the needs of the City, with the apparent successful Proposer.  The City may negotiate any aspect of the proposal or the solicitation. 


Repeat of Evaluation Steps: If no Vendor is selected at the conclusion of all the steps, the City may return to any step in the process to repeat the evaluation with those proposals that were active at that step in the process.  The City shall then sequentially step through all remaining steps as if conducting a new evaluation process. The City reserves the right to terminate the process if no proposals meet its requirements.


Points of Clarification:  Throughout the evaluation process, the City reserves the right to seek clarifications from any Vendor.  


Award Criteria in the Event of a Tie:  In the event that two or more Vendors receive the same Total Score,  the contract will be awarded to that Vendor Whose response in the opinion of the City indicates the ability to provide the best overall service and benefit to the City.”


8. AWARD AND CONTRACT EXECUTION INSTRUCTIONS.

The RFP Coordinator intends to provide written notice of the intention to award in a timely manner and to all Vendors responding to the Solicitation. 


Protests and Complaints.


The City has rules to govern the rights and obligations of interested parties that desire to submit a complaint or protest to this RFP process.  Please see the City website at http://www.seattle.gov/purchasing   for these rules.  Interested parties have the obligation to be aware of and understand these rules, and to seek clarification from the City. Note there are time limits on protests and Proposers have final responsibility to learn of results in sufficient time for such protests to be filed in a timely manner.   

No Debriefs.


The City issues results and award decisions to all proposers. The City does not provide debriefs. 


Instructions to the Apparently Successful Vendor(s).


The Apparently Successful Vendor(s) will receive an Intent to Award Letter from the RFP Coordinator after award decisions are made by the City.  The Letter will include instructions for final submittals that are due prior to execution of the contract or Purchase Order.  


If the Vendor was allowed to request exceptions in the instructions (Section 6), and chose to do so, the City will review and select those the City is willing to accept. There will be no discussion on exceptions. Once the Contract is formulated, the City may identify proposal elements that require further discussion to align the proposal and contract fully with City business needs before finalizing the agreement. If so, the City will initiate the discussion and the Vendor is to be prepared to respond quickly in City discussions. The City has provided only 15 calendar days to finalize such discussions. If mutual agreement requires more than 15 calendar days, the City may terminate negotiations, reject the Proposer and may disqualify the Proposer from future submittals for these same products/services, and continue to the next highest scored Proposal, at the sole discretion of the City.  The City will send a final agreement package to the Vendor for signature.


Once the City has finalized and issued the contract for signature, the Vendor must execute the contract and provide all requested documents within ten (10) business days.  This includes attaining a Seattle Business License, payment of associated taxes due, and providing proof of insurance.  If the Vendor fails to execute the contract with all documents within the ten (10) day time frame, the City may cancel the award and proceed to the next scored Vendor, or cancel or reissue this solicitation.  Cancellation of an award for failure to execute the Contract as attached may cause Proposer disqualification for future solicitations for this product/service.


Checklist of Final Submittals Prior to Award.


The Vendor(s) should anticipate that the Letter will require at least the following.  Vendors are encouraged to prepare these documents as soon as possible, to eliminate risks of late compliance.


· Seattle Business License is current and all taxes due have been paid.


· State of Washington Business License.


· Certificate of Insurance 


Taxpayer Identification Number and W-9.


Unless the Vendor has already submitted a Taxpayer Identification Number and Certification Request Form (W-9) to the City, the Vendor must execute and submit this form prior to the contract execution date.  
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Attachments.

The following documents have been embedded in Icon form within this document.  To open double click on Icon.  


Attachment #1:   Insurance Requirements
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Attachment #2:  Contract or Terms & Conditions

A. City Hosted System
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B. Vendor Hosted System
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w-9
Form

(Rev. January 2011)

Department of the Treasury
Internal Revenue Service

Request for Taxpayer
Identification Number and Certification

Give Form to the
requester. Do not
send to the IRS.

Name (as shown on your income tax return)

Business name/disregarded entity name, if different from above

Check appropriate box for federal tax

classification (required): [ Individual/sole proprietor

Print or type

|:| Other (see instructions) »

|:| C Corporation

|:| Limited liability company. Enter the tax classification (C=C corporation, S=S corporation, P=partnership) »

|:| S Corporation |:| Partnership |:| Trust/estate

|:| Exempt payee

Address (number, street, and apt. or suite no.)

Requester’s name and address (optional)

City, state, and ZIP code

See Specific Instructions on page 2.

List account number(s) here (optional)

Taxpayer Identification Number (TIN)

Enter your TIN in the appropriate box. The TIN provided must match the name given on the “Name” line
to avoid backup withholding. For individuals, this is your social security number (SSN). However, for a

resident alien, sole proprietor, or disregarded entity, see the Part | instructions on page 3. For other - -
entities, it is your employer identification number (EIN). If you do not have a number, see How to get a

TIN on page 3.

Note. If the account is in more than one name, see the chart on page 4 for guidelines on whose

number to enter.

| Social security number

| Employer identification number

Part i Certification

Under penalties of perjury, | certify that:

1. The number shown on this form is my correct taxpayer identification number (or | am waiting for a number to be issued to me), and

2. | am not subject to backup withholding because: (a) | am exempt from backup withholding, or (b) | have not been notified by the Internal Revenue
Service (IRS) that | am subject to backup withholding as a result of a failure to report all interest or dividends, or (c) the IRS has notified me that | am

no longer subject to backup withholding, and

3. lam a U.S. citizen or other U.S. person (defined below).

Certification instructions. You must cross out item 2 above if you have been notified by the IRS that you are currently subject to backup withholding
because you have failed to report all interest and dividends on your tax return. For real estate transactions, item 2 does not apply. For mortgage
interest paid, acquisition or abandonment of secured property, cancellation of debt, contributions to an individual retirement arrangement (IRA), and
generally, payments other than interest and dividends, you are not required to sign the certification, but you must provide your correct TIN. See the

instructions on page 4.

Slgn Signature of
Here U.S. person »

Date >

General Instructions

Section references are to the Internal Revenue Code unless otherwise
noted.

Purpose of Form

A person who is required to file an information return with the IRS must
obtain your correct taxpayer identification number (TIN) to report, for
example, income paid to you, real estate transactions, mortgage interest
you paid, acquisition or abandonment of secured property, cancellation
of debt, or contributions you made to an IRA.

Use Form W-9 only if you are a U.S. person (including a resident
alien), to provide your correct TIN to the person requesting it (the
requester) and, when applicable, to:

1. Certify that the TIN you are giving is correct (or you are waiting for a
number to be issued),

2. Certify that you are not subject to backup withholding, or

3. Claim exemption from backup withholding if you are a U.S. exempt
payee. If applicable, you are also certifying that as a U.S. person, your
allocable share of any partnership income from a U.S. trade or business
is not subject to the withholding tax on foreign partners’ share of
effectively connected income.

Note. If a requester gives you a form other than Form W-9 to request
your TIN, you must use the requester’s form if it is substantially similar
to this Form W-9.

Definition of a U.S. person. For federal tax purposes, you are
considered a U.S. person if you are:

¢ An individual who is a U.S. citizen or U.S. resident alien,

* A partnership, corporation, company, or association created or
organized in the United States or under the laws of the United States,

¢ An estate (other than a foreign estate), or
* A domestic trust (as defined in Regulations section 301.7701-7).

Special rules for partnerships. Partnerships that conduct a trade or
business in the United States are generally required to pay a withholding
tax on any foreign partners’ share of income from such business.
Further, in certain cases where a Form W-9 has not been received, a
partnership is required to presume that a partner is a foreign person,
and pay the withholding tax. Therefore, if you are a U.S. person that is a
partner in a partnership conducting a trade or business in the United
States, provide Form W-9 to the partnership to establish your U.S.
status and avoid withholding on your share of partnership income.

Cat. No. 10231X
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The person who gives Form W-9 to the partnership for purposes of
establishing its U.S. status and avoiding withholding on its allocable
share of net income from the partnership conducting a trade or business
in the United States is in the following cases:

* The U.S. owner of a disregarded entity and not the entity,

* The U.S. grantor or other owner of a grantor trust and not the trust,
and

* The U.S. trust (other than a grantor trust) and not the beneficiaries of
the trust.

Foreign person. If you are a foreign person, do not use Form W-9.
Instead, use the appropriate Form W-8 (see Publication 515,
Withholding of Tax on Nonresident Aliens and Foreign Entities).

Nonresident alien who becomes a resident alien. Generally, only a
nonresident alien individual may use the terms of a tax treaty to reduce
or eliminate U.S. tax on certain types of income. However, most tax
treaties contain a provision known as a “saving clause.” Exceptions
specified in the saving clause may permit an exemption from tax to
continue for certain types of income even after the payee has otherwise
become a U.S. resident alien for tax purposes.

If you are a U.S. resident alien who is relying on an exception
contained in the saving clause of a tax treaty to claim an exemption
from U.S. tax on certain types of income, you must attach a statement
to Form W-9 that specifies the following five items:

1. The treaty country. Generally, this must be the same treaty under
which you claimed exemption from tax as a nonresident alien.

2. The treaty article addressing the income.

3. The article number (or location) in the tax treaty that contains the
saving clause and its exceptions.

4. The type and amount of income that qualifies for the exemption
from tax.

5. Sufficient facts to justify the exemption from tax under the terms of
the treaty article.

Example. Article 20 of the U.S.-China income tax treaty allows an
exemption from tax for scholarship income received by a Chinese
student temporarily present in the United States. Under U.S. law, this
student will become a resident alien for tax purposes if his or her stay in
the United States exceeds 5 calendar years. However, paragraph 2 of
the first Protocol to the U.S.-China treaty (dated April 30, 1984) allows
the provisions of Article 20 to continue to apply even after the Chinese
student becomes a resident alien of the United States. A Chinese
student who qualifies for this exception (under paragraph 2 of the first
protocol) and is relying on this exception to claim an exemption from tax
on his or her scholarship or fellowship income would attach to Form
W-9 a statement that includes the information described above to
support that exemption.

If you are a nonresident alien or a foreign entity not subject to backup
withholding, give the requester the appropriate completed Form W-8.

What is backup withholding? Persons making certain payments to you
must under certain conditions withhold and pay to the IRS a percentage
of such payments. This is called “backup withholding.” Payments that
may be subject to backup withholding include interest, tax-exempt
interest, dividends, broker and barter exchange transactions, rents,
royalties, nonemployee pay, and certain payments from fishing boat
operators. Real estate transactions are not subject to backup
withholding.

You will not be subject to backup withholding on payments you
receive if you give the requester your correct TIN, make the proper
certifications, and report all your taxable interest and dividends on your
tax return.

Payments you receive will be subject to backup
withholding if:
1. You do not furnish your TIN to the requester,

2. You do not certify your TIN when required (see the Part Il
instructions on page 3 for details),

3. The IRS tells the requester that you furnished an incorrect TIN,

4. The IRS tells you that you are subject to backup withholding
because you did not report all your interest and dividends on your tax
return (for reportable interest and dividends only), or

5. You do not certify to the requester that you are not subject to
backup withholding under 4 above (for reportable interest and dividend
accounts opened after 1983 only).

Certain payees and payments are exempt from backup withholding.
See the instructions below and the separate Instructions for the
Requester of Form W-9.

Also see Special rules for partnerships on page 1.

Updating Your Information

You must provide updated information to any person to whom you
claimed to be an exempt payee if you are no longer an exempt payee
and anticipate receiving reportable payments in the future from this
person. For example, you may need to provide updated information if
you are a C corporation that elects to be an S corporation, or if you no
longer are tax exempt. In addition, you must furnish a new Form W-9 if
the name or TIN changes for the account, for example, if the grantor of a
grantor trust dies.

Penalties

Failure to furnish TIN. If you fail to furnish your correct TIN to a
requester, you are subject to a penalty of $50 for each such failure
unless your failure is due to reasonable cause and not to willful neglect.

Civil penalty for false information with respect to withholding. If you
make a false statement with no reasonable basis that results in no
backup withholding, you are subject to a $500 penalty.

Criminal penalty for falsifying information. Willfully falsifying
certifications or affirmations may subject you to criminal penalties
including fines and/or imprisonment.

Misuse of TINs. If the requester discloses or uses TINs in violation of
federal law, the requester may be subject to civil and criminal penalties.

Specific Instructions
Name

If you are an individual, you must generally enter the name shown on
your income tax return. However, if you have changed your last name,
for instance, due to marriage without informing the Social Security
Administration of the name change, enter your first name, the last name
shown on your social security card, and your new last name.

If the account is in joint names, list first, and then circle, the name of
the person or entity whose number you entered in Part | of the form.

Sole proprietor. Enter your individual name as shown on your income
tax return on the “Name” line. You may enter your business, trade, or
“doing business as (DBA)” name on the “Business name/disregarded
entity name” line.

Partnership, C Corporation, or S Corporation. Enter the entity's name
on the “Name” line and any business, trade, or “doing business as
(DBA) name” on the “Business name/disregarded entity name” line.

Disregarded entity. Enter the owner's name on the “Name” line. The
name of the entity entered on the “Name” line should never be a
disregarded entity. The name on the “Name” line must be the name
shown on the income tax return on which the income will be reported.
For example, if a foreign LLC that is treated as a disregarded entity for
U.S. federal tax purposes has a domestic owner, the domestic owner's
name is required to be provided on the “Name” line. If the direct owner
of the entity is also a disregarded entity, enter the first owner that is not
disregarded for federal tax purposes. Enter the disregarded entity's
name on the “Business name/disregarded entity name” line. If the owner
of the disregarded entity is a foreign person, you must complete an
appropriate Form W-8.

Note. Check the appropriate box for the federal tax classification of the
person whose name is entered on the “Name” line (Individual/sole
proprietor, Partnership, C Corporation, S Corporation, Trust/estate).

Limited Liability Company (LLC). If the person identified on the
“Name” line is an LLC, check the “Limited liability company” box only
and enter the appropriate code for the tax classification in the space
provided. If you are an LLC that is treated as a partnership for federal
tax purposes, enter “P” for partnership. If you are an LLC that has filed a
Form 8832 or a Form 2553 to be taxed as a corporation, enter “C” for
C corporation or “S” for S corporation. If you are an LLC that is
disregarded as an entity separate from its owner under Regulation
section 301.7701-3 (except for employment and excise tax), do not
check the LLC box unless the owner of the LLC (required to be
identified on the “Name” line) is another LLC that is not disregarded for
federal tax purposes. If the LLC is disregarded as an entity separate
from its owner, enter the appropriate tax classification of the owner
identified on the “Name” line.
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Other entities. Enter your business name as shown on required federal
tax documents on the “Name” line. This name should match the name
shown on the charter or other legal document creating the entity. You
may enter any business, trade, or DBA name on the “Business name/
disregarded entity name” line.

Exempt Payee

If you are exempt from backup withholding, enter your name as
described above and check the appropriate box for your status, then
check the “Exempt payee” box in the line following the “Business name/
disregarded entity name,” sign and date the form.

Generally, individuals (including sole proprietors) are not exempt from
backup withholding. Corporations are exempt from backup withholding
for certain payments, such as interest and dividends.

Note. If you are exempt from backup withholding, you should still
complete this form to avoid possible erroneous backup withholding.

The following payees are exempt from backup withholding:

1. An organization exempt from tax under section 501(a), any IRA, or a
custodial account under section 403(b)(7) if the account satisfies the
requirements of section 401()(2),

2. The United States or any of its agencies or instrumentalities,

3. A state, the District of Columbia, a possession of the United States,
or any of their political subdivisions or instrumentalities,

4. A foreign government or any of its political subdivisions, agencies,
or instrumentalities, or

5. An international organization or any of its agencies or
instrumentalities.

Other payees that may be exempt from backup withholding include:
6. A corporation,
7. A foreign central bank of issue,

8. A dealer in securities or commodities required to register in the
United States, the District of Columbia, or a possession of the United
States,

9. A futures commission merchant registered with the Commodity
Futures Trading Commission,

10. A real estate investment trust,

11. An entity registered at all times during the tax year under the
Investment Company Act of 1940,

12. A common trust fund operated by a bank under section 584(a),
13. A financial institution,

14. A middleman known in the investment community as a nominee or
custodian, or

15. A trust exempt from tax under section 664 or described in section
4947.

The following chart shows types of payments that may be exempt
from backup withholding. The chart applies to the exempt payees listed
above, 1 through 15.

IF the payment is for . .. THEN the payment is exempt

for...

Interest and dividend payments All exempt payees except

for 9

Broker transactions Exempt payees 1 through 5 and 7

through 13. Also, C corporations.

Barter exchange transactions and
patronage dividends

Exempt payees 1 through 5

Payments over $600 required to be | Generally, exempt payees
reported and direct sales over 1 through 7
$5,000 '

'See Form 1099-MISC, Miscellaneous Income, and its instructions.

*However, the following payments made to a corporation and reportable on Form
1099-MISC are not exempt from backup withholding: medical and health care
payments, attorneys' fees, gross proceeds paid to an attorney, and payments for
services paid by a federal executive agency.

Part I. Taxpayer Identification Number (TIN)

Enter your TIN in the appropriate box. If you are a resident alien and
you do not have and are not eligible to get an SSN, your TIN is your IRS
individual taxpayer identification number (ITIN). Enter it in the social
security number box. If you do not have an ITIN, see How to get a TIN
below.

If you are a sole proprietor and you have an EIN, you may enter either
your SSN or EIN. However, the IRS prefers that you use your SSN.

If you are a single-member LLC that is disregarded as an entity
separate from its owner (see Limited Liability Company (LLC) on page 2),
enter the owner’s SSN (or EIN, if the owner has one). Do not enter the
disregarded entity’s EIN. If the LLC is classified as a corporation or
partnership, enter the entity’s EIN.

Note. See the chart on page 4 for further clarification of name and TIN
combinations.

How to get a TIN. If you do not have a TIN, apply for one immediately.
To apply for an SSN, get Form SS-5, Application for a Social Security
Card, from your local Social Security Administration office or get this
form online at www.ssa.gov. You may also get this form by calling
1-800-772-1213. Use Form W-7, Application for IRS Individual Taxpayer
Identification Number, to apply for an ITIN, or Form SS-4, Application for
Employer Identification Number, to apply for an EIN. You can apply for
an EIN online by accessing the IRS website at www.irs.gov/businesses
and clicking on Employer Identification Number (EIN) under Starting a
Business. You can get Forms W-7 and SS-4 from the IRS by visiting
IRS.gov or by calling 1-800-TAX-FORM (1-800-829-3676).

If you are asked to complete Form W-9 but do not have a TIN, write
“Applied For” in the space for the TIN, sign and date the form, and give
it to the requester. For interest and dividend payments, and certain
payments made with respect to readily tradable instruments, generally
you will have 60 days to get a TIN and give it to the requester before you
are subject to backup withholding on payments. The 60-day rule does
not apply to other types of payments. You will be subject to backup
withholding on all such payments until you provide your TIN to the
requester.

Note. Entering “Applied For” means that you have already applied for a
TIN or that you intend to apply for one soon.

Caution: A disregarded domestic entity that has a foreign owner must
use the appropriate Form W-8.

Part Il. Certification

To establish to the withholding agent that you are a U.S. person, or
resident alien, sign Form W-9. You may be requested to sign by the
withholding agent even if item 1, below, and items 4 and 5 on page 4
indicate otherwise.

For a joint account, only the person whose TIN is shown in Part |
should sign (when required). In the case of a disregarded entity, the
person identified on the “Name” line must sign. Exempt payees, see
Exempt Payee on page 3.

Signature requirements. Complete the certification as indicated in
items 1 through 3, below, and items 4 and 5 on page 4.

1. Interest, dividend, and barter exchange accounts opened
before 1984 and broker accounts considered active during 1983.
You must give your correct TIN, but you do not have to sign the
certification.

2. Interest, dividend, broker, and barter exchange accounts
opened after 1983 and broker accounts considered inactive during
1983. You must sign the certification or backup withholding will apply. If
you are subject to backup withholding and you are merely providing
your correct TIN to the requester, you must cross out item 2 in the
certification before signing the form.

3. Real estate transactions. You must sign the certification. You may
cross out item 2 of the certification.
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4, Other payments. You must give your correct TIN, but you do not
have to sign the certification unless you have been notified that you
have previously given an incorrect TIN. “Other payments” include
payments made in the course of the requester’s trade or business for
rents, royalties, goods (other than bills for merchandise), medical and
health care services (including payments to corporations), payments to
a nonemployee for services, payments to certain fishing boat crew
members and fishermen, and gross proceeds paid to attorneys
(including payments to corporations).

5. Mortgage interest paid by you, acquisition or abandonment of
secured property, cancellation of debt, qualified tuition program
payments (under section 529), IRA, Coverdell ESA, Archer MSA or
HSA contributions or distributions, and pension distributions. You
must give your correct TIN, but you do not have to sign the certification.

What Name and Number To Give the Requester

For this type of account: Give name and SSN of:

1. Individual The individual
2. Two or more individuals (joint The actual owner of the account or,
account) if combined funds, the first

individual on the account '

3. Custodian account of a minor
(Uniform Gift to Minors Act)

4. a. The usual revocable savings
trust (grantor is also trustee)
b. So-called trust account that is
not a legal or valid trust under
state law

5. Sole proprietorship or disregarded
entity owned by an individual

6. Grantor trust filing under Optional
Form 1099 Filing Method 1 (see
Regulation section 1.671-4(b)(2)(i)(A))

The minor *
The grantor-trustee '

The actual owner '

The owner °

The grantor*

For this type of account: Give name and EIN of:

7. Disregarded entity not owned by an | The owner
individual

. A valid trust, estate, or pension trust | Legal entity *

Corporation or LLC electing

corporate status on Form 8832 or

Form 2553

10. Association, club, religious,
charitable, educational, or other
tax-exempt organization

11. Partnership or multi-member LLC

12. A broker or registered nominee

© ®

The corporation

The organization

The partnership
The broker or nominee

13. Account with the Department of
Agriculture in the name of a public
entity (such as a state or local
government, school district, or
prison) that receives agricultural
program payments

14. Grantor trust filing under the Form
1041 Filing Method or the Optional
Form 1099 Filing Method 2 (see
Regulation section 1.671-4(b)(2)(i)(B))

The public entity

The trust

" List first and circle the name of the person whose number you furnish. If only one personon a
joint account has an SSN, that person’s number must be furnished.

? Gircle the minor’s name and furnish the minor's SSN.

3You must show your individual name and you may also enter your business or “DBA” name on
the “Business name/disregarded entity” name line. You may use either your SSN or EIN (if you
have one), but the IRS encourages you to use your SSN.

4 List first and circle the name of the trust, estate, or pension trust. (Do not furnish the TIN of the
personal representative or trustee unless the legal entity itself is not designated in the account
title.) Also see Special rules for partnerships on page 1.

*Note. Grantor also must provide a Form W-9 to trustee of trust.

Note. If no name is circled when more than one name is listed, the
number will be considered to be that of the first name listed.

Secure Your Tax Records from Identity Theft

Identity theft occurs when someone uses your personal information
such as your name, social security number (SSN), or other identifying
information, without your permission, to commit fraud or other crimes.
An identity thief may use your SSN to get a job or may file a tax return
using your SSN to receive a refund.

To reduce your risk:
* Protect your SSN,
* Ensure your employer is protecting your SSN, and
* Be careful when choosing a tax preparer.

If your tax records are affected by identity theft and you receive a
notice from the IRS, respond right away to the name and phone number
printed on the IRS notice or letter.

If your tax records are not currently affected by identity theft but you
think you are at risk due to a lost or stolen purse or wallet, questionable
credit card activity or credit report, contact the IRS Identity Theft Hotline
at 1-800-908-4490 or submit Form 14039.

For more information, see Publication 4535, Identity Theft Prevention
and Victim Assistance.

Victims of identity theft who are experiencing economic harm or a
system problem, or are seeking help in resolving tax problems that have
not been resolved through normal channels, may be eligible for
Taxpayer Advocate Service (TAS) assistance. You can reach TAS by
calling the TAS toll-free case intake line at 1-877-777-4778 or TTY/TDD
1-800-829-4059.

Protect yourself from suspicious emails or phishing schemes.
Phishing is the creation and use of email and websites designed to
mimic legitimate business emails and websites. The most common act
is sending an email to a user falsely claiming to be an established
legitimate enterprise in an attempt to scam the user into surrendering
private information that will be used for identity theft.

The IRS does not initiate contacts with taxpayers via emails. Also, the
IRS does not request personal detailed information through email or ask
taxpayers for the PIN numbers, passwords, or similar secret access
information for their credit card, bank, or other financial accounts.

If you receive an unsolicited email claiming to be from the IRS,
forward this message to phishing@irs.gov. You may also report misuse
of the IRS name, logo, or other IRS property to the Treasury Inspector
General for Tax Administration at 1-800-366-4484. You can forward
suspicious emails to the Federal Trade Commission at: spam@uce.gov
or contact them at www.ftc.gov/idtheft or 1-877-IDTHEFT
(1-877-438-4338).

Visit IRS.gov to learn more about identity theft and how to reduce
your risk.

Privacy Act Notice

Section 6109 of the Internal Revenue Code requires you to provide your correct TIN to persons (including federal agencies) who are required to file information returns with
the IRS to report interest, dividends, or certain other income paid to you; mortgage interest you paid; the acquisition or abandonment of secured property; the cancellation
of debt; or contributions you made to an IRA, Archer MSA, or HSA. The person collecting this form uses the information on the form to file information returns with the IRS,
reporting the above information. Routine uses of this information include giving it to the Department of Justice for civil and criminal litigation and to cities, states, the District
of Columbia, and U.S. possessions for use in administering their laws. The information also may be disclosed to other countries under a treaty, to federal and state agencies
to enforce civil and criminal laws, or to federal law enforcement and intelligence agencies to combat terrorism. You must provide your TIN whether or not you are required to
file a tax return. Under section 3406, payers must generally withhold a percentage of taxable interest, dividend, and certain other payments to a payee who does not give a
TIN to the payer. Certain penalties may also apply for providing false or fraudulent information.
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City of Seattle RFP-POL 3156


Handheld Citation Issuance System Replacement Project





			Item #


			Minimum Qualification


			Complies


			Does Not  Comply


			If you comply, describe how you meet the minimum qualification.





			1


			Previous experience in reliably managing citation volumes, data storage and reporting/analysis capability for a Parking Enforcement operation of at least 60 officers and at least 350,000 to 400,000 annual citations.


			


			


			





			2


			If proposing a vendor hosted data storage and reporting/analysis solution as the primary recommendation, vendor must have previous experience providing a hosted citation system for at least 2 years.
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			5


			


			


			


			








MINIMUM QUALIFICTIONS


Please check the applicable box to signify compliance or non-compliance to each minimum qualification.  If you do comply, describe exactly how you achieve each minimum qualification.  The determination that you have achieved all the minimum qualifications is made from this document or a document with the same information.





_1441008388.xls

Instructions


						City of Seattle RFP# POL 3156


						Seattle Parking Enforcement Handheld Citation Issuance System Replacement Project


						Technical Response


			Instructions for completing the Technical Response:


						This technical response follows the embedded document in Section 7 Offer Sheet and Manditory Submittals,


						of the RFP.  Please refer to that document when answering the questions.


			A.			Place an 'X' in the appropriate column next to each individual requirement in each worksheet.


						Proposal Provides Feature - Requirement is fully met by base proposal.


						Proposal does not Provide Feature -


						Software provided is Commercially Off the Shelf.


						Software provided requires custom Modification to meet Requirements.


			B.			Describe how the requirement is met


						Describe how the software meets the requirement.


						If the requirement cannot be met with software, described the work around process (if any).


			C.			Provide a cross reference number (optional)


						If there is not enough room to fully respond to a requirement information may be included in a separate document.


						Provide a cross reference number in this column for any supporting documentation.


						Note that the review team does not guarantee to review all supporting documentation, so provide as much information as possible in this spreadsheet.
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Conformance


			City of Seattle RFP# POL 3156


			Seattle Parking Enforcement Handheld Citation Issuance System Replacement Project


			Technical and Functional Response


			Evaluation Criteria			Requested Features			Proposal Provides Feature			Proposal Does Not Provide Feature			Commercially Off the Shelf			Software Modifications Required			Describe How the requested feature is provided			Cross Reference Number


			Equipment


						The handheld citation issuance devices will be either ruggedized computers or smart phones. Vendor is requested to provide hardware options based on their client experience.


						Requested citation issuance device features are:


						Response for Ruggedized Handheld Device


						Device must be highly water resistant.  Please list rating if applicable.


						Light weight. Please include device weight.


						Durable screen that is scratch resistant over life of device.


						Multiple operating platforms supported?  Please describe?


						Extended operation on battery.  What is the battery life of the devices you support?


						Does device support a “hot swap” battery change?


						Device must has wireless communications.  Please list all types you support.


						What is your data download capability?


						Device must have camera.  Please list options.


						Is a color camera available?


						What is the camera MP rating?


						Can it be Bluetooth enabled?


						What devices can be connected via Bluetooth?


						Does device include GPS receiver?


						Does device have separate, removable media or flash card?


						How much RAM can the device use?


						Will device be responsive when running several additional applications in addition to the parking application is running?


						Is there a limit on how many applications the device may simultaneously run at the same time?


						Does data storage and search functions impact the device responsiveness?


						Screen is easily viewable in full daylight and at night


						Optional citation issuance device features are:


						Barcode Reader


						License Plate Reader (LPR) capability


						Notification capability


						In-vehicle charger


						Near Field Communication (NFC) capability


						Are there security measures in place for NFC usage


						Does device interface to a PC? Please describe options.


						Response for Smart Phone Handheld Device


						Device must be highly water resistant.  Please list rating if applicable.


						Light weight. Please include device weight.


						Durable screen that is scratch resistant over life of device.


						Multiple operating platforms supported?  Please describe?


						Extended operation on battery.  What is the battery life of the devices you support?


						Does device support a “hot swap” battery change?


						Device must has wireless communications.  Please list all types you support.


						What is your data download capability?


						Device must have camera.  Please list options.


						Is a color camera available?


						What is the camera MP rating?


						Can it be Bluetooth enabled?


						What devices can be connected via Bluetooth?


						Does device include GPS receiver?


						Does device have separate, removable media or flash card?


						How much RAM can the device use?


						Will device be responsive when running several additional applications in addition to the parking application is running?


						Is there a limit on how many applications the device may simultaneously run at the same time?


						Does data storage and search functions impact the device responsiveness?


						Screen is easily viewable in full daylight and at night


						Optional citation issuance device features are:


						Barcode Reader


						License Plate Reader (LPR) capability


						Notification capability


						In-vehicle charger


						Near Field Communication (NFC) capability


						Are there security measures in place for NFC usage


						Does device interface to a PC? Please describe options.


						A separate larger device may be requested to view detailed informaiton while in the field.  We prefer a device that is approximately a ten-inch tablet.  Secondary device feature are:


						Response for Optional ten-inch tablet Device


						Device must be highly water resistant.  Please list rating if applicable.


						Light weight. Please include device weight.


						Durable screen that is scratch resistant over life of device?


						Describe operating platforms you support?


						Extended operation on battery.  What is the battery life of the devices you support?


						Device has wireless communications.  Please list all types you support.


						What is your data download capability?


						Does device have a camera.  Please list options.


						Is a color camera available?


						What is the camera MP rating?


						Can Device be Bluetooth enabled?


						What devices can be connected via Bluetooth?


						Does device have GPS receiver?


						Does the tablet have separate, removable media or flash card?


						How much RAM does the tablet have?


						Will device be responsive when running several additional applications in addition to the parking application is running?


						Is there a limit on how many applications the device may simultaneously run at the same time?


						Does data storage and search functions impact the tablet responsiveness?


						Optional larger device features are:


						Barcode Reader


						License Plate Reader (LPR) capability


						Notification capability


						Screen is easily viewable in full daylight and at night


						In-vehicle charger


						Near Field Communication (NFC) capability


						Are there security measures in place for NFC usage


						Response for Printer and printer paper:


						Portable 2-inch Bluetooth ruggedized, water-resistant printers, using water resistant, pre-printed back-side, thermal paper


						Alternate portable 3 or 4-inch Bluetooth ruggedized, water-resistant printers, using water resistant pre-printed, back-side, thermal paper


						A thermal paper specification for the recommended printer needs to be included with the response. The current citation is 9 inched finished length. There are 100 citations per roll, pre-printed one-side. The internal core i. d. is 0.75 inches.


						What is your recommendation for the number of spare batteries we should have on hand for printers?


						Response for Equipment Support, Warranty and Maintenance:


						Devices and printers have three year hardware and software warranty.  Please include options and pricing for extending warranty.


						Are there different tiers / levels for maintenance and warranty on devices and printers?  Please describe


						Can warranty period be adjustable so any future purchased will have a warranty renewal cycle coterminus with original warranty cycle?


						Are handheld and printer batteries covered under warranty?  If not what is vendor recommendation for battery life and replacements?


			Citation Issuance


						Response for Citation Issuance Functional Requirements


						The proposed citation issuance application(s) must include the following capabilities:


						a.       Generate, assign, track and audit citation and courtesy notice numbers to the citation issuance devices in daily service


						b.      Generate parking citations on two-inch, or alternate, pre-printed citation paper roll stock. The pre-printing is on the reverse side of the citation and contains Municipal Court information concerning payment and the appeals process


						c.       Generate courtesy notices on pre-printed citation paper roll stock. The courtesy notice requires a different numbering series from the parking citation. The courtesy notice format must clearly differentiate itself from the parking citation


						d.      Facilitate tracking officers daily activities, work output with associated hours per task or activity


						Optional citation issuance application(s) with the following capaboilities:


						a.      Record action taken with respect to identified scofflaw vehicles (optional)


						b.        Record abandon vehicle investigations (optional)


						c.       Record sign and parking payment device repair and graffiti removal requirements (optional)


						d.      Send wireless notification of location and plate number to Boot Team when a scofflaw vehicle is identified (optional)


						Response for Parking Citation and Courtesy Notices


						The parking citation and courtesy notice forms must contain the following data elements:


						-          Identification of type of Notice: Parking Infraction or Courtesy Notice


						-          Infraction or Notice Number (at least 8 digits plus a check digit)


						-          Bar Code of Infraction or Notice Number


						-          Infraction or Notice Issuance Date


						-          Issuance Time


						-          Violation Title or Description


						-          Violation Seattle Municipal Code Number


						-          Fine Amount (Parking Infraction only)


						-          A Statement that the fine amount will increase after 15 days (Parking Infraction only)


						-          Public Comments (at least three)


						-          Location Information (hundred block, street name, street type)


						-          Registration Information


						a.       License number and state


						b.      Registration Expiration


						c.       VIN


						d.      Vehicle Make


						e.      Vehicle Style


						f.        Vehicle Color


						-          Comments (Photo taken, Impound or Tow requested, RPZ Permit Number, etc.)


						-          Officer ID Number


						-          Officer Signature


						-          Officer Signing Date


						Response for Citation Issuance Process:


						Each violation has a number of pre-formatted public comments that are tailored for that violation. Each pre-formatted comment can be edited during the citation issuance process.


						The private comments should not print on the citation, but should be available through the data base application. A free-form comments section is also required in addition to the pre-formatted private comments. If possible, the free-form comments field should not be character limited. Private comments are the only fields that can be edited after the citation has been issued.


						Photographs taken during the citation issuance process should be associated with the current citation. Each citation must accept up to three color photographs. The photographs will be accessible only through the data base application, although the citation should note that photographic evidence was collected.


						Response for Citation Numbering:


						The citation application must be supported by a citation number assignment and tracking /audit system that generates an 8 digit sequential number plus a check number.


						The citation number management system must provide an audit trial for citation numbers issued, written, voided and available for issue by individual officers.


						The system must have the flexibility to handle test, training, parking and courtesy/warning citations with different number sequences.


						During shift operations, available unassigned citation numbers should be accessible in a read-only format.


						Selection of a void option for citations should include a prompt for the officer to complete prior to permitting the void.   The prompt should query:  “Do you have all hard copies of the citation?” If affirmative, the void will be permitted. The citation number will remain intact on the void for record keeping purposes and data integrity. If negative, the PEO will be prompted to perform a court cancellation at the end of the shift.


						Response for Check-in and Check-out Process Requirements:


						The start of shift equipment checkout procedure would be a wireless operation. During this procedure, the handheld would receive approved application updates, additional citation number assignments, current stolen vehicle, scofflaw and Residential Zone Permit (RPZ) lists, verify officer identification number, signature, assigned regular shift hours/days and patrol area assignment.   The officer would also be required to complete the daily officer certification notice


						In the event that any issued citations were detected on the hand held device, the officer would be prompted to transfer these to the records system for transfer to the Municipal Court.


						The end of shift check-in process would be a wireless operation. During the procedure, officers would be prompted to complete any private comment edits prior to transfer of the stored citations, courtesy notices and associated photos to the records system.


						The officer will receive confirmation of a successful data transfer process.


						Response for Parking Enforcement Data Requirements:


						Pay by Phone Parking Enforcement


						The handheld will permit an officer to enter a block number, then execute the payment status query to the pay by phone vendor’s back office.


						The citation application will need to incorporate the request for license plate payment status within the application, providing quick and easy data access


						The block payment status inquiry and data return must be completed within 10 seconds of the initiation of a new block number request


						Pay by Plate Parking Enforcement (Possible future requirement)


						The handheld will permit an officer to enter a block number, then execute the payment status query to the pay station vendor’s back office.


						The citation application will need to incorporate the request for license plate payment status within the application, providing quick and easy data access


						The block payment status inquiry and data return must be completed within 10 seconds of the initiation of a new block number request


						Response for Citation Application Warranty and Technical Support:


						Three-year technical support, application upgrade/modification services and warranty coverage for the citation issuance system will be required for the contract term as well as for the two optional one-year extension periods.


						Response for Daily Activity Report (optional):


						Does the vendor’s application contain a time sheet/ activity reporting function?


						If so, does it support the following functionality:


						1.       The PEO should be able to edit the DAR on the device.


						2.       The entire DAR should be visible on the device.


						3.       The PEO should be able to indicate the start of their work period when they check out the device.


						4.       The PEO should be able to indicate the end of their work shift when the check in the device.


						5.       The application should support multiple DARs in a day.


						6.       The number of citations & courtesy notices should be auto populated from the citations software.


						7.       Some shifts run through two days.  The 1600 shift ends at 0030, so the DAR software should support this.  (When the DAR exports, it should be logged as the day the DAR was started.  If the PEOs day ends at 0030 on June 3rd, the DAR should be filed as the DAR the PEO recorded information for June 2nd. )


						There should be an exception report feature when there was no DAR for a day; the hours don’t add up; there is missing information.  A supervisor should be able to edit a DARs on the exception report.


						Response for Other Optional Capabilities:


						Parking Enforcement currently uses alternate processes, outside of the capabilities of the current handheld citation issuance application and device, to accomplish the following tasks. Please describe the capabilities of your application to include these operations within the framework of the proposed solution.


						a.       Record action taken with respect to identified scofflaw vehicles


						b.      Record abandoned vehicle investigations


						c.       Record sign and parking payment device repair and graffiti removal requirements


						d.   Send wireless notification of location and plate number to Boot Team when a scofflaw vehicle is identified


						e. Send a list of citations voided by POEs to the Court (MCIS)


			Reporting and Analysis


						Seattle Parking Enforcement prefers a citation data storage, analysis and reporting application hosted by the citation issuance application vendor and available via a standard security protected web browser.


						The application should include the following reporting and analysis capabilities:


						a.                Ability to query single and multiple data fields (including but not limited to PEO name/ID number, citation/courtesy notice no., date, time, address (block/street), violation type, fine amount, plate, state, notes and daily activity data parameters)


						b.               Ability to save frequently used queries


						c.                Ability to export data and reports in at least Excel, CSV and pdf file formats


						d.               Ability to create and save both standard and ad hoc reports


						e.               Ability to search, display and export data in both map (ERSI map format) and data table format


						f.                 Ability to associate citations with regular or overtime hours


						g.                Ability to geo-fence a citation data search


						h.               Ability to associate citations with specific daily assignments (routine patrol, abandoned vehicle task force, scofflaw booting, etc.)


						i.                  Ability to schedule routine reports to run and auto send to specified recipients via email


						j.                 The records system should be able to track and extract data by officer, officers assigned to a supervisor, citations issued during assigned shift hours and citations issued outside of assigned shift hours (overtime).


			System Architecture, Data Storage and Application Management


						SPD would prefer the new citation data storage and reporting application to be located on a vendor-hosted, web-access server, accessible through the City’s standard web browser, currently an IE 8 browser. However, it is more important that the vendor’s recommended solution represent the vendor’s mainstream delivery method.  The system should follow the current general system configuration for data transfer and interfaces, shown below.


						1.    Wireless communications between the vendor-hosted citation application and vendor-supplied hand held devices


						2.       Vendor assumes full responsibility for the computing environment supporting the hosted applications. A description of this environment will be provided as part of this RFP response.


						3.       The hosted applications will be supported by a 24 x 7 automated and alert monitoring system. The vendor is responsive for confirming the integrity and receipt of each data transmission.


						4.       The vendor will own and manage the hosted application(s), related databases, supporting computer hardware and necessary operating systems


						5.    Data generated by the Seattle Parking Enforcement citation issuance application is the property of the City of Seattle for its sole usage.


						6.       The vendor will provide and describe the following Recovery services:


						a.       Hosting infrastructure and environment recovery process


						b.      Application recovery process


						c.       Offsite data backup storage via media or cloud including rotation, retention, and periodic testing of data backups


						7.       The vendor will manage the hosted-application(s) and City data at or above accepted industry standards for security minimum requirements


						8. The vendor will provide problem management support for all application services covered by this agreement. Please provide a description of these services. SPD IT will direct problems encountered with the services provided in this agreement to a vendor designated Problem Management/Customer Support contact.


						9. The vendor will meet the Service Level Standards shown in the RFP. Please describe your Service Level Agreement.


						10.       SPD will report concerns as appropriate to the vendor specified support contacts. SPD and the vendor will jointly determine the SPD administrators and/or end users that will have access to the vendor Help Desk for problem reporting.


						11.       The vendor will create new system administrators within 2 days of an SPD request. Shorter setup times may be requested in the event of an emergency.


						12. The vendor is responsible for providing adequate network infrastructure so as to meet the industry standard performance metrics specified in this agreement. SPD is responsible for providing adequate internal network infrastructure so as not to affect the vendor’s ability to meet those performance metrics.


						Response for General Hosting Background Considerations:


						1. Describe the hosting environment  testing process preceeding client delivery/access.


						2. Describe the training and orientation program specifically designed for the client's IT staff.


						3. Describe how application updates are developed, tested and deployed, with particular emphasis on client notification and acceptance.


						4. Does the vendor follow Open Web Application Security Project protocols?


						5. Security


						a. How will Seattle data be secured? Describe how it is isolated from other client data.


						b. Is regular system penetration testing conducted?


						c. What regular  IT system health reports are generated, and are these shared with the client?


						d. Describe the system redundency and failover process.


						6. Are there any limitations to  periodic client  data extractions?


						7. Service Terminarion


						a. At the conclusion of the contract term, how is data returned to the client?


						b. Can data be transferred to another vendor?


						c. Is there a cost for either of the above services?


						8.       Please add an architecture diagram showing all servers, sampling of user workstations and handheld devices. Please indicate lines of communication including protocol and bandwidth requirements.


						9.       Please indicate technologies employed/required (Windows, Linux, SQL, Postgress, IIS, Apache , PDF readers, etc)


						10.       Please indicate where there is communication from handhelds, workstations and server(s) to off-site services other than those indicated in the diagram above?


						Response if the vendor recommends a SPD hosted data storage and reporting application:


						1.       Describe the technical requirements and provide architecture for the system with respect to its capabilities to support the vendor’s application.


						2.       Describe the application installation, testing and ongoing support procedures with respect to vendor access to the SPD data management environment.


						3.       Describe any other requirements necessary to maintain citation records system integrity and vendor application reliability and efficient functionality.


						4.       Please add an architecture diagram showing all servers, sampling of user workstations and handheld devices. Please indicate lines of communication including protocol and bandwidth requirements.


						5.       Please indicate technologies employed/required (Windows, Linux, SQL, Postgress, IIS, Apache , PDF readers, etc)


						6.       Please indicate where there is communication from handhelds, workstations and server(s) to off-site services other than those indicated in the diagram above?


						7.       Please indicate if the handheld devices can have Netmotion (www.netmotionwireless.com) or F5 (www.f5.com) clients installed to facilitate secure transport.


			Interface Development and Data Transfer Interfaces


						The system provides the capability to support the following data transfer interfaces


						Interface 1: Between vendor-hosted system and the City of Seattle.


						1.       Daily pre-scheduled batch transfer of citation data from Data Storage App to MCIS, with checking function and feedback loop to ensure full data transfer


						2.       Daily pre-scheduled transfer of scofflaw vehicle license plate numbers from MCIS to Data Storage App for download to handheld units


						Interface 2: Between Washington State Patrol (WSP) Stolen Vehicle Data Feed and vendor hosted Citation Data Storage App


						1.       Daily pre-scheduled stolen vehicle license plate list for selected states


						2.     Vendor can propose using their own connection with FBI.


						Interface 3: Wireless data transfer between the vendor-hosted Citation Data Storage, Analysis and Reporting Application and the handheld enforcement devices


						1.       With check-in at the start of a shift:


						a.          Daily scofflaw list


						b.         Daily stolen vehicle list


						c.          Current RPZ Permit list


						d.         Application updates


						2.       With check-out at the end of a shift:


						a.          Upload citations, courtesy notices, associated photos and daily activity log data


						c.         System keeps citation and courtesy numbers unique, describe how.


						b.         Officer certification form for issued citations


						Interface 4: Between Seattle Department of Transportation (SDOT)  Parking Permit system (Hanson) and vendor hosted Citation Data Storage App


						1.       Daily pre-scheduled batch transfer of valid residential parking permit license plate number by residential parking zone number


						Interface 5: Between the on-street parking payment equipment vendors’ web-based management system and the vendor hosted Citation Data Storage App (There may be multiple parking payment equipment vendors during a two-three year transition program)


						1.       Numbered space payment status for pay by space parking areas


						2.       Paid license plate numbers, locations and expiration time for real-time or on-demand download to handheld units. (Paid license plates will include both PaybyPhone and on-street payment transactions)


						Interface 6: Between the mobile license plate recognition (LPR) system vendors’ mobile computer application and the vendor hosted Citation Data Storage App for demand-based wireless transfer to in-vehicle or on-street handheld citation applications


						1.          Identified citation opportunities for paid, time limit and RPZ permit violations. Transferred data elements to include GPS \ GIS location coordinates, license number, time of violation opportunity identification, probable infraction and photos of vehicle.


						Interface 7: Between SPD Dispatch and vendor hosted Citation Data Storage App for real-time wireless transfer to on-street handheld devices


						1.          Be On the Lookout (BOLO) license plate alerts
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Note:  This contract indicates terms and conditions required by The City. All submitting companies agree to the terms and conditions of this contract.  Vendors may submit requests for exceptions at the time of proposal submittal; and the City may consider such requests but is not obligated to accept such requests.  The City may also make changes to best reflect the project and interests of the City prior to submittal of the final Contract for signature.


City of Seattle



CONTRACT FOR HANDHELD CITATION ISSUANCE SYSTEM – CITY HOSTED


This Contract is made and entered into by and between City of Seattle (“City”), a Washington municipal corporation; and ________________ (Address: --), a corporation of the State of _______, and authorized to do business in the State of Washington.



Vendor Business:



Name of Representative: 






Vendor Address:





Vendor Phone:





Vendor Fax:





Vendor e-mail:





WHEREAS, the purpose of this contract is to ________; and



WHEREAS, Vendor was selected  as a result of a Request for Proposal process initiated _______2013  as required by Seattle Municipal Code since costs are anticipated to exceed $44,000 in value; and



WHEREAS, funds for this purpose are authorized through the City of Seattle annual budget;



NOW, THEREFORE, in consideration of the terms, conditions, covenants, and performance of the Statement of Work contained herein, as attached and made a part hereof, the City and Vendor mutually agree as follows:


1. Term of Contract



This contract shall have a term of five (5) years and extend throughout the development, installation, testing and delivery, until City has completed acceptance in accordance with the Statement of Work (SPECIFY ATTACHMENT). Continuous one-year extensions shall continue thereafter for licensing, maintenance and support. Such extensions shall be automatic, and shall go into effect without written confirmation, unless the City provides advance notice of the intention to not renew.  The Vendor may provide also provide a notice to not extend, but must provide such notice at least 45 days prior to the otherwise automatic renewal date.  



2. Survivorship


All purchase transactions and deliverables executed pursuant to the authority of this Contract shall be bound by all of the terms, conditions, prices and price discounts set forth herein, notwithstanding the expiration of the initial term of this Contract or any extensions thereof.  Further, the terms, conditions and warranties contained in this Contract that by their sense and context are intended to survive the completion of the performance, cancellation or termination of this Contract.  In addition, the terms of the sections titled Overpayments to Vendor, Warranties, Publicity, Section Headings, Incorporated Documents and Order of Precedence, Publicity, Review of Vendor Records, Patent and Copyright Indemnification, Disputes and Limitations of Liability, shall survive the termination of this Contract.


3. Statement of Work


Vendor shall provide the products services and tasks as described in the Contract attachments.  The Statement of Work may also be termed “work” herein.  


4. Expansion Clause



This contract may be expanded as mutually agreed, if such expansion is approved in writing by the Buyer from the City Purchasing Office of the Department of Finance and Administrative Services, City of Seattle.  No other City employee is authorized to make such written notices.  The Buyer will ensure the expansion meets the following criteria collectively:  (a)  it could not be separately bid, (b) the change is for a reasonable purpose, (c) the change was not reasonably known to either the City or vendors at time of bid or else was mentioned as a possibility in the bid (such as a change in environmental regulation or other law); (d) the change is not significant enough to be reasonably regarded as an independent body of work; (e) the change could not have attracted a different field of competition, and (f) the change does not vary the essential identity or main purpose of the contract.  The Buyer shall make this determination, and may make exceptions for immaterial changes, emergency or sole source conditions, or for other situations as required in the opinion of the Buyer.  Certain Work Orders or changes are not considered an expansion of scope, including an increase in quantities ordered, the exercise of options and alternates in the bid, change in design and specifications that does not expand the work beyond the limits provided for above, or ordering of work originally identified within the originating solicitation. If such changes are approved, changes are conducted as a written order issued by the City Purchasing Buyer in writing to the Vendor.



5. Work Order Process



The Vendor shall furnish all systems pursuant to work orders issued under this Contract. Each work order shall be subject to all of the terms and conditions of this Contract, and incorporated into this Contract by this reference. The Vendor shall furnish all the goods and services (“deliverables”) specified in the Work Order in an aggregate, single, complete transaction and not as separate items.  For each work order under this Contract, Vendor shall commence work upon issuance of a notice to proceed by the City. Work orders under this Contract may be generated by the City under the following conditions:


(1) The Work Order is within the scope of the original solicitation and contract or is within the allowed conditions for expansions under Section 5 (Expansion Clause) above;



(2) A post-warranty annual maintenance agreement is accepted by the City;



(3) The City issues a request to upgrade equipment, software, or to change quantities of any deliverable;



(4) The City orders additional custom features or interfaces for the Systems prior to or after the acceptance period.


For any subsequent work order(s) requested by either party, the Vendor shall submit a detailed proposal for the change. The Vendor shall analyze, record, estimate and submit to the City, for its approval, the proposed scope for the changed or new work, a work schedule, and a rate or price adjustment for completion of the work to be changed or added.  Once this proposal is received and approved by the City, a new work order will be issued for the changed or additional work. Upon the City’s written approval and notice to proceed, the Vendor shall implement the change or additional work and invoice for the changed or additional work consistent with the City’s approval notice and the terms and conditions of this Contract. 



The City may, at its option, add, delete or modify any part of any work order by giving Vendor notice of such change within the time period specified in the applicable work order.  Within seven (7) days after the date of such notice, the Vendor shall deliver to the City an amended work order reflecting the change in description, schedule and/or dollar amount due using the unit prices as proposed for the specific work order in Vendor’s Proposal.


The Vendor shall not proceed unless authorized by a mutually agreed upon amendment.  Such extra work shall be in compliance with Section 4 (Expansion Clause) and shall be authorized in writing only by the City Purchasing Buyer, Department of Finance and Administrative Services.  Any costs incurred due to the performance of extra work will not be reimbursed until or unless an amendment is agreed upon.


The City does not guarantee utilization of goods and services provided for in this Contract for which the City has not issued a work order(s).  The City may itself provide these goods or services or may award contracts to other Vendors for similar goods and services.  In such instances, the Vendor shall not be responsible for the operation, performance or maintenance for equipment so obtained.


6. Documentation


Unless specified otherwise in Contract attachments, Vendor will provide two (2) complete sets of documentation for each Software/Hardware order or System delivered, including technical and maintenance information, and, where applicable, installation information.  Vendor shall also provide two (2) complete sets of documentation for each updated version of Software that vendor provides.  Vendor shall provide the documentation on or before the date Vendor delivers its respective Software.  There shall be no additional charge for this documentation or the updates, in whatever form provided.  Vendor’s Software documentation shall be comprehensive, well structured, and indexed for each reference.  If Vendor maintains its technical, maintenance and installation documentation on a web site, Vendor may fulfill the obligations set forth in this section by providing Purchaser access to its web-based documentation information.  



The City reserves the right to withhold payment for a deliverable, modification or enhancement until it receives all documentation associated with the same.  


7. Payment Procedures


Vendor shall only invoice upon the City’s approval of the deliverable and in a manner consistent with the payment schedule attached, if any.  Once the City has received and approved the invoice, the City will provide payment within thirty (30) days.  The aggregate amount represents the full and final amount to be paid by the City for all expenses incurred and incidentals necessary to complete the work. 



The City shall not be obligated to pay any other compensation, fees, charges, prices or costs, nor shall Vendor charge any additional compensation for completing the work order of the Statement of Work. All costs invoiced to the City, shall be associated with an active and open work order.


Invoices for hardware and software installed in City facilities and other work performed under this Contract shall be submitted, in writing to the City’s Project Manager.  Invoices shall include such information as prescribed in the Specifications or Statement of Work, and is necessary for the City to determine the exact nature of all expenditures and shall reference this Contract.  Additional payment terms or invoice instructions may be mutually agreed upon by the City and the Vendor. 



Payment does not constitute whole or partial acceptance; City acceptance of the System shall only occur by formal written notice to that effect.


7.1. Advance Payment Prohibited



The City does not accept requests for early payment, down payment or partial payment, unless the Bid or Proposal Submittal specifically allows such pre-payment proposals or alternates within the bid process.  Maintenance subscriptions may be paid up to one year in advance provided that should the City terminate early, the amount paid shall be reimbursed to the City on a prorated basis; all other expenses are payable net 30 days after receipt and acceptance of satisfactory compliance.


7.2. Travel and Other Direct Charges


For additional work not included in the initial scope of work that requires travel and/or other direct costs that the City intends to reimburse, then the following requirements shall apply.  All such expenses must be pre-approved in writing by the Project Manager. 



· City will reimburse the Contractor at actual cost for expenditures that are pre-approved by the City in writing and are necessary and directly applicable to the work required by this Contract provided that similar direct project costs related to the contracts of other clients are consistently accounted for in a like manner.  Such direct project costs may not be charged as part of overhead expenses or include a markup.  Other direct charges may include, but are not limited to the following types of items: travel, printing, cell phone, supplies, materials, computer charges, and fees of subconsultants or subcontractors.



· The billing for third party direct expenses specifically identifiable with this project shall be an itemized listing of the charges supported by copies of the original bills, invoices, expense accounts, subconsultant/subcontractor paid invoices, and other supporting documents used by the Contractor to generate invoice(s) to the City.  The original supporting documents shall be available to the City for inspection upon request.  All charges must be necessary for the services provided under this Contract.



· The City will reimburse the actual cost for travel expenses incurred as evidenced by copies of receipts (excluding meals) supporting such travel expenses, and in accordance with the City of Seattle Travel Policy, details of which can be provided upon request.  



· Airfare: Airfare will be reimbursed at the actual cost of the airline ticket.  The City will reimburse for Economy or Coach Fare only.  Receipts detailing each airfare are required.



· Meals:  Meals will be reimbursed at the Federal Per Diem daily meal rate (excluding the “Incidental” portion of the published Federal M&I Rate) for the city in which the work is performed.  Receipts are not required as documentation.  The invoice shall state “the meals are being billed at the Federal Per Diem daily meal rate”, and shall detail how many of each meal is being billed (e.g. the number of breakfasts, lunches, and dinners).  The City will not reimburse for alcohol at any time.



· Lodging:  Lodging will be reimbursed at actual cost incurred up to a maximum of the published Runzheimer Cost Index for the city in which the work is performed (the current maximum allowed reimbursement amount can be provided upon request).  Receipts detailing each day / night lodging are required.  The City will not reimburse for ancillary expenses charged to the room (e.g. movies, laundry, mini bar, refreshment center, sundry items, etc.)


As an alternative, lodging may be billed at the published Federal Per Diem daily lodging rate for the city in which the work is performed.  If this method is used, receipts are not required for documentation.  If this method is used, the invoice shall state that "the lodging is being billed at the Federal Per Diem daily lodging rate."


· Vehicle mileage:  Vehicle mileage will be reimbursed at the Federal Internal Revenue Service Standard Business Mileage Rate in affect at the time the mileage expense is incurred (currently that rate is 56.5 cents per mile.)  Please note: payment for mileage for long distances traveled will not be more than an equivalent trip round-trip airfare of a common carrier for a coach or economy class ticket.


· Rental Car: Rental car expenses will be reimbursed at the actual cost of the rental.  Rental car receipts are required for all rental car expenses.  The City will reimburse for a standard car of a mid-size class or less.  The City will not reimburse for ancillary expenses charged to the car rental (e.g. GPS unit).


· Miscellaneous Travel (e.g. parking, rental car gas, taxi, shuttle, toll fees, ferry fees, etc.):  Miscellaneous travel expenses will be reimbursed at the actual cost incurred.  Receipts are required for each expense of $10.00 or more.



· Miscellaneous other business expenses (e.g. printing, photo development, binding): Other miscellaneous business expenses will be reimbursed at the actual cost incurred.  Receipts are required for all miscellaneous expenses that are billed.



· Subcontractor: Subcontractor expenses will be reimbursed at the actual cost incurred.  Copies of all subcontractor invoices that are rebilled to the City are required.


7.3. Disputed Work


Notwithstanding all above, if the City believes in good faith that some portion of Work has not been completed satisfactorily, the City may require Vendor to correct such work prior to The City payment.  In such event, the City will provide to Vendor an explanation of the concern and the remedy that the City expects.  The City may withhold from any payment that is otherwise due, an amount that the City in good faith finds to be under dispute, or if the Vendor does not provide a sufficient remedy, The City may retain the amount equal to the cost to The City for otherwise correcting or remedying the work not properly completed.



8. Taxes, Fees and Licenses



a. Taxes:  Where required by state statute, ordinance or regulation, Vendor shall pay for and maintain in current status all taxes that are necessary for contract performance.  Unless otherwise indicated, The City agrees to pay State of Washington sales or use taxes on all applicable consumer services and materials purchased.  No charge by the Vendor shall be made for federal excise taxes and The City agrees to furnish Vendor with an exemption certificate where appropriate.  



b. Fees and Licenses:  Vendor shall pay for and maintain in a current status, any license fees, assessments, permit charges, etc., which are necessary for contract performance.  It is the Vendor’s sole responsibility to monitor and determine any changes or the enactment of any subsequent requirements for said fees, assessments, or charges and to immediately comply with said changes during the entire term of this Contract. Vendor must pay all custom duties, brokerage or import fees where applicable as part of the contract price.  Vendor shall take all necessary actions to ensure that materials or equipment purchased are expedited through customs.  



c. Vendor is to calculate and enter the appropriate Washington State and local sales tax on the invoice.  Tax is to be computed on new items after deduction of any trade-in, in accordance with WAC 458-20-247. 



9. Timely Completion



a.  Time is of the Essence



The City has an immediate need to implement the System and/or Software and equipment for the management and operation of the City.  Therefore, time is of the essence in all matters relating to this Contract


10. License for Use 



As part of the price of the System, the Vendor hereby grants to the City, and the City accepts from the Vendor, for so long as the City continues to use the System, a non-exclusive, fully paid, royalty free, perpetual license to unlimited use of the Software and related documentation for use on the System acquired by the City under this Contract.


11. Software Upgrades and Enhancements and Optional Modules


Vendor shall:



a. Supply at no additional cost updated versions of the Software to operate on upgraded versions of operating systems, upgraded versions of firmware, or upgraded versions of hardware;



b. Supply at no additional cost updated versions of the Software that encompass improvements, extensions, maintenance updates, error corrections, or other changes that are logical improvements or extensions of the original Software supplied to City; and


c. Supply at no additional cost interface modules that are developed by Vendor for interfacing the Software to other Software products.


d. Supply additional optional modules that may be compatible with the system software per attached lis.


12. Warranties 



Commencing on the date that the City issues its Final Acceptance Certificate, and extending for a period of one (1) year, Vendor warrants that the Software furnished hereunder shall be free from programming errors and that the Software and hardware shall be free from defects in workmanship and materials and shall operate in conformity with the performance capabilities, Statement of Work, functions and other descriptions and standards applicable thereto and as set forth in this Contract including but not limited to the City’s Request for Proposals; that the services shall be performed in a timely and professional manner by qualified professional personnel; and that the services, Software and Hardware shall conform to the standards generally observed in the industry for similar services, Software and hardware. If Vendor is not the original Software or hardware manufacturer, Vendor shall obtain in writing the manufacturer’s consent to pass through all Software and hardware warranties for the City’s benefit.  During this warranty period, Vendor shall replace or repair any defect appearing in the Software or hardware, or deficiency in service provided at no additional cost to the City.



11.1 Warranty Against Planned Obsolescence 



The Vendor warrants that the products proposed to and acquired by the City under this Contract are new and of current manufacture, and that it has no current plans for announcing a replacement line that would be marketed by Vendor as a replacement for any of the products provided to the City under this Contract and would result in reduced support for the product line within which the System furnished to the City is contained.  The Vendor further warrants that, in the event that a major change in hardware, software, or operating system occurs that radically alters the design architecture of the System and makes the current design architecture obsolete within three (3) years after full execution of this Contract, and if the City continues its annual maintenance Contract with the Vendor, the Vendor shall provide the City with a replacement hardware, software, or operating system(s) that continues the full functionality of the systems, at no extra cost to the City.  



11.2 No Surreptitious Code Warranty


The Vendor warrants to the City that no copy of the licensed Software provided to the City contains or will contain any Self-help Code or any Unauthorized Code as defined below. This warranty is referred to in this Contract as the “No Surreptitious Code Warranty.”  



As used in this Contract, “Self-help Code” means any back door, time bomb, drop dead device, or other Software routine designed to disable a computer program automatically with the passage of time or under the positive control of a person other than the licensee of the Software.  The term “Self-help Code” does not include Software routines in a computer program, if any, designed to permit an owner of the computer program (or other person acting by authority of the owner) to obtain access to a licensee’s computer system(s) (e.g. remote access via modem) for purposes of maintenance or technical support.



As used in this Contract, “Unauthorized Code” means any “virus,” “Trojan horse,” “worm” or other Software routines or Equipment components designed to permit unauthorized access to disable, erase, or otherwise harm Software, Equipment, or data or to perform any other actions.  The term Unauthorized Code does not include Self-help Code.



The Vendor shall defend City against any claim, and indemnify the City against any loss or expense arising out of any breach of the No Surreptitious Code Warranty.



11.3 Title Warranty and Warranty against Infringement 



The Vendor warrants and represents that the hardware and Software provided under this Contract is the sole and exclusive property of the Vendor or that the Vendor is authorized to provide full use of the hardware and Software to the City as provided herein. The Vendor warrants that it has full power and authority to grant the rights granted by this Contract to the City without the consent of any other person or entity.  



In the event of any claim by a third party against the City for software used in the United States asserting a patent, copyright, trade secret, or proprietary right violation involving the System acquired by the City hereunder or any portion thereof, Vendor shall defend, at its expense, and shall indemnify the City against any loss, cost, expense, or liability arising out of such claim, whether or not such claim is successful; provided, however, that Vendor is notified by the City in writing within a reasonable time after the City first receives written notice of any such claim, action, or allegation of infringement. In the event a final injunction or order is obtained against the City’s full use of either the System or any portion thereof as a result of any such claim, suit or proceeding, and if no further appeal of such ruling is practicable, Vendor shall, as mutually agreed upon and at Vendor’s expense:



a. procure for the City the right to continue full use of the System; or



b. replace  or modify the same so that it becomes non‑infringing (which modification or replacement shall not affect the obligation to ensure the System conforms with applicable Statement of Work); or



c. if the product was purchased and the actions described in item (1) or (2) of Section 11.4, are not practicable, re-purchase the product from the City at a price mutually agreed upon, which shall relate to the value and utility of the product to the City; or



d. if  the System was leased, licensed, purchased or rented, and the actions described in item (1), (2), or (3) of Section 11.4, are not practicable, remove such System from the City’s site(s) and pay the City promptly after notification for all direct and consequential damages suffered by the City as a result of the loss of the infringing product and any other continued utility of which to the City is adversely affected by the removal of the infringing product, and hold the City harmless from any further liability therefore under any applicable Order, Settlement, or other Contract. 


In no event shall the City be liable to Vendor for any lease, rental, or maintenance payments after the date, if any, that the City is no longer legally permitted to use the System because of such actual or claimed infringement. In the event removal or replacement of the System is required pursuant to this paragraph, Vendor shall use reasonable care in the removal or modification thereof and shall, at its own expense, restore the City’s premises as nearly to their condition immediately prior to the installation of the System as is reasonably possible.



No settlement that prevents the City from continuing to use the Software, other products or Software documentation as provided in this Contract shall be made without the City’s prior written consent.  In all events, the City shall have the right to participate at its own expense in the defense of any such suit or proceeding through counsel of its own choosing.



The indemnification obligation set forth in this section shall survive the expiration or earlier termination of this Contract.


11.4 No Liens



The Vendor warrants that the Software and Equipment is the sole and exclusive property of the Vendor and that the Vendor is authorized to provide full use of the Software to the City as provided herein and that such Software is not subject to any lien, claim or encumbrance inconsistent with any of the City’s rights under this Contract and that the City is entitled to and shall be able to enjoy quiet possession and use of the Software and Equipment without interruption by Vendor or any other person making a claim under or through the Vendor or by right of paramount title.



11.5 Maintenance Services Warranty



The Vendor warrants that, in performing the services under the Maintenance Agreement appended as Appendix [       ], a future Appendix.  The Vendor shall strictly comply with the descriptions and representations as to the services, including performance capabilities, accuracy, completeness, characteristics, Statement of Work, configurations, standards, function and requirements, which appear in this Contract and in the Vendor’s response to the City’s Request for Proposal. Its products shall be uniform in appearance and clean and presentable in accordance with generally applicable standards in the industry. Errors or omissions committed by the Vendor in the course of providing Services shall be remedied by the Vendor at its own expense.



11.6 Equipment Warranty


The Vendor warrants and represents that the Equipment provided to meet the requirements of the Statement of Work shall be free from all defects, shall be in good operating order, and shall operate in conformity with the descriptions and standards as set forth in the Vendor’s Proposal and the City’s RFP for a period of one (1) year from and after the Acceptance Date.  During the warranty period, Vendor shall promptly, without additional charge, repair or replace the equipment or any part thereof that fails to function according the Vendor’s Statement of Work or the Statement of Work of the manufacturer thereof.



11.7 Merchantability and Fitness Warranty



Vendor represents and warrants that the Software, other products and Software Documentation will be merchantable and will be fit for the particular purposes established in the City’s RFP and the Vendor’s response to the City’s RFP.



11.8 Warrant of Compliance with Applicable Law



The Vendor warrants that the System, and the manufacture and production thereof, are in compliance with any and all applicable laws, rules, and regulations.



11.9  Date Warranty




The Vendor warrants that all Software provided under this contract:  (a) does not have a life expectancy limited by date or time format; (b) will correctly record, store, process, present calendar dates; (c) will lose no functionality, data integrity, or performance with respect to any date; and (d) will be interoperable with other software used by City that may deliver date records from the Software, or interact with date records of the Software (“Date Warrant”).  In the event a Date Warranty problem is reported to Vendor by City and remains unresolved after three calendar days, at City’s discretion, the Vendor shall send, at Vendor’s sole expense, at least one qualified and knowledgeable representative to City’s premises.  This representative will continue to address and work to remedy the failure, malfunction, defect, or nonconformity on City’s premises.  This Date Warranty shall last perpetually.  In the event of a breach of any of these representations and warranties, Vendor shall indemnify and hold harmless the City from and against any and all harm, injury, damages, costs, and expenses incurred by Purchaser arising our of said Breach.



11.10  Physical Media Warranty



Vendor warrants to City that each licensed copy of Software provided by Vendor is and will be free from physical defects in the media that tangibly embodies the copy (the “Physical Media Warranty.”).  The Physical Media Warranty does not apply to defects discovered more than thirty (30) calendar day after the date of Acceptance of the Software copy by the City.  Vendor shall replace, at Vendor’s expense, including shipping and handling costs, any Software copy provided by Vendor that does not comply with this Warranty.




11.11  Survival of Warranties and Representations


The representations and warranties of the Vendor made pursuant to this Contract shall survive the delivery of the System, the payment of the purchase price, and the expiration or earlier termination of this Contract.


13. Reauthorization Code Required



Vendor’s Software shall not require a reauthorization code in order for the Software supplied through this Contract to remain functional upon City’s movement of the Software to another computer system.




14. Title to Equipment


Transfer of title to the Equipment shall include an irrevocable, fully paid-up, perpetual license to use the internal code (embedded software) in the Equipment.   If City subsequently transfers title to the Equipment to another entity, City shall have the right to transfer the license to use the internal code with the transfer of Equipment title.  A subsequent transfer of this software license shall be at no additional cost or charge to either City or City’s transfer.


15. Ownership of Deliverables 


Except for the licensed System Software and its related documentation, all data and work products produced under this Contract shall be considered work made for hire under the U.S. Copyright Act, 17 U.S.C. 101 et seq, and shall be owned by the City.  


16. Risk of Loss, Freight, Overages or Underages


Regardless of FOB point, Vendor agrees to bear all risks of loss, injury, or destruction of hardware ordered herein which occur prior to delivery and acceptance.  Such loss, injury, or destruction shall not release Vendor from any obligations under.  Prices include freight prepaid and allowed.  Vendor assumes the risk of every increase, and receives the benefit of every decrease, in delivery rates and charges.  Shipments shall match the SOW or Work Order; any unauthorized advance or excess shipment is returnable at Vendor’s expense.


17. Protection of Persons and Property



19.1. Person


The Vendor and the City shall each take reasonable precautions for the safety of employees of the other, and shall each comply with all applicable provisions of federal, state, and local laws, codes and regulations to prevent or avoid any accident or injury to a person on, about or adjacent to any premises where work under this Contract is being performed.


19.2. Property



The Vendor shall take reasonable steps to protect the City’s property from injury or loss arising in connection with the Vendor’s performance or failure of performance under this Contract.


19.3. No Smoking


The Vendor shall not allow any employee of the Vendor or any sub or agent thereof to smoke inside any City facility.



19.4. OSHA/WISHA


The Vendor certifies that products are designed and manufactured to meet the current federal and state safety and health regulations, including Federal Occupational Safety and Health Act of 1970 (OSHA), the Washington Industrial Safety and Health act of 1973 (WISHA).  Vendor shall indemnify, defend, and hold the City harmless from all damages assessed against the City as a result of the failure of the products furnished under this Contract to so comply.


19.5. Workers Right to Know



“Right to Know” legislation required the Department of Labor and Industries to establish a program to make employers and employees more aware of the hazardous substances in their work environment.  WAC 296-62-054 requires among other things that all manufacturers/distributors of hazardous substances, including any of the items listed on this ITB, RFP or contract bid and subsequent award, must include with each delivery completed Material Safety Data Sheets (MSDS) for each hazardous material.  Additionally, each container of hazardous material must be appropriately labeled with:  the identity of the hazardous material, appropriate hazardous warnings, and the Name and Address of the chemical manufacturer, improper, or other responsible party.



Labor and Industries may levy appropriate fines against employers for noncompliance and agencies may withhold payment pending receipt of a legible copy of the MSDS.  OSHA Form 20 is not acceptable in lieu of this requirement unless it is modified to include appropriate information relative to “carcinogenic ingredients: and “routes of entry” of the product(s) in question.



20. Contract Notices, Deliverable Materials and Invoices Delivery


Official Contract notices shall be delivered to the following addresses (or such other address (es) as either party may designate in writing):


 
If delivered by the U.S. Postal Service, it must be addressed to:
 

Michael Mears
 

City of Seattle Purchasing and Contracting Services 



PO Box 94687


Seattle, WA  98124-4687


If delivered by any other company, it must be addressed to:
 

Michael Mears
 

City of Seattle Purchasing and Contracting Services 






Seattle Municipal Tower





700 5th Ave., #4112


Seattle, WA  98104-5042



Phone:



Fax:



E-Mail:


Project work, invoices and communications shall be delivered to the City Project Manager: 





City of Seattle






Attention: SPD Project Manager


21 Representations 



Vendor represents and warrants that it has the requisite training, skill and experience necessary to provide Work and is appropriately accredited and licensed by all applicable agencies and governmental entities.



22 Inspection



Work shall be subject, at all times, to inspection by and with approval of the City, but the making (or failure or delay in making) such inspection or approval shall not relieve Vendor of responsibility for performance of the Work in accordance with this Contract, notwithstanding the City’s knowledge of defective or noncomplying performance, its substantiality or the ease of its discovery.  Vendor shall provide sufficient, safe, and proper facilities and equipment for such inspection and free access to such facilities.


23 Affirmative Efforts for Utilization of Women and Minority Subcontracting, Non-Discrimination 



· Employment Actions:  Contractor shall not discriminate against any employee or applicant for employment because of race, religion, creed, age, color, sex, marital status, sexual orientation, gender identity, political ideology, ancestry, national origin, or the presence of any sensory, mental or physical handicap, unless based upon a bona fide occupational qualification.  Contractor shall take affirmative action to ensure that applicants are employed, and that employees are treated during employment, without regard to their creed, religion, race, age, color, sex, national origin, marital status, political ideology, ancestry, sexual orientation, gender identity, or the presence of any sensory, mental or physical handicap.  Such action shall include, but not be limited to employment, upgrading, promotion, demotion, or transfer; recruitment or recruitment advertising, layoff or termination, rates of pay, or other forms of compensation and selection for training.  



· In accordance with Seattle Municipal Code Chapter 20.42, Contractor shall actively solicit the employment and subcontracting of women and minority group members when there are commercially useful purposes for fulfilling the scope of work.  



· In the event Subcontracting is considered appropriate and feasible to contract performance, the Contractor shall develop a Subcontracting Plan, which also may be referred to as an Inclusion Plan.  The Subcontracting (Inclusion) Plan shall specify the Contractor’s affirmative efforts and an agreement to the City for subcontracting to women and minority businesses, and/or diverse employment.  The Subcontracting (Inclusion) Plan, as submitted and/or as agreed upon with the City thereafter, shall be incorporated as a material part of the Contract. In preparing the Subcontracting (Inclusion) Plan, Contractors shall actively solicit qualified, available and capable women and minority-owned businesses to perform the subcontracting work for the contract.  The Contractor shall submit the Subcontracting (Inclusion) Plan to the City with the solicitation and/or prior to contract execution. At the request of the City, Contractor shall promptly furnish evidence of the Contractor’s compliance with these requirements, which may include a list of all subcontractors and/or WMBE subcontractors, and may include a request for copies of the executed agreements between the Contractor and subcontractors, invoices and/or performance reports.



· If upon investigation, the Director of Finance and Administrative Services finds probable cause to believe that the Contractor has failed to comply with the requirements of this Section, the Contractor shall be notified in writing.  The Director of Finance and Administrative Services shall give Contractor an opportunity to be heard with ten calendar days’ notice.  If, after the Contractor’s opportunity to be heard, the Director of Finance and Administrative Services still finds probable cause, s/he may suspend the Contract and/or withhold any funds due or to become due to the Contractor, pending compliance by the Contractor with the requirements of this Section.



· Any violation of the mandatory requirements of this Section, or a violation of Seattle Municipal Code Chapter 14.04 (Fair Employment Practices), Chapter 14.10 (Fair Contracting Practices), Chapter 20.45 (City Contracts – Non-Discrimination in Benefits), or other local, state, or federal non-discrimination laws, shall be a material of contract for which the Contractor may be subject to damages and sanctions provided for by the Vendor Contract and by applicable law.   In the event the Contractor is in violation of this Section shall be subject to debarment from City contracting activities in accordance with Seattle Municipal Code Section 20.70 (Debarment).



24. Assignment and Subcontracting


Vendor shall not assign or subcontract any of its obligations under this Contract without mutual written consent, which shall not be granted or withheld without reasonable cause.  Any subcontract made by Contractor shall incorporate by reference all the terms of this Contract except for Equal Benefit provisions. Contractor shall ensure that all subcontractors comply with the obligations and requirements of the subcontract, except for Equal Benefit provisions.  Seattle’s consent to any assignment or subcontract shall not release the Contractor from liability under this Contract, or from any obligation to be performed under this Contract, whether occurring before or after such consent, assignment, or subcontract. 


25. Key Persons and Subcontractors.  Contractor shall not transfer, reassign or replace any individual or subcontractor that is determined to be essential or that has been agreed upon in the Contractor’s Subcontracting (Inclusion) Plan, without express written consent of Seattle.  If during the term of this Contract, any such individual leaves the Contractor’s employment or any named subcontract is terminated for any reason, Contractor shall notify Seattle and seek approval for reassignment or replacement with an alternative individual or subcontractor. Upon Seattle’s request, the Contractor shall present to Seattle, one or more subcontractors or individual(s) with greater or equal qualifications as a replacement.  Continued achievement of the Subcontracting (Inclusion) Plan that was incorporated into this Contract by reference, if any, and the associated subcontract awards, aspirational goals and efforts, will be one of the considerations in approval of such changes. Seattle’s approval or disapproval shall not be construed to release the Contractor from its obligations under this Contract.  



26. Equal Benefits


a. Compliance with SMC Ch. 20.45: The Vendor shall comply with the requirements of SMC Ch. 20.45 and Equal Benefits Program Rules implementing such requirements, under which the Vendor is obligated to provide the same or equivalent benefits (“equal benefits”) to its employees with domestic partners as the Vendor provides to its employees with spouses.  At The City’s request, the Vendor shall provide complete information and verification of the Vendor’s compliance with SMC Ch. 20.45.   Failure to cooperate with such a request shall constitute a material breach of this Contract.  (For further information about SMC Ch. 20.45 and the Equal Benefits Program Rules call (206) 684-0430 or review information at http://www.seattle.gov/contracting/equalbenefits.htm)


b. Remedies for Violations of SMC Ch. 20.45:  Any violation of this Section shall be a material breach of Contract for which the City may:


· Require the Vendor to pay actual damages for each day that the Vendor is in violation of SMC Ch. 20.45 during the term of the Contract; or


· Terminate the Contract; or 


· Disqualify the Vendor from bidding on or being awarded a City contract for a period of up to five (5) years; or


· Impose such other remedies as specifically provided for in SMC Ch. 20.45 and the Equal Benefits Program Rules promulgated thereunder.


27. General Legal Requirements


a. General Requirement:  Vendor, at no expense to The City, shall comply with all applicable laws of the United States and the State of Washington; the Charter and ordinances of The City; and rules, regulations, orders, and directives of their administrative agencies and the officers thereof.  Without limiting the generality of this paragraph, the Vendor shall specifically comply with the following requirements of this section.


b. Licenses and Similar Authorizations:  Vendor, at no expense to The City, shall secure and maintain in full force and effect during the term of this Contract all required licenses, permits, and similar legal authorizations, and comply with all requirements thereof.



c. Performance Standard.   All duties by Vendor or designees shall be performed in a manner consistent with accepted practices for other similar Work. 



28. Indemnification


To the extent permitted by law, the Vendor shall protect, defend, indemnify and hold the City harmless from and against all claims, demands, damages, costs, actions and causes of actions, liabilities, fines, penalties,  judgments, expenses and attorney fees, resulting from the injury or death of any person or the damage to or destruction of property, or the infringement of any patent, copyright, trademark or trade secret, arising out of the work performed or goods provided under this Contract, or the Vendor’s violation of any law, ordinance or regulation, contract provision or term, or condition of regulatory authorization or permit, except for damages resulting from the sole negligence of the City.  As to the City of Seattle, the Vendor waives any immunity it may have under RCW Title 51 or any other Worker’s Compensation statute.  The parties acknowledge that this waiver has been negotiated by them, and that the contract price reflects this negotiation.



29. Insurance


Except as specified otherwise, Vendor shall obtain at time of award and maintain in force, minimum coverages and limits of liability of insurance specified below.  If the Vendor fails to obtain or maintain these coverages, the City may withdraw its intent to award.  All costs are borne by the Vendor.


1.
MINIMUM COVERAGES AND LIMITS OF LIABILITY. Vendor shall at all times during the term of this Agreement maintain continuously, at its own expense, minimum insurance coverages and limits of liability as specified below:



A.
Commercial General Liability (CGL) insurance, including:






- Premises/Operations







- Products/Completed Operations






- Personal/Advertising Injury






- Contractual 





- Independent Contractors 



- Stop Gap/Employers Liability



with minimum limits of liability of $1,000,000 each occurrence combined single limit bodily injury and property damage (“CSL”), except:






$1,000,000    Personal/Advertising Injury






$1,000,000    each accident/disease/employee Stop Gap/Employer’s Liability



B.
Automobile Liability insurance, including coverage for owned, non-owned, leased or hired vehicles with a minimum limit of liability of $1,000,000 CSL.



C.
 Worker’s Compensation for industrial injury to Vendor’s employees in accordance with the provisions of Title 51 of the Revised Code of Washington. 



2.
CITY AS ADDITIONAL INSURED.  The City of Seattle shall be included as an additional insured under CGL and Automobile Liability insurance for primary and non-contributory limits of liability.



3.
NO LIMITATION OF LIABILITY.  The limits of liability specified herein in subparagraph 1.A. are minimum limits of liability only and shall not be deemed to limit the liability of Vendor or any Vendor insurer except as respects the stated limit of liability of each policy.  Where required to be an additional insured, the City of Seattle shall be so for the full limits of liability maintained by Vendor, whether such limits are primary, excess, contingent or otherwise.



4.
MINIMUM SECURITY REQUIREMENT.  All insurers must be rated A- VII or higher in the current A.M. Best's Key Rating Guide and licensed to do business in the State of Washington unless coverage is issued as surplus lines by a Washington Surplus lines broker.



5.
SELF-INSURANCE.  Any self-insured retention not fronted by an insurer must be disclosed.  Any defense costs or claim payments falling within a self-insured retention shall be the responsibility of Vendor.



6.
EVIDENCE OF COVERAGE. Prior to performance of any scope of work under paragraph 5., Vendor shall provide certification of insurance acceptable to the City evidencing the minimum coverages and limits of liability and other requirements specified herein.  Such certification must include a copy of the policy provision documenting that the City of Seattle is an additional insured for commercial general liability insurance on a primary and non-contributory basis.  Certification should be issued to The City of Seattle, Risk Management Division, Seattle, WA and shall be delivered in electronic form either as an email attachment to riskmanagement@seattle.gov or faxed to (206) 470-1270.



30. Review of Vendor Records


Vendor and its Subcontractors shall maintain books, records, documents and other evidence relating to this Contract, including but not limited to protection and use of City’s Confidential Information, and accounting procedures and practices which sufficiently and properly reflect all direct and indirect costs of any nature invoiced in the performance of this Contract.  Vendor shall retain all such records for six (6) years after the expiration or termination of this Contract.  Records involving matters in litigation related to this Contract shall be kept for six (6) years from the date the litigation is settled or complete.


All such records shall be subject at reasonable times and upon prior notice to examination, inspection, copying or audit by personnel so authorized by the City’s Contract Administration and/or the Office of the Auditor and federal officials so authorized by law, rule, regulation or contract, when applicable, at no additional cost to the City.  During this Contract’s term, Vendor shall provide access to these items at a mutually agreeable time and place.  Vendor shall be responsible for any audit exceptions or disallowed costs incurred by Vendor or any of its Subcontractors. Vendor shall incorporate in its subcontracts this section’s records retention and review requirements.



It is agreed that books, records, documents and other evidence of accounting procedures and practices related to Vendor’s cost structure, including overhead, general and administrative expenses, and profit factors shall be excluded from City’s review unless the cost or any material issue under this Contract is calculated or derived from these factors.


31.  Independent Contractor 


The relationship of Vendor to The City by reason of this Contract shall be that of an independent Vendor.  This Contract does not authorize Vendor to act as the agent or legal representative of the City for any purpose whatsoever.  Vendor is not granted any express or implied right or authority to assume or create any obligation or responsibility on behalf of or in the name of The City or to bind The City in any manner or thing whatsoever.



It is the intention and understanding of the Parties that Vendor shall be an independent Vendor and that the City shall be neither liable for nor obligated to pay sick leave, vacation pay or any other benefit of employment, nor to pay any social security or other tax that may arise as an incident of employment.  The Vendor shall pay all income and other taxes as due.  Industrial or other insurance that is purchased for the benefit of the Vendor shall not be deemed to convert this Contract to any employment contract.  It is recognized that Vendor may or will be performing professional Work during the term for other parties and that The City is not the exclusive user of the Work that Vendor will provide.



32. No Conflict of Interest.


Contractor confirms that Contractor does not have a business interest or a close family relationship with any City officer or employee who was, is, or will be involved in the Contractor selection, negotiation, drafting, signing, administration, or evaluating the Contractor's performance.  



33. No Gifts or Gratuities.


Contractor shall not directly or indirectly offer anything of value (such as retainers, loans, entertainment, favors, gifts, tickets, trips, favors, bonuses, donations, special discounts, work or meals) to any City employee, volunteer or official, that is intended, or may appear to a reasonable person to be intended, to obtain or give special consideration to the Vendor.  Promotional items worth less than $25 may be distributed by the vendor to City employees if the Vendor uses the items as routine and standard promotions for business. Any violation of this provision may result in termination of this Contract.  Nothing in this Contract prohibits donations to campaigns for election to City office, so long as the donation is disclosed as required by the election campaign disclosure laws of the City and of the State.


34. Current and Former City Employees, Officers, and Volunteers.



Throughout the life of the contract, Contractor shall provide written notice to City Purchasing and the City Project Manager of any current or former City employees, officials or volunteers, that are working or assisting on solicitation of City business or on completion of the awarded contract.  The Vendor must be aware of the City Ethics Code, Seattle Municipal Code 4.16 and advise Contractor workers as applicable.



35. Contract Workers with 1,000 Hours



Throughout the life of the Contract, Contractor shall provide written notice to City Purchasing and the City Project Manager of any contract worker that shall perform more than 1,000 hours of contract work for the City within a rolling 12-month period.  Such hours include those that the contract worker performs for the Contract, and any other hours that the worker performs for the City under any other contract.  Such workers are subject to the requirements of the City Ethics Code, Seattle Municipal Code 4.16.  The Contractor shall advise their Contract workers as applicable.



36. Errors & Omissions:  Correction


Vendor shall be responsible for the professional quality, technical accuracy, and the coordination of all designs, drawings, Statement of Work, and other services furnished by or on the behalf of the Vendor under this Contract.  The Vendor, without additional compensation, shall correct or revise any errors or omissions in the designs, drawings, Statement of Work, and/or other Vendor services immediately upon notification by The City.  The obligation provided for in this section with respect to any acts or omissions during the term of this Contract shall survive any termination or expiration of this Contract and shall be in addition to all other obligations and liabilities of the Vendor.


37. Intellectual Property Rights 


Patent:  Vendor hereby assigns to The City all rights in any invention, improvement, or discovery, together with all related information, including but not limited to, designs, Statement of Work, data, patent rights and findings developed in connection with the performance of Contract or any subcontract hereunder.  Notwithstanding the above, the Vendor does not convey to The City, nor does The City obtain, any right to any document or material utilized by Vendor that was created or produced separate from this Contract or was preexisting material (not already owned by The City), provided that the Vendor has clearly identified in writing such material as preexisting prior to commencement of the Work.  To the extent that preexisting materials are incorporated into the Work, the Vendor grants The City an irrevocable, non-exclusive, fully-paid, royalty-free right and/or license to use, execute, reproduce, display, and transfer the preexisting material, but only as an inseparable part of the Work.



Copyright:  All materials and documents prepared by Vendor in connection with the Contract and Vendor shall retain the copyright (including the right of reuse) whether or not the Contract Statement of Work is completed.  Vendor grants to The City a non-exclusive, irrevocable, unlimited, fully-paid, royalty-free license to use every document and all other materials prepared by the Vendor for The City under this Contract.  If requested by The City, a copy of all drawing, prints, plans, field notes, reports, documents, files, input materials, output materials, the media upon which they are located (including cards, tapes, discs and other storage facilities), software programs or packages (including source code or codes, object codes, upgrades, revisions, modifications, and any related materials) and/or any other related documents or materials which are developed solely for, and paid for by, The City in connection with the performance of the Work, shall be promptly delivered to The City. 



The City may make and retain copies of such documents for its information and reference in connection with their use on the project.  The Vendor does not represent or warrant that such documents are suitable for reuse by The City, or others, on extensions of the project, or on any other project. Vendor represents and warrants that it has all necessary legal authority to make the assignments and grant the licenses required by this Section.


38. Confidentiality 


1.  Contractor understands that any records (including but not limited to bid or proposal submittals, the Agreement,  and any other contract materials) it submits to the City, or that are used by the City even if the Contractor possesses the records, are public records under Washington State law, RCW Chapter 42.56. Public records must be promptly disclosed upon request unless a statute exempts them from disclosure. The Contractor also understands that even if part of a record is exempt from disclosure, the rest of that record generally must be disclosed.



2.  If the City receives a public disclosure request made pursuant to RCW 42.56, the City will not assert an exemption from disclosure on behalf of the Contractor. For materials that the Vendor has properly marked, the City may notify the Contractor of the request and postpone disclosure for ten business days to allow the Contractor to file a lawsuit seeking an injunction preventing the release of documents pursuant to RCW 42.56.540.  Any notification is provided as a courtesy and is not an obligation on behalf of the City. Unless the Contractor obtains and serves an injunction upon the City before the close of business on the tenth business day after the date of the notification, the City may release the documents. It is the Contractor’s discretionary decision whether to file the lawsuit.



3.  In order to request that material not be disclosed until receipt of notification of a public disclosure request, you must identify the specific materials and citations very clearly on the City Vendor Questionnaire that you believe are exempt from disclosure.  The City will not withhold material for notification if the Contractor simply marked confidential on the document header, footer, stamped on all pages, or offered a generic statement that the entire document is protected.  Only material specifically listed and properly cited on the Vendor Questionnaire will be temporarily withheld until the City provides notification of a public disclosure request.   



4.  If the Contractor does not obtain and serve an injunction upon the City within 10 business days of the date of the City’s notification of the request, the Contractor is deemed to have authorized releasing the record.



5.  If the Contractor does not submit a request within the Vendor Questionnaire, the Contractor is deemed to have authorized releasing any and all information submitted to the City. 



6.  Notwithstanding the above, the Contractor must not take any action that would affect (a) the City’s ability to use goods and services provided under this Agreement or (b) the Contractor’s obligations under this Agreement.



7.  The Contractor will fully cooperate with the City in identifying and assembling records in case of any public disclosure request.



39. Publicity


No news release, advertisement, promotional material, tour, or demonstration related to the City’s purchase or use of the Vendor’s product or any work performed pursuant to this Contract shall be produced, distributed or take place without the prior, specific approval of the City’s Project Manager or his/her designee.


40. Interlocal Agreement Act


RCW Chapter 39.34 allows cooperative purchasing between public agencies, non profits and other political subdivisions.  Public agencies that file an Intergovernmental Cooperative Purchasing Agreement with the City of Seattle may purchase from Contracts established by the City.  The seller agrees to sell additional items at the bid prices, terms and conditions, to other eligible governmental agencies that have such agreements with the City.  The City of Seattle accepts no responsibility for the payment of the purchase price by other governmental agencies.  Should the Vendor require additional pricing for such purchases, the Vendor is to name such additional pricing upon Offer to the City.


41. Background Checks



The City may require background/criminal checks during the course of the contract for essential City purposes.  The City does not intend to request background checks/verifications unless essential in the opinion of the City.  Note that, in particular, Seattle City Light has regulatory requirements promulgated by organizations with jurisdiction over Seattle City Light, which require any contract worker that has access to certain locations/systems/data (“SCL Designated Access”) to undergo a background/criminal check before that worker can have authorized cyber or authorized unescorted physical access to those locations/systems/data. The requirements apply to all Vendor workers and mandate an appropriate Personnel Risk Assessment and security awareness training as directed by Seattle City Light.  See the City Contract (Terms and Conditions).


This section covers background/criminal checks for Vendor workers before they work on certain City tasks, systems and/or locations, to include the discovery and verification of criminal convictions and civil findings.  The City may, at its option, determine that only a criminal history check will be performed.  This section also covers the requirements if cyber security training is required.



If the City notifies the Vendor to undergo background/criminal checks or cyber security training for vendor workers, the following shall apply.



A. GENERAL REQUIREMENTS 



1. The City shall alert the Vendor that the contract task is “High Security” at the time the work request is made to the Vendor or as soon as practical thereafter.



2. Should the Vendor believe it cannot meet these obligations by the scheduled work start dates, the Vendor may seek mutual agreement to a revised start date, or if none is reached, decline the work.



3. The City may require that any Vendor worker receiving SCL Designated Access undergo a background/criminal history check and receive appropriate cyber security training.  The Seattle Police Department (SPD) shall conduct all criminal history checks for Seattle Police Department services.  



4.  The Vendor shall provide a list of names, specified identification information (social security number, birth date and address) and a release signed by the worker for the City to perform a background/criminal history check.  Vendor must provide the information to the City before any worker will receive be cleared for work.  The list must be submitted at a date mutually agreed upon.    



5. The City will conduct a background check using either the Seattle Police Department or any agency with whom the City selects.  The City will review the resultant background/criminal history check results.  The City shall notify the Vendor of acceptance or rejection of personnel in a timely manner.   The City will perform the background check at City cost.



6. For workers rejected by the City, the Vendor will submit to the City alternative names for background checks.  Vendor will submit those names promptly, as mutually agreed upon between the Vendor and the City. 



7. The Vendor has responsibility to obtain City approval for a sufficient quantity of personnel to provide adequate coverage during the contract term.   The City may allow the Vendor to submit a greater number of individuals for background checks and approval than is necessary to accomplish the contract tasks, in order to assure adequate coverage for the contract work (i.e. receive authorization for back-up crew members in the event of an absence by a scheduled crew member).



Notwithstanding the schedules and responsibilities herein, the City and the Vendor may need to consider individuals for emergency replacement in the event a worker cannot perform or is terminated.  In such event, the City may allow the Vendor to submit additional names in anticipation of such future need.  



8. The City shall not unreasonably withhold approval of such individuals, although the City is not under the obligation to accept individuals that would otherwise be rejected as not suitable.



9. The Background/Criminal check must be renewed every four years for vendor workers.  If  the worker was required by the City to undergo a background check and/or cyber security training, the Vendor must likewise notify the City when that worker approaches four years.  This notice to the City must be no less than sixty (60) days before the end of the four-year period. At that time, to comply with appropriate regulatory requirements, the City may require another background check/criminal.



10. The Vendor shall provide to the City, no less than eight (8) hours from when the status change becomes effective, notice of any Vendor worker who is: (i) reassigned or no longer requires Designated Access to perform the contract tasks, or (ii) terminated by the Vendor for any reason. In no case shall such notice be greater than eight (8) hours.



11. The Vendor shall immediately notify the City Project Manager to report if a worker has a change in criminal history or background status.  The City may initiate a new background/criminal check for this or other cause during the term of the worker’s access to the City.



12. For furniture moves, on the day(s) of service, at the job site, the Crew Chief is to submit the names of those present at the job site to the City Building Service Manager.  The City Project Manager is responsible for rejecting any individuals that have not been approved by the City.  Should such a rejection result in a failure by the Vendor to meet the Vendor obligations for a crew of sufficient size to complete the move, the Vendor assumes all resulting liabilities and damages in accordance with the contract and all terms and conditions.



B. CYBER TRAINING REQUIREMENTS



The City may require that any Vendor worker receive appropriate cyber security training.  Such workers must receive cyber security training once each year they work under the contract.



C. ROUTINE ELEMENTS OF A BACKGROUND/CRIMINAL REPORT



Routine background/criminal history check reports shall include identity verification (e.g. social security number  verification) and a search of records from any federal, state or county court in the United States, an international records search, and records of all convictions or releases from prison within the last ten (10) years.



D. NON-ROUTINE ELEMENTS OF A BACKGROUND/CRIMINAL REPORT



1. The City may search for dependency actions.



2. The City may search for information on protection proceedings related to sex offender, assault, abuse, or exploitation of a minor, developmentally disabled person, or vulnerable adult, or domestic relations proceedings.



3. The City may search for additional information detail, as determined by the City, above and beyond the scope of a routine background/criminal history check as defined in Section C, General requirements.



4. If the required access for the worker is subject to NERC, the City will require all workers to undergo annual Cyber Security Training offered by Seattle City Light.  The workers will be paid for the time they spend in such training.  If this requirement applies, the City will require the Vendor to submit a list of such workers and their status of Cyber Training annually upon contract anniversary. 


42. Security Access Requirements


VENDOR USE OF PREMISES



1. Vendor workers shall have only limited use of the premises for work, storage, access, and equipment.



2. Material/equipment staging areas will be limited to floors and areas designated within the Scope of Work.  Maintain clear access to site and building entrances.



3. Driveway use will be limited to loading and unloading only.



4. For furniture moves, the vendor shall be granted the use of up to two parking spaces in the Seattle Municipal Tower parking structure to be paid by the vendor.   Arrangements for the use of these two spaces must be made through the Building Management.  Other parking spaces in the structure are available at the regular rates.  Special parking arrangements may be made through IMPARK Inc., the garage operator at 628-9042.



5. Restrooms may have restricted access, as appropriate to the Scope of Work.



6. All workers who must provide services or delivery at a SCL facility must obtain prior permission from SCL and make arrangements for an SCL escort while on the facility site.


B.
RELATED REQUIREMENTS AND DOCUMENTS



1. All Vendor employees at the job site shall wear identification that is prominent and clearly marked, which clearly identifies the individual as an employee with the building services company.



2. When appropriate, Vendors will be issued a Departmental Identification/Access Badge, for the designated contract period, giving them access to the facility for which they require access.  These Identification/Access Badges will be returned to the Department at the completion of the contract.



C.
WORK AREA



1. Confine operations and storage to the designated work area.  Maintain the work area and building clean and in an orderly manner.



2. Safety Procedures:  Implement safety procedures as required by the Contract Documents, local codes and laws to ensure the safety of all site personnel and visitors to the site.



D.
TEMPORARY CONTROLS




Vendor shall be responsible for proper supervision of personnel to prevent damage, loss or other unauthorized damage as a result of the work performed by the Contractor.  



43. Dispute Resolution


The parties shall endeavor to resolve any dispute or misunderstanding that may arise under this Contract concerning Vendor’s performance, if mutually agreed to be appropriate, through negotiations between the Vendor’s Project Manager and the City’s Project Manager, or if mutually agreed, referred to the City’s named representative and the Vendor’s senior executive(s).  Either party may discontinue such discussions and may then pursue other means to resolve such disputes, or may by mutual agreement pursue other dispute alternatives such as alternate dispute resolution processes. Nothing in this dispute process shall in any way mitigate the rights, if any, of either party to terminate the contract for cause or convenience.


44. Termination


a. For Cause:  The City may terminate this Contract if the Vendor is in material breach of any of the terms of this Contract, and such breach has not been corrected to the City’s reasonable satisfaction in a timely manner.



b. For City’s Convenience:  The City may terminate this Contract at any time, without cause and for any reason including the City’s convenience, upon written notice to the Vendor.  



c. Nonappropriation of Funds:  The City may terminate this Contract at any time without notice due to nonappropriation of funds, whether such funds are local, state or federal grants, and no such notice shall be required notwithstanding any notice requirements that may be agreed upon for other causes of termination.



d. Acts of Insolvency:  The City may terminate this Contract by written notice to Vendor if the Vendor becomes insolvent, makes a general assignment for the benefit of creditors, suffers or permits the appointment of a receiver for its business or assets, becomes subject to any proceeding under any bankruptcy or insolvency law whether domestic or foreign, or is wound up or liquidated, voluntarily or otherwise. 



e. Termination for Gratuities and/or Conflict of Interest:  The City may terminate this Contract by written notice to Vendor if The City finds that a conflict of interest exists in violation of the city Ethics Code, or that any gratuity in the form of entertainment, a gift, or otherwise, was offered to or given by the Vendor or any agent therefore to any City official, officer or employee.



f. Notice:  The City is not required to provide advance notice of termination.  Notwithstanding, the RFP Coordinator may issue a termination notice with an effective date later than the termination notice itself.  In such case, the Vendor shall continue to provide products and services as required by the RFP Coordinator until the effective date provided in the termination notice. 



g. Actions Upon Termination:  In the event of termination not the fault of the Vendor, the following shall apply:


1. Vendor shall be paid for all products and services that have been ordered and accepted prior to the effective termination date or ordered before the effective termination date and ultimately accepted by the RFP Coordinator, together with any reimbursable expenses then due.


2. For System development projects, Vendor shall be paid for progress performed that has been accepted by the City on or prior to the effective termination date, but in no event shall such compensation exceed the maximum compensation to be paid under the Contract.  


3. Vendor agrees that such payment shall fully and adequately compensate Vendor and all subs for all profits, costs, expenses, losses, liabilities, damages, taxes, and charges of any kind whatsoever (whether foreseen or unforeseen) attributable to the termination of this Contract. 


4. Upon termination for any reason, Vendor shall provide The City with the most current design documents, contract documents, writings and other product it has completed to the date of termination, along with copies of all project-related correspondence and similar items.  The City shall have the same rights to use these materials as if termination had not occurred. 


5. In the event this Contract expires or is terminated for any reason, the City shall retain its rights in all Products, services and system progress that is in transit or delivered prior to the effective termination date.


45. Force Majeure– Suspension and Termination



This section applies in the event that either party is unable to perform the obligations of this contract because of a Force Majeure event as defined herein, to the extent that the Contract obligations must be suspended in full.  A Force Majeure event is an event that prohibits performance and is beyond the control of the party.  Such events may include natural or man-made disasters, or an action or decree of a superior governmental body, which prevents performance.



Force Majeure under this Section shall only apply in the event that performance is rendered not possible by either party or its agents.  Should it be possible to provide partial performance that is acceptable to the City under Section #2 (Emergencies or Disasters), Section #2 below shall instead be in force.



Should either party suffer from a Force Majeure event and is unable to provide performance, such party shall give notice to the remaining party as soon as practical and shall do everything possible to resume performance. 



Upon receipt of such notice, the party shall be excused from such performance as is affected by the Force Majeure Event for the period of such Event.  If such Event affects the delivery date or warranty provisions of this Agreement, such date or warranty period shall automatically be extended for a period equal to the duration of such Event.



46. Major Emergencies or Disasters:   


The City may undergo an emergency or disaster that may require the Vendor to either increase or decrease quantities from normal deliveries, or that may disrupt the Vendor’s ability to provide normal performance.  Such events may include, but are not limited to, a storm, high wind, earthquake, flood, hazardous material release, transportation mishap, loss of any utility service, fire, terrorist activity or any combination of the above.  In such events, the following shall apply.



a. The City shall notify the Vendor that the City is experiencing an emergency or disaster, and will request emergency and priority services from the Vendor.



b. Upon such notice by the City, the Vendor shall provide to the City goods and/or services in the quantities and schedule specified by the City, following the conditions named in this Section.



c. The City of Seattle shall be the customer of first priority for the Vendor.  The Vendor shall provide its best and priority efforts to provide the requested goods and/or services to the City of The City in as complete and timely manner as possible.  Such efforts by the Vendor are not to be diminished as a result of Vendor providing service to other customers.  



d. If the Vendor is unable to respond in the time and/or quantities requested by the City, the Vendor shall make delivery as soon as practical.  The Vendor shall immediately assist the City to the extent reasonable, to gain access to such goods and/or services. This may include:



· Coordinating with other distributors or subsidiaries beyond those in the local region to fulfill order requests; 



· Offering the City substitutions provided the Vendor obtains prior approval from the City for such substitution.



e. The Vendor shall charge the City the price determined in this Contract for the goods and services provided, and if no price has been determined, it shall charge the City a price that is normally charged for such goods and/or services (such as listed prices for items in stock).  However, in the event that the City’s request results in the Vendor incurring unavoidable additional costs and causes the Vendor to increase prices in order to obtain a fair rate of return, the Vendor shall charge the City a price not to exceed the cost/profit formula found in this Contract. 



47. Debarment



In accordance with SMC Ch. 20.70, the Director of Finance and Administrative Services or designee may debar a Vendor from entering into a Contract with the City or from acting as a sub on any Contract with the City for up to five years after determining that any of the following reasons exist: 


a. Vendor has received overall performance evaluations of deficient, inadequate, or substandard performance on three or more City Contracts.



b. Vendor failed to comply with City ordinances or Contract terms, including but not limited to, ordinance or Contract terms relating to small business utilization, discrimination, prevailing wage requirements, equal benefits, or apprentice utilization.  



c. Vendor abandoned, surrendered, or failed to complete or to perform work on or in connection with a City Contract.  



d. Vendor failed to comply with Contract provisions, including but not limited to quality of workmanship, timeliness of performance, and safety standards. 



e. Vendor submitted false or intentionally misleading documents, reports, invoices, or other statements to the City in connection with a Contract. 



f. Vendor colluded with another Vendor to restrain competition. 



g. Vendor committed fraud or a criminal offense in connection with obtaining, attempting to obtain, or performing a Contract for the City or any other government entity.



h. Vendor failed to cooperate in a City debarment investigation. 



i. Vendor failed to comply with SMC 14.04, SMC Ch. 14.10, SMC Ch. 20.42, or SMC Ch. 20.45, or other local, State, or federal non-discrimination laws. 



The Director may issue an Order of Debarment following the procedures specified in SMC 20.70.050.   The rights and remedies of the City under these provisions are in addition to any other rights and remedies provided by law or under the Contract. 


48. Recycle Products Requirements



As required by Seattle Municipal Code 20.60, whenever practicable, Vendor shall use reusable products, recyclable products and recycled-content products including recycled content paper on all documents submitted to the City.  


Vendors are to duplex all materials that are prepared for the City under this Contract, whether such materials are printed or copied, except when impracticable to do so due to the nature of the product being produced.  Vendors are to use 100% post consumer recycled content, chlorine-free paper in such products that are produced for the City, whenever practicable, and to use other paper-saving and recycling measures in business they conduct with and for the City.  This directive is executed under the Mayor's Executive Order, issued February 13, 2005.


49. Section Headings, Incorporated Documents and Order of Precedence



a. The headings used herein are inserted for convenience only and do not define or limit the contents.


b. No verbal agreement or conversation between any officer, agent, associate or employee of The City and any officer, agency, employee or associate of the Vendor prior to the execution of this Contract shall affect or modify any of the terms or obligations contained in this Contract.


c. The following documents are incorporated.  Where there is conflict or gap between or among these documents, the controlling document will be resolved in the following order of precedence (first listed being the precedent):


a. Applicable federal, state and local  statutes, laws and regulations;



b. This Contract


c. All Attachments to this Contract, including Pricing, Management, and Technical Specification Agreements


d. Licensing and Maintenance Agreements



e. RFP issued by the City



f. Vendor Proposal Response



g. City Purchase Order documents issued, if any; and



h. Vendor or manufacturer publications or written materials Vendor made available to City and used to effect the sale.



50. Entire Agreement



This Contract sets forth the entire agreement between the parties with respect to the subject matter hereof.  No changes to provisions, price, quality, or Statement of Work of this Contract will be effective without the written consent of both parties.



51. Authority for Modifications and Amendments



The Parties hereto reserve the right to make amendments or modifications to this Contract by written agreement, signed by an authorized representative of each party. No modification, amendment, alteration, or waiver of any section or condition of this Contract shall be effective or binding unless it is in writing and signed by the City RFP Coordinator and Vendor Contracting Officer.  Only the City RFP Coordinator shall have the express, implied, or apparent authority to alter, amend, modify, add, or waive any section or condition of this Contract on behalf of the City.



52. Severability



If any term or provision of this Contract is determined by a court of competent jurisdiction to be invalid or unenforceable, the remainder of this Contract shall not be affected thereby, and each term and provision of this Contract shall be valid and enforceable to the fullest extent permitted by law.



53. Miscellaneous Provisions 


a. Binding Contract:  This Contract shall not be binding until signed by both parties.  The provisions, covenants and conditions in this Contract shall bind the parties, their legal heirs, representatives, successors, and assigns.



b. Applicable Law/Venue:  This Contract shall be construed and interpreted in accordance with the laws of the State of Washington.  The venue of any action brought hereunder shall be in the Superior Court for King County.



c. Remedies Cumulative:  Rights under this Contract are cumulative and nonexclusive of any other remedy at law or in equity.  



d. Waiver:  No term or condition or breach thereof shall be deemed waived, except by written consent of the party against whom the waiver is claimed.  Any waiver of the breach of any term or condition shall not be deemed to be a waiver of any preceding or succeeding breach of the same or any other covenant, term or condition.  Neither acceptance by The City of Vendor performance nor payment to Vendor for any portion of Work shall constitute a waiver by The City of the breach or default of any term or condition unless expressly agreed to by The City in writing.


e. Negotiated Contract:  The parties acknowledge that this is a negotiated Contract, that they have had the opportunity to have this Contract reviewed by their respective legal counsel, and that the terms and conditions of this Contract are not to be construed against any party on the basis of such party's draftsmanship thereof.



f. Attorneys’ Fees:  Subject to the indemnification provisions set forth in this Contract, if any action or suit is brought with respect to a matter or matters covered by this Contract, each party shall be responsible for all its own costs and expenses incident to such proceedings, including reasonable attorneys’ fees.



g. Authority:  Each party represents that it has full power and authority to enter into and perform this Contract, and the person signing this Contract on behalf of each party has been properly authorized and empowered to enter into this Contract.  Each party further acknowledges that it has read this Contract, understands it, and shall be bound by it.



IN WITNESS WHEREOF, in consideration of the terms, conditions, and covenants contained herein, or attached and incorporated and made a part hereof, the parties have executed this Contract by having their authorized representatives affix their signatures below.



			 (Vendor)



By


			


			City of Seattle


By





			


			Signature

Date






			


			


			Signature
Date









			


			(Printed Name)






			


			


			NANCY LOCKE, City Purchasing Director








			


			Title
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Software&Services


						City of Seattle RFP# POL 3156
Seattle Parking Enforcement Handheld Citation Issuance System
Financial Response


			Instructions:


						1. It is MANDATORY that you provide a Unit Price.  If there is an error between Unit Price (price per each) and extended price, the City will correct the extended price.

2. The above prices include and cover all duties, handling and transportation charges, and all charges incidental to the requested work excluding Sales Tax or Use Tax.  Offer shall agree to all the original City contract terms and conditions without exception.

3. Specify if travel time will be an additional charge, or if billing hours will begin when workers arrive at the work site:________________

4. Do not mark, write-in or add any exceptions to the specifications, schedule, terms or conditions.  Do not attach alternative boilerplate.  Any such exceptions can invalidate your Offer and the Buyer can reject your Bid. 

5. If you make an error in typing your prices or any corrections to your Offer Submittal, you may mark it in ink and initial the correction.  If it is not marked in ink and or it is not initialled, the Buyer may reject your bid.  Do not use whiteout. 

 6. Price Changes in future contract years shall be in accordance with the specifications.  Whole sale and mark-up discount rates will not change through the life of the contract.  Other price changes are restricted to the specifications stated in the solicitation and the contract.

7. Prompt Payment Discount:  _________%____ days.  Note:  Prompt payment discount periods equal to (or greater than) 10 calendar days will receive consideration and bid pricing will be reduced for evaluation by the amount of that discount.

Provide pricing details below to meet full compliance of scope and requirements as defined in RFP.
Itemize the unit and extended price for each product and service proposed as part of the replacement system. 
Services shall be priced on a task cost basis including travel & living expenses. 
List any pricing assumptions and/or notes below the spreadsheet


									Direct Purchase Option												Alternate Lease Option


			Project Component						Unit Price			# Units (Hours, users, years)			Extended
Price						Unit Price			# Units (Hours, users, years)			Year 1 Cost			Year 2 Cost			Year 3 Cost			Optional Year 4 Cost			Optional Year 5 Cost			5-Year Program Cost


			Software Applications & Web Services


						Parking Citation Issuance


						Courtesy Notice Issuance


						Citation Number Issuance & Audit


						Vendor-hosted data storage, reports & analysis


						SPD-hosted data storage, reports & analysis (alternate)


						Options:


						Officer Daily Activity Report (optional)


						(list others)


			Interface Development-Vendor


						Citation transfer to MCIS


						Interface to Stolen Vehicle List


						Interface to Scofflaw List


						Interface to RPZ Permit List


						Interface to Pay-by-Phone Enfiorcement Data


						Interface to Pay by Plate Enforcement Data


						Optional interfaces


						(list others)


			Maintenance & Warranty


						3-year software technical support and warranty


						Year 4 software technical support and warranty


						Year 5 software technical support and warranty


			Implementation Services


						Project Management


						System Set-up


						Training


						Post Implementation Support


						(list others)


						Optional Services


						Additional Training Days


						(list others)


			Annual Support Costs


						Parking Citation Issuance


						Courtesy Notice Issuance


						Citation Number Issuance & Audit


						Vendor-hosted data storage, reports & analysis


						Data Transfer Interfaces


						(list others)


						Options (list)


									TOTALS						$						TOTALS						$			$			$			$			$			$


						Pricing Assumptions and notes:


						Vendor Name:___________________________________________________________


						Authorized Signature:________________________________________________


						Printed Name:___________________________________________________


						Date:____________________








Rugged Handheld


						City of Seattle RFP# POL 3156 
Seattle Parking Enforcement Handheld Citation Issuance System
Financial Response


			Instructions:


						1. It is MANDATORY that you provide a Unit Price.  If there is an error between Unit Price (price per each) and extended price, the City will correct the extended price.

2. The above prices include and cover all duties, handling and transportation charges, and all charges incidental to the requested work excluding Sales Tax or Use Tax.  Offer shall agree to all the original City contract terms and conditions without exception.

3. Specify if travel time will be an additional charge, or if billing hours will begin when workers arrive at the work site:________________

4. Do not mark, write-in or add any exceptions to the specifications, schedule, terms or conditions.  Do not attach alternative boilerplate.  Any such exceptions can invalidate your Offer and the Buyer can reject your Bid. 

5. If you make an error in typing your prices or any corrections to your Offer Submittal, you may mark it in ink and initial the correction.  If it is not marked in ink and or it is not initialled, the Buyer may reject your bid.  Do not use whiteout. 

 6. Price Changes in future contract years shall be in accordance with the specifications.  Whole sale and mark-up discount rates will not change through the life of the contract.  Other price changes are restricted to the specifications stated in the solicitation and the contract.

7. Prompt Payment Discount:  _________%____ days.  Note:  Prompt payment discount periods equal to (or greater than) 10 calendar days will receive consideration and bid pricing will be reduced for evaluation by the amount of that discount.

Provide pricing details below to meet full compliance of scope and requirements as defined in RFP.
Itemize the unit and extended price for each product and service proposed as part of the replacement system. 
Services shall be priced on a task cost basis including travel & living expenses. 
List any pricing assumptions and/or notes below the spreadsheet


						The City of Seattle has entered into Interlocal Purchase Agreements with other governmental agencies pursuant to RCW 39.34.  The seller agrees to sell additional items at the bid price, terms and conditions to other governmental agencies.  The City of Seattle accepts no responsibility for the payment of the purchase price by other governmental agencies.


						YES  ______     NO  _______


						If yes, prices are good until (  ) further notice or (  ) _________ (date).


									Direct Purchase Option												Alternate Lease Option


			Project Component						Unit Price			# Units (Hours, users, years)			Extended
Price						Unit Price			# Units (Hours, users, years)			Year 1 Cost			Year 2 Cost			Year 3 Cost			Optional Year 4 Cost			Optional Year 5 Cost			5-Year Program Cost


			Hardware- Handheld Devices & Accessories


						Ruggedized Handheld Device						140												140


						Spare Battery


						Options-


						Other Recommended Accessories (list)


						Tablet Device (optional)


			Hardware- Printers & Accessories


						Two-inch wide Printer						140												140


						Spare 2-inch Printer Battery


						"Specify"-inch wide Alternate Printer


						Spare "x"-inch Alternate Printer Battery


						Options-


						Other Recommended Accessories (list)


						2-inch Citation paper- thermal


						"x"-inch Citation paper- thermal


			Maintenance & Warranty


						3-year handheld device warranty


						Year 4 handheld device warranty


						Year 5 handheld device warranty


						3-year printer warranty


						Year 4 printer warranty


						Year 5 printer warranty


									TOTALS						$						TOTALS						$			$			$			$			$			$


						Pricing Assumptions and notes:


						Vendor Name:___________________________________________________________


						Authorized Signature:________________________________________________


						Printed Name:___________________________________________________


						Date:____________________
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SmartPhone


						City of Seattle RFP# POL 3156 
Seattle Parking Enforcement Handheld Citation Issuance System
Financial Response


			Instructions:


						1. It is MANDATORY that you provide a Unit Price.  If there is an error between Unit Price (price per each) and extended price, the City will correct the extended price.

2. The above prices include and cover all duties, handling and transportation charges, and all charges incidental to the requested work excluding Sales Tax or Use Tax.  Offer shall agree to all the original City contract terms and conditions without exception.

3. Specify if travel time will be an additional charge, or if billing hours will begin when workers arrive at the work site:________________

4. Do not mark, write-in or add any exceptions to the specifications, schedule, terms or conditions.  Do not attach alternative boilerplate.  Any such exceptions can invalidate your Offer and the Buyer can reject your Bid. 

5. If you make an error in typing your prices or any corrections to your Offer Submittal, you may mark it in ink and initial the correction.  If it is not marked in ink and or it is not initialled, the Buyer may reject your bid.  Do not use whiteout. 

 6. Price Changes in future contract years shall be in accordance with the specifications.  Whole sale and mark-up discount rates will not change through the life of the contract.  Other price changes are restricted to the specifications stated in the solicitation and the contract.

7. Prompt Payment Discount:  _________%____ days.  Note:  Prompt payment discount periods equal to (or greater than) 10 calendar days will receive consideration and bid pricing will be reduced for evaluation by the amount of that discount.

Provide pricing details below to meet full compliance of scope and requirements as defined in RFP.
Itemize the unit and extended price for each product and service proposed as part of the replacement system. 
Services shall be priced on a task cost basis including travel & living expenses. 
List any pricing assumptions and/or notes below the spreadsheet


						The City of Seattle has entered into Interlocal Purchase Agreements with other governmental agencies pursuant to RCW 39.34.  The seller agrees to sell additional items at the bid price, terms and conditions to other governmental agencies.  The City of Seattle accepts no responsibility for the payment of the purchase price by other governmental agencies.


						YES  ______     NO  _______


						If yes, prices are good until (  ) further notice or (  ) _________ (date).


									Direct Purchase Option												Alternate Lease Option


			Project Component						Unit Price			# Units (Hours, users, years)			Extended
Price						Unit Price			# Units (Hours, users, years)			Year 1 Cost			Year 2 Cost			Year 3 Cost			Optional Year 4 Cost			Optional Year 5 Cost			5-Year Program Cost


			Hardware- Handheld Devices & Accessories


						Smart Phone Handheld Device						140												140


						Spare Battery


						Options-


						Other Recommended Accessories (list)


						Tablet Device (optional)


			Hardware- Printers & Accessories


						Two-inch wide Printer						140												140


						Spare 2-inch Printer Battery


						"Specify"-inch wide Alternate Printer


						Spare "x"-inch Alternate Printer Battery


						Options-


						Other Recommended Accessories (list)


						2-inch Citation paper- thermal


						"x"-inch Citation paper- thermal


			Maintenance & Warranty


						3-year handheld device warranty


						Year 4 handheld device warranty


						Year 5 handheld device warranty


						3-year printer warranty


						Year 4 printer warranty


						Year 5 printer warranty


									TOTALS						$						TOTALS						$			$			$			$			$			$


						Pricing Assumptions and notes:


						Vendor Name:___________________________________________________________


						Authorized Signature:________________________________________________


						Printed Name:___________________________________________________


						Date:____________________
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2013 INSURANCE REQUIREMENTS AND TRANSMITTAL SHEET 


PURCHASING SERVICES
REF: RFP #POL-3156


City of Seattle


Attachment No. 1


VENDOR: SEND THIS FORM TO YOUR INSURANCE PROFESSIONAL


INSURANCE AGENT/BROKER: 


( PLEASE COMPLETE THESE FIELDS SO THAT WE MAY CONTACT YOU IF NECESSARY.                 *REQUIRED FIELDS



*NAME:      


TITLE:      



*NAME OF COMPANY         



*EMAIL:      

*TELEPHONE:      

FAX:        


( SEND ORIGINAL CERTIFICATION WITH COPY OF CGL ADDITIONAL INSURED ENDORSEMENT OR BLANKET ADDITIONAL   INSURED POLICY WORDING TO:
THE CITY OF SEATTLE PURCHASING SERVICES DIVISION


                                      

ATTN: Michael Mears

 






PO Box 94687


                                       

SEATTLE, WA 98124-4678


( SEND COPY OF CERTIFICATION (INCLUDING COPY OF ADDITIONAL INSURED PROVISION) BY FAX TO (206) 470-1279 OR AS AN EMAIL ATTACHMENT IN ADOBE PDF FORMAT TO RISKMANAGEMENT@SEATTLE.GOV .



1. In the “Certificate Holder” field of the certificate of insurance, write “Attention:  City of Seattle.” 


2. Upon award of the contract, Vendor shall, at its sole expense and for the entire term of the contract, provide insurance to the City of Seattle (“City”) as checked below in 15 days or the city may withdraw its intent to award:


· ( COMMERCIAL GENERAL LIABILITY (CGL), MARINE GENERAL LIABILITY (MGL) OR EQUIVALENT INCLUDING: 



( PREMISES 



( PRODUCTS-COMPLETED OPERATIONS 




( CONTRACTUAL LIABILITY  




( STOP GAP/EMPLOYER’S LIABILITY (UNLESS NO OBLIGATION TO INSURE WA STATE WC)


   XCU AND SUBSIDENCE PERILS NOT EXCLUDED


  PRODUCTS/COMPLETED OPNS. ADD’L INSURED FOR THREE (3) YEARS FOLLOWING END OF CONTRACT


· MINIMUM LIMITS OF LIABILITY SHALL BE:   



			    $1,000,000


			EACH OCCURRENCE COMBINED SINGLE LIMIT BODILY INJURY AND PROPERTY DAMAGE (CSL)





			    $2,000,000   


			PRODUCTS/COMPLETED OPERATIONS AGGREGATE





			    $2,000,000   


			GENERAL AGGREGATE





			    $1,000,000   


			EACH ACCIDENT/ DISEASE—POLICY LIMIT/ DISEASE—EACH EMPLOYEE STOP GAP/EMPLOYER’S LIABILITY 








· ( AUTOMOBILE LIABILITY INSURANCE FOR OWNED, NON-OWNED AND HIRED VEHICLES AS APPROPRIATE   
       WITH MINIMUM LIMITS OF LIABILITY SHALL BE $1,000,000 CSL.


· NOTE: GARAGE LIABILITY WITH APPROPRIATE COVERAGES AND LIMITS OF LIABILITY MAY SUBSTITUTE FOR CGL AND AUTOMOBILE INSURANCE:


·    Garage Keeper’s Legal Liability (GKLL) insurance to cover vehicles in vendor’s bailment.  Minimum limit of liability of   

  $        each vehicle and $       each occurrence.   



·         “On-Hook” GKLL coverage required with minimum limit of liability of $      each vehicle.



 IN-TRANSIT POLLUTION LIABILITY CA 99 48/MCS-90 (N/A IF COVERED UNDER AN IN-TRANSIT EXTENSION OF     A CONTRACTOR’S POLLUTION LIABILITY INSURANCE POLICY)



· (  WORKER'S COMPENSATION INSURANCE FOR WASHINGTON STATE AS REQUIRED BY TITLE 51 RCW.



  UMBRELLA/EXCESS/BUMBERSHOOT LIABILITY INSURANCE OVER CGL/MGL/AUTOMOBILE LIABILITY  


MINIMUM LIMIT OF LIABILITY SHALL BE  $1,000,000 CSL  $      CSL ($      MINIMUM TOTAL LIMITS REQUIREMENT)



   CONTRACTOR’S POLLUTION LIABILITY INSURANCE. MINIMUM LIMITS OF LIABILITY SHALL BE  $1,000,000  $      EACH CLAIM WITH A MINIMUM AGGREGATE LIMIT OF 200% OF THE EACH CLAIM LIMIT.  THERE SHALL BE NO REQUIREMENT FOR A DEDICATED PROJECT AGGREGATE LIMIT PROVIDED THAT THE CONTRACTOR SHALL (1) SUBMIT TO THE CITY WITH ITS INSURANCE CERTIFICATION A WRITTEN STATEMENT FROM ITS AUTHORIZED INSURANCE REPRESENTATIVE THAT THE FULL MINIMUM AGGREGATE LIMIT IS AVAILABLE AND HAS NOT BEEN IMPAIRED BY ANY CLAIMS RESERVED ON ANOTHER PROJECT, AND (2) THEREAFTER, UNTIL THE COMPLETION OF THE WORK, THE CONTRACTOR SHALL PROVIDE NOTICE IN WRITING TO THE CITY WITHIN TEN (10) DAYS OF CONTRACTOR’S CONSTRUCTIVE KNOWLEDGE OF ANY PENDING OR ACTUAL IMPAIRMENT OF THE AGGREGATE LIMIT.


   AVIATION LIABILITY INSURANCE WITH MINIMUM LIMITS OF $1,000,000 CSL OR  $      CSL


   PROFESSIONAL LIABILITY INSURANCE WITH MINIMUM LIMIT OF LIABILITY $      EACH CLAIM



 
   WATERCRAFT/P&I LIABILITY INSURANCE WITH MINIMUM LIMITS OF LIABILITY $     


   SHIP REPAIRER’S OR MARINA OPERATOR’S LEGAL LIABILITY INSURANCE COVERING THE VENDOR’S LIABILITY FOR LOSS OR DAMAGE, INCLUDING LOSS OF USE, TO OWNERS OF WATERCRAFT WHILE IN THE VENDOR’S CARE, CUSTODY AND CONTROL FOR THE PURPOSE OF BEING REPAIRED OR SERVICED.  



MINIMUM LIMITS OF LIABILITY SHALL BE $      EACH VESSEL



   JONES ACT LIABILITY WITH MINIMUM LIMITS   $1,000,000 OR $     .


   U.S.L. & H. LIABILITY INSURANCE WITH MINIMUM LIMITS OF LIABILITY $     


   MISCELLANEOUS:        WITH MINIMUM LIMIT $       


 FORMCHECKBOX 
   TECHNICAL ERRORS & OMISSION (E&O):  WITH MINIMUM LIMIT $


TERMS AND CONDITIONS:


1. City of Seattle as Additional Insured: The CGL/MGL insurance shall include “the City of Seattle” as an additional insured for primary and non-contributory limits of liability.



2. No Limitation of Liability: Insurance coverage and limits of liability as specified herein are minimum coverage and limit of liability requirements only.  They shall not be construed to limit the liability of Vendor or any insurer for any claim that is required to be covered hereunder to less than the applicable limits of liability stated in the declarations.  Moreover, the City shall be an additional insured, where additional insured status is required, for the full available limits of liability maintained by vendor, whether those limits are primary, excess, contingent or otherwise.  Vendor expressly understands and agrees that this provision shall override any limitation of liability or similar provision in any agreement or statement of work between the City and Vendor.



3. Claims Made Form:  If any policy is written on a claims made form, the retroactive date shall be prior to or coincident with the effective date of this contract.  Claims made coverage shall be maintained by the Vendor for a minimum of three (3) years following the expiration or earlier termination of this contract, and the Vendor shall provide the City with evidence of insurance for each annual renewal.  If renewal of the claims made form of coverage becomes unavailable or economically prohibitive, the Vendor shall purchase an extended reporting period (“tail”) or execute another form of guarantee acceptable to the City to assure financial responsibility for liability assumed under the contract.



4. Deductibles and Self-Insured Retentions:  Any self-insurance retention or deductible in excess of $ 25,000 that is not “fronted” by an insurer and for which claims the vendor or its third-party administrator is directly responsible for defending and indemnifying must be disclosed on the certificate of liability insurance.  Vendor agrees to defend and indemnify the City under its self-insured or deductible layer and upon City’s request advise the full delivery address of the individual or department to whom a tender of a claim should be directed.   



5. Notice of Cancellation:   Under RCW 48.18.290 (1) (a) and (b) (“Cancellation by insurer”) applicable to insurers licensed to do business in the State of Washington, the City, as a certificate holder for the insurance requirements specified herein and an additional insured, has an interest in any loss which may occur; written notice of cancellation must therefore be actually delivered or mailed to the City not less than 45 days prior to cancellation (10 days as respects non-payment of premium).  As respects surplus lines placements, written notice of cancellation shall be delivered not less than 30 days prior to cancellation (10 days as respects non-payment of premium).



6. Qualification of Insurers:  Insurers shall maintain A.M. Best’s ratings of A- VII unless procured as a surplus lines placement under RCW chapter 48.15, or as may otherwise be approved by the City.



7. Changes in Insurance Requirements: The City shall have the right to periodically review the adequacy of coverages and/or limits of liability in view of inflation and/or a change in loss exposures and shall have the right to require an increase in such coverages and/or limits upon ninety (90) days prior written notice to the Vendor.  Should Vendor, despite its best efforts, be unable to maintain any required insurance coverage or limit of liability due to deteriorating insurance market conditions, it may upon thirty (30) days prior written notice request a waiver of any insurance requirement, which request shall not be unreasonably denied.



8. Evidence of Insurance:  



a. A certificate of liability insurance evidencing coverages, limits of liability and other terms and conditions as specified herein;



b. An attached designated additional insured endorsement or blanket additional insured wording to the CGL/MGL and (if required) Contractor’s Pollution Liability insurance policy.



At any time upon the City’s request, Vendor shall also cause to be timely furnished a copy of declarations pages and schedules of forms and endorsements.  In the event that the City tenders a claim or lawsuit for defense and indemnity invoking additional insured status, and the insurer either denies the tender or issues a reservation of rights letter, Vendor shall in addition cause a complete and certified copy of the requested policy to be timely furnished.


Send evidence of insurance to the City at the addresses at the top of this form. If any questions or issues, contact the City of Seattle Risk Management Division at direct telephone extension (206) 386-0071 or by email at riskmanagement@seattle.gov .


NOTE: CERTIFICATES WITHOUT ATTACHED ADDITIONAL INSURED ENDORSEMENT OR BLANKET ADDITIONAL INSURED WORDING WILL NOT BE APPROVED![image: image1][image: image2][image: image3][image: image4][image: image5][image: image6]
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Vendor’s Name: ______________________________________________________________






City of Seattle Vendor Questionnaire



INSTRUCTIONS:  This is a mandatory form.  Submit this form with your bid or proposal. Provide information to the extent information available.  If response is incomplete or requires further description, the Buyer may request additional information within a specified deadline, or may determine the missing information is immaterial to award.   


			Vendor Information





			Vendor’s Legal Name 


			     





			“Doing Business Name” (dba) if applicable


			     





			Mailing Address 


			     





			Contact Person and Title 


			     





			Contact Person’s Phone Number


			     





			Contact Person’s Fax Number


			     





			Contact Person’s E-Mail Address


			     





			Dun & Bradstreet number (if available)


			     





			Identify the City and State of your company headquarters


			     








			Vendor Registration with City of Seattle





			Did your firm register on to the City’s Registration System at http://www2.ci.seattle.wa.us/vendorregistration/default.asp ?  


For assistance, call 206-684-0444.


			Yes  FORMCHECKBOX 
              No FORMCHECKBOX 
     








			Most companies must hold a Seattle Business License (if you have a facility/office in Seattle, conduct sales visits to Seattle, deliver products in your own trucks, or perform on-site consulting, repairs, installation, etc).  If you fall within that category, will you immediately seek a Business License upon award? 


			Yes  FORMCHECKBOX 
              No FORMCHECKBOX 
     












			Ownership


			.





			Is your firm a subsidiary, parent, holding company, or affiliate of another firm?


			     





			What year was your firm, under the present ownership configuration, founded?


			     





			How many years has your firm been in continuous operation without interruption?


			     





			What year did your firm begin providing, on a continuous basis, the types of services or products that are required from this solicitation?


			     








			Financial Resources and Responsibility


			Specify yes or no.  


If yes, explain.





			Within the previous five years has your firm been the debtor of a bankruptcy?


			     





			Is your firm in the process of or in negotiations toward being sold?


			     





			Within the previous five years has your firm been debarred from contracting with any local, state, or federal governmental agency?


			     





			Within the previous five years has your firm been determined to be a non-responsible bidder or proposer for any government contract?


			     





			Within the previous five years has a governmental or private entity terminated your firm’s contract prior to contract completion?


			     





			Within the previous five years has your firm used any subcontractor to perform work on a government contract when that subcontractor had been debarred by a governmental agency?


			     








			Affirmative Contracting – SMC 20.42


			Specify yes or no.  





			Within the previous five years has your firm been found to have violated any local, state, or federal anti-discrimination laws or regulations?


			      If yes, explain.





			Does Vendor anticipate hiring a subcontractor or new employees to perform the work required under this contract? If yes, attach the mandatory Inclusion Plan:


			Yes       No
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			Disputes


			Specify yes or no.  


If yes, explain.





			Within the previous five years has your firm been the defendant in court on a matter related to any of  the following issues:



· Payment to subcontractors?



· Work performance on a contract?


			     





			Does your firm have outstanding judgments pending against it?


			     





			Within the previous five years, was your firm assessed liquidated damages on a contract?


			     





			Has your firm received notice of and/or in litigation about patent infringement for the product and/or service that your firm is offering to the City?


			     








			Compliance


			Specify yes or no. 


 If yes, explain.





			Within the previous five years, has your firm or any of its owners, partners, or officers, been assessed penalties or found to have violated any laws, rules, or regulations enforced or administered by a government entity?  This does not include owners of stock in your firm if your firm is a publicly traded corporation.  


			     





			If a license is required to perform the services sought by this solicitation, within the previous five years has your firm had a license suspended by a licensing agency or been found to have violated licensing laws?


			     





			If Hazardous Materials are an element of the contract, has the Vendor had any violations of improper disposal of such materials or any violation of associated laws, rules or regulations in the previous five years? 


			     








			Involvement by Current and Former City Employees


			Specify yes or no. 








			Are any of your company officers or employees a current or former City of Seattle employee or volunteer?  If yes, identify the employee name.  Advise the employee of their duty to comply with City of Seattle’s Code of Ethics, Seattle Municipal Code Chapter 4.16. 


			     








			Will any of your vendor employees work more than 1,000 hours (per rolling 12 months) within a City contract, combining the hours for work under this contract and any other?  If so, specify the worker name.  Advise the worker of their duty to comply with the City of Seattle’s Code of Ethics, Seattle Municipal Code Chapter 4.16


			     





			Does Vendor (including officer, director, employee, trustee, or partner) have a business interest or a close family or domestic relationship with any City official, officer or employee who was, is, or will be involved in selection, negotiation, drafting, signing, administration or evaluation of the Vendor performance?  


			








			Emergency Contact Information



Certain contract products or services may be valuable during a 24-hour emergency. If you have alternative contact information for emergency response during non-business hours, please provide below.  





			Contact Name


			     





			Emergency Phone Number


			     





			Back-up Emergency Phone Number


			     





			If your company has locations outside Seattle that can be called upon in an emergency for these products or services, please list:


			








			Business History


			Specify yes or no. 



 





			In the last five years, has your firm held other contracts with public agencies to provide similar products or services in a size and scope similar to that required by the City of Seattle?


			     





			Provide and/or attach a sampling of contracts you have held in the past five years, sufficient for the City to understand the depth and breadth of your experience, with a particular emphasis on contracts with public agencies.   The City may use this to assess your capability and experience at this particular type of product provision or service work.  Specify the name/contact that can serve as a reference for each.


· If you have many such contracts, you can provide a brief summary. 


· If you are a subsidiary of a national firm, summarize the contracts that represent your local office.   



 


			








			By submittal of this form, the Vendor hereby certifies:





			Vendor is not debarred, suspended, proposed for debarment, or declared ineligible for award of contracts by any Federal agency.





			During the most recent three years, Vendor has not  been convicted of or had a civil judgment rendering against the firm for: commission of fraud or a criminal offense in connection with obtaining, attempting to obtain, or performing a Federal, state or local government, or subcontract; violation of Federal or state antitrust statutes relating to the submission of offers; or commission of embezzlement, theft, forgery, bribery, falsification or destruction of records, making false statements, tax evasion, or receiving stolen property, and my firm is not presently indicted for, or otherwise criminally or civilly charged by a Government entity with, commission of any of these offenses.





			Vendor has not paid, nor will pay, Federal appropriated funds (including profit or fee received under a covered Federal transaction), to any person for influencing or attempting to influence an officer or employee of any agency, a Member of Congress, an officer or employee of Congress, or an employee of a Member of Congress on his or her behalf in connection with this solicitation, the Offeror shall notify the City of Seattle and complete and submit, with its offer, OMB standard form LLL, Disclosure of Lobbying Activities.





			Vendor has not had a governmental or private entity contract terminated prior to contract completion or debarred from bidding, within the last five years.





			Within the previous five years, vendor has not used any subcontractor to perform work on a government contract when that subcontractor had been debarred by a governmental agency.





			Vendor’s Offer is valid until the date the City awards a Vendor Contract or rejects all offers;





			Vendor has not, directly or indirectly, entered into any agreement, participated in any collusion, or otherwise taken any action in restraint of competitive pricing in the preparation and submission of its Offer;





			Vendor shall provide immediate written notice to the City of Seattle if, at any time prior to contract award, the Offeror learns that its certification was erroneous when submitted or has become erroneous by reason of changed circumstances.





			Submittal of this Vendor Questionnaire with your proposal provides authority and certification for your entire submittal.  








City Non Disclosure Request 



If you believe any statements or items you submit to the City as part of this bid/response  are exempt from disclosure, you must identify and list them below.  You must very clearly and specifically identify each statement or item, and the RCW exemption that applies.  If awarded a City contract, the same exemption status will carry forward to the contract records.  



The City will not exempt materials from disclosure simply because you mark them with a document header or footer, page stamp, or a generic statement that a document is non-disclosable, exempt, confidential, proprietary, or protected.  You may not identify the entire page, unless the entire page is within the exemption scope. Only records properly listed on this Form will be protected and withheld for notice.  All other records will be considered fully disclosable upon request. 



 FORMCHECKBOX 
    I do not request any information be withheld.



 FORMCHECKBOX 
    I request the following specific information be withheld.  I understand that all other information will be considered public information.  For each statement or item you intend to withhold, you must fill out every box below.  You should not require an entire page withheld; only request the specific portion subject to the exemption. 


			Document Page: 


Specify the page number on which the material is located within your submittal package  (page number)


			Statement:



Repeat the text you request to be held as confidential, or attach a redacted version. 


			RCW Exemption:  


Specify the RCW exemption  including the subheading





			


			


			





			


			


			





			


			


			








For this request to be valid, you must specify the RCW provision or other State or Federal law that designates the documents as exempt from disclosure.  For example, potential RCW exemptions include the following:



1.  RCW 42.56.230.3 – Personal information -  taxpayer 



2. RCW 42.56.230.4 – Personal information – Credit card numbers and related



3. RCW 42.56.240 -  Investigative, law enforcement and crime victims



4. RCW 42.56.250 – Employment and licensing – specify the applicable subheading



5. RCW 42.56.260 - Real estate appraisals



6. RCW 42.56.270 (Items 1 through 17) – specify which subheading.



7. RCW 42.56.270 (items 1 through 17) – specify applicable subheading



8. RCW 42.56.420 - Security



Equal Benefits Compliance Declaration



Please declare one (1) option from the list below that describes the Contractor’s intent to comply with Seattle Municipal Code Chapter 20.45 should you win the contract. 


Equal Benefits applies to any contractor location in the United States where substantive contract work is being performed (work directly related in a substantial way to the contract scope and deliverables). 



 FORMCHECKBOX 

Option A The Contractor makes, or intends to make before contract execution, all benefits available on an equal basis to its employees with spouses and its employees with domestic partners, and to the spouses and the domestic partners of employees, in every location within the United States where substantial work on contract will be performed.  



 FORMCHECKBOX 

Option B The Contractor does not make benefits available to either the spouses or the domestic partners of its employees.



 FORMCHECKBOX 

Option C The Contractor has no employees.



 FORMCHECKBOX 

Option D Collective Bargaining Delay.  Benefits are available on an equal basis to non-union workers, but union workers are subject to a collective bargaining agreement that does not provide equal benefits.



 FORMCHECKBOX 

Option E Open Enrollment Delay. The first open enrollment period for implementing Equal Benefits is not available until after contract execution


 FORMCHECKBOX 

Option F Cash Equivalent Payment. The Contractor intends to provide a cash equivalent payment to eligible employees in lieu of making benefits available.



 FORMCHECKBOX 

No United States Presence The Contractor does not perform substantial work for the contract in any United State location.


 FORMCHECKBOX 

Non-Compliant The Contractor does not comply and does not intend to comply, and refuses all options provided above.



Equal Benefits Instructions


Seattle Municipal Code Chapter 20.45 (SMC 20.45) requires companies executing a City contract to provide health and benefits that are the same or equivalent to domestic partners of employees as to spouses of employees, and of their dependents and family members.  


1. Carefully fill out the Equal Benefits Declaration. It is essential to your standing in the evaluation process, so it is important to understand and complete the declaration properly. 



2. The Buyer or Coordinator for the solicitation can answer many questions.  However, you may call the City Equal Benefits Coordinator, Jim Wurzer at 206-684-4535 (Jim.Wurzer@seattle.gov) or the general office at 206-684-0430.  Call before you submit your bid to ensure you’ve filled out the form correctly.  



3. "Domestic Partner" is any person who is party to a same-sex marriage that is legally recognized in the place of jurisdiction of the marriage, or as a Domestic Partner with the employer or with a government registry established by state or local law. If the employer does not have a registration system and does not intend to implement one, the City of Seattle has a registration system as an option: http://www.seattle.gov/leg/clerk/dpr.htm


The City will review your responses and make a final determination.  If the information you supply is conflicting or not clearly supported by the documentation that the City receives, the City may reject your entire submittal (bid or proposal) or may seek clarification to ensure the City properly classifies your compliance.  



Companies that select “Non Compliant” will be rejected, unless there is no competitor that is compliant, responsive and responsible.  The City may also find a Bidder “Non Compliant” upon inspection of their program. Be prepared with documentation to support your declaration. All contracts awarded by the City may be audited for equal benefits compliance. Non-compliance may result in the rejection of a bid or proposal, or termination of the contract.
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City of Seattle




Consultant Inclusion Plan








				RFP/Bid  Number & Title:



				       







				Vendor Name:



				     











Use additional sheets to provide detail and specificity as appropriate.




The Proposer shall respond to questions below.  Responses shall be scored and evaluated as part of the selection, and are to evidence clear commitments that reflect responsible, sincere good faith efforts resulting in successful inclusion of WMBE firms.  The City may clarify or request additional information during evaluation of the Plan. The City may finalize the Plan with the highest ranked Proposer, and the agreed-upon Plan shall become part of the contract. 



The City defines WMBE firms as those that self-identify to be 51% woman and/or minority owned.  Such firms are asked to register in the City’s directory before RFP submittal: http://www2.ci.seattle.wa.us/vendorregistration/default.asp.  



The Proposer is expected to select their subconsultants using any strategy that can best support this Inclusion Plan.  




Subcontracting




Subcontracting is defined as direct performance through subcontracting within the proposed project team to fulfill the contract work.  



Of the total contract work, what is the percentage of WMBE participation proposed for subcontracting on your team?  This percentage will become a contract commitment.  



				Specify the percentage participation of woman owned subcontracting, out of the total work identified in the RFP.  This percentage will become part of the contract.



				%







				Specify the percentage of minority owned subcontracting participation, out of the total work identified in the RFP.



				%











Name the WMBE team members you intend to use, given the work described in the RFP.  Describe the work you expect the WMBE firms to perform.  Identify the dollars or percentage of total contract value intended for each WMBE firm. The City may request letters of commitments that show agreements between your company and the subconsultants before the City accepts the Plan and executes a City contract.  The utilization goals provided on page 1 become a material part of the contract. Should the contract scope require changes to the WMBE firms or WMBE utilization, the City expects the Consultant to discuss such changes and pursue continued commitments for WMBE utilization consistent with the changes in contract scope. 



				Name of WMBE Company 



				Specify whether a self-identified Women or Minority Business



				Describe Task



				Describe percentage of the City contract for subcontract to this WMBE







				



				     



				     



				     







				



				     



				     



				     







				



				     



				     



				     











Past Performance:



In detail, describe your past success and past performance at WMBE subcontracting or teaming participation on contracts and/or other evidence of the likelihood of the proposed subcontracting, including pre-award commitments or agreements with your named WMBE firms, specific strategies you intend to use in the solicitation and award of subcontractors that can assure WMBE participation at the percentages you have indicated, or similar.  




Strategies: 




Describe the strategies and selection processes you intend to use to ensure meaningful WMBE utilization in this contract.  Describe your strategies, the scopes of work that have greatest WMBE opportunities and how you would balance those scopes that have less WMBE opportunity.  



Mentoring Program:




If any of the WMBE subcontractors listed above are participating in a mentoring or capacity building program with your company, please identify which and describe your program.



Diverse Employment



Please specify the following information for your local office and/or or other offices that are performing direct services to this contract. 



1. What is your current employment profile?




Total number of employees:




Number and percentage of minorities and/or women:



2. Describe your employment and hiring policies that promote affirmative efforts in recruitment for employee diversity.




3. How many new employees may be required?  



Total number of new employees:




Number and percentage of minorities and/or women:




				











4. If you are planning new employment, provide a paragraph that describes the functions you are recruiting for that relate to performance of this contract, how you would recruit, and your past performance for such recruitment, that proves success that Proposer has made  or plans to make to solicit women and minorities.  



5. If you have an intern program designed to recruit woman and minorities, please describe.
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Handheld Citation Issuance System Replacement Project


RFP No. POL 3156








Management Response


7.0 Vendor Background, Experience and References


7.0.1 General Vendor Background and Experience


In addition to completing the Vendor Questionnaire, describe the Vendor’s experience in providing parking enforcement hardware and software systems, including information and examples which substantiate successful and reliable past performance, including history of adherence to budget and delivery constraints. Include a brief description of the Vendor’s business history and number of years in operation.











7.0.2 Client Contact Information


Provide the names of firms, telephone numbers, email addresses and contact person(s) for at least three references for which similar products have been provided. Ensure that the references have given permission to be contacted by the City. Alternatively, the Vendor shall describe their organizational and staff experience providing similar products or services, as described in the RFP, in sufficient detail to demonstrate the ability to perform the requirements.











7.1 Description of Citation Issuance System Functionality


The Vendor should provide a general description of the full hardware, software and services being offered.


7.1.1 Overview of the parking citation issuance hardware and software being proposed


7.1.1.1 Hardware Functionality


Overview of the system citation issuance hardware and software functionality, including the interface with the user and data transfer procedures








7.1.1.2 Data Transfer Interface Development Experience 


Overview of the of the vendor’s experience working collaboratively with the Client to develop similar data transfer interfaces to those required for this RFP








7.1.1.3 Records/Analysis Software Functionality


Overview of the records and reporting/analysis software functionality (including graphical representations such as screen shots, online demonstration, etc.)








7.7.1.4 Data Management System Architecture


For hosted software, describe data center security, remote location back-up and up-time performance. For SPD hosted records and reporting/analysis software describe the protocol for application changes and upgrades, including requirements for remote access and software version control








7.7.1.5 Hardware and Software Maintenance and Warranty Programs


Description of the hardware and software maintenance and warranty programs








7.1.1.6 Inventory and Maintenance Management


The City intends to maintain a hardware inventory of about 20 units, to manage warranty repair turnarounds. Based on Vendor’s experience with the recommended equipment, discuss hardware maintenance requirements, including repair turnaround inventory, expected life in service, and recommended trouble shooting training for Parking Enforcement personnel.











7.7.1.7 Software License Agreement


Provide a standard software license agreement and support and maintenance agreement











7.2 System Implementation, Training and Technical Support


The Vendor is to provide a proposed approach to satisfy the requirement for delivery and deployment of the new parking citation issuance system during January 2014.








7.2.1 Proposed Team


Describe the proposed system set-up and installation team and interface with Parking Enforcement operations and IT organizations





7.2.2 Proposed Implementation Approach


Describe the planned work activities required to define, plan and execute a successful system deployment





7.2.3 Implementation Schedule


Provide a timeline for delivery, training and support for the required system





7.2.4 Acceptance Testing and Turnover


Describe the system acceptance testing and turnover process








7.2.5 System Training and Technical Support 


Describe the system training and technical support program for the installation and start-up period











7.3 Product Innovation and New Technology


Discuss product innovation and new technology, including any new or alternate parking enforcement data transfer or acquisition features. Describe the Vendor’s ability and willingness to work and share data with other vendors to provide new innovations to the City and its customers.
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City of Seattle



CONTRACT FOR HANDHELD CITATION ISSUANCE SYSTEM- VENDOR HOSTED


This Contract is made and entered into by and between City of Seattle (“City”), a Washington municipal corporation; and ________________ (Address: --), a corporation of the State of _______, and authorized to do business in the State of Washington.



Vendor Business:



Name of Representative: 






Vendor Address:





Vendor Phone:





Vendor Fax:





Vendor e-mail:





WHEREAS, the purpose of this contract is to ________; and



WHEREAS, Vendor was selected  as a result of a Request for Proposal process initiated _______20​​13 required by Seattle Municipal Code since costs are anticipated to exceed $44,000 in value; and



WHEREAS, funds for this purpose are authorized through the City of Seattle annual budget;



NOW, THEREFORE, in consideration of the terms, conditions, covenants, and performance of the Statement of Work contained herein, as attached and made a part hereof, the City and Vendor mutually agree as follows:


1. Term of Contract


The term of this contract shall be for a period of three (3) years effective from___________.  Continuous one-year extensions shall continue thereafter for System and Hosted Services.  Such extensions shall be automatic, and shall go into effect without written confirmation, unless the City provides advance notice of the intention to not renew.


2. Survivorship


All purchase transactions and deliverables executed pursuant to the authority of this Contract shall be bound by all of the terms, conditions, prices and price discounts set forth herein, notwithstanding the expiration of the initial term of this Contract or any extensions thereof.  Further, the terms, conditions and warranties contained in this Contract that by their sense and context are intended to survive the completion of the performance, cancellation or termination of this Contract. In addition, the terms of the sections titled Overpayments to Vendor, Warranties, Section Headings, Incorporated Documents and Order of Precedence, Publicity, Review of Vendor Records, Indemnification, Dispute Resolution and Limitations of Liability, shall survive the termination of this Contract


3. Statement of Work


Vendor shall provide the products services and tasks as described in the Contract attachments.  The Statement of Work may also be termed “work” herein.  


4. Expansion Clause



This contract may be expanded as mutually agreed, if such expansion is approved in writing by the Buyer from the City Purchasing Office of the Department of Finance and Administrative Services, City of Seattle.  No other City employee is authorized to make such written notices.  The Buyer will ensure the expansion meets the following criteria collectively:  (a)  it could not be separately bid, (b) the change is for a reasonable purpose, (c) the change was not reasonably known to either the City or vendors at time of bid or else was mentioned as a possibility in the bid (such as a change in environmental regulation or other law); (d) the change is not significant enough to be reasonably regarded as an independent body of work; (e) the change could not have attracted a different field of competition, and (f) the change does not vary the essential identity or main purpose of the contract.  The Buyer shall make this determination, and may make exceptions for immaterial changes, emergency or sole source conditions, or for other situations as required in the opinion of the Buyer.  Certain Work Orders or changes are not considered an expansion of scope, including an increase in quantities ordered, the exercise of options and alternates in the bid, change in design and specifications that does not expand the work beyond the limits provided for above, or ordering of work originally identified within the originating solicitation. If such changes are approved, changes are conducted as a written order issued by the City Purchasing Buyer in writing to the Vendor.



5. Work Order Process


The Vendor shall furnish all Systems and Hosted Services goods and services (“Deliverables”) pursuant to work orders issued under this Contract. Each work order shall be subject to all of the terms and conditions of this Contract, and incorporated into this Contract by this reference. The Vendor shall furnish all Systems and Hosted Services Deliverables specified in the Work Order in an aggregate, single, complete transaction and not as separate items.  For each work order under this Contract, Vendor shall commence work upon issuance of a notice to proceed by the City. Work orders under this Contract may be generated by the City under the following conditions:


5.1. The Work Order is within the scope of the original solicitation and contract or is within the allowed conditions for expansions under Section 4 (Expansion Clause) above;


5.2. The City issues a request to change quantities of any deliverable;


5.3. The City orders additional custom features, modifications, or interfaces for the hosted system prior to or after the acceptance period.


5.4. The City chooses to host the system internally.



For any subsequent work order(s) requested by either party, the Vendor shall submit a detailed proposal for the change. The Vendor shall analyze, record, estimate and submit to the City, for its approval, the proposed scope for the changed or new work, a work schedule, and a rate or price adjustment for completion of the work to be changed or added.  Once this proposal is received and approved by the City, a new work order will be issued for the changed or additional work. Upon the City’s written approval and notice to proceed, the Vendor shall implement the change or additional work and invoice for the changed or additional work consistent with the City’s approval notice and the terms and conditions of this Contract. 



The City may, at its option, add, delete or modify any part of any work order by giving Vendor notice of such change within the time period specified in the applicable work order.  Within seven (7) days after the date of such notice, the Vendor shall deliver to the City an amended work order reflecting the change in description, schedule and/or dollar amount due using the unit prices as proposed for the specific work order in Vendor’s Proposal.


The Vendor shall not proceed unless authorized by a mutually agreed upon amendment.  Such extra work shall be in compliance with Section 4 (Expansion Clause) and shall be authorized in writing only by the City Purchasing Buyer, Department of Finance and Administrative Services.  Any costs incurred due to the performance of extra work will not be reimbursed until or unless an amendment is agreed upon.


The City does not guarantee utilization of goods and services provided for in this Contract for which the City has not issued a work order(s).  


6. Documentation


Vendor shall provide two sets of Documentation for use in electronic format compatible with Microsoft Corporation’s then generally available Office products and printed format in accordance with the terms of this Contract.  Upgrades and revisions to this Documentation shall be provided while Vendor is providing Services therefor.  There shall be no additional charge for the Documentation or updates thereto, in whatever form provided.  If Vendor maintains its technical, maintenance and installation documentation on a web site, Vendor may fulfill the obligations set forth in this section by providing the City access to its web‑based Documentation information.  


The City reserves the right to withhold payment for a deliverable, modification or enhancement until it receives all documentation associated with the same.  



7. Payment Procedures


The Maximum Amount payable under this Contract shall be as set forth in Exhibit A, Statement of Work.


Vendor shall only invoice upon the City’s approval of the deliverable and in a manner consistent with the payment schedule attached, if any.  Once the City has received and approved the invoice, the City will provide payment within thirty (30) days.  The aggregate amount represents the full and final amount to be paid by the City for all expenses incurred and incidentals necessary to complete the work. Any fees invoiced by vendor for late payment, if any, shall not exceed 1% per month.


The City shall not be obligated to pay any other compensation, fees, charges, prices or costs, nor shall Vendor charge any additional compensation for completing the work order of the Statement of Work. All costs invoiced to the City, shall be associated with an active and open work order.


Invoices for hardware and software installed in City facilities and other work performed under this Contract shall be submitted, in writing to the City’s Project Manager.  Invoices shall include such information as prescribed in the Specifications or Statement of Work, and is necessary for the City to determine the exact nature of all expenditures and shall reference this Contract.  Additional payment terms or invoice instructions may be mutually agreed upon by the City and the Vendor. 



Payment does not constitute whole or partial acceptance; City acceptance of the System shall only occur by formal written notice to that effect


Overpayments to Vendor


.   The City may credit erroneous payments or overpayments against amounts invoiced by Vendor.  If the City does not take such credits, Vendor shall promptly, but in all cases within 30 days, refund to the City the full amount of any erroneous payment or overpayment upon Notice of an erroneous payment or overpayment to which Vendor is not entitled.  


Credits


.  Any credits due the City under this Contract may be applied against Vendor’s invoices with appropriate information attached, upon giving of Notice required herein, if any, by the City to Vendor.


Increases.



Vendor shall not increase the Maximum Amount due from the City under this Contract for all Goods, Services and Deliverables, Purchase Prices, or other Charges during the Initial Term of this Contract except as otherwise specifically described in this Contract.  Vendor may increase its Hosted Service Charges at the end of the Initial Term for each Renewal Term, upon 90 days prior Notice to the City.  Such Charges shall be increased no more than [insert percentage] % per Renewal Term.  If the Charges are increased, then, notwithstanding anything to the contrary contained herein, the City may upon 30 days prior Notice to Contractor, terminate this Contract in accordance with Section 39, Termination.



7.1. Advance Payment Prohibited


City does not accept requests for early payment, down payment or partial payment, unless the Bid or Proposal Submittal specifically allows such pre-payment proposals or alternates within the bid process.  Maintenance, subscriptions may be paid up to one year in advance provided that should the City terminate early, the amount paid shall be reimbursed to the City on a prorated basis; all other expenses are payable net 30 days after receipt and acceptance of satisfactory compliance.


7.2. Travel  


For additional work not included in the initial scope of work that requires travel and/or other direct costs that the City intends to reimburse, then the following requirements shall apply.  All such expenses must be pre-approved in writing by the Project Manager.   



· City will reimburse the Contractor at actual cost for expenditures that are pre-approved by the City in writing and are necessary and directly applicable to the work required by this Contract provided that similar direct project costs related to the contracts of other clients are consistently accounted for in a like manner.  Such direct project costs may not be charged as part of overhead expenses or include a markup.  Other direct charges may include, but are not limited to the following types of items: travel, printing, cell phone, supplies, materials, computer charges, and fees of subconsultants or subcontractors.



· The billing for third party direct expenses specifically identifiable with this project shall be an itemized listing of the charges supported by copies of the original bills, invoices, expense accounts, subconsultant/subcontractor paid invoices, and other supporting documents used by the Contractor to generate invoice(s) to the City.  The original supporting documents shall be available to the City for inspection upon request.  All charges must be necessary for the services provided under this Contract.



· The City will reimburse the actual cost for travel expenses incurred as evidenced by copies of receipts (excluding meals) supporting such travel expenses, and in accordance with the City of Seattle Travel Policy, details of which can be provided upon request.  



· Airfare: Airfare will be reimbursed at the actual cost of the airline ticket.  The City will reimburse for Economy or Coach Fare only.  Receipts detailing each airfare are required.



· Meals:  Meals will be reimbursed at the Federal Per Diem daily meal rate (excluding the “Incidental” portion of the published CONUS Federal M&I Rate) for the city in which the work is performed.  Receipts are not required as documentation.  The invoice shall state “the meals are being billed at the Federal Per Diem daily meal rate”, and shall detail how many of each meal is being billed (e.g. the number of breakfasts, lunches, and dinners).  The City will not reimburse for alcohol at any time.



· Lodging:  Lodging will be reimbursed at actual cost incurred up to a maximum of the published Runzheimer Cost Index for the city in which the work is performed (the current maximum allowed reimbursement amount can be provided upon request).  Receipts detailing each day / night lodging are required.  The City will not reimburse for ancillary expenses charged to the room (e.g. movies, laundry, mini bar, refreshment center, fitness center, sundry items, etc.)


As an alternative, lodging may be billed at the published Federal Per Diem daily lodging rate f  



or the city in which the work is performed.  If this method is used, receipts are not required for documentation.  If this method is used, the invoice shall state that "the lodging is being billed at the Federal Per Diem daily lodging rate."


· Vehicle mileage:  Vehicle mileage will be reimbursed at the Federal Internal Revenue Service Standard Business Mileage Rate in affect at the time the mileage expense is incurred (currently that rate is 56.5 cents per mile.)  Please note: payment for mileage for long distances traveled will not be more than an equivalent trip round-trip airfare of a common carrier for a coach or economy class ticket.


· Rental Car: Rental car expenses will be reimbursed at the actual cost of the rental.  Rental car receipts are required for all rental car expenses.  The City will reimburse for a standard car of a mid-size class or less.  The City will not reimburse for ancillary expenses charged to the car rental (e.g. GPS unit).


· Miscellaneous Travel (e.g. parking, rental car gas, taxi, shuttle, toll fees, ferry fees, etc.):  Miscellaneous travel expenses will be reimbursed at the actual cost incurred.  Receipts are required for each expense of $10.00 or more.



· Miscellaneous other business expenses (e.g. printing, photo development, binding): Other miscellaneous business expenses will be reimbursed at the actual cost incurred and may not include a mark up.  Receipts are required for all miscellaneous expenses that are billed.



· Subcontractor: Subcontractor expenses will be reimbursed at the actual cost incurred and may not include a mark up.  Copies of all subcontractor invoices that are rebilled to the City are required.


7.3. Disputed Work


Notwithstanding all above, if the City believes in good faith that some portion of Work has not been completed satisfactorily, the City may require Vendor to correct such work prior to The City payment.  In such event, the City will provide to Vendor an explanation of the concern and the remedy that the City expects.  The City may withhold from any payment that is otherwise due, an amount that the City in good faith finds to be under dispute, or if the Vendor does not provide a sufficient remedy, The City may retain the amount equal to the cost to The City for otherwise correcting or remedying the work not properly completed.



8. Taxes, Fees and Licenses


8.1. Taxes:  Where required by state statute, ordinance or regulation, Vendor shall pay for and maintain in current status all taxes that are necessary for contract performance.  Unless otherwise indicated, The City agrees to pay State of Washington sales or use taxes on all applicable consumer services and materials purchased.  No charge by the Vendor shall be made for federal excise taxes and The City agrees to furnish Vendor with an exemption certificate where appropriate.  


8.2. Fees and Licenses:  Vendor shall pay for and maintain in a current status, any license fees, assessments, permit charges, etc., which are necessary for contract performance.  It is the Vendor’s sole responsibility to monitor and determine any changes or the enactment of any subsequent requirements for said fees, assessments, or charges and to immediately comply with said changes during the entire term of this Contract. Vendor must pay all custom duties, brokerage or import fees where applicable as part of the contract price.  Vendor shall take all necessary actions to ensure that materials or equipment purchased are expedited through customs.  


8.3. Vendor is to calculate and enter the appropriate Washington State and local sales tax on the invoice.  Tax is to be computed on new items after deduction of any trade-in, in accordance with WAC 458-20-247. 


9. Timely Completion


9.1.  Time is of the Essence:  The City has an immediate need to implement the System and/or Software and equipment for the management and operation of the City.  Therefore, time is of the essence in all matters relating to this Contract


10. License for Use 


The Vendor grants to the City a nonexclusive license to use, access to use and access the System and Hosted Services in whole or in part for supporting the internal operations of the City of Seattle.


The licenses hereunder are granted as of the earlier of the date of first access or delivery of the Vendor Technology, Deliverables, System, and Hosted Services and continue until the City returns or ceases to use and access the Vendor Technology, Deliverables, System and Hosted Services.


11. Software Upgrades and Enhancements



Vendor shall:



11.1. Supply at no additional cost updated versions of the Software to operate on upgraded versions of operating systems, upgraded versions of firmware, or upgraded versions of web browsers;


11.2. Supply at no additional cost interface modules that are developed by Vendor for interfacing the Software to other Software products.; and


11.3. Supply at no additional cost updated versions of the Software that encompass improvements, extensions, maintenance updates, error corrections, or other changes that are logical improvements or extensions of the original Software supplied to City


11.4. Unless otherwise mutually agreed to in writing, Vendor shall maintain any and all Third-party Software products at their most current version or no more than one version back from the most current version and at no additional charge.  However, Vendor shall not maintain any Third-party Software versions, including one version back, if any such version would prevent the City from using any functions, in whole or in part, or would cause Deficiencies in the System.  If implementation of an upgrade to a Third-party Software product requires personnel in addition to the Staff proposed in the Response for the Hosted Services, the City and Vendor shall discuss whether to implement such an upgrade and, if mutually agreed upon in writing, any additional Charges to be paid by the City for such upgrade.  Any additional costs that are charged by a Third-party Software manufacturer for an upgrade to a Third-party Software product that is not covered by such product’s maintenance agreement shall be charged to and paid for by Vendor.


12. Warranties 



a. 
Deliverables


.  Vendor represents and warrants that each Deliverable shall meet and conform to its applicable Specifications as provided herein following its Acceptance and during the Term.  Vendor also represents and warrants that the System and Hosted Services, in whole and in part, shall operate in accordance with the Detailed System Design Deliverables, the Performance Standards, the other Acceptance Criteria, the Documentation, and this Contract following their Acceptance and during the Term.



b. Hosted System Services.  Vendor represents and warrants that: (a) It shall perform all Services required pursuant to this Agreement in a professional manner, with high quality, (b) It shall give the highest priority to the performance of the Services, (c) Time shall be of the essence in connection with performance of the Services for Deliverables.  Vendor shall immediately re-perform Services which are not in compliance with such representations and warranties at no cost to the City.


12.1. Warranty Against Planned Obsolescence 



The Vendor warrants that the products and services proposed to and acquired by the City under this Contract are new and of current manufacture, and that it has no current plans for announcing a replacement line that would be marketed by Vendor as a replacement for any of the products provided to the City under this Contract and would result in reduced support for the product line within which the System furnished to the City is contained.  The Vendor further warrants that, in the event that a major change in hardware, software, or operating system occurs that radically alters the design architecture of the System and makes the current design architecture obsolete within three (3) years after full execution of this Contract, and if the City continues its annual maintenance Contract with the Vendor, the Vendor shall provide the City with a replacement hardware, software, or operating system(s) that continues the full functionality of the systems, at no extra cost to the City.


12.2. No Surreptitious Code Warranty Note:  if external use new, if internal use old.


13.2.1 Vendor warrants to the City that the System, Hosted Services and Vendor Technology provided to the City under this Contract contain or shall contain no Self-help Code or any Unauthorized Code. Vendor further warrants that Vendor shall not introduce, via modem or otherwise, any code or mechanism that electronically notifies Vendor of any fact or event, or any key, node, lock, time‑out, or other function, implemented by any type of means or under any circumstances, that may restrict the City’s use of or access to the Software, Data, or Equipment, in whole or in part, based on any type of limiting criteria, including without limitation frequency or duration of use for any copy of the Software provided to the City under this Contract.


13.2.2 Vendor shall defend the City against any claim, and indemnify and hold harmless the City against any loss or expense arising out of any breach of this warranty.  No limitation of liability, whether contractual or statutory, shall apply to a breach of this warranty.



12.3. Title Warranty and Warranty against Infringement 


Vendor hereby warrants and represents to City that Vendor is the owner of the Vendor Technology, Hosted Services and System licensed hereunder or otherwise has the right to grant to the City, the licensed rights to the Vendor Technology, Hosted Services, and System provided by Vendor through this Agreement without violating any rights of any third party worldwide. Vendor represents and warrants that:  (i) Vendor is not aware of any claim, investigation, litigation, action, suit or administrative or judicial proceeding pending or threatened based on claims that the Vendor Technology, System or Hosted Services infringe or misappropriate any patents, copyrights, or trade secrets of any third party, and (ii) the Vendor Technology, System and Hosted Services do not infringe upon or misappropriate any patents, copyrights, trade secrets or any other intellectual property rights of any third party. The City shall receive prompt Notice of each notice or claim of copyright infringement or infringement or misappropriation of other intellectual property right worldwide received by Vendor with respect to the Vendor Technology, Hosted Services, or System delivered under this Agreement. 



Vendor shall, at its expense, defend, indemnify, and hold harmless the City and its employees, officers, directors, contractors and agents from and against any claim or action against the City which is based on a claim that any Deliverable or Service any part thereof under this Agreement infringes a patent, copyright, utility model, industrial design, mask work, trademark, or other proprietary right or misappropriates a trade secret, and Vendor shall pay all losses, liabilities, damages, penalties, costs, fees (including reasonable attorneys’ fees) and expenses caused by or arising from such claim. The City shall promptly give Vendor notice of any such claim. . In the event a final injunction or order is obtained against the City’s full use of the Deliverables/Services/System or any portion thereof as a result of any such claim, suit or proceeding, and if no further appeal of such ruling is practicable, Vendor shall, as mutually agreed upon and at Vendor’s expense:



a. procure for the City the right to continue full use of the Hosted System; or



b. replace  or modify the same so that it becomes non‑infringing (which modification or replacement shall not affect the obligation to ensure the Deliverables/Services/System conforms with applicable Statement of Work); or



c. if the product was purchased and the actions described in item (1) or (2) of Section 11.4, are not practicable, refund the full purchase price and remain liable for all damages suffered by the City as a result of the loss of the infringing product and any other continued utility of which to the City is adversely affected by the removal of the infringing product, and hold the City harmless from any further liability therefor under any applicable Order, Settlement, or other Contract. 


In no event shall the City be liable to Vendor for any lease, rental, service, or maintenance payments after the date, if any, that the City is no longer legally permitted to use the Hosted Services because of such actual or claimed infringement. 


No settlement that prevents the City from continuing to use the Hosted Service, other products or Software documentation as provided in this Contract shall be made without the City’s prior written consent.  In all events, the City shall have the right to participate at its own expense in the defense of any such suit or proceeding through counsel of its own choosing.



The indemnification obligation set forth in this section shall survive the expiration or earlier termination of this Contract.



12.4. No Liens



The Vendor warrants that Vendor is authorized to provide full use of the Hosted Services to the City as provided herein and that such Hosted Services is not subject to any lien, claim or encumbrance inconsistent with any of the City’s rights under this Contract and that the City is entitled to and shall be able to enjoy quiet possession and use of the Hosted Services without interruption by Vendor or any other person making a claim under or through the Vendor or by right of paramount title.


12.5. Maintenance Services Warranty  


The Vendor warrants that, in performing the services under This Contract, the Vendor shall strictly comply with the descriptions and representations as to the services, including performance capabilities, accuracy, completeness, characteristics, Statement of Work, configurations, standards, function and requirements, which appear in this Contract and in the Vendor’s response to the City’s Request for Proposal. Errors or omissions committed by the Vendor in the course of providing Services shall be remedied by the Vendor at its own expense.


12.6. Equipment Warranty


The Vendor warrants and represents that the Equipment provided to meet the requirements of the Statement of Work shall be free from all defects, shall be in good operating order, and shall operate in conformity with the descriptions and standards as set forth in the Vendor’s Proposal and the City’s RFP during the contract term.  Vendor shall promptly, without additional charge, repair or replace the equipment or any part thereof that fails to function as required herein.


12.7. Merchantability and Fitness Warranty



Vendor represents and warrants that the Software, other products and Software Documentation will be merchantable and will be fit for the particular purposes established in the City’s RFP and the Vendor’s response to the City’s RFP.


12.8. Warrant of Compliance with Applicable Law


a. Vendor warrants that the System and Hosted Services shall comply with all applicable federal, State and local laws, regulations, codes and ordinances.  Contractor warrants that, throughout the Term of this Agreement, the System and Hosted Services shall comply with changes to and new applicable federal, State and local laws, regulations, codes and ordinances.


b. Vendor represents and warrants that it shall comply with all applicable local, State, and federal licensing, accreditation and registration requirements and standards necessary in the performance of the Services.         


12.9.  Written Commitments.



Any written commitment by Vendor within the scope of this Contract shall be binding upon Vendor. Failure of Vendor to fulfill such a commitment may constitute a material breach and shall render Vendor liable for damages under the terms of this Contract. For purposes of this section, a commitment by Vendor includes but is not limited to:  (i) Purchase Prices, Charges, discounts, and options committed to remain in force over a specified period of time; and (ii) any warranty or representation made by Vendor in its Response or contained in any Vendor publications, written materials, schedules, charts, diagrams, tables, descriptions, other written representations, and any other communication medium accompanying or referred to in its Response or used to effect the sale to the City.



12.10. Survival of Warranties and Representations



The representations and warranties of the Vendor made pursuant to this Contract shall survive the delivery of the System, the payment of the purchase price, and the expiration or earlier termination of this Contract.


12.11. Warranty Services and Hosted Services. 


General Responsibilities


.  The Vendor warrants the hosted service for the term of this agreement.  During the Warranty Periods, Vendor shall provide Services as described below in this Section as the Warranty Services at no additional cost to correct Deficiencies in the System and Hosted Services and to repair and maintain the System and Hosted Services in accordance with the Specifications.  Vendor shall perform these Warranty Services after the Warranty Periods and during Hosted Services at Charges described in Exhibit A, Statement of Work.  Vendor’s Warranty Service responsibilities shall include but not be limited to the following while assisting THE CITY in operating and maintaining the System and Hosted Services:



13.12.1   Promptly repair or replace the System and Hosted Services, or any portion thereof, that has Deficiencies;


13.12.2   Maintain the System and Hosted Services in accordance with the Specifications and terms of this Agreement and meet all availability and system performance service levels as specified in the Statement of work and/or Service Level Agreement.(SLA)  In the event the Hosted System requires failover activities, then the Vendor shall be responsible for continuance of the Hosted System and the City shall not be subject additional costs unless otherwise specified in this agreement


13.12.3   Upon request by the City, re‑perform any Service that fails to meet the requirements of this Contract at no additional cost


13.12.4  Coordinate with the City all tasks related to correcting problems and Deficiencies connected with the Software or the Equipment.


13.12.5 Inquiry Assistance.  Contractor shall respond to inquiries from the City, and with the following, as applicable:



13.12.5.1 Responses to questions relating to the Software, including without limitation isolating problems to the Software, Data or Equipment;


13.12.5.2 The development, on a best efforts basis, of a temporary solution to or an emergency bypass of a Deficiency;


13.12.5.3 Corrections and repairs of errors, problems or Deficiencies with the Software, to the extent technically feasible; and


13.12.5.4 Clarification of Documentation.


13. Enhancements. 


Vendor shall provide the City with all Enhancements and associated documentation that are provided as general releases to the Software, in whole or in part, as part of the Hosted Services.  Such Documentation shall be adequate to inform the City of the problems resolved including any significant differences resulting from the release which are known by Vendor.  Vendor warrants that each such Enhancement general release shall be tested and perform according to the Specifications.  Vendor agrees to correct corrupted Data that may result from any System Deficiency introduced by the Enhancement at no cost to the City.


Enhancements to correct any Deficiency shall be provided to the City at no additional cost and without the need for a Work Order.


Should the Vendor not be able to correct the hosted system so that it complies with the specifications in the Statement of Work and/or Service Level Agreement, to the City’s reasonable satisfaction in a timely manner, the City may terminate this Contract and Section 39 of this Contract shall be executed.  


14.  Ownership of Deliverables 


Except for the licensed System Software and its related documentation, all data and work products produced under this Contract shall be considered work made for hire under the U.S. Copyright Act, 17 U.S.C. 101 et seq, and shall be owned by the City.  


The City shall own all right, title and interest in and to the City’s Confidential Information (defined in Section 34) the City’s intellectual property, and the City’s Property.   To the extent Vendor produces any Data, Vendor shall take all actions necessary and shall transfer ownership of the Data to the City following its development.  The Data shall be deemed City of Seattle work made for hire for all purposes of copyright law, and copyright shall belong solely to the City.  In the event that any such work is adjudged to be not a work made for hire, Vendor agrees to assign and hereby assigns all copyright in such work to the City.  Vendor shall, assist the City or its nominees to obtain copyrights, trademarks, or patents for all such works.  The Vendor agrees to execute all papers and to give all facts known to it necessary to secure United States copyrights and to transfer or cause to transfer to the City right, title and interest in and to such works. 


15. Protection of Persons and Property


15.1. Person


The Vendor and the City shall each take reasonable precautions for the safety of employees of the other, and shall each comply with all applicable provisions of federal, state, and local laws, codes and regulations to prevent or avoid any accident or injury to a person on, about or adjacent to any premises where work under this Contract is being performed.


15.2. Property



The Vendor shall take reasonable steps to protect the City’s property from injury or loss arising in connection with the Vendor’s performance or failure of performance under this Contract.


15.3. No Smoking



The Vendor shall not allow any employee of the Vendor or any sub or agent thereof to smoke inside any City facility.



16. Contract Notices, Deliverable Materials and Invoices Delivery


Official Contract notices shall be delivered to the following addresses (or such other address (es) as either party may designate in writing):


 
If delivered by the U.S. Postal Service, it must be addressed to:
 

Michael Mears
 

City of Seattle Purchasing and Contracting Services 



PO Box 94687


Seattle, WA  98124-4687


If delivered by any other company, it must be addressed to:
 

Michael Mears
 

City of Seattle Purchasing and Contracting Services 






Seattle Municipal Tower





700 5th Ave., #4112


Seattle, WA  98104-5042



Phone:206-684-4570


Fax:206-233-5155


E-Mail: Michael.mears@seattle.gov


Project work, invoices and communications shall be delivered to the City Project Manager: 





Seattle Police Department





Attention: Project Manager


17. Security



17.1. The Vendor shall provide the City with a copy of Vendor’s Information Security Policy on request.  Vendor’s policy should be similar in scope and include controls similar to the City’s Information Systems Security Policy included below and also located at: http://www.seattle.gov/informationsecurity/pdf/ISSP-Web.pdf.





[image: image1.emf]ISSP-Web.pdf






Vendor shall provide to the City an attestation by an objective third party, stating that the application has been tested for common security vulnerabilities as articulated by the "OWASP Top-10".  These include sql injection, cross-site scripting, cross-site request forgery, and others.  See www.owasp.org for details.  This testing must be performed at the expense of the vendor and by an objective third party 



The attestation may be simply an executive summary of the technical report, stating that the application has been tested against the aforementioned standard, and found to be free of security defect...


The City may require the Vendor re-test the Hosted System if there are significant changes such as addition of functionality, structural or architecture changes, or the addition of infrastructure components.


The City retains the right to audit the Hosted System at its cost.  The Vendor shall assist the City in performing the audit.  If the results of the audit show that the Hosted System is out of compliance with ISSP, then the vendor shall​​​​​​ correct the system_______________ (Project Manager should specify remedies here.)


18.  Vendor Authorizations 


Vendor represents and warrants that:



18.1.  Vendor is a [corporation duly incorporated], validly existing and in good standing under the laws of its state of incorporation and has all requisite corporate power and authority to execute, deliver and perform its obligations under this Contract; 


18.2. The execution, delivery and performance of this Contract has been duly authorized by Vendor and no approval, authorization or consent of any governmental or regulatory agency is required to be obtained in order for Vendor to enter into this Contract and perform its obligations under this Contract; 


18.3. Vendor is duly authorized to conduct business in and is in good standing in each jurisdiction in which Vendor will conduct business in connection with this Contract;


18.4. Vendor has obtained all licenses, certifications, permits, and authorizations necessary to perform the Services under this Contract and currently is in good standing with all regulatory agencies that regulate any or all aspects of Vendor’s performance of the Services. Vendor will maintain all required certifications, licenses, permits, and authorizations during the term of this Contract at its own expense.  Vendor must maintain any certifications that were specified as a minimum requirement in the selection process.  If during the period of the contract, a new certification is established as a minimum requirement for similar applications, the vendor shall, within a reasonable time, obtain that certification.


18.5. Vendor has the full power and authority to grant to the City, the rights described in this Contract without violating any rights of any third party and that there is currently no actual or threatened suit by any such third party based on an alleged violation of such rights by Vendor.  Vendor further represents and warrants that the person executing this Contract for Vendor has actual authority to bind Vendor to each and every term, condition and obligation to this Contract, and that all requirements of Vendor have been fulfilled to provide such actual authority.



19. Ability to Perform



 Vendor represents and warrants that:



19.1. Vendor has and shall continue to have the financial ability, by itself or through a line of credit or other financial support, to provide THE CITY with at least six months of Services, including Hosted Services during any period of this Contract, without reimbursement for the Services or expenses; 


19.2. Vendor has and shall continue to have the financial resources to fund the capital expenditures required under this Contract without advances by THE CITY or assignment of any payments by THE CITY to a financing source; 


19.3. Each subcontractor providing a substantial amount of the Services under this Contract has and shall continue to have the financial resources to carry out its duties under this Contract; and 


19.4. Vendor’s methods of accounting are consistent with generally accepted accounting principles and are capable of segregating costs by release, stage, segment, or cost objective in order to support Change Order accounting.


19.5. Vendor represents and warrants that it has the requisite training, skill and experience necessary to provide Work and is appropriately accredited and licensed by all applicable agencies and governmental entities.



20. Inspection



Work shall be subject, at all times, to inspection by and with approval of the City, but the making (or failure or delay in making) such inspection or approval shall not relieve Vendor of responsibility for performance of the Work in accordance with this Contract, notwithstanding the City’s knowledge of defective or noncomplying performance, its substantiality or the ease of its discovery.  Vendor shall provide sufficient, safe, and proper facilities and equipment for such inspection and free access to such facilities.


21. Affirmative Efforts for Utilization of Women and Minority Subcontracting, Non-Discrimination 


· Employment Actions:  Contractor shall not discriminate against any employee or applicant for employment because of race, religion, creed, age, color, sex, marital status, sexual orientation, gender identity, political ideology, ancestry, national origin, or the presence of any sensory, mental or physical handicap, unless based upon a bona fide occupational qualification.  Contractor shall take affirmative action to ensure that applicants are employed, and that employees are treated during employment, without regard to their creed, religion, race, age, color, sex, national origin, marital status, political ideology, ancestry, sexual orientation, gender identity, or the presence of any sensory, mental or physical handicap.  Such action shall include, but not be limited to employment, upgrading, promotion, demotion, or transfer; recruitment or recruitment advertising, layoff or termination, rates of pay, or other forms of compensation and selection for training.  



· In accordance with Seattle Municipal Code Chapter 20.42, Contractor shall actively solicit the employment and subcontracting of women and minority group members when there are commercially useful purposes for fulfilling the scope of work.  



· In the event Subcontracting is considered appropriate and feasible to contract performance, the Contractor shall develop a Subcontracting Plan, which also may be referred to as an Inclusion Plan.  The Subcontracting (Inclusion) Plan shall specify the Contractor’s affirmative efforts and an agreement to the City for subcontracting to women and minority businesses, and/or diverse employment.  The Subcontracting (Inclusion) Plan, as submitted and/or as agreed upon with the City thereafter, shall be incorporated as a material part of the Contract. In preparing the Subcontracting (Inclusion) Plan, Contractors shall actively solicit qualified, available and capable women and minority-owned businesses to perform the subcontracting work for the contract.  The Contractor shall submit the Subcontracting (Inclusion) Plan to the City with the solicitation and/or prior to contract execution. At the request of the City, Contractor shall promptly furnish evidence of the Contractor’s compliance with these requirements, which may include a list of all subcontractors and/or WMBE subcontractors, and may include a request for copies of the executed agreements between the Contractor and subcontractors, invoices and/or performance reports.



· If upon investigation, the Director of Finance and Administrative Services finds probable cause to believe that the Contractor has failed to comply with the requirements of this Section, the Contractor shall be notified in writing.  The Director of Finance and Administrative Services shall give Contractor an opportunity to be heard with ten calendar days’ notice.  If, after the Contractor’s opportunity to be heard, the Director of Finance and Administrative Services still finds probable cause, s/he may suspend the Contract and/or withhold any funds due or to become due to the Contractor, pending compliance by the Contractor with the requirements of this Section.



· Any violation of the mandatory requirements of this Section, or a violation of Seattle Municipal Code Chapter 14.04 (Fair Employment Practices), Chapter 14.10 (Fair Contracting Practices), Chapter 20.45 (City Contracts – Non-Discrimination in Benefits), or other local, state, or federal non-discrimination laws, shall be a material of contract for which the Contractor may be subject to damages and sanctions provided for by the Vendor Contract and by applicable law.   In the event the Contractor is in violation of this Section shall be subject to debarment from City contracting activities in accordance with Seattle Municipal Code Section 20.70 (Debarment).



22. Equal Benefits


22.1. Compliance with SMC Ch. 20.45: The Vendor shall comply with the requirements of SMC Ch. 20.45 and Equal Benefits Program Rules implementing such requirements, under which the Vendor is obligated to provide the same or equivalent benefits (“equal benefits”) to its employees with domestic partners as the Vendor provides to its employees with spouses.  At The City’s request, the Vendor shall provide complete information and verification of the Vendor’s compliance with SMC Ch. 20.45.   Failure to cooperate with such a request shall constitute a material breach of this Contract.  (For further information about SMC Ch. 20.45 and the Equal Benefits Program Rules call (206) 684-0430 or review information at http://cityofseattle.net/contract/equalbenefits/.  



22.2. Remedies for Violations of SMC Ch. 20.45:  Any violation of this Section shall be a material breach of Contract for which the City may: 


22.3. Require the Vendor to pay actual damages for each day that the Vendor is in violation of SMC Ch. 20.45 during the term of the Contract; or


22.4. Terminate the Contract; or 


22.5. Disqualify the Vendor from bidding on or being awarded a City contract for a period of up to five (5) years; or


22.6. Impose such other remedies as specifically provided for in SMC Ch. 20.45 and the Equal Benefits Program Rules promulgated thereunder.



23. General Legal Requirements


23.1. General Requirement:  Vendor, at no expense to The City, shall comply with all applicable laws of the United States and the State of Washington; the Charter and ordinances of The City; and rules, regulations, orders, and directives of their administrative agencies and the officers thereof.  Without limiting the generality of this paragraph, the Vendor shall specifically comply with the following requirements of this section.


23.2. Licenses and Similar Authorizations:  Vendor, at no expense to The City, shall secure and maintain in full force and effect during the term of this Contract all required licenses, permits, and similar legal authorizations, and comply with all requirements thereof.


23.3. Performance Standard.   All duties by Vendor or designees shall be performed in a manner consistent with accepted practices for other similar Work. 


24. Changes to City Programs.


24.1. The parties acknowledge that the City programs supported by this Contract may be subject to continuous change during the term of this Contract. Except as provided in this Section, Vendor has provided for or will provide for adequate resources, to reasonably accommodate such changes.  Should Vendor be unable to accommodate those changes, the City has the right to terminate the contract.


24.2. The parties also acknowledge that the Vendor was selected, in part, because of its expertise, experience, and knowledge concerning applicable federal and/or State laws, regulations, policies, or guidelines that affect the performance of the Services and System.


24.3. In keeping with the City reliance on the Vendor’s knowledge, experience and expertise, the Vendor will be responsible for identifying changes in applicable federal or State legislative enactments and regulations and the impact of such changes on the performance of the Services or Deliverables or the City’s use of the Services or Deliverables.  The Vendor must timely notify the City of such changes and must work with the City to identify the impact of such changes on how the City uses the Services or Deliverables.


24.4. Noncompliance.  The Vendor will be responsible for any fines, penalties, or disallowances imposed on the City or Vendor arising from any noncompliance with the laws, regulations, policies, and guidelines that affect the Services or Deliverables that are to be provided or that have been provided by the Vendor, its Subcontractors or agents.



25. Indemnification


To the extent permitted by law, the Vendor shall protect, defend, indemnify and hold the City harmless from and against all claims, demands, damages, costs, actions and causes of actions, liabilities, fines, penalties,  judgments, expenses and attorney fees, resulting from the injury or death of any person or the damage to or destruction of property, or the infringement of any patent, copyright, trademark or trade secret, arising out of the work performed or goods provided under this Contract, or the Vendor’s violation of any law, ordinance or regulation, contract provision or term, or condition of regulatory authorization or permit, except for damages resulting from the sole negligence of the City.  As to the City of Seattle, the Vendor waives any immunity it may have under RCW Title 51 or any other Worker’s Compensation statute.  The parties acknowledge that this waiver has been negotiated by them, and that the contract price reflects this negotiation.


26. Insurance


Except as specified otherwise, Vendor shall obtain at time of award and maintain in force, minimum coverages and limits of liability of insurance specified below.  If the Vendor fails to obtain or maintain these coverages, the City may withdraw its intent to award.  All costs are borne by the Vendor.


26.1. MINIMUM COVERAGES AND LIMITS OF LIABILITY. Vendor shall at all times during the term of this Contract maintain continuously, at its own expense, minimum insurance coverages and limits of liability as specified below:


26.1.1. Commercial General Liability (CGL) insurance, including:






- Premises/Operations







- Products/Completed Operations






- Personal/Advertising Injury






- Contractual 





- Independent Contractors 



- Stop Gap/Employers Liability



with minimum limits of liability of $1,000,000 each occurrence combined single limit bodily injury and property damage (“CSL”), except:






$1,000,000    Personal/Advertising Injury



$1,000,000    each accident/disease/employee Stop Gap/Employer’s Liability



26.1.2.  Automobile Liability insurance, including coverage for owned, non-owned, leased or hired vehicles with a minimum limit of liability of $1,000,000 CSL.


26.1.3.  Worker’s Compensation for industrial injury to Vendor’s employees in accordance with the provisions of Title 51 of the Revised Code of Washington. 


26.1.4.  Professional Liability Errors and Omissions, with coverage of not less than $1 million per occurrence/$2 million general aggregate.


26.2. CITY AS ADDITIONAL INSURED.  The City of Seattle shall be included as an additional insured under CGL and Automobile Liability insurance for primary and non-contributory limits of liability.


26.3. NO LIMITATION OF LIABILITY.  The limits of liability specified herein in subparagraph 27.1  are minimum limits of liability only and shall not be deemed to limit the liability of Vendor or any Vendor insurer except as respects the stated limit of liability of each policy.  Where required to be an additional insured, the City of Seattle shall be so for the full limits of liability maintained by Vendor, whether such limits are primary, excess, contingent or otherwise.


26.4. MINIMUM SECURITY REQUIREMENT.  All insurers must be rated A- VII or higher in the current A.M. Best's Key Rating Guide and licensed to do business in the State of Washington unless coverage is issued as surplus lines by a Washington Surplus lines broker.


26.5. SELF-INSURANCE.  Any self-insured retention not fronted by an insurer must be disclosed.  Any defense costs or claim payments falling within a self-insured retention shall be the responsibility of Vendor.


26.6. EVIDENCE OF COVERAGE. Prior to performance of any scope of work under this Contract, Vendor shall provide certification of insurance acceptable to the City evidencing the minimum coverages and limits of liability and other requirements specified herein.  Such certification must include a copy of the policy provision documenting that the City of Seattle is an additional insured for commercial general liability insurance on a primary and non-contributory basis.  Certification should be issued to The City of Seattle, Risk Management Division, Seattle, WA and shall be delivered in electronic form either as an email attachment to riskmanagement@seattle.gov or faxed to (206) 470-1270.



27. Review of Vendor Records


Vendor and its Subcontractors shall maintain books, records, documents and other evidence relating to this Contract, including but not limited to protection and use of City’s Confidential Information, and accounting procedures and practices which sufficiently and properly reflect all direct and indirect costs of any nature invoiced in the performance of this Contract.  Vendor shall retain all such records for six (6) years after the expiration or termination of this Contract.  Records involving matters in litigation related to this Contract shall be kept for six (6) years from the date of expiration or termination of this Contract whichever is later.



All such records shall be subject at reasonable times and upon prior notice to examination, inspection, copying or audit by personnel so authorized by the City’s Contract Administration and/or the Office of the Auditor and federal officials so authorized by law, rule, regulation or contract, when applicable, at no additional cost to the City.  During this Contract’s term, Vendor shall provide access to these items at a mutually agreeable time and place.  Vendor shall be responsible for any audit exceptions or disallowed costs incurred by Vendor or any of its Subcontractors. Vendor shall incorporate in its subcontracts this section’s records retention and review requirements.



It is agreed that books, records, documents and other evidence of accounting procedures and practices related to Vendor’s cost structure, including overhead, general and administrative expenses, and profit factors shall be excluded from City’s review unless the cost or any material issue under this Contract is calculated or derived from these factors.



28.  Independent Contractor 


The relationship of Vendor to The City by reason of this Contract shall be that of an independent Vendor.  This Contract does not authorize Vendor to act as the agent or legal representative of the City for any purpose whatsoever.  Vendor is not granted any express or implied right or authority to assume or create any obligation or responsibility on behalf of or in the name of The City or to bind The City in any manner or thing whatsoever.



It is the intention and understanding of the Parties that Vendor shall be an independent Vendor and that the City shall be neither liable for nor obligated to pay sick leave, vacation pay or any other benefit of employment,  nor to pay any social security or other tax that may arise as an incident of employment.  The Vendor shall pay all income and other taxes as due.  Industrial or other insurance that is purchased for the benefit of the Vendor shall not be deemed to convert this Contract to any employment contract.  It is recognized that Vendor may or will be performing professional Work during the term for other parties and that The City is not the exclusive user of the Work that Vendor will provide.



29. Assignment and Subcontracting


Neither part shall assign or subcontract any of its obligations under this Contract without mutual written consent, which shall not be granted or withheld without reasonable cause.  Any subcontract made by Contractor shall incorporate by reference all the terms of this Contract except for Equal Benefit provisions. Contractor shall ensure that all subcontractors comply with the obligations and requirements of the subcontract, except for Equal Benefit provisions.  Seattle’s consent to any assignment or subcontract shall not release the Contractor from liability under this Contract, or from any obligation to be performed under this Contract, whether occurring before or after such consent, assignment, or subcontract. 



30. No Conflict of Interest.



Contractor confirms that Contractor does not have a business interest or a close family relationship with any City officer or employee who was, is, or will be involved in the Contractor selection, negotiation, drafting, signing, administration, or evaluating the Contractor's performance.  



31. No Gifts or Gratuities.



Contractor shall not directly or indirectly offer anything of value (such as retainers, loans, entertainment, favors, gifts, tickets, trips, favors, bonuses, donations, special discounts, work or meals) to any City employee, volunteer or official, that is intended, or may appear to a reasonable person to be intended, to obtain or give special consideration to the Vendor.  Promotional items worth less than $25 may be distributed by the vendor to City employees if the Vendor uses the items as routine and standard promotions for business. Any violation of this provision may result in termination of this Contract.  Nothing in this Contract prohibits donations to campaigns for election to City office, so long as the donation is disclosed as required by the election campaign disclosure laws of the City and of the State.


32. Current and Former City Employees, Officers, and Volunteers.



Throughout the life of the contract, Contractor shall provide written notice to City Purchasing and the City Project Manager of any current or former City employees, officials or volunteers, that are working or assisting on solicitation of City business or on completion of the awarded contract.  The Vendor must be aware of the City Ethics Code, Seattle Municipal Code 4.16 and advise Contractor workers as applicable.



33. Contract Workers with 1,000 Hours



Throughout the life of the Contract, Contractor shall provide written notice to City Purchasing and the City Project Manager of any contract worker that shall perform more than 1,000 hours of contract work for the City within a rolling 12-month period.  Such hours include those that the contract worker performs for the Contract, and any other hours that the worker performs for the City under any other contract.  Such workers are subject to the requirements of the City Ethics Code, Seattle Municipal Code 4.16.  The Contractor shall advise their Contract workers as applicable.



34. Errors & Omissions:  Correction


Vendor shall be responsible for the professional quality, technical accuracy, and the coordination of all designs, drawings, Statement of Work, and other services furnished by or on the behalf of the Vendor under this Contract.  The Vendor, without additional compensation, shall correct or revise any errors or omissions in the designs, drawings, Statement of Work, and/or other Vendor services immediately upon notification by The City.  The obligation provided for in this section with respect to any acts or omissions during the term of this Contract shall survive any termination or expiration of this Contract and shall be in addition to all other obligations and liabilities of the Vendor.


35. Data Storage and Retention


Vendor agrees to store and retain City data in accordance with City record retention requirements for the type of data being stored, or to work with the City to develop a plan to meet those requirements through alternate means.  


36. Confidentiality 


36.1. Vendor’s Confidential Information:


36.1.1. The Vendor understands that any records (including but not limited to bid or proposal submittals, the Contract,  and any other contract materials) it submits to the City, or that are used by the City even if the Contractor possesses the records, are public records under Washington State law, RCW Chapter 42.56. Public records must be promptly disclosed upon request unless a statute exempts them from disclosure. The Vendor also understands that even if part of a record is exempt from disclosure, the rest of that record generally must be disclosed.



36.1.2. If the City receives a public disclosure request made pursuant to RCW 42.56, the City will not assert an exemption from disclosure on behalf of the Contractor. For materials that the Vendor has properly marked, the City may notify the Contractor of the request and postpone disclosure for ten business days to allow the Contractor to file a lawsuit seeking an injunction preventing the release of documents pursuant to RCW 42.56.540.  Any notification is provided as a courtesy and is not an obligation on behalf of the City. Unless the Contractor obtains and serves an injunction upon the City before the close of business on the tenth business day after the date of the notification, the City may release the documents. It is the Contractor’s discretionary decision whether to file the lawsuit.



36.1.3. In order to request that material not be disclosed until receipt of notification of a public disclosure request, you must identify the specific materials and citations very clearly on the City Vendor Questionnaire that you believe are exempt from disclosure.  The City will not withhold material for notification if the Contractor simply marked confidential on the document header, footer, stamped on all pages, or offered a generic statement that the entire document is protected.  Only material specifically listed and properly cited on the Vendor Questionnaire will be temporarily withheld until the City provides notification of a public disclosure request.   



36.1.4. If the Contractor does not obtain and serve an injunction upon the City within 10 business days of the date of the City’s notification of the request, the Contractor is deemed to have authorized releasing the record.



36.1.5. If the Contractor does not submit a request within the Vendor Questionnaire, the Contractor is deemed to have authorized releasing any and all information submitted to the City. 



36.1.6. Notwithstanding the above, the Contractor must not take any action that would affect (a) the City’s ability to use goods and services provided under this Contract or (b) the Contractor’s obligations under this Contract.



36.1.7. The Contractor will fully cooperate with the City in identifying and assembling records in case of any public disclosure request.



36.2.  City’s Confidential Information:  



36.2.1. The following are hereby designated to be the City’s Confidential Information:  the City’s Data (including , but not limited to records, files, forms, documents, and other data regardless of format), meta-Data either described or embedded in the Data and City documents, City employee information including but not limited to names, address, Social Security numbers, e-mail addresses, telephone numbers, financial profiles, credit card information, driver’s license numbers, medical data, law enforcement records, and such other Confidential information as may be designated by the City to the Vendor.  


36.2.2. Except for disclosure of the City’s Confidential Information to the City in order to comply with RCW 42.56, the Vendor shall maintain all Confidential Information of the City in strict confidence, at least to the same extent as it protects the confidentiality of its own confidential information of like kind, but in no event with less than reasonable care.  


36.2.3. Vendor shall not at any time use, publish, sell, reproduce or disclose any Confidential Information, except for disclosure to the City in order to comply with RCW 42.56 and except to authorized officers, employees, contractors and agents requiring such information under confidentiality requirements in accordance with Appendix ____Non-Disclosure Agreement.(Optional)  The use or disclosure by Vendor of any City information not necessary for, or directly connected with, the performance of Vendor’s responsibility with respect to Services is prohibited except upon the express written consent of the City.


36.2.4. The Vendor shall take all steps necessary, including without limitation oral and written instructions to all authorized officers, employees, contractors and agents to safeguard the City’s Confidential Information in accordance with applicable federal and State law and regulation and this Contract against unauthorized disclosure, reproduction, publication or use, and to satisfy their obligations under this Contract.  


36.2.5. The Vendor, and its officers, employees, contractors and agents shall at all times comply with all security standards, practices, and procedures which are equal to or exceed those of the City with respect to information and materials which come into the Vendor’s possession


36.2.6. The Vendor shall not move the City’s confidential information to another geographical location without the City’s written permission.


36.2.7. The City reserves the right to monitor, audit or investigate Vendor’s use of the City’s Confidential Information collected, used, or acquired by Vendor under this Contract.


36.2.8. The Vendor shall immediately report to the City any and all unauthorized disclosures or uses of the City Confidential Information of which it or its officers, employees, employees, contractors and agents is aware or has knowledge.  The Vendor acknowledges that any publication or disclosure of City Confidential Information to others may cause immediate and irreparable harm to the City.  If the Vendor should publish or disclose such Confidential Information to others without authorization, the City shall immediately be entitled to injunctive relief or any other remedies to which it is entitled under law or equity without requiring a cure period.


36.2.9. The use or disclosure by Contractor of any City information not necessary for, nor directly connected with, the performance of Contractor’s responsibility with respect to Services is prohibited, except upon the express written consent of the City


37. Publicity



No news release, advertisement, promotional material, tour, or demonstration related to the City’s purchase or use of the Vendor’s product or any work performed pursuant to this Contract shall be produced, distributed or take place without the prior, specific approval of the City’s Project Manager or his/her designee.


38. Interlocal Agreement Act


RCW Chapter 39.34 allows cooperative purchasing between public agencies, non profits and other political subdivisions.  Public agencies that file an Intergovernmental Cooperative Purchasing Agreement with the City of Seattle may purchase from Contracts established by the City.  The seller agrees to sell additional items at the bid prices, terms and conditions, to other eligible governmental agencies that have such agreements with the City.  The City of Seattle accepts no responsibility for the payment of the purchase price by other governmental agencies.  Should the Vendor require additional pricing for such purchases, the Vendor is to name such additional pricing upon Offer to the City.


39. Background Checks



The City may require background/criminal checks during the term of the Contract for essential City purposes.  The City does not intend to request background checks/verifications unless essential in the opinion of the City.  For example:  For hosted systems, and similar services, due to the confidential nature of the information and materials which will be accessible to Vendor, the City, may also conduct a reference check, background/criminal check on Vendor Staff (which may include officers, employees, subcontractors and agents).to be used to provide the Services.  The City reserves the right in its sole discretion to reject any proposed Staff as a result of information produced by such reference checks, background checks, or additional sources of information.  Note that, in particular, Seattle City Light has regulatory requirements promulgated by organizations with jurisdiction over Seattle City Light, which require any contract worker that has access to certain locations/systems/data (“SCL Designated Access”) to undergo a background/criminal check before that worker can have authorized cyber or authorized unescorted physical access to those locations/systems/data. The requirements apply to all Vendor workers and mandate an appropriate Personnel Risk Assessment and security awareness training as directed by Seattle City Light.  


This section covers background/criminal checks for Vendor workers before they work on certain City tasks, systems and/or locations, to include the discovery and verification of criminal convictions and civil findings.  The City may, at its option, determine that only a criminal history check will be performed.  This section also covers the requirements if cyber security training is required.



If the City notifies the Vendor to undergo background/criminal checks or cyber security training for vendor workers, the following shall apply.



39.1. GENERAL REQUIREMENTS 



39.1.1. The City shall alert the Vendor that the contract task is “High Security” at the time the work request is made to the Vendor or as soon as practical thereafter.



39.1.2. Should the Vendor believe it cannot meet these obligations by the scheduled work start dates, the Vendor may seek mutual agreement to a revised start date, or if none is reached, decline the work.



39.1.3. The City may require that any Vendor worker receiving SCL Designated Access undergo a background/criminal history check and receive appropriate cyber security training.  The Seattle Police Department (SPD) shall conduct all criminal history checks for Seattle Police Department services.  



39.1.4.  The Vendor shall provide a list of names, specified identification information (social security number, birth date and address) and a release signed by the worker for the City to perform a background/criminal history check.  Vendor must provide the information to the City before any worker will receive be cleared for work.  The list must be submitted at a date mutually agreed upon.    



39.1.5. The City will conduct a background check using either the Seattle Police Department or any agency with whom the City selects.  The City will review the resultant background/criminal history check results.  The City shall notify the Vendor of acceptance or rejection of personnel in a timely manner.   The City will perform the background check at City cost.



39.1.6. For workers rejected by the City, the Vendor will submit to the City alternative names for background checks.  Vendor will submit those names promptly, as mutually agreed upon between the Vendor and the City. 



39.1.7. The Vendor has responsibility to obtain City approval for a sufficient quantity of personnel to provide adequate coverage during the contract term.   The City may allow the Vendor to submit a greater number of individuals for background checks and approval than is necessary to accomplish the contract tasks, in order to assure adequate coverage for the contract work (i.e. receive authorization for back-up crew members in the event of an absence by a scheduled crew member).



39.1.8. Notwithstanding the schedules and responsibilities herein, the City and the Vendor may need to consider individuals for emergency replacement in the event a worker cannot perform or is terminated.  In such event, the City may allow the Vendor to submit additional names in anticipation of such future need.  



39.1.9. The City shall not unreasonably withhold approval of such individuals, although the City is not under the obligation to accept individuals that would otherwise be rejected as not suitable.



39.1.10. The Background/Criminal check must be renewed every four years for vendor workers.  If the worker was required by the City to undergo a background check and/or cyber security training, the Vendor must likewise notify the City when that worker approaches four years.  This notice to the City must be no less than sixty (60) days before the end of the four-year period. At that time, to comply with appropriate regulatory requirements, the City may require another background check/criminal.



39.1.11. The Vendor shall provide to the City, no less than eight (8) hours from when the status change becomes effective, notice of any Vendor worker who is: (i) reassigned or no longer requires Designated Access to perform the contract tasks, or (ii) terminated by the Vendor for any reason. In no case shall such notice be greater than eight (8) hours.



39.1.12. The Vendor shall immediately notify the City Project Manager to report if a worker has a change in criminal history or background status.  The City may initiate a new background/criminal check for this or other cause during the term of the worker’s access to the City.



39.1.13. For furniture moves, on the day(s) of service, at the job site, the Crew Chief is to submit the names of those present at the job site to the City Building Service Manager.  The City Project Manager is responsible for rejecting any individuals that have not been approved by the City.  Should such a rejection result in a failure by the Vendor to meet the Vendor obligations for a crew of sufficient size to complete the move, the Vendor assumes all resulting liabilities and damages in accordance with the contract and all terms and conditions.



39.2. CYBER TRAINING REQUIREMENTS



The City may require that any Vendor worker receive appropriate cyber security training.  Such workers must receive cyber security training once each year they work under the contract.



39.3. ROUTINE ELEMENTS OF A BACKGROUND/CRIMINAL REPORT



Routine background/criminal history check reports shall include identity verification (e.g. social security number verification) and a search of records from any federal, state or county court in the United States, an international records search, and records of all convictions or releases from prison within the last ten (10) years.



39.4. NON-ROUTINE ELEMENTS OF A BACKGROUND/CRIMINAL REPORT



39.4.1. The City may search for dependency actions.



39.4.2. The City may search for information on protection proceedings related to sex offender, assault, abuse, or exploitation of a minor, developmentally disabled person, or vulnerable adult, or domestic relations proceedings.



39.4.3. The City may search for additional information detail, as determined by the City, above and beyond the scope of a routine background/criminal history check as defined in Section C, General requirements.



39.4.4. If the required access for the worker is subject to NERC, the City will require all workers to undergo annual Cyber Security Training offered by Seattle City Light.  The workers will be paid for the time they spend in such training.  If this requirement applies, the City will require the Vendor to submit a list of such workers and their status of Cyber Training annually upon contract anniversary. 



39.5. SECURITY ACCESS REQUIREMENTS



39.5.1. VENDOR USE OF PREMISES



39.5.1.1. Vendor workers shall have only limited use of the premises for work, storage, access, and equipment.



39.5.1.2. Material/equipment staging areas will be limited to floors and areas designated within the Scope of Work.  Maintain clear access to site and building entrances.



39.5.1.3. Driveway use will be limited to loading and unloading only.



39.5.1.4. For furniture moves, the vendor shall be granted the use of up to two parking spaces in the Seattle Municipal Tower parking structure to be paid by the vendor.   Arrangements for the use of these two spaces must be made through the Building Management.  Other parking spaces in the structure are available at the regular rates.  Special parking arrangements may be made through IMPARK Inc., the garage operator at 628-9042.



39.5.1.5. Restrooms may have restricted access, as appropriate to the Scope of Work.



39.5.1.6. All workers who must provide services or delivery at a SCL facility must obtain prior permission from SCL and make arrangements for an SCL escort while on the facility site.



39.5.2. RELATED REQUIREMENTS AND DOCUMENTS



39.5.2.1. All Vendor employees at the job site shall wear identification that is prominent and clearly marked, which clearly identifies the individual as an employee with the building services company.



39.5.2.2. When appropriate, Vendors will be issued a Departmental Identification/Access Badge, for the designated contract period, giving them access to the facility for which they require access.  These Identification/Access Badges will be returned to the Department at the completion of the contract.



39.5.3. WORK AREA



39.5.3.1. Confine operations and storage to the designated work area.  Maintain the work area and building clean and in an orderly manner.



39.5.3.2. Safety Procedures:  Implement safety procedures as required by the Contract Documents, local codes and laws to ensure the safety of all site personnel and visitors to the site.



39.5.4. TEMPORARY CONTROLS




Vendor shall be responsible for proper supervision of personnel to prevent damage, loss or other unauthorized damage as a result of the work performed by the Contractor.  



40. Dispute Resolution


The parties shall endeavor to resolve any dispute or misunderstanding that may arise under this Contract concerning Vendor’s performance or City’s obligations between the Vendor’s representative and the City’s representative.  Either party may discontinue such discussions and may then pursue other means to resolve such disputes, or may by mutual agreement pursue other dispute alternatives such as alternate dispute resolution processes. Nothing in this dispute process shall in any way mitigate the rights, if any, of either party to terminate the Contract for cause or convenience.



The City and the Vendor agree that, the existence of a dispute notwithstanding, they will continue without delay to carry out all their respective responsibilities under this Contract that are not affected by the dispute.  If the subject of the dispute is the amount due and payable by the City for Services being provided by Vendor, Vendor shall continue providing Services pending resolution of the dispute provided City pays Vendor the amount the City, in good faith, believes is due and payable



41. Termination


41.1. For Cause:  The City may terminate this Contract if the Vendor is in material breach of any of the terms of this Contract, and such breach has not been corrected to the City’s reasonable satisfaction in a timely manner.



41.2. For City’s Convenience:  The City may terminate this Contract at any time, without cause and for any reason including the City’s convenience, upon written notice to the Vendor.  



41.3. Nonappropriation of Funds:  The City may terminate this Contract at any time without notice due to nonappropriation of funds, whether such funds are local, state or federal grants, and no such notice shall be required notwithstanding any notice requirements that may be agreed upon for other causes of termination.



41.4. Acts of Insolvency:  The City may terminate this Contract by written notice to Vendor if the Vendor becomes insolvent, makes a general assignment for the benefit of creditors, suffers or permits the appointment of a receiver for its business or assets, becomes subject to any proceeding under any bankruptcy or insolvency law whether domestic or foreign, or is wound up or liquidated, voluntarily or otherwise. 



41.5. Termination for Gratuities and/or Conflict of Interest:  The City may terminate this Contract by written notice to Vendor if The City finds that a conflict of interest exists in violation of the city Ethics Code, or that any gratuity in the form of entertainment, a gift, or otherwise, was offered to or given by the Vendor or any agent therefore to any City official, officer or employee.



41.6. Notice:  The City is not required to provide advance notice of termination.  Notwithstanding, the City may issue a termination notice with an effective date later than the termination notice itself.  In such case, the Vendor shall continue to provide products and services as required by the City until the effective date provided in the termination notice. 



41.7. Actions Upon Termination:  In the event of termination not the fault of the Vendor, the following shall apply:



41.7.1. Upon termination, the Vendor shall wind down and cease its services as quickly and efficiently as reasonably possible, without performing unnecessary services or activities and by minimizing negative effects on the City from such winding down and cessation of services. 



41.7.2. Vendor shall be paid for all products and services that have been ordered and accepted prior to the effective termination date or ordered before the effective termination date and ultimately accepted by the City, together with any reimbursable expenses then due.



41.7.3. For System development projects, Vendor shall be paid for progress performed that has been accepted by the City on or prior to the effective termination date, but in no event shall such compensation exceed the maximum compensation to be paid under the Contract.  


41.7.4. Vendor agrees that such payment shall fully and adequately compensate Vendor and all subs for all profits, costs, expenses, losses, liabilities, damages, taxes, and charges of any kind whatsoever (whether foreseen or unforeseen) attributable to the termination of this Contract. 


41.7.5.   Vendor shall provide to the City all City-owned data, Property and Deliverable in the possession of either the Vendor within (X) business days, in the format originally used by the City prior to conversion and upload to the vendor, or in a format mutually agreed to by both the vendor and the City.  Where applicable, the Vendor shall provide the most current design documents, contract documents, writings and other product it has completed to the date of termination, along with copies of all project-related correspondence and similar items.  The City shall have the same rights to use these materials as if termination had not occurred.  
 In the event this Contract expires or is terminated for any reason, the City shall retain its rights in all Products, services and system progress that is in transit or delivered prior to the effective termination date.



41.8. Transition Support:  Vendor shall provide for a reasonable, mutually agreed period of time after the expiration or termination of this Contract, all reasonable transition assistance requested by the City, to allow for the expired or terminated portion of the services to continue without interruption or adverse effect, and to facilitate the orderly transfer of such Services to the City or its designees.  Such transition assistance will be deemed by the parties to be governed by the terms and conditions of this Contract, except for those terms or conditions that do not reasonably apply to such transition assistance.  The City shall pay Vendor for any resources utilized in performing such transition assistance at the rates in Exhibit___, Statement of Work.  


41.9. Actions for Non-Funding:



· The parties acknowledge and agree that this Contract is dependent upon the availability of City funding.  If funding to make payments in accordance with the provisions of this Contract is not available for this Contract, or is not allocated or allotted to the City for this Contract for periodic payment in the current or any future fiscal period, then the obligations of the City to make payments after the effective date of such non-allocation or non-funding will cease and terminate.


· If funding to make payments in accordance with the provisions of this Contract is delayed or is reduced from the City for this Contract, or is not allocated or allotted in full to the City for this Contract for periodic payment in the current or any future fiscal period, then the obligations of the City to make payments will be delayed or be reduced accordingly or the City shall have the right to terminate this Contract as provided in Section 42.c, Nonappropriation of Funds. 


· If such funding is reduced, the City in its sole discretion shall determine which aspects, if any, of this Contract shall proceed and which Services shall be performed, with Contractor’s Charges for such Services and Purchase Prices for associated Deliverables determined in accordance with those in the Statement of Work.  In these situations, the City will pay the Vendor for Services and Deliverables and certain of its costs in accordance with the terms of Section 42.g.  Any obligation to pay by the City will not extend beyond the end of the City’s then‑current funding period.


42. Force Majeure– Suspension and Termination



This section applies in the event that either party is unable to perform the obligations of this contract because of a Force Majeure event as defined herein, to the extent that the Contract obligations must be suspended in full.  A Force Majeure event is an event that prohibits performance and is beyond the control of the party.  Such events may include natural or man-made disasters, or an action or decree of a superior governmental body, which prevents performance.



Force Majeure under this Section shall only apply in the event that performance is rendered not possible by either party or its agents.  Should it be possible to provide partial performance that is acceptable to the City under Section #2 (Emergencies or Disasters), Section #2 below shall instead be in force.



Should either party suffer from a Force Majeure event and is unable to provide performance, such party shall give notice to the remaining party as soon as practical and shall do everything possible to resume performance. 



Upon receipt of such notice, the party shall be excused from such performance as is affected by the Force Majeure Event for the period of such Event.  If such Event affects the delivery date or warranty provisions of this Contract, such date or warranty period shall automatically be extended for a period equal to the duration of such Event.



43. Major Emergencies or Disasters:   


The City may undergo an emergency or disaster that may require the Vendor to either increase or decrease quantities from normal deliveries, or that may disrupt the Vendor’s ability to provide normal performance.  Such events may include, but are not limited to, a storm, high wind, earthquake, flood, hazardous material release, transportation mishap, loss of any utility service, fire, terrorist activity or any combination of the above.  In such events, the following shall apply.



43.1. The City shall notify the Vendor that the City is experiencing an emergency or disaster, and will request emergency and priority services from the Vendor.



43.2. Upon such notice by the City, the Vendor shall provide to the City goods and/or services in the quantities and schedule specified by the City, following the conditions named in this Section.



43.3. The City of Seattle shall be the customer of first priority for the Vendor.  The Vendor shall provide its best and priority efforts to provide the requested goods and/or services to the City of The City in as complete and timely manner as possible.  Such efforts by the Vendor are not to be diminished as a result of Vendor providing service to other customers.  



43.4. If the Vendor is unable to respond in the time and/or quantities requested by the City, the Vendor shall make delivery as soon as practical.  The Vendor shall immediately assist the City to the extent reasonable, to gain access to such goods and/or services. This may include:



43.5. Coordinating with other distributors or subsidiaries beyond those in the local region to fulfill order requests; 



43.6. Offering the City substitutions provided the Vendor obtains prior approval from the City for such substitution.



43.7. The Vendor shall charge the City the price determined in this Contract for the goods and services provided, and if no price has been determined, it shall charge the City a price that is normally charged for such goods and/or services (such as listed prices for items in stock).  However, in the event that the City’s request results in the Vendor incurring unavoidable additional costs and causes the Vendor to increase prices in order to obtain a fair rate of return, the Vendor shall charge the City a price not to exceed the cost/profit formula found in this Contract. 



44. Debarment



In accordance with SMC Ch. 20.70, the Director of Finance and Administrative Services or designee may debar a Vendor from entering into a Contract with the City or from acting as a sub on any Contract with the City for up to five years after determining that any of the following reasons exist: 


44.1. Vendor has received overall performance evaluations of deficient, inadequate, or substandard performance on three or more City Contracts.



44.2. Vendor failed to comply with City ordinances or Contract terms, including but not limited to, ordinance or Contract terms relating to small business utilization, discrimination, prevailing wage requirements, equal benefits, or apprentice utilization.  



44.3. Vendor abandoned, surrendered, or failed to complete or to perform work on or in connection with a City Contract.  



44.4. Vendor failed to comply with Contract provisions, including but not limited to quality of workmanship, timeliness of performance, and safety standards. 



44.5. Vendor submitted false or intentionally misleading documents, reports, invoices, or other statements to the City in connection with a Contract. 



44.6. Vendor colluded with another Vendor to restrain competition. 



44.7. Vendor committed fraud or a criminal offense in connection with obtaining, attempting to obtain, or performing a Contract for the City or any other government entity.



44.8. Vendor failed to cooperate in a City debarment investigation. 



44.9. Vendor failed to comply with SMC 14.04, SMC Ch. 14.10, SMC Ch. 20.42, or SMC Ch. 20.45, or other local, State, or federal non-discrimination laws. 



The Director may issue an Order of Debarment following the procedures specified in SMC 20.70.050.   The rights and remedies of the City under these provisions are in addition to any other rights and remedies provided by law or under the Contract. 


45. Recycle Products Requirements



As required by Seattle Municipal Code 20.60, whenever practicable, Vendor shall use reusable products, recyclable products and recycled-content products including recycled content paper on all documents submitted to the City.  


Vendors are to duplex all materials that are prepared for the City under this Contract, whether such materials are printed or copied, except when impracticable to do so due to the nature of the product being produced.  Vendors are to use 100% post consumer recycled content, chlorine-free paper in such products that are produced for the City, whenever practicable, and to use other paper-saving and recycling measures in business they conduct with and for the City.  This directive is executed under the Mayor's Executive Order, issued February 13, 2005.


46. Section Headings, and Sub-Headings, Incorporated Documents and Order of Precedence



46.1. The headings used herein are inserted for convenience only and do not define or limit the contents.


46.2. No verbal agreement or conversation between any officer, agent, associate or employee of The City and any officer, agency, employee or associate of the Vendor prior to the execution of this Contract shall affect or modify any of the terms or obligations contained in this Contract.


46.3. The following documents are incorporated by reference into this Contract.  Where there is conflict or gap among these documents, the controlling document will be resolved in the following order of precedence (first listed being the precedent):



46.3.1. Applicable federal, state and local  statutes, laws and regulations;



46.3.2. This Contract



46.3.3. All Attachments to this Contract including Statement of Work, Service Level Agreement, Confidentiality Agreement


46.3.4. Work Oders



46.3.5. RFP issued by the City



46.3.6. Vendor Proposal Response



46.3.7. Work Ordersued, if any; and



46.3.8. Vendor or manufacturer publications or written materials Vendor made available to City and used to effect the sale.



47. Entire Agreement



This Contract sets forth the entire agreement between the parties with respect to the subject matter hereof.  No changes to provisions, price, quality, or Statement of Work of this Contract will be effective without the written consent of both parties.



48. Authority for Modifications and Amendments


The Parties hereto reserve the right to make amendments or modifications to this Contract by written agreement, signed by an authorized representative of each party. No modification, amendment, alteration, or waiver of any section or condition of this Contract shall be effective or binding unless it is in writing and signed by the City RFP Coordinator and Vendor Contracting Officer.  Only the City RFP Coordinator shall have the express, implied, or apparent authority to alter, amend, modify, add, or waive any section or condition of this Contract on behalf of the City.



49. Severability


If any term or provision of this Contract is determined by a court of competent jurisdiction to be invalid or unenforceable, the remainder of this Contract shall not be affected thereby, and each term and provision of this Contract shall be valid and enforceable to the fullest extent permitted by law.


50. Miscellaneous Provisions 


50.1. Binding Contract:  This Contract shall not be binding until signed by both parties.  The provisions, covenants and conditions in this Contract shall bind the parties, their legal heirs, representatives, successors, and assigns.


50.2. Applicable Law/Venue:  This Contract shall be construed and interpreted in accordance with the laws of the State of Washington.  The venue of any action brought hereunder shall be in the Superior Court for King County.


50.3. Modifications:  Only the City’s Purchasing Buyer shall have the authority to alter, amend, modify, or waive any clause or condition of this Contract on behalf of the City.  Furthermore, any alteration, amendment, modification, or waiver of any clause or condition of this Contract is not effective or binding until made in writing and signed by the purchasing agent(s) authorized by the City Project Director or authorized delegate in writing as aforesaid and Contractor, unless otherwise provided herein


50.4. Remedies Cumulative:  Rights under this Contract are cumulative and nonexclusive of any other remedy at law or in equity.  


50.5. Waiver:  No term or condition or breach thereof shall be deemed waived, except by written consent of the party against whom the waiver is claimed.  Any waiver of the breach of any term or condition shall not be deemed to be a waiver of any preceding or succeeding breach of the same or any other covenant, term or condition.  Neither acceptance by The City of Vendor performance nor payment to Vendor for any portion of Work shall constitute a waiver by The City of the breach or default of any term or condition unless expressly agreed to by The City in writing.


50.6. Negotiated Contract:  The parties acknowledge that this is a negotiated Contract, that they have had the opportunity to have this Contract reviewed by their respective legal counsel, and that the terms and conditions of this Contract are not to be construed against any party on the basis of such party's draftsmanship thereof.


50.7. Attorneys’ Fees:  Subject to the indemnification provisions set forth in this Contract, if any action or suit is brought with respect to a matter or matters covered by this Contract, each party shall be responsible for all its own costs and expenses incident to such proceedings, including reasonable attorneys’ fees.


50.8. Authority:  Each party represents that it has full power and authority to enter into and perform this Contract, and the person signing this Contract on behalf of each party has been properly authorized and empowered to enter into this Contract.  Each party further acknowledges that it has read this Contract, understands it, and shall be bound by it.



IN WITNESS WHEREOF, in consideration of the terms, conditions, and covenants contained herein, or attached and incorporated and made a part hereof, the parties have executed this Contract by having their authorized representatives affix their signatures below.



			 (Vendor)



By


			


			City of Seattle


By





			


			Signature

Date






			


			


			Signature
Date









			


			(Printed Name)






			


			


			Vivian Uno, City Purchasing Supervisor








			


			Title
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INTRODUCTION

The purpose of this handbook is to consolidate and define the policies that help
ensure the security and availability of City of Seattle information technology
systems and networks. It also helps ensure the confidentiality, integrity and
availability of electronic information captured, stored, maintained, and used by
the City of Seattle. It provides direction for compliance to federal and state
regulations, specifies appropriate practices, and defines custodial responsibilities
for records associated with City operations. This policy should be used as a
foundation document for all standards, procedures, and guidelines that are
developed and implemented by the City related to information systems security.

All Users of City computing services, resources and data are required to support
this effort by complying with all established policies, guidelines, and procedures.
This includes compliance with all related federal and state statutes and
regulations as required.

Prominent among these requirements is the City’s commitment to ensure that its
treatment, custodial practices, and uses of “Personally Identifiable Information”
(See SECTION 4. DEFINITIONS) are in full compliance with all related statutes
and regulations, and the City’s core values of maximizing trust, integrity and
respect for privacy.

It also is critically important to secure systems and networks from unauthorized
access, to prevent their use for illegal activities, and to prevent their unwarranted
destruction.

AUTHORITIES AND COMPLIANCE

The City of Seattle is a public entity. It has custodial responsibilities for a
significant and diverse amount of sensitive information. It holds business
contracts with a broad range of public and private organizations. It is the recipient
of federal and private grants. It owns, maintains and operates significant critical
infrastructures and services. All of these facts place significant burdens on the
City regarding the management and use of its extensive information systems
resources. Not least among these burdens are compliance requirements with
many State and Federal laws, regulations, and promulgated rules. Beyond strict
compliance requirements, the City must also understand and consider several
additional government and industry standards and best practices that contribute
to the objective of “due care.”

Some State and Federal statues and regulations that may directly or indirectly
affect City information systems security policy and operational guidelines can be
found in “Appendix A” attached to this policy handbook.
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The information contained in Appendix A is for the reader’s convenience only. It
should be understood that the City makes no representation as to the
completeness, accuracy, or currency of the materials.

In addition to the City’s compliance requirements, this policy also reflects the
City’s strong commitment to ethics and values that meet citizens’ high
expectations for responsible operations.

Successful compliance and protection of information systems assets requires all
computing system owners, operators, and users of City-owned computing and
network services, to read, understand, and support this “Information Systems
Security Policy Handbook” and all related operational policies and procedures.

APPLICABILITY

This Policy is applicable to all users (employees, contractors, and others) of City
computing systems, networks, digital information, and any other electronic
processing or communications related resources or services provided through
the City.

HANDBOOK ORGANIZATION

This handbook is organized in the following manner:

e Section 1 — All Policies (POL##)

e Section 2 — All related Procedures and Tasks (numbers corresponding to
applicable policy — PRO##)

e Section 3 — Guidelines (numbers corresponding to applicable procedures or

policy — GUI##)

Section 4 — Definitions

Section 5 — Document Control

Appendix A — Requlatory and Compliance References

Appendix B — Related Documents

Back to Table of Contents
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SECTION 1 - POLICY

POLO1 Responsibilities of the Office of Information Security
(OIS)

The Office of Information Security’s (OIS) primary role is to provide strategic
oversight, direction and coordination of a City-wide information systems security
program and compliance efforts. See PROO01 Office of Information Security
Tasks for details.

Back to Table of Contents

POLO02 Responsibilities of the Information Technology Security
Board

The Information Technology Security Board (ITSB) is an ad hoc committee whose
role is to provide oversight and direction regarding information systems security
and privacy assurance. The membership of the ITSB is composed of information
technology management and staff representing the various departments and key
administrative areas of the City’s operations. See PRO02 Information Technology
Security Board Tasks for details.

Back to Table of Contents

POLO3 Responsibilities of System Owners

System Owners (See SECTION 4. DEFINITIONS) play a critical role in the
protection of City Information Systems and data. They must manage and protect
the data systems they are responsible for. To do so they must ensure compliance
with information security policy and all statutory and regulatory requirements;
ensure confidentiality, integrity and availability of their systems; and support user
compliance with all City and departmental security policies. See PRO03 System
Owner Tasks for details.

Back to Table of Contents

POLO04 Responsibilities of Information Technology Managers

Information Technology Managers (See SECTION 4. DEFINITIONS) play a
critical role in the protection of City Information Systems and data. IT Managers
hold accountability for operational decisions about the use and management of a
computing system and support the responsibilities of System Owners as noted in
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POL03 Responsibilities of System Owners. See PR0O04 Information Technology
Managers Tasks for details.

Back to Table of Contents

POLO5 Responsibilities of System Administrators

System Administrators (See SECTION 4. DEFINITIONS) hold a unique and
powerful position in their relatively unfettered access to and maintenance of City
systems and data. They must understand and follow City and departmental
information security policy and observe the highest ethical and professional
standards at all times (see "System Administrator Code of Ethics" in Appendix
B). See PROO05 System Administrator Tasks for details.

Back to Table of Contents

POLO06 Responsibilities of Data Custodians

The role of the Data Custodians (See SECTION 4: DEFINITIONS) is to provide
direct authority and control over the management and use of specific information.
These individuals might be Supervisors, Managers, Department Heads, or
designated professional staff. They might serve dual roles as a System
Owner/Operator as well as a Data Custodian. They typically would not be the
technicians (system administrators) that support the related computer systems or
applications. They are responsible for following all security policy and guidelines
to protect and ensure the confidentiality of any sensitive data they control. See
PROO06 Data Custodian Tasks for details.

Back to Table of Contents

POLO7 Responsibilities of Users

All Users (See SECTION 4. DEFINITIONS) have a critical role in the effort to
protect and maintain City information systems and data. Users of City computing
resources and data must comply with all federal and state statutes, City
ordinances, and City and departmental policies. All Users are required to attend
and complete at least one information security awareness class or briefing and
provide proof of attendance to their personnel staff to be included in their
personnel record. See PRO07 User Tasks for detalils.

Back to Table of Contents
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POLO8 Monitoring of User Accounts, Files, and Access

1. The City reserves the right to monitor its information systems and
user activity. There is no guarantee of privacy of email, Internet
access, system logs, and electronic files related to individual City
computer and network accounts.

2. Inappropriate, unauthorized use or abuses of computing and
network resources are subject to monitoring and investigation by
authorized City staff.

3. Individuals and associated accounts under investigation are subject
to having their activities on City systems monitored and recorded.

4. In the course of monitoring individuals who are improperly using
these systems, or in the course of correcting system problems
caused by the unauthorized use, the activities and files of authorized
users may also be disclosed.

5. The City may specifically and without notice monitor the activity and
accounts of individual users including files, session logs, content of
communication and Internet access for adherence to the Acceptable
Use Policy - POL17 (See GUIO8 Monitoring of User Activity).

6. The City reserves the right to filter Internet access to preclude
dangerous or harmful website connections.

7. Evidence of criminal activity will be turned over to appropriate City
and law enforcement officials.

(See Records Retention information in Appendix B - Related
Documents).

Back to Table of Contents
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POL09 Administrative Access to City Information Systems

This policy applies to System Owners, Information Technology Managers (see
Section 4 - Definitions), or other City management that grant administrative
access to City IT Systems to any person or entity. Administrative access must
only be granted based on an established and documented business need. The
Procedure outlined in PRO09 Procedure for Granting Administrative Access to
City Information Systems must be followed.

Back to Table of Contents

POL10 Electronic Data and Records Management

1. All City System Owner/Operators, Data Custodians, and Users are
obligated to understand the nature and proper classification of the
data they generate, use, or store.

2. All City System Owner/Operators, Data Custodians, and Users(see
Section 4 - Definitions), are required to properly manage and protect
the confidentiality of private or sensitive electronic data they may be
using, transmitting, and storing. For classification quidelines and
best practices see GUI10A Classification of Data.

3. All City System Owner/Operators, Data Custodians, and Users are
required to understand and comply with all records retention laws
for any electronic data they may be using, transmitting, and storing.

NOTE: Be aware that the City Records Management Program (CRMP)
maintains specific records management information and offers
consultation to users and management on their retention obligations
under State law.

Back to Table of Contents

POL11 Electronic Data Breach Disclosure

A "reportable security breach" is defined by Washington State and Federal law.
The City of Seattle will comply with all applicable laws. See PRO11 Electronic
Breach Disclosure Procedure for details of the procedure to follow if a breach is
suspected.

Back to Table of Contents
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POL12 Access Controls

Access control measures required for establishing Users' access to any City
computing resources shall be commensurate with the functional nature and
degree of criticality of the computer systems, network resources, and data
involved. See GUI12B Access Control Measures for direction on how to assess
and define the appropriate security measures for computing systems.

1.

It is the responsibility of all System Owner/Operators and Data
Custodians to ensure that their systems are properly protected.

Systems are required to have a technical access control mechanism
(see GUI 12B).

All systems are required to have the capability to log basic
information about User access activity, system events and errors,
and access violation reports.

All system access accounts for Users must be based on a unique
identifier.

No shared accounts are allowed.

All Users' system access will be based on the "principle of least
privilege" and the "principle of separation of duties" (See Section 4 -

Definitions).

Computer applications that are developed for the system must be
developed and integrated to maintain individual user accountability
and audit capability.

Documented procedures must be in place for issuing, altering, and
revoking access privileges on shared systems.

Any vendor that requires access to City equipment must obtain
written permission from departmental IT Management (See PRO12
Setting up Vendor Access to the Network. See also related policy
POL21 Remote and Ad Hoc Connectivity).

10. Automatic Workstation Screen Locking - All City workstations must

automatically go into a password-protected screen-lock mode after
twenty (20) minutes of inactivity.

Back to Table of Contents
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POL13 Systems and Network Security

All systems and network security measures must be based on the functional
nature and degree of criticality of the computer systems, network resources, and
data involved. See GUI12A Assessing What Security Measures to Implement for
direction on how to define the appropriate security measures for computing
systems.

1.

It is the responsibility of all System Owner/Operators (see Section 4 -
Definitions) to ensure that they have implemented all necessary
Security measures.

Operating systems must be maintained with the timely application of
all related vender-issued patches (see GUI13A Operating System
Maintenance).

Desktop or laptop workstation computers must be deployed
following the City standard configuration (see STA13A
Desktop/Laptop Standards).

Where appropriate, systems must have anti-virus software and
maintain procedures for reqular signature updates (see GUI13C
Antivirus Measures).

Procedures must be maintained for reqular backup of all data and
system files necessary for recovery purposes (see GUI13D Backup,
Recovery and Data Retention).

All systems are required to have the capability to log basic
information about User access activity, system changes, and events,
and all event logs must be converted to syslog format to enable
central collection and monitoring. Web applications must create and
send syslogs to a centralized sysloq server. Infrastructure devices
must log to a Security Incident Management (SIM) device. Firewalls
and Intrusion Detection System sensors must route alerts to a SIM
device (see GUI13B Logging).

All systems must maintain a functioning and accurate system clock

Encryption capabilities and secure protocols must be available for
systems that contain, send or receive restricted or confidential data
(see GUI13F Encryption).
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9. Any transport of confidential or restricted data must use a secure
transport protocol and/or be encrypted using the Encryption
standards referred to in GUI1L3F Encryption.

10.All computing systems and servers hosted on City networks must
support proactive vulnerability probing and reporting (see GUI13E
Firewalls and Intrusion Detection Security).

11.System Owner/Operators (see Section 4 - Definitions) must ensure
that no function, application, or other computing process is executed
on their system(s) that uses an unreasonably large amount of
bandwidth on City networks

12.System Owner/Operators (see Section 4 - Definitions) must ensure
that no function, application, or other computing process is executed
on their system(s) that uses an unreasonably large amount of
bandwidth on City networks

13.USB connected, serial, or other portable devices are not allowed to
be connected to City systems unless and until an exception reguest
stating a leqgitimate business reason is received and accepted by the
Office of Information Security.

14.USB connected, serial, or other portable devices are inherently
insecure and thus are discouraged for use as storage for City
records, especially sensitive or confidential records (see above).

15.Unauthorized, non-City owned and managed network devices (i.e
firewalls, switches, routers) are not allowed to be connected to City
systems at any time.

16.Any device containing a modem or other external connection and
containing an operating system is not allowed to be connected to
City systems without a written exception approval from the Office of
Information Security (OIS). Exception requests will not be granted
unless these deployments adhere to strict configuration guidelines
as outlined in GUI13J Multifunction Device Configuration Guidelines.

17.No device may be connected to the City's network without express
approval of departmental management and City Networking Services
management. This approval must be in writing and a copy saved in
the departmental management's records storage for the appropriate
records retention period.
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18.System Owner/Operators (see Section 4 - Definitions) must display
security-warning banners prior to allowing the access logon process
to be initiated by Users (For an example see GUI13l Use of Security
Warning Banner).

19.All servers deemed critical to City business functions and/or
containing confidential or restricted data must have Host Intrusion
Detection/Intrusion Prevention systems installed with alerts routed
to a SIM device as noted in #8 above.

Back to Table of Contents
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POL14 Physical Security

As with logical security measures at the City, physical security measures
required for protecting City computing resources shall be commensurate with the
nature and degree of criticality of the computer systems, network resources, and
data involved.

1.

Physical access control measures must be implemented sufficient to
prevent City assets from unnecessary and unauthorized access, use,
misuse, vandalism, or theft (See GUI14 Physical Security Guidelines
for detailed guidance).

Certified smoke and fire alarm and fire suppression systems must be
in place for larger data centers, server rooms and telecommunication
closets and vaults.

Environmental control measures (power supply, heating, ventilation,
air conditioning, plumbing, physical location) must be in place and
monitored, tested and maintained reqularly.

Inventory Control measures must be implemented, such as asset
tags or other identification markings for tracking and accounting of

City assets.

The City must have secured off-site data/media storage and
procedures.

Specific procedures and security education for all Users of City
laptops, wireless services, and other mobile computing devices must
be instituted.

All specific tools, systems, or procedures implemented to meet
physical security requirements will be selected on the basis of its
ability to meet City specifications and performance requirements and
be purchased in compliance to the City's procurement policies and
procedures.

Back to Table of Contents
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POL15 Personnel Security Measures

1. When hiring employees for key technical positions, comprehensive
pre-employment screening must take place.

2. All pre-employment inquiries must be conducted in full compliance
with all official City and specific departmental policies and in full
compliance with all related state and federal laws.

3. New employees must be informed about their responsibilities and
the policies that apply.

4. All employees are required to complete yearly training on the basic
tenets of this information security policy.

5. All physical and logical access to computing and network facilities
and resources must be assigned with the principles of least privilege
and separation of duties applied (See Definitions - Section 4).

6. When terminating employees all City departments must establish
processes to quickly close and remove all system and network
privileges (See GUI15 Suggested Components of User Termination
Process for examples).

Related procedures regarding employee suspension, leave of
absence, long term illness or disability must also be established and
maintained.

Back to Table of Contents
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POL16 Policy Enforcement

Violators of this policy may be denied access to City computing and network
resources and may be subject to other civil suits and disciplinary action within
and outside the City. Violations of this policy will be handled in accordance with
the City’s established disciplinary procedures.

1.

If incidental violations of this policy are discovered, the City will take

appropriate actions to resolve the issue and violators may be subject

to disciplinary measures.

If violations of this policy initiated by careless or deliberate acts are
discovered, the City will take appropriate actions to resolve the issue
which may include disciplinary measures up to and including
separation of employment.

If violations of this policy are discovered that are illegal activities, the
City will notify appropriate authorities.

Any investigations of suspected policy violations must adhere to the
established Digital Investigation Procedures

The City reserves the right to pursue appropriate legal actions to
recover any financial losses suffered as the result of violations of

this policy.

Back to Table of Contents
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POL17 Acceptable Use of City Digital EQuipment, Internet
Access, Electronic Communications and Other Applications

The Citywide Acceptable Use Policy had been revised and
approved as of November 18, 2008. The PDF document is
located here.

POL18 Rules Specific to Electronic Communication Usage

1. Electronic communication (e-mail, IM, IRC, SMS) is a temporary medium
and, therefore, inappropriate for substantive policy messages

2. Electronic communications that contain substantive policy messages
must be archived either electronically or by printing out and saving a

hard copy.

3. Individual users may use methods for screening their e-mail (See
GUI18A Individual Screening of E-Mail )

4. Electronic communications sent to members of the public must be
consistent with the City's Online Privacy and Security Policy (See
GUI18B Guidance for Sending Public Electronic Communications. )

5. City departments and vendors acting on behalf of the City will not send
unsolicited emails to constituents or City employees over the public
Internet that ask them to reply with confidential information or that that
ask them to click on embedded links to City web self-service
transactions that require entry of confidential information.

6. Any City department providing public Internet self-service transactions
that collect confidential information is required to put a notice of the
policy as noted in #4 above, and warnings of prevalent spoofing and
phishing methods:; or alink to such a notice, on web pages that
describe or contain the self-service transactions.

7. Any City department that provides public Internet self-service
transactions that collect confidential information shall periodically
provide notices of City policies and warnings of prevalent spoofing and
phishing methods in regular constituent correspondence.

8. Any outgoing messages which do not reflect the official position of the
City of Seattle or the user's department must include the following
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disclaimer: "The opinions expressed here are my own and do not
necessarily represent those of the City of Seattle."

9. All general distribution messages must contain the name of the
approving authority (departmental e-mail administrator or designee) and
the date of approval (See GUI18C Guidelines for General Distribution
Message Within or Between City Departments for details)

10.All requests for citywide broadcasting must be sent to the GroupWise
Administrator e-mail account (See PRO18 Procedure for Sending
Citywide Broadcast for the specific procedures to follow)

11.Departments must implement department level guidance, where
appropriate, regarding the departmental use of electronic
communications

12.Each department shall identify a Departmental e-mail administrator who
will enforce and monitor this policy.

13.0nly City standard applications may be used for any type of electronic
communications, including e-mail and Instant Messaging (IM) unless a
business need has been documented and an exception granted by the
OIS (See Standards documentation in Appendix B - Related Documents.
For exception see PRO24 Obtaining Exceptions to Information Security

Policies).

14.Standard configurations must be conformed to for all electronic
communications systems (See the E-Mail and IM Standards contained
within the desktop standards document)

15.Instant Message systems specifically are not allowed to accept inbound
attachments or links and must only use the user's seattle.gov email
address as an identifier.

16. All Users are required to understand and comply with all records
retention laws for any electronic communications they transmit, store or
disseminate

NOTE: Be aware that the City Records Management Program (CRMP)
maintains specific records management information and offers
consultation to users and management on their retention obligations
under State law.

Back to Table of Contents
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POL19 Patch Management

1. All system and application software must have critical patches
applied within the time frame designated by the notification from the
(O]ISH

2. Departments must institute practices that require any locally or
remotely attached devices have critical patches applied to system
and application software.

3. Image files used to configure computing devices must be maintained
at current patching levels and should be considered "untrusted
images" (see Section 4 - Definitions) until scanned for compliance.

4. Departments must be able to provide records of their compliance
with this policy within 24 hours of a request by the OIS.

5. If system or application software cannot be patched; departments
must employ and document risk mitigating measures in order to
minimize the probability of system compromise until such time as
the software can be patched.

6. Decisions as to criticality will rest with the OIS.

7. Notice of Critical Patches will be disseminated by the OIS via email
to identified contact persons for each department.

8. A contract for any new City system designed and/or deployed in
collaboration with, or exclusively by, outside vendors shall include
specific language clearly identifying the party to be responsible for
patching and maintenance of that system and its attendant
applications.

9. Vendor contracts will identify specific remedies for any damages
caused by failure to maintain the system or its attendant
applications, and will also identify the party responsible for incident
response and repairs.

10.Exceptions to this policy may be granted as necessary (see PRO19A
Obtaining Exceptions to Patch Management Requirements).

Back to Table of Contents
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POL20 Virus/Malware Protection

1. Departments will purchase and install anti-virus software for all LAN,
application and database servers and workstations.

2. Antivirus software must be updated on a reqular basis. Servers and
workstations must be scanned periodically, either manually or via an
automated program.

3. Servers that store, process or transmit restricted or confidential data
(See GUI10A Classification of Data for data classification
descriptions) in any form must be protected by a host-based
intrusion detection system (HIDS) (See Section 4 - Definitions).

4. Departments will report all virus outbreaks that have extended
beyond a single PC to their departmental service desk and to the
Office of Information Security (OIS).

5. In_the event of a serious virus outbreak, or threat to the City's
network caused by malware, a computer or department may be
disconnected from the network (See PRO 20A Disabling,
Disconnecting an Infected Workstation or System for details of this

process).

6. A serious virus outbreak or other threat to the City's network will
result in the initiation of the Cyber Incident Response Plan (See
PROZ20B Initiation of the Cyber Incident Response Plan for details of
the initiation process - Also see Addendum B - Related Documents
for alink to the Cyber Incident Response Plan).

Back to Table of Contents
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POL21 Remote and Ad Hoc Connectivity

1. All remote and ad hoc connections (Ad hoc devices are defined in
Section 4 - Definitions) must be requested and approved in writing
by departmental appointing authorities or their assigns; and by
departmental IT management.

2. Departments granting remote access will ensure that authorized
users and contracted vendors sign an Acceptable Use Agreement
- See PRO21 Remote-Ad Hoc Determination Process.
- Also see PRO21-22B Acceptable Use Agreement for Remote/Ad
Hoc/Wireless/VPN Access

3. Departments granting temporary network access to contractors will
ensure that contracted vendors sign a Network Access Acceptable
Use Agreement
- See PRO21C Contractor Temporary Network Access Process.

4. Authorized users or contracted vendors must use only authorized
methods for remote access to the Network and City services

5. System owners and/or operators must terminate remote access
mechanisms within one business day of notification that an
authorized user or contracted vendors' privileges have been revoked

6. Itis the responsibility of the City to support authorized users of
remote access and configure devices per PRO21A-1 VPN
Connectivity Management Configuration Process.

7. The City is not responsible for the integrity, maintenance, and
technical support of non-City owned computing and data storage
devices, personal firewalls and software, etc. that may be used for
connection to the Network

8. General access to the Internet for recreational use through the
Network is not permitted

9. Authorized users who access City restricted or confidential data
must be authenticated through access mechanisms as outlined in
POL12 Access Controls.

10.Copying, moving or storage of City restricted or confidential
information, especially card-holder data, onto local hard drives or
removable electronic media is prohibited.
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11.Authorized and ad hoc users and contracted vendors are
accountable for all activities while connected to the Network and will
bear the consequences should the access privilege be misused

12.Departments authorizing remote and ad hoc connections will
establish appropriate connectivity management processes that will,
at a minimum, audit and monitor for anti-virus signatures and
required operating system patches.

13.Departments authorizing remote and ad hoc connections will scan
computing devices for the existence of malicious code and programs

14.All authorized remote and ad hoc devices will have automatic
updates enabled by default

15.Data classified as restricted or confidential must be protected in
accordance with City procedure (See GUI10A Classification of Data
for classification quidance)

16.Ad hoc computing devices will not be allowed to connect to the
Network unless for the purpose of scanning and patching the device
in a secure holding queue on the Network

17.Ad hoc users who request connection to the Network must not
introduce viruses, vulnerabilities, or other types of malicious code

18.Ad hoc users who are connected the Network must not be connected
to any other network at the same time

19.Any device used to connect remotely to the City's Network must
contain City standard anti-virus software (see VPN Access Standard
- STA 21A), apersonal firewall and operating system that are patched
at the most up-to-date levels

20.Any remote desktop access via a VPN tunnel will only use the City
standard application (see VPN Access Standard - STA 21A), currently
Terminal Services. Any other remote desktop applications must be
requested using the policy exception process (PRO24 Obtaining
Exceptions to Information Security Policies ).

21.Home LAN to City LAN VPN site-to-site tunnels are not allowed

22.Non-City owned networks and computing devices, used to connect
remotely to the Network, must not be reconfigured for the purpose of
split-tunneling or dual homing at any time






http://inweb/technology_security/policies/ISSP_GUI10A.htm



http://inweb/technology_security/policies/ISSP_GUI10A.htm



http://inweb/technology_security/PDF/STA21A%20VPN%20Access%20Standards.pdf



http://inweb/technology_security/PDF/STA21A%20VPN%20Access%20Standards.pdf



http://inweb/technology_security/PDF/STA21A%20VPN%20Access%20Standards.pdf



http://inweb/technology_security/policies/ISSP_PRO24.htm



http://inweb/technology_security/policies/ISSP_PRO24.htm







Page 22 of 107
Information Systems Security Policy
Handbook
SECTION 1 - POLICY

23.Departments granting access to contracted vendors must ensure
that access is limited to only specific and documented computing

devices

For links to VPN access forms and more information see:
VPN Application Process Web Site
Back to Table of Contents
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POL22 Wireless Access

1. Wireless technology is inherently insecure (see Section 4 Definitions - for
specific examples of wireless technology). No wireless deployments are
allowed unless awritten business case has been received and reviewed
and an exception to this policy is approved by the OIS.

2. Departments deploying devices with enabled wireless capability will ensure
that authorized users and contracted vendors sign an Acceptable Use
Agreement (see PRO21-22B Acceptable Use Agreement for Remote/Ad
Hoc/Wireless/VPN Access for a sample Acceptable Use Agreement).

3. Departments deploying devices with enabled wireless capability for general
use will ensure that an Acceptable Use Agreement is signed by the
administrators of those devices.

4. System owners and/or operators must terminate and remove wireless
enabled computing devices within one business day of notification that an
authorized user or contracted vendors' privileges have been revoked.

5. Authorized users who access City restricted or confidential data must be
authenticated through access mechanisms as outlined in POL12 Access
Controls in this handbook.

6. Authorized users and contracted vendors are accountable for all activities
while connected via wireless enabled computing devices and will bear the
consequences should the access privilege be misused.

7. Wireless devices must be deployed with a software or hardware host
firewall application or device.

8. Data classified as restricted or confidential must be protected in
accordance with City Procedures (see GUI10A Classification of Data for
classification guidelines).

9. All City owned and managed wireless networks connected to the City
backbone will be so identified with a welcome banner as referenced in
GUI13l Use of Security Warning Banner.

10. Dual homing is not allowed, so wireless devices must be setup with
separate profiles for wireless and wired connections.

Back to Table of Contents
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POL23 Web Application Deployment

Departments deploying Internet (Web) based applications must follow City
standards to ensure the confidentiality, integrity, and availability of any data
accessed, managed, or stored by those applications. (Please see Appendix B-
Related Documents for a link to Web Application Deployment standards and
procedures)

The reference document found in Appendix B that outlines the City's web
application deployment standards is called "Web Application Layered Defense
(WALD) Procedures document (.DOC)".

It is also recommended that you become familiar with and follow the guidelines in
Secure Coding Guidelines and the Web Application Architecture Standards
updated as of May 20, 2008, as well as the Web Services Architecture Security
Standard, version 1, created on 9/15/09.

These documents must be carefully read and followed for any new web facing
application.

The "Web Application Layered Defense (WALD) Procedures” document refers in
section 9.15 to a code review. All Web facing applications owned or
maintained by the City MUST be reviewed as outlined in the City's Web
Application Code Review Standard.

See also:
e STA23 Web Application Code Review Standard
e STA23A Web Application Architecture Standard
e STA23B Web Services Architecture Security Standard
e Web Application Layered Defense (WALD) Procedures document

Secure Coding Guidelines
Web Application Architecture Standard

Back to Table of Contents

POL24 Policy Exceptions

Exceptions to any part of this policy (other than exceptions to patch management
requirements as noted in POL19 and PRO19A) must be requested using PRO24.
Exceptions must be completed and signed by departmental appointing
authorities and include a complete and explicit business case. Decisions on the
acceptance or rejection of exception requests lie with the Office of Information
Security (OIS) or assigns. Rejected requests may be appealed to the CTO.
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POL25 Cyber Risk Management

Best practice dictates that information security programs be driven by a clear and
current risk management strategy. This responsibility is Citywide and must be
addressed in programs which include collaboration and cooperation by all City
departments, and with full executive level support.

An annual risk assessment will be carried out with management from the OIS
that identifies threats, vulnerabilities, and results in a formal risk assessment. The
risk assessment will include a gap analysis and mitigation plan.

Back to Table of Contents
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SECTION 2 - PROCEDURES/TASKS

PRO 01 Office of Information Security Tasks

1. The OIS acts as Chairperson of the Information Technology Security
Board (ITSB)

The OIS will schedule meetings as required for information security
policy or standards deliberations. They will create the agenda; chair
the meetings; and record minutes. Agenda and minutes will be

retained and made available via the Technology Security InWeb site.

2. The OIS will facilitate a yearly review of this Information Systems
Security Policy (ISSP)

The OIS will work with members of the ITSB and other stakeholders
to complete an annual review of the ISSP. Updates and/or
clarifications aqgreed to by all parties will be incorporated after review
and approval by the Technology Board and the CTO.

3. The OIS will provide information as necessary to City department
management about existing and emerging legal and compliance
reguirements
The OIS will keep up to date on changing compliance rules and
regulations and industry best practices. They will make every effort
to relay those changes to affected City departments and will be
available to department management for consultation.

4. The OIS will support security awareness and education program
efforts
The OIS will create, promote and disseminate information security
awareness curriculum. They will make this training available to all
City employees and users of the City network.

5. The OIS will provide direction and support for City-wide information
systems security policies and procedures
The OIS will support the development, implementation, maintenance
and enforcement of City-wide or departmental information systems
security policies, procedures, and tasks. They will be available for
consultation, editing, or leading development teams.

6. The OIS will ensure that vendors, business partners and others are
aware of City security policies
The OIS will make security policies and procedures available to
vendors, business partners and others. They will ensure that City
procurement, contracting and partnering processes not only
emphasize adherence to security policies but where appropriate
incorporate provisions which punish failures to properly address
and comply with the policies.
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7. The OIS will provide direction and oversight concerning risk
management practices associated with information management,
privacy issues and industry best practices
The OIS will establish risk management practices and work with the
City's Auditors and Office of Risk Management.

8. The OIS will support appropriate audit services and reporting
The OIS will work with City Auditors to detect violations:; to evaluate
the effectiveness of policies and of compliance activities; and to
ensure the use of information security industry recognized best
practices.

9. The OIS will review all exceptions to this policy
The OIS or assigns will review any requests for exceptions to this
policy to ensure their appropriateness and legality (See PRO 23 -
Obtaining Exceptions to Information Security Policies).

10.The OIS will advocate for information security budget and resource
reguests
The OIS will work with Department of IT directors to research, select
and test hardware and software that helps to ensure the maintenance
of effective information systems security programs. He/she will help
define requirements and compare solutions to ensure the greatest
possible value and efficacy.

See POLO1 Responsibilities of the Office of Information Security (OIS)

Back to Table of Contents

PRO 02 Information Technology Board Tasks

The ITSB will:

1. Oversee the development, implementation and enforcement of City-wide
Information Systems Security Policy and related recommended guidelines,
operating procedures and technical standards

2. Meet as needed to deliberate and revise the City-wide Information
Systems Security Policy and related recommended guidelines, operating
procedures and technical standards

3. Advise the OIS on any department specific issues, threats, vulnerabilities
or challenges that might adversely affect the City’s overall information
security

See POL02 Responsibilities of the Information Technology Security Board

Back to Table of Contents
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PRO 03 System Owner Tasks

System owners must:

1.

Ensure the confidentiality of sensitive proprietary data especially
personally identifiable information_(See PRO 10A — Classification of Data).

Grant access to users based on the “Principle of Least Privilege” (See
SECTION 4. DEFINITIONS) where required

Grant access to their systems based on the “Principle of Separation of
Duties” (See SECTION 4. DEFINITIONS) where required

Document and submit for review to the ITSB any desired exceptions to
City-wide policy (See PRO 23 — Obtaining Exceptions to Information
Security Policies).

Support any incident response activities that involve their system(s)

Advocate for security resources as required in City budget processes and
in grant proposals

Back to Table of Contents

PRO 04 Information Technology Managers Tasks

1.

2.

Document and report to the OIS and appropriate security services
personnel all incidents of security breaches

Work closely with the ITSB, the OIS, Data Custodians, and System
Owners to help ensure the successful protection of City computing
resources and data

See POL04 Responsibilities of Information Technology Managers

Back to Table of Contents
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PRO 05 System Administrator Tasks

System Administrators will:

1.

Monitor and maintain network and messaging user accounts and
passwords

. Maintain equipment inventories

Administer and lead equipment and software purchasing and licensing
management

Maintain and update servers and desktop operating systems and
applications

Direct user desktop support and training

Understand and comply with the System Administrator Code of Ethics
(see Appendix B — Related Documents)

See POLO5 Responsibilities of System Administrators

Back to Table of Contents

PRO 06 Data Custodian Tasks

Data custodians will:

1.

2.

3.

Provide the requirements to the System Owners and Operators for all
access control measures related to the data they are charged with
protecting

Support access control to data by acting as a single control point for all
access requests.

Support regular review and control procedures that ensure that all users
and associated access privileges are current and appropriate

Work in conjunction with the System Owner/Operator and the OIS to
ensure that “due care” is taken to properly protect sensitive data

See POL0O6 Responsibilities of Data Custodians

Back to Table of Contents
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PRO 07 User Tasks

Users of City computing resources and data will:

1.

2.

3.

Protect and never share access accounts, privileges, and associated
passwords

Maintain the confidentiality of sensitive information to which they are
given access privileges

Accept accountability for all activities associated with the use of their
network accounts and related access privileges

Ensure that use of City computers, email and other electronic
communications (IM, etc), Internet access, computer accounts, networks,
and information stored, or used on any of these systems is restricted to
authorized purposes and defined use limitations

Maintain their information security awareness by attending and
completing at least one information security seminar, class, online training,
or briefing per year. Announcements of these events can be found on the
Information Security Website and on the InWeb home page.

Report all suspected security and/or policy violations to an appropriate
authority (e.g. manager, supervisor, system administrator or the OIS)

See POLO7 Responsibilities of Users Back to Table of Contents
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PRO 09 Procedure for Granting Administrative Access to City

Information Systems

Because administrators are given unfettered access to City systems it is
imperative that any time administrative access is granted the following procedure
is followed. Exceptions may be granted (see PRO 23 — Obtaining Exceptions to
Information Security Policies) if the position in question has an historic and

accepted business need for administrative access.

Action By

Dept Mgmt or Assigns

IT Staff

Dept Mgmt or Assigns

Action

1. Learns of a need to grant administrative access to an
employee or contractor.

2. Determines through consultation with staff precise needs
regarding systems and data to be accessed.

3. Accounts for principles of “least privilege” and “separation of
duties” (See: DEFINITIONS — Section 4).

4. Decides to grant administrative access.

4a. Works with DolT or departmental IT staff to establish
appropriate accounts and passwords.

4b. Ensures Administrative user has read and understood
“System Administrator Code of Ethics” (See Appendix B).

5. Creates account and password and communicates them to
administrative user and department management or assigns

6. Logs and Monitors via weekly audits or an approved
automated monitoring system all activities of the administrators.

7. Verifies and Records yearly refresher training of this policy
and the System Administrator code of Ethics.

8. Reports any violations of this policy immediately to
departmental Human Resources, appointing authorities and the
OlS.

9. Requests investigations using the City’s Digital Investigation
Procedures (See Addendum B — Related Documents).
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PRO11 Electronic Breach Disclosure Procedure

If a breach of the City’s electronic information systems is suspected the following
procedure will be followed:

Action By

IT Staff, Service Desk
Personnel, or Dept Mgmt

Dept Mgmt or assigns

Office of Information
Security (OIS)

Action

1. Receives notice of possible data breach and Notifies
department management.

2. Determines through consultation with users and/or IT staff
that it is an actual or suspected breach.

3. Contacts OIS and DolT Network Services for consultation
and verification of breach.

4. Isolates the system from the network.

4a. Takes no immediate remediation action to avoid
destruction of evidence.

4b. Collaborates with OIS to establish next steps..

5. Determines nature of the breach and assigns a severity level
(See PRO 20B — Initiation of Cyber Incident Response Plan)

6. Collaborates with department management to decide next
steps

6a Preserves the current status of the system for future
investigation and/or

6b Initiates an immediate investigation with the help of
departmental subject matter experts and/or

6¢ Invokes the City Cyber Incident Response Plan (See PRO
20B — Initiation of Cyber Incident Response Plan)

7. Complies with all applicable breach disclosure laws based
on the findings of the investigation.

Back to Table of Contents
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PRO12 Setting up Vendor Access to the Network

There are cases where an outside vendor has a legitimate business need to
access City systems for maintenance, updates or troubleshooting of their
supported applications. In these cases, the following procedures should be

followed:

Action By

Dept Mgmt or Assigns

Network Services Staff

Vendor

Action

1. Receives notice of vendor requirement to access City
systems and/or networks.

2. Determines, through consultation with IT staff, vendor needs
regarding time and frequency of access.

3. Contacts OIS and lIT and/or DolT Network Services for
consultation on risks to the City’s systems.

4. Decides to grant vendor access.

4a. Collaborates with DolT or departmental Network Services
to establish appropriate accounts and passwords.

4b. Completes Acceptable Use Agreement and obtains
signatures from vendors and supervisors.

5. Creates account and password and communicates them to
vendor

6. Establishes communications with vendor representative to
maintain passwords and access controls.

7. Maintains passwords, access controls and vendor
communications on an ongoing basis.
NOTE: Must be cognizant of vendor contract and end dates.

9. Assigns representative to work with Network Services Staff.

10. Signs and complies with all contracts and agreements.

Back to Table of Contents
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PRO16 Digital Investigation Procedures

Investigations of policy violations requiring acquisition and/or analysis of
electronic (digital) data must be handled in a consistent and legally defensible
manner. The following procedures apply and must be followed by any City entity

or staff member when initiating or completing a digital investigation.

NOTE: General requests for telephone records and billing information are not
usually considered digital investigations and may not be subject to these same

guidelines and procedures. Please see the Guidelines Relating to Telephone

Call and Billing Records for specific guidelines relating to those types of

requests.

ALSO NOTE: Cyber events such as infected workstations, incident response,
litigations holds or public disclosure requests are handled separately and initiated
by a service desk request. The procedures for those events are outlined in the Cyber
Event Management Process.

Action By Action

Requesting Entity |1. Discovers or is notified of a possible violation of acceptable
use policies or other HR policies for the resolution of which
digital evidence is required.

2. Reads and understands the Digital Investigation Request
Guidelines.

3. Decides based on the those guidelines and their best
judgment (with input from the OIS, legal, management, HR or
others as appropriate) that an investigation requiring the
gathering of digital information is required.

4. Completes the Digital Investigation Request Form including
all applicable signatures and delivers to the Office of
Information Security (OIS).

Office of 5. Reviews request form and verifies its compliance with these
Information procedures and the Digital Investigation Request Guidelines.
Security

6. Acknowledges via phone or email, the receipt and
acceptance of the investigation request.






http://inweb/technology_security/policies/ISSP_GUI16.htm#telephone-guidelines



http://inweb/technology_security/policies/ISSP_GUI16.htm#telephone-guidelines



http://inweb/technology_security/policies/ISSP_PRO20C.htm



http://inweb/technology_security/policies/ISSP_PRO20C.htm



http://inweb/technology_security/policies/ISSP_GUI16.htm



http://inweb/technology_security/policies/ISSP_GUI16.htm



http://inweb/technology_security/Word/Investigation%20Request%20Form.doc



http://inweb/technology_security/policies/ISSP_GUI16.htm







Page 35 of 107
Information Systems Security Policy
Handbook
SECTION 2 - PROCEDURES/TASKS

6a. If rejecting request for any reason - notifies the
requestor by phone or email immediately and documents
decision in writing.

6b. OIS should attempt to gather more information from the
requestor before rejecting any request.

6¢. Rejected requests may be appealed to the Appointing
Authority for the OIS.

7. Interviews the requestor or assigns to establish and verify the
specific types of digital information required for the
investigation.

8. Creates a case number using the following format: YYY'Y-
MMDD-XXXX (where XXXX = incremental number).

9. Enters the case into the Case Log located in this SharePoint
folder

10. Creates new folder (with case number as name of folder) on
OIS SharePoint site in Cases/Investigations.

11. Creates a TimeKeeper work order using the appropriate
low org number for the affected department(s).

12. Administers the investigation by creating a new HEAT
ticket and assigning acquisition tasks to the appropriate
acquiring technicians:
NOTE: For confidentiality reasons no specific information
that will identify the person or persons being investigated
must ever be included in HEAT assignments. Always
submit a separate email to the assignee with that
information.  12a. For phone records, assigns the ticket to
DOIT_TELCDR and sends specifics of request to DolT
Communications Appointing Authority or assigns.

12b. For email records, assigns ticket to DOIT_CWM or
appropriate departmental messaging team, and sends specifics
of request to Dol T's Citywide (or other department'’s)
Messaging Manager.

12c. For hard drive or other storage device acquisition and
analysis, assigns ticket to CW_Security or other appropriate
departmental resources if available and competent for forensic
practices.

12d. For surveillance video controlled by DolT or other
departments, send email request to appropriate management
including specific request parameters.

12e. For ingress/egress floor access records and/or
surveillance video records controlled by contracted physical
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security, send email request to appropriate building security
contractor management. In this case, specific information on
the request parameters must be included.

NOTE: If no City resources are available with the proper
skills and tools to complete a legally defensible forensically
sound investigation of digital evidence, the OIS will
administer contractual agreements with an outside vendor
as noted in the Digital Investigation Request Guidelines.

13. Adds the timekeeper information in to the ticket.
NOTE: Acquiring Technicians refer to the Procedural
Checklist for details on their responsibilities and the
procedures they must follow.

14. Creates a file share folder on OIS file share with case
number as name of folder.

15. Assigns rights to the SharePoint and File Share case folders
for all acquiring technicians.

16. Maintains and updates acquisition documentation as
provided by Risk Evaluator to record completion or changes.

19. Maintains communications with acquiring technicians to
ensure timely and accurate acquisition of responsive data.

20. Analyses all acquired data for relevancy and specifically
requested information and removes unnecessary data after
verifying with attorneys, affected department management,
OIS, etc. as appropriate.

21. Completes or Manages Outsourcing of forensics analysis of
data when appropriate and required.

22. Completes final report using report template and stores in
case folder on SharePoint site.

23. Closes event HEAT ticket after ensuring all acquisitions
have been completed and all assignments are closed.

24. Reports final results to requesting departmental
management or HR staff as appropriate, in writing and when
necessary, in person.

See Cyber Event Management Process.

See POL16 Policy Enforcement.
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See GUI16 Digital Investigation Request Guidelines.
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PRO 18 Procedure for Sending Citywide Broadcast

At times it is necessary to send an e-mail broadcast to all employees in the City.
Discretion must be used to ensure that these messages are of importance and
value to all City users. To that end, the following procedure has been developed

and must be followed:

Action By

User

Dept/Div Mgmt and/or
PlO,

GroupWise
Administrator

Mayor’s Office PIO

GroupWise
Administrator

Action

1. Contacts department/division management and/or
departmental P1O with request to broadcast a message
citywide.

2. Determines through consultation with staff the message
should be broadcast citywide.

3. Edits (in consultation with user) message for clarity and
correct information.

4. Forwards message to the GroupWise Administrator and the
Mayor’s Office for approval.

5. Assesses the message for style and configuration
correctness. If it needs modifications then:

5a Returns the message to Dept/Div Mgmt or P1O with request
for modifications, or if not:

5b Forwards the message to the Mayor’s Office for final
approval, and

5c Informs the Dept/Div manager or PIO by copying them on
the message to the Mayor’s Office.

6. Analyzes the message to ensure it meets the standard of
importance and value to all employees. If it does:

6a Returns the message to the GroupWise Administrator
stating the Mayor’s Office approval for citywide broadcast. If it
does not meet the standard, then:

6b Returns the message to Dept/Div Mgmt or PIO, explaining
reason for rejection (Dept can appeal directly to Mayor’s Office)

7. Distributes a citywide broadcast of the message if it was
approved.

See POL18 Rules Specific to Electronic Communication Usage
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PRO 19A Obtaining Exceptions to Patch Management
Requirements

It is understood that there is a difference between critical patches and service
packs (see definitions). These differences might result in a need for exceptions,
especially as regards service packs. Exceptions to the Patch Management policy
(POL 19 in this handbook) will be handled as follows:

Action By Action

Dept Mgmt or Assigns 1. Receives notice of patch requirement from OIS.

2. Determines through consultation with staff possible issues
with deploying the patch in the required timeframe.

3. Directs staff to accomplish testing and report their findings.

Dept. IT Staff 4. Tests patches for issues with any applications or operating
systems.

5. Reports findings back to Dept Management in a timely
manner.

Dept Mgmt or Assigns 6. Analyzes findings and consults with staff.
7. Determines if there is a need to request exception.

7a. If need is established determines timeline for re-
evaluation and acceptance of the patch, and establishes
justification and risk mitigation.

8. Writes letter, email, or completes form requesting exception
from OIS.

NOTE: Request must contain justification, mitigation and
timeline to be considered.

Office of Information 9. Reviews request and makes determination within 5 working
Security (OIS) days of receipt of request.

9a. If rejected meets with requesting management or designee
to discuss options and make final decision.

10. Maintains copy of request and determination.
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See POL19 Patch Management

Back to Table of Contents

PRO 20A Disabling, Disconnecting an Infected Workstation or
System

Task to be Action required Performed
performed By
1. | Create Heat Ticket | Open a Heat Ticket and assign it to DolIT Network Network
and document Engineering. Services or
your actions Service Desk
Document the information you have about the or Desk Top
workstation on the Heat Ticket.
2. | Verify workstation | Scan the device with Nessus looking for something Network
needs to be that matches a Nessus signature as being a problem. | Engineering
disabled

Perform in-depth Nessus scan.

3. | Determine nature One workstation and Not Severe problem. Can wait | Network
and size of the 24 hours to disable. Engineering
problem
Criteria for Not Severe:

Not Severe - Device disappears off the network

- No current exploit running in memory

Document the decision on the Heat Ticket. Continue
with step 5. Decision: Not Severe

One workstation with Severe problems. Cannot wait
24 hours to disable.

Criteria for Severe:
Severe - Risk of affecting or infecting others

Document the decision on the Heat Ticket. Continue
with step 5. Decision: Severe
Critical issue. Cannot wait 24 hours to disable.

Must meet both these criteria for issue to be

Critical Critical:

- team of staff is required to solve the problem

- outage affects the work of several city
employees or disrupts citizen’s access to city
services and information

Document the decision on the Heat Ticket. Continue
with step 4. Decision: Critical
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Task to be
performed

Action required

Performed
By

Critical Issues
only

Activate Emergency Action Procedure located here:
http://inweb/technology/tech infra/
tech support/data/emeractdirl117.doc

Send co-worker to notify OIS and DoIT Data Network
Manager or other Operations Manager if they are not
available.

Continue with next step.

Network
Engineering

All Issues:
Identify IP
address, customer
name (if available)
and Device Name

Nessus report contains the MAC address and will
sometimes contain the User ID

Report will contain the Device Name such as DolT
1234565.

Find Port Address by looking at the appropriate
router switch.

Find the department who owns the port — look at the
port description on switch.

Try to find the jack number - it might be on the port
description.

Find the IP address if possible.

Use IP Address to find workstation name:
Look at WINS Services
Look at EPO Server
Look at WSUS Service

Network
Engineering
and NOC

Update Heat Ticket

In Heat system:
- document all information on ticket
- _open an assignment to the NOC

Network
Engineering

Notify NOC

Call NOC at extension 6-1995 (outside phone number
is 206-386-1995).

Tell the NOC that a Heat Ticket to disable an infected
workstation has been created and assigned to NOC.

Network
Engineering

Notify Service
Desk

Call DoIT Service Desk 6-1212 (outside phone
number is 206-386-1212).

Tell the Service Desk that a Heat Ticket to disable an
infected workstation has been created so the Service
Desk can answer customer questions that may come
to them.

Network
Engineering

Update Heat Ticket

In Heat system:
- document Network Engineering actions on
Heat Ticket
- close Network Engineering assignment

Network
Engineering
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Task to be Action required Performed
performed By
10.| Notify department | 1. If Severe or Critical (not waiting 24 hours): NOC
and customer - Call IT Department Contact
Provide response Pursue until personal contact is made with
information to the the department contact. Provide response
customer. information shown below page.
2. If Not Severe, (able to wait 24 hours)
- Call and send email to IT Department contact
It is not necessary to make personal contact.
Provide response information shown below page.
Response Information
Information to provide to the IT Department Contact
for both 1 and 2 above:
- Someone from Desktop will contact the
department contact to find, disconnect, and
fix the PC.
- Your jack will be disabled (now or 24 hours
from now) and you will not be able to connect
to the network.
11. Decision: Wait If waiting 24 hours (not severe) stop and continue NOC
24 hours or not? | tomorrow with the next step.
If not waiting 24 hours (severe or critical) - skip
the next step and continue with the procedure
immediately.
12.| Re-contact If 24 hours has gone by, re-contact the IT NOC
customer Department Contact to tell them the port will be
disabled now.
13.| Disable port and Configure switch to disable the port. NOC
notify Desktop
Notify Desktop and let them know to disconnect the
workstation from the network.
In Heat system:
- document actions on Heat Ticket
- open assignment to Desktop
14.| Disconnect the Disconnect the Workstation from the network. Desktop

Workstation and
re-enable port

Notify the Office of Information Security (OIS) if this
is a severe or critical problem to forensically
analyze the workstation before it is re-imaged.

Notify the NOC to configure the switch to enable the
port.

In Heat system:
- document actions on Heat Ticket
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Task to be Action required Performed
performed By
15.| Re-enable the port | Configure switch to enable the port. NOC
In Heat system:
- close NOC assignment
- document actions on Heat Ticket
16.| Forensically Critical or severe infections must be forensically Office of
analyze severe and | analyzed before the workstation is re-imaged and Information
critical problems placed back into production. Follow the Digital Security
Investigation procedures: (OIS)Error!
http://inweb/technology security/Investigations.htm | Reference source
not found.
Notify Desktop when the work is completed.
17.| Re-image/Repair Repair or re-image the workstation. Reconnect the Desktop
the workstation workstation to the network.
and test with the
customer and NOC | Notify the NOC that the customer will be testing the
workstation so that port traffic can be monitored.
In Heat system:
- document actions on Heat Ticket
- open a new NOC assighment
- close Desktop assignment
18.| Monitor the port Notify Network Engineering that the port needs to be | NOC
re-scanned with Nessus.
In Heat system:
- document actions on Heat Ticket
- open new assighment to Network Engineering
19.| Verify that the port | Use Nessus to scan the device. If the device is still Network
is no longer infected, begin this procedure again at step 1. Engineering
showing a problem
If problem is resolved, notify the NOC and the Office
of Information Security (OIS) that the problem is
resolved.
In the Heat system:
- document actions on Heat Ticket
- close Network Engineering assignment
20.| Close Assignment In Heat system: NOC
- close NOC assignment
- close the Heat Ticket
21.| Procedure
Complete

See POL20 Virus/Malware Protection

Back to Table of Contents
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PRO 20B Initiation of the Cyber Incident Response Plan

Any event that significantly threatens the confidentiality, integrity or availability of
the City’s network and computer systems may be serious enough to initiate the
Cyber Incident Response Plan. The procedures to initiate that plan are as

follows:

Action By

Service Desk Personnel,
NOC, Operations on-call,
or other personnel

Office of Information
Security (OIS)

Cyber Incident
Response Triage

Action

1. Reports possibly serious event to OIS.

2. Determines that event most likely meets the criteria for an
event of Severity Level 1 or 2 as defined in the Cyber Incident
Response Plan (see Appendix B — Related Documents).

3. Contacts the Cyber Incident Response Team triage group
and arranges meeting.

4. Leads and facilitates the meeting of the triage group.

5. Establishes the parameters and scope of the incident.

6. Analyzes findings and consults with staff.

7. Determines if there is a need to escalate or revise the
severity level and/or initiate a formal incident response.

7a. If need is established contacts affected personnel and
department management, and initiates the incident response
plan.

7b. If incident response is deemed unnecessary, documents
the event, the participants and the conclusions.

8. Assigns Incident Commander and turns over command.

9. Briefs Incident Commander with all available documentation
and information regarding the event.

See POL20 Virus/Malware Protection
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PRO20C Cyber Event Management Procedure

First responders to a cyber event should refer to PRO20D Cyber Event First
Responder Procedures for evidence preservation procedures and guidelines.

Cyber events will be initiated by a service desk ticket. These can be triggered by
a network monitored alarm; a notification from a user or technician or an outside
source; an infected workstation; a cyber incident response; a litigation hold; or a
public disclosure request. The trouble ticket will be assigned to CW_Security for
DolT supported departments; or possibly SCL_Security for City Light or
SPU_Security for SPU. Once that ticket has been assigned, the responding

person (designated as the Risk Evaluator) should follow this procedure:

NOTE: The procedures for violations of Acceptable Use or other policies which
result in Digital Investigation Requests, while similar to these procedures are

outlined separately in PRO16 - Procedures For Digital Investigation

Action By Action

Risk Evaluator 1. Assesses the severity of the event using the severity
guidelines from the Cyber Incident Response Plan - Section 4 -
Incident & Severity Levels.

2. Assigns a severity level and records that in the ticket.

3. Decides based on the severity level and their best judgment
(with input from the OIS, legal, management or others as
appropriate) if data needs to be retained.

3a. If data does not need to be retained, assigns ticket to
appropriate departmental technical staff in affected
department(s) (WFM for DolT) for clean up and repair of
effected equipment. Closes their assignment in HEAT. Stop
here.

3b. If data does need to be retained, go to next step.

4. Initiates the Disabling, Disconnection an Infected
Workstation or System procedure immediately.
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4a. If this is a Litigation Hold, initiate an assignment in
HEAT to Citywide Messaging to suspend GroupWise
autodelete functions for the affected user(s).

5. Initiates pre-acquisition meeting. Creates appointment in
messaging system calendar and invites all appropriate staff.
See GUI20B for details of appropriate staff for each type of
event and link to contact list database.

6. Facilitates pre-acquisition meeting:

6a. Documents what data will be acquired, when and who is
responsible for acquisition using pre-acquisition meeting form

6b. Documents what departments and individuals are on
litigation hold using litigation hold list.

6¢. Attaches non-confidential documentation to HEAT
ticket

(NOTE: Any confidential information must be delivered
to event manager separately)

6d. Closes evaluation assignment in HEAT

7. Creates new assignment to CW_Security (or possibly other
departmental IT or IT security management) to manage event.

Event Manager 8. Reviews the ticket to ensure understanding of the event and
consults with the Risk Evaluator and/or the affected
departmental management as necessary. If this is a Litigation
Hold, skip to Step 16.

9. Creates a case number using the following format: YYYY-
MMDD-XXXX (where XXXX = incremental number).

10. Enters the case into the Case Log located in this SharePoint
folder

11. Creates new folder (with case number as name of folder) on
OIS SharePoint site in appropriate upper level folder (i.e.
Cases/Public Disclosure; Cases/Litigation Hold; or
Cases/Incident Response).

12. Creates a TimeKeeper work order using the appropriate
low org number for the affected department(s).

13. Creates assignments to all acquiring technicians - and
includes timekeeper information in ticket.

NOTE: Acquiring Technicians refer to the Procedural
Checklist for details on their responsibilities and the
procedures they must follow.

14. Creates a file share folder on OIS file share with case
number as name of folder.
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15. Assigns rights to the SharePoint and File Share case folders
for all acquiring technicians.

16. Updates the litigation hold list based on the documentation
created by the Risk Evaluator in the pre-acquisition meeting
(NOTE: Also must assign Read Only rights to this
document for Law dept staff, etc. as appropriate).

17. Maintains the litigation hold list by initiating and
documenting a monthly audit with all affected attorneys and
departmental management (attorney audit may be facilitated by
the Law Department IT management).

17a. a. Communicates any changes in storage/preservation
requirements to appropriate departmental IT or messaging staff
after every audit.

18. Maintains and updates acquisition documentation as
provided by Risk Evaluator to record completion or changes.

19. Maintains communications with acquiring technicians to
ensure timely and accurate acquisition of responsive data.

20. Analyses all acquired data for relevancy and specifically
requested information and removes unnecessary data after
verifying with attorneys, affected department management,
OIS, etc. as appropriate.

21. Completes or Manages Outsourcing of forensics analysis of
data when appropriate and required.

22. Completes final report using report template and stores in
case folder on SharePoint site.

23. Closes event HEAT ticket after ensuring all acquisitions
have been completed and all assignments are closed.

24. Reports final results to affected departmental management,
law department, or City executive level staff as appropriate,
either in writing or in person.

25. Initiates and Facilitates lessons learned meeting as
appropriate and possible - to evaluate and improve processes.

See POL20 Virus/Malware Protection

See GUI20C Guidelines for Initiation of Pre-acquisition Meeting
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PRO20D Cyber Event First Responder Procedures

In a cyber event data on a server or in a database or a website may have been
compromised. These specific procedures should be followed to ensure retention of
evidence for future analysis:

NOTE: This is a preliminary procedure for first responders to a cyber event. Once
this process has been followed, the responder must refer to PRO20C - Cyber Event
Management Process

Action By Action

Responder 1. Assesses and identifies the likelihood of compromise and the
systems, databases, web-sites, or other devices that may have
been compromised.

2. Records this information in an time/date stamped event log
(See item #1 under the 'Main Process' section in the Aquiring
Technician Procedural Checklist for details on creating a log

file).

3. If attack is underway, disonnects the device from the
network (see Disabling, Disconnection an Infected Workstation
or System procedure), or takes other actions to stop the attack
immediately.

3a. If a web-site is affected, sets up a notification web page,
stating the site is temporarily off-line.

3b. If a server, workstation or database is impacted,
immediately notifies the appropriate service desk and the
management or owners of those systems (See GUI20B for
details of appropriate staff for each type of event and link to
contact list database).

System Manager 4. Escalates the event to the OIS (CW_Security group in
and/or Service Desk /HEAT)  4a. OIS will determine need to declare an incident
and may begin the Cyber Event Management Process

Responder 5. Preserves the evidence in a forensically sound manner (see
Aquiring Technician Procedural Checklist for specific
guidelines to create forensically sound copies of evidence).

5a. Works with data owners/managers and/or OIS to
establish exactly what needs to be preserved.

5b. Specifically locates and records all changes made to the
system by the compromise. For instance in a SQL injection
attack on a database, the responder would record:






http://inweb/technology_security/policies/ISSP_PRO20C.htm



http://inweb/technology_security/policies/ISSP_PRO20C.htm



http://inweb/technology_security/pdf/acquiringtech.pdf



http://inweb/technology_security/pdf/acquiringtech.pdf



http://inweb/technology_security/policies/ISSP_PRO20A.htm



http://inweb/technology_security/policies/ISSP_PRO20A.htm



http://inweb/technology_security/policies/ISSP_GUI20C.htm



http://inweb/technology_security/policies/ISSP_PRO20C.htm



http://inweb/technology_security/pdf/acquiringtech.pdf







Page 50 of 107
Information Systems Security Policy
Handbook
SECTION 2 - PROCEDURES/TASKS

e injected strings found in the database fields

 injected strings and attacking IP addresses from the
webserver logs

« all traffic from attacking IP addresses from firewall logs
(to determine if other databases should be inspected)

NOTE: Based on any initial evidence discovered, responder
should update the OIS and/or the data manager and service
desk.

5c¢. Maintains documentation of all work and chain of
custody as outlined in the Aquiring Technician Procedural
Checklist

6. Delivers or makes available all evidence and responder’s
event logs to OIS or other event manager as appropriate.

See POL20 Virus/Malware Protection

See GUI20C Guidelines for Initiation of Pre-acquisition Meeting

See PRO20C - Cyber Event Management Process

See Aquiring Technician Procedural Checklist
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PRO21 Remote-Ad Hoc Determination Process

In order to implement the correct remote access or ad hoc connection solution
several considerations and options must be weighed. The following procedure
will give City management direction toward the most efficient and operationally

sound solution.

Action By

Action

Dept Manager or
Assigns

1. Receives request from employee, contractor, or vendor for a
remote or ad hoc connection to the City’s network

2. Determines specific needs and best solution. If user needs:

2a. Access to email and calendar only — Blackberry or GroupWise
Web — go to GWWeb standards or Black-Berry standards

2b. Cell phone access plus email and calendar — Blackberry — go
to Blackberry standards

2c. Access to InWeb applications or network drive data — CoS
VPN with Citrix Metaframe — go to PRO 21A VPN Access Process

2d. Full access to internal City network resources — CoS Non-
Standard VPN access — go to PRO 21A VPN Access Process
(NOTE: requires OIS review and approval)

2e. Travel Access to Internet only — no sensitive information
stored on digital equipment and no VPN or other access to City
networks — 802.11 wireless card — go to 802.11x wireless
standards

2f. Travel Access to City network — Sensitive or confidential
information stored on digital equipment and/or VPN or other access
to City networks — CDMA wireless card — go to CDMA standards

2g. Vendor, contractor, etc — require temporary connection to City
Network via network jacks on City premises — Temporary wired
access — go to Wired Access standards

3. Follows appropriate solution process

4. Develops business case if requesting Non-Standard VPN
access and Delivers to OIS [click here for business case form]
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5. Develops exception business case if asking for exception to
solution defined above - and Delivers to OIS [follow PRO 24]

Office of Information
Security (OIS)

6. Reviews business case and Assesses risk

7. Recommends for or against allowing Non-Standard CoS VPN
access or any exceptions requested — providing explanation of
opinion to department management and Delivers to Dept Manager
or assigns

Dept Manager or
Assigns

8. Accepts OIS decision or appeals to CTO

Chief Technology
Officer (CTO)

9 Makes final decision and ruling on exception — documenting
explanation of decision and delivering copies to OIS and
department management

See POL21 Remote and Ad Hoc Connectivity

Back to Table of Contents
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PRO21A VPN Access Process

If VPN access is the solution that best meets a City user’s business requirements
as determined by PRO21 — Remote-Ad Hoc Determination Process, this

procedure should be followed.

Action By

Action

Dept Manager or Assigns

1. Receives request from employee, contractor, or vendor for a remote
or ad hoc connection

2. Determines using the Remote Ad-Hoc Determination Process that the
best solution would be VPN access

3. Determines which VPN solution is most appropriate given the user’s
business need:

3a. CoS VPN - Access to InWeb Applications or network drive data —
VPN with Citrix Metaframe

3b. Non-Standard CoS VPN - Full access to internal City network
resources — Full VPN access (requires OIS review and approval — fill out
business case form and deliver to OIS)

3d. Access to GW Web email — no VPN needed

4. Gets signatures on a new user acceptable use agreement

Dept Service Desk

5. Receives and Processes requests — routing them to IIT or Network
personnel as appropriate and logs information in HEAT

Network Services (1IT)

6. Configures user in appropriate VPN accounts

7. Grants appropriate access to City services, directories.

Dept Service Desk

8. Delivers VPN software, or Configures City VPN device as
appropriate and logs information in HEAT

9. Verifies with user that VPN access is working correctly, resolves any
problems and logs information in HEAT.

10. Closes HEAT ticket

See POL21 Remote and Ad Hoc Connectivity

For links to forms and more information see VPN Application Process Web Site
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PRO21A-1 VPN Connectivity Management Configuration

Process

For a device to be enabled for VPN access, it must be configured according to the following
connectivity management requirements.

Action By

Action

Dept Manager or Assigns

1. Receives request from employee, contractor, or vendor for a remote or ad
hoc connection

2. Determines using the Remote Ad-Hoc Determination Process that the best
solution would be VPN access

3. Follows PRO21A to establish a VPN account for the user

4. Determines which device will be used for VPN access — if non-City owned
device (CoS VPN only) go to process step 5. If City owned device (required for
CoS Non-Standard VPN access), skip to process step 6

Dept Manager or Assigns

5. Determines if user’s intended hardware for connection is running a City
approved anti-virus application (see VPN Access Standard - STA 21A). If yes,
proceed to 6 - if no, complete exception process and submit to OIS for approval.

6. Submits service request to department service desk for CoS VPN Access.
Skip to Step 9

7. Obtains signed OIS approval after submitting business case as required in
PRO21A

8. Submits service request to department service desk to have a City device
configured for CoS Non-Standard VPN access.

Dept Service Desk

9. Receives and Processes requests — routing them to AD Group as
appropriate and logs information in HEAT

Department desktop support
staff or service desk
personnel

10. Delivers CoS VPN Installation instructions to user, or Configures City
owned device for CoS Non-Standard VPN access

Dept Service Desk

11. Verifies with user that VPN access is working correctly, resolves any
problems and logs information in HEAT.

12. Closes HEAT ticket

See POL21 Remote and Ad Hoc Connectivity
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PRO 21-22B Acceptable Use Agreement for Remote/Ad
Hoc/Wireless/VPN Access

Follow this link to access the current acceptable use agreement for VPN and
Remote Access. This agreement may be used as an example for specific
departmental or other acceptable use agreements:

Link to VPN Acceptable Use Agreement

See POL21 Remote and Ad Hoc Connectivity

Back to Table of Contents

PRO21C Contractor Temporary Network Access Process

When it is necessary for contracted vendors to connect to the City's network
using their equipment in order to meet their business requirements for the City,

the following procedure must be followed:

Action By Action

Dept Manager or | 1. Receives request from contractor, or vendor for access to the
Assigns City's network

2. Determines this is the most efficient way to accomplish the
contractor's business

NOTE: In most cases vendor access should default to using
the City's Guest wireless access to enable Internet
connections only. However, if there is a legitimate business
need for connection to the actual City network, these
procedures must be followed.

3. Ensure the contractor has read and understood the Remote
and Ad Hoc Connetivity Policy

4. Gets signatures on a the Network Access Acceptable Use
Agreement and faxes as per the instructions to the departmental
service desk

5. Creates a ticket to the department's Service Desk to evaluate
the contractor's computer or other device being connected to
the network
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Service Desk Staff

6. Attaches the completed acceptable use form to the ticket and
assigns ticket to technician for evaluation of vendor equipment

Service Desk

7.Completes the device evaluation checklist as outlined in

Technician Vendor Equipment Evaluation Checklist
8. When completed, notes that in the ticket, closes assignment
and assigns the ticket to CW_Security.
Office of 8. Opens HEAT assignment and reviews for compliance to this
Information procedure.
Security

9. If all criteria complete, sends acknowledgement to
requesting department management of compliance, closes
assignment and assigns to appropriate technicians for creation
of City network account.

3a. If criteria not complete - routes assignment or contacts
departmental management to resolve outstanding issues

Service Desk
Technician

7. Creates network account and informs departmental
managment and contractor of access process

8. When completed, notes that in the ticket and closes
assignment

10. Closes HEAT ticket

See POL21 Remote and Ad Hoc Connectivity

Vendor Equipment Evaluation Checklist

GUI21A Guidelines to Secure Remote and Ad Hoc Devices

Network Access Acceptable Use Agreement
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PRO 24 Obtaining Exceptions to Information Security Policies

It is understood that different departments have differing business needs. These
differences might result in a need for exceptions to any of the policies recorded in
the Policies section of this handbook. Exceptions will be handled as follows:

Action By

Dept Mgmt or Assigns

Dept. IT Staff

Dept Mgmt or Assigns

Office of Information
Security (OIS)

Action

1. Receives information security policy clarifications or
revisions from OIS.

2. Determines through consultation with staff possible issues or
conflicts with business needs of the department/division.

3. Directs staff to research issues and alternatives and report
their findings.

4. Researches issues and alternatives.

5. Reports findings and recommendations to Dept
Management in a timely manner.

6. Analyzes findings and consults with staff.
7. Determines if there is a need to request exception.

7a. If need is established establishes justification and risk
mitigation.

8. Writes letter, email, or completes form requesting exception
from OIS.

NOTE: Request must contain justification and risk mitigation to
be considered.

9. Reviews request and makes determination within 5 working
days of receipt of request.

9a. If rejected meets with requesting management or designee
to discuss options and make final decision.

10. Maintains copy of request and determination.

See POL24 Policy Exceptions
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SECTION 3 — GUIDELINES

GUI 08 Monitoring of User Activity

As noted in POLO08, there is no expectation of privacy when using City owned
electronic equipment. There are many reasons that activity on the network and
on individually used digital equipment might need to be monitored and recorded.

Monitoring of activities may be done without notice to users when:

- Activity from an account prevents access to computing and network
resources by others;

- General usage patterns indicate that an account is responsible for
unacceptable activity;

- There is reasonable cause to believe that user has violated or is violating
policy or the law:

- It appears necessary to do so to protect the City from liability;

- Account activity is causing network interruptions or degradation of service;
or

- Itis required by and consistent with law.

Departmental IT Management and Human Resources staff are responsible for
deciding when and how to monitor user activity on City owned electronic
equipment. If an investigation is warranted they must follow the procedures as
outlined in the Digital Investigation Procedures document, a link to which can be
found in Appendix B — Related Documents.

See POL08 Monitoring of User Accounts, Files, and Access
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GUI 10A Classification of Data

While the City does not employ any official data classification system per se, the
following defined categories of data can be useful for System Owner/Operators
and Data Custodians to understand appropriate protection requirements.

PUBLIC: Information that is either approved for general access or by its
nature not necessary to protect and can be shared with anyone. This
would include general public information, published reference documents
(within copyright restrictions), open source materials, approved
promotional information, and press releases.

RESTRICTED: Information that is business data which is intended strictly
for use within the City. Although most all of this information is subject to
disclosure laws because of the City’s status as a public entity, it still
requires careful management and protection to ensure the integrity and
obligations of the City’s business operations and compliance
requirements. It also includes data associated with internal email systems
and City User account activity information.

CONFIDENTIAL: Information that is very sensitive in nature and requires
careful controls and protection. Unauthorized disclosure of this data could
seriously and adversely impact the City or interests of individuals and
organizations associated with the City. However, this information may be
subject to public disclosure laws. (See Link to State Disclosure Law in
Appendix B). However, this information may be subject to public disclosure laws.

Below is a “Quick Reference Matrix” for minimum security measures that should
be applied to systems hosting the three different data types described above. If
there is any question about the categorization of data, the default classification
category is “Restricted.”

(See next page)
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Data Classification Quick Reference Matrix for System Security Measures

DATATYPE 2 PUBLIC RESTRICTED CONFIDENTIAL
Access Control Limited to System
- ) Yes Yes
Measures Administration
Operatlng System Yes Yes Yes
Maintenance.
Logging Yes Yes Yes
Anti-Virus Measures Yes Yes Yes
Backup and Recovery Yes Yes Yes
Firewalls and IDS Optional Recommended Yes
Personally Identifiable
Information (PII) No No Yes
Credit _Car_d or Ban_k No NoO Yes
transaction information
Crltlc_al Infras_tructure No Recommended Yes
information
. Encryptlor_1 : No Recommended Yes
(During Transmission)
Encryption . .
(Storage) No Optional Optional
Authentication Limited to System Yes Yes (2-layer
Administration Minimum)
Physical Security Recommended Yes Yes

See POL10 Electronic Data and Records Management
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GUI 12A Assessing What Security Measures to Implement

All computer and data security measures are based on the functional nature and
degree of criticality of the computer systems, network resources, and data
involved. To assess what security measures should be implemented for a
computer, the questions to ask include:

What data is used and stored on it?

Who uses the system?

How do users access the system?

What functions does it provide?

What is the importance (criticality) of the functions?

What is the system’s connectivity to other networks and users?
Where is the system located?

Are there any related statutory and regulatory requirements involved?

Guidelines 12A — 12B address these questions and offer security measures and
practices to evaluate for potential use in protecting computer systems’
availability, confidentiality, and integrity. (See also, GUI 10A — Classification of
Data)

When assessing a system’s security needs, it is important to understand that all
of these measures and practices offer different protections against the many
risks and potential problems that exist. Taking the time to assess the security
needs of a computer system is a requirement for all system owners, operators
and data custodians. The only thing more important is ensuring the
implementation of the necessary measures.

See also: POL12 Access Controls

GUI12B Access Control Measures

GUI13A Operating System Maintenance

GUI13B Logging

GUI13C Antivirus Measures

GUI13D Backup, Recovery and Data Retention
GUI13E Firewalls and Intrusion Detection Security
GUI13F Encryption

GUI13G Authentication Mechanisms

GUI13H Use of Secure Protocols

GUI13I Use of Security Warning Banner
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GUI 12B Access Control Measures

As stated in POL12, all computing systems hosted on City networks must
support and comply with the following fundamental access control measures,
functions and operating principles:

¢ All systems are required to have a technical access control mechanism of
some kind that allows for authorization and allocation of system and data
resources to individual users. Access mechanisms can be mandatory,
transaction-based, role-based, time-based, user-based, or any other
reasonable control method appropriate for the systems functions (See GUI
13G — Authentication Mechanisms for more information).

e All system access accounts for Users must be based on a unique identifier
and no shared accounts are allowed except where authorized as an
exception by the System Owner/Operator.

e All Users’ system access will be based on the “principle of least privilege”
and the “principle of separation of duties” ((See Information Systems
Security Policy, Section 4 — DEFINITIONS)

e Computer applications that are developed for the system will be
developed and integrated such that individual User accountability is
maintained.

e Procedures must be in place for issuing, altering, and revoking access
privileges (account ID).

Management practices adopted to support the access control mechanisms
should be sensible, reasonably easy to maintain, and be auditable. They should
include an electronic or paper request and approval process for all accesses
established, modified, or terminated. The related System Owner/Operator and
Data Custodian should maintain this process. Also, the management practices
should include a regular review process of existing access accounts to make
sure they are still valid.

In addition to controls that are necessary for all systems, controls are particularly
important for systems and applications that host restricted or confidential data.
Data access privileges should be granted and system functions defined in a
manner that establishes all necessary separation of duties and helps prevent
potential fraudulent actions or compromise of data. The guiding rules for this are:

e All access to critical and sensitive servers or applications for
administrative purposes should require two-factor authentication.
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e All access to “personally identifiable information” (PIl) (See Section 4 —
Definitions) requires authentication at the individual user level.

¢ All access to network resources where sensitive data may reside on

connected system resources requires authentication at the individual user
level.

e Each user will be granted access only to those hosts, services, and data
for which that user has a legitimate need.

Access and privileges will be granted only for the period of time they are needed.

See POL12 Access Controls

Back to Table of Contents
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GUI 13A Operating System Maintenance

Because of the rapidly changing and vulnerable technology environment that
exists today, it is very important for System/Owner Operators to properly
maintain their systems. Computer systems are easily targeted and compromised
through network connections. If a system is not properly secured, the odds are
good that someone will compromise and exploit it.

While nothing short of physically disconnecting a system from the network will
guarantee that it cannot be broken into, a number of steps should be taken to
reduce the risks. The following are recommended basic maintenance practices:

Change default passwords, or disable all default accounts. Some
systems come with software installed that has password protection, but with
passwords that are set at the factory. These default passwords are widely
available online; if this account is left running with a password which was set
by the vendor, then the system is at a higher degree of risk for compromise.

Know what services should be running and which are actually running,
Many systems come with services enabled that don't need to be. If a system
is running an unknown service and a weakness is found in that service, the
security of the system is at risk. It is important for System Owners and
Operators know what is actually running on their system. If something is
running that isn’t needed, it should be turned off. It's better to start with
everything off and turn on the services that are needed than to start with
everything on and disable the services that are not needed.

Keep your operating system up-to-date. Vendors publish notices about
updates and patches. Systems should be kept up-to-date with security
patches as much as possible. Some operating systems come with utilities to
help keep them up to date; others require more manual labor. If this task
cannot be automated in the operating system, make sure there are
procedures in place to regularly check for current patches.

When possible, scan your own machine for vulnerabilities... Potential
intruders regularly scan networks for vulnerable machines. System Owners and
Operators should use scanning tools such as Nessus to scan their systems
before vulnerabilities are found by others.

See POL13 Systems and Network Security
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GUI 13B_Logging

Wise operation of a computer system and associated applications includes
prudent and sensible use of logging tools. While logging can be problematic in its
potential volume and usefulness of data collected, is important for System
Owners and Operators to take the time to evaluate their logging needs and
ensure that appropriate logging tools are implemented and maintained.

In addition to the logging itself, operational practices need to be implemented to
ensure regular review of the logs for anomalies and exception events that could
signal potential problems.

Logging efforts have value and are important for several reasons. In addition to
supporting audits of selected system activity, security measures, and controls, a
logging program also can help to resolve operational problems and contribute
valuable information to security incident investigations.

The following are recommended logging practices:

e System activity associated with all “system administrator” privileged user-
accounts should be logged.

e City Computer Systems that handle “restricted” or “confidential” data
should securely log all significant security relevant events. Examples of
security relevant events include: password guessing attempts, attempts to
use privileges that have not been authorized, modifications to system or
application software, and changes to user groups or accounts.

e Computer applications that support processing of “restricted” or
“confidential” data should log the following key user activity information:
1) User session activity including user-1ds, log-in date/time, log-out
date/time and applications invoked;
2) Changes to key application system files;
3) Additions and changes to the privileges of users; and
4) System start-ups and shut-downs.

It is important to establish appropriate retention practices for various logs. It is
recommended that logs containing security relevant events be retained for at
least one month or longer if feasible. These logs are important for system effort
correction, forensic auditing, security breach investigations, and related efforts. It
is important that stored logs must be secured such that they cannot be modified
and only authorized persons have access to them.
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See POL13 Systems and Network Security
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GUI 13C Antivirus Measures

It is well known that one of the major threats to computer systems and data is
exposure to malicious code. Viruses, worms, Trojan horse programs, and other
such threats are difficult to defend against and require a systematic approach to
mitigate the potential harm.

System Owners and Operators should install and maintain high quality anti-virus
systems on their file servers and ensure that all system-associated desktop
computers have the same kind of protection installed and maintained. System
Owners and Operators should be vigilant about loading all updates to the anti-
virus software as they become available.

In addition to anti-virus software, it is important for System Owner and Operators
to establish infection prevention and damage mitigation procedures that include:

e Scans of all diskettes and other portable storage media before they are
loaded into the system;

e Scans of all files downloaded from the Internet;

e Rules against the use of any software that is not obtained legally through
reliable sources; and

¢ Response procedures for dealing with infection or attack by malicious
software

e See POL13 Systems and Network Security

GUI 13D Backup, Recovery and Data Retention

In order to protect their computer systems and data, System Owners and
Operators must implement regular backup procedures. Regular backups of all
critical system software, applications, and data are necessary for both recovery
and compliance purposes. The frequency of these backup processes also should
be sufficient to support the documented contingency plans.

When choosing the location for the storage of backup media, it is important to
make certain that it is protected from access, change, or unwarranted
destruction. The level of security associated with the backups should be the
same as that for the disk copy. Additionally, backup media should be stored at a
separate “off site” location that is unlikely to be affected by any disasters befalling
the primary copy of the data.
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Data retention is a separate issue from backup. Backups rarely, if ever, should
be counted upon as the means for records retention management. City Data
Custodians, System Owner and Operators, and Users are obligated to
understand the nature of the data they generate, use, or store and to ensure that
they are managing that data in full compliance with all applicable laws and City
records management policies (for Records Retention information see Appendix
B- Relate Documents).

See POL13 Systems and Network Security

GUI 13E Firewalls and Intrusion Detection Security

At the City, effective host-based security measures are wise for System Owner
and Operators to deploy and maintain. System Owners and Operators must
consider carefully how they manage their network connectivity and what filtering
tools and rules work best for their computing needs.

The City has deployed firewall systems on the City’s network perimeter.
However, because of the complex computing environment that exists at the City
and the wide-range of computing services required, the City departments should
consider a layered defense that includes protection at the Internet, demilitarized
zone (DMZ), internal network segmentation, and host-based systems.

The following are recommended firewall and intrusion detection practices:

e Firewalls should be used to secure Internet connections;

Firewalls should be considered for any connection to other networks;

¢ A boundary firewall should be used at the Internet connection to create an
external DMZ;

o Servers accessible by the public should be placed on the DMZ so
they can be accessible as needed and still have some protections
from the firewall;

o Internal users should be protected from the external sources as
well as the DMZ by the firewall,

e Afirewall standard document should be created and maintained that
details firewall environment functions, file characteristics, network
applications matrix, and traffic handling policy;

¢ Firewall administration should be assigned to only qualified and dedicated
technical staff;

e Critical networks or hosts can be protected through the use of internal
firewalls or firebox systems;
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o Departments should carefully evaluate this option as a potential
extra layer of security;

e Remote locations should use personal firewalls and firewall appliances to
secure their connections;

¢ Network intrusion detection systems (IDS) should be used at external
connections as additional safeguards against attacks;

e Critical networks can be protected through the use of internal network-
based IDS or host-based IDS;

o Departments should carefully evaluate this option as a potential
extra layer of security;

e |IDS administration should be assigned to only qualified and dedicated
technical staff;

e Logs from the various firewalls and IDS systems that are installed and
maintained should be aggregated to a dedicated server to the extent
possible;

o This provides the ability to correlate suspicious activity as well as
one-stop monitoring for security event information

o This aggregate logging system needs to take into consideration the
sensitivity needs of the systems involved and provide appropriate
access controls;

e Automated alarms that initiate alerts to pager, email, and/or voice
message systems should be considered; and

e Appropriate incident response procedures and practices should be
developed and implemented to support firewall and IDS alerts.

Another option to consider for protecting the Users’ desktop systems is installing

"personal firewalls" (firewall rules which run on the client itself). There are several
types of these firewalls currently available and properly implemented they can be
very useful as part of a larger security strategy for a subnet.

Some personal firewall products also include Intrusion Detection System (IDS)
capabilities that might be useful. IDSs are often closely tied with firewall
implementations.

Besides host based IDSs, there are also some network-based systems. Again, it
is important that System Owners and Operators evaluate their specific security
requirements and understand if these systems offer any value to security
objectives.

See POL13 Systems and Network Security
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GUI 13F Encryption

Implemented and used wisely, encryption can support a variety of security
objectives for System Owners and Operators including authentication, integrity,
privacy, and non-repudiation objectives. However, there are some difficult
challenges for System Owners and Operators to effectively deploy encryption
tools and doing so will likely require careful review and consideration.

A few approaches to encryption are being used and explored at the City.
However, there are some difficult and substantial barriers to widespread
deployment. In addition, to the implementation issues with standards and
methods, encryption tools themselves can be abused by users potentially leading
to the loss of access to data, corruption of data, and other problems. System
Owners and Operators should not deploy encryption tools without implementing
strict use and management practices. Most importantly, System Owners and
Operators should never allow unauthorized encryption tools to be used on their
systems.

See POL13 Systems and Network Security

GUI 13G Authentication Mechanisms

A key security measure that System Owners and Operators need to implement is
a means to authenticate system users. There must be a systematic and reliable
method for establishing proof of identity. Authentication mechanisms are closely
woven into system access controls. For System Owners and Operators it is
important to remember the difference between authentication and authorization
mechanisms. One identifies a user and the other defines what the identified user
can access. Both sets of mechanisms need to be carefully implemented and
maintained.

There are essentially only three “ways” a user can prove their identity:

e With something they know.
(Technology translation: passwords, personal identification
numbers, pass phrases, secrets)
e With something they have.
(Technology translation: token, smart card, certificate, private key)
e With something they are.
(Technology translation: biometrics, activity signatures)
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The criticality of the computer systems and the sensitivity of the data determine
the kind of authentication process that should be implemented. Some
circumstances require the use of a two-layer approach to authenticate a user to a
system. This layered approach increases the difficulty for an unauthorized
person to fool the system’s authentication process.

System Owners and Operators and data custodians must evaluate their system’s
authentication requirements and implement the appropriate measures. This
evaluation process should not minimize the reality of the situation—existing
technologies are vulnerable and can be spoofed.

The most basic protections come from establishing systems and processes that
assure that good passwords are created, maintained, and correctly transmitted.
Software is available to force the choice of good passwords and check
periodically for weak ones. Passwords should be changed regularly. Only
protocols that encrypt passwords should be used to transmit them over the
network.

See: POL13 Systems and Network Security

STA13G Password Standard

GUI 13H Use of Secure Protocols

System Owners and Operators must be aware of sensitive data on their systems
and use secure protocols such as SSL, SSH or K5 to protect them in transit or for
access of services that require authentication.

See POL13 Systems and Network Security

GUI 131 _Use of Security Warning Banner
System Owners and Operators should use a banner similar to the one below:

WARNING

This is a proprietary system of the City of Seattle and is for use by
authorized individuals only.
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Use of this system or any other computer system of the City of Seattle constitutes
an express consent to monitoring at all times. If monitoring of any City system for
either administrative, enforcement, or management purposes reveals possible
violations of criminal statues, all relevant information may be provided to law
enforcement officials. Anyone using this or any other City computer system or
related information without proper authorization will be subject to possible
internal disciplinary actions, civil and/or criminal prosecution. By proceeding
beyond this screen you are acknowledging that you understand and accept the
content of this notice.

See POL13 Systems and Network Security

Back to Table of Contents






http://inweb/technology_security/policies/ISSP_POL13.htm







Page 74 of 107
Information Systems Security Policy
Handbook
SECTION 3 — GUIDELINES

GUI 13J Multifunction Device Configuration Guidelines

Devices that contain a modem or other external connection and contain an
operating system present a specific risk to the City's system due to the
connection between untrusted phone systems, the City's network, and the
vulnerability of the operating system.

To mitigate those risks, it is imperative that these types of devices (e.g.
multifunction printer/fax machines) be installed and configured carefully.
The following are recommended configuration guidelines for these types of
devices:

All administrative account passwords (i.e. ADMIN, MSHELL, LOCAL)
must be reset;
Any services not required must be turned off - these include:
SMTP;
FTP;
Telnet;
Bluetooth;

o and 802.11 (if equipped);
TCP/IP must be set as the only active protocol;
Enable restriction of IP's able to access device and restrict them to the
local segment;
Disable the ability for the device to store scanned documents locally;
Register the device per City Policy to SMTP(2) gateway, registering
Device Name and IP;
Reference the device manufacturer's security recommendations and apply
them as appropriate;
Document all install processes and security settings and keep this
document on file in your IT management offices for audit reference.

@)
@)
@)
@)

See also:

POL13 Systems and Network Security
STA13J Multifunction Device Configuration Standard

Back to Table of Contents

GUI13K Kiosk Computer Use Policy Guidelines
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Public Kiosks must contain a notice to users explaining their responsibilities and
the policies that apply to the usage of those systems. This notice should display
upon activation of the kiosk by any new user and should require their affirmative
agreement by their clicking on an 'Accept' or 'OK' button to proceed.

Suggested wording for this notice is as follows:
Title: "City of Seattle Kiosk Computer Use Policy"

This is a proprietary system of the City of Seattle and is for use by authorized
individuals only. Use of this system or any other computer system of the City of
Seattle constitutes an express consent to monitoring at all times. If monitoring of
any City system for either administrative, enforcement, or management purposes
reveals possible violations of criminal statutes, all relevant information may be
provided to law enforcement officials.

See also:

e POL13 Systems and Network Security
e STAI13K Kiosk Standard
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GUI 14 Physical Security Guidelines

To prevent portable electronic devices such as laptops, personal digital
assistants (PDASs), cell phones, or USB drives from being stolen or misused
requires keeping them physically secure.

Some examples and best practices would include:

Never leaving a portable electronic device unattended when you take
them outside the office;

Never leaving them in your hotel room or car (even in a locked trunk);
Never leaving them in checked luggage

Always locking laptops with a cable lock when they are on your desk at
work, or if you have to leave them in a hotel room, and

Storing them in a locked cabinet at work or at home when you are away.

Physical access control measures for City property should include:

Access control badges that are worn in plain site and are required for
entry into any area where City assets are located,;

Monitored video cameras in strategic locations to record activities;
Guards in all City buildings to monitor physical security, and

Monitoring of visitors including requiring registration, visitor badges and
escorts whenever they are in areas where City assets are located.

See POL14 Physical Security

Back to Table of Contents
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GUI 15 Suggested Components of User Termination Process

All City departments should establish and maintain all necessary processes and
procedures to properly and quickly close and remove all computing system and
network privileges and resources when an employee is separated. These
processes and procedures should include the following:

a. The separated employee’s immediate management will be
responsible for notifying all System Owner/Operators, or their
designated system administrator handling the computer or
communications accounts, to close all related accounts and remove
all access capabilities related to the terminated employee.

b. Separated employees may not retain, give away or remove from
City premises any City proprietary information (electronic or
hardcopy) other than personal copies of information disseminated
to the public and personal copies of correspondence directly related
to the terms and conditions of their employment. All other City
proprietary information in the custody of the departing employee
must be turned over to the employee’s immediate supervisor at the
time of departure.

c. Atthe time of separation, all City property must be returned. This
includes portable computers, printers, modems, software, cellular
telephones, digital pagers, PDA’s, documentation, building keys,
lock combinations, encryption keys, and magnetic access cards.

Back to Table of Contents

GUI16 Digital Investigation and Telephone/Billing Records
Request Guidelines

Nothing in these guidelines or the related procedures confers a right to privacy in
digital data upon any person.

The following guidelines will clarify the ways that digital investigations should be

requested:
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NOTE: General requests for telephone records and billing information are not
usually considered digital investigations and may not be subject to these same

guidelines and procedures. Please see the Guidelines Relating to Telephone

Call and Billing Records below for specific guidelines relating to those types of

requests.

Relevant Definitions

Appointing Authority: The head of a City department or agency, or that person's
designated management representative.

Auditing agency: A governmental agency with legal authority to conduct audits of
City records.

Auditing agency request: A request from an auditing agency made in connection with
an official audit. The term does not include requests from an auditing agency in its
capacity as an employer and related to internal personnel matters.

Civil litigation-related request: A request made by a named party to current civil
litigation.

Digital data: Any data or records in digital form contained on a computer or other
digital device or system owned, operated or controlled by the City.

Law enforcement request: A request for digital data from a law enforcement agency
made in connection with an official investigation into a violation of law for which
sanctions may be imposed, or of a court order imposed in a criminal case. The term does
not include requests from a law enforcement agency in its capacity as an employer and
related to internal personnel matters.

OIS: The Office of Information Security for the City of Seattle.

Public records request: A request for records under the Washington state Public
Records Act, RCW Ch. 42.17 (recodified as RCW Ch. 42.56 effective July 2006).

Telephone call and billing records: Reports concerning telephone billing, long-
distance toll calls, and equipment, line and service charges produced regularly as part of
the City's internal billing and accounting procedures.

Telephone data: Digital data relating to use of City owned, operated or controlled
telephone or other telecommunications equipment. The term includes but is not limited to
telephone call and billing records.
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Applicability

These guidelines and the related procedures are applicable to all users
(employees, contractors, and others) of City computing systems, networks, digital
information, and any other electronic processing or communications related

resources or services provided through the City.

General Guidelines Relating to All Investigation Requests

1. All requests must be directed to the OIS (Office of Information Security).

2. All requests must be in writing and submitted on an Investigation Request Form

3. All requests must comply with the law and with applicable City policies. These
policies include but are not limited to The City's Information Systems Security
Policy and Guidelines and the City's Information Technology Management and
Architecture Standards.

4. All requests must specify the digital data that is requested.

5. DolT will not conduct live monitoring of systems unless required as part of the
evidence collection procedures and specifically requested on the Investigation
Request Form.

Guidelines Relating to Telephone Call and Billing Records

1. Regular Distribution: DolT will distribute telephone call and billing records to
Department Telephone Coordinators monthly as part of the City's regular billing
and accounting procedures.

2. Employee Requests: Individual City employees may request telephone call and
billing data relating to their own call activity. The following procedures apply:

o The request must be for a lawful work-related purpose

o The request must be directed to DolT's Communications Technologies
Appointing Authority (or designee)

o The request shall be in writing, signed by the employee and the
employee's supervisor, and shall state the purpose for the request

o The employee's supervisor shall submit the request through the employee's
departmental telephone coordinator or appointing authority
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3. Telephone coordinator requests: Department Telephone coordinators may
request data on behalf of others or to fulfill their obligations as a telephone
coordinator. The following procedures apply:

O
@)

The request must be for a lawful work-related purpose

The request must be directed to DolT's Communications Technologies
Appointing Authority (or designee)

The request shall be in writing, signed by the employee and the
employee's supervisor unless the coordinator is employed at an
Appointing Authority level or above, and shall state the purpose for the
request

4. Other requests: All other requests for telephone call and billing records must
follow the guidelines and procedures listed below in the "Releases of Digital Data
& Inititation of Digital Investigations" section.

Releases of Digital Data & Inititation of Digital Investigations

NOTE: Except as set out in the preceding sections regarding general guidelines

and guidelines for telephone records above, DolT will release digital data or

initiate a digital investigation only under the following circumstances:

1. Internal Departmental Requests:

o

May be made for any City purpose, including but not limited to systems
administration, monitoring employee use, and investigating alleged
employee malfeasance

Must comply with City policies

Must be initiated and signed by the appointing authority

Must be signed and approved by the appropriate departmental human
resources representative

Must state the reason for the request and explain how the request complies
with City policies

2. Law enforcement requests:

o

May be made only in connection with an official investigation into a
suspected violation of law for which sanctions may be imposed, or a
suspected violation of a court order or judgment in a criminal case; and
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must state facts sufficient to allow the OIS to determine that it has been
made for this purpose

Must state the specific legal authority that allows the requester to have
access to the data requested

Must include any court order, search warrant, subpoena or any other
compulsory legal process authorizing the request

Must state that the request is made in connection with an official and
authorized law-enforcement function

Must be signed by an authorized representative of the law enforcement
agency making the request

NOTE: The City reserves the right to determine whether it will voluntarily
provide digital data in response to any law enforcement request, or will
require compulsory legal process.

3. Auditing Agency requests:

@)

May be made only in connection with an official audit that the auditing
agency has the legal authority to conduct, and must state facts sufficient to
allow the OIS to determine that it has been made for this purpose

Must state the specific legal authority that allows the auditing agency to
have access to the data requested

Must state that the request is made in connection with an official and
authorized auditing function

Must be signed by an authorized representative of the auditing agency
making the request

4. Litigation Related requests:

o

May be made only by a named party (or their legal representatives) to
current litigation

Must include the case number and named parties to the litigation
Must be signed by an attorney representing the requesting party

Must be accompanied by a duly-issued subpoena duces tecum or valid
discovery request

NOTE: Requests from City of Seattle Law office attorneys (or their assigns)
may be exempted from the requirement for a subpoena or discovery request
at the discretion of the OIS and as part of a litigation hold order, public
disclosure response, or other evidence preservation request.
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See POL16 Policy Enforcement.

See PRO16 Digital Investigation Procedures
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GUI 17A Prohibited Uses of City-owned Digital Equipment

City equipment may not be used for any of the following purposes as defined by
City policy, ethics rules and City and State laws (this is not necessarily an all
inclusive list — others may apply and the user is charged with using discretion):
- conducting private business;
- political campaigning;
- announcing union membership meetings or conducting other exclusively
union business;
- making unauthorized general message distributions to all users
(“everyone”);
- sharing or storing unlicensed software or audio/video files;
- or any other illegal usage.

See POL17 Acceptable Use of City Digital Equipment, Internet Access,

Electronic Communications and Other Applications

GUI 17B Installation of Hardware/Software

Only software or hardware that meets the City’s defined standards (see Appendix
B — Related Documents) will be installed unless an exception has been
documented in writing.

This includes but is not limited to applications specifically designed to
communicate electronically. Electronic communication technology poses a
particular security risk due to the two-way nature of these applications.

Examples of electronic communication technology requiring a written exception
include instant messaging (IM), voice over IP (VoIP), and Internet Relay Chat
(IRC). To obtain an exception see PRO24 Obtaining Exceptions to Information
Security Policies.

See POL17 Acceptable Use of City Digital Equipment, Internet Access,

Electronic Communications and Other Applications
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GUI 17C Use of Bandwidth Intensive Application/Features

Use of video, audio, image storage, etc. can put a strain on the available
resources of the City's networks and bandwidth. The Office of Information
Security reserves the right to require a review of any usage that is discovered to
have strained the City's resources.

Users should work with their IT management to establish the resource and
bandwidth requirements of any new applications or systems. In collaboration with
departmental IT management all new applications or projects should be
assessed for any possible negative effects due to resource strain. If it is
suspected that strain could be caused by the proposed application or system, it
should be reviewed and approved in writing by the CTO as required in

Paragraph 4 of POL17 Acceptable Use of City Digital Equipment, Internet

Access, Electronic Communications and Other Applications

GUI 17D Guidance on De-Minimus Use of City Digital Equipment

To the extent permitted by your department’s policies, you may use City owned
digital equipment, access to the Internet, and other applications including e-mail
and other authorized electronic communications such as Instant Messaging, to
announce or distribute notice of departmental or personal events of interest to
your co-workers. However, all messages announcing or promoting an event such
as a training opportunity, charitable fund raising campaign or other presentation
must be approved by a designated management representative before they are
disseminated universally across any e-mail facility.

You may also use these resources to schedule personal appointments and for
other reasonable personal purposes as long as such use is incidental and does
not interfere with your workload, as determined by your supervisor.

See POL17 Acceptable Use of City Digital Equipment, Internet Access,

Electronic Communications and Other Applications

Back to Table of Contents
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GUI 18A Individual Screening of E-Malil

Users are allowed under this policy to screen unwanted e-mail from, or to
automate filing of, their individual e-mail accounts using methods including:

- the employment of automated e-mail screening rules;

- the use of mailbox proxies (for example, the granting of permissions to
another user or users to objects in a mailbox);

- or other manual or automated screening techniques that are consistent
with all other citywide and department standards

See POL18 Rules Specific to Electronic Communication Usage

GUI 18B Guidance for Sending Public Electronic
Communications

Care must be taken when sending electronic communications from the City of
Seattle to the public. It is the responsibility of every user to understand and
comply with the City’s published Privacy Policy and this Information Security
policy when doing so (See Appendix B — Related Documents). To ensure all
such communications are consistent with those policies requires:

- the intended recipient specifically request (“opt-in”) to receive the
communication from the City;

- the proper protection of personally identifiable information- such as a
person’s e-mail address;

o For instance senders of public e-mail broadcasts must take steps to
conceal the intended recipients e-mail address from others
receiving the broadcast (this can most easily be accomplished
through the use of the blind carbon copy (BCC) feature).

o Users of other electronic communications, such as Instant
Messaging should never reveal their buddy lists or communicate
with unknown users.

See POL18 Rules Specific to Electronic Communication Usage

GUI 18C Guidelines for General Distribution Message Within or
Between City Departments

It is sometimes necessary to inform a department of news of interest or
importance to all users. When this is the case, care must be taken that any such
messages are approved by the departmental management.
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All general broadcast messages to be sent to all users of a department by
another department must be cleared by the receiving department

The message must be forwarded first to the Departmental e-mail Administrator of

that department, so that it can be reviewed and approved and properly staged
and transmitted so as to not disrupt normal e-mail operations.

For more information see Sending Broadcast Messages to City Employees.

See POL18 Rules Specific to Electronic Communication Usage.

Back to Table of Contents

GUI20C Guidelines for Initiation of Pre-acquisition Meeting

In any type of cyber event that requires acquisition of digital data it is important to
carefully define the scope of the acquisition and ensure that the right subject
matter experts and technicians have been consulted. It is equally important to
track who will be responsible for the acquisition and monitor the timely

completion of that task.

The first step is to create an appointment at the earliest possible time using the

City's messaging and calendaring system. Use the pre-acquisition meeting form

to track the responsibilities of the aquiring technicians. To do so you must
consider who should be involved in the meeting. The following guidelines are

suggestions for some of the possible event types:

Cyber Incident Response

1. The participants for the Cyber Incident Response Triage team will have already
have been engaged in most cases. The Incident Commander should be consulted
to request a member of his/her team attend the pre-acquisition meeting.
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2. Any subject matter experts from the affected departments should be invited.
These could include desktop support, network services, messaging teams,
database administrators, telephone services, server admins, etc.

3. IT Management from the affected department should be invited.
Litigation Hold

1. The attorney(s) and/or their paralegal(s) who have initiated the litigation hold
must be invited.

2. Any subject matter experts from the affected departments should be invited.
These could include desktop support, network services, messaging teams,
database administrators, telephone services, server admins, etc.

3. IT Management from the affected department should be invited.
4. Citywide messaging and possibly server and/or database support may need to be

invited, depending on the specific request from Law - you should consult with the
attorney or their paralegal if it is not clear from the litigation hold memo.

Public Disclosure Request

1. The affected department's and/or the Mayor's office public disclosure officer must
be invited.

2. The Law department's public disclosure attorneys may need to be invited - you
should check with them and/or with the departmental public disclosure officer to
see if they need to be present.

3. Any subject matter experts from the affected departments should be invited.
These could include desktop support, network services, messaging teams,
database administrators, telephone services, server admins, etc.

4. 1T Management from the affected department should be invited.

5. Citywide messaging and possibly server and/or database support may need to be
invited, depending on the specific request.

Digital Investigation

NOTE: All digital investigations requiring the acquisition of any type of
electronically stored information must have been initiated using the process
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outlined here. As this process requires the signature of HR and the departmental

Appointing Authority, and also requires specifics of the investigation parameters,

this meeting may not be necessary and/or may be conducted more simply via

phone or email communications. However, if a meeting is appropriate these

guidelines would apply.

1.

2.

The affected department's Human Resources staff must be invited.

Any subject matter experts from the affected departments should be invited.
These could include desktop support, network services, messaging teams,
database administrators, telephone services, server admins, etc.

IT Management from the affected department should be invited.

Citywide messaging and possibly server and/or database support may need to be
invited, depending on the specific investigation request.

NOTE: Refer to the Citywide Information Technology Alert Database for contact

information for all departmental IT staff.

See POL20 Virus/Malware Protection

See PRO20C Cyber Event Management Procedure
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GUI 21a Guidelines to Secure Remote and Ad Hoc Devices

1. Departments authorizing remote and ad hoc connections should establish
appropriate connectivity management processes that will, at a minimum,
audit and monitor for anti-virus signatures and required operating system
patches.

2. Departments authorizing remote and ad hoc connections should scan
computing devices for the existence of malicious code and programs

3. Ad hoc users who are connected the Network should not be connected to
any other network at the same time

4. Dual homing (see Section 4 — Definitions) is an unsafe connectivity
practice and is allowed only on an exception basis
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SECTION 4 — STANDARDS
STA13A Desktop/Laptop Standards

Desktop and laptop standards for the City of Seattle are developed, maintained
and disseminated by the Desktop Team (DTT).
Those standards are located here in pdf format.
See also:
e« POL13 Systems and Network Security

STA13G Password Standard

A strong password is an imperative authentication control for all City systems.
The following standards must be followed for any City systems connected to the
network:

e All passwords must contain a minimum of eight (8) characters;

o Password expiration will be set to a 45 day timeout period;

e No re-use will be allowed of the last 10 passwords;

e A one (1) day lockout will be configured to ensue after five (5)

unsuccessful password attempts.

See also:

e POL13 Systems and Network Security

STA13J Multifunction Device Configuration Standard

Devices that contain a modem or other external connection and contain an
operating system present a specific risk to the City's system due to the
connection between untrusted phone systems, the City's network, and the
vulnerability of the operating system.
The following standards must be followed when deploying these devices in any
City department or facilities:
e All administrative account passwords (i.e. ADMIN, MSHELL, LOCAL)
must be reset;
e Any services not required must be turned off - these include:
SMTP;
FTP;
Telnet;
Bluetooth;
o and 802.11 (if equipped);
e TCP/IP must be set as the only active protocol;
o Enable restriction of IP's able to access device and restrict them to the
local segment;

@)
O
@)
O
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o Disable the ability for the device to store scanned documents locally;

» Register the device per City Policy to SMTP(2) gateway, registering
Device Name and IP;

» Reference the device manufacturer's security recommendations and apply
them as appropriate;

o Document all install processes and security settings and keep this
document on file in your IT management offices for audit reference.

See also:
e« POL13 Systems and Network Security
e GUI13J Multifunction Device Configuration Guidelines

STA13K Kiosk Standard

This document sets forth the standards associated with the City of Seattle departmental
kiosks. This standard applies to all departments that utilize kiosks for public access to
City applications.

Enforcement

Deviations from this standard should be preceded by an approved documented exception.
Violation(s) of this standard will result in a denial of authorization to deploy and manage
kiosk projects.

Basic Controls

The following are basic requirements for all kiosk systems in use by City of Seattle
departments, regardless of the classification of the information being managed:

e The kiosk must be physically secured, so that computer equipment may not be
easily removed. The kiosk must be in plain sight of City employees. The kiosk
must be in a locked area after business hours, or must be removed to a locked area

e The kiosk must be a single-application workstation, and the browser must be
locked down to a minimum number of web application destinations

o Office equipment that is peripheral to the kiosk (such as printers) must be secured
using standard configuration guidelines

e A 'Computer Use Policy' notice must be prominently displayed on all kiosk
systems. A user should be required to read and affirm they have read and
understood this policy before access to the kiosk system is granted. See GUI13K
Kiosk Computer Use Policy Guidelines for an example of suggested wording for
this policy notice.

System Controls

e The kiosk computer's BIOS password protection must be enabled

e The kiosk must run the City operating system image that has been configured
specifically for kiosk applications (see Standard Kiosk Image Configuration
Procedure for details)

e The system must have backups, patches and antivirus controls managed by the
Department of Information Technology

Network Controls
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The kiosk traffic must be proxied through a system where access-controls may be
enforced

Port security must be used at the switch where the kiosk is connected to the City
network

The kiosks must be on a private VLAN, reserved for kiosk traffic only; the
primary vlan is designated 4093, the isolated vlan is designated 4092. The
primary is mapped to the isolated

Monitoring and Record Retention

Security Monitoring: The Office of Information Security will monitor kiosk
traffic for indicators of compromised systems or unauthorized activities

Network Monitoring: The Department of Information Technology's
Communication Technologies division will monitor the health and performance
aspects of the kiosk

Record Retention: Records of public access to City of Seattle information
processing resources through kiosks should be retained for a period determined by
State of Washington requirements

See also:

POL13 Systems and Network Security
Standard Kiosk Image Configuration Procedure
GUI13K Kiosk Computer Use Policy Guidelines

STA23 Web Application Code Review Standard

A security review by the Office of Information Security should be considered,
early in its life cycle, for any City owned and/or maintained application that faces
the Internet. A security review is required for any application that meets the City's
WALD or MITIE guidelines (see Web Application Layered Defense (WALD)
Procedures document).

Additionally, Internet-facing applications are required to undergo security testing
prior to being approved for deployment - even if the application does not meet
the requirements for MITIE oversight.

The following standards must be followed for completing these reviews:

When an alpha version of the application is completed, it must be
compiled in a binary format with all debug flags set, according to the
specifications outlined in our code review vendor's guidelines.

The current standard vendor for code reviews is Veracode - the compiled
alpha version of all web facing applications must be submitted to
Veracode for a full review as soon as possible in the project life cycle.
Project managers will be responsible for mitigation of all vulnerabilities
noted in the Veracode review report.
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e The Office of Information Security will review all reports and mitigations for
completion, and will be available to project managers for information
security consultation.

e Any applications that meet the WALD or MITIE (see Web Application
Layered Defense (WALD) Procedures document) criteria require a final
sign off from the Office of Information Security before they may proceed to
the next level of development, QA, or deployment into production.

e The Office of Information Security, may at its discretion, require further
code reviews or penetration tests, including but not limited to follow-up
code reviews, and/or dynamic penetration testing and code review by
Veracode or other vendors.

See also:

e POL23 Web Application Deployment

e STA23A Web Application Architecture Standard

e STA23B Web Services Architecture Standard

e Web Application Layered Defense (WALD) Procedures document

STA23A Web Application Architecture Standard

Any City owned and/or maintained application that faces the Internet must
comply with the Web Application Architecture Standard as referenced here: Web
Application Architecture Standard document.
See also:

e POL23 Web Application Deployment

e STA23 Web Application Code Review Standard

e STA23B Web Services Architecture Standard

e Web Application Layered Defense (WALD) Procedures document

STA23B Web Services Architecture Standard

Any City owned and/or maintained application that faces the Internet must
comply with the Web Service Architecture Standard as referenced here: Web
Services Architecture Security Standard, version 1.
See also:

e POL23 Web Application Deployment

e STA23 Web Application Code Review Standard

e STA23A Web Application Architecture Standard

e Web Application Layered Defense (WALD) Procedures document
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SECTION 5 — DEFINITIONS

The following terms are found in this policy document:

802.11x: A generic term used to describe any of the currently deployed wireless
standards (currently this includes 802.11a, 802.11b, 802.11g, and 802.11n)

Acceptable Use Agreement: An agreement outlining policies, guidelines,
responsibilities for Authorized Users granted remote access to the Network. The
Agreement must be signed and returned to the granting department.

Access Control: Physical, procedural and/or electronic mechanism which ensures that
only those who are authorized to view, update and/or delete data can access that data.

Ad Hoc Connectivity: Plugging an ad hoc device directly into the Network or another
City owned workstation while on City premises for the purposes of accessing City
applications, the Internet and/or other City data resources.

Top of Definitions Section

Ad Hoc Device: City or non-City owned devices that have not been connected to the
Network within the preceding month or a specific period of time designated by
departmental policy. Because they have not been connected, they are considered
“untrusted” and assumed to be non-compliant with current patching levels.

Ad Hoc User: Employees, contractors, business partners, etc., who are not Authorized
Users, but have a need, on a temporary basis, to connect to the City network to conduct
City business.

Applications Software: Applications software comprises programs designed for an end
user, such as word processors, database systems, and spreadsheet programs.

Authentication: A systematic method for establishing proof of identity.

Authorization: The process of giving someone permission to do or have something; a
system administrator defines for the system which users are allowed access to the
system and what privileges are assigned.

Authorized User: A City permanent or temporary employee who has been granted the
use of a wireless enabled computing device in order to conduct City business.

Availability: The assurance that a computer system is accessible by authorized users
whenever needed or as pre-defined.

Breach: An incident that compromises the confidentiality, integrity or accessibility of
data on any City owned system. A “reportable” security breach is defined by Washington
State Law as noted in POL 11 in this handbook.
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Top of Definitions Section

Cable Modem: Cable companies such as Comcast provide Internet access over Cable
TV coaxial cable. A cable modem accepts this coaxial cable and can receive data from
the Internet at over 1.5 Mbps. Cable is currently available only in certain communities.

Cyber Incident Response Plan: The Cyber Incident Response Plan outlines the
responsibilities and procedures for responding to any event that significantly impacts or
threatens the City’s information systems.

Cyber Incident Response Team (CIRT): A team of departmental IT staff and managers
from all City departments, who have been selected to work with the command staff on
any formal cyber incident.

Cyber Incident Response Triage Team: A small select group of Information Security
staff representing a cross section of different departments whose task is to establish the
severity of any threatening event and decide whether to initiate the Cyber Incident
Response Plan.

CISO: Chief Information Security Officer

Common Criteria for Information Security Evaluation: A comprehensive specification
(aligned with the I1SO IS 15408) that first defines the targeted environment and then
specifies the security requirements necessary to counter threats inherent in that
environment.

Top of Definitions Section

Computing Device: A device such as a desktop, laptop, handheld, or notebook
computer, Personal Digital Assistant (PDA), or a server.

Confidentiality: An attribute of information. Confidential information is sensitive or
secret information, or information whose unauthorized disclosure could be harmful or
prejudicial.

Connectivity Management: Controlled access to Network resources by allowing only
computing devices that fully comply with established criteria; that is, current operating
system patch levels, up-to-date virus signatures and the absence of specific worm, virus,
or Trojan malware. Ad hoc devices will be denied access or will be quarantined in a
holding queue. Connectivity management can be achieved through combinations of
process, procedures, and hardware/software.

Contracted Vendor: A vendor who, through agreement and contract with the City, will
provide technical support on City applications or software via a remote connection on the
Network.

Cookie: A small text file that is sent to a user’'s computer by the server that the user is
visiting. This file can record preferences and other data about the user’s visit to a
particular site. Cookies often are used for long-term data collection. Short-term cookies
might be used for things like authentication in “single sign-on” services.

Cost-effective: To deliver desired results in beneficial financial terms.






../../KimberJ/Local%20Settings/Temporary%20Internet%20Files/Content.Outlook/PMAI11SZ/ISSP-v4.doc#_SECTION_4_–#_SECTION_4_–



../../KimberJ/Local%20Settings/Temporary%20Internet%20Files/Content.Outlook/PMAI11SZ/ISSP-v4.doc#_SECTION_4_–#_SECTION_4_–







Page 96 of 107
Information Systems Security Policy
Handbook
SECTION 5 — DEFINITIONS

Top of Definitions Section

Critical Patches: In this document, the term is used to prioritize patches that are
determined, by City of Seattle technical staff. Generally, this rating should correspond to
patch ratings offered by vendors; however, in some cases, this may not always hold true
specific to the City’s technical environment.

Data Custodians: Individuals who have been officially designated as being accountable
for protecting the confidentiality of specific data that is transmitted, used, and stored on a
system or systems within a department or administrative agency of the City.

Data Storage Device: A device that may or may not have intelligence that is connected
to the Network via a network port, or by insertion into a computing device port that is
connected to the Network. These devices are generally used to store data.

Decryption: The process of turning unreadable cipher text into readable text.

Device: Any piece of hardware that uses system or application software to logically
connect to an IP address within the Network. Examples are laptop, desktop, or notebook
computers, PDA’s, digital cameras, or servers.

Top of Definitions Section

Dial-up: A method of communicating via telephone lines. The modem modulates the
digital data of computers into analog signals to send over the telephone lines, then
demodulates back into digital signals to be read by the computer on the other end; thus
the name "modem" for modulator/demodulator.

Dual Homing: Having concurrent connectivity to more than one network from a
computer or network device.

Examples include but are not limited to:

1. Connecting a server to two different networks using two network interface
cards (NIC).

2. Connecting a computer to a City provided DSL, ISDN, or cable modem
AND concurrently connecting to a public ISP, a bulletin board, or a family
member’s network via modem or publicly provisioned broadband.

3. Configuring an ISDN router to dial into City and an ISP, depending on
packet destination.

4. Connecting a computing device to the Network and concurrently using a
modem to connect to another network (whether wired or wireless).

Due Care: Due care is the collective steps that an organization must take to properly
protect its networks, computer systems and the data that resides on them.

DSL: Digital Subscriber Line (DSL) is a form of high-speed Internet access competing
with cable modems. DSL works over standard phone lines and supports data speeds of
over 1.5 Mbps downstream (to the user) and slower speeds upstream (to the Internet).
Top of Definitions Section
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DMZ - De-Militarized Zone: A separate part of an organization's network which is
shielded and 'cut off ' from the main corporate network and its systems. The DMZ
contains technical equipment to prevent access from external parties (say on the
Internet) from gaining access to your main systems.. A DMZ is not a single security
component; it signifies a capability. Within the DMZ will be found firewalls, choke and
access routers, front-end and back-end servers. Essentially, the DMZ provides multi-
layer filtering and screening to completely block off access to the corporate network and
data. And, even where a legitimate and authorized external query requests corporate
data, no direct connection will be permitted from the external client, only a back-end
server will issue the request (which may require additional authentication) from the
internal corporate network. However, the extent to which you permit corporate data to be
accessible from and by external sources will depend upon the value of the Business
Assets which could be placed at (additional) risk by allowing access to (even) pre-
specified data types

Encryption: The process of turning readable text into unreadable cipher text.

Firewalls: Are policy-based filtering systems (composed of both hardware and
software) which control and restrict the flow of data between networked computer
systems. Firewalls establish a physical or logical perimeter where selected types of
network traffic may be blocked. Blocking policies are typically based on computer IP
addresses or protocol type of application (e.g. web access or file transfer). Types of
firewalls relevant to this policy include:

o Dedicated firewalls protecting network gateways
e Proxy servers
¢ Routers acting as firewalls

Top of Definitions Section

Forensics (computer): The discipline of dissecting computer storage media, log
analysis, and general systems and data examination to find evidence of computer crime
or other violations of law or policy.

Frame Relay: A method of communication that incrementally can go from the speed of
an ISDN to the speed of a T1 line. Frame relay has a flat-rate billing charge instead of a
per time usage. Frame relay connects via the telephone company's network.

Holding Queue: A logical network location for ad hoc devices that contains compliance
remediation services. This holding queue will be separated from the Network such that
non-compliant devices cannot affect or infect other computing devices or Network
resources. This queue may be a single disconnected PC, that ad hoc devices can be
connected to, or a VLAN with server remediation services.

Host-based Intrusion Detection System HIDS): (See IDS) A Host IDS (HIDS) is set up
to detect illegal actions within the host computer. Most IDS programs typically use
signatures of known cracker attempts to signal an alert. Others look for deviations of the
normal routine as indications of an attack.
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Incident Response: The ability to respond appropriately and completely to any
incidents, situational compromises, or threats from any source at anytime.

Information Technology Managers: Individuals within the City who are accountable for
the operational decisions about the use and management of a computing system. (See
also, system owners).

Integrity: The condition of data or a system, which is that it remains intact, unaltered,
and hence reliable.

Internet: The Internet is made up of computers in more than 100 countries covering
commercial, academic and government endeavors. Originally developed for the US
military, the Internet has become widely used for academic and commercial research.
Users have access to unpublished data and journals on a huge variety of subjects.
Today, the Internet has become commercialized into a worldwide information highway,
providing access to information on every subject known to humankind.

Intrusion Detection System (IDS): A security management system that gathers and
analyzes information from various areas within a computer or a network to identify
possible security breaches, which include both intrusions (attack from outside the
organization) and misuse (attacks from within the organization).

Top of Definitions Section

ISDN: Integrated Services Digital Network. Provides for point to point data transmission
at 128K bps. ISDN users must connect to a host, which is also capable of ISDN
connection using an adaptor. The reliability of ISDN is not questioned, however, it is
relatively expensive and is being eclipsed by the recent growth in broadband Digital
Subscriber Line (DSL) technology.

ISP: An Internet Service Provider - commonly referred to as an 'ISP', is a company
which provides individuals and organizations access to the Internet, plus a range of
standard services such as e-mail and the hosting (running) of personal and corporate
Web sites. The larger ISPs will offer a range of access methods including telephone,
leased line, ISDN or the newer DSL (ADSL) circuits and will be connected to ‘backbone'
high speed digital circuits which form the Internet itself. ISPs usually charge a tariff for
their services although income can be derived from various sources of advertising and
portal activities. Occasionally an ISP are referred to as IAP - an Internet Access provider

LAN: A home or office network operated within one location. This may comprise one or
more adjacent buildings, but a local network will normally be connected by fixed wires.
For purposes of this policy, a router that connects multiple computing devices at home is
considered a LAN.

Remote Access: Any access to the City’s network through a non-city controlled network,
device, or medium.

Top of Definitions Section
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Network-based Intrusion Detection System (NIDS): (See IDS & HIDS) A Network IDS
(NIDS) is designed to support multiple hosts, whereas a Host IDS (HIDS) is set up to
detect illegal actions within the host computer. Most IDS programs typically use
signatures of known cracker attempts to signal an alert. Others look for deviations of the
normal routine as indications of an attack.

Non-repudiation: A mutually agreed process, secured evidence, or other method of
operation which provides for proof of receipt or protection from denial of an electronic
transaction or other activity.

Off Site: A location separate and distinct from the area in which something, such as a
computer, is located. Frequently referred to when considering backup storage.

OIS: Office of Information Security. Consisting of the Chief Information Security Officer,
Deputy Chief Information Security Officer and any assigned staff.

Ownership: The term that signifies decision-making authority and accountability for a
given span of control.

Perimeter Security: The ability to protect the outer limits of a network, or a physical
area, or both.
Top of Definitions Section

Personally Identifiable Information: specific data, elements of non-specific aggregate
data, or other information which is tied to, or which otherwise identifies, an individual or
provides information about an individual in a way that is reasonably likely to enable
identification of a person as an individual and make personal information about them
known.

Principle of Least Privilege: An operations principle that requires access privileges for
any user to be limited to only what they need to have (nothing in addition) to be able to
complete their assigned duties or functions.

Principle of Separation of Duties: An operations principle that requires that whenever
practical, no one person should be responsible for completing or controlling a task, or set
of tasks, from beginning to end when it involves the potential for fraud, abuse or other
harm.

Privacy: An individual right to be left alone; to withdraw from the influences of his or her
environment; to be secluded, not annoyed, and not intruded upon; to be protected
against the misuse or abuse of something legally owned by an individual or normally
considered by society to be his or her property.

Privacy Statement: Sometimes referred to as a privacy policy, a privacy statement is
posted on an organization's Web site to notify visitors of the types of information being
collected and what will be done with the information.

Top of Definitions Section
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Proxy Server: A proxy server is a computer network service which allows workstation
web browsing clients to make indirect web (or other network) connections to other web
services or pages. A client connects to the proxy server, and then requests a
connection, file, or other resource available on a different server. This can be legitimately
used to increase security by giving administrators a way to control Internet access and
network connections. However, it can also be used to bypass legitimate controls by re-
directing service or web browsing requests around enterprise servers.

Remote Access: Any access to the City’s network through a non-city controlled
network, device, or medium.

Risk Management: A comprehensive methodology that strives to balance risks against
benefits in a pre-defined environment.

Security: An attribute of information systems which includes specific policy-based
mechanisms and assurances for protecting the confidentiality and integrity of
information, the availability and functionality of critical services and the privacy of
individuals.

Security Guidelines: Recommended actions and/or industry best practices that should
be used as a compass by users, IT staff, and others regarding security practices.
Guidelines are not considered compulsory but instead treated as recommendations.
Top of Definitions Section

Security Policy: Set of organizational rules and specified or implied practices that
regulate how an organization manages, protects and uses its information systems
assets and data. These are rigid and must be complied with and any exceptions to them
documented, reviewed and approved. A Security Policy works as a blueprint for an
organizations security program.

Security Standards: Rules indicating how and what kind of software, hardware,
databases and business practices should be implemented, used and maintained to meet
security and operational objectives. Standards are normally considered compulsory like
policy statements.

Service Pack: A service pack is an update to an operating system or application that
includes coding and feature enhancements or revisions. It can also address security
vulnerabilities as part of its package of revisions.

Split Tunnel: This term has meaning only for VPN tunnels. It is the definition of how
network traffic is handled by a remote end of a VPN tunnel. If using a split tunnel, then
traffic bound for the City’s network uses the VPN tunnel and traffic bound for anywhere
else, is not sent to the city, but rather is handled as normal by the ISP. If not using split
tunnel, then when the tunnel is up, any traffic from the remote computing device is sent
through the tunnel and handled by the City network. The choice of using a split tunnel or
not is NOT configurable by the VPN client.

Top of Definitions Section
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Spoofing: The interception, alteration, and retransmission of data (in an attempt) to fool
the recipient.

SSL VPN: A secure socket layer (SSL) VPN tunneling method that employs SSL
encryption protocol.

System: A network, computer, software package, or other entity for which there can be
security concerns.

System Administrators: Individuals who support the operations and integrity of
computing systems and their use. These activities might include system installation,
configuration, integration, maintenance, security management, and problem analysis
and recovery. In an inter-networked computing environment, managing the computer
network often is their responsibility.

System Management: The activities performed by systems administrators.

System Owners: Individuals within the City who are accountable for the budget,
management, and use of one or more electronic information systems or electronic
applications that are associated with the City.

Top of Definitions Section

System Operators: Individuals within the City who are accountable for the operational
decisions about the use and management of a computing system. (See also, system
owners).

Systems Software: Systems software refers to the operating system and all utility
programs that control computer resources. For purposes of this policy, it also covers
firmware, or "embedded" software, such as the software that runs on a Dell remote
access card, which has a web server embedded within the card itself.

Untrusted Image: A file containing an operating system, applications, services etc. that
is used to custom configure a computing device specific to the needs of a particular
organization. An untrusted image file is one that has not been updated to current
patching and virus signature levels and is therefore untrusted and should not be used.

Users: Any individual that has been granted privileges and access to City computing
and network services, applications, resources, and information.

VLAN: Short for virtual LAN, a network of computers that behave as if they are
connected to the same wire even though they may actually be physically located on
different segments of a Local Area Network (LAN). VLANSs are configured through
software rather than hardware, which makes them extremely flexible. One of the biggest
advantages of VLANSs is that when a computer is physically moved to another location, it
can stay on the same VLAN without any hardware reconfiguration

VPN: A Virtual Private Network (VPN) tunnel is a method for accessing a remote
network via "tunneling” through the Internet.
Top of Definitions Section
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Wired: Generally refers to the physical cabling in a network. “Over the wire” means
transmitting the signal onto the physical medium. Increasingly, the wire is not longer
metal, but glass. In this policy, a “wired” connection is one that is connected directly to
the City’s backbone network without having passed through any wireless or Internet
connection.

Wireless: Radio transmission via the airwaves. Various communications techniques are
used to provide wireless transmission, including infrared line of sight, cellular,
microwave, Bluetooth, satellite, packet radio and spread spectrum. This policy covers
the use of any wireless technologies used or contemplated for use in City
communications or IT systems.

Top of Definitions Section
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Owning Organization: City of Seattle DolT Office of Information Security (OIS)

Update Cycle: To be reviewed annually for possible changes or considered for
change at any time if requested.
Record of Versions:

Version Status/Comments Date
Updated Matched up with changes to html version on InWeb | 10/21/09
Re-write v4.3 Clarifications in VPN procedures & VPN

8/1/07
Acceptable Use Sample
Re-write v4.2 Clarifications in Remote Ad Hoc procedures
: 6/19/07
section by DRM
Re-write v4.1 Clarifications and grammatical edits by DRM 6/1/07
Re-write v.4 Rewritten for policy standardization by David
: 5/24/07
Matthews (no substantive changes)
Re-write v3.1e | Minor re-writes for clarification — sign off by CTO 4/25/07
Final v 3.1d Reviewed by OIS, ITSB and accepted by CTO 1/2/2007
Draftv 3.1c Tech Council and ITSB changes incorporated 12/20/06
Draftv 3.1 ITSB changes incorporated by David Matthews 11/17/06
Draftv 2.1 ITSB changes incorporated by David Matthews 10/15/06
Draftv. 1.1 ITSB changes incorporated by David Matthews 9/15/06
Review by ITSB 9/7/06
Draft V 1.0 Written by David Matthews (replacing ISSP v.2 8/25/06

adopted October 2003)
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APPENDIX A —= REGULATORY AND COMPLIANCE
REQUIREMENTS

The information contained in Appendix A is for the reader’s convenience only. It should be
understood that the City makes no representation as to the completeness, accuracy, or currency
of the materials.

City, State and Federal statues and regulations that directly or indirectly affect City of
Seattle’s information systems security program include:

Seattle Municipal Code

- SMC 14.04 — relating to fair employment practices
- SMC 14.12 - relating to the collection of criminal information

Revised Code of Washington (RCW)

RCW 40.14 - relating to records management, retention and destruction.

RCW 42.17.020 — relating to public records “writing” inclusive of graphics and computer
records.

RCW 42.17.310 — relating to private and vital public records that are exempt from
disclosure.

RCW 5.60.060 — relating to communications made to a public officer in official
confidence, when the public interest would suffer by disclosure.

RCW 42.52.050 — relating to confidential information records improperly concealed.
RCW 42.52.260 — relating to documents and indexes to be made public.

Chapter 70.02 RCW - Uniform Health Care Information Act

RCW 71.05.390 - 420 — relating to mental health records.

RCW 71.34.200 — relating to mental health care record of juveniles

RCW 70.24.105 - relating to HIV/STD information

RCW 9.73 — Privacy Act

RCW 19.190.020 - Unsolicited Electronic Mail Act

RCW 9A.48.100 — Malicious Mischief

RCW 9A.52.110, 120, 130 — Computer Trespass

Washington Administrative Code (WAC)

WAC 478-250 - relating to governance for indexing of public records.
WAC 478- 276 — relating to governance for access to public records.
WAC 292.130 - relating to protection and management of public records.

United States Code (U.S.C.)

(5 U.S.C. § 552a) Privacy Act — relating to the collection, notification, disclosure, and
handling requirements of personal data.

(18 U.S.C. § 2701, et seq.) Electronic Communications Privacy Act — relating to
prohibitions for persons tampering with computers or accessing certain computerized
records, without authorization. The act also prohibits providers of electronic
communications services from disclosing the contents of stored communications.

(Pub, Law No. 104-191 88 262,264: C.F.R. 88 160-164) Health Insurance Portability and
Accountability Act — relating to the security and privacy of individually identifiable health
information that is maintained or transmitted by a covered entity. Also it requires these
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covered entities to apply many of its provisions to their business associates, researchers,
employers and others.

(42 U.S.C. § 242m) - relating to prohibitions of disclosure of data collected by the
National Centers for Heath Services Research and for Health Statistics that would
identify an individual in any way.

(21 U.S.C. § 1175; 42 U.S.C. § 290dd-3) Drug and Alcoholism Abuse Confidentiality
Statutes — relating to prohibition of disclosure of information collected for federally funded
research and treatment of drug abuse and alcoholism.

(5 U.S.C. § 552) Freedom of Information Act [FOIA] — relating to provisions for access to
many types of records that are exempt from access under the Privacy Act, including
many categories of personal information.

(39 U.S.C. § 3623) Mail Privacy Statute — relating to prohibitions of opening mail without
a search warrant or the addressee’s consent.

(29 U.S.C. § 1025, et seq.) Employee Retirement Income Security Act - relating to
employer requirements to provide employees access to information about their accrued
retirement benefits.

(42 U.S.C. § 2000e, et seq.) Equal Employment Opportunity Act — relating to restrictions
on the collection and use of information that would result in employment discrimination on
the basis of race, sex, religion, national origin and a variety of other characteristics.

(18 U.S.C. § 1029) Fraud and Related Activity in Connection with Access Devices —
relating to prohibitions and penalties associated with unauthorized possession and
fraudulent use of access tokens, passwords, etc.

(18 U.S.C. § 1030) Fraud and Related Activity in Connection with Computers —related to
prohibitions of unauthorized access and use of electronic systems.

(18 U.S.C. § 1362) Communication Lines, Stations, or Systems — relating to prohibitions
of malicious or willful destruction or intent to destroy or disrupt communications systems
within the U.S.

(18 U.S.C. 88 2510, et seq.; 47 U.S.C. § 605) Wiretap Statutes — relating to prohibitions
of the use of eavesdropping technology and the interception of electronic mail, radio
communications, data transmission and telephone calls without consent.

(18 U.S.C. § 2703) Requirements for Government Access —relating to rules for
government agencies for obtaining disclosure of an electronic communication from a
provider of such services.

(47 U.S.C. § 1001) Communications Assistance for Law Enforcement — relating to
preserving law enforcements ability to engage in lawful electronic surveillance in the face
of new technological developments.

(15 U.S.C. 88 6501 et seq. 16 C.F.R. § 312) Children’s Online Privacy Protection Act of
1998 - relating to requirements that a web site directed at children under 13 years of age
to obtain “verifiable parental consent” before collection personal information from
children.

(H.R. 3162) "Uniting and Strengthening America by Providing Appropriate Tools Required
to Intercept and Obstruct Terrorism (USA PATRIOT ACT) Act of 2001" — relating to a
variety of special laws specific to countering terrorist acts including expanded
investigative options for law enforcement.

28 CFR Part 20, Section 20.33 and elsewhere —relating to restrictions on criminal history
records remaining in control of criminal justice agencies.

(17 U.S.C 8 101, et. Seq) — relating to the Copyright Act

Note: Also, to be included in this section of the listing are statutes and promulgated regulations
related to NERC, FERC, WECC, GISRA and other energy sector related rules that could affect
technology security policy.
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Other primary authorities to be considered for conforming to best practices and strategic
planning include:

e OMB Circular NO. A-130. This Circular provides uniform information resources
management policies as required by many Federal Executive Orders and Acts including:
44 U.S.C. 35 — Paperwork Reduction Act of 1980, 5 U.S.C. 552a — The Privacy Act, 40
U.S.C. 759 — The Computer Security Act of 1987.

e NCQA Advisory Information System Standards (based on work presented in HEDIS
Volume 4: A Roadmap for Information Systems

e NAIC Health Information Privacy Model Act (1998)

Additional Information Sources Regarding Policy formulation:

e National Institute of Standards and Technology (NIST) Engineering Principles for IT
Security.

e NIST Special Publications 800-12, 800-14, 800-16

e US DHHS OIG Audit Practices

¢ National Research Council report For the Record: Protecting Electronic Health
Information (1997)

e Common Criteria ...specifically:

- The Common Criteria for Information Technology Security Evaluation (CC), version 2.1/aligned
with 1ISO IS 15408 (last updated: 19 September 2000)

- Guide for Production of Protection Profiles and Security, Preliminary Draft Technical Report
(PDTR) (last updated: 01 January 2000)

- CSPP - Guidance for COTS Security Protection Profiles, version 1.0 NISTIR 6462 (final
document: 01 January 2000)

- CSPP-0S Operating System Protection Profile, draft version 0.3, (last updated: 01 April 2000)
- Role-Based Access Control (RBAC) Protection Profile, final version 1.0

- Federal Government Firewall Protection Profiles, draft version based on CC version 2.0

- SCPP — Smart Card Security Users Group Protection Profile, version 2.0 (last updated: 01 June
2000

Note: All Common Criteria are established and maintained by processes and oversight of:

The Communications Security Establishment (CSE), Canada

The Central Service for Information Systems Security (CSISS), France
The German Information Security Agency (GISA), Germany

The National Communications Security Agency (NCSA), Netherlands
The Communications—Electronics Security Group (CESG), UK

The National Institute of Standards and Technology (NIST), United States
The National Security Agency (NSA), United States

(Years ago, these organizations recognized a growing need for a common set of security criteria.
This collaborative effort produced a set of standards for building and evaluating security
standards, environments, and systems. These Common Criteria have now become an important
authority and are being used to support legislated and regulatory standards at the national and
international level. The City can anticipate that all efforts to comply with the Common Criteria will
be beneficial on several technical and business levels.)
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System Administrator Code of Ethics

Digital Investigation Procedures:
http://inweb/technology security/Word/Investigation-Procedures.doc

Desktop and Laptop Standards (including configuration)
http://inweb/citytech/infrastructure/Distributed Computing/Desktop and %20Lap
top %20Standards %20Final.DOC

Records Retention
http://inweb/clerk/RecordsManagement/RecordsRetentionSchedule.htm

Personnel Rule 1.1 — Workplace Harassment
http://inweb/personnel/policy/rule 1.1.asp

Online Privacy Policy
http://www.cityofseattle.net/pan/privacypol.htm

Web Application Layered Defense (WALD) Procedures document
http://inweb/technology security/word/WALD%20Config%20v4-2a.doc

Modification Changes Checklist for Applications moving to WALD
http://inweb/citytech/projects/WALD/ChangeChecklist

Production Readiness Assessment
http://inweb/citytech/projects/WALD/pra.doc

Back to Table of Contents
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Please direct questions about Information Systems Security Policy to
OlS@seattle.gov

Michael Hamilton, Chief Information Security Officer

David Matthews, Deputy Information Security Officer
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Seattle Police Department Parking Enforcement 



Handheld Ticketing Device Replacement Project



RFP POL 3156






5.0 Scope of Work



As mentioned in the introduction, Seattle Parking Enforcement is interested in acquiring the use of a fully integrated citation issuance system including wireless hand held devices, 2-inch Bluetooth printers, data storage and analytical/reporting capabilities. The contact term will be three years with the option for two one-year extensions. Full warranty coverage and application technical service support will be required for the full period of the contract. Pricing is requested for both direct purchase and contract leasing.



The technical requirements are described in this section. Responders are encouraged to make equipment recommendations based on their industry experience. When describing equipment recommendations, please include the basis for the recommendation.  


5.1       Equipment


The handheld citation issuance devices will be either ruggedized computers, tablets or smart phones. The initial contract will require 140 of these devices. Vendor recommendations for a range of hardware options that reflect experience with other clients is requested. Seven to ten additional ten-inch tablets may also be required for special service response. The devices would include the following features:



a. Highly water resistant



b. Light weight 



c. Durable screen that is scratch resistant over the life of the device



d. Screen is easily viewable in full sun light and at night 



e. Multiple supported operating systems



f. Extended battery operation 



g. Wireless communications and data download capability (4G or LTE)



h. Color camera



i. Enabled for portable printer communications



j. GPS location identification and reporting capability



k. Device has separate, removable media/flash card (if proprietary reader required, vendor will supply)



l. Vendor to specify size of RAM and application responsiveness when providing requested application processing and daily hot list storage/search functions



Optional citation issuance device features are:



a. Bar code reader



b. License Plate Reader (LPR) capability



c. Notification capability



d. In-vehicle charger



e. Near Field Communications (NFC) capability



f. USB plug-in port



Parking Enforcement currently uses portable 2-inch Bluetooth ruggedized, water-resistant printers, using water resistant pre-printed back-side, thermal paper. The Section has had excellent experience with the current Zebra printer model both in terms of functionality, service performance and portability. The new printers need to be supplied with charging stations. 



Parking Enforcement and the Municipal Court is currently evaluating the benefit of a wider citation format. Please provide an alternate printer size proposal. Pricing for an initial quantity of pre-printed citation paper, sufficient to meet three months of usage also needs to be provided for this option. 



A thermal paper specification for the recommended printer needs to be included with the response. The current citation is 9 inches finished length. There are 100 citations per roll, pre-printed one-side. The internal core I. d. is 0.75 inches.



Three-year maintenance and warranty service for handhelds and printers will be required for the contract term as well as for the two optional one-year extension periods. If practical, warranty pricing and warranty period should be adjustable for newly purchased devices to match warranty cycle of initial purchase and transferable from damaged unit to replacement unit.



A recommendation and pricing for the number of spare batteries for each handheld devices and printer is requested.


5.2       Citation Issuance Functional Requirements


The proposed citation issuance application(s) must include the following capabilities



a. Generate, assign, track and audit citation and courtesy notice numbers to the citation issuance devices in daily service



b. Generate parking citations on two-inch, or alternate, pre-printed backside citation paper roll stock. The pre-printing is on the reverse side of the citation and contains Municipal Court information concerning payment and the appeals process



c. Generate courtesy notices on pre-printed citation paper roll stock. The courtesy notice requires a different numbering series from the parking citation. The courtesy notice format must clearly differentiate itself from the parking citation



d. Facilitate tracking officers daily activities, work output with associated hours per task or activity



e. Record action taken with respect to identified scofflaw vehicles (optional)



f. Record abandon vehicle investigations (optional)



g. Record sign and parking payment device repair and graffiti removal requirements (optional)



h. Send wireless notification of location and plate number to Boot Team when a scofflaw vehicle is identified (optional)



i. Send list of voided citations to Courts (optional)



5.2.1      Parking Citation and Courtesy Notice


The parking citation and courtesy notice forms must contain the following data elements:



· Identification of type of Notice: Parking Infraction or Courtesy Notice



· Infraction or Notice Number (8 digits plus a check digit) 



· Bar Code of Infraction or Notice Number



· Infraction or Notice Issuance Date



· Issuance Time



· Violation Title or Description



· Violation Seattle Municipal Code Number



· Fine Amount (Parking Infraction only)



· A Statement that the fine amount will increase after 15 days (Parking Infraction only)



· Public Comments (at least three)



· Location Information (hundred block, street name, street type)



· Registration Information



a. License number and state



b. Registration Expiration



c. VIN



d. Vehicle Make



e. Vehicle Style



f. Vehicle Color



· Comments (Photo taken, Impound or Tow requested, RPZ Permit Number, etc.)



· Officer ID Number



· Officer Signature



· Officer Signing Date



5.2.2 Citation Issuance Process


Seattle Parking Enforcement currently organizes the various violations into eight classifications which are accessible through dropdown menus. Each violation has a number of pre-formatted public comments that are tailored for that violation. Each pre-formatted comment can be edited during the citation issuance process.



A similar organization of private comments are available to the officer as an aid to document the violation details. The private comments should not print on the citation, but should be available through the database application. A free-form comments section is also required in addition to the pre-formatted private comments. If possible, the free-form comments field should not be character limited. Private comments are the only fields that can be edited after the citation has been issued.



Photographs taken during the citation issuance process should be associated with the current citation. Each citation must accept up to three color photographs. The photographs will be accessible only through the database application, although the citation should note that photographic evidence was collected.



In addition to a reproduction of the citation, as issued, and any citation photographs, Parking Enforcement requires that an Officer Certification form also be available as part of the citation issuance record available from the systems data files. A copy of the current Seattle Parking Citation and Officer Certification form is included as attachment A1 at the end of the Scope of Work section.



5.2.3 Citation Numbering



The citation application must be supported by a citation number assignment and tracking /audit system. The current citation number system is an 8 digit sequential number plus a check number. The citation number management system must provide an audit trial for citation numbers issued, written, voided and available for issue by individual officers. The system must have the flexibility to handle test, training, parking and courtesy/warning citations with different number sequences.


During shift operations, available unassigned citation numbers should be accessible in a read-only format. Selection of a void option for citations should include a prompt for the officer to complete prior to permitting the void.   The prompt should query:  “Do you have all hard copies of the citation?” If affirmative, the void will be permitted. The citation number will remain intact on the void for record keeping purposes and data integrity. If negative, the PEO will be prompted to perform a court cancellation at the end of the shift.  



5.2.4 Check-in and Check-out Process



In general, parking enforcement officers will be issued a specific set of citation issuance equipment (hand held and printer) for their exclusive use during patrol assignments. Ideally, the start of shift equipment checkout procedure would be a wireless operation. During this procedure, the handheld would receive approved application updates, additional citation number assignments, current stolen vehicle, scofflaw and Residential Zone Permit (RPZ) lists, verify officer identification number, signature, assigned regular shift hours/days and patrol area assignment.   The officer would also be required to complete the daily officer certification notice (attachment A1). In the event that any issued citations were detected on the hand held device, the officer would be prompted to transfer these to the records system for transfer to the Municipal Court.



During the end of shift wireless system check-in process, officers would be prompted to complete any private comment edits prior to transfer of the stored citations, courtesy notices and associated photos to the records system. The officer will receive confirmation of a successful data transfer process.



5.2.5 Parking Enforcement Data Requirements



Enforcing pay by phone and pay by plate blocks: During June 2013, a pay by phone service will be introduced for Seattle on-street paid parking. Each block (the two block faces bounded by cross streets) will be assigned a pay by phone block number. Parkers who elect to use this service will enter their vehicle license plate number and the block number for their parking location. The pay by phone vendor (PaybyPhone, formerly Verrus) will provide vehicle payment status and license numbers when wirelessly queried by the enforcement handheld. The handheld will have to permit an officer to enter a block number, then execute the payment status query to the pay by phone vendor’s back office. The citation application will need to incorporate the request for license plate payment status within the application, providing quick and easy access.  The block payment status inquiry and data return must be completed within 10 seconds of the initiation of a new block number request.



During 2014/2015, The Seattle Department of Transportation will replace the existing 2,200 multi-space pay stations with new equipment. The entire on-street paid parking system may be converted from a pay and display format to a pay by plate format. The new pay station vendor will be the system of parking payment record for both the pay by phone and the on-street pay by plate system. During 2014, the citation issuance application vendor will be required to convert the above pay by phone payment status interface to the parking payment equipment vendor’s back office data management system.



5.2.6 Citation Application Warranty and Technical Support



Three-year technical support, application upgrade/modification services and warranty coverage for the citation issuance system will be required for the contract term as well as for the two optional one-year extension periods.


5.2.7 Daily Activity Report (Optional)



Parking Enforcement Officers (PEO) currently fill out a manual Daily Activity Report (DAR), shown in attachment A2. This serves the functions of a PEO time sheet, a method to record Parking Enforcement work functions, a summary of individual PEO activity metrics and a vehicle mileage log. This information is transferred to spread sheets for composite reporting and analysis.



In the event that the vendor’s applications support a time sheet/ activity reporting function, Parking Enforcement would be interested in understanding the capabilities of the vendor’s standard application.



Features that would be valued as part of the evaluation for the acquisition of this application are:



1. The PEO should be able to edit the DAR on the device.



2. The entire DAR should be visible on the device.



3. The PEO should be able to indicate the start of their work period when they check out the device.



4. The PEO should be able to indicate the end of their work shift when the check in the device.



5. The application should support multiple DARs in a day.



6. The number of citations & courtesy notices should be auto populated from the citations software.



7. Some shifts run through two days.  The 1600 shift ends at 0030, so the DAR software should support this.  (When the DAR exports, it should be logged as the day the DAR was started.  If the PEOs day ends at 0030 on June 3rd, the DAR should be filed as the DAR the PEO recorded information for June 2nd. )



8. There should be an exception report feature when there was no DAR for a day; the hours don’t add up; there is missing information.  A supervisor should be able to edit DARs on the exception report. 



Examples of the current DAR form, draft DAR requirements, a DAR work flow diagram and an example event routine are included as attachments A2-A5, respectively at the end of the Scope of Work section. 


5.2.8 Other Optional Capabilities


Parking Enforcement currently uses alternate processes, outside of the capabilities of the current handheld citation issuance application and device, to accomplish the following tasks. Please describe the capabilities of your application to include these operations within the framework of the proposed solution.


a. Record action taken with respect to identified scofflaw vehicles



b. Record abandoned vehicle investigations



c. Record sign and parking payment device repair and graffiti removal requirements



d. Send wireless notification of location and plate number to Boot Team when a scofflaw vehicle is identified


e. Send a list of citations voided by PEOs to the Court


5.3      Reporting and Analysis



Seattle Parking Enforcement makes extensive use of parking violation investigation and citation issuance data to support City transportation management and control objectives. As such, the data needs to be fully accessible for analysis and reporting in a wide range of formats and data groupings. The selected vendor’s data management system has to reflect the ability to search for investigation and citation data as a function of individual or as a combination of citation data elements. It also needs to be able to reflect both a district model and differentiation between incidents which occur during an officer’s scheduled work shift or during assigned overtime.



Seattle Parking Enforcement operates according to a district deployment model. There are nine districts within the Seattle city limits: West 1, 2 and 3; East 1 and 2; North 1 and 2; South 1 and 2. Within the districts, there are about 22 neighborhood business districts and 33 residential parking zones, each with reporting and patrol analysis requirements. Citation addresses are currently as the street name and 100-block number, with the 100-block number ending in an even or odd number to designate the side of the block. 



Additionally, in on-street paid parking areas, blocks will be assigned a unique block number to facilitate the use of pay by phone parking. Officers will query that block number via their handheld citation issuance devices to access paid vehicle status by license number during an enforcement patrol. The ability to correlate these block numbers to citation addresses would be considered a valuable reporting and analysis feature. 



The current Parking Enforcement staff authorization is 105 Parking Enforcement Officers (PEO) and 12 supervisory positions. Work shift and Precinct assignments are selected 3 times per year. The records system should be able to track and extract data by officer, officers assigned to a supervisor, citations issued during assigned shift hours and citations issued outside of assigned shift hours (overtime).



Seattle Parking Enforcement prefers a citation data storage, analysis and reporting application hosted by the citation issuance application vendor and available via a standard security protected web browser. The application should include the following capabilities:



a. Ability to query single and multiple data fields (including but not limited to PEO name/ID number, citation/courtesy notice no., date, time, address (block/street), violation type, fine amount, plate, state, notes and daily activity data parameters)



b. Ability to save frequently used queries



c. Ability to export data and reports in at least Excel, CSC and pdf file formats



d. Ability to create and save both standard and ad hoc reports 



e. Ability to search, display and export data in both map (ERSI map format) and data table format



f. Ability to associate citations with regular or overtime hours



g. Ability to geo-fence a citation data search



h. Ability to associate citations with specific daily assignments (routine patrol, abandoned vehicle task force, scofflaw booting, etc.)



i. Ability to schedule routine reports to run and auto send to specified recipients via email



A sample of typical reports is included as attachment A6, at the end of the Scope of Work section. 



5.3      System Architecture, Data Storage and Application Management


SPD would prefer the new citation data storage and reporting application to be located on a vendor-hosted, web-access server, accessible through the City’s standard web browser, currently an IE 8 browser. However, it is more important that the vendor’s recommended solution represent the vendor’s mainstream delivery method.  The system should follow the current general system configuration for data transfer and interfaces, shown below. 





























 The service should have the following features:



1. Wireless communications between the vendor-hosted service and the citation applications running on the vendor-supplied hand held devices.



2. Vendor assumes full responsibility for the computing environment supporting the hosted applications. A description of this environment will be provided as part of this RFP response.



3. The hosted applications will be supported by a 24 x 7 automated and alert monitoring system. The vendor is responsive for confirming the integrity and receipt of each data transmission.



4. The vendor will own and manage the hosted application(s), related databases, supporting computer hardware and necessary operating systems.



5. The rights to the data generated by the Seattle Parking Enforcement’s use of the citation issuance applications belong to the City of Seattle and is for its sole use 



6. The vendor will provide the following Recovery services:



a. Hosting infrastructure and environment recovery process



b. Application recovery process



c. Offsite data backup storage via media or cloud including rotation, retention, and periodic testing of data backups



7. The vendor will manage the hosted-application(s) and City data at or above accepted industry standards for security minimum requirements 



8. The vendor will provide problem management support for all application services covered by this agreement. SPD will direct problems encountered with the services provided in this agreement to a vendor designated Problem Management/Customer Support contact. Problems will be assigned a severity level based on the following criteria:



			Problem Severity Level


			Description





			Severity Level 1


			Mission critical City business process(s) unable to function - The System is not functioning and there is no workaround that is acceptable to the City, thereby preventing a department or workgroup from performing a mission critical business function(s).





			Severity Level 2


			Significant impact to Mission critical City business process(s) – A major problem impedes the ability to perform mission critical business function(s) due to major functionality not working. A temporary work-around that is acceptable to the City is available. 





			Severity Level 3


			Not able to accomplish all functions - Minor function(s) not working causing non-critical work to back up.





			Severity Level 4


			Inconvenience – The System is causing a minor disruption in the way tasks are performed, but does not stop workflow.  Able to accomplish all functions, but not as efficiently as normal.  May include cosmetic issues - especially in constituent facing applications. 








9. The vendor will meet the following Service Level Standards:



			Measure


			Metric


			Standard


			Comments





			Availability


			System is available for use


			99.99% Availability excluding scheduled maintenance 


			Availability is measured per calendar month



Nine (9) hours of maintenance per calendar quarter are scheduled as follows:



· First Sunday of each month from 3 – 6AM PST





			Performance 


			System response time


			400 percent of response time during User Acceptance Testing 


			





			Problem Management


			Severity Level 1 Problem Resolved


			100% resolved within 8 hours


			





			


			Severity Level 2 Problem Resolved


			100% resolved within 24 hours


			





			


			Severity Level 3 Problem Resolved


			80% resolved within                      5 working days.



100% resolved within 10 working days.


			





			


			Severity Level 4 Problem Resolved


			80% resolved within     20 working days. 



100% resolved within 45 working days.


			





			Vendor Help Desk


			Help Desk call wait time 


			At least 99% of Help Desk calls are answered in 2 minutes or less ( a call pick-up system may be used)


			





			


			Help Desk call busy signal


			Less that 1% of calls get a busy signal


			





			Support calls for Severity Level 1and Level 2


			Support call  Severity Level 1 and Level 2 callback time


			Vendor must respond back to City in 30 minutes or less from the time the City made the call


			





			Data Retention


			Weekly copy of City data for retention 


			Vendor must provide City a weekly copy of City data in a format designated by City 


			








10. SPD will report concerns as appropriate to the vendor specified support contacts. SPD and the vendor will jointly determine the SPD administrators and/or end users that will have access to the vendor Help Desk for problem reporting.



11. The vendor will create new system administrators within 2 days of an SPD request. Shorter setup times may be requested in the event of an emergency.



12. The vendor is responsible for providing adequate network infrastructure so as to meet the industry standard performance metrics specified in this agreement. SPD is responsible for providing adequate internal network infrastructure so as not to affect the vendor’s ability to meet those performance metrics. 



The RFP Response should also address the following general background hosting issues:



1. Hosting environment testing process preceding client delivery/access



2. Training and orientation program specifically designed for SPD’s IT staff



3. Process for application update development, testing and deployment, including client notification and acceptance



4. Use of Open Web Application Security Project protocols



5. Security considerations



6. Periodic client data extractions



7.  Service termination considerations



8. Architecture diagram showing all servers, sampling of user workstations and handheld devices, indicating lines of communication including protocol and bandwidth requirements



9. Technologies employed/required (Windows, Linux, SQL, Postgress, IIS, Apache , PDF readers, etc)



10. Description of communication from handhelds, workstations and server(s) to off-site services other than those indicated in the architectural diagram above



In the event that the vendor recommends that the data storage and reporting/analysis application resides on an SPD hosted server, please provide the following information:



1. Describe the technical requirements for the SPD hosted server with respect to its capabilities to support the vendor’s application



2. Describe the application installation, testing and ongoing support procedures with respect to vendor access to the SPD data management environment



3. Describe any other requirements necessary to maintain citation records system integrity and vendor application reliability and efficient functionality.



4. Please add an architecture diagram showing all servers, sampling of user workstations and handheld devices. Please indicate lines of communication including protocol and bandwidth requirements.



5. Please indicate technologies employed/required (Windows, Linux, SQL, Postgress, IIS, Apache , PDF readers, etc)



6. Please indicate where there is communication from handhelds, workstations and server(s) to off-site services other than those indicated in the diagram above?



7. Please indicate if the handheld devices can have Netmotion (www.netmotionwireless.com) or F5 (www.f5.com) clients installed to facilitate secure transport.


5.4      Interface Development and Data Transfer



As shown in the system diagram in Section 5.3 System Architecture, a significant amount of information transfers between the various systems that support or use information from the vendor’s citation system. This section summarizes the data transfer interfaces, both hard-wired and wireless, that the vendor’s system must be able to manage, to support an effective parking enforcement operation.



Interface 1: Between vendor-hosted Citation Data Storage, Analysis and Reporting Application and Seattle Municipal Court Information System (MCIS)



1. Daily pre-scheduled batch transfer of citation data from Data Storage App to MCIS, with checking function and feedback loop to ensure full data transfer



2. Daily pre-scheduled transfer of scofflaw vehicle license plate numbers from MCIS to Data Storage App for download to handheld units



Interface 2: Between Washington State Patrol (WSP) Stolen Vehicle Data Feed and vendor hosted Citation Data Storage App



1. Daily pre-scheduled stolen vehicle license plate list for selected states



Interface 3: Wireless data transfer between the vendor-hosted Citation Data Storage, Analysis and Reporting Application and the handheld enforcement devices



1. With check-in at the start of a shift:



a. Daily scofflaw list



b. Daily stolen vehicle list



c. Current RPZ Permit list 



d. Application updates



2. With check-out at the end of a shift:



a. Upload citations, courtesy notices, associated photos and daily activity log data



b. Officer certification form for issued citations



Interface 4: Between Seattle Department of Transportation (SDOT) Permit data system (Hanson) and vendor hosted Citation Data Storage App



1. Daily pre-scheduled batch transfer of valid parking permit license plate number by residential parking zone number



Interface 5: Between the on-street parking payment equipment vendors’ web-based management system and the vendor hosted Citation Data Storage App (There may be multiple parking payment equipment vendors during a two-three year transition program)



1. Numbered space payment status for pay by space parking areas



2. Paid license plate numbers, locations and expiration time for real-time or on-demand download to handheld units. (Paid license plates will include both PaybyPhone and on-street payment transactions)



Interface 6: Between the mobile license plate recognition (LPR) system vendors’ mobile computer application and the vendor hosted Citation Data Storage App for demand-based wireless transfer to in-vehicle or on-street handheld citation applications



1. Identified citation opportunities for paid, time limit and RPZ permit violations. Transferred data elements to include GIS location coordinates, license number, time of violation opportunity identification, probable infraction and photos of vehicle.



Interface 7: Between SPD Dispatch and vendor hosted Citation Data Storage App for real-time wireless transfer to on-street handheld devices



1. Be On the Lookout (BOLO) license plate alerts



.


5.5       System Implementation, Training and Technical Support


In addition to the supply of the citation issuance equipment, citation issuance application and the records management and reporting system, the Vendor will be responsible for providing the full complement of system implementation services. These should include the set-up and testing of the citation issuance application data elements and citation print format suitable to generate a Seattle Municipal Court accepted parking citation and courtesy notice. SPD Parking Enforcement will provide the current set of data elements in a file format specified by the Vendor. 


The set-up and testing of the data storage and reporting application and its associated server are also the vendor’s responsibility. Separate test and production environments will be maintained both for initial system acceptance as well as for application change testing during the life of the contract.



Appropriate project management, training and technical support are requested during system implementation, go-live and post go-live phases of the project. Parking Enforcement would like to use a “train the trainers” approach for officer equipment and application training. The availability of active vendor training supervision, to augment Parking Enforcement’s training staff during the officer training period would be considered an advantage.


5.6
 Statement of Vendor Work



As part of the finalization of the award process for this RFP, the selected vendor will develop a comprehensive scope of work document (SOW) the will become a part of the contact. The SOW will include:



1. A full description of the hardware, software and other deliverables to be supplied to SPD Parking Enforcement with associated unit and extended costs



2. A vendor staffing plan



3. A detailed project schedule



The SOW will be based on the requirements description given earlier in the RFP document and will include the following elements:



1. 140 handheld citation issuance devices and associated portable citation printers, as identified through mutual agreement between the vendor and SPD Parking Enforcement



2. The appropriate number of citation issuance device and printer batteries to support ongoing parking enforcement operations during the first year of operations



3. The appropriate number of citation issuance device and printer accessories, such as screen protectors, stylus and printer straps, necessary to commence ongoing parking enforcement operations



4. A standard handheld and printer equipment list including all optional items, accessories and services



5. 119 citation and courtesy notice issuance applications



6. 119 daily activity report applications (optional)



7. A vendor-hosted citation and daily activity reporting data storage and reports and analysis application accessible using a standard web browser (preferred)



8. The ability to receive and transmit system information as defined in the Data Transfer section of this RFP



9. Application set-up, testing and deployment of the above applications to support Seattle Parking Enforcement operations



10. Training services for parking enforcement officers, training officers, supervisors and SPD IT staff



11. Implementation and go-live support for the vendor deliverables package



12. Other services and equipment as identified and mutually agreed to during the RFP selection process



13. Equipment warranty for an initial 3-year contract period with 2 1-year contract extension options (firm pricing quoted for each of the five years)



14. Software warranty and technical support for a 3-year contract period, with 2 1-year contract extension options (firm pricing quoted for each of the five years)



5.7 Scope of Work - Attachments
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Blank DAR



				SEATTLE POLICE DEPARTMENT																																				Freq:								Notes



				PARKING ENFORCEMENT																																				Call Sign:



				DAILY ACTIVITY REPORT																																				HHT #:



				Name:																								Serial No.												Date:



				Equipment No. 																								Start Mileage: 												Shift Start:



				Spare No. 																								End Mileage: 												Shift End:



				TOTAL								TIME USED FOR 												Times								CODE				LOCATION &  NATURE OF ACTIVITY



				CODE				HRS												HRS				START				END								 



				2								ROUTINE PATROL 								0:00



				4								TASK FORCE PATROL								0:00



				6								TRAFFIC CONTROL								0:00



				8								RADIO DISPATCH								0:00



				10								SPECIAL ASSIGNMENT								0:00



				12								SP EVENT (ON DUTY)								0:00



				14								SPECIAL EVENT (OT)								0:00



				16								TRAINING								0:00



				18								MAINTENANCE TIME								0:00



				20								COURT (ON DUTY)								0:00



				22								TIME OFF (CO)								0:00



				24								TIME OFF (V)(HOL)								0:00



				26								TIME OFF (S)								0:00



				28								IN/OUT SERVICE								0:00



				30								LUNCH .50/BREAK .50								0:00



				32								ADMINISTRATIVE 								0:00



				34								LIMITED DUTY								0:00



								0				Sub-total								0:00



												RWOT								0:00



								0				Total Hours								0:00



				CODE																0:00



				36								ROUTINE PTRL CITES								0:00



				38								PAPER CITATIONS								0:00



				40								VOIDS								0:00



				42								COURTESY NOTICES								0:00



				44				 				ABD/VEHICLE NOTICE								0:00



				46								ABD/VEHICLE INV								0:00



				48								RADIO CALLS 								0:00



				50								STOLEN VEH REC								0:00				Sub-Total



				52				 				OVERTIME CITATION								0:00												RWOT				Shift Ext.				Day Off				Court



												RWOT CITATIONS								0:00				Total Hours																								Approved By: 



				Entered By:
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Monthly Combined



				Monthly Combined Report: January



				Citation Number				Date				Time				PEO ID				Block				Street				Violation				Fine				Plate				State



				XXXXXXX1				1/2/13				17:39				1234				913				12 AVE     				PKG VIOLATIONS AT PAYMENT DEVICES				44				ABC123				WA



				XXXXXXX2				1/2/13				17:49				1234				1107				12 AVE     				PKG VIOLATIONS AT PAYMENT DEVICES				44				ABC123				WA



				XXXXXXX3				1/2/13				18:07				1234				1008				E PIKE ST    				PKG VIOLATIONS AT PAYMENT DEVICES				44				ABC123				WA



				XXXXXXX4				1/2/13				18:12				1234				1520				10 AVE     				PKG VIOLATIONS AT PAYMENT DEVICES				44				ABC123				WA



				XXXXXXX5				1/2/13				18:20				1234				1627				NAGLE PL     				DRIVEWAY				47				ABC123				WA



				XXXXXXX6				1/2/13				18:24				1234				1002				E PINE ST    				IMPROPER LICENSE DISPLAY				47				ABC123				CA



				XXXXXXX7				1/2/13				18:26				1234				1006				E PINE ST    				PKG VIOLATIONS AT PAYMENT DEVICES				44				ABC123				WA



				XXXXXXX8				1/2/13				18:29				1234				1603				11 AVE     				PKG VIOLATIONS AT PAYMENT DEVICES				44				ABC123				WA



				XXXXXXX9				1/2/13				18:33				1234				1635				11 AVE     				PKG VIOLATIONS AT PAYMENT DEVICES				44				ABC123				WA



				XXXXXXX10				1/2/13				18:50				1234				1451				11 AVE     				PKG VIOLATIONS AT PAYMENT DEVICES				44				ABC123				OR



				XXXXXXX11				1/2/13				18:53				1234				1441				11 AVE     				PKG VIOLATIONS AT PAYMENT DEVICES				44				ABC123				WA



				XXXXXXX12				1/2/13				18:56				1234				1429				11 AVE     				PKG VIOLATIONS AT PAYMENT DEVICES				44				ABC123				WA



				XXXXXXX13				1/3/13				13:18				1234				503				JEFFERSON ST     				UNAUTHORIZED VEHICLE/CARPOOL				47				ABC123				WA



				XXXXXXX14				1/3/13				14:15				1234				1005				POST AVE     				TRUCK LOAD ZONE-TRUCK				47				ABC123				WA



				XXXXXXX15				1/3/13				8:53				1234				651				S LANE ST    				CURB RAMP				47				ABC123				WA



				XXXXXXX16				1/3/13				9:22				1234				1001				1 AVE S    				WALL OR FENCE				47				ABC123				WA



				XXXXXXX17				1/3/13				9:35				1234				586				1 AVE S    				PKG VIOLATIONS AT PAYMENT DEVICES				44				ABC123				WA



				XXXXXXX18				1/3/13				9:45				1234				519				1 AVE S    				PKG VIOLATIONS AT PAYMENT DEVICES				44				ABC123				WA



				XXXXXXX19				1/3/13				10:07				1234				321				OCCIDENTAL AVE S    				LOAD AND UNLOAD ZONE				47				ABC123				WA



				XXXXXXX20				1/3/13				11:04				1234				675				S CHARLES ST    				OVERTIME				44				ABC123				WA



				XXXXXXX21				1/3/13				11:06				1234				677				S CHARLES ST.    				OVERTIME				44				ABC123				WA



				XXXXXXX22				1/3/13				11:10				1234				709				8 AVE S    				OVERTIME				44				ABC123				WA



				XXXXXXX23				1/4/13				11:27				1234				819				OCCIDENTAL AVE S    				FIRE HYDRANT				47				ABC123				WA



				XXXXXXX24				1/4/13				11:37				1234				942				OCCIDENTAL AVE S    				PKG VIOLATIONS AT PAYMENT DEVICES				44				ABC123				WA



				XXXXXXX25				1/4/13				11:40				1234				930				OCCIDENTAL AVE S    				PKG VIOLATIONS AT PAYMENT DEVICES				44				ABC123				WA



				XXXXXXX26				1/4/13				11:47				1234				1049				1 AVE S    				OVERTIME				44				ABC123				WA



				XXXXXXX27				1/4/13				11:49				1234				1049				1 AVE S    				OVERTIME				44				ABC123				WA











Citations by Violation



				Citations by Violation: January



				Violation				Citations				% of Total



				PKG VIOLATIONS AT PAYMENT DEVICES				17,509				38.7%



				IMPROPER LICENSE DISPLAY				6,727				14.9%



				RESTRICTED PARKING ZONE				4,306				9.5%



				OVERTIME				3,312				7.3%



				PROHIBITED AREA--POSTED SIGNS				2,785				6.1%



				COMM LOAD ZONE-PASSENGER VEHICLE				1,299				2.9%



				PEAK TRAFFIC HOURS				1,053				2.3%



				FIRE HYDRANT				947				2.1%



				CROSSWALK				645				1.4%



				DRIVEWAY				569				1.3%



				PASSENGER LOAD ZONE				540				1.2%



				STOP SIGN APPROACH				500				1.1%



				LOAD AND UNLOAD ZONE				491				1.1%



				ANGLE PARKING				475				1.0%



				CLASS OF VEHICLE				408				0.9%



				TRUCK LOAD ZONE-PASSENGER VEHICLE				337				0.7%



				CURB RAMP				335				0.7%



				SIDEWALK				272				0.6%



				SEVENTY-TWO (72) HOURS				250				0.6%



				PLANTING STRIP				235				0.5%



				IMPROPER PARKING RECEIPT DISPLAY				212				0.5%



				COMMERCIAL LOAD ZONE--USAGE				207				0.5%



				PARALLEL PARKING -RIGHT HAND SIDE				200				0.4%



				BUS ZONE				167				0.4%



				UNAUTHORIZED VEHICLE/CARPOOL				144				0.3%



				ALLEY-PARKED PASSENGER VEHICLE				115				0.3%



				TAXI ZONE				113				0.2%



				PKG (PBS) VIOLATIONS AT PAYMENT DEVICES				101				0.2%



				WRONG SIDE PARKING				97				0.2%











Citations by PEO



				Citations by PEO: January



				Serial #				PEO Name				Citations



Author: Author:
total citations issued for the month



				1234				PEO Name				500



				1235				PEO Name				350



				1236				PEO Name				200



				1237				PEO Name				525



				1238				PEO Name				430



				1239				PEO Name				100



				1240				PEO Name				500



				1241				PEO Name				350



				1242				PEO Name				200



				1243				PEO Name				525



				1244				PEO Name				430



				1245				PEO Name				100



				1246				PEO Name				500



				1247				PEO Name				350



				1248				PEO Name				200



				1249				PEO Name				525



				1250				PEO Name				430



				1251				PEO Name				100



				1252				PEO Name				500



				1253				PEO Name				350



				1254				PEO Name				200



				1255				PEO Name				525



				1256				PEO Name				430



				1257				PEO Name				100



				1258				PEO Name				500



				1259				PEO Name				350



				1260				PEO Name				200



				1261				PEO Name				525



				1262				PEO Name				430















Citation Stats (Split Stats)



				COMBINED SECTION DAR REPORT				JAN				FEB				MAR				APR				MAY				JUN				JUL				AUG				SEP				OCT				NOV				DEC				TOTAL



				Routine Patrol				10,000.00				9,500.00																																												19,500.00



				Task Force Patrol				450.00				475.50																																												925.50



				Traffic Control				15.00				25.00																																												40.00



				Radio Dispatch				428.25				412.00																																												840.25



				Special Assignment				900.00				850.00																																												1,750.00



				Special Event (On Duty)				2.00				1.25																																												3.25



				Special Event (OT)				0.00				1.75																																												1.75



				Training				500.00				250.00																																												750.00



				Maintenance Time				350.00				327.00																																												677.00



				Court (On Duty)				30.00				15.00																																												45.00



				Time Off (C/O)				100.00				125.00																																												225.00



				Time Off (H/V)				2,500.00				1,572.00																																												4,072.00



				Time Off (S)				1,300.00				1,120.00																																												2,420.00



				In/Out Service				1,100.00				1,005.25																																												2,105.25



				Lunch/Coffee				1,500.00				1,432.00																																												2,932.00



				Administrative				380.00				500.50																																												880.50



				Limited Duty				60.00				16.00																																												76.00



				Regular Work on Overtime				700.00				816.00																																												1,516.00







				Total Regular Hours







				HHT Cites - Routine Patrol				40,000.00				37,000.00																																												77,000.00



				Paper Citations				40.00				25.00																																												65.00



				Total Citations/Overtime				4,100.00				5,215.00																																												9,315.00



				DP Abuse Citations				50.00				35.00																																												85.00



				Voids				300.00				202.00																																												502.00



				Courtesy Notices				525.00				483.00																																												1,008.00







				Abd. Vehicle Notices				1,400.00				1,200.00																																												2,600.00



				Abd. Vehicle Investigation				3,250.00				2,700.00																																												5,950.00



				Radio Calls				1,000.00				975.00																																												1,975.00



				Stolen Vehicle Recovery				100.00				75.00																																												175.00











				TICKET SOURCE BREAKDOWN











								JAN				FEB				MAR				APR				MAY				JUN				JUL				AUG				SEP				OCT				NOV				DEC				TOTAL







				Total Tickets (All Enforcement)				40,000.00				35,000.00																																												75,000.00







				Total Tickets  (Monday - Friday regular enforcement)				35,000.00				28,000.00																																												63,000.00



								0.83				0.76				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				0.80







				Total Tickets (weekend regular enforcement)				2,500.00				2,000.00																																												4,500.00



								0.07				0.10				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				0.08







				Total Tickets (written on O.T. status)				2,500.00				5,000.00																																												7,500.00



								0.10				0.14				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				0.11



















								JAN				FEB				MAR				APR				MAY				JUN				JUL				AUG				SEP				OCT				NOV				DEC				TOTAL







				Total Hours  (All Enforcement)				11,150.00				10,791.50																																												21,941.50



				(Routine Patrol - Regular and Overtime)







				Total Hours: Monday - Friday				9,412.00				9,469.00																																												18,881.00



				non overtime				0.84				0.88				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				0.86







				Total Hours: Weekend enforcement 				850.00				436.25																																												1,286.25



				non overtime				0.09				0.05				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				0.07







				Total Hours: Patrol Augmentation on OT				888.00				886.25																																												1,774.25



				furloughs and shift extensions				0.08				0.08				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				0.08







				Total Hours: Special Events				2.00				3.00																																												5.00



				Regular and Overtime				0.00				0.00				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				ERROR:#DIV/0!				0.00















Weekend Enforcement (OT)



				Weekend / Furlough Day OT Coverage for Week of 																																				24-30 Apr 2013																																2012 Sat Day Totals:																Valid				Dollar Value				# of PEOs				Cites/patrol Hr



																																																																																								1164				$53,702				23				8.44



																																																																												2069				$96,688				-Total Cites/ Dollar Value for 2012



												Sat DAY 0800-1800																Sat NIGHT 1500-2330																Sunday 0930-1530																Furlough / Shift Ext.																TOTALS







												Valid



Author: jonesc1:
total citations issued				RPH



Author: jonesc1:
routine patrol hours								Value



Author: jonesc1:
fine amount				Valid				RPH								Value				Valid				RPH								Value				Valid				RPH								Value				Valid				Dollar Value







				Totals								990				81.75								$45,079				317				26								$15,244				0				0								$0				470				0								$22,701				1777				$83,024								Tickets per Routine Patrol Hour (RPH)







				Name				Serial #																																																																																Sat.DAY				Sat.NIGHT				Sunday				Mon / Fri Furlough



				Supervisor Name				1234																																																																				0				$0



																																																																												0				$0



				PEO Name				1235				57				5.25								$2,547																																																				57				$2,547								10.86



				PEO Name				1236																				31				6.5								$1,577																																				31				$1,577												4.77



				PEO Name				1237				76				7								$3,488																																																				76				$3,488								10.86



				PEO Name				1238																				40				6.5								$1,775																																				40				$1,775												6.15



				PEO Name				1239				61				6.5								$2,780																																																				61				$2,780								9.38



				PEO Name				1240				31				3.75								$1,412																																																				31				$1,412								8.27



				PEO Name				1241				34				6.75								$1,505																																																				34				$1,505								5.04



				PEO Name				1242				46				5.75								$2,036																																																				46				$2,036								8.00



				PEO Name				1243				35				5.5								$1,630																																																				35				$1,630								6.36



				PEO Name				1244																				87				6.5								$4,455																																				87				$4,455												13.38



				PEO Name				1245				36				6.5								$1,602																																																				36				$1,602								5.54



				PEO Name				1246				47				4.25								$2,107																																																				47				$2,107								11.06



				PEO Name				1247				54				6.5								$2,430																																																				54				$2,430								8.31



				PEO Name				1248																				62				6.5								$2,956																																				62				$2,956												9.54



				PEO Name				1249				56				6.5								$2,512																																																				56				$2,512								8.62



				PEO Name				1250				44				6								$2,011																																																				44				$2,011								7.33



				PEO Name				1251				58				5.75								$2,663																																																				58				$2,663								10.09



				PEO Name				1252				23				5.75								$1,123																																																				23				$1,123								4.00















																																																																																								8.12				8.46



				PEOs on Overtime								Valid				RPH				T/OT



Author: jonesc1:
total overtime hours				



Author: jonesc1:
total citations issued				



Author: jonesc1:
routine patrol hours								



Author: jonesc1:
fine amount				Value				Valid				RPH				T/OT				Value				Valid				RPH				T/OT				Value				Valid				RPH				T/OT				Value				Valid				Dollar Value				OT Hrs



				PEO Name				1235				13								1.5				$575																																				30								8				$1,362				43				$1,937				9.50				8.67												3.75



				PEO Name				1236				11								4.5				$490																																																				11				$490				4.50				2.44



				PEO Name				1237																																																				30								9				$1,308				30				$1,308				9.00																3.33



				PEO Name				1238				49								9.5				$2,198																																																				49				$2,198				9.50				5.16



				PEO Name				1239																																																				46								6				$2,676				46				$2,676				6.00																7.67



				PEO Name				1240																																																				37								6.5				$1,736				37				$1,736				6.50																5.69



				PEO Name				1241																																																				22								2				$1,031				22				$1,031				2.00																11.00



				PEO Name				1242				80								7.5				$3,553				97								9				$4,481																				20								3				$979				197				$9,013				19.50				10.67				10.78								6.67



				PEO Name				1243				79								10				$3,927																																																				79				$3,927				10.00				7.90



				PEO Name				1244																																																				40								8				$1,970				40				$1,970				8.00																5.00



				PEO Name				1245																																																				11								1.25				$490				11				$490				1.25																8.80



				PEO Name				1246																																																				73								8				$3,248				73				$3,248				8.00																9.13



				PEO Name				1247																																																				44								8				$2,432				44				$2,432				8.00																5.50



				PEO Name				1248				54								9				$2,430																																																				54				$2,430				9.00				6.00



				PEO Name				1249																																																				56								11				$2,683				56				$2,683				11.00																5.09



				PEO Name				1250				29								7.25				$1,288																																																				29				$1,288				7.25				4.00



				PEO Name				1251				17								1.5				$772																																				61								10				$2,786				78				$3,558				11.50				11.33												6.10



















				Total Ptrl Hours by Shift												81.75																26																0																0																								Average Citations per OT Hour



																																																																																								7.02				10.78								6.48



				Regular Shift Citation Count								878











				Overtime Cost																																				2012																																																																2012







				Overtime Hours																								140.50												134																																Number of Citations written on overtime																								899								1123







				Overtime Cost																								$5,174												$4,832																																Value of citations written on overtime																								$42,415				$52,006















				Abraha, Y				25.14



				Akerstrom, J				23.53



				Alberg, C. J.				25.14



				Alton, A.  M.				25.14



				Azzouzi, K. M				25.14



				Babcock, V				25.14



				Balcos, E. J.				25.14



				Batiot, C				23.53



				Benson, L. F.				25.14



				Blassan, Y				25.14



				Boas, R.				25.14



				Boone, D. L.				25.14



				Boone, K. J.				25.14



				Booth, R. A				25.14



				Bryant, S. 				25.14



				Calderon, A. C.				25.14



				Christensen, L				23.53



				Diagana, Y				24.26



				Dickson, W				24.26



				Doan, M				25.14



				Dodson, M				23.53



				Drain, D. M.				25.14



				Eaton, M. 				25.14



				Edwards, L. C.				25.14



				Eren, T				25.14



				Esteban, S				25.14



				Ferrer, O				25.14



				Fine, D				23.53



				Funk, D				23.53



				Gardea, N				24.26



				Gauldin, M. R.				25.14



				Gebregziabh, G				25.14



				Hell, J. M.				25.14



				Herron, M. G.				25.14



				Hoffman, R 				25.14



				James, L. M.				25.14



				Jones, S				25.14



				Kayo, J				23.53



				Lancia, D				25.14



				Lee, D. C				25.14



				Little, T. C.				25.14



				Lofton, J				25.14



				Mangialardi, F. M.				25.14



				Mar, B. T.				25.14



				Marino,C				25.14



				Martin, M. A.				25.14



				Mathews, M. 				25.14



				McBroom, J. A.				25.14



				McIver, L				25.14



				McKee, C				24.26



				McKinney, J				25.14



				McKinney, K				25.14



				Meyer, D				23.53



				Miller, M. E.				25.14



				Miller, M. P				25.14



				Mulder, S				25.14



				Murillo, K				23.53



				Napravnik, S				25.14



				Newhouse, C				23.53



				Newlin, K				25.14



				Ng, S				25.14



				Nolan, N				23.53



				Olson, J				23.53



				Pan, P				25.14



				Paston, A				25.14



				Pelczarski, T. R.				25.14



				Pich, S				25.14



				Quan, A.				23.53



				Ray, M. C.				25.14



				Roth, C				23.53



				Rudd, Jon				25.14



				Sellars, M. A.				25.14



				Sommers, J				24.26



				Somonski, A				25.14



				Spadaro, M. C				25.14



				Stallman, S				25.14



				Steinmetz, M. H.				25.14



				Streb, A				25.14



				Torrey, T.l				25.14



				Toyoshima,N				25.14



				Turnbull, S				25.14



				VanDyke, K				24.26



				Vanloo, C				25.14



				Ventoza, L. J.				25.14



				Ward,B				25.14



				Woldehyohannes, E.				24.26



				Yasutake, M				23.53



				Yee,Gene				25.14











Citations by District



				Citations by District



				Season 3 - 2012







				District/Assignment				# of PEOs				Routine Patrol Hours				Total 
Citations				Total Courtesy Notices				Average Citations/PEO				Average Courtesy Notices/PEO				Top 3 Violations



				West 1				12				3,905				20,290				604				1,691				50				PKG (55%); Improper License Display (9%); Peak Hours (5%)



				West 2				14				5,527				31,326				537				2,238				38				PKG (57%); Improper License Display (8%); Comm Load Zone-Pass Vehicle (6%)



				West 3				12				4,204				22,620				370				1,885				34				PKG (37%); Improper License Display (13%); RPZ (12%)



				East 1				13				5,258				31,931				453				2,456				38				PKG (51%); RPZ (10%); Improper License Display (10%)



				East 2				8				3,349				16,499				153				2,062				26				PKG (24%); RPZ (17%); Improper License Display (15%)



				North 1				14				5,325				27,528				508				1,966				39				PKG (37%); Improper License Display (16%); RPZ (15%)



				North 2				8				5,325				18,077				391				2,260				49				PKG (31%); RPZ (15%); Improper License Display (14%)



				South 1				3				1,181				3,328				55				1,109				18				Improper License Display (24%); Overtime (18%); RPZ (11%)



				South 2				3				908				3,590				253				1,197				84				Improper License Display (22%); Overtime (14%); Prohib (12%)



				Abandoned Veh Task Force				5				694				2,727				38				545				10				Improper License Display (34%); Seventy-Two Hours (21%); PKG (12%)



				Scofflaw Boot Team				5				432				2,351				8				470				4				Prohib (27%); Improper License Display (25%); Fire Hydrant (8%)



				Total				97				36,106				180,267				3,370												PKG (39%); Improper License Display (15%); RPZ (10%)



				West 1



				Season				# of PEOs				Routine Patrol Hours				Total Citations				Total Courtesy Notices				Average Citations/PEO				Average Courtesy Notices/PEO				Top 3 Violations



				Season 1 - 2012				12				4,888				25,081				460				2,090				38				PKG (60%); Overtime (7%), Improper License Display (6%)



				Season 2 - 2012				13				4,977				29,556				557				2,274				43				PKG (58%); Improper License Display (8%); Comm Load Zone-Pass Vehicle (4%)



				Season 3 - 2012				12				3,905				20,290				604				1,691				50				PKG (55%); Improper License Display (9%); Peak Hours (5%)


































SPD Parking Enforcement DAR REQUIREMENTS



The following document describes the data elements and activity input sequence that Seattle Parking Enforcement would like in a Daily Activity Report application. The DAR workflow and DAR event attachments compliment this document.  This description is provided for information only- the RFP response is only seeking a description of the activity tracking functionality of your current application.



· Officer ID (Auto Filled from Citation program)



· Date (Auto filled with adjustable)



· Time (Displayed current time)



· Primary district assignment:



· West one



· West two



· West three



· North one



· North two



· East one



· East two



· South one



· South two



· Shift hours 



· Scheduled Overtime



· Yes - Enforcement



· Overtime start



· Overtime end



· Yes - Special event



· Event name



· No



· Transport mode 



· BCS



· Vehicle



· Start mileage



· End mileage



· DAR should be a separate icon but integrated with citation software.



· DAR will be required to include all activity codes from our current paper DAR



· DAR will be automatically time stamped in chronological order; time stamp cannot be changed. However, the contents are still editable with unlimited characters.  



· DAR will start with check-in and maintenance code as soon as the PEO signs in with their start time on the handheld.



· Check-in and maintenance codes will be automatically scheduled for 30 minutes after start time indicated. Breaks will be scheduled for 15 minutes each after PEO starts the break code. Lunch will be scheduled for 30 minutes after PEO starts the Lunch code. These codes must end within their scheduled time. If not, they will be red flagged and will require an explanation before the PEO can submit the DAR at the end of their shift.



Example: If a PEO forgets to end their check-in or lunch code within the scheduled time, they will be asked at the start of the next citation: “you are still on lunch code, would you like to end it now?” The PEO would answer yes and proceed with the citation. This will be marked with a red flag and will require an explanation before they can submit their DAR at the end of their shift.



· Routine patrol will start at end of an assignment code



· Assignment code will end on the next citation



· Radio call will end upon the next citation with confirmation:



· Is this citation for the radio call?



· Yes (It will end the radio call)



· No



· Would you like to end the radio call?



· Yes



· What time would you like to end it: (This will set correct radio call duration )



· No (Radio call will continue)



· DAR cannot be submitted without providing explanations for red flagged items or submitted more than 15 minutes before shift end.
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E PARKING INFRA

327850970

Citation Date: 04/23/2013
Time: 12:13

City of Seattle Parking Infraction

The Municipal Court of Seattle

P.O. Box C-34109, Seattle, WA 98124-1109
(206) 684-5600

Violation:
STOP SIGN APPROACH

Section: 11.72.370
FINE: 47
PENALTY ADDED AFTER 15 DAYS
Public Comments1:
NO PARKING WITHIN 30 FT

Public Comments2:

Public Comments3:

LOCATION

238 2AVEW

REGISTRATION

License: -
Reg. Exp.:
VIN: F1IGR7E66DG834089
Vehicle Make: sypaRU
Vehicle Style: 4 pOOR
Vehicle Color: g)LvER

COMMENT

| certify under penalty of perjury under the
laws of the State of Washington that | have
reasonable grounds to believe and do
believe the vehicle identified herein was in
violation of the Seattle Municipal code and
the information on both sides of this notice
is true and correct.

Officer Name: E DANI
Officer ID: 7380

Date: 04/23/2013

ﬁ iy,

Officer's Signature at Seattle, Washington










PARKING INFRACTION INSTRUCTIONS

This notice represents a determination that a
parking infraction has been committed and
this determination will be final unless you
contest it by checking the 3rd box below. You
must respond to this notice within 15 days of
the date it was issued. Any mailed response
must be mailed no later than midnight on the
day the response is due.

A parking infraction is a non-criminal offense
for which imprisonment may not be imposed
as a sanction. However, failure to respond
within 15 days or failure to appear at a
requested hearing may result in: 1) additional
monetary penalties, 2) non-renewal of the
vehicle license tabs, 3) loss of your right to a
hearing, 4) tow and impound of the vehicle.
You must respond in 1 of the 3 following ways:
[J | AGREE THAT | COMMITTED THE PARKING
INFRACTION AND CHOOSE TO PAY THE
MONETARY PENALTY. Enclose a check or
money order only payable in US funds to The
Municipal Court of Seattle in the envelope
provided. Print the infraction and license
plate number on the check or money order.

0, REQUEST A HEARING TO EXPLAIN THE
CIRCUMSTANCES. By requesting a mitigation
hearing, you will be deemed to have committed
the infraction. You may not subpoena
witnesses for this hearing.

[ 1 REQUEST A HEARING TO CONTEST THE
INFRACTION. At a contested hearing the City
has the burden of proving by a preponderance
of the evidence that the infraction was
committed. You may subpoena witnesses
including the officer who issued the notice of
infraction.

IF YOU REQUEST A HEARING, fill in the
information below and return this infraction in
the envelope provided. Do not send payment.
You will be notified in writing of your hearing
date.

INTERPRETER Tanguage
Name, (PLEASE PRINT)

Address

City State Zip
Date of Birth Home Phone #

Drivers License #









CERTIFICATION OF CITING OFFICER

1, Ellessar Dani 7380, , hereby certify under penalty of perjury under the
laws of the State of Washington as follows:

I am employed with the Seattle Police Department’s Parking Enforcement Section as a Parking
Enforcement Officer. I have been employed in such a capacity since May 30,
2012 and hold the title of Parking Enforcement Offjcer.

I use an Advanced Public Safety citation software system that operates on a handheld computer and
wireless printer for issuing parking notices of infraction. The citation application, the handheld computer
and the printer comprise the citation issuing system. I have been trained thoroughly in its usage. I use it
frequently in the course of my duties and am proficient in its use.

I sign out my citation issuing system at the beginning of each shift. During the sign out process, I verify
that the system is functioning properly, and I do not use any equipment that I do not accept as functioning

properly.

As required, I use an AutoVu License Plate Recognition system to perform electronic vehicle chalking. I
have been trained thoroughly in its operation and am proficient in its use. When I use the electronic
chalking system, I verify that the system is functioning correctly and I do not use any equipment that I do
not accept as functioning properly.

Before I serve or cause to be served the printout (hard copy) of a notice of infraction, I examine the
document, and I serve it or cause it to be served only if it is an accurate transcription of the data I intended
to enter into my system. That information always includes my serial number. When the printout is correct, |
know that my data entry was correctly stored by the citation issuing system. I request that a Parking
Enforcement Supervisor cancel the notice of infraction if I print out a hard copy containing inaccurate
information or if [ issue a notice of infraction in error.

At the end of any shift, I dock my handheld computer and transfer the notice of infraction information to
the Seattle Police Department’s records system. I verify that my citation issuing system has operated
correctly for the notices of infraction that are transferred. The Police Department’s records system transfers
the information to the Seattle Municipal Court’s Information System (MCIS). All requests for cancellation
of notices of incorrect infractions are reviewed by a Parking Enforcement Supervisor prior to the
information transfer to MCIS. This process occurs in the normal course of the Parking Enforcement
Section’s operations and according to the Parking Enforcement Section’s procedures.

I followed those procedures with respect to notice(s) of infraction numbers: 327850970
issued on April 23, 2013. in the city of Seattle.

I issued each of said notices of infraction, and did not request that a Parking Enforcement Supervisor cancel
any of them after I issued them. The information recorded in each of said notices of infraction which I
issued was entered accurately, and was true and correct for each of said notices of infraction on the date of
each of said notices of infraction.

Executed at Seattle, Washington on April 23, 2013.

Officer ID: 7380 ﬁ Hh#ﬁ

Date: g4-23-2013
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700 5th Avenue, Suite 4250 OBL. NR. AMT.
P.O. Box 34214

Seattle, Washington 98124-4214 OBL. NR. AMT.
(206) 684-8484 fax (206) 684-5170  email address rca.bizlictx@seattle.gov OBL. NR. AMT.

www.cityofseattle.net/rcal

APPLICATION FOR BUSINESS LICENSE Annual Fee $90.00

The license is for the calendar year, January through December. For a business that opens July 1 or thereafter, the half-year fee is $45.00*
The half-year fee does NOT apply to any years prior to 1998. The Seattle business license expires December 31.
*If worldwide annual gross income and/or value of products is estimated as $20,000 or less, the license fee
is $45.00 ($22.50 for half-year fee).

PLEASE PRINT OR TYPE - COMPLETE BOTH SIDES OF THE APPLICATION

Your business will be assigned a City of Seattle CUSTOMER NUMBER. Refer to the Customer Number in any future correspondence relating to your license.
Let us know if you previously had a Seattle business license. The account will be deemed a reinstatement ONLY if it has been closed for at least 12 months.

Please provide the information in the first section if it is available. The ID numbers are not required to obtain a City of Seattle business license.

State of Washington UBI # FEIN

State of Washington Contractor # City of Seattle Vendor ID # (if applicable)

Internet Address (if applicable) S.1.C. Code o (office use only)
Have you previously had a Seattle Business License? [J YES [J NO NAICS.Code (office use only)

PLEASE COMPLETE ALL SECTIONS BELOW and the REVERSE SIDE OF THIS FORM PROVIDING the BUSINESS INFORMATION

TYPE OF BUSINESS (Check ONE) [ Sole Proprigtor [] Corporation [ Partnership LILLC [ Other

Is the business a non-profit organization? [] Yes [INo (Non-profit organizations are required to be licensed and file tax returns as all other businesses.)

LEGAL NAME OF BUSINESS ENTITY

(If a sole proprietorship, please list your legal name, last name first, and include any middle initial.)

TRADE NAME or dba (doing business as)

WHAT IS THE STARTING DATE OF BUSINESS IN SEATTLE? Month Day Year

If the business was operating in Seattle before the current year, prior years' license fees, taxes, penalties and interest may be due.

Zoning Limitations - A business license does not authorize the holder to conduct business in violation of any zoning ordinance.
The location of your business should be indicated below. You must list a physical address (a post office box or mail drop is not considered a physical address).

PHYSICAL BUSINESS LOCATION:

ADDRESS CITY STATE ZIP
IS THIS LOCATION BEING ADDED AS A BRANCH ONLY TO AN EXISTING LICENSE? LJYES L[INO

Mailing address for LICENSE & RENEWAL

[ ] SAME AS ABOVE ADDRESS CITY STATE ZIP

Mailing address for TAX FORMS

[] SAME AS ABOVE ADDRESS CITYy STATE ZIP
BUSINESS PHONE: - CELLULAR PHONE - FAX -
LIST OTHER BUSINESS LOCATIONS IN SEATTLE - Each BRANCH LICENSE FEE is $10.00 per year (attach a separate sheet, if needed).
TRADE NAME ADDRESS SEATTLE ZIP CODE TELEPHONE "Separate" tax reporting status?
[JYes [ No
[JYes [ No

PLEASE COMPLETE THE BACK SIDE OF THE APPLICATION - ALL INFORMATION AND A SIGNATURE IS REQUIRED TO PROCESS







( \
‘QDI‘\ CITY OF SEATTLE APPLICATION FOR BUSINESS LICENSE - Page 2

NATURE OF BUSINESS: Check all that apply and provide detail below. THIS INFORMATION should be as detailed as possible.
[ Manufacturing-Extracting L Printing & Publishing L] Tour Operator L] Wholesale L] Retail [ Service L] Transportation LI Other

L] Utility Services (telephone services, pager services, cable television franchise) [ Charging Admission for Events/Shows ] Gambling Activity
DOES YOUR BUSINESS OWN OR OPERATE PRICE SCANNING EQUIPMENT? LIYES [INO
DESCRIBE IN DETAIL THE PRINCIPAL PRODUCT(s) OR SERVICE(s) RENDERED:

NOTE: Additional licenses or endorsements may be required depending on the business activity - please see instruction sheet under regulatory licenses.

NAME(S) OF SOLE PROPRIETOR, PARTNERS, CORPORATE OFFICERS, AND RESIDENT AGENTS: List true name(s), residence address,
telephone number and date of birth of the sole proprietor or all partners or corporate officers/directors and their titles (attach a separate sheet, if needed).

NAME AND TITLE RESIDENCE ADDRESS CITY, STATE, ZIP TELEPHONE  DATE OF BIRTH

TAX REPORTING STATUS - Seattle BUSINESS LICENSE TAX FORMS must be filed by every business, EVEN IF NO TAX IS DUE.
Based on the taxable revenue for your business as described below, please check one of the following reporting frequencies:

[0 QUARTERLY - Estimated taxable revenue will exceed $50,000 per year for entire entity - main location and branches (tax is due every quarter).
[J ANNUAL - Estimated taxable revenue will be less than $50,000 per year for entire entity (no tax due if revenue is less than $50,000).
A Business granted ANNUAL reporting status by Revenue and Consumer Affairs must file a combined tax return if there is more than one location.

Tax forms are mailed to the last known address - failure to receive the form does not preclude the requirements to file timely.

L1 YES My annual worldwide gross income and/or value of products will be $20,000 or less.
Should my gross income and/or value of products be greater than $20,000, | understand
| will be responsible for additional license fees.

IF YOU PURCHASED THIS BUSINESS, DID YOU TAKE OVER L] THE ENTIRE BUSINESS [J ONLY A PORTION

FORMER OWNER'S NAME CURRENT ADDRESS CITY, STATE, ZIP TELEPHONE CUSTOMER NUMBER

A SIGNATURE IS REQUIRED IN ORDER TO PROCESS THE APPLICATION

As applicant, | , certify or declare under penalty of perjury under the laws of the State of Washington
that the foregoing is true and correct. All information given is subject to verification with State of Washington, Department of Revenue.

SIGNATURE DATE
PLEASE PRINT your NAME TITLE
FEES DUE - MAKE CHECK PAYABLE TO CITY OF SEATTLE FOR OFFICE IU_StFION'-; ,
niuals ate

Business License Fee if OPEN date is January 1 - June 30 $90.00

If $20,000 or less in worldwide annual gross income $ 45.00 Processed by
Business License Fee if OPEN date is July 1 or laterin year ~ $ 45.00

If $20,000 or less in worldwide annual gross income $22.50 Tax Forms Mailed
Additional Seattle Locations X $10.00 = $ Enforcement

TOTALDUE ..., $ License # Issued
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THE SEATTLE ETHICS & ELECTIONS COMMISSION

The SEEC is a seven-member, independent panel
of citizen volunteers. The Commission and its staff
are responsible for administering the City of Seattle
Ethics, Elections, and Whistleblower Protection
Codes. Three Commissioners are appointed by the
Mayor, three by the City Council, and the seventh
by the other six. They are confirmed by the City
Council and serve overlapping three-year terms.

The Commission is supported by a staff of six
employees who provide training, investigate
complaints, and issue advisory opinions.

TRAINING AND INFORMATION

Ethics training and brochures are available by
request. Information is also available at the
Commission website: http:/www.seattle.gov/ethics/.

CoMMISSION MEETINGS

You are invited to attend any Commission meeting.
Meetings are usually the first Wednesday of the
month in the Seattle Municipal Tower.

Copies of the meeting agenda, including time and
location, are in our office and on our Internet web
site under Commission/Agendas & Minutes. You
can also call 206-684-8500 for meeting times and
locations.

This brochure highlights portions of the Seattle
Ethics Code, SMC 4.16. The complete law is on the
City Clerk’s Seattle Municipal Code (SMC) web site,
http://clerk.ci.seattle.wa.us/~public/code1.htm.
Copies are also available in the SEEC office.

ETHICS COMPLAINTS AND CONSEQUENCES

Anyone who feels a City officer or employee has
violated the Ethics Code may complain to the Ethics
and Elections Commission. Commission staff will
investigate whether there is a Code violation.

If it is found that an employee or official violated the
City’s Ethics Code, the Commission may fine that
person up to $5,000 per violation plus costs and
restitution. The Commission may also recommend
disciplinary action, including suspension or discharge.

A complaint may be dismissed if there is no violation
of the Code or if the violation is minor and inadvertent
or has already been remedied.

ADVICE

City employees and officers may seek advice on
whether a planned action or activity raises issues
under the City’s Ethics Code.

@) city Of Seattle
ETHICS AND ELECTIONS COMMISSION

Seattle Municipal Tower
700 Fifth Avenue, Suite 4010

Mon - Fri: 8am - 5pm
Tel: 206-684-8500 Fax: 206-684-8590
E-mail: ethicsandelections@seattle.gov
Postal mail: PO Box 94729, Seattle, WA 98124-4729

Internet: http://www.seattle.gov/ethics/

JATRAINING\Train Brochures\contractor-vendor brochure rev.doc
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@ City of Seattle

An Explanation

of the
City of Seattle’s
Ethical Standards
for

Contractors, Vendors,
Customers and Clients

This pamphlet is intended to help you understand
the conduct expected of City employees, elected
officials, and members of City boards and
commissions under the Seattle Ethics Code.

SEATTLE ETHICS AND ELECTIONS
COMMISSION

Your advocate for fair, open, and honest government.







An Explanation

The City of Seattle’s
Ethical Standards

Contractors, vendors, customers, and clients:
We appreciate doing business with

you and hope that you find this
information helpful.

The Code of Ethics
Seattle Municipal Code (SMC) 4.16

The Seattle Ethics Code was created to inspire
public trust in City government and ensure that
City officers and employees are “independent,
impartial, and responsible to the people.”
The law is administered by an independent
commission of citizen volunteers.

The Code sets ethical standards about work
activities, business relationships, and the use
of City resources that apply to all City employees,
elected officials, and members of most City
boards and commissions.

This brochure highlights areas of the Code that
pertain to contractors, vendors, and regulated

parties, and also to customers and clients. It is
one of our efforts to increase awareness of the
Code and to help you better understand what

employees can and cannot do.

If you would like more information or have

questions, please call us at 206-684-8500

or visit our web site:
http://www.seattle.gov/ethics/

This brochure is a general summary of the

Seattle Ethics Code. If you have questions

or would like advice on a specific issue,

please contact Commission staff.
206-684-8500

HIGHLIGHTS

THANKING CITY EMPLOYEES

The best way to thank a City employee is to
write a letter of praise to the employee’s
supervisor. City employees may not accept
gifts, loans or other things of value in
appreciation for their work or services.

Example: Employees responsible

for purchasing cannot receive

gifts or premiums for the City

orders they place.
Employees may accept promotional items or
items such as flowers or candy to share with co-
workers or the public, as long as they are valued
at $25 or less. However, the Commission limits
the value of such items to $50 from a single
source in a calendar year.

SOLICITING ITEMS
City employees may not ask people with whom
they do City business to donate items, whether
for personal, charitable, or other purposes.
Example: Inspectors may not ask businesses
they inspect for donations of meeting spaces
or supplies.
No FREE MEALS
Employees may not accept free meals from
people with whom they do City business, or from
people who wish to do business with the City.
Example: An employee who is
meeting with a vendor or client
for lunch cannot have the lunch
paid for by the vendor or client.

REFRESHMENTS AT MEETINGS
Employees may accept basic refreshments—
such as coffee, tea, soft drinks, doughnuts, or
cookies—when attending meetings in your office.

USE oF CITY FACILITIES AND RESOURCES
City employees cannot use City
resources for non-City purposes.
City property, including City paid
time, vehicles, and equipment, may
only be used for a City purpose.

CONFLICT OF INTEREST
Employees may not take part in City business
where they, or an immediate family member,
have a financial or private interest. Employees
also may not take part in City business where
they would appear to have a conflict of interest.

Example: City employees must withdraw from
a vendor selection process if one of the
competitors is the employee’s spouse or
domestic partner, or if a competitor has been
the employee’s business partner or client
within the last twelve months.
ADVERTISING
Employees cannot use their positions for
anyone’s private gain or use City resources
for a non-City purpose. Therefore, they cannot
hand out or post advertising materials.

INVITATIONS TO SEMINARS & CONFERENCES
> City employees may attend
°m = o educational programs paid for by
City vendors or potential vendors
only under limited conditions. Neither the City
nor the employee can accept reimbursement for
expenses incurred that are not allowable under
the City's Travel Policies and Procedures. In all
cases, the event must serve a City purpose
Example: An employee may not attend a
conference at your expense unless you are
required by contract to provide training or
education to City employees, or the employee
is directed by his or her supervisor to attend.
Reimbursement for travel or lodging must be
made to the City, not to the individual.

AFTER LEAVING CITY EMPLOYMENT
Employees must wait one year after leaving
the City before they can (i) assist others in
proceedings involving their former agency, (ii)
assist or represent others on matters in which
they were officially involved, or (iii) compete for
contracts when they helped determine the scope
of work or the process for selecting a contractor.

Example: For one year, former employees
may not assist their new employers in seeking
permits from the City department they left.
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INFORMATION and INSTRUCTIONS FOR BUSINESS LICENSE APPLICANTS

Business License Required - Based on chapter 5.55 (formerly 5.44) of the Seattle Municipal Code, it is unlawful to engage in business in Seattle
without first obtaining a city business license. The license is valid only for the legal owner listed on the license. If your place of business, business office,
work space, or work location will be located within the City of Seattle; i.e., between 145th in the North end and approximately Roxbury Street in the South
end, you will need a City of Seattle business license. If your place of business is not located within the city limits, but you or sales agents will be physically
coming into the City to conduct business or to call on clients, you will need a Seattle business license.

The cost for a Seattle business license is $90.00 for the calendar year (January - December) or if opening after June 30, the license fee is $45.00. Effective
January 1, 2005, if a business has $20,000 or less in worldwide annual gross income and/or value of products the license fee will be $45.00 for the calendar
year and $22.50 for the half year fee. The business license expires on December 31 of the year purchased. The license must be renewed annually. Non-
payment of a renewal does not close the business license account. Written notice of closing or sale of the business, including the effective date is required to
close the account. Final tax returns will be sent.

Requirement to File Tax Returns - All businesses are required to file business license tax returns (commonly referred to as the B & 0 tax) with the
City of Seattle. Per Seattle Municipal Code 5.55.040 D. Businesses with less than $50,000 annual taxable revenue for the calendar year (January through
December) may file annual reports if the revenue declaration on the application and/or renewal form is accepted by the Director. The annual return must list
the actual revenue figures, but the business may declare no tax due on the appropriate line of the form. Taxable revenue is gross revenue less allowable
deductions as defined in SMC 5.45.100. Businesses with $50,000 or greater annual taxable revenue are subject to tax on the entire amount. Quarterly, or
Annual returns as authorized, must be filed regardless of whether or not tax is owed. The Director may assign certain accounts to Monthly reporting. Returns
not received on or before the due date will be subject to late charges pursuant to SMC 5.55.110.

Zoning Limitations - A business license does not authorize the holder to conduct business in violation of any zoning ordinance. Call the Department of
Planning and Development at (206) 684-8850 if you have questions.

INSTRUCTIONS FOR THE LICENSE APPLICATION - This information follows the same order as the application.

If you have obtained a State of Washington Unified Business Identifier Number (UBI), a Federal Employer Identification Number (FEIN), a Contractor
Number, a City of Seattle Vendor Identification Number, or currently have an Internet address, please enter these in the spaces provided. None of these
items are required on the application if they are not available or not applicable. The S.I.C. code (Standard Industrial Classification code) and/or the
N.A.L.C.S. code (North American Industry Classification System) will be entered by office personnel at the time of processing.

TYPE OF BUSINESS - Check the box for the correct "nature" of the legal entity as registered with the State of Washington.
If your business is registered as a non-profit organization, please check the appropriate box on the application.

LEGAL NAME - Based on the entity please provide the full legal name as noted below:
Sole Proprietor - list last name, then the first name and middle initial;
Corporation - list the corporate name as filed with the State of Washington (not the shareholder's names);
Partnership - list the partners' last names only;
LLC - (Limited Liability Company), list the name as filed with the State (not the owner's names).

TRADE NAME - Commonly referred to as the dba (doing business as) for a business when the business name is different than the legal name.

STARTING DATE - The date the legal owner commenced business activity in the City of Seattle. Note: tax forms for all periods (from the starting or
opening date of the business as listed on the application) are required to be filed, even if no tax due, or no revenue generated.

PHYSICAL BUSINESS LOCATION AND MAILING ADDRESSES - Tax forms, licenses and license renewal notices will be sent to the mailing
addresses listed on the application if different than the physical location address. All Seattle locations must list a street address even though a PO. Box or
mail drop is used for mailing purposes. Please provide a current phone number for the business and if applicable, a cell phone number and/or fax number.

OTHER BUSINESS LOCATIONS IN SEATTLE - List the street address of all other locations in the City of Seattle; a $10.00 license fee is required
for each additional location. The renewal fee is $10.00 per calendar year. If you would like the branch location(s) to be sent a separate tax reporting form for
each quarterly tax period, check the appropriate box. All businesses that are granted "Annual” tax reporting status must report as one combined entity when
there is more than one location due to the $50,000 taxable revenue threshold.

NATURE OF BUSINESS - Be very specific, just indicating "service" or "retail" alone is not acceptable. List the type of service you provide and/or the
products sold. If you do not include enough specific information in this section, the application may be delayed until more details are provided. If you indicate
utility services, charging of admission or conducting any gambling activity, you will be required to complete additional registration paper work and tax liability
for utility tax, admission tax and/or gambling tax will be assigned to your business license account.

OWNERS, PARTNERS, OFFICERS - List full/true legal name, residential address, telephone and date of birth for all owners, partners, and officers.







Page 2 - Instructions for completing the City of Seattle business license application.

TAX REPORTING STATUS - Licensees are required to file Quarterly tax returns if taxable revenue for the entire entity is expected to exceed $50,000.
Only those businesses that estimate annual taxable revenue of less than $50,000 and are granted Annual tax reporting by the Department may file annually.
Total taxable revenue is determined by the licensee (legal entity), not for each location. If a business or licensee exceeds the $50,000 threshold for an
annual period, the Department will change the reporting status to quarterly for the following year. The Director may assign some businesses to a Monthly
reporting frequency. Tax forms are due on the last day of the month following each reporting period and must be filed even if no tax is due. All tax forms filed
after the due date are subject to late fees.

IF YOU PURCHASED THIS BUSINESS - Indicate former owner's forwarding address and phone number if known. Indicate the former owner's
customer number with the City of Seattle. Successors may be liable for back taxes on the business. If this is a new legal entity for you, provide your original
customer number.

SIGNATURE REQUIRED - Please sign the application. Also print the name and title of the signer. Provide the date the application was signed.

FEES DUE - Depending on the date of opening iin Seattle, the fee will be $90.00 or $45.00 for one location. Effective January 1, 2005, if a business has
$20,000 or less in worldwide annual gross income and/or value of products the license fee will be $45.00 for the calendar year and $22.50 for the half year.
Indicate how many branch locations are being licensed and multiply that number times $10.00. Enter the total amount due for additional locations (if any)
and then total due for the application. Make your check payable to the City of Seattle. Include any past license fees if open date is prior to the current year.

REGULATORY LICENSES OR ADDITIONAL ENDORSEMENTS - If you are just starting your business and are not certain what business
activities you will be conducting, you may apply for additional endorsements at a later date. It is the owner's responsibility to apply for and maintain all
required licenses. Failure to be properly licensed may result in substantial penalties. If you will be performing as an adult entertainer or managing an adult
entertainment premise you must appear in person at the Revenue and Consumer Affairs Office, Suite 4250, of the Seattle Municipal Tower Building at 700
5th Avenue, Seattle, for a photo identification and a criminal background check.

Note: If you need a for-hire drivers license, please contact King County Licensing at (206) 296-2710. Taxicab association offices and taxicab owners should
apply for licenses at the Consumer Affairs Unit: 805 S. Dearborn Street, Seattle, WA 98134. Phone: (206) 386-1298. A criminal background check is
required.

You should contact Revenue and Consumer Affairs regarding additional licensing requirements if you will be doing any of the following:

operating a Trade Show; operating a utility, telephone network, pager services, or cable television franchise;
owning/operating a taxicab or taxicab association; charging admission for any event;

installing and/or maintaining burglar alarm systems; operating any type of gambling activity;

operating an all ages dance; operating a public parking garage;

operating a horse-drawn carriage; operating a tattoo shop;

operating as a panoram device location; owning/operating tow trucks;

operating as a residential seller (door to door); selling any type of used goods;

functioning as a weighmaster and/or weigher; operating a mobile home park;

operating an adult entertainment premise; or operating a public bathhouse;

owning/operating amusement devices; monitoring alarm systems.

Request for Additional Information

Note: The Seattle Municipal Code is located on the internet: http://clerk.ci.seattle.wa.us/-public/

If you would like to receive additional information from the Seattle Municipal Code concerning the following, you may return this section to the
address at the top of the instruction sheet. Please provide the name and address where the information should be mailed:

Please mail information on the following License Endorsements that are required in addition to the City Business License:

(] Adult Entertainment Premise (SMC 6.270) Exp. Dec 31 (] Public Garage/Parking Lots (SMC 6.48) Exp. Mar 31

(] AdultEntertainer (SMC 6.270) Exp. Dec 31 [J Residential Seller........ (SMC 6.260) Exp. May 31
(] Adult Entertainer Manager ... (SMC 6.270) Exp. Dec 31 [] Tatoo Shop (SMC 6.102) Exp. Feb 28
]  Amusement Devices___ . (SMC 6.270) Exp. Nov 30 [ Taxicabs (SMC 6.310) Exp. Aug 31
(] BurglarAlarmDealer. ... . (SMC 6.08) Exp. Dec 31 ] Taxicab Association.................... (SMC 6.310) Exp. Dec 31
(1 AlAgesDance . ... ... (SMC 6.294) Exp. Sept 30 ] Tow Trucks (SMC 6.214) Exp. Aug 31
(] Horse-drawn Carriages _ .. (SMC 6.315) Exp. Mar 31 (] Used Goods (SMC 6.288) Exp. Mar 31
[J Mobile Home Park ... (SMC 22.904) Exp. Jul 31 ] Weighmaster (SMC 7.04.565) Exp. Apr 30
(] Panoram Location/Device . .. (SMC 5.42) Exp. Dec 31 [J Trade Show License........... (SMC 6.20) Daily

] Public Bathhouse (SMC 6.36) Exp. Dec 31 (] Alarm System Monitoring (SMC 6.10) Exp. Dec. 31

Please mail the appropriate section of the SMC covering the City of Seattle business taxes for:

(] Gambling Tax (SMC 5.52) [] Business License Tax (SMC 5.45)
(] Admission Tax (SMC 5.40) [] Definitions (SMC 5.30)
(] Occupation Utility Tax (SMC 5.48) (] Administrative Provisions (SMC 5.55)
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City of Seattle RFP# POL 3156
Seattle Parking Enforcement Handheld Citation Issuance System

Financial Response

# Units
Project Component Unit Price (Hours, Exte_n "
users, Price
vears)
Software Applications & Web Services
Parking Citation Issuance (base) 850 145 123250
Courtesy Notice Issuance (incl) 0 145 0
Citation Number Issuance & Audit 1000 0 0
Vendor-hosted data storage, reports & analysis 0
SPD-hosted data storage, reports & analysis (alternate) 25000 1 25000
0
Integrated Enforcement
Pay-by-Space Meter enforcement - 5 license base 7500 1 7500
Pay-by-Space Meter enforcement - additional license 140 140 19600
Pay-by-Space Meter - App Program Interface 7500 1 7500
Pay-by-Space Meter - App Program Interface(future vendor) 7500 Future 0
Pay-by-Plate enforcement - 5 license base 7500 1 7500
Pay-by-Plate enforcement - additional license 140 140 19600
Pay-by-Plate PayByPhone - App Program Interface 7500 1 7500
Pay-by-Plate - Meter - App Program Interface 7500 Future 0
Plate Check - Verification of Parker Plate Entry - Base 7500 1 7500
Plate Check - Verification of Parker Plate Entry - Add'l Lic. 75 145 10875
Enhance Feature Set: 0
Officer Daily Activity Report - Command Centre 9900 1 9900
Officer Daily Activity Report - per Parking Citation Issuance 110 145 15950
261675
ALPR Enforcement Software
Vendor Host for ALPR 9900 1 9900
ALPR Mobile Software 11500 5 57500
ALPR - MDT Ticket Issuance 1000 5 5000
. 72400
Interface Development-Vendor (In Days)
Citation transfer to MCIS (incl) 1000 0 0
Interface to Stolen Vehicle List 1000 2 2000
Interface to Scofflaw List (incl) 1000 0 0
Interface to RPZ Permit List 1000 2 2000

4000






City of Seattle RFP# POL 3156
Seattle Parking Enforcement Handheld Citation Issuance System
Financial Response
Maintenance & Warranty

3-year software technical support and warranty 676150 20% 135230
Year 4 software technical support and warranty 338075 20% 67615
Year 5 software technical support and warranty 338075 20% 67615
270460
Implementation Services
Project Management 1000 8 8000
System Set-up 1000 9 9000
Training 1000 8 8000
Post Implementation Support 1000 4 4000
Parking Rights Implementation Services (incl) 0 0 0
Officer Daily Activity Report - setup 1000 4.5 4500
ALPR - Professional Services - PM; Setup; Training 15480 1 15480
Optional Services
Additional Training Days
Travel Expense to apply onsite professonal services 1885 5 9426
58406
Annual Support Costs
Parking Citation Issuance 123250 20% 24650
ALPR Enforcement 72400 20% 14480
Courtesy Notice Issuance 0 20% 0
Citation Number Issuance & Audit 0 20% 0
Integrated Enforcement 87575 20% 17515
Officer Daily Activity Reporting 25850 20% 5170
Vendor-hosted data storage, reports & analysis 20% 0
SPD-hosted data storage, reports & analysis (alternate) 25000 20% 5000
Data Transfer Interfaces 4000 20% 800
(list others) 20% 0
338075 67615

TOTALS $666,941






City of Seattle RFP# POL 3156
Seattle Parking Enforcement Handheld Citation Issuance System
Financial Response

# Units
Project Component Unit Price (Hottrs; E“e.n tod
users, Price
years)
Hardware- Handheld Devices & Accessories
Ruggedized Handheld Device - Panasonic JT-B1 1610 105 169050
Spare Battery 126 105 13186
Cradle(Power & Data); Stand; SD card; 282 105 29584
Options- 0
Other Recommended Accessories (list) 0
211820
Hardware- Handheld Devices & Accessories (alternate rugged)
Ruggedized Handheld Device - Honeywell Dolphin 99EX 1959 0 0
Spare Battery 74 0 0
Unit Accessories (Cradles, Cables) 224 0 0
Options- 0
Other Recommended Accessories (list) 0
0
Tablet Device (optional)
Hardware- Printers & Accessories
Two-inch wide Printer - Zebra RW220 497 145 72101
Spare 2-inch Printer Battery 62 30 1874
Cover and Strap 45 145 6471
"Specify” 3-inch wide Alternate Printer - Zebra QLn320 747 0 0
Spare "x"-inch Alternate Printer Battery 62 0 0
Unit Accessories (Cradles, Cables) 136 0 0
Options-
Other Recommended Accessaries (list)
80446
2-inch Citation paper- thermal - in 100 ticket rolls 1.708 0 0
"3"-inch Citation paper- thermal - “ 0
Maintenance & Warranty
3-year handheld device warranty 0 105 0
Year 4 handheld device warranty 241.5 105 25358
Year 5 handheld device warranty 241.5 105 25358
3-year printer warranty 189 145 27398
Year 4 printer warranty 94 145 13699
Year 5 printer warranty 94 145 13699
TOTALS $397,778

gtechna software and Equipment List 1.6.xlsx Page 1of 1
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VENDOR CONTRACT

The City of Seattle Vendor Contract # Date Change Order #
PURCHASING SERVICES 0000003156 5/13/14
700 - 5 Ave Suite 4112 Payment Terms Freight Terms
P.O. Box 94687 ¥ Y e _
Seattle, WA 08124-4687 N30 days F.O.B. Destination; F’repald & Allowed

Buyer: FAX: Phone:

Michael Mears 206-233-5155 206-684-4570

Vendor #; 0000403527
GTECHNA USA, INC.
334 Cornelia St Ste 549
Plattsburgh, NY 12901

Contact: Michael Guay

Phone #: 866-483-2462 ext. 101
Fax #: 514-387-6220

E-Mail: Michael.quay@gtechna.com

Ship To:

Seattle Police Dept.
Attn: Project Manager
700 5" Ave Floor 54
Seattle WA 98104

Bill To:

Seattle Police Dept.

Attn: Accounts Payable
P.O. Box 34028

Seattle WA 98124-4028

GTECHNA USA, INC. is awarded a five (5) year term contract for furnishing a complete and operational

handheld citation issuance system for the Seattle Police Department. This contract is a result of Request
for Proposal #P0OL-3156, a formal competitive solicitation conducted by the City. All terms and conditions
of the contract shall be in accordance with the attachments listed below.

Contract Period: 5/13/14 through 5/12/19 with option to extend for future years per mutual agreement.

Any future Work Orders shall be issued by Seattle Police Dept. only. Invoices shall be mailed in duplicate
to Seattle Police Dept., Attn: Accounts Payable as indicated above. Each invoice shall indicate Vendor

Contract #0000003156

For all technical issues, contact Renee Freiboth, Benefits Manager at 206-684-7833 or

renee.freiboth@seattle.gov

For all contract administration issues, contact Michael Mears, Purchasing Services Div., at 206-684-4570

or michael.mears@seattle.gov

Attachments:

#1— Contract for City Hosted Handheld Citation Issuance System
#2 — Statement of Work - Officer Parking™ including Appendix A, B & C

#3 — Service Level Agreement

Authorized Signature/Date

JN
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Vendor Contract #3156 — Gtechna USA
Attachment #1, Contract

City of Seattle
CONTRACT FOR A CITY HOSTED HANDHELD CITATION ISSUANCE SYSTEM

This Contract is made and entered into by and between City of Seattle ("City"). & Washington municipal
corporation; and Gtechna USA, Inc. , a corporation of the State of Delaware, and authorized to do business in the
State of Washington.

Vendor : Gtechna USA. inc.

Representative: Michel Guay

Address: 334 Cornelia St. Ste 549, Platisburgh, NY 12901
Phone: 866-483-2462 ext.101

Fax. 514-387-6220

E-mail: michel.guay@gtechna.com

WHEREAS, the purpose of lhis contract is i¢ sstablish the terms and conditions under which the Vendor
furnishes to the Citv a compiete and operational nhandheld citation issuance system,

WHEREAS, Vendor was selected as a result of Request for Proposal #P0L-3156, a process initiated
September2013 as required by Seattie Municipal Code since costs are anticipated to exceed
344,000 in valug; and

WHEREAS, funds for this purpose are authorized through the City of Seattle annual budget;

NOW, THEREFQORE, in consideration of the terms, conditions, covenants, and performance of the Statement of
Work contained herein, as attached and made a part hereof. the City and Vendor mutually agree as follows:

i !

Term of Contract

This contract shall have a term of five (5) years and extend throughout the development, installation, testing
and delivery, until City has completed acceplance in accaordance with the Statemment of Work, Attachment #1.
Continuous one-year extensions shall coniinue thereafter for, maintenance and support. Such extensions
shall be automatic, and shall go into effect without written confirmation, unless the City provides advance
notice of the intention to not renew. The Vendor may also provide a notice to not extend, but must provide
such notice at least 45 days prior to the cinarwise aulomatic renewal date.

Survivership

All purchase transactions and deliverables execulsd pursuani to the authority of this Contract shall be bound
by all of the terms, conditions, prices and price discounts set forth herein, notwithstanding the expiration of
the initial term of this Contract or any extensions thereof. Further, the terms, conditions and warranties
contained in this Contract that by their sense and context are intended to survive the completion of the
performance, cancellation or terminaticn of this Contract. In addition, the terms of the sections titled
Overpayments to Vendor, Warranties, Pubiicity, Section Headings, Incorporated Documents and Order of
Precedence, Publicity, Review of Vendor Records, Patent and Copyright indemnification, Disputes and
Limitations of Liability. shall survive the termination of this Contract.

Statement of Work
Vendor shall provide the products services and tasks as described in the Contract Attachment #2. The
Statement of Work may also be termad “work” herein.





Vendor Contract #3156 — Gieulhne 1SA
Attachment #1. Coniract

4, Expansion Clause

This contract may pe expanded as mtually agreed, if such expansion is approved in writing by the
Buyer from the City Purchasing Gffice of the Department of Finance and Administrative Services, City of
Seattie. No ather City employee is authorized to make such written notices. The Buyer will ensure the
expansion meets the following criteria collectively: (a) it could not be separately bid, (b) the change is
for a reasonable purposs, (¢) the change was not reasonably known to either the City or vendors at time
of bid or else was meantioned as 2 possibility in the bid (such as a change in environmental regulation or
other law); (d) the change is not significant enough to be reasonably regarded as an independent body of
work; (e) the change could not have attracted a different field of competition, and (f) the change does not
vary the essential identity or main purpose of the contract. The Buyer shall make this determination, and
may make exceptions for immateriai changes, emergency or sole source conditions, or for other
situations as required in the cpinion of the Buyer. Certain WorkK Orders or changes are not considered
an expansion of scope, including an increase in quantities ordered, the exercise of options and alternates
in the bid, change in design and specifications that does not expand the work beyond the limits provided
for above, or ordering of work criginally identified within the originating solicitation. if such changes are
approved, changes are conducted as a wrilten order issuad by the City Purchasing Buyer in writing to the
Vendor.

5, Work Order Process

The Vendor shall furnish all systems pursuant to work orders issued under this Contract. Each work order
shall be subject to all of the terms and conditions of this Contract, and incorporated info this Contract by
this reference. The Vendor shall furnish all the goods and services ("deliverables”) specified in the Work
Order in an aggregate, single, complete transaction and not as separate items. For each work order
under this Contract, Vendor shall comimence work upon issuance of a notice to proceed by the City.
Work orders under this Contract may be generated by the City under the following conditions:

(1} The Work Order is within the scope of the original solicitation and contract or is within the allowed
conditions for expansions under Section 4 (Expansion Clause) above;

{2) A post-warranty annual mainienance agreemaent is accepted by the City;
The City issues a requesi o upgrade equipment, software, or to change quantities of any deliverable;

The City orders additional custom features or interfaces for the Systemns prior to or after the
acceptance period.

For any subsequent work order(s) requested by either party, the Vendor shall submit a detailed proposal
for the change. The Vendor shall anaiyze record, estimate and submit to the City, for its approval, the
proposed scope for the changad or new work, 2 work schedule, and a rate or price adjustment for
completion of the work to be changed or added. Once this proposal is received and approved by the
City, a new work order will be issued ‘or the changad or additional work. Upon the City's written approval
and notice to proceed, the Vendor shall impiement the change or additional work and invoice for the
changed or additional work consistent with the City's approval notice and the terms and conditions of this
Contract.

The City may. at iis option. add, deleie or modify any part of any work order by giving Vendor notice of
such change within the time period specified in the applicable work order. Within seven (7) days after
the date of such notice, the Vendor snall deliver to the City an amended work order reflecting the change
in description, schedule and/or dollar amount due using the unit prices as proposed for the specific work
order in Vendoer's Proposal.

The Vendor shali not proceed uniess authorized by a mutually agreed upon amendment. Such extra
work shall be in compliance with Section 4 (Expansion Clause) and shall be authorized in writing only by
the City Purchasing Buyer, Deparimeni of Finance and Administrative Services. Any costs incurred due
io the performance of extra work will not be reimbursed until or unless an amendment is agreed upon.

2





Vendor Contract #3156 — Glechna USA
Attachment #1, Contract

The City does not guarantee utilization of goods and services provided for in this Contract for
which the City has not issued a work order(s). The City may itself provide these goods or
services or may award contracts to oiner Vendors for similar goods and services. In such
instances. the Vendor shall not be respansible for the operation, parformance or maintenance for
equipment so obizined.

6. Documentation

Unless specified otherwise in Contract attachments, Vendor will provide two (2) complete sets of
documentation for each Software/Hardware order or System delivered, including technical and
maintenance information, and, where applicable, installation information. Vendor shall also provide two
(2) complete sets of documentation for each updated version of Software that vendor provides. Vendor
shall provide the documentation on or before the date Vendor deiivers its respeciive Software. There
shall be no additional charge for this documentation or the updates, in whatever form provided. Vendor's
Software documentation shall be comprehensive, well structured, and indexed for each reference. |If
Vendor maintains its technicai, maintenzance and installation documentation on a web site, Vendor may
fulfill the obligations set forth in this saction by providing Purchaser access to its web-based
documentation information.

The City reserves the right to withiiold payment for a deliverable. modification or enhancement until it
receives all documentation associated with the same.

7. Payment Procedures

7.1

Vendor shall only invoice upon the City's approval of the deliverable and in a manner consistent with the
payment schedule as spacified in the Staternent of Work, Attachment #2... Once the City has received
and approved the invoice, the City will provide payment within thirty (30) days. The aggregate amount
represents the fuil and final amount (o be paid by the City for all expenses incurred and incidentals
necessary to complete the work.

The City shall not be obligated to pay any other compensation, fees, charges, prices or costs, nor shall
Vendor charge any additional compensation for completing the work order of the Statement of Work, All
costs invoiced to the City, shall be associated with an zctive and open work order.

tnvoices for hardware and software installed in City facilities and other work performed under this
Contract shall be submitted, in writing to the City's Project Manager. invoices shall include such
information as prescribed in the Specifications or Statement of Work, and is necessary for the City to
determine the exact nature of all expenditures and shall reference this Contract. Additional payment
terms or invoice instructions may be mutually agreed upon by the City and the Vendor,

Payment does not constitute whele or partial acceptancs; City accentance of the System shall only occur
by fermal written notice to that effect.

Advance Payment Prohibited

The City does not accept requests for early payment, down payment or partial payment, unless the Bid or
Proposal Submittal specificaily ailows such pre-payment proposals or alternates within the bid process.
Maintenance subscriptions may be paid up to one year in advance provided that should the City
terminate early, the amount paid shall be reimbursed to the City on a prorated basis; all other expenses
are payable net 30 days after receipt and acceptance of satisiactory compliance.

7.2. Travel and Cther Direct Charges

For additional work not included in the initial scope of work that requires travel and/or other direct cosis
that the City intends to reimburse, then the following requirements shall apply. All such expenses must
be pre-approved in writing by the Progct Manager.





Vendor Contract #3156 — Glechna USA
Attzchment #1, Contracit

e City will retmburse the Contractor ai aclual cost for expenditures that are pre-approved by the City in
wriling and are necessary and directly applicable to the work required by this Contract provided that
similar direct project costs retaled to ihe contracts of other clients are consisiently accounted for in a like
manner. Such direct project costs may not be charged as part of overhead expenses or include a
markup. Other direct charges may include, but are not limited to the following types of items: travel,
printing, cell phone, supplies, materials, compuler charges, and fees of subconsultants or subcontractors.

« The billing for third party direct expenses specifically identifiable with this project shall be an itemized
listng of the charges supported by copies of the original bills, invoices, expense accounts,
subconsultant/subcontractor paid invaoices, and other supporting documents used by the Contractor to
generate invoice(s) to the City. The original supporting documents shall be available to the City for
inspection upon request. All charges must be necessary for the services provided under this Contract.

+ The City will reimburse the actual cost for travel expenses incurred as evidenced by copies of receipts
(excluding meals) supporting such travel expenses, and in gccordance with the City of Seatile Travel
Policy, details of which can be provided upon request.

o Airfare: Airfare will be reimbursed at lhe aclual cost of e airline ticket. The City will reimburse for
Economy or Coach Fare cnly. Receipts detailing each airfare are requirec.

« Meals: Meals will be reimbursed &' the Federal Per Diem daily meal rate (excluding the “Incidental”

portion of the pubiished Federal 148! Rate) for the cily in which the work is performed. Receipts are not

required as documentation. The invoice shall state “the meals are being billed at the Federal Per Diem

daily meal rate”, and shall detail how many of each meal is being billed (e.g. the number of breakfasts,

lunches, and dinners). The City will not reirmburse for alcohol at any time.

e Lodging: Lodging will be reimbursed at actual cost incurred up to a maximum of the published
Runzhsimer Cost Index for the city in which ithe work is performed (the current maximum aflowed
relimbursement amount can be provided upon request). Receipts detailing each day / night lodging are
required. The City will not reimburse for ancillary expenses charged to the room (e.g. movies, laundry,
mini bar, refreshment center, sundry items, etc.)

As an aiternative, lodging mzay be biiled at the published Federal Per Diem daily lodging rate for the city
in which the work is periormed, |f {his method is used, receipts are not required for documentation. I
this method is used, the invoice shall siate that "the ladging is being billed at the Federal Per Diem daily
lcdging rate.”

¢ Vehicle mileage: Vehicie mileage will be reimbursed at the Federal internal Revenue Service Standard
Business Mileage Rate in affect at the time the mileage expense is incurred (currently that rate is 56.5
cents per mile.) Please note: payment for mileage for long distances traveled will not be more than an
equivalent trip round-trip airfare of a commaon carrier for a coach or economy class ticket.

« Rental Car: Rental cer expenses will be reimbursed st the actual cost of the rental. Rental car receipts
are required for all rental car expenses. The City will reimburse for a standard car of a mid-size class or
less. The City wiill not reimburse for ancitlary expenses charged fo the car rental (e.g. GPS unit).

« Miscellaneous Travel (e.c. parking, rental car gas, taxi. shuttle, toll fees, ferry fees, etc.):
Miscellaneous travel expenses will be reimbursed at the actual cost incurred. Receipts are required for
each expense of $10.00 or more.

« Miscellaneous other business expensas (e.g. printing, pholo development, binding). Other
miscellanecus business cxpenses vwill be reimbursed at the actual cost incurred. Receipis are required
for all miscellaneous expenses that are bilied.

I





Vendor Contract #3156 ~ Gtechna USA
Attachiment 1, Coniract

Subcontractor: Subcontractor expenses will be reimbursed at the actual cost incurred. Copies of all
subcontracior inveoices that ares rebiiled to the Cily are required.

7.2. Disputed Work

Notwithstanaing 2ll above, if the City believes in good faith that some portion of Work has not been
completed satisfactorily, the City may require Vendor to correct such work prior to The City payment. In
such event, the City will provide to Vendor an explanation of the concern and the remedy that the City
expecls. The Cily may wilhhold from any payment that is citherwise due. an amount that the City in good
faith finds to be under dispute, or if the Vendor does not provide a sufficient remedy, The City may retain
the amount equal to the cost to The City for otherwise correcting or remedying the work not properly
comipleted.

8. Taxes, Fees and Licenses

a. Taxes: Where required by state statute, ordinance or regulation, Vendor shall pay for and maintain
in current status all taxes that are necessary for contract performance. Unless otherwise indicated,
The City agrees to pay State of Washington sales or use taxes on all applicable consumer services
and materials purchased. No charge by the Vendor shall be made for federal excise taxes and The
City agrees to furnish Vendor with an exemption certificate where appropriate.

b. Fees and Licenses: Vendor shall pay for and maintain in a current status, any license fees,
assessments, permit charges, etc., which are necessary for contract performance. It is the Vendor's
sole responsibility to monitor and determine any changes or the enactment of any subsequent
requirements for saic fzes, assessments, or charges and to immediately comply with said changes
during the entire term of this Confract. Vendor must pay all custom duties, brokerage or import fees
where applicable as part of the contract price. Vendor shall take all necessary actions to ensure that
materials or equipment purchased are expedited through customs.

c. Vendor is o calculate and enter the appropriate Washington State and local sales tax on the invoice.
Tax is to be compuied on new items after deduction of any trade-in, In accordance with WAC 458-
20-247.

9. Timely Completion

a. Time is of the Essence

The City has an immediate need to implement the System and/or Software and equipment for the
managernent and operation of the City. Therafore. time is of the essence in all matters relating to this
Contract

10. License tor Use

As part of the price of the System, th= Yendor hereby grants lo the City, and the City accepts from the
Vendor, for so long zs the City continues to use the System, 2 non-exclusive, fully paid, royalty free,
perpetual license to unlimited use of ihe Softwars and related documentation for use on the System
acquired by the City under this Contract,

11. Software Upgrades and Enhancements and Optional Modules

Vendor shall:

a. Supply at no additional cost updzisd versions of the Software to operate on upgraded versions of
operating systems, upgraded versions of firmware, or upgraded versions of hardware;

b. Supply at no additional cost updated versions of the Software that encompass improvements,
exiensions, maintenance updates, error corrections, or other changes that are logical improvements
or extensions of the original Scftware supplied to City; and

o. Supply at ne additional cost interface modules that are developed by Vender for interfacing the
Software to other Software products as defined in the Yendor's REP proposal (RFP POL 3158).





Vendor Contract #3156 - Gtechna LEA
Attacnment #1, Cenlract
d. Supply additional cptional modules that may be compatible with the system software per the
' equipment list enclosed in Vendor's proposal (RFP PGL3138),

12. Warranties
Commencing on the date that the City issues its Final Acceptance Certificate, and extending for a period
of one (1) year. Vendor warrants that the Software furnished hereunder shall be free from programming
errors and that the Software and hardware shall be free from defects in warkmanship and materials and
shail operate in conformity with the parformance capabilities, Statement of Werk, functions and other
descriptions and standards applicable thereto and as set forth in this Contract including but not limited to
the City's Request for Proposais; that the services shall be performed in a timely and professional
manner by qualified professional perscnnel; and that the services, Software and Hardware shall conform
to the standards generally observed in the industry for similar services, Software and hardware. if Vendor
is not the original Softwars or hardware manufacturer, Vendor shall oblain in writing the manufacturer's
consent {o pass through all Software and hardware warranties for the City's benefit. During this warranty
pericd, Vendor shall replace or repair any defect appearing in the Software or hardware, or deficiency in
service provided at no additional cost to the City.

12.1 Warranty Against Planned Obsolescence

The Vendor warrants that the producis proposed to and acquired by the City under this Contract are new
and of current manufacture, and that it has no current plans for announcing a replacement line that would
be markeied by Vendor 2s a replacerient for any of the products previded to the City under this Contract
and would result in reduced support fur the praduct line within which the System furnished to the City is
contained. The Vendor further warranis that, in the event that a major change in hardware, software, or
operating system occurs that radically alters the design architecture of the System and makes the current
design architecture obsolete within three (3) years after full execution of this Cantract, and if the City
continues its annual maintenanca Ceontract with tne Vendor, the VYendor shall provide the City with a
replacement hardware, software, or cperating system(s) that continues the full functionality of the
systems, at no extra cost to the City.

12.2 No Surreptitious Code Warranty

The Vendor warranis to the City that 2o copy ¢f the licensad Scfiware provided to the City contains or
will contain any Self-help Code or any Unauthorized Code as defined below. This warranty is referred to
in this Contrac! as the "No Surreptitious Code Warranty.”

As used in this Contract, "Self-help Code" means any back door, time bomb, drop dead device, or other
Software rouiine designed to-disable a computer program automatically with the passage of time or
under the positive control of 2 person other than the licensee of the Software. The term “Self-help Code”
does not include Scoftware routines i a computer program, if any, designed to permit an owner of the
computer program {or other person acting by authority of the owner) to obtain access to a licensee's
computer system(s) (e.g. remote accaess via modem) for purposes of maintenance or technical support.

As used in this Contract, "Unauthorized Code” means any "virus,” "Trojan horse,” "worm” or cther
Software routines or Equipment componeants designed 1o permit unauthorized access to disable, erase,
or otherwise harm Software, Equipment, or data or to perform any other actions. The term Unauthorized
Code does not include Self-help Cade.

The Vendar shzli defend City against any claim, and indemnify the City against any loss or expanse
arising out of any breach of the Mo Surreplitious Code Warranty.

12.3 Title Warranty and Warranty against infringement

The Vendor warrants and represents that the hardware and Software provided under this Contract is the
sole and exclusive property of the Vendor or that the Vendor is authorized to provide full use of the
hardware and Software 1o the City as provided hergin. The Vender warrants that it has full power and
authority to grant the rights granted by this Contract to the City without the consent of any other person or

O





Vendor Contract #3156 — Gtechna USA
Attachment #1, Contract

entity.

In the svent of any claim by a third party against the City for software used In the United States asserting
a patent, copyright, trade secret, or propriatary right viclstion involving the System acguired by the City
hereunder or any portion thereof, Vendor shall defend, at its expense, and shall indemnify the City
against any loss, cost, expense, or liability arising out of such claim, whether or not such claim is
successful; provided, however, that Vendor is notified by the City in writing within a reasonable time after
the City first receives written notice of any such claim, action, or allegation of infringement. In the event
a final injunctlion or order is obtained against the City's full use of either the System or any portion thereof
as a result of any such claim, suit or proceeding, and if no further appeal of such ruling is praciicable,
Vendor shall, as mutually agreed upcn and at Vendor's expense:

a. procure for the City the right to continue full use of the System; or

b. replace or maodify the same so tnat it becomes non-infringing (which modification or replacement

shall not affect the obligation to ensure the System conforms with applicable Statement of Work); or

if the product was purchased and the actions described 'in item (1) or (2) of Section 11.4, are not

practicable, re-purchase the product from the City at a price mutually 2greed upon. which shall relate

to the value and utility of the product to the City; or

d. if the System was leased, licensad, purchased or rented, and the actions described in item (1). (2),
or (3) of Section 11.4, are not practicable, remove such System from the City's site{s) and pay the
City promptly after notification for all direct and consequential damages suffered by the City as a
result of the loss of the infringing product and zny other continued utility of which to the City is
adversely affected by the removal of the infringing product, and hold the City harmless from any
further liability therefore urder any applicable Order, Setilement, or other Contract.

L]

In no event shall the City be liable to Vendor for any lease, rental, or maintenance payments after the
date. if any, that the City is no longer iegally permitted to use the System because of such actual or
claimed infringement. In the event removal or replacement of the System is required pursuant to this
paragraph, Vendor shall use reasonable care in the removal or modification thergof and shall, at its own
expense, restore the City's premises as nearly to their condition immediately prior to the installation of
the System as is reasonably possible.

No settlement that prevents the City fror: cantinuing to use the Software, other products or Software
documentation as provided in this Contract shall be made without the Cily's prior written consent. In all
events, the City shall have the right ic participate al its own expense in the defense of any such suit or
proceeding through counse! of its own choosing.

The indemnification obligation set forih in this section shali survive the expiratiaon or earlier termination of
this Contract.

12.4 No Liens

The Vendor warrants that the Softwarz 1s the sole and exclusive propearty of the Vendor and that the
Vendor is authorized to provide full use of the Software to the City as provided herein and that such
Software is natl cubject to any lien, claim or encurnbrance inconsistent with any of the City's rights under
this Contract and that the City is entitled to and shall be able t¢ enjoy quiet possession and use of the
Software and Equipment without interruption by Vendor or any other person making a claim under or
through the Vendor or by right of paramount iitle.

12.5 Maintenance Services Warranty

The Vendor warrants that, in performing the services under the Maintenance Agreement attached as
Attachment #3, [SLA? |, The Vendor shall strictly comply with the descriptions and representations as to
the services, including performance capabilities, accuracy, completeness, characteristics, Statement of
Work, configurations, standards, function and requirements. which appear in this Contract and in the
Vendor's response to the City's Requast for Proposzl. Its products shall be uniform in appearance and
clean and presentable in accordance with generally applicable standards in the industry. Errors or

-, fe
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omissions commitied by the Vendor 10 the course of oroviding Services shall be remedied by the Vendor
al lis own expense,

12.6 Equipment Warranty

The Vendor warrants and represents that the Equipment provided to meet the requirements of the
Statemen: of Work shall bz free from all cefects, shall be in good operating arder. and shall operate in
conformity with the descriptions and standards as set forth in the Vendor's Proposal and the City's RFP
for = period of one (1) year from and after the Acceptance Date. During the warranty period, Vendor
shall promptly, without additional charge, repair or replace the eguipment or any part thereof that fails to
function according the Vendor's Stalement of Work or the Statemeant of Work of the manufacturer
thereof.

12.7  Merchantability and Fitness Warranty

Vendor represents and warrants that the Software, other products and Software Documentation will be
merchantable and wiil be fit for the parlicular purposes established in the City's RFP and the Vendor's
response lo the City's RFP.

12.8 Warrant of Compliance with Applicable Law

The Vendor warranis that the System, and the manufacture and production thereof, are in compliance
with any and all applicable laws, rules, and reguistions.

12.8 Date Warranty

The Vendor warrants that all Software provided under this confract: (2) does not have a life expectancy
fimited by date cr time formal: (b) will correctly record, store, procass, present calendar dates; () will
fose no functionality, data integrity, or performance with respect lo any date; and (d) wiil be interoperabie
with other software used by City that may deliver date records from the Sofiware, or interact with date
recards of the Software ("Date Warrant™), in the event a Date Warranty problem is reported to Vendor by
City and remains unresolvec after three calendar days, at City's discretion, the Vendor shall send, at
Vendor's sole expense, at least one qualified and knowiedgeable representative to City's premises. This
representative will continue to address and work to remedy the failure, malfunction, defect, or
nonconformity on City's premis e&, Tris Date Warranty shall last perpetually. In the event of a breach of
any of these representations and warranties. Vendor shall indemnify and hold harmless the City from and
(U harm, injury, damages, costs, and expenses incurred by Purchaser arising out of said

12.10 Physical Media Warranty

Vendor warrants to City that each licensed copy of Software provided by Vendor is and will be free from
physical defects in the media that targibly embedies the copy (the "Physical Media Warranty.”). The
Physical Media Warranty does not apply to defects discoverad more than thirty (30) calendar day after
the date of Acceptance of the Software copy by the City. Vendor shall replace. at Vendor's expense,
including shipping and handling costs. any Software copy provided by Vendor that does not comply with
this Warranty.

12.11 Survival of Warranties and Representations

The represeniztions and warranties of the Vendor made pursuant o this Contract shall survive the
delivery of the System, the paymen! Ui the purchase price. and the expiration or earlier termination of
this Contract.

13. Reauthorization Code Required
Vendor's Software shall not require a reautherization code in order for the Software supplied through this
Contract to remain functional upon City's movemeant of the Software to another computer system.

14, Title to Equipment
Transfer of title to the Equipment shall include an irrevocable fully paid-up, perpetual license to use the

8 /t
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15.

16.

17

internal code (embedded software) in the Zauipment. [T City subsequently transfers title to the Equipment to
ancther entity, City shall have the right to transfer the license o use the internal code with the transfer of
Equipment title. A subsequent ransfer of this software license shall be at no additional cost or charge to
either City or City's transfer.

Ownership of Deliverables

Except for the iicensed System Software and its related documentation. all data and work products produced
under this Contract shall be considered work made for hire under the 1.5, Copyright Act. 17 U.S.C. 101 et
seq, and shall be cwned by the Ciy.

Risk of Loss, Freight, Overages or Underages

Regardless of FOB point, Vendor agrees to bear all risks of loss, injury. or destruction of hardware ordered
herein which occur prior to delivery and acceptance. Such loss, injury, or destruction shall not release
Vendor from any coligations under. Prices include freicht prepaid and allowed. Vender assumes the risk of
avery increase, and receives the benefit of every decrease. in delivery rates and charges. Shipments shall
match the SOW or Work Order; any unauthorized advance or excess shipment is returnable at Vendor's
expense. :

Protection of Persons and Property
17.1 Person

The Vendor and the City shall each take reasonzble precautions for the safety of employees of the other, and
shall ezch comply with all applie: wisiors of federal, state, and (ocal laws, codes and reguiations to
prevent or avoid any accident cr ) & person on, aboul or adjacent to any premises where work under

this Contract is being performed.

17.2 Property
The Vendor shall take reasonable sieps 1 protect the City's property from injury or loss arising in connection
with the Yendor's performance or failure of performance under this Coniract.

17.3 No Smoking
The Vendor shall not allow any empioyee of the Vendor or any sub or agent thersof to smoke inside any City
facility.

17.4 OSHA/WISHA

The Vendor certifies that products are designed and manufacturec (o mest the current federal and staie
safety and health regulations, including Federal Qccupational Safely and Health Act of 1970 (OSHA), the
VWashington Industrial Safety and Heslth act of 1973 (WISHA). Vendor shall indemnify, defend, and hold the
City harmless from all damages assessed against the City as a resuit of the failure of the products furnished
under this Coniract to so comply. 3

17.5 Workers Right to Know

“Right to Know' legislation required the Ceparlrrent o Labor and Indusiries to establish a program to make
employers and employees more aware of the hazardous substances in their work environment. WAC 296-
62-054 requires among other things thatl ail manufacturers/distributors of hazardous substances, including
any of the items listad on this ITB, RFP or contract bid and subsequent award, must include with each
dslivery comoleted Maierial Safety Data Sheets (MSDS) for each hazardous material. Additionally, each
container of hazardous material must be approprizately labeled with; the identity of the hazardous material,
appropriate hazardous warnings, and the Name and Address of the chemical manufacturer, improper, or
other responsible party.

Labor and Industries may levy appropriate fines against employars for noncompliance and agencies may
withhold payment pending receipl of & lsgible copy of the MSDS. OSHA Form 20 is not aceeptable in lieu
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of this requirement unless It is modifisd to include appropriate information relative to “carcinogenic
ingredienis: and “routes of entry” of the proguct{s) In question.

18. Contract Notices, Deliverable Materials and Invoices Delivery
Official Contract notices shall be delivered o the following adaresses {or such other address as either
party may designate in wriling):

If delivered by the U.S. Postial Service, it must be addressed to:
Michael Mears
City of Seatlle Purchasing and Contracting Services
PO Box 94687
Seattle, WA 98124-4687

If delivered by any other company, it must be addressed to:
Michael Mears
City of Seatle Purchasing and Contracting Services
Seaitle Municipal Tower
700 5" Ave., #4112
Seatlle, WA 98704-5042

Phone: 206-884-4570
Fax:  208-233-5155
E-Mail: michael. mears@seattle.gov

Praject work, invoices and communications shail o delivered to the City Project Manager:
City of Seattle
Attention: SPD Project Manager

19. Representations
Vendor represents and warrants that 't has the reou sile training, skill and experéenc° necessary lo
provide Work and is appropriately aceredited and licensed by all applicable agencies and governmental
antities.

20. Inspection
Work shail he subject, at 2il timeas, {0 inspection by and with approval of the City, but the making (or faiiure
ar delay in making) such inspection or approval shall nol relieve Vendor of responsibility for performance of
the Work in accordance with this Contract, notwithstanding the City's knowledge of defective or
noncomplying performance, its substantiality or the ease of its discovery Vendor shall provide sufficient,
safe, and proper facilities and equipment for such inspection and free secess to such facilities.

21. Affirmative Efforts for Utilization of Women and Minority Subcontracting, Non-Discrimination

= Employment Actions: Contractor shall not discriminate against any employes or applicant for
employment because of race, religion, creed, age, color, sex, marital status. sexual arientation,
gender identity, political ideclogy, ancestry, national origin, or the presence of any sensory, mental or
physical handicap, unless based upon a hona fide occupational qualification. Contractor shall take
affirmative action to ensure that gpplicants are employed, and that employees are treated during
employment, without regard to their creed, religion, race. age, coler, sex, national origin, marital
status, political ideology, ancesiry, sexual orientation, gender identity, or the presence of any
sensary, mental or physical hancicag. Such action shall include. but not be limited to employment,
upgrading, promotion, demaotion, or transfer, recruitment or recruitment advertising, layoff or
ermination. rates of pay, or other forms of compensation and seiection for tramning.
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®  |n accordance with Seattle Municipal Code Chapter 20.42, Contractor shail actively soliclt the
employment and subcontracting of women and minority group members when there are
cornmercially useful purposes for fulfilling the scope of work.

= In the event Subcontracting is considered appropriate and feasible to contract performance. the
Coniractor shall develop a Subcontracting Plan, which also may be referred to as an Inclusion Plan.
The Subcontracting (Inclusion) Plan shall specify the Contractor's affirmative efforls and an
agreement to the City for subcontracting to women and minority businesses, andfor diverse
employment. The Subcontracting {Inclusion) Plan, as submitied and/or as agreed upon withi the City
thereafter, shall be incarporatad z¢ a material part of the Contract. In preparing the Subconiracting
(Inclusion) Plan, Contractors shall actively solicit qualified, available and capable women and
minority-owned businesses to perform the subcontracting work for the contract. The Contractor shall
submit the Subcontracting (Inclusion) Plan to the City with the solicitation and/or prior to contract
execution. Al the request of the Cily, Contractor shall promptly furnish evidence of the Contractor's
compliance with these requiremznts, which may include a list of all subcontractors and/or YWMBE
subcontractors, and may inciude a request for copies of the executed agreements between the
Contractor and subcontractors, invoices and/or performance reports.

= If upon investigation, the Director of Finance and Administrative Services finds probable cause to
believe that the Contractor has fziled to comply with the requirements of this Section, the Contracior
shall be notified in writing. The Director of Finance and Administrative Services shail give
Conlractor an opportunity o be heard with ten calendar days' nofice. i, after the Contractor's
opportunity to e heard, the Director of Finance and Administrative Services still finds probable
cause, s/he may suspend the Contract and/or withhold any funds due or to become due te the
Contractor, pending compliance by the Contractor with the requirements of this Section.

®  Any viplation of the mandatory requirements of this Section, or a violation of Seattle Municipal Code
Chapter 14.04 (Fair Employment Practices). Chapter 14.10 (Fair Contracting Praclices), Chapter
20.45 (City Contracts — Norn-Ciscrimination in Benefits), or other local, state, or federal non-
discrimination laws, shall be & materia! of contract for wiich the Contractor may be subject to
dgamages and sanctions provided for by the Vender Contract and by applicable law. In the event the
Contractor is in violaticn of this Section shall be subject io debarment from City contracting activities
in accordance with Seattle Municipal Code Section 20.70 {Debarment).

22. Assignment and Subcontracting
Vendor shall not assign or subcontract any of its obligations under this Contract without mutual written
consent. which shall not be granted or withheid without reasonzble cause. Any subcontract made by
Ceantractor shall incorporate by reference all the terms of this Coniract except for Equal Benefit provisions.
Contracior shall ensure that all subconiractors comply with the obligations and requirements of the
subcontract, except for Equal Benefit provisions. Seatile’s consent to any assignment or subconiract shall
not release the Contractor from liability under this Contract, or from any osligation to be performed under this
Contract, whether occurring before or aftor such consent. assignment, or subcontract.

23. Key Persons and Subcontractors. Contractor shail net transfer, reassign or replace any individual or
subcontracter that is determined to be e3zantial or that has been agreed upon in the Contractor's Subcontracting
(Inclusion) Plan, without express writien consent o Seaitle. |f during the term of this Contract, any such
individual leaves the Contractor's employment or any named subcontract is terminated for any reason,
Contractor shall natify Seattle and seek approval for reassignment or replacement with an alternative individual
or subcontractor. Upon Seattle’s request, the Contractor shall present to Seattle, one or more subcontractors or
individual(s) with greater or equal qualifications as a replacement. Continusd achievement of the Subcontracting
(Inclusion) Plan that was incorporated into this Contract by reference, If any, and the associated subcontract
awards, aspirational goz!s and efforts, will be one of the considerations in approval of such changes. Seallle’s
approval or disapproval shall not be construad to release the Contracler from its obligations under this Contract.
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24. Equal Benefits

25.

26.

27,

a.

Compliance with SMC Cn. 20 45: The Vendor shall comply with the requirements of SMC Ch. 20.45 and
Equal Benefits Program Rules implementing such requirements, under which the Vendor is obligated to
provide ihe same or equivalent benglits ("equal berefits”) to its employees with domestic partners as the
Vendor provides 10 its employees with spouses. At The City’s request, the Vendor shall provide complete
information and verification of the Vendor's compliance with SMC Ch. 20.45. Failure to cooperaie with
such & raguest shall constitute a material breach of this Contract. (For further information about SMC Ch.

20. 45 and the :qua! Benglits Pfogram Ru1es call (206) 5684-0430 or review information at

b. Remedies for Violations of SMC Ch. 20.45; Any viclation of this Section shall be & material breach of
Contract for which the City may.

Reqguire the Vendor w pay aclual damages for each day that the Vendor is in violation of SMC Ch.
20,45 during the lerm of the Coniract: or
Tarminate the Coriract; or

Disqualify the Vender from bidding on or being awarded a City contract for a period of up to five (5}
years; or -

Impose such other remedies as specificaily provided for in SMC Ch, 20.45 and the Equal Benefits
Frogram Rules promulgated thereunder.

General Legal Requirements

&, General Requirement Vendor, al no sxpense ta The City, shall comply with all applicable laws of the
United Statles and the State of Washington: the Charter and ordinancas of The Cily: and rules,
reguiations, orders, and dirsctives of thelr administrative agencies and the officers thereof. Without
limiting the gererality of this paragraph, the Vendor shall specifically comply with the following
requirements of this section

b, Licenses and Similar Authorizations: Vendor al no expense to The City. shail secure and maintain in full
force and affect during the term of this Contract all required licenses, permits, and similar legal
autharizetions, and comply with 2ll requirements thereof.

c. Performance Standard Al duties by Vendor or dasigness shall be performed in a manner consistent
with acceptad practices for olher similar Work,

Indemnification

Tao the extent permitiad by faw, the Vendor shall protect. defend. indemnity and hold the City harmless from
and against all claims, demands. darnages, costs, actions and causes of actions, liabilides, fines,

penalties, judgments, expenses and attorney fees, resuiting from the injury or death of any person or the
damage tc or destruction of property, or the infringement of any patent, copyright, trademark or trade secret,
arising out of the work performed or goods provided under this Contract, or the Vendor’s viclation of any law,
ordinance or regulation, contract provision or iarm. or condition of regulatory authorization or permit, except
for damages 'esuttng from the sole negligence of the City. As to the Chy of Seatile, the Vendor waives any
immunity it may have under RCW Title 51 or any other Worker's Compensation statule. The parties
acknowledge that this waiver has bean r.;.:gudmec by tham. and that the contract price reflects this
negotiation.

Insurance
Excep! as specified otherwise, Vendor shall obtain at time of award and rnaintain in force, minimum
coverages and limits of lability of insurance specified below. If the Vendor fails to oblain or maintain
these coverages. the City may withdraw its intent to award, All costs are borne by the Vendor,

o
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MINIMUM COVERAGES AND LIMITS GF LIABILITY. Vendor shall at alf times during the term of
this Agreement maintain continuousty, al its own expense, minimum insurance coverages and limits
of liability as specifind below: :

Commercial General Liability (CSL) insurance, including:
- Premises/Operations
- Products/Completed Operations
- Personal/Advertsing Injury
- Contractual
- Independent Contractors
- Stop Gap/Employers Liability
with minimum limits of liability of $1,000,000 sach occurrence combined single limit bodily
injury and groperty damage ("CSL"), excepl:
1,000,000 Personzai/Advertising Injury
$1,000,000 each asccident/disease/employes Slop Gap/Empltoyer's Liability

Autormobile Liability insurance, including coveraga for owned, non-owned, leased or hired vehicles
with & minimum limit of liability of $1,000,000 CSL.

Worker's Camipensation for industriat injury to Vendor's employees in accordance with the
provisions of Title 51 of the Revised Code of Washington.

CITY AS ADDITIONAL INSURELD. The City of Seatile shall be included as an additicnal insured
under CGL and Autcmebile Liabilily insurance for primary and non-conlributory limits of liability.

NO LIMITATION OF LIABILITY. The limits of liability specified herein in subparagraph 1.A. are
minimum limits of Hability only 2nd shall not be deemed to limit the ligbility of Vendor or any Vendor
insurer excapl as respects the stated limit of liability of each policy. YWhers reguired to be an
additional insured, the City of Seattle shall be so for the full limits of liability maintained by Vendor,
whethar such limits are primary. excess, contingent ar otherwise,

MINIMUM SECURITY REQUIREMENT. All insurers must be rated A- VIt or higher in the current
A.M. Best's Key Rating Guide and licensed to do business in the State of Washington unless
coverage is issued as surplus lines by a Washingion Surplus lines broker.

SELF-INSURANCE. Any self-insurad retention not fronied by an insurer must be disclosed. Any
defense costs or claim payments falling within a self-insured retention shall be the responsibility of
Vendor.

EVIDENCE OF COVERAGE. Prior to performance of any scope of work under paragraph 5.,
Vendor shall provide certification of insurance acceptable to the City evidencing the minimum
coverages and limits of liability and other requirements specified herein. Such certification must
include = copy of the policy provision documenting that the City of Sealtie is an additional insured
for commercial general {iability insurancs on a primary and non-contributory basis. Certification
should be issued to The City of =Zezttie, Risk Management Division, Seattle, WA and shall be
delivered in electronic form either as an smail attachment to riskmanagement@seattle.gov or faxed
to (206) 470-1270. _

28. Review of Vendor Records
Vendor and its Subcontractors shall maintain books, records, documents and other evidence relating to

this Contract, including but not i

zd to protaciion and use of City's Confidential Information, and

accounting procedures and zraciices which sufficiently and properly reflect ali direct and indirect costs of
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any nature invoiced in the manse df this Cantract. Vendor shall retain all such records for six {6)
years after the expiration or termination of this Contract. Records invoiving matters in litigation related to
this Contract shall be kept for six (G} vaars from the date the litigation is settied or complete.

All such records shall be subject i rezzonabie times and upon prior notice to examination, inspection,
copying or audit by personnel so authorized by the City's Contract Administration and/or the Office of the
Auditor and federal officials so authorzed by law, rule, regulation or coniract, when applicable, at no
sdditional cost to the City, Dunng this Contract's term, Vendor shail provide access 1o these items at a
mutually agrezable time and place. Vendor shall be responsible for any audit exceptions or disallowed
costs incurred by Vendor or any of its Subconiractors. Vendor shall incorporate in its subcontracts this
section’s records retention and review requirements.

il Is agreed that books, records. documents and ather evidence of accounting procedures and practices
related to Vendor's cost structure, inciuding overhead, gensral and administrative expenses, and profit
factors shall be excluded from City's review unless the cosl or anv material issue under this Contract is
calculated or derived from :hese factors.

29. Independent Contractor
The relationship of Vendor t¢ The City by reason of this Contract shail be that of an independent Vendor,
Thig Contract does not authorize Verdor to acl s tha ageni or legal representative of the City for any
purpose whatsosver, Vendor is nol aranted any express or impiied right or authority to assume or create
any obligation or responsibility an behalf of or in the name of The City or to bind The City in any manner
or thing whatscever.

[tis the intention and undersiancing of the Parties that Vendor shall be sn independeant Vendor and that
the Cily shall be neitner liable for nor 2bligated to pay sick leave, vacation pay or any cther benefit of
employment, nor to pay any social security or other tax that may arfge as an inoident of employment.
The Vendor shall pay all income and ather taxes =& due. Industrial or other insurance that is purchased
Tor the benefit of tne Yendor shall not be deemed to convert this Contract to any employment contract. It
is recognized that Vendor may or will be performing professional Work during the term for other parties
and that The City is not the exclusive user of the Waork that Vendor will provide.

30. No Conflict of Interest.
Contractor confirms thal Contractor toas not have a business interest or a close family reiationship with
any City officer or emploves who was, ig, or will be involved In the Contractor selection, negotiation,
grafting, signing, administration saluating the Contractor's performance,

31. No Gifts or Gratuities.

Coniractor shall not directiy or indirectly offer anything of valus {such as retainers, lnans, entertainment,
favors, gifts, tickets. irips. favors, Donuses, donall special discounts, work or meals) to any City
employee, voluntesr or official, that is intended, or may appear to a reasonable person to be intended, to
obtain or give special consideraticn to the Vendor. Promctional items worth less than $25 may be
distributed by the vendor (o Cily employees if the Vendor uses the iterns as routine and standard
promotions for business. Any violation of this provision mey result in termination of this Contract.
Nothing in this Contract prohibits donations to camipaigns for election to City office. so long as the
donation is disclosaed as reqguired by ihe election campaign disclosure lzws of the City and of the State,

1801
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32. Current and Former City Employees, Oificers, and Volunteers.
Throughout the life of the contract. Coniractor shall provide written notice to City Purchasing and the City
Project Manager of any curreni or former Oy employess, officials or veolunteers, that are working or
assisting on solicitation of City buginsss or an complation of the awarded contract, The Vendor must be
aware of the City Ethics Cade, Seatile Municipal Code 4,16 and advise Coniractar workers as applicable.

33. Contract Workers with 1,000 Hours
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Througnout the life of the Contracl, Contractor siail provide writien notice to City Purchasing and the
City Project Marager of any contract worker thai snall perform more than 1,000 hours of contract work
for the City within a rolting 12-month pericd. Such hours include those that the contract worker performs
for the Contract. and anv other hours that the worker performs for the City under any other contract.
Such workers are subject to the requirements of the City Ethics Code. Szatlle Municipal Code 4.16. The

biep

Contractor shall advise their Contract workers as applicable.

34. Errors & Omissions: Correction
Vendor shall be responsible for the professiona! quality. technical accuracy, and the coordination of all
designs, drawings, Statement of Work, and other services furnished by or on the behalf of the Vendor
under this Contract. The Vendor, without additional compensation, shall correct or revise any errars or
omissions in the designs, drawings, Staterient of Work, and/or other Vendor services immediately upon
notification by The City. The obligaticn provided for in this section with respect to any acts or omissions
during the term of this Contract shall survive any termination or expiration of this Contract and shall be in
addition to all other obligations and lzbilities of the Vendor,

35. Intellectual Property Rights
Patent: Vendor hereby assigns to The City all rights in any invention, improvernent. or discovery,
togsther with all related information, including but not limited to, designs, Statement of Werk, data,
patent rights and findings developed in conngction with the performance of Contract or z2ny subcontract
hereunder. Notwithstanding the above, the Vendor does not convey to The City, nor does The City
cbtain, any right to any document or material utilized by Vendor that was created or produced separate
from this Contract or was preexisting material (not already owned by The City), provided that the Vendor
has clearly identified in writing such material as preexisting prior to commencament of the Work, To the
extent that preexisting materials are incorporated into the Work, the Vendor grants The City an
irrevocable, non-exclusive, fully-paid, royalty-free right and/or license to use, execute, reproduce,
display, and transfer the preexisting material, but only as an inseparzble part of the Waork.

Copyright: All materials and documents prepared by Vendor in connaction with the Contract and Vendor
shall retain the capyright (including the right of reuse) whether or not the Contract Statement of Work is
completed. Vercor granis lo The City a non-exclusive, irrevocable, unlimited, {ully-paid, royally-free
license to use every document and all other materials prepared by the Vendor “or The City under this
Contract. if requested by The City. a copy of all drawing, prints, plans, field notes, reports, documents,
files, input materials, output materials, the media upon which they are located (including cards, tapes,
discs and other storage facilities), software programs or packages (including source code or codes,
object codes, upgrades, revisions, modifications, and any related nialerials) and/or any other relaled
decuments or materials which are Lleveloped solely for, and paid for by, The City in connection with the
performance of the Work, shall be promptly delivered to The City.

The City may make and rstzin copies of such documents for its information and reference in connection
with their use o the pro;ect The Vendor doss not represent or warrant that such documents are suitable
for reuse by The City, or others, on extensions of the project, or on any other project. Vendor represents
ang warrants thal it has all necessary legal suthority to make the assignments and grant the licenses
required by this Sectian.

36. Confidentiality

1. Contracior understands that any recores {including butl nol limited to bid or proposal submittals, the
Agreement, and any other contract materials) it submits 1o the City, or that are used by the City even if the
Contractor possesses the records, are public records under Washington State law, RCW Chapter 42.56.
Public records must be promptly disciosea upon request unless a statule exempts them from disclosure. The
Contractor atso understands tha: even 1 cart of @ record is exempt from disclosure. the rest of that record
genarally must be disclosed

-
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2. if the City receives a public disciosure reqUesi made pursuant 1o RCW 42.56, the City will not assert an
exemption from disclosure on behalf of the Contracior. For materials that the Vendor has properly marked,
the City may notify the Conlractor of the request and postpone disclosure for ten business days to allow the
Contracter to file a lawsuil seeking an injunction preventing the release of cocuments pursuant to RCW
42 .56.540. Any notification is provided =g & courtesy &nd is not an obligation o behalf of the City. Unless
the Contractor obtains and serves an injunctcon upon the City before the close of business on the tenth
pusiness day after the date of the notification, the City may release the documents, it Is the Contractor's
discretionary decision whether to lle e lawsuil

3. In order to request that material nol be disclosed uniil recelpt of notification of a public disclosure request,
you must identify the specific materials and citations very ciearly on the City Vendor Questiannaire that you
beiieve are exempt from disclosure. The City will not withhold material for netification if the Contractor
simply marked confidential on the document header, fooler. stamped on ali pages. or offered a generic
statement that the entire document iz protected. Only '"naterial specifically listed and properly cited on the

Vendor Questionnare will be temoorarlty withheld until the City provides notification of a public disclosure
request,

4. If the Contractor does riot obtain and serve an 1njmciion upon the City within 10 business days of the date

of the City's netification of the requast Caontracior 2 deemed to have authorized releasing the record.

5. If the Contractor does not submit a request within the Vendeor Quesiionnaire, the Contractor is deemed (o
have authorized releasin g any and all information submitted to the City.

6. Notwithstanding the above, the Contracior miust not take any action that would affect (a) the City's ability
to use goods and services provided under this Agreement or (b) the Contractor's obligations under this
Agreement,

7. The Contractor will fully cooperzte with the City in ideniifying anc assembling records in case of any
public disciostre request.

Publicity

No news release, adveriisen material, tour, or demonstration related ta the City's
purchase or use of the Vendo lL,I odlicl or any work performed pursuant to this Contract shall be
produced, distributed or take place without the prior, specific approval of the City's Project Manager or
his/her designee.

interlocal Agreement Act
RCW Chapter 39.34 allows cooperative purchasing between public agencies, nen profits and other
political subdivisions. Public agencies that file an Intergovernmental Coonerative Purchasing Agreement
with the City of Seattie may purchase from Contracts estzblished by the City. The selier agrees to sell
additional items at the bid prices, terins and conditions, 1o ther eligible governmental agencies that
have such agreements with the City. The City of Seattis accepls no responsibility for the payment of the
nurchase price by other governmenial 2gencies. Should the Vender require additional pricing for such
purchases, the Vendor is to name such aaditional pricing upon Offer o the City.

Background Checks
The City may require backgrouna/criminal checks during the course of Ihe contract for essential City
purposes. The City does not iniend tu reguest background checks/y erifications uniess essential in the
opinion of the City. Note that, in particular, Seaitle City Light has regulatory requiremenis promuigated
by organizations with jurisdiction over Seattle City Light, which require any contract worker that has
acoess to cartain locations/syvslemsidata (“SCL Designated Access”) to undergo a background/criminal
check before that worker can suthorized cyber or authurized unescoried physical access to those
locations/systems/data. The rﬂquire ents apply to all Venoor workers and mandate an appropriate
Personnel Risk Asssssment and se ::it} awaraness training as directed oy Seatile City Light. See the
City Contract (Te 3
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This section covers background/criminal checks Tor Vendor workers before they work on certain City
tasks, systems and/or locations, {o include the discovery and verification of criminal convictions and civil
findings. The City may, at its opiion. determine that only a zriminal history check will be performed. This
section also covers the requirements if cyber szcurity training is required.

If the City notifies the Vendor ¢ undergo background/eriminal checks or cyber security training for
vendor workers, the following snall apply.

A

GENERAL REQUIREMENTS

oh

The City shall ziert thie Vendor that the contract task is "High Security” at the time the
work requast is mage o the Yendor or ag soon as practical (hereafter.

Should the Vendor batieve it cannot mee! these obligations by the scheauled work start
dates, the Vendor may sesk mutual zoreemeant to a revised start date. or if none is
reacned, decline the work.

The City may require that any Vendor worker recaiving SCL Designztad Access undergo
a background/crimina!l history check and receive appropriate cyber security training. The
Seazttie Police Department (SPT) shall conduct all criminal history checks for Sealtle
Police Deparirnent services.

The Vendeor shall nrovide a list of names, specified identification information (social
security number, Birth date and address) and a release signed by the worker for the City
to perforn & bacsground/criminai history check., Vendor must provide the information to
the City befors any worker will receive be cleared for work. The list must be submitted
at a date mulually agreed upon.

The City wili conduct @ background check using either the Seattle Police Department or
any agency with whom the City selects. The City will review the resuliant
background/criminal history check results. The City shall notify the Vendor of
acceptance or rejection of personngl in a timely manner. The City will perform the
background check at City cost.

For warkers rejected by the City, the Vendor will submit to tne City alternative names for
background checks. YVancor will submit these names promptly, as mutuaity agreed upon
between the Venaor and the City,

The Vendor has responsibility to sbiain City approval for a sufficient quantity of
personne! to provide adeguate coverage during the contract ierm. The City may allow
the Vendor to submit a greater number of individuals Tor background checks and
zpproval than is necessary to accomplish the contract tasks. in order to sssure adequate
coverage for the contract work (i.e. recelve autherization for back-up crew members in
the event of an absence by a scheculed crew member).

Notwithstanding the schedules and rasponsibilities herein, the City and the Vendor may
need to corsider individuals for emergency replacement in the event a worker cannol
perform or s terminated. In such event, the City may allow the Vendor to submit
additional names in anticipation ¢f such future need.

The City shall not unreasonably withhold approval of such individuals. although the City
iz not under the oolivaton o accep! individuals that vwould otherwise be rejected as not

itable.
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a. The Background/Cririnal theck must be renewed every four years for vendor workers,
if the worker was requires by the Cily to uncergo a background check and/or cyber
security ira . the Vendor must likewise notify the City when that worker approaches
four years. This notice to the City musl be no less than sixty {60) days before the end of
the four-year period. At that time, ic comply with appropriate regulatory requirements,
the City may require another background check/criminal.

=)

The Vendor shall provide to the City, no less than eight (8) hours from when the siatus
changs becomes effeclive, nolice of any Vendor worker who is: (i) reassigned or no
longer requires Designaied Access to perform the contract tasks, or (i) terminated by the
Vendor for anvy reason. In no case shail such notice be greater than sight (8) hours,

1. The Vendor shall imiadiately nolify the City Froject Manager to report if a worker has a
g in criminal history or background status. The City may initiate a new
backgroundieriminal check for this or other cause during the term of the worker's access
10 the City.

12 For furniture moves, on the day(s) of service, at the job site, the Crew Chief is to submit
the names of those prasant at the job sie to the City Building Service Manager. The

~roject Manager 's responsibie for rejecting any individuats that have not been

approvad by the City. Should such a rejection result in a failure by the Vendor to meet

the Vendor obligations for a crew of sufficient size to complete the move, the Vendor

assumes all resulting liabilitizs =nd damages in accordance with the contract and all

mis ‘and conditions.

B. CYBER TRAINING REQUIREMENTS
ire that any Vendor worker receive appropriate cyber security training Such

[he City mayv re
workers must receive cyber security {raining onece each year thay work under the contract.

ROUTINE ELEMENTS OF A BACKGROUND/CRIMINAL REPORT
Routine backgroundioriminal history oneck reporis snall include identity verification (e g. social

security number verification) and a search of recoras from any federal, state or county court in
the United Sta an international records search, and records of all convictions or releasss frem
grison withir the last ten (10) years

D. NON-ROUTINE ELEMENTS OF A BACKGROUND/CRIMINAL REPORT

1 The City may search for dependency actions.

. The City may search for information on proteciion proceadings related to sex offender.
assault, abuse, or exploitation of a minor, developmentally disabled person, or
viulnerable adult, or domestic relations proceedings.

The City may search for additional information detail, as determined by the City, above
and beyond the scope of a routine background/criminal history check as defined in

ion C, Genera! requirements.

If the required access for the worker is subject to NERC, the City will require all workers
to undergo annual Cyber Security Training offered by Seatile City Light. The workers
will be paid for the time they spend in such training, If this requirement applies, the City
will require the Vendor to suomit a list of such workers and their status of Cyber Training
annually upon contract anniversary,

w

fir g

40, Security Access Reguirements

VENDOR USE OF PREMISES
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ise of the premises for work, storage, access. and

-
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Vendor workers shall nave orll
equipment

Material/equipmen

Scope of Work, I

¢ staging areas wil be limited to floors and areas designated within the
intain clear access to site and building entrances.

Crivewsy use will oe limited {o loading and unioading only.

For furniture moves, the . ¢ndor shall be granted the use of up (o two parking spaces in the
Seattle Municipal Tower parking structure 0 be paid by the vender.  Arrangements for the
use of ihese two spaces must be made through the Building Management. Other parking
spaces In the struclure are available at the regular raies. Special parking arrangements may
be made througn IMPARK inc., the garage operator at 628-9042.

Restrooms may have restricted access. as appropriate io the Scops of Work.

All workers who must provide services or delivery at a SCL facility must obtain prior
permission from SCL and make arrangements for an SCL escort while on the Tacility site.

ATED REQUIREMENTE AND DOCUMENTS

All Vendor employess a! the job site shall wear identification that is prominent and clearly
which clearly ceatifies the individual as an employee with the nuilding services

*V*\en approgs 'ate Vendors will be issued a Departmental idenlification/Access Badge, for
ihe dasigna sontract period giving them zccess to the facility for which they reouire
access. T ‘den\. ication/Access Badges will be returned to the Department at the
completion of the coniract,

WORK ARE&A

Confine opera sign work area. Maintain the work area and

building clean an

2. Safety Procedures: Implement fety procedures as required by the Contract Documents,
local codes and laws to ensure '_r*r_- safaly of ail site perzonnel and visitors to the site.
TEMPORARY CONTROLS

Vendor shail be responsible for proper S\JDG"VESEOW of personnel to prevent damage, loss or other

1Ay
(Wi

authorized damage as 2 result of the work performed by the Contractor.

41. Dispute Resolution
The parties shall endezvor to resolve any dispute or misunderstanding that ray arise under this Contract
concerning Vendor's performance, if mutually agreed to be appropriate, through nisgetiations between
the Vendor's Project Manager and the City's Project Manager, or if mutuan}f greed, referrad lo the City's
named representative and the Vencor's senior executive{s). Either party may discontinug such
discussions and may then oursue \Aher mearns to resolve such n‘.qpu &, of may by mutual agreement

pursde o

sther dispuie allematives suw
process shall in any way miligate the

convenience.

149
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42. Termination

5]

For Cauge: The uty s “y terminate this Contract if the Vender is in material breach of any of the terms
of ihis Contract, and such breach has not besn corrected to the City's reasonable satisfaction in a timely

manner.

hie City ms } termingie this Contract at any time, without cause and for any
anience, upon written notice (o the Vendor.

Far Cny s Convenience: T
reason including the Cit‘y"s cany

Nonappmprialion of Funds: The City may terminate this Contract at any time without notice due to
nonappropriation of Turnds, whather such funds are local, state or federai grants. and no such notice shall
be reqmred notwithstanding any notice reguirsrients that may be aoreed upon for other causes of
termination.

Acts of Insolvency: The City may terminate this Contract by written notice te Vendor if the Vendor

becomes insclveni, makes a general assignment for the benefit of creditors, suffers or permits the

appaintment of & receiver for i1z business or assets, becomes subject to any proceeding under any

bankruptey or insoivercy law whather domestic or foreign. or is wound up or liquidated, voluntarily or
otherwise.

Termination for Gratuties and/or Canfhict of Inferesl: Toe City may tlerminate this Contract by written
notice to Vendor if The City finds thal & conflict of interest axists i viclation of the city Ethics Code. or
that any gratuity in the talnment, a gift, or otherwiss. was offered to or given oy the Vender

or any agent therefare 1o officer or emiployee.

ary '-..-h.)’ off

Notice: The City ie

not reguirad to provide advance notice of termination. Notwithstanding. the RFF
Coerdinator may i a termination notice with an effective date fater than the termination notice itself,
fr such case, 1 e to provide products and services as required by the RFP
Coordirator until the effective date provided in the termination notice.

Actions Uoen Termination: Inthe evant of lermination nat the fault of ihe Vendor, the following shall
a2pply.

1. Wendor shall be paid for sl products and services that have been ordered and aceepted prior to
the =ifective terminztion date or ordersicl before the =ffective terminaticn date and ultimately
acoepted by the RFP Cocrdinator, (ogether with any reimbursable expenses theri due.

For System development projects, Yendor shall be paid for progress performed that has been

accapted by the City on or prior fe thie effective termination date, but in ne event shall such

comipensation exceed the maximum gompersation to be paid under the Contract.

3. Vendor agrees that such payment shall fully and adequately compensate Vendor and all subs for
all profits, costs, expenzes. losses, liabilities, damages, taxes, and charges of any kind
wh;v.'ssoever (whether “areseen or unfaresesn) aliributable to the termination of this Contract.

4. Upen termination for any reason, Vendor shall provide The City with the most current design

documants, contract doaume writings ;md olher product it has completed to the date of

tarmination, along with copies of all project-related correspondence and similar items. The City
shall have the same rights to use these materials as If termination had not ccourred.

In the event s Contract expires or is terminated for any reason, the City shall retain its rights in

all Products, services and system progress that is in transit or delivered prior to the effective

termination date.

na

tn

43. Force Majeure- Suspension and Termination

&t either Lc,.?f.\-’ is unable o perform the cbligations of this contract because
{nerein. to the exient that the Contract obligations must be suspended in
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44,

45,

full. A Force Majeure event is an event that prohibils ,Jerm meance and is be~fﬁnd the controt of the party.
Such events may include natural or man-made disasiers, or an aclion or decree of a superior governmenital
body, which prevents nerlormance.

Force Majeure under this Section shall only apply in the event that performance is rendered not possible by
gither party or its agents. Should it be possible to provide partial performance that is acceptable ic the City
under Section #2 (Emergenrcies o Disastars). Section #2 below shall instead be in force.

Should either party suffer from & Force Majeure event ana is unable to provide performance. such party shzall
give notice to the remaining party as soo as practical and shall do everything possible to resume
perforiance.

Upon receipt of sucn notice, the party shall be excused from such performance as s affected by the Force
izjeure Eventi for the perlou of such Event If such Event affects the delivery date or warranty provisions of
this Agreement, such date o warranty peiod shall automaticelly be extended for a period equal to the
duration of such Evanl

Major Emergencies or Disasters:

The City may undergo 2n emergency or disaster thal may require the Vendor o either increase or decrease
quantities from normal deliveries, or that may disrupt the Yendor's ability to provide normal performance.
Such events may include, but are not lirted to, 2 storn. high wind, ezrthouake. flood, hazardous material
rejease. transportation mishap, loss of any uiility service, e, lerranst activity or any combination of the
above. In such events the following shall apply.

a  Tha City shall notify the Vendor that the City s experiencing ar emergency or disaster, and will request
emergency znd priority services from the Vendor.

b. Upon such notice by the City, the Vendor shalil provide to the City goods andlor services in the guantities
and schedule specified by the City, following the conditions named in this Section.

c. The City of Seatlle shall be the customer of first priority for the Vendor. The Vendor shall provide its
begt and priority efforts to provide the requested goods and/or services {o the City of The City in 2
complete and timely manner as possible. Such efforts by the Vendor are not to be dirinished as a. resu!t
of Vendor providing service to other customers.

¢ If the Vendor is unable to respond in the time and/or quantities requested by the City, the Vendor shall

rake delivery as soon as praciical. The Vendor shall immediately agsist the City o the extent
reasonable, !0 gain access to such goods and/or services. This may include:
Coordinating with other distributors or subsidiaries beyond those in the iocatl region to fulfill order
requests;
Offering the City substite
substitution.
e. The Vendor shall charge the City (he orice detzrminad in this Contract for the goods and services

provided, and if no price has been delermingd, i shall charge the City 5 price that is normally charged
for such goods and/or services (such

nz provided the Wendor obtains prior approval fram the City for such

listed orices for liems in stock). However. in tlie event that the
City's request results in the Vendor incurring unavaidable additional cosis and causes the Vendor to
increase prices m order to obtain a fair rate of return, the Vendaor shall charge the City a price not to
exceed the cost/profit formula found in this Conract,

Debarment
In accordance with SMC Ch. 20.70, the Director of Finance snd Administrative Services or designes may
debar a VYendor from entering into a Contract with the City or frum acting as &) suo on any Cantract with the
City for up lo five vears after determining that any of the following reasons exist

a. Vendor has recelved overall perforimance evaluaiions of deficient. inadequale, or substandard
performance on three or more City Contracis,

)
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vendor failed to comply with crdinakoes o Contract terms, inciuding but not limited to, ordinance
or Contract terms relating o =0 :.i business Ltlization. discrimination, prevailing wage recuirements,
equai benailis, or apprentice | sHon.

(&)

i
h
L

¢ Vendar abardoned surrendersd, o failed to complete or to perform work on or in cannection with a
City Contract

o

Vendor failed to cormnply wﬂh Contract provisions, inciuding but not Emited to quality of workmanship,
timeliness of performance, and safety standards.

e, Vendor submitieo false or intentionzlly misleading docurmznis, reports. invoices. or other stalements to
the City in connection with a Contraci,

f. Vendar colluded with ancthear Vender 1o festrain compelition.
G, Vendor commitien fraud or & criming! offense in connection with obtaining, attempting to obtain. or
=3 . . )

performing a Contract for the City or any other government entity.

k. Vendor fallec to cooperate in a City debarment investigation.

i Vendor failed to comply with SMC 14.04, SMC Ch, 14.10. SMC Ch. 20,42, or SMC Ch. 20 45, or other
local, State, or federa! non-discrimination laws.

The Direcior may issue ari Order of Debarment following the procedures specified in SMC 20.70.050. The

rights and remedies of the City under ih@se provisions are in addition to any other rights and remedies

provided by law or under the Contract.

46. Recycle Products Requirements

As required by Seattie Municipal Code 20.60. whenever practicable, Vendor shail use reusable products.
recyciable products and recycled-content sroducts including recycled contant paper an all documents
submitted to the City.

\Vendors are to duplex all materiais that are preperad for the City under this Contract, whether such
materials are printed or copied. e p-. vnen 1mpract1raﬂ'e to do so due fo the nature of the product being
produced. Vendors are to use 100% post consumer recycled content, chlorine-free paper in such products
tha! are produced for the City, whenever practicable, and to use other paper-saving and recycling
measures in buqinesq they conduct with and for the City, T }“cr directive |3 executed under the Mayor's
Executive Order, issued February 13, 2005,

47. Section Headings, Incorporated Documents and Order of Precedence
2. The headings used herein are inserted for conveniencs only and dao not define or limit the contents.
b. No verbal agreement or conversatic - agent, assacizte or empinyed of The City and

any officer. agen\.,, en p!ovee or associaie \.F the Vendor prior to the execution of this Contract shall
affect or modify any of the terms or obligations contained in this Contract.

6. Thefollowing documents are incorporated. VWhere there is conflict or gap betwsen or among these
documents, the controliing document will be reselved in the following order of precedence (first listed
being the precedant):

a. Applicable feceral, stats and local statutes. laws and regulations:

b. This Contract

¢. Al Attachments to this Contract, inciuding Pricing. Management, and Technical Specification
"'|ents

g and Main
RFP issued by the City
Vendor Prooosal Response

e

hah
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48.

50.

51.

ued, it any: and
or writlen materials Vendor made available o City and used

g. City Purchase Order documents |
h. Vendor or manufacturer publications
to effect the sale,

Entire Agreament

This Contract sets forth the entire agresimant between the parties with raspect to the subject matter hereof.
No changes to provisions, price. quality, or Statement of Work of this Contract will be effective without the
written consent of both parties.

. Authority for Modifications and Amendments

The Parties hereto reserve the right to make amendments or modifications to this Contract by written
agreemsni, signed by an authorized represeniative of zach party. No miodification, amendment, alteralion, or
walver of any section or condition of this Coniract shall be effective or sinding uniess it 1s inwriting and
signed by the City RFP Coerdinator anc Vendor Contracting Officer, Only the City RFP Coordinator shall
rave the exprasz, Implied, or apparent authority to alter. amend. modify, add. or vaive any section or
condition of this Contract on

Severability
if any term or provision of |
unenforceablic
this Contract <

:: each term and provision of

Miscellaneous Provisions

inding unill signed by both pariles. The provisions,
bind the parlies their legal hairs, representalives,

a. Binding Contract: This Caomt
covenants czl"ﬂ condisions in this Cont
SUCCEess0rs, ana r.at.lgns.

xuer This Contract shall be stued a .c‘ interpreted in accordance with the laws
renue of any action brought h fruu..der shall be in the Superior

b. Applicatie LawiV
of the State of Washington, The
Court for King County.

Remedies Cumulative: Righls under this Contraoct are cumulative and nenexclusive of any other
remedy at law or in equity.

o

a. Wawer Noterm or condition or breach thereof shall be deemec waived, except by written consent
of the party against whom the waiver is claimed. Any waiver «f the breach of any term or condition
shall not be deemed to be 2 waiver of any preceding or succeeding breach of the same or any other
covanant, term or condition. Neither acceptance by The City of Vendor performance nor payment to
Vendor for any portion of Work shall constitute a waiver by The City of the hreach or default of any
term or condition unless expressly agreed to by The City in writing.

e. Negotiated Contract: The parties acknowledge that this is a rleuotlated Coniract. that they have had
the opportunity to have this Conlizot re ty their respective legal counsel and that the terms
and conditions of this Congsct ars nol to be construed agains: apy party on the pasis of such party's
draftsmansnip thereof.

f.  Attorneys’ Fees: Subject to the Indermniiieztion provisions set forth in s Contract, if a0y action or
suit is orought with respect to 2 ratier or metlers coverad by this Coniract. sach party shall be
resporn s'bn; for all its own costs and expensss incident to such Pmceedﬂge including reasonable

attorneys fees

o0
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Attachimeant #1, Sontract

Authority: Each zarty represents (hat it has 1l power and authority to enter into and perform this

Contract, and the parson signing this Cuu[ia\..t on behalf of sach party has heen properly authorized

and empowered to enter Into this © acn party further acknowledges that it has read this
fd h} It.

oy
Contracl, understands it and sha

©

conditions, and covenant ts contained nerein, or attached
zxecuied this Contract by having their authorized

|N dv:JNEQq A -'Jll‘:"_\[_rdc 'r\ _‘-DH“ rP 1|.'1|"C B
and Incorporated and me { thena
repraseniatives affix the

GtecWS M/ City of Seaitle
4 i / S
y ) M o TN W

élgnatu re IDate

gnatures be

Michel Guzy
Vivian Uno. Gily Purchasing Supervisor

T.\ e
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ATTACHMENT 2 — Statement of Work

Appendix A
gtechna software and services cost
gtechna equipment cost 1 &.pdf
Appandix B

Project Deliverables 1 8a.udf

GT1 Service Leve!l Agreament.pdf
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1. Introduction

This SOW document is created for the purposes of describing the installation of the Gtechna USA
Corporation Officer Parking™ mobile ticket issuance system for the City of Seattle. Herein, this document
referred to Seattle RFP #P0OL-3156 and Gtechna response dated October 29th, 2013.

In consideration of the advanced features provided by this mobile ticket issuance system, Gtechna USA
and the City of Seattle Parking Enforcement Section have agreed to support a multi-phase
implementation program. Phase 1 will include Gtechna application functionality as described in this
document, configured to reflect the citation issuance requirements of the Seattle Municipal Court and the
current on-street parking payment systems. Delivered application functionality and reporting capabilities
will be evaluated compared to current practices and a phase 2 scope with required enhanced features will
be mutually developed and implemented. Phase 2 will include pay by space functionality and advanced
reporting features. Development of Phase 2 will start no later than 30 days after the completion of Phase
1.

In addition to the Phase 2 program, Gtechna and the City of Seattle commit to a formal review of system
performance and delivered feature functionality six months after the completion of the Phase 1
deployment. Supplemental training services may be requested during this review.

1.1 Document Goals

This SOW document seeks to specify software products, services, and hardware to meet business

requirements.

1.2 Document revision table

Date

Revision |
1.0 '

2014.02.28

David' Alvarez

1.1

2014.03.13

Dan Rossiter

1.2

2014.03.19

Dan Rossiter

Update pricing attachments with
RFP format.

Updates to pricing include
removal of meter paybyplate
interface. The update of
equipment and license quantities.

2014.03.24

W Timmer

Edits to 1.3

[
[§5818N

2014.04.10

W. Timmer

Final edits prior to contract
submittal

2014.04.11

Dan Rossiter

Edits from embedded Project
Deliverables 1.5 to embedded
Project Deliverables 1.6

1.7

2014.04.15

Dan Rossiter

Payment Terms Amended to
include and reflect ALPR software

1.8

2014.04.17

W. Timmer

Accepted 1.7 and revised
Deliverables insert

1.8

2014.04.21

Dan Rossiter

Accept revised deliverables insert
1.8a
Accept final SOW revision 1.8

1.9

2014.04.21

Dan Rossiter

Terms of Payment Correction:

- Server Software Deployment

- Mobile Software Deployment
Re: Enhance Feature Set in the
Financial proposal had previously
been omitted. Now included with
software deployment in Payment
Terms.
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2. Project Summary
2.1 Project Objectives

The primary objective of this project is to provide the City of Seattle (Seattle), specifically with a Gtechna
Officer solution set which includes:

2.1.1 Parking ticket issuance system
2.1.2 Parking Permit — Pay by Space Enforcement
2.1.3 Parking Rights - Pay by Space
2.1.4 Parking Rights - Pay by Plate
2.1.5 Plate Check
2.1.6 Activity Tracker
2.1.7 Activity Manager
2.1.8 Interface Development and Configuration
2.1.9 Equipment
2.1.10 Implementation Services
2.1.11 Service Level Agreement (SLA)
2.2 Project Scope

This section describes system deliverables to meet project objectives.

Deliverable and responsibilities are in Appendix B

Statement Of Work -Officer Parking™ - Seattle 4





3. Project Organisation

3.1

Responsibility Matrix

gtechna

PM William Timmer SEATTLE | wtimmer@bluewaterpm.com . Liaison E th GTl and SEATTLE
T: 206-790-3610 . Project scope and deliverables.
PM David Alvarez GTI david.alvarez@gtechna.com . Liaison between the GTl and SEATTLE
T:514-553-5898 #150 . Project scope and deliverables.
. Project schedule and costs control.
SPDIT Joyce Law Seattle Joyce.lLaw@seattle.gov - SPD IT Coordinator
Coordinator T: 206-684-5884 - Post Implementation contact between SPD
and GTI
RFP Michael Mears SEATTLE michael.mears@seattle.gov
Coordinator T: 206-684-4570
PMO Bernard Campbell GTI bernard.campbell@gtechna.com Operations Director
Manager T:+514-953-9898 #130
Account Dan Rossiter GTI dan.rossiter@gtechna.com Contractor Account Manager
Manager T:514-953-9898 #112
C: 514.893.5275
4. Project Management
4.1 Project Plan

Seattle deployment plan is =18 weeks.

The included schedule is typical of the Gtechna implementation plan. A project control plan will be
developed in coordination with Seattle Parking Enforcement during the implementation planning phase.

SEATTLE PROJECT PLAN

ABBRLSELESEBBURRSRBR YN H
&

SOW definiton sign-off

Contract Signed off / PO fssued

Kick-ott meeting

SOW oetailed spécifications
Command Cener

Server Procurement & install
Equipment Room (mobile and senver)
Database (SOL, PostgresSOL, Oracle]
Vicistion code
Parking code table mport

Highwiay Satety Code

Goobase inwgration
Data export (Street. addresses. )
Data format test

mé}_ 2 *2? = 2
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4.2 Project Milestones

The following are the project milestones as identified by the Contractor:

Specific dates will be inserted from the project schedule developed as part of the work described in 4.1

Project Plan.

Milestones

Milestone Dates Comments

SOW sign off

Contract Sign-off

SEATTLE Project Purchase Order

Customer Data import completed

Network Remote access connectivity settie

Server Software Deployment

Hardware Delivery

Interfaces and import / export configuration

Mobile Software Deployment

Training

Production Go-Live

4.3 Specifics

The following reflect supply and delivery requirements associated with the design and deployment of the
Gtechna USA Corporation Officer Parking™ mobile ticket issuance system for the City of Seattle:

The City-hosted data management and reporting application requires the City to provide

servers for the following functions:

1. Application server(s), located behind the SPD security firewall, as the site for Command
Centre

2. Test Application server(s), located behind the SPD firewall, as the site for the Command
Centre test environment

3. Primary application and database server(s), located outside of the SPD security
environment, as the site for parking rights data access for the handheld devices (this
capability may be provided by Gtechna as a cloud-based service)

The servers will have an OS supporting Oracle or MSSQL.

Final system architecture will be mutually developed by SPD IT and Gtechna to reflect the RFP

defined functionality while optimizing cost and operating efficiency

SEATTLE IT staff will configure networks and servers to accommodate the Contractor Officer

Parking™.

Securitized access to SEATTLE network and servers will be granted to the Contractor’s

technical staff for preliminary environmental setup and support purposes

SEATTLE shall provide, in electronic format, all data required to fully configure the system;

system users, city streets and all parking infractions and code enforcements.

SEATTLE will manage and finance all server platform installations, maintenance, and

licensing.

The Command Centre will use either Oracle or MSSQL as the database engine complying with

the City standard.

SEATTLE will manage and finance all database installations, maintenance, and licensing.

SEATTLE will furnish WWAN wireless activation for each handheld device.

The Contractor will provide training materials, System Quick Reference Guide and provide

support for custom training material preparation by Seattle staff.

Remote training will be conducted by the contractor for the SEATTLE system administrator

and selected training managers to support the initial Command Centre set-up and user

access.

Contractor will principally conduct the on-site train the trainer program and provide coaching

for the initial officer training classes

Statement Of Work -Officer Parking™ - Seattle 6
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5. Terms of Payment

The payment terms described below are requested by the Contractor and are deemed to be accepted by
SEATTLE with issuing a PO in reference to this SOW with a signed contract s. All amounts are extracted
from Gtechna price sheets in Appendix A.

System Deployment

e Initial payment for services at PO issuance ($ 58,406.)
e Hardware Delivery ($292,266)
e Server Software deployment ($ 67,300)
« Interface ($ 4,000)
s Mobile software deployment ($266,745)

Support and maintenance

s Starting with deployment, 3 years of support and extended warranty ($ 162,628)
At 4" year, support and post warranty ($ 106,672)
At 5 year, support and post warranty ($ 106,672)

6. Project Authorization

In Witness Whereof, both SEATTLE and the Contractor, having read this SOW in its entirety, do agree
thereto in each and every particular.

Seattie Police Dept. Gtechna USA Inc.
Auth ature Authonzed Signature 7
Drw:;w 5%'—*""— Michael Guay
Name Name
st el . T el Syt ceo
Title Title ;
' o A

f*’(mr |\, 22 »7' _f-u/ </ ) 17/
Date Date

0\ \NL Y

of ‘\\q o
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City of Seattle RFP# POL 3156
Seaitle Parking Enforcement Handheld Citation Issuance System

Financial Response

# Units
Project Component Unit Price (Houfs, Exlerlded
users, Price
years)
Software Applications & Web Services
Parking Citation Issuance (base) 850 145 123250
Courtesy Notice Issuance (incl) 0 145 0
Citation Number Issuance & Audit 1000 0 0
Vendor-hosted data storage, reporis & analysis 0
SPD-hosted data storage, reports & analysis (alternate) 25000 1 25000
0
Integrated Enforcement N
Pay-by-Space Meter enforcement - 5 license base 7500 1 7500
Pay-by-Space Meter enforcement - additional license 140 140 19600
Pay-by-Space Meter - App Program Interface 7500 1 7500
Pay-by-Space Meter - App Program Interface(future vendor) 7500 Future 0
Pay-by-Plate enforcement - 5 license base 7500 1 7500
Pay-by-Plate enforcement - additional license 140 140 19600
Pay-by-Plate PayByPhone - App Program Interface 7500 1 7500
Pay-by-Plate - Meter - App Program Interface 7500 Future 0
Plate Check - Verification of Parker Plate Entry - Base 7500 1 7500
Plate Check - Verification of Parker Plate Entry - Add'l Lic. 75 145 10875
Enhance Feature Set: 0
Qfficer Daily Activity Report - Command Genire 9900 1 9900
Officer Daily Activity Report - per Parking Citation Issuance 110 145 15950
— 261675
ALPR Enforcement Scofiware
Vendor Host for ALPR 9900 1 9900
ALPR Mobile Software 11500 B 57500
ALPR - MDT Ticket Issuance 1000 5 5000
interface Development-Vendor (In Days)
Citation transfer to MCIS (incl) 1000 0 0
Interface to Stolen Vehicle List 1000 2 2000
Interface to Scofflaw List (incl) 1000 0 0
Interface to RPZ Permit List 1000 2 2000

4000






City of Seattle RFP# POL 3156
Seattle Parking Enforcement Handheld Citation Issuance System
Financial Response

Maintenance & Warranty

3-year software technical support and warranty 676150 20% 135230
Year 4 software technical support and warranty 338075 20% 67615
Year 5 software technical support and warranty 338075 20% 67615
Impiementation Services
Project Management 1000 8 8000
System Set-up 1000 9 9000
Training 1000 8 8000
Post Implementation Support 1000 B 4000
Parking Rights Implementation Services (incl} 0 0 0
Officer Daily Activity Report - setup 1000 4.5 4500
ALPR - Professional Services - PM; Setup; Training 15480 1 15480
Optional Services
Additional Training Days
Travel Expense to apply onsite professonal services 1885 5 9426
Annual Support Costs
Parking Citation Issuance 123250 20% 24650
ALPR Enforcement 72400 20% 14480
Courtesy Notice Issuance 0 20% 0
Citation Number Issuance & Audit 0_ 20% 0
Integrated Enforcement 87575 20% 17515
Officer Daily Activity Reporting 25850 20% 5170
| Vendor-hosted data storage, reports & analysis 20% 0
SPD-hosted data storage, reports & analysis (altermate) 25000 20% 5000
Data Transfer Interfaces 4000 20% 800
list others) 20% o
338075 67615
TOTALS $666,941






City-of Seattle RFP# POL 3156
Seattle Parking Enforcement Handheld Citation Issuance System
Financial Response

# Units
Project Component Unit Price (Hours, Exte‘n e
users, Price
ars)
Hardware- Handheld Devices & Accessories
Ruggedized Handheld Device - Panasonic JT-B1 1610 105 169050
Spare Battery 126 105 13186
Cradle(Power & Data); Stand; SD card; 282 105 29584
Options- 0
Other Recommended Accessories (list) 0
211820
Hardware- Handheld Devices & Accessories (alternate rugged)
Ruggedized Handheld Device - Honeywell Dolphin 99EX 1959 0 0
Spare Battery 74 0 0
Unit Accessories (Cradles, Cables) 224 0 0
Options- 0
Other Recommended Accessories (list) 0
0
Tablet Device (optional)
Hardware- Printers & Accessories
Two-inch wide Printer - Zebra RW220 497 145 72101
Spare 2-inch Printer Battery. 62 30 1874
Cover and Strap 45 145 6471
"Specify” 3-inch wide Alternate Printer - Zebra QLn320 747 0
Spare "x"-inch Alternate Printer Battery 62 0 0
Unit Accessories (Cradles, Cables) 136 0 0
Options-
Other Recommended Accessories (list)
_Bo4de
2-inch Citation paper- thermal - in 100 ticket rolls 1.708 0 0
"3"-inch Citation paper- thermal - - 0
Mairtenance & Warranty
3-year handheld device warranty 0 105 0
Year 4 handheld device warranty 241.5 105 25358
Year 5 handheld device warranty 241.5 105 25358
3-year printer warranty 189 145 27398
Year 4 printer warranty 34 145 13699
Year 5 printer warranty 34 1 145 13699
TOTALS $397,778

plechna software and Eguipment Lt 1o wisy Page 1ofl
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Deliverables Summary

Resp Comments
1. Project Management Contract | Schedule of meetings will be established to include respective
or/ individuals frorm GT, SPD
| Custeme
| r
2. Remote Access - Setup | SPD/GTI GTl is supplying a SPD-hested data management and reporting
and Config application, SPD is responsible for providing required server capacity
and access parameters and terms and conditions for remote access
by Authorized GT staff
3. Statement of Work GT PMO will define and submit a SOW to be attached to the contract.
{Section number references, used in this document refer to Seattle
RFP POL-3156 Scope of Work Requirements) ]
4. TICKET LAYOUT SPD/GT Decision on pre-printed content -SPD supplies GTI with samples of

pre-printed back-side ticket stock; GTI to create mock-up of front-
side Incorperating the citation data elements described in 5.2.1 and
attachment A1; SPD to approve. SPD responsible for all pre-printed
content front and/or back., GTI software rasponsible for ticket front
content at issuance, Back side text will be pre-printed. Layout
includes GTI re equirement for 3 public notes fields.

“SPD HOSTED

| S
o . o
¥

APPLICATION SERVER

SPD |-sr responsible for prov

iding required server capacity and access
parameters and terms and conditions for remote access by
Authorized GT staff

6. CC - TICKETS aT Setup and config of base command center and databasa including
check-in and check-out process data slements per 5.2.4 and
collaborative development of DAR as per #10 enclosad below.

/. CC- ADMIN TABLES SPD/GT SPD provides electronic delimited files of violation code numbers,

- Violation Codas violation titles, pre-formatted public and private comments by code,
- Users fines, panalty amounts, state abbreviations, vehicle make, style,

- Streets color, streets, beats/districts/ users, user ids, and all cther set-up

- Beats/Districts table data to be created in CC.

8. Ticket Range Management | o1 Single Ticket range to include all warning and voided tickets. All
unused ticket numbers from all handhelds are recycled and re-used.
The ticket number length will b an 8 digit sequential number plus 2
check digit per Section 5.2.3

9. STANDARD REPORTS AND | g1 Standard reports available with the base ticket issuance system

DYNAMIC REPORTS included with system will be delivered with the initial system
depleymeant. Enhanced query and reporting capabilities as required in
Section 5.3 and Section 5.7 Scope of Work Attachment A8 will be
delivered as a phase 2. Tickst View provides detailed custom query
and reporting options with capability to export and to save the query |

10, ACTIVITY TRACKING GT SPD and GTI will coliaboratively develop the DAR reporting
capabilities of the application to deliver requirements described in
Section 5.2.7. Refer also to Section 5.7 Scope of Work Attachments

e A2-AS.
- INTEG ) ENFORCEMENT | Responsi | Comments E T el BARRE
e FoSs LS ble et L R e - o
11, PARKING RIGHTS(PAY BY | o7 COMMAND CENTER PREP to accommodate pay by PLATE parking
PLATE) - Software Setup rights received from paid parking vendor. Can be re-used by other
and Config paybyplate paid parking vendors
12. PARKING RIGHTS(PBF) - GT/PayB API setup and testing - with PayByPhone.com - Assumes transaction
APT - Setup and Config yPhone | Push by PayByPhone using Gtechna API. API documentation to be

provided. Includes ability to query by plate or location # and double-

Check feature {(Phase 2).

chack pay by phone database prior to print. Includes gtechna Plate





glep_ﬂna

APT satup and testing — with Parking Meter Vendor - Assumes

CONFIG of all ticket
issuance devices

13, PARKING RIGHTS(FBP) - GT/Mater
AP - Setup and Config Vendor transaction push by Meter Vendor using Gtechna API. API
to: b documentation to be providad
determin
ed
14. PARKING RIGHTS(PAY BY | 51/pay COMMAND CENTER PREP to accommodate pay by SPACE parking
SPACE) - Software Setup by Spéce rights received from paid parking vendor
and Config vendoer '
15. PARKING RIGHTS(PBSP) | Gr/vens | APl setup and testing - with Meter Vendor — Assumes transaction |
- API - Setup and Config or push by the meter vendor using Gtechna API. API documentation to
be provided.
16. PARKING RIGHTS - PLATE | g1/pgp Verification of Parker Plate Entry
| CHECK vendors
| 1/. SHARED TIMING cT With officer free-farm notes
EF - Comments
18, TICKET DATA EXPORT TO GT/SED Develop Export and respective process to export issued ticket
MCIS i records, per Section 5.4
19. STOLEN VEHICLE GT/SPD Source to be determined and agreed by GT & SPD per Section 5.4
HOTLIST IMPORT

20. SCOFFLAW [MPORT GT/SPD Develop import and respective process of scofflaw file as provided by
SPD per Section 5.4,

21. PERMITS IMPORT | aT/sPD Develop import and respective process of RPZ Permit file as provided
by SPD per Section 5.4. An Automated permit search function
comparable to hotlist search may be considered. & collaborative
review of enforcement process will determine the most effective use
of the feature. This may incur a Change Order but will be a value to
the PEC. A permit lookup screen allows the PEO to enter a specific
RPZ zone an the "Permits” lookup screen; only permits in that
particular zone will be searched when queriad.

22,

LR ERIIRIGNT. .. R [ Somments. . - 5 i i

23, Shelf space to P Each device requires AC outlet

accommodate 105 tablet
cradles; 40 Smartphone
AC adaptors; 145 2"
printars

24, LOSPANASONIC JTEL GT GT orders and arranges for delivery of Mobile Computers; cradle

tablets with spare battery slot; spare battery; SD Cards; hand straps

25, 40SAMSUNG GALAXY S4 5po Furnished by SPD

Smartphone devices

26, 145 Zebra RW220 Printers | g1 GTI orders and arranges for delivery of printer hardware and

and Accessories accessories; spare battery;

27. WIRELESS ACTIVATION SPD rrangement for the activation of all mobile ticket Issuance devices
under scope

28. CITATION PAPER GT/SPD See TICKET LAYOUT above
GT provides ticket layout, SPD purchases citation paper

29. INITIAL SETUP and GT/SFD

Project Deliverables - POL 3136
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30. 145LICENSE - MOBILE GT Assumes initial setup and config of all mobile devices and printers
TICKET ISSUANCE
APPLICATION
- Ticket Issuance Includes default functionality for specific citation fields to be defined
- Courtesy Ticket in the DAR check-out process. Also includes data retention of the
Issuance previously issued citation.
- Time Limit Marking - ability to make and save changes to all public comments prior to
- Broken Asset Reporting printing aqd pr‘wate comments before and after printing.
- Parking Rights Verify - defaqlt v_JoIat:ons that come up when the PEO starts a naw ticket
* pay By Plate - location info as determined by the DAR checkout
N f‘arkmg Rights Yarify Two requests for design changes will be processed during the Phase
i) By_Space : 1 design process:
& iSSUEd T|ck_e'.cs List - Design requirements, an effort estimate and an implementation
Update pic; private schedule will be developed for the ability to provide additional
notes citation fields that are subject to user default settings over those
- Check Out managed through the DAR process
- Check In - Design requirements, an affort estimata and an implemeantation
schedule will be developad for the ability to permit the handheld
device profile settings to follow the user rather than the device
31. Ticket Issuance Form - GT/SPD Select data fields required for SPD ticket compliance
Setup and configuration -
canfig fields infout of form |
32. Abandoned Vehicle GT SPD to provide ordinance parametars to determine abandoned
Maonitoring status
33. Printed Ticket Layout GT/SPD/ See also initial setup..
Paper
Provider
GT Web office component will be deployed on existing command canter
ALPR Enforcement : platform to manage ALPR scans, alerts, communication with ALPR
Management vehicle MDT's.
35, Mobile ALPR enforcement | GT Mobile software for ALFR vehicle MDT. Must run on Windows
software | platicrm. Proposec configuration will inciude scofflaw, hotlist, parmit
enforcement, eChalking. Permits are provided by The City in a
delimited file at a predetermined server location and schedule.

36. Deployment on multiple eT Officer™ Plates software may be deployed on Genetec camera

camera systems systems and 3M camera systams and Elsag camera systems..

37. Ticket Issuance - MDT Gt Ticket Issuance will be incorporated into the Cfficer Plates program

: and use the same business rules, drop downs, and ticket layout as
the hand held configuration approved by The City

38. ALPR Eguipment <BpD Uniess additionza! equipment is purchased through gtechna, the

Furnished by The customer is responsible for furnishing and maintaining all LPR related
Customer squipment and accessories, all MDT equipment and accessories, the
installation maintenance and support of all ALPR equipment, MDT
equipment, mobile printers, and all related accessories.
& 1 o A L Comments :

39, SPD HOSTED vs, CLOUD PM The City is still very interested in Gtechna providing a cloud solution.
This weu!d put our complete solution in the DMZ. An alternative is to
nave a parking rights server siting in the DMZ but the command
center sitting within the firewall.

A COMPLETE GTECHNA HOSTED SYSTEM SOLVES ALL OF THIS, It
remains the preference of The City

40, Void Prompt on Handheld. | 5 Technical response P8 bullet 2. This is up to PMO to decide if

Prompt officer with ' included or not. It was declarecd as COTS in the response.

Project Deliverables — POL 31306
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message if void selected

Cheack Out Process

Check cut / check in  and DAR are interconnected. The Checkout

directly on pay staticn
vendor back office

41,

e includes a batch comm to get the latest hotlist and whitelist files;
update signature; login; Officer certification notice (City
Regquirement). These 3 processes were initially pricad and quoted at
226K and we responded that they are COTS. They are to be
developed with the assistance of SPD concerning requirements.

42. Check In Process PM Close the officers shiit - batch comm;

43, DAR - Daily Activity PM & report by officer of all activity for any given enforcement day

Reporting (period). Details to be worked out and agreed with SPD.
SEE SECTION IN TECHNICAL RESPONSE ON DAILY ACTIVITY REPORT |
44, Automatic Notification to | p Feature to push alert to BOOT crew. FUTURE SCOPE. Options
Boot Team | include SMS alert on boot crew cell phone. Optional BOOT tracking
| software for vehicle MDT. If BOOT processing is purchased, GT wiil
| include automated alert from mobile enforcement to boot system.
) TO BE DISCUSSED BETWEEN GT AND SPD

45, SCOFFLAW ALERT BM RECORD ACTION BY PEO = This is available in PLATES but not in
TICKETS. Itis a good feature but is not priced in the RFP.

_ R TO BE CONSIDERED BY PM? MAY REQUIREDEV
a6, Citation element default PM Provide the for the ability for additional citation fields to be subject to
setting user default settings over those managed through the DAR process

4/. Device profile sathings PM "I "Provide the ability to permit the handheld device profile settings to
Foliow the user rather than the device

48, Barcode Scanning - There was no indication of what barcodes required scanning in the

Mobile App fieid.

19, LPR - Grey Scope aT Handheld LPR has limited hit rate for curbside enforcement. Was not
promised as a fully functional component but can be considered and
priced for future scope.

50, NFC Near Field T fndroid Smartphone hardware carries this capability for future scope.

Communication MFC is not included in the original scope of the project. It was not
inciuded in the financial propossl - it can be made available as the
need presents itself and will be a billable feature.

51, Multiple Ticket Ranges aT There will be a single range of tickets. However each tickets has a
unique status including 15, WA, VYD, 999999%9(Training ticket). All
tickets are easily accounted for by status.

52, Verify payment status aT This is out of scope. We receive the parking rights from all payment

venders. Thay must push the payment status to command center for
verification of payment status on command center.

Project Deliverables
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Appendix C - Team Organization Chart
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1. DEFINITIONS

IN THIS SERVICE LEVEL AGREEMENT {SLA) THE WORDS SET OUT BELOW WILL HAVE THE
FOLLOWING MEANINGS!

I.1. “Business Day™ shall refer 1o 9:00 a.m.to 5:00 p.m. (EST) Monday. Tuesday,
Wednesday. Thursday and Friday except for statutory holidays:

1.2, “Statutory Holidays™ — the following davs are the statutory holidays that Gtechna’s
Ollices are closed:

1.2.1. New Year’s Day — Jauuary 1™ if it falls on a weckday, ¢lse the Monday following

1.2.2. Good Friday — The Friday before Easter Sunday
1.2.3. National Holiday — The first Monday preceding May 25"

i.2.4. National Holiday — June 24" if it falls on a weekday. else the Monday following

1.2.5. National Holiday — July 1™ (it falls on a weekday. else the Monday following
1.2.6. Labour Day — ™ Monday in Scp%bmbcr
1.2.7. Thanksgiving - 2" Monday in October
1.2.8. Christmas Day - December 25" ifit falls on a weekday. else the Monday
following Christmas Day

1.3. “Software” means all software supplied to the Client by Gtechna

1.4. "Equipment” means the hardware & associated accessorics sold or leased to the Clien
by Gtechna as listed in Appendix “C”

1.5, “Issue” means any Client query, defect. problem or ervor regarding the Software or
Equipment the Client purchased or leased from Gtechna

(3]

STATEMENT OF INTENT
2.1.1. The aim of this agreement is to provide a basis for close co-operation between
Giechna and the Client for Support Services to be provided by Gtechna to the
Client, thereby ensuring a timely and efficient resolution to any [ssues encountered
by the Client in the use of Gtechna’s products.

2.1.2. This agreement is contingent upon each party knowing and [ulfilling its respective

responsibilities and fostering an environment conducive to the achievement and
maintenance of targeted service levels.

3. OBJECTIVES OF SERVICE LEVEL AGREEMENT
3.1.1 To create an environment which iosters a co-operative relationship between
Gitechna and the Client, to ensure effective support for the Client’s end users,
3.1.2. To document the responsibilitics of the Parties taking part in the Agreement.
2.1.3. To ensure that the Clicnt achieves the provision of high quality of service for iis
end users with the full support ol Gtechna,

1
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3.1.4. To define the commencement of the Agreement, its initial term and the provision
for reviews.
1.5, To deline the services o be provided by Gtechna and the level of service, which
can be expected by the Client.
3.1.6. To detail the information Gtechna requires from the Client in order for Gtechna to
begin its investigations of ssucs,
3.1.7. To provide a common understanding ol service requirements/capabilities

lad

4. TERM OF AGREEMENT
4.1.1. This SLA will commence on [+ vyvv-mim-dd| and will continue as long as the
Maintenance Coniract is in effect and the payments to Giechna are up to date.

5. SERVICE LEVEL EFFICIENCY
5.1.1. The success ol service level agreements depends {undamentally on the ability to
communicate credible and reliable information can be provided to both the
customers and the support areas regarding the service provided.
3.1.2. Clear chain of communication with name and phone of key players and their
responsibility is mandatory. A communication flow chart per annex “A” | specific to

the customer mstallation. will be enforced.

6. SOFTWARE ISSUE PRIORITY CLASSIFICATIONS

Priorities for all Issues will be jointly classified by the Client & Gtechna under one of the

following classifications:

6.1, Emmediate - The Clieni System is fally non-operational and Client is unable to perform
core business functions
6.1.1. Requires the immediate assignment of dedicated Gtechna personnel to resolve the
Issue or provide a temporary solution to get the Client back up & operational as
soon as possible.
6.2. Urgent —The Client System 15 partially non-operational but Client is able to perform
only limited core business functions
6.2.1. Requires the immediatc assignment of Gtechna personnel to resolve the Issuc or
provide a workaround solution to get the Client back up & operational within three
(3) Business Days
6.3. Normal — The Client System is partially non-operational but Client is able to perform
maost core business functions
6.3.1. Requires the assignment of Gtechna personnel to resolve the [ssue or provide a

workaround solution within thirty {30} Business Days

Gtechna In
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6.4, Low — The Client System is {ully operational and is able to perform all core business
functions
6.4.1. Requires the assignment of Gtechna personnel to resolve the Issue within ninety
(90) Business Days. If the Issue is very minor in nature it may only be fixed in the
next product version provided by Gtechna
6.5. Info Only - Information only requested by Clicnt. The urgency of such requests will be
determined jointly oetween the Client & Gtechna,

7. EQUIPMENT ISSUE PROCESS
if it is determined that Equipmeint sold or leased 10 the Client by Gtechna is in need of repair:

7.1. Gtechna will issue the Client an RMA number (Return Merchandise Authorization)
7.2. The Client. at s expense, wiil ship the defective Equipment to the repair depot as
designated by Giechna

7.3. Gtechna, at its expense. will ship replacement Equipment 1o the Client.

8. GTECHNA PRIMARY RESPONSIBILITIES
8.1. Gtechna is responsibie for providing support services for the investigation and resolution
for all Issues encountered by the Client related to the products Gtechna sold or leased to
the Client. More specifically, Gtechna is responsible to:
8.1.1. Diagnose lssucs which occur to the Software and Equipment and use all
reasonable efforts to provide fixes as promptly as possible
8.1.20 Keep the Client uppriscd of the current status of reported errors and the efforts to
resolve them on an ongoing basis
8.1.3. Effect deliveries of software fixes to the Client via a remote connection
8.1.4. Provide a fully operational and configured replacement for defective or
mallunctioning equipment delivered within [0 Davs| following the issuance of a
Return Merchandise Authorization number (RMA).
8.1.5. Provide a resolution to soliware errors, or a reasonable work-around, within one
(1) business day for support calls identificd by the Gtechna & the Client as
tmmediate or urgent
8.1.6. For Equipment failures Gtechna will:
8.1.6.1.  Issue the Clienm an RMA number (Return Merchandise Authorization)
8.1.6.2.  Gtechna, at its expense. will ship replacement Equipment to the Client
within the time delays as detailed below:

8.1.6.2.1. Handhelds — |30 days|
8.1.6.2.2 Printers — |30 days]
g oo A T P SO el Sl —— TETEATTS
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NOTE: The Client, at its expense, will ship the defective
Equipment to the repair depot as designated by Gtechna

In situations where GTechna hosts the Client’s Operations, Gtechna will:

8.1.7. Monitor the hosting services on an ongoing basis (o maximize continuous
aperations

8.1.8. Monitor the hosting scrvices to ensure performance is at its peak

8.1.9. Perform regular daily back-ups ofall files necessary for the running of the
software sold to the Client by Gtechna in the event a restore 15 required.

9. CLIENT PRIMARY RESPONSIBILITIES

9.1. The Client will provide a prime and sccondary Contact{s) through which all reported
problems encountered by the Client would be funnelled for subsequent notification 10
Grechna. These individuals must have @ working knowledge of the sofiware and
equipment and will be responisible managing user aceess. and [or recording and reporting
of prablems.

9.2, The Client is responsible for providing services for the recording. relerral and resolution
of all faults encountered by end users throughout the Client’s operation,

9.3, The Client will refer all problems to Gtechna in a timely manner using the outline below
10 describe the problems:

9.3.1. Date/ Time Reported:
9.3.2. Reported by:
9.3.3. Software alfected:
9.3.4. Equipment affected:
9.3.5. Problem Description:
9.3.5.1.  Provide specific examples / pictures ¢ sereen shots, as available
9.3.6, Serial Number of Equipment on which Problem was detected:

3
9.3.7. Statement of Impact on Client Operations:
9.3.8. Other pertinent information (as appropriaie):

9.4. The Client will supply Gtechna with reasonable remote electronic access e the
Equipment, Software, or any computer hardware where the soflware and data files may
reside in order that Giechna can investigate reported problems.

9.5. The Client must report defective equipment and request an RMA immediately upon
observing a defect or malfunction in order 10 prevent the accumulation of Equipment
requiring repairs that may inpact the delay in receiving a replacement.
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NOTE: The Client, at its expense, will ship the defective Eq mpment to the
repair depot as designated by Gtechna

9.60. Unless the Clicnt’s Operations is hosted by Gicchna, the Client is responsible for all
Software & File back-ups on o regular ongoing basis

¢ 7. In order to maintain ongoing Gtechna Support the Client 13 responsible Lo ensure all
Support & Maintenance payments o Grechna are current

10. GTECHNA SUPPORT HOURS OF SERVICE
16.1. - Regular Business Days — During Office Hours — Monday to Friday 9:00 a.m.
to 5:00 p.m. (EST)
10.1.1. Email = Monitored & responded within one business day.
[{}.1.2. Telephone — Normally answered when called. Voice messages are monitored and
responded to within | hour throughout the day
10.2. Regular Business Davs — Qutside Office Hours — Monday te Friday 5:00 p.m.
 109:00 a.m. (EST)
[(.2.1. Email — Menitored & responded within one business day.
10.2.2. Telephone - Nenmially answered when called. Voice messages are monitored and
responded to within 2 hours,
10.3. Weekends - Friday 5:00 p.m. to Monday 9:00 a.m. (EST)
0.3, l Email — Monitored & responded within next business day.
19.3.2. Telephone - Normally answered when called. Voice messages are monitored and
responded 1o within 2 hours.
10.4. Statutory Holidays — From 5:00 p.m. on the eve of the Statutory Holiday
until 9:00 a.m. the morning following the Statutory Holiday (EST)
[0+ 1 Email - Monitored & responded within next business day.
[.4.2, Telephone - Normally answered when calied. Voice messages are nionitored and
responded to within 4 hours.
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1. EQUIPMENT UPGRADES
B Generally speaking, under normal circumstances. the Client has initially
purchased or leased the latest Equipment offered by our Equipment Suppliers. This

Equipment will eventually age and Clients may decide, at some point in time. to

purchase either additional units of the same model or opt for the latest model available.

Equipment Suppliers could also declare various modeis End of Lite { EOL) and provide

various options from their product line to upgrade to and a timeline by when this would

be necessary.,

[1.1.1. The products of the Equipment Suppliers are in various stages of their life cycles.
Gtechna 18 not privy 1o it Suppliers product plans. Giechna as such has no prior
know ledee when a Supplier decides to EOL one ol its products. Gtechna will advise
Clients as soon as they are notified by its Equipment Suppliers that one of its
produects has been declared EGL

11.1.1.1.  Gtechna will advise the Client of the expected impact upon the Client and
propose the options available for managing the EOL.

t1.1.2. If the Client purchases from Gtechna additional Equipment of the same model
already in use. Gtechna will absorb the costs related to the installation. The Client
would still have o pay for any additional Soltware Licences, us upplicable.

[1.1.3. the Client purchases a new model of the current Equipment or opts for
Equipment from a different manufacturer. the Client will pay for all related upgrade

costs m this regard

12. REQUEST FOR CHANGE (RFC)

[2.1. Each Request for Change (RFC) by the Chent will be evaluated by Gtechna’s
Product Management Commitiee to determine whether the request falls within the
Software Product’s Roadmap Gtechna reserves the right to accept or reject any
requested changes.

k2.2 Each accepted RFC will then be evaluated by Glechna to determine whether the
request would be accommodated under the current Maintenance Contract or il the Client
would be billed for the services.

[2.3. A Quotation will be sent to the Client, Once approved the work will be scheduled
and the Client will be advised of the planned delivery date.

12.4. RFC’s submitted as a result of statutory or regulatory changes will be billable to
the Client unless it is deemed to be a global requesrt that would apply 1o Gtechna’s

greater Client base.
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13. COMPLAINTS
13.1. All complaints relating io the operation of the help service by either party will be
forwarded in writing and distributed coneurrently to the signatorics ol this document.
The intent is to ensurc thorough, timely and open resolution of all such problems.
13.2. Such complaints may relate to the tollowing aspects:
.2.1. Expected level of support
.2. Actual support oftfered and delivered
3.

'S B W%

1o i

L

i
12 !-J

Personnel responsible [or providing or administering support
4. Any other issuc refating to this document or the relationship between the Client
and Gtechna.

14. SLA EXCLUSIONS
14.1. Equipment Exclusions
14.1.1. Services provided by Glechna do not include repairs, testing. or replacement of
parts caused by:
14.1.1.1. Unauthorized tampering/modification ol the Equipment’s hardware or its
firmyware seltings
14.1.1.2.  Usc of the Equipment for other than the use for which it was designed
[4.1.1.3.  Shipping damage, accident. misuse, damage or disaster. including fire,
flood, or neglect
14.1.2. Replacement parts are not provided for “consumable™ items such as batteries,
print heads and Equipment accessories (¢.g. carrying siraps, cases, styluses, cte.).
14.2. Software Exclusions
14.2.1. Services pravided does not include the investigation. testing and changes required
as a result of the unauthorized changing by the Client of any of Gtechna’s System
settings, configurations or parameters used for the proper operation of its Systems.

of any software not sold or leased to the Clicnt by Giechna.
14.3. Other Exclusions
14.3.1. Services provided do not include support for system cavironment changes
necessitated by the Client. Examples of exclusions include such things as:
I ¢, New Servers. DBMS Upgrades. Network

s

I.  Equipment upgrades {c.
Changes. File migrations, Middleware upgrades, eic...)
14.3.1.2. 3" Party Vendor software changes (c.g. New Versions, Interfaces, File

&3

Imports/Exports. Anti-Virus, etc... }
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Annexe “A”

GTECHNA / CLIENT CONTACT INFO:
. EMAIL ADDRESS (io be used at all times)

supportigsgtechna . com

(B8]

OFFICE TELEPHONE (1o be used at all times)

I- 866-308-7877 Or

514-953-9898 Ext: 3

3. SUPPORT TELEPHONE (Outside of normal Business Hours)

514-297-3252 — Immediate & Urgent Issues only

514-953-9898 Ext: 3 - High & Normal Issues to leave a message

Customer

Support

Coordinator

Equipment
repair

rima@gtechna.com
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