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                                       City Purchasing          General Information 206-684-0444

Current Contract Information

	ALERTS

This contract is not intended for anything that is more properly classified as Public Works.  

This contract is limited to only those items expressly provided for in this contract.

Do not use for federally funded purchases without a specific review for your grant funding requirements.

	Contract Title:  Oracle Primavera Software Hosting & Professional Services          

	Contract # 
3363

	Buyer
	Name: 
Jason Edens
	Phone:

206-733-9583
	E-Mail: 
Jason.edens@seattle.gov

	Vendor (name/address)

	Loadspring Solutions, Inc.
187 Ballardvale St Ste B-210
Wilmington, MA 01887

	Vendor ID#   
0000416609

	Vendor Contact
	Contact:   

Steve Faber

	
	Phone:      

    978-685-9715
	Fax:
978-685-9716
	E-Mail:  
sfaber@loadspring.com




	WMBE Status
	 FORMDROPDOWN 


	Description


	· This contract is a result of a sole source from SPU dated 8/06/14

	Contract Term
	11/05/14 through 10/31/17

	Future Extension Option
	Continuous 1-year extensions
Change Order #1: The contract is amended to include nondisclosure and use of sensitive or confidential information. 


	Freight Terms
	FOB Destination Prepaid & Allowed 

	Prompt Pay Discount
	Net 30 days

	Delivery ARO
	As required

	Order Instructions
	For Use By: Seattle Public Utilities
	Order Limit:  None

	Contracting Options
	 FORMCHECKBOX 
This is the only City contract for this product.  Unless a separate competitive process is undertaken, this contract must be used when a product is sought that matches contract offerings. Call the Buyer for advice.

 FORMCHECKBOX 
This is one of several contracts awarded for this product.  The City may select among any of the following:



	Comprehensive Contract
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	Current Pricing

	Original RFQ  




	Contract History
	Contract Start Date
10/31/14
Change Order #1

8/12/16



	Vendor Emergency Contact Information

	Emergency Contact Name
	

	Emergency Phone Number
	

	Back-Up Emergency Phone Number 
	

	Contact information for company locations areas outside Seattle that can be called upon in an emergency

Alternative Address
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AMENDMENT NO. 1 TO VENDOR CONTRACT NO. 0000003363 
BETWEEN  


SEATTLE PUBLIC UTILITIES 
AND 


Loadspring Solutions, Inc 
 


This Amendment is made and entered into by and between the City of Seattle (“the City”), a Washington 
municipal corporation, through Seattle Public Utilities, as represented by the Director of Seattle Public 
Utilities; and Loadspring Solutions, Inc., (“Vendor”), a corporation of the State of Massachusetts and 
authorized to do business in the State of Washington.  
 
The original Contract for Vendor services [Vendor Contract No. 0000003363 is amended as follows. All 
other terms and conditions of the Agreement, as amended, remain in effect.  
 
The following section 54 and 55 are hereby added to the Agreement:  
 
 
54. INTELLECTUAL PROPERTY RIGHTS. 
A. Copyrights. The Vendor shall retain the copyright (including the right of reuse) to allow all materials and 
documents prepared by the Vendor for the Work, whether or not the Work is completed, subject to the 
exceptions for materials and documents prepared using Sensitive or Confidential Information.  
 
 
55. NON-DISCLOSURE AND USE OF SENSITIVE OR CONFIDENTIAL INFORMATION  
 
A. The City Department of Information Technology and SPU have established direction and rules in the 


control and protection of data defined as “Sensitive,” “Confidential,” or “Confidential Requiring Special 
Handling” as may be designated by the City and may be included in the Seattle Public Utilities 
Information Security Data Inventories.  For ease of use, this Section will use the term “Sensitive or 
Confidential” to refer to all three defined types of data although the specific type of data will control 
the disclosure, use and protection required.  
 


B. The City will disclose its Sensitive or Confidential Information to the Vendor only if the Vendor and its 
SubVendors accepts the requirements contained in this Section. The Vendor must comply with all 
applicable city, state, and federal laws, regulations, rules, policies, and procedures in accessing and 
using this Sensitive or Confidential Information.  The Vendor agrees to abide by the Seattle Public 
Utilities Information Security Policies, which are incorporated herein.  


 
C. The City will allow the Vendor and its SubVendors access to all data files and records required to 


perform Vendor’s work under the under the Scope of Work as described in Exhibit A of this Vendor 
Agreement.  The Vendor agrees to limit the use of this Sensitive or Confidential Information to the 
purposes (“Purposes”) of any one or more of the following: proposing, developing, implementing, or 
maintaining the Project for the Project tasks identified in the Scope of Work, Exhibit A of this Vendor 
Agreement. Vendor shall ensure their directors, officers, employees, subcontractors or agents use it 
solely for the purposes of accomplishing the services set forth in this Agreement. 


 
D. The Vendor agrees that access to Sensitive or Confidential Information will be limited to Vendor-


approved employees and subcontracted employees (“Authorized Personnel”).  The Vendor’s legally 
authorized representative signing this Agreement must ensure that all Authorized Personnel have 







reviewed, understand and will comply with all terms of this Agreement.  Authorization can be revoked 
immediately for anyone believed to be violating access or disclosure requirements. 


 
E. Vendor and its Subcontractors shall protect Sensitive or Confidential Information collected, used, or 


acquired in connection with Vendor Agreement against unauthorized use, disclosure, modification or 
loss.  The Vendor agrees to use its best efforts to secure Sensitive or Confidential Information from 
unauthorized access, inadvertent loss, alteration, or destruction.  Vendor and its Subcontractors 
agree to implement physical, electronic, and managerial policies, procedures, security standards and 
safeguards including encryption to prevent unauthorized access, use, or disclosure. Vendor shall not 
bypass or override security provisions in the existing systems and networks in the course of its work. 
Vendor and its officers, employees, subcontracted employees, and agents shall at all times comply 
with all security standards, practices, and procedures that are equal to or exceed those of the City 
with respect to information and materials that come into the Vendor’s possession. 


 
F. Vendor and their Subcontractors agree not to release, disclose, publish, transfer, reproduce, sell or 


otherwise make the Sensitive or Confidential Information known to unauthorized persons without the 
express written consent of the City or as otherwise authorized by law including as required to comply 
with RCW 42.56 (commonly known as Washington State’s Public Records Act). The use or disclosure 
by Vendor of any City information not necessary for, or directly connected with, the performance of 
Vendor’s responsibility with respect to Services is prohibited except upon the express written consent 
of the City. 


 
G. No copies of Sensitive or Confidential Information shall be made except as clearly necessary to 


accomplish the Purposes of this Agreement.  The Vendor shall not move the City’s Sensitive or 
Confidential Information to another geographical location without the City’s prior written permission. 


 
H. The City reserves the right to monitor, audit, or investigate Vendor’s use of the City’s Sensitive or 


Confidential Information collected, used, or acquired by Vendor under this Agreement. 
 
I. Since this Agreement provides access to Sensitive or Confidential Information on an ongoing basis, 


the City reserves the right to immediately suspend such access under this Agreement when it is 
determined by the City that any law, regulation, rule, policy, or procedure described or referenced 
herein is violated or appears to be violated.  Notice of any such suspension shall be provided to 
Vendor in writing by the City. 


 
J. Vendor and its Subcontractors shall notify the City immediately after becoming aware of any 


unauthorized access, use or disclosure, and shall take necessary steps to mitigate the harmful effects 
of such use or disclosure. Vendor and its subcontractors acknowledge that any publication or 
disclosure of City Sensitive or Confidential Information to others may cause immediate and 
irreparable harm to the City.  If Vendor or its Subcontractors should publish or disclose such Sensitive 
or Confidential Information to others without authorization, the City shall immediately be entitled to 
injunctive relief or any other remedies to which it is entitled under law or equity without requiring a 
cure period. Any breach of this clause may result in termination of Vendor Agreement and the 
demand for return of all Sensitive or Confidential Information. 


 
 


K. Errors may exist in the data provided by the City, including but not limited to the text of labels, 
dimensions, contours, property boundaries and placement or location of any feature. Vendor and its 
Subcontractors agree to accept the City’s data as is, with all faults, and assumes all responsibility for 
use thereof, and further covenants and agrees to hold the City harmless from and against any 
damage, loss, or liability arising from any use of the product. 







 
L. Vendor agrees that their acquisition of intellectual property rights under this Agreement or through 


any disclosure hereunder, is limited by their right to use the Sensitive or Confidential Information in 
accordance with their Agreement. The Vendor’s Work produced using Sensitive or Confidential 
Information allows the Vendor to create or retain the copyright (including the right of reuse) for 
materials and documents prepared by the Vendor for the Work, except that the Work neither confers 
nor creates a copyright for the Sensitive or Confidential Information.  Sensitive or Confidential 
Information provided by the City remains Sensitive and Confidential data of the City and must 
continue to be treated as such. Any and all portions of written work and data generated by Vendor or 
Subcontractor which includes Sensitive or Confidential Information, or includes identifiable portions of 
the Sensitive or Confidential Information, must continue to be treated as Sensitive or Confidential 
Information and either protected from disclosure or redacted, where possible, before any public 
distribution.  


 
M. Vendor agrees to destroy or return to SPU all copies of Sensitive or Confidential Information (data, 


files, documents or other information) when requested by SPU or when copies are no longer needed 
for the Purposes of this Agreement.  
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