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                                       City Purchasing          General Information 206-684-0444

Current Contract Information

	ALERTS

This contract is not intended for anything that is more properly classified as Public Works.  

This contract is limited to only those items expressly provided for in this contract.

Do not use for federally funded purchases without a specific review for your grant funding requirements.

	Contract Title  
Data Analytics Platform
	Contract # 0000003289

	Buyer
	Name: 
Jason Edens
	Phone: 
206-733-9583
	E-Mail: 
Jason.edens@seattle.gov

	Vendor (name/address)
	Accenture, LLP


	Vendor ID#  0000426525

	Vendor Contact
	Contact:  Jamie Willis        Phone:  512-732-5996      Fax: 206-839-2008
E-Mail: Jamie.willis@accenture.com

	WMBE Status
	 FORMDROPDOWN 


	Description
	Data Analytics Platform for SPD

	Contract Term
	9/29/15 – 12/30/16

	Future Extension Option
	Yes, on mutual agreement

	Freight Terms
	N/A


	Prompt Pay Discount
	 N/A


	Delivery ARO
	 N/A


	Order Instructions
	For Use By: 

SPD
	Order Limit:  

N/A

	Contracting Options
	 FORMCHECKBOX 
This is the only City contract for this product.  Unless a separate competitive process is undertaken, this contract must be used when a product is sought that matches contract offerings. Call the Buyer for advice.

 FORMCHECKBOX 
This is one of several contracts awarded for this product.  The City may select among any of the following:
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This Amendment No. 2 modifies the Accenture Statement of Work (RFP# SPD-3289) between the Seattle 


Police Department and Accenture LLP, with an effective date of 9/29/2015 for the Data Analytics 


Platform Design and Implementation, which incorporates the approved Change Requests set forth 


below: 


Change 
Request No. 


Summary Change Request 
Approval Date 


CR009 Extend End Date of Training Plan  


CR010 Timeline Shift  


 


The following specific sections/portions of the SoW should be modified as described below: 


1. Update Section B Major Work Products/Deliverables Schedule as follows: 


o  Per CR009 update the Delivery due date as shown in the updated Major Work Product / 


Deliverable Schedule table below, for the following deliverables: 


 Deliverable 11.1 Training Plan (Technical) Release 2 


 Deliverable 11.1 Training Plan (End User) Release 2  


 Deliverable 11.1 Training Plan (Technical) Release 3  


 Deliverable 11.1 Training Plan (End User) Release 3  


 Deliverable 11.1 Training Plan (Technical) Release 4  


 Deliverable 11.1 Training Plan (End User) Release 4  


o Per CR010 delete the following language from page 8-12: 


 “Deliverable 12.1 is subject to the Section 9 of the Contract” 


o Per CR010 update Deliverable due date for the following deliverables as shown in 


updated Major Work Product / Deliverable Schedule table below 


 Deliverable 12.1 Go-Live and Stabilization Plan Release 1  


 Deliverable 9.2 Tested Software Release 1 


 Deliverable 9.3 Volume/Stress Testing Report Release 1 


 Deliverable 1.4 Project Status Reports Release 1 


 Deliverable 7.1/7.2 Configured and Customized Data Analytics Platform Release 


1 


 Deliverable 8.2/8.3 Interfaces and Data Release 1 


 Deliverable 10.1/10.2/10.3 Standard Reports, Queries, Dashboard Release 1 


 Deliverable 11.2/12.2 Training Materials and Business User Manual Release 1 


 Deliverable 12.3 Production Support Plan Release 1 


 Deliverable 12.4 Data Analytics Platform in Productive Use Release 1 


 Deliverable 11.3 Training Release 1 


 Deliverable 9.1 Test Plan and Scripts Release 2 


 Deliverable 8.1 Interface Specification Release 2 


 Deliverable 12.1 Go Live and Stabilization Plan Release 2 


 Deliverable 9.2 Tested Software Release 2 


 Deliverable 9.3 Volume/Stress Testing Report Release 2 
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 Deliverable 9.4 Optimized Platform Release 2 


 Deliverable 1.4 Project Status Reports Release 2 


 Deliverable 7.1/7.2 Configured and Customized Data Analytics Platform Release 


2 


 Deliverable 8.2/8.3 Interfaces and Data Release 2 


 Deliverable 8.2/8.3 Interfaces and Data Release 2 


 Deliverable 10.1/10.2/10.3 Standard Reports, Queries, Dashboard Release 2 


 Deliverable 11.2/12.2 Training Materials and Business User Manual Release 


 Deliverable 12.3 Production Support Plan Release 2 


 Deliverable 12.4 Data Analytics Platform in Productive Use Release 2 


 Deliverable 11.3 Training Release 1 


 Deliverable 12.6 System Support Year 1 


 


1. Update the Major Work Products/Deliverables Schedule, Pages 8-8 through 8-12, as 


reflected below: 


 


B. Major Work Products/Deliverables Schedule, Page 8-8 through 8-12 


Deliverable Work Product  
Service Start 


Date 
Delivery Date 


City Review Period 


Start Complete  


Mobilization         


Deliverable 9.2 Tested Software Release 1  Mon 11/16/15 Mon 2/8/16 Tue 2/9/16 Tue 2/16/16 


Deliverable 9.3 Volume/Stress Testing Report Release 1 Mon 11/30/16 Mon 2/8/16 Tue 2/9/16 Tue 2/16/16 


Deliverable 9.4 Optimized Platform Release 1 Mon 1/4/16 Mon 2/8/16 Tue 2/9/16 Tue 2/16/16 


Deliverable 1.4 Project Status Reports Release 1 Mon 11/30/16 Fri 2/12/16 Tue 2/16/16 Mon 2/22/16 


Deliverable 7.1/7.2 Configured and Customized Data 


Analytics Platform Release 1 
Mon 10/19/15 Tue 2/16/16 Wed 2/17/16 Tue 2/23/16 


Deliverable 8.2/8.3 Interfaces and Data Release 1 Mon 11/2/15 Tue 2/16/16 Wed 2/17/16 Tue 2/23/16 


Deliverable 10.1/10.2/10.3 Standard Reports, Queries, 


Dashboard Release 1 
Mon 11/9/16 Tue 2/16/16 Wed 2/17/16 Tue 2/23/16 


Deliverable 11.2/12.2 Training Materials and Business User 


Manual Release 1 
Mon 12/21/15 Fri 2/12/16 Mon 2/15/16 Fri 2/19/16 


  Deliverable 11.3 Training Release 1 from 2/5/2016 to 


2/19/2016 
Mon 2/1/16 Fri 2/19/16 Mon 2/22/16 Fri 2/26/16 


Deliverable 12.3 Production Support Plan Release 1 Mon 12/28/15 Fri 2/12/16 Mon 2/15/16 Fri 2/19/16 
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Deliverable 12.4 Data Analytics Platform in Productive Use 


Release 1 
Fri 1/15/16 Tue 2/16/16 Wed 2/17/16 Tue 2/23/16 


Deliverable 9.1 Test Plan and Scripts Release 2 Mon 1/25/16 Fri 4/1/16 Mon 4/4/16 Fri 4/8/16 


Deliverable 8.1 Interface Specification Release 2 Mon 4/11/16 Fri 4/15/16 Mon 4/18/16 Fri 4/22/16 


Deliverable 12.1 Go Live and Stabilization Plan Release 2  Mon 3/21/16 Fri 4/29/16 Mon 5/2/16 Fri 5/6/16 


Deliverable 9.2 Tested Software Release 2 Mon 2/8/16 Fri 5/6/16 Mon 5/9/16 Fri 5/13/16 


Deliverable 9.3 Volume/Stress Testing Report Release 2 Mon 2/22/16 Fri 5/6/16 Mon 5/9/16 Fri 5/13/16 


Deliverable 9.4 Optimized Platform Release 2 Mon 4/4/16 Fri 5/6/16 Mon 5/9/16 Fri 5/13/16 


Deliverable 1.4 Project Status Reports Release 2 Mon 2/1/16 Fri 5/13/16 Mon 5/16/16 Mon 5/20/16 


Deliverable 7.1/7.2 Configured and Customized Data 


Analytics Platform Release 2 
Mon 1/11/16 Fri 5/13/16 Mon 5/16/16 Mon 5/20/16 


Deliverable 8.2/8.3 Interfaces and Data Release 2 Mon 1/25/15 Fri 5/13/16 Mon 5/16/16 Fri 5/20/16 


Deliverable 10.1/10.2/10.3 Standard Reports, Queries, 


Dashboard Release 2 from 
Mon 2/1/16 Fri 5/13/16 Mon 5/16/16 Fri 5/20/16 


Deliverable 11.1 Training Plan (Technical) Release 2 Mon 2/8/16 Fri 4/8/2016     Mon 4/11/16 Fri 4/15/16 


Deliverable 11.2/12.2 Training Materials and Business User 


Manual Release 2 
Mon 3/21/16 Fri 5/13/16 Mon 5/16/16 Fri 5/20/16 


  Deliverable 12.3 Production Support Plan Release 2 Mon 3/28/16 Fri 5/13/16 Mon 5/16/16 Fri 5/20/16 


Deliverable 12.4 Data Analytics Platform in Productive Use 


Release 2 
Fri 4/15/16 Fri 5/13/16 Mon 5/16/16 Fri 5/20/16 


Deliverable 11.3 Training Release 2 Mon 5/2/16 Fri 5/20/16 Mon 5/23/16 Fri 5/27/16 


Deliverable 11.1 Training Plan (End User) Release 2 Mon 2/8/16 Fri 4/8/2016 Mon 4/11/16 Fri 4/15/16 


Deliverable 11.1 Training Plan (Technical) Release 3 Mon 4/11/16 Fri 6/10/2016 Mon 6/13/2016 Fri 6/17/2016 


Deliverable 11.1 Training Plan (End User) Release 3 Mon 4/11/16 Fri 6/10/2016 Mon 6/13/2016 Fri 6/17/2016 


Deliverable 11.1 Training Plan (Technical) Release 4 Mon 6/6/2016 Fri 7/22/2016 Mon 7/25/2016 Fri 7/29/2016 


Deliverable 11.1 Training Plan (End User) Release 4 Mon 6/6/2016 Fri 7/22/2016 Mon 7/25/2016 Fri 7/29/2016 


Deliverable 12.6 System Support Year 1 Mon 2/1/16 Fri 2/19/16 N/A N/A 


 


2. Delete the following language from page 8-12: 


“Deliverable 12.1 is subject to the Section 9 of the Contract” 
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IN WITNESS WHEREOF, in consideration of the terms, conditions, and covenants contained herein, or 


attached and incorporated and made a part hereof, the parties have executed this Amendment by 


having the authorized representatives affix their signatures below. 


 


(Vendor/Accenture)           City of Seattle  


 


By   By 


      Signature    Date          Signature       Date  
 


 


 


  (Printed Name)            (Printed Name) 


         


 Title               Title 
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This Amendment No. 3 modifies the Accenture Statement of Work (RFP# SPD-3289) between the Seattle Police Department and Accenture LLP, 
with an effective date March 16, 2016 for the Data Analytics Platform Design and Implementation, which incorporates the approved Change 
Requests set forth below: 


Change 
Request No. 


Summary Change Request 
Approval Date 


CR009 Extend End Date of Training Plan Superseded by 
CR011 


CR010 Timeline Shift Superseded by 
CR011 


CR011 DAP Restructuring  
 


Change Summary 


 Parties have mutually agreed to restructure the Data Analytics Platform Project as set forth below.  Based on recent operational developments 
and a greater understanding of the data disparity challenges present in the environment, the project’s Executive Steering Committee (ESC) 
proposes changing the project purpose and scope to deliver a data warehouse that corrects for data quality issues that will enable ad-hoc 
reporting and alerting, and implementation of data governance program that increases the likelihood of consistent, accurate SPD reporting 
going forward.  The scope changes described in this Change Request are intended to better align DAP to SDP and DoIT's goals.  Changes include: 


1) Remove Stabilization Services and System Support/Production Support from scope 
2) Remove Report Training from scope 
3) Remove R2, R3, and R4 Dashboards, Reports, and User Interfaces from scope 
4) Remove workflow requirements and email notifications from scope 
5) Re-platform Data Integration jobs created for Release 1 from IBI Platform to SSIS Platform 
6) Remove Software Maintenance Support Year 2, 3, 4, 5 
7) Add Data Governance into scope, as follows: 


a. Design and assist SPD in mobilization of Data Governance Organization (Data Owners, Stewards, and Council) 
b. Establish Data Dictionary to analyze and define critical data elements 
c. Establish Data Governance processes for Data Cleanup, Data Maintenance, and Escalations 


8) Add Data Quality into scope as follows: 
a. Perform Cleanup and Remediation of Data Quality in transformation to DAP target 
b. Convert Historical Data from 4 sources into DAP Target 
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c. Establish Quality Metrics and Reports 
9) Add Ad-hoc Reporting into scope, as follows: 


a. Develop and Test Ad-hoc Reporting Capability 
b. Set Ad-hoc Reporting Security and Access Management 
c. Perform Ad-hoc Power User Training 


10) Extend project timeline and release schedule through December 30, 2016 
11) Reduction in overall contract price from $8,894,384 to $8,227,662 


Scope, Schedule, and Cost Impact Summary: 


“Schedule C. Payment Schedule" renamed to "Schedule C. Payment and Major Work Products/Deliverables Schedule".  New deliverable due 
dates added which align with revised schedule. 


 Deliverables removed from scope: 


    Deliverable 11.3 Training for Release 1 only 
    Deliverable 12.5 Stabilization Services 
    Deliverable 12.6 System Support Year 1 


    Deliverable 12.6 System Support Year 2 
    Deliverable 12.3 Production Support Plan 
    Deliverable 10.1 Standard Reports /  10.2 Standard Queries / 10.3 Dashboards  
    Software Maintenance Costs Year 2 


    Software Maintenance Costs Year 3 
    Software Maintenance Costs Year 4 
    Software Maintenance Costs Year 5 
 


Activities and Functionality removed from scope: 


In addition to the contract deliverables listed above, the following activities and functionality are removed from scope due to the removal of the 
IBI reporting layer. 


    - Delivery of workflow functionality (e.g., Requirements Analysis, Design, Build, Test) to support workflow requirements 
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    - Email notifications from the reporting layer 
    - Visual/User Interface, reports and dashboard portion of all requirements 
Deliverables and Activities added to scope: 


New Deliverable 15.1 Data Analytics Platform Application Release, which consolidates the following existing deliverables has been added for 
Release 2, 3, and 4: 
      -Deliverable 7.1/7.2 Configured and Customized Data Analytics Platform 
      -Deliverable 8.2/8.3 Interface and Data 
      -Deliverable 9.4 Optimized Platform 


      -Deliverable 12.4 Data Analytics Platform in Productive Use 
 


Note: Deliverable 15.1 Data Analytics Platform Release encompasses release of the Data Analytics Platform into Production.  The following due 
dates will apply to this Production Release 


          -Release 2 - 7/26/2016 


          -Release 3 - 10/11/2016 
          -Release 4 - 12/6/2016 
New Scope related to migration from IBI Platform to SSIS Platform: 


Re-platform to SSIS by 4/22/2016 


The DAP project team will migrate all ETL functionality developed thus far from the IBI platform to the SSIS platform.  This includes all data 
interfaces developed for Release 1 and extends to all future development for Phase 1 of DAP.  This change does not include the migration of any 
reports, dashboards developed on the IBI platform. Activities expected in this migration effort will include resource mobilization, knowledge 
transition, documentation updates, design modification, development, testing, and deployment. 


New Data Governance / Data Quality deliverables as noted below.  Unless noted as being applicable to multiple releases below, these will be 
submitted one time per the schedule below and will adhere to the existing approval management process for deliverable review.  Ongoing 
updates to these deliverables will happen on a per sprint basis as needed.   


Add the following new Data Governance / Data Quality Deliverables and related project approach and activities: 
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13.1      Data Quality 


              Data Quality Scorecard (R2, R3, R4) 


This deliverable is a metrics scorecard used to report on the data quality metrics.  These metrics measure the quality of the data objects 
across the various SPD subject areas in scope for the DAP.  Once a data quality issue is identified and a need is established for a metric, it 
will be added to the scorecard for ongoing reporting and tracking.  From this view, the overall status and progress of persistent data 
quality issues can be monitored.  This deliverable will be updated with each release. 


              Data Profiling Checklist - due 4/22/2016 


This deliverable will be used to identify and track the steps required by a DAP data analyst during the data profiling process.  This 
checklist will add rigor to the process and serve as a template to capture key data elements, source tables, joining logic, hit rate analysis, 
and potential remediation options for data gaps. 


              Data Cleansing Approach Document - due 4/26/2016 


This deliverable defines the approach for identifying, managing, remediating data quality issues at SPD.  It will define workflows, roles, 
responsibilities, guiding principles, cleansing tactics, standards, meetings approach, and tools relevant for the data cleansing work effort.  
This deliverable will be established win the first month of the data governance program. 


Data Quality Implemented DAP (R2, R3, R4) 


This deliverable represents the cleansed version of DAP application code that is released into the SPD environment.  This deliverable will 
be updated with each release and will follow the same approval process as the standard code releases. 


 


14.1   Data Governance 


           Data Governance Charter: Organization, Roles and Responsibilities - due 4/29/2016 


The deliverable will focus on establishing the organizational structure, roles, and responsibilities of the data governance team at SPD.  
Furthermore, it will document the purpose of the data governance program, the opportunity/problem being addressed, scope, key risks, 
and the anticipated timeline of the data governance program.  This deliverable will be established win the first month of the data 
governance program. 


           DAP Data Dictionary (R2, R3, R4) 
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The DAP Data Dictionary is used to record all the key data items identified in business and data rules, use cases, or other requirements 
for use in data modeling. In addition, any further information for these items can be captured and recorded in one place in this 
deliverable.  A data element includes attributes such as: Business Name, Business Definition, Book of Record, Data Type, Format, Length, 
Precision, Value Range, and Validation.  The data dictionary can be used as a reference for multiple groups across the organization to 
better understand how SPD defines a particular dimension or measure that appears in the DAP.  This deliverable will be updated with 
each release. 


           Data Governance Process: Manual Data Cleanup - due 5/31/2016 


This deliverable describes the process that will be used by SPD to manually correct data in the DAP in the event that an automated 
solution is not possible.  This will include a definition of workflows, roles, responsibilities, guiding principles, standards, and procedures 
for manual data correction.  This deliverable will be established win the second month of the data governance program. 


           Data Governance Process: Escalation Resolution - 6/23/2016 


This deliverable describes the process that will be used by SPD to escalate data issues within the governance structure.  This will describe 
the mechanisms for identifying and tracking data issues and the workflows required to escalate those issues to the data governance 
lead, council, and SPD leadership.  Furthermore it will include a definition of roles, responsibilities, guiding principles, standards, and 
procedures for escalating data issues.  This deliverable will be established win the third month of the data governance program. 


           Data Governance Process: Data Maintenance and Monitoring - 6/30/2016 


This deliverable describes the process that will be used by SPD to maintain and monitor data for DAP.  This includes the regular activities 
required to sustain data in source systems for the purposes of DAP as well as definitions for roles, responsibilities, guiding principles, 
standards, and procedures for maintaining and monitoring data.  This deliverable will be established win the third month of the data 
governance program. 


 


Deliverables to be updated on a per sprint basis: 


Note: in an effort to reduce the review overhead for recurring deliverables, some deliverables have been consolidated.  Additionally deliverables 
will be grouped by month to represent the updates that will be made on a per sprint basis as needed.  All updates will be communicated to SPD 
reviewers and feedback comments will be addressed within each sprint: 


    Deliverable 1.4 Project States Report 
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    Deliverable 8.1 Interface Specifications 


    Deliverable 9.1 Test Plan and Scripts 


    Deliverables 9.2 Tested Software Release / Deliverable 9.3 Volume / Stress Testing Report deliverables 


    Deliverable 11.1 Training Plan (Technical) and 11.1 Training Plan (End User) 


    Deliverable 11.2/12.2 Training Materials and Business User Manual 


    Deliverable 12.1 Go-Live and Stabilization Plan 


 Price Impact: 


Total contract value is revised to $8,227,662 after addition, removal and modifications to scope described herein. 


Schedule Impact:  


The delivery schedule for implementation will be adjusted to extend through December 30, 2016.  Deliverable due dates will be updated 
accordingly. 


Release 1 Scope Clarification: 


The following Release 1 deliverables have been submitted and are approved”as-is” for invoicing by the SPD DAP Executive Steering Committee: 


    Deliverable 2.1 Functional and Technical Requirements 


    Deliverable 2.2 Data Requirements 


    Deliverable 4.1 Data Governance Operating Model 


    Deliverable 4.2 Data Governance Implementation Strategy 


    Deliverable 12.1 Go-Live and Stabilization Plan Release 1 


    Deliverable 9.3 Volume/Stress Testing Report Release 1 


    Deliverable 11.2/12.2 Training Materials and Business User Manual Release 1 


    Deliverable 12.3 Production Support Plan Release 1 
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    Deliverable 9.4 Optimized Platform Release 1 


    Deliverable 1.4 Project Status Reports Release 1 


    Deliverable 10.1/10.2/10.3 Standard Reports, Queries, Dashboards Release 1 


    Deliverable 12.4 Data Analytics Platform in Productive Use Release 1 


The following Release 1 deliverables will be approved pending the completion of data validation testing, by the SPD project team. 
    Deliverable 9.2 Tested Software Release 1 
    Deliverable 7.1/7.2 Configured and Customized Data Analytics Platform Release 1 
    Deliverable 8.2/8.3 Interfaces and Data Release 1 
 


Additional Assumptions: 


The following additional assumptions will be added to the SOW and are provided here as a reference and confirmation. 


    - Accenture will provide support for SPD data validation efforts for Releases 1, 2, 3, 4, as further set forth in the SOW 
    - Visualization tool selected by SPD will support ad-hoc reporting 
    - Accenture will conduct ad-hoc training in support of the visualization tool selected by SPD, subject to agreed requirements in Section E. Basis 
of Estimates for the Data Analytics Platform Design and Implementation Project, DAP Change Enablement and Training Estimate (table). 


    - Accenture is responsible for communicating the approved Data Governance process to Data Owners and Data Stewards 


    - The structure of all future deliverables will be created following accordance with approved DEDs 
    - Recurring deliverables will be updated to reflect written, mutually agreed upon changes between SPD and Accenture  
    - For the priority 1-5 user stories, the estimated functionality to be included in each of the releases will be identified and can be adjusted by 
written, mutual agreement between SPD and Accenture 
 


The following specific sections/portions of the SoW should be modified as described below: 


1. The Accenture Statement of Work – Table of Contents is replaced in its entirety with the following: 


Accenture Statement of Work - Table of Contents 
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A. Project Schedule 


B. Major Work Products 


C. Pricing 


D. Implementation Approach 


E. Basis of Estimates and Assumptions 


F. Delivery Team 


G. Data Quality and Data Governance 


H. IBI to SSIS Migration 


 


 
2. Section A. Project Schedule is updated as follows: 


a. The first paragraph of Section A. Project Schedule is replaced in its entirety with the following.   
 
“For Phase 1, Accenture will provide the SPD with the capabilities required to meet the requirements documented in the Functional and 
Data Requirements deliverable. This will be delivered by December 30, 2016. An additional Statement of Work (SoW) will be completed 
prior to commencement of Phase 2 (optional)."   
 


b. The Delivery Timeline is deleted in its entirety. 
 


c. The Section titled “Release 1” is updated to “Releases” 


 


3. Section B Major Work Products/Deliverables Schedule in its entirety and replace with the following: 


“Major Work Products/Deliverables Schedule 
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“INTENTIONALLY DELETED. “ 
 


4. Section C. Payment Schedule will be renamed to “Schedule C. Payment and Major Work Products/Deliverables Schedule”. Section C 
will be replaced in its entirety with the following.   
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C. Payment and Major Work Products/Deliverables Schedule 
 


 


Project 
Month 
# 


Payment 
Month 


Monthly 
Payment 


Deliverables Included 


Due Date Other Activities 


1 Oct-15 $1,402,469  


Deliverable 1.1 Data 
Analytics Platform Charter 


10/16/15 Included with the deliverables during this time period 
are the following key activities: developing the Project 
Management Plans, conducting 20+ workshops with 


business and technical SMEs, staffing and onboarding 
resources in October, staffing resources in November, 
managing the project on a day to day basis, along with 
weekly status reports, establishing project templates, 


standards, and naming conventions, conducting 
deliverable review meetings, installing and configuring 
hardware and software for Development and Quality 


Assurance environments. 


Deliverable 1.2 
Development Strategy 


10/19/15 


Deliverable 5.1 Software 
Plan 


10/16/15 


Deliverable 5.2 Hardware 
Plan 


10/16/15 


Deliverable 1.3 Baseline 
Detailed Project Work Plan 


10/23/15 


Software & Hardware Costs 
- Phase 1                                                 


10/30/16 


2 Nov-15 $395,646  


Deliverable 2.1 Functional 
and Technical 
Requirements 


10/30/15 Included with the deliverables during this time period 
are the following key activities: Mobilization Activities 


(onboarding resources, staffing resources for 
December, installing software on SPD laptops, 


configuring connections to servers, conducting 
workshops for code configuration management, setting 


up the structure for the code repository, conducting 
workshops for data governance, setting up and 


configuring hardware for the Production environment), 
finishing Release 1 - Sprint 1 Activities (updating Project 


Management Plans as needed, conducting 
requirements/user story workshops with technical and 


business SMEs, creating user stories, updating 
requirements/product backlog by identifying release 


and sprint, defining data sources and required data 
elements, conducting data gap analysis, defining data 


Deliverable 2.2 Data 
Requirements 


10/30/15 


Deliverable 4.1 Data 
Governance Operating 
Model 


11/25/15 


Deliverable 4.3 System 
Security Plan 


11/13/15 


 8-10 Copyright© Accenture 2015. All Rights Reserved. 


   







 City of Seattle 
Data Analytics Platform Design and Implementation 


RFP# SPD-3289 


acquisition and load strategy, updating the architecture 
documents as needed, creating functional 


designs/mockups for reporting, identifying dimensions 
and fact measures, updating logical and physical data 


models, conducting learning needs assessment, 
creating/updating source to target mapping 


documents, analyzing the source data for quality issues, 
conducting sprint planning workshops to decompose 


user stories into tasks, estimate tasks, determine team 
capacity and scope for the release) and starting Release 


1 - Sprint 1 (defining business rules for data 
transformation, designing and coding the database 


objects, ETL jobs,  dashboards and reports, performing 
unit testing), conducting deliverable iteration and 


review meetings, and providing weekly project status. 


3 Dec-15 $201,885  


Deliverable 1.4  Project 
Status Reports - 
Mobilization 


12/1/15 Included with the deliverables during this time period 
are the following key activities: Mobilization Activities 


(onboarding resources for December, staffing resources 
for January), finishing Release 1 - Sprint 1 Activities 


(defining business rules for data transformation, 
designing and coding the database objects, ETL jobs,  


dashboards and reports, performing unit testing, 
conducting the Sprint 1 Review/ Demo, conducting the 


Sprint 1 retrospective), Release 1 - Sprint 2 Activities 
(defining business rules for data transformation, 


designing and coding the database objects, ETL jobs,  
dashboards and reports, performing unit testing, 


conducting the Sprint 2 Review/ Demo, conducting the 
Sprint 2 retrospective), Starting Release 1 - Testing 


Phase Activities (deploying to QA environment, 
performing system integration/functional testing, 


regression testing, performance testing, triaging and 
fixing bugs), conducting deliverable iteration and 


review meetings, and providing weekly project status. 


Deliverable 3.1 System 
Design 


11/27/15 


Deliverable 3.2 Data 
Architecture 
Documentation 


11/27/15 


Deliverable 3.3 Data 
Integration Plan 


11/27/15 


Deliverable 6.1 Computing 
Hardware 


11/27/15 


Deliverable 6.2 Software 11/27/15 


Deliverable 11.1 Training 
Plan (Technical) -/ 
Deliverable 11.1 Training 
Plan (End User) Release 1 


11/27/15 


Deliverable 11.1 Training 
Plan (End User) - Release 1 


11/27/15 


Deliverable 9.1 Test Plan 
and Scripts - Release 1 


12/18/15 
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4 Jan-16 $734,477  


Deliverable 4.2 Data 
Governance 
Implementation Strategy 


12/23/15 Included with the deliverables during this time period 
are the following key activities:  Mobilization Activities 


(onboarding one resource for January), finishing 
Release 1 - Sprint 2 Activities (conducting Sprint 2 


Review and Demo), finishing Release 1 - Testing Phase 
Activities (deploying to QA environment, performing 


system integration/functional testing, regression 
testing, performance testing, performing user 


acceptance testing, triaging and fixing bugs), 
Deployment and Post-Deployment Activities (deploying 


to Production environment, conducting release 
retrospective meeting and producing the release 


retrospective meeting report, assessing the change 
management effectiveness), starting Release 2 - Sprint 


0 Activities (updating Project Management Plans as 
needed, conducting requirements/user story 


workshops with technical and business SMEs, creating 
user stories, updating requirements/product backlog by 


identifying release and sprint, defining data sources 
and required data elements, conducting data gap 


analysis, defining data acquisition and load strategy, 
updating the architecture documents as needed, 


creating functional designs/mockups for reporting, 
identifying dimensions and fact measures, updating 


logical and physical data models, conducting learning 
needs assessment, creating/updating source to target 


mapping documents, analyzing the source data for 
quality issues, conducting sprint planning workshops to 


decompose user stories into tasks, estimate tasks, 
determine team capacity and scope for the release), 


conducting deliverable iteration and review meetings, 
and providing weekly project status. 


Deliverable 8.1 Interface 
Specifications - Release 1 


1/4/16 


Deliverable 12.1 Go-Live 
and Stabilization Plan - 
Release 1 


1/19/16 


5 Feb-16 $2,063,953  


Deliverable 9.2 Tested 
Software - Release 1 


1/25/16 Included with the deliverables during this time period 
are the following key activities: Finish Release 2 - Sprint 


0 Activities (updating Project Management Plans as 
needed, conducting requirements/user story 


workshops with technical and business SMEs, creating 


Deliverable 9.3 
Volume/Stress Testing 
Report - Release 1 


1/25/16 
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Deliverable 9.4 Optimized 
Platform - Release 1 


1/25/16 user stories, updating requirements/product backlog by 
identifying release and sprint, defining data sources 


and required data elements, conducting data gap 
analysis, defining data acquisition and load strategy, 


updating the architecture documents as needed, 
creating functional designs/mockups for reporting, 


identifying dimensions and fact measures, updating 
logical and physical data models, conducting learning 


needs assessment, creating/updating source to target 
mapping documents, analyzing the source data for 


quality issues, conducting sprint planning workshops to 
decompose user stories into tasks, estimate tasks, 


determine team capacity and scope for the release), 
Start Release 2 - Sprint 1 Activities (defining business 


rules for data transformation, designing and coding the 
database objects, ETL jobs,  dashboards and reports, 


performing unit testing), conducting deliverable 
iteration and review meetings, and providing weekly 


project status. 
Included with the deliverables during this time period 


are the following key activities: Finish Release 2 - Sprint 
0 Activities (updating Project Management Plans as 


needed, conducting requirements/user story 
workshops with technical and business SMEs, creating 


user stories, updating requirements/product backlog by 
identifying release and sprint, defining data sources 


and required data elements, conducting data gap 
analysis, defining data acquisition and load strategy, 


updating the architecture documents as needed, 
creating functional designs/mockups for reporting, 


identifying dimensions and fact measures, updating 
logical and physical data models, conducting learning 


needs assessment, creating/updating source to target 
mapping documents, analyzing the source data for 


quality issues, conducting sprint planning workshops to 
decompose user stories into tasks, estimate tasks, 


determine team capacity and scope for the release), 
Start Release 2 - Sprint 1 Activities (defining business 


rules for data transformation, designing and coding the 


Deliverable 1.4  Project 
Status Reports - Release 1 


1/29/26 


Deliverable 7.1 Configured 
Data Analytics Platform - 
Release 1 / Deliverable 7.2 
Customized Data Analytics 
Platform - Release 1 


2/2/16 


Deliverable 8.2 Interfaces - 
Release 1 / Deliverable 8.3 
Migrated Data – Release 1 


2/2/16 


Deliverable 11.2 Training 
Materials - Release 1 /  
Deliverable 12.2 Business User 
Manual - Release 1 


1/29/16 


Deliverable 12.4 Data 
Analytics Platform in 
Productive Use - Release 1 


1/29/16 
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database objects, ETL jobs,  dashboards and reports, 
performing unit testing), conducting deliverable 


iteration and review meetings, and providing weekly 
project status. 


6 Mar-16 $427,970 


-Deliverable 11.1 Training 
Plan (Technical / End User) - 
Update 
-Deliverable 9.1 Test Plan 
and Scripts - Update 
-Deliverable 8.1 Interface 
Specifications - Update 
-Deliverable 12.1 Go-Live 
and Stabilization Plan - 
Update 
-Deliverable 9.2 Tested 
Software - Update / 
Deliverable 9.3 
Volume/Stress Testing 
Report – Update 
-Deliverable 1.4  Project 
Status Reports - Update 
-Deliverable 11.2/12.2 
Training Materials and 
Business User Manual - 
Update 


3/31/201
6 


 


 
Included with the deliverables during this time 
period are the following key activities: 


Analysis Activities (i.e., Decompose Tasks in 
Burndown, Size and Prioritize Requirements, 
Clarify Requirement Ambiguity, Identify Key 
Dimensions and Measures, Update Business 
Transformation Rules, Capture Business 
Definitions for Data Elements, Capture, Size, and 
Prioritize Enhancements, Build Learning 
Documentation and Visual Aids), Design Activities 
(i.e., Decompose Tasks in Burndown, Perform 
Data Gap Analysis Based on Requirements, 
Validate Data Sources, Profile Source Data, 
Update Data Models, Update Source to Target 
Mapping, Update Interface Specification, Confirm 
Security Requirements), Build Activities (i.e., 
Decompose Tasks in Burndown, Build the ETL 
Interface for Staging, Build the ETL Interface for IL, 
Build the ETL Interface for Star, Build Stored 
Procedures, Generate Database Scripts, Build 
Dashboard Synonym, Validate Security 
Implementation, Unit Test, Update Validation 
Scripts, Perform Code Review), Test Activities (i.e., 
Decompose Tasks in Burndown, Requirements and 
Design Analysis, Update Test Plan, Update Test 
Scripts, Update Regression Scripts, Execute System 
Integration Test, Execute Performance Test, 
Administer Defect Management Process, Hold 
Daily Defect Triage Meetings, Provide Test Status 
Reports), Release Activities (i.e., Plan Deployment, 


 8-14 Copyright© Accenture 2015. All Rights Reserved. 


   







 City of Seattle 
Data Analytics Platform Design and Implementation 


RFP# SPD-3289 


Update Go-live and Stabilization Plan, Prepare 
Target Environment, Configure Code Artifacts, 
Deploy), Training Activities (i.e., Requirements and 
Design Analysis, Update Training Plan, Update 
Training Materials, Update Business User Manual, 
Conduct Technical Training, Conduct "Train the 
Trainer" Training), and Data Governance and 
Quality Activities (i.e., Confirm Program Objectives 
and Approach, Establish Opportunity/Problem 
Statement, Establish Strategic Goal Alignment, 
Establish Success Factors, Identify Key Risks, 
Establish Organization, Roles, and Responsibilities, 
Identify Data Stewards, Data Owners, Lead, and 
Council, Identify Key Business Data Elements, 
Establish Quality Scorecard, Establish Data 
Profiling Checklist, Establish Data Cleansing 
Approach Document). 
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7 Apr-16 $395,000 


-Deliverable 11.1 Training 
Plan (Technical / End User) 
-Deliverable 9.1 Test Plan 
and Scripts Update 
-Deliverable 8.1 Interface 
Specifications - Update 
-Deliverable 12.1 Go-Live 
and Stabilization Plan - 
Update 
-Deliverable 9.2 Tested 
Software - Update /  
Deliverable 9.3 
Volume/Stress Testing 
Report - Update 
-Deliverable 1.4 Project 
Status Report – Update 
-Deliverable 11.2/12.2 
Training Materials and 
Business User Manual - 
Update 
 


4/29/201
6 


 


Included with the deliverables during this time 
period are the following key activities: 


Analysis Activities (i.e., Decompose Tasks in 
Burndown, Size and Prioritize Requirements, 
Clarify Requirement Ambiguity, Identify Key 
Dimensions and Measures, Update Business 
Transformation Rules, Capture Business 
Definitions for Data Elements, Capture, Size, and 
Prioritize Enhancements, Build Learning 
Documentation and Visual Aids), Design Activities 
(i.e., Decompose Tasks in Burndown, Perform 
Data Gap Analysis Based on Requirements, 
Validate Data Sources, Profile Source Data, 
Update Data Models, Update Source to Target 
Mapping, Update Interface Specification, Confirm 
Security Requirements), Build Activities (i.e., 
Decompose Tasks in Burndown, Build the ETL 
Interface for Staging, Build the ETL Interface for IL, 
Build the ETL Interface for Star, Build Stored 
Procedures, Generate Database Scripts, Build 
Dashboard Synonym, Validate Security 
Implementation, Unit Test, Update Validation 
Scripts, Perform Code Review), Test Activities (i.e., 
Decompose Tasks in Burndown, Requirements and 
Design Analysis, Update Test Plan, Update Test 
Scripts, Update Regression Scripts, Execute System 
Integration Test, Execute Performance Test, 
Administer Defect Management Process, Hold 
Daily Defect Triage Meetings, Provide Test Status 
Reports), Release Activities (i.e., Plan Deployment, 
Update Go-live and Stabilization Plan, Prepare 
Target Environment, Configure Code Artifacts, 
Deploy), Training Activities (i.e., Requirements and 
Design Analysis, Update Training Plan, Update 


  


$158,600 


Data Profiling Checklist 
(4/22/2016) 
Data Cleansing Approach 
Document (4/26/2016) 
Data Governance Charter: 
Organization, Roles and 
Responsibilities 
(4/29/2016) 
 


4/22/201
6 - 


4/29/201
6 
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Training Materials, Update Business User Manual, 
Conduct Technical Training, Conduct "Train the 
Trainer" Training), and Data Governance and 
Quality Activities (i.e., Confirm Program Objectives 
and Approach, Establish Opportunity/Problem 
Statement, Establish Strategic Goal Alignment, 
Establish Success Factors, Identify Key Risks, 
Establish Organization, Roles, and Responsibilities, 
Identify Data Stewards, Data Owners, Lead, and 
Council, Identify Key Business Data Elements, 
Establish Quality Scorecard, Establish Data 
Profiling Checklist, Establish Data Cleansing 
Approach Document). 


8 May-16 $345,000  


-Deliverable 11.1 Training 
Plan (Technical / End User) 
– Update 
-Deliverable 9.1 Test Plan 
and Scripts 
Deliverable 8.1 Interface 
Specifications 
Deliverable 12.1 Go-Live 
and Stabilization Plan – 
Update 
-Deliverable 9.2 Tested 
Software - Update /  
-Deliverable 9.3 
Volume/Stress Testing 
Report - Update 
-Deliverable 1.4  Project 
Status Reports - Update 
-Deliverable 11.2 Training 
Materials - Update / 
Deliverable 12.2 Business 
User Manual - Update 


5/31/201
6 


 


Included with the deliverables during this time 
period are the following key activities: 


Analysis Activities (i.e., Decompose Tasks in 
Burndown, Size and Prioritize Requirements, 
Clarify Requirement Ambiguity, Identify Key 
Dimensions and Measures, Update Business 
Transformation Rules, Capture Business 
Definitions for Data Elements, Capture, Size, and 
Prioritize Enhancements, Build Learning 
Documentation and Visual Aids), Design Activities 
(i.e., Decompose Tasks in Burndown, Perform 
Data Gap Analysis Based on Requirements, 
Validate Data Sources, Profile Source Data, 
Update Data Models, Update Source to Target 
Mapping, Update Interface Specification, Confirm 
Security Requirements), Build Activities (i.e., 
Decompose Tasks in Burndown, Build the ETL 
Interface for Staging, Build the ETL Interface for IL, 
Build the ETL Interface for Star, Build Stored 
Procedures, Generate Database Scripts, Build 
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$145,000 


-Data Quality Scorecard 
(5/24/2016) 
-DAP Data Dictionary 
(5/26/2016) 
-Data Governance Process: 
Manual Data Cleanup 
(5/31/2016) 


5/24/201
6 - 


5/31/201
6 


 
 


Dashboard Synonym, Validate Security 
Implementation, Unit Test, Update Validation 
Scripts, Perform Code Review), Test Activities (i.e., 
Decompose Tasks in Burndown, Requirements and 
Design Analysis, Update Test Plan, Update Test 
Scripts, Update Regression Scripts, Execute System 
Integration Test, Execute Performance Test, 
Administer Defect Management Process, Hold 
Daily Defect Triage Meetings, Provide Test Status 
Reports), Release Activities (i.e., Plan Deployment, 
Update Go-live and Stabilization Plan, Prepare 
Target Environment, Configure Code Artifacts, 
Deploy), Training Activities (i.e., Requirements and 
Design Analysis, Update Training Plan, Update 
Training Materials, Update Business User Manual, 
Conduct Technical Training, Conduct "Train the 
Trainer" Training), and Data Governance and 
Quality Activities (i.e., Confirm Program Objectives 
and Approach, Establish Opportunity/Problem 
Statement, Establish Strategic Goal Alignment, 
Establish Success Factors, Identify Key Risks, 
Establish Organization, Roles, and Responsibilities, 
Identify Data Stewards, Data Owners, Lead, and 
Council, Identify Key Business Data Elements, 
Establish Quality Scorecard, Establish Data 
Profiling Checklist, Establish Data Cleansing 
Approach Document). 


9 Jun-16 $345,000 


-Deliverable 11.1 Training 
Plan (Technical/End User) - 
Update 
-Deliverable 9.1 Test Plan 
and Scripts - Update 
-Deliverable 8.1 Interface 
Specifications - Update 


6/30/201
6 


 


Included with the deliverables during this time 
period are the following key activities: 


Analysis Activities (i.e., Decompose Tasks in 
Burndown, Size and Prioritize Requirements, 
Clarify Requirement Ambiguity, Identify Key 
Dimensions and Measures, Update Business 
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Deliverable 12.1 Go-Live 
and Stabilization Plan – 
Update 
-Data Quality Scorecard – 
Update 
-Data Quality Implemented 
DAP – Update 
-DAP Data Dictionary – 
Update 
 


Transformation Rules, Capture Business 
Definitions for Data Elements, Capture, Size, and 
Prioritize Enhancements, Build Learning 
Documentation and Visual Aids), Design Activities 
(i.e., Decompose Tasks in Burndown, Perform 
Data Gap Analysis Based on Requirements, 
Validate Data Sources, Profile Source Data, 
Update Data Models, Update Source to Target 
Mapping, Update Interface Specification, Confirm 
Security Requirements), Build Activities (i.e., 
Decompose Tasks in Burndown, Build the ETL 
Interface for Staging, Build the ETL Interface for IL, 
Build the ETL Interface for Star, Build Stored 
Procedures, Generate Database Scripts, Build 
Dashboard Synonym, Validate Security 
Implementation, Unit Test, Update Validation 
Scripts, Perform Code Review), Test Activities (i.e., 
Decompose Tasks in Burndown, Requirements and 
Design Analysis, Update Test Plan, Update Test 
Scripts, Update Regression Scripts, Execute System 
Integration Test, Execute Performance Test, 
Administer Defect Management Process, Hold 
Daily Defect Triage Meetings, Provide Test Status 
Reports), Release Activities (i.e., Plan Deployment, 
Update Go-live and Stabilization Plan, Prepare 
Target Environment, Configure Code Artifacts, 
Deploy), Training Activities (i.e., Requirements and 
Design Analysis, Update Training Plan, Update 
Training Materials, Update Business User Manual, 
Conduct Technical Training, Conduct "Train the 
Trainer" Training), and Data Governance and 
Quality Activities (i.e., Confirm Program Objectives 
and Approach, Establish Opportunity/Problem 
Statement, Establish Strategic Goal Alignment, 
Establish Success Factors, Identify Key Risks, 


  $65,000 


-Data Governance Process: 
Escalation Resolution 
(6/23/2016) 
-Data Governance Process: 
Data Maintenance and 
Monitoring (6/30/2016) 
 


6/23/201
6 – 


6/30/201
6 
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Establish Organization, Roles, and Responsibilities, 
Identify Data Stewards, Data Owners, Lead, and 
Council, Identify Key Business Data Elements, 
Establish Quality Scorecard, Establish Data 
Profiling Checklist, Establish Data Cleansing 
Approach Document). 


10 Jul-16 $295,000 


-Deliverable 15.1 Data 
Analytics Platform 
Application Release 2 
Data Quality Implemented 
DAP Release 2 


7/26/201
6 


 
Included with the deliverables during this time 
period are the following key activities: 


Analysis Activities (i.e., Decompose Tasks in 
Burndown, Size and Prioritize Requirements, 
Clarify Requirement Ambiguity, Identify Key 
Dimensions and Measures, Update Business 
Transformation Rules, Capture Business 
Definitions for Data Elements, Capture, Size, and 
Prioritize Enhancements, Build Learning 
Documentation and Visual Aids), Design Activities 
(i.e., Decompose Tasks in Burndown, Perform 
Data Gap Analysis Based on Requirements, 
Validate Data Sources, Profile Source Data, 
Update Data Models, Update Source to Target 
Mapping, Update Interface Specification, Confirm 
Security Requirements), Build Activities (i.e., 
Decompose Tasks in Burndown, Build the ETL 
Interface for Staging, Build the ETL Interface for IL, 
Build the ETL Interface for Star, Build Stored 
Procedures, Generate Database Scripts, Build 
Dashboard Synonym, Validate Security 
Implementation, Unit Test, Update Validation 
Scripts, Perform Code Review), Test Activities (i.e., 
Decompose Tasks in Burndown, Requirements and 
Design Analysis, Update Test Plan, Update Test 
Scripts, Update Regression Scripts, Execute System 
Integration Test, Execute Performance Test, 


-Deliverable 11.1 Training 
Plan (Technical /  
End User) – Update 
-Deliverable 9.1 Test Plan 
and Scripts - Update  
-Deliverable 8.1 Test Plan 
and Scripts - Update 
-Deliverable 12.1 Go-Live 
and Stabilization Plan - 
Update 
-Deliverable 9.2 Tested 
Software / Deliverable 9.3 
Volume/Stress Testing 
Report - Update 
-Deliverable 1.4  Project 
Status Reports - Update 
-Deliverable 11.2 Training 
Materials /  
Deliverable 12.2  
Business User Manual – 
Update 
-Data Quality Scorecard – 
Update 


7/29/201
6 
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-Data Quality Implemented 
DAP – Update 
-DAP Data Dictionary – 
Update 


Administer Defect Management Process, Hold 
Daily Defect Triage Meetings, Provide Test Status 
Reports), Release Activities (i.e., Plan Deployment, 
Update Go-live and Stabilization Plan, Prepare 
Target Environment, Configure Code Artifacts, 
Deploy), Training Activities (i.e., Requirements and 
Design Analysis, Update Training Plan, Update 
Training Materials, Update Business User Manual, 
Conduct Technical Training, Conduct "Train the 
Trainer" Training), and Data Governance and 
Quality Activities (i.e., Confirm Program Objectives 
and Approach, Establish Opportunity/Problem 
Statement, Establish Strategic Goal Alignment, 
Establish Success Factors, Identify Key Risks, 
Establish Organization, Roles, and Responsibilities, 
Identify Data Stewards, Data Owners, Lead, and 
Council, Identify Key Business Data Elements, 
Establish Quality Scorecard, Establish Data 
Profiling Checklist, Establish Data Cleansing 
Approach Document).  


11 Aug-16 $295,000  


-Deliverable 11.1 Training 
Plan (Technical/End User) - 
Update 
-Deliverable 9.1 Test Plan 
and Scripts - Update 
-Deliverable 8.1 Interface 
Specifications - Updates 
-Deliverable 9.2 Tested 
Software /  
Deliverable 9.3 
Volume/Stress Testing 
Report - Update 
-Deliverable 1.4 Project 
Status Reports – Update 


8/31/201
6 


Included with the deliverables during this time 
period are the following key activities: 


Analysis Activities (i.e., Decompose Tasks in 
Burndown, Size and Prioritize Requirements, 
Clarify Requirement Ambiguity, Identify Key 
Dimensions and Measures, Update Business 
Transformation Rules, Capture Business 
Definitions for Data Elements, Capture, Size, and 
Prioritize Enhancements, Build Learning 
Documentation and Visual Aids), Design Activities 
(i.e., Decompose Tasks in Burndown, Perform 
Data Gap Analysis Based on Requirements, 
Validate Data Sources, Profile Source Data, 
Update Data Models, Update Source to Target 
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-Deliverable 11.2 Training 
Materials /  
Deliverable 12.2  
Business User Manual – 
Update 
-Data Quality Scorecard – 
Update 
-Data Quality Implemented 
DAP – Update 
-DAP Data Dictionary – 
Update 


Mapping, Update Interface Specification, Confirm 
Security Requirements), Build Activities (i.e., 
Decompose Tasks in Burndown, Build the ETL 
Interface for Staging, Build the ETL Interface for IL, 
Build the ETL Interface for Star, Build Stored 
Procedures, Generate Database Scripts, Build 
Dashboard Synonym, Validate Security 
Implementation, Unit Test, Update Validation 
Scripts, Perform Code Review), Test Activities (i.e., 
Decompose Tasks in Burndown, Requirements and 
Design Analysis, Update Test Plan, Update Test 
Scripts, Update Regression Scripts, Execute System 
Integration Test, Execute Performance Test, 
Administer Defect Management Process, Hold 
Daily Defect Triage Meetings, Provide Test Status 
Reports), Release Activities (i.e., Plan Deployment, 
Update Go-live and Stabilization Plan, Prepare 
Target Environment, Configure Code Artifacts, 
Deploy), Training Activities (i.e., Requirements and 
Design Analysis, Update Training Plan, Update 
Training Materials, Update Business User Manual, 
Conduct Technical Training, Conduct "Train the 
Trainer" Training), and Data Governance and 
Quality Activities (i.e., Confirm Program Objectives 
and Approach, Establish Opportunity/Problem 
Statement, Establish Strategic Goal Alignment, 
Establish Success Factors, Identify Key Risks, 
Establish Organization, Roles, and Responsibilities, 
Identify Data Stewards, Data Owners, Lead, and 
Council, Identify Key Business Data Elements, 
Establish Quality Scorecard, Establish Data 
Profiling Checklist, Establish Data Cleansing 
Approach Document). 
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12 Sep-16 $245,000  


-Deliverable 11.1 Training 
Plan (Technical / End User) 
– Update 
-Deliverable 9.1 Test Plan 
and Scripts – Update 
Deliverable 12.1 Go-Live 
and Stabilization Plan - 
Update 
- Deliverable 9.2 Tested 
Software /  
Deliverable 9.3 
Volume/Stress Testing 
Report - Update 
-Deliverable 1.4  Project 
Status Reports -Update 
Deliverable 11.2 Training 
Materials /Deliverable 12.2 
Business User Manual – 
Update 
-Data Quality Scorecard – 
Update 
-Data Quality Implemented 
DAP – Update 
-DAP Data Dictionary – 
Update 


9/30/201
6 


 
Included with the deliverables during this time 
period are the following key activities: 


Analysis Activities (i.e., Decompose Tasks in 
Burndown, Size and Prioritize Requirements, 
Clarify Requirement Ambiguity, Identify Key 
Dimensions and Measures, Update Business 
Transformation Rules, Capture Business 
Definitions for Data Elements, Capture, Size, and 
Prioritize Enhancements, Build Learning 
Documentation and Visual Aids), Design Activities 
(i.e., Decompose Tasks in Burndown, Perform 
Data Gap Analysis Based on Requirements, 
Validate Data Sources, Profile Source Data, 
Update Data Models, Update Source to Target 
Mapping, Update Interface Specification, Confirm 
Security Requirements), Build Activities (i.e., 
Decompose Tasks in Burndown, Build the ETL 
Interface for Staging, Build the ETL Interface for IL, 
Build the ETL Interface for Star, Build Stored 
Procedures, Generate Database Scripts, Build 
Dashboard Synonym, Validate Security 
Implementation, Unit Test, Update Validation 
Scripts, Perform Code Review), Test Activities (i.e., 
Decompose Tasks in Burndown, Requirements and 
Design Analysis, Update Test Plan, Update Test 
Scripts, Update Regression Scripts, Execute System 
Integration Test, Execute Performance Test, 
Administer Defect Management Process, Hold 
Daily Defect Triage Meetings, Provide Test Status 
Reports), Release Activities (i.e., Plan Deployment, 
Update Go-live and Stabilization Plan, Prepare 
Target Environment, Configure Code Artifacts, 
Deploy), Training Activities (i.e., Requirements and 
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Design Analysis, Update Training Plan, Update 
Training Materials, Update Business User Manual, 
Conduct Technical Training, Conduct "Train the 
Trainer" Training), and Data Governance and 
Quality Activities (i.e., Confirm Program Objectives 
and Approach, Establish Opportunity/Problem 
Statement, Establish Strategic Goal Alignment, 
Establish Success Factors, Identify Key Risks, 
Establish Organization, Roles, and Responsibilities, 
Identify Data Stewards, Data Owners, Lead, and 
Council, Identify Key Business Data Elements, 
Establish Quality Scorecard, Establish Data 
Profiling Checklist, Establish Data Cleansing 
Approach Document). 


  


$245,000 


-Deliverable 15.1 Data 
Analytics Platform 
Application Release 3 
-Data Quality Implemented 
DAP Release 3 


10/11/20
16 


Included with the deliverables during this time 
period are the following key activities: 


Analysis Activities (i.e., Decompose Tasks in 
Burndown, Size and Prioritize Requirements, 
Clarify Requirement Ambiguity, Identify Key 
Dimensions and Measures, Update Business 
Transformation Rules, Capture Business 
Definitions for Data Elements, Capture, Size, and 
Prioritize Enhancements, Build Learning 
Documentation and Visual Aids), Design Activities 
(i.e., Decompose Tasks in Burndown, Perform 
Data Gap Analysis Based on Requirements, 
Validate Data Sources, Profile Source Data, 
Update Data Models, Update Source to Target 
Mapping, Update Interface Specification, Confirm 
Security Requirements), Build Activities (i.e., 
Decompose Tasks in Burndown, Build the ETL 
Interface for Staging, Build the ETL Interface for IL, 
Build the ETL Interface for Star, Build Stored 
Procedures, Generate Database Scripts, Build 


13 
 


Oct-16 


-Deliverable 11.1 Training 
Plan (Technical / End User) 
– Update 
-Deliverable 9.1 Test Plan 
and Scripts – Update 
Deliverable 12.1 Go-Live 
and Stabilization Plan - 
Update 
- Deliverable 9.2 Tested 
Software /  
Deliverable 9.3 
Volume/Stress Testing 
Report - Update 
-Deliverable 1.4  Project 
Status Reports -Update 


10/31/20
16 
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Deliverable 11.2 Training 
Materials /Deliverable 12.2 
Business User Manual – 
Update 
-Data Quality Scorecard – 
Update 
-Data Quality Implemented 
DAP – Update 
-DAP Data Dictionary – 
Update 


Dashboard Synonym, Validate Security 
Implementation, Unit Test, Update Validation 
Scripts, Perform Code Review), Test Activities (i.e., 
Decompose Tasks in Burndown, Requirements and 
Design Analysis, Update Test Plan, Update Test 
Scripts, Update Regression Scripts, Execute System 
Integration Test, Execute Performance Test, 
Administer Defect Management Process, Hold 
Daily Defect Triage Meetings, Provide Test Status 
Reports), Release Activities (i.e., Plan Deployment, 
Update Go-live and Stabilization Plan, Prepare 
Target Environment, Configure Code Artifacts, 
Deploy), Training Activities (i.e., Requirements and 
Design Analysis, Update Training Plan, Update 
Training Materials, Update Business User Manual, 
Conduct Technical Training, Conduct "Train the 
Trainer" Training), and Data Governance and 
Quality Activities (i.e., Confirm Program Objectives 
and Approach, Establish Opportunity/Problem 
Statement, Establish Strategic Goal Alignment, 
Establish Success Factors, Identify Key Risks, 
Establish Organization, Roles, and Responsibilities, 
Identify Data Stewards, Data Owners, Lead, and 
Council, Identify Key Business Data Elements, 
Establish Quality Scorecard, Establish Data 
Profiling Checklist, Establish Data Cleansing 
Approach Document). 


14 Nov-16 $240,000 


Deliverable 11.1 Training 
Plan (Technical / End User) 
– Update 
-Deliverable 9.1 Test Plan 
and Scripts – Update 
Deliverable 12.1 Go-Live 
and Stabilization Plan - 
Update 


11/30/20
16 


Included with the deliverables during this time 
period are the following key activities: 


Analysis Activities (i.e., Decompose Tasks in 
Burndown, Size and Prioritize Requirements, 
Clarify Requirement Ambiguity, Identify Key 
Dimensions and Measures, Update Business 
Transformation Rules, Capture Business 
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- Deliverable 9.2 Tested 
Software /  
Deliverable 9.3 
Volume/Stress Testing 
Report - Update 
-Deliverable 1.4  Project 
Status Reports -Update 
Deliverable 11.2 Training 
Materials /Deliverable 12.2 
Business User Manual – 
Update 
-Data Quality Scorecard – 
Update 
-Data Quality Implemented 
DAP – Update 
-DAP Data Dictionary – 
Update 


Definitions for Data Elements, Capture, Size, and 
Prioritize Enhancements, Build Learning 
Documentation and Visual Aids), Design Activities 
(i.e., Decompose Tasks in Burndown, Perform 
Data Gap Analysis Based on Requirements, 
Validate Data Sources, Profile Source Data, 
Update Data Models, Update Source to Target 
Mapping, Update Interface Specification, Confirm 
Security Requirements), Build Activities (i.e., 
Decompose Tasks in Burndown, Build the ETL 
Interface for Staging, Build the ETL Interface for IL, 
Build the ETL Interface for Star, Build Stored 
Procedures, Generate Database Scripts, Build 
Dashboard Synonym, Validate Security 
Implementation, Unit Test, Update Validation 
Scripts, Perform Code Review), Test Activities (i.e., 
Decompose Tasks in Burndown, Requirements and 
Design Analysis, Update Test Plan, Update Test 
Scripts, Update Regression Scripts, Execute System 
Integration Test, Execute Performance Test, 
Administer Defect Management Process, Hold 
Daily Defect Triage Meetings, Provide Test Status 
Reports), Release Activities (i.e., Plan Deployment, 
Update Go-live and Stabilization Plan, Prepare 
Target Environment, Configure Code Artifacts, 
Deploy), Training Activities (i.e., Requirements and 
Design Analysis, Update Training Plan, Update 
Training Materials, Update Business User Manual, 
Conduct Technical Training, Conduct "Train the 
Trainer" Training), and Data Governance and 
Quality Activities (i.e., Confirm Program Objectives 
and Approach, Establish Opportunity/Problem 
Statement, Establish Strategic Goal Alignment, 
Establish Success Factors, Identify Key Risks, 
Establish Organization, Roles, and Responsibilities, 


 8-26 Copyright© Accenture 2015. All Rights Reserved. 


   







 City of Seattle 
Data Analytics Platform Design and Implementation 


RFP# SPD-3289 


Identify Data Stewards, Data Owners, Lead, and 
Council, Identify Key Business Data Elements, 
Establish Quality Scorecard, Establish Data 
Profiling Checklist, Establish Data Cleansing 
Approach Document). 


15 Dec-16 227,662 


15.1 Data Analytics 
Platform Application 
Release -  Release 4  
Data Quality Implemented 
DAP Release 4 
 


12/6/201
6 


Included with the deliverables during this time 
period are the following key activities: 


Analysis Activities (i.e., Decompose Tasks in 
Burndown, Size and Prioritize Requirements, 
Clarify Requirement Ambiguity, Identify Key 
Dimensions and Measures, Update Business 
Transformation Rules, Capture Business 
Definitions for Data Elements, Capture, Size, and 
Prioritize Enhancements, Build Learning 
Documentation and Visual Aids), Design Activities 
(i.e., Decompose Tasks in Burndown, Perform 
Data Gap Analysis Based on Requirements, 
Validate Data Sources, Profile Source Data, 
Update Data Models, Update Source to Target 
Mapping, Update Interface Specification, Confirm 
Security Requirements), Build Activities (i.e., 
Decompose Tasks in Burndown, Build the ETL 
Interface for Staging, Build the ETL Interface for IL, 
Build the ETL Interface for Star, Build Stored 
Procedures, Generate Database Scripts, Build 
Dashboard Synonym, Validate Security 
Implementation, Unit Test, Update Validation 
Scripts, Perform Code Review), Test Activities (i.e., 
Decompose Tasks in Burndown, Requirements and 
Design Analysis, Update Test Plan, Update Test 
Scripts, Update Regression Scripts, Execute System 
Integration Test, Execute Performance Test, 
Administer Defect Management Process, Hold 
Daily Defect Triage Meetings, Provide Test Status 


Deliverable 11.1 Training 
Plan (Technical / End User) 
– Update 
-Deliverable 9.1 Test Plan 
and Scripts – Update 
Deliverable 12.1 Go-Live 
and Stabilization Plan - 
Update 
- Deliverable 9.2 Tested 
Software /  
Deliverable 9.3 
Volume/Stress Testing 
Report - Update 
-Deliverable 1.4  Project 
Status Reports -Update 
Deliverable 11.2 Training 
Materials /Deliverable 12.2 
Business User Manual – 
Update 
-Data Quality Scorecard – 
Update 
-Data Quality Implemented 
DAP – Update 


12/30/20
16 
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-DAP Data Dictionary – 
Update 


Reports), Release Activities (i.e., Plan Deployment, 
Update Go-live and Stabilization Plan, Prepare 
Target Environment, Configure Code Artifacts, 
Deploy), Training Activities (i.e., Requirements and 
Design Analysis, Update Training Plan, Update 
Training Materials, Update Business User Manual, 
Conduct Technical Training, Conduct "Train the 
Trainer" Training), and Data Governance and 
Quality Activities (i.e., Confirm Program Objectives 
and Approach, Establish Opportunity/Problem 
Statement, Establish Strategic Goal Alignment, 
Establish Success Factors, Identify Key Risks, 
Establish Organization, Roles, and Responsibilities, 
Identify Data Stewards, Data Owners, Lead, and 
Council, Identify Key Business Data Elements, 
Establish Quality Scorecard, Establish Data 
Profiling Checklist, Establish Data Cleansing 
Approach Document). 


Total   $8,227,662    
 
 
Notes:  


• Certain deliverables were grouped by month to simplify the review process.  These deliverables have been previously approved by SPD 
and the expected changes going forward will be content driven updates as new functionality is added to DAP. 


• 12.1, 9.3, 11.2, and 12.2 have previously been submitted to SPD along with DED’s and deliverable walkthrough sessions.  Due to the 
pause and limited SPD reviews, these deliverables will undergo a resubmission similar to a new deliverable in Release 2.   


• The requirements backlog will be made available as a reference to indicate the current estimate for planned releases by user story.  This 
is subject to change at the discretion of project management.  The scope for the DAP project team will include all user stories targeted for 
Releases 1-4 where the status is not “Not Required.” 


• The activities listed above will be performed as applicable within each sprint and mutual agreement of SPD and Accenture. 
• In the event that not all deliverables are accepted within scheduled month, SPD and Accenture will mutually agree to partial payment for 


accepted deliverables. 
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5. Schedule D. Implementation Approach is updated as follows: 
a. Delete the following language under the fourth paragraph: 


“As part of each release Accenture will produce the following key deliverables:  


Deliverable 7.1 Configured Data Analytics Platform 


Deliverable 7.2 Customized Data Analytics Platform 


Deliverable 8.1 Interface Specifications 


Deliverable 8.2 Interfaces 


Deliverable 8.3 Migrated Data 


Deliverable 9.1 Test Plan and Scripts 


Deliverable 9.2 Tested Software 


Deliverable 9.3 Volume/Stress Testing Report 


Deliverable 9.4 Optimized Platform 


Deliverable 10.1 Standard Reports 


Deliverable 10.2 Standard Queries 


Deliverable 10.3 Dashboards 


Deliverable 11.1 Training Plan 


Deliverable 11.2 Training Materials 


Deliverable 11.3 Training 


Deliverable 12.1 Go-Live and Stabilization Plan 


Deliverable 12.2 Business User Manual 


Deliverable 12.3 Production Support Plan 


Deliverable 12.4 Data Analytics Platform in Productive Use” 
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b. Delete the following bullet number 3 under Statement of Work Objective 4: Develop data governance and security procedures, 
System Security Planning 


• “External security – WebFOCUS will fully support external security systems and authentication schemes, including operating 
system and database management security, as well as extended security packages such as LDAP and Active Directory” 


c. Under Statement of Work Objective 5: Develop software and hardware plans: 
i. Under Section titled Core Software Components: 


1. Replace the first paragraph with the following: 
“The Information Builders software components will be replaced with Microsoft SQL Server Integration Services 
(SSIS) by SPD.” 
2. Delete Core Software Components Table 


ii. Section titled Preliminary Hardware Sizing will be deleted in its entirety.  
iii. Revise Section titled Server Configurations and Protocols as follows: 


1. Replace the first paragraph under with the following. 
“Accenture will work with the SPD IT team to support the installation of the server components above, along with 
the necessary supporting software, such as Anti-virus. Accenture will leverage standard SPD installation protocols 
unless specifically called out for Microsoft SSIS.” 


2. Delete Section titled Server Configurations and Protocols in its entirety. 
3. Delete Section titled WebFocus Installation Requirements in its entirety (including table). 


d. Under Statement of Work Objective 6: Implement Computing Environment: 
i. Delete Section titled Licensed Software Installation and Configuration Section in its entirety. 


e. Under Statement of Work Objective 7: Configure and Program Data Analytics Platform 
i. Delete the last sentence of the first paragraph 
ii. Delete Section titled 1. Data Access in its entirety 
iii. Delete last sentence of Section titled 3. Database Design 


f. Under Statement of Work Objective 8: Develop and Execute Interfaces: 
i. Delete Section titled iWay DataMigrator in its entirety 
ii. Delete Section titled WebFOCUS in its entirety 
iii. Under Section titled Key Tasks and Outputs, delete references to iWay DataMigrator and DataMigrator.  Revised section 


will read as follows: 


“The following key tasks and outputs will support of the development and execution of the inbound interfaces to the DAP: 


• Produce detailed specifications for all processes (ETL) required to populate the Data Analytics Platform. 
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• Develop the plan and schedule for the initial data load and incremental updates to the functional data marts. 


• Address frequency, timing, dependencies, error handling, of the source to target interfaces.  


• Develop process flows / procedures representing the ETL schedule and processing specs for initial load and incremental 
updates. 


• Include checks to verify data counts, for example, between source systems to staging and from staging to the functional data 
marts. 


• Prepare Test Cases for the developed processes. 


• Perform Unit testing of processes. 


• Perform the initial data load.” 


 


g. Under Statement of Work Objective 10: Develop Reports, Queries and Analytics,  replace Section in its entirety with the 
following: 
“Static Reports, Dashboards and User Interfaces are no longer in scope for the DAP Project.  Ad-hoc capability will be supported 
and is defined as the ability for an SPD user to query the DAP database through a visualization tool with an ad-hoc question per 
the in-scope user stories in the requirements backlog.  This includes requirements, analysis, design, build, test, deployment, and 
training.  The ad-hoc capability will include dimensions and measures required to satisfy in-scope user stories in the requirements 
backlog.  The ad-hoc reporting tool has not yet been selected.  More details around the solution will provided in a future 
amendment when this information becomes available.” 
 


h. Under Statement of Work Objective 11: Conduct Training, Section Stage 3 Training Delivery, replace references to reports / 
reporting with ad-hoc reports / ad-hoc reporting and delete references to dashboard.  Revised Section will read as follows: 


 


“The Skills Transfer and Training Program for SPD resources will be delivered through a variety of channels and supported by a 
defined selection of manuals and documentation. Structured classroom based workshops on the DAP skills and ad-hoc reporting, and 
analytics techniques required to perform the role will be delivered, where required to the designated SPD resources.  


In addition to formal delivery, job shadowing will form a critical component of the Program, whereby each designated SPD resource 
will shadow an Accenture developer in the role to which they are assigned. This approach will validate that all designated staff are 
involved in the development and maintenance of ad-hoc reports, and analytics, and that the development process, including analytics 
construction tools and/or code, is explained to staff at each stage. 
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Additional self-study training time, the duration of which will vary depending on the skills and knowledge level of the analytics 
developers.” 


i. Delete Statement of work Objective 12: Provide Go-Live Support and Stabilization Services in its entirety. 
 


6. Under Section E. Basis of Estimates for the Data Analytics Platform Design and Implementation Project, Assumptions: 
a. delete the following rows from the first table: 


i. WebFOCUS 
ii. Security 
iii. First bullet of row titled “Data” 


b. Add the following Assumptions to the end of first Table Section titled “General”: 


    - Accenture will provide support for SPD data validation/UAT efforts for Releases 1, 2, 3, 4, as further set forth in the SOW 
    - Visualization tool selected by SPD will support ad-hoc reporting 
    - Accenture will conduct ad-hoc training in support of the visualization tool selected by SPD 
    - Accenture is responsible for communicating the approved Data Governance process to Data Owners and Data Stewards 
    - The structure of all future deliverables will be created following accordance with approved DEDs 
    - Recurring deliverables will be updated to reflect written, mutually agreed upon changes between SPD and Accenture  
    - For the priority 1-5 user stories, the estimated functionality to be included in each of the releases will be identified and can be adjusted by 
written, mutual agreement between SPD and Accenture 
 


c. Add the following Assumptions to first Table Section titled “Contract”: 


“SPD will be responsible for provisioning, sizing, configuration and licensing of SSIS platform and future visualization tool for use by the DAP Project 
team.” 


   
d. Delete Section titled DAP Estimate – Data Governance in its entirety 
e. Under Section titled DAP Change Enablement and Training Estimate, update table as follows: 


i. Update Number of Users to 20 
ii. Update Hours of Instructor Led Training/Simulations Curriculum to 40 


f. Under Section titled DAP Application Estimate – ETL, Data Warehouse and Data Mart, Business Intelligence 
i. In first table table 
ii. Delete row beginning with “BI Reports” 


1. Delete row beginning with “Dashboards” 
iii. In second table 


1. delete row beginning with “BI Reports” 
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2. Delete row beginning with “Dashboards” 
g. Delete Section titled “DAP Application Estimate – Workflow, Advanced Analytics” in its entirety.  
h. Under Section titled “DAP Estimate – Technical Architecture, Security 


1. In first table, in row titled “Security Authentication: 
a. delete the first bullet  
b. In second bullet, update “WebFOCUS” to SQL Server in second bullet 


2. In first table, row titled “Security Authorization”, delete references to WebFOCUS 
3. In first table, row titled “PMO Tools”, delete references to IBI 


i. Delete Section titled “DAP Hardware Estimate” in its entirety 
j. Delete Section titled “DAP Software Estimate” in its entirety 


7. Under Section F. Delivery Team 
a. In the organization chart, delete references to IBI and named resource for Technical Architect.  Updated organization chart will 


read as follows: 
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b. Under Breakdown of Role Responsibilities, RACI Matrix 


i. In first row of table delete reference to IBI 
ii. In sixth row for Workstream Name of Technical Architecture, update City of Seattle responsibilities to A,R and Accenture 


responsibilities to C 
iii. In eleventh row with Workstream Name of Technical Architecture, update City responsibility to A,R and Accenture 


responsibility to C 
iv. Delete twenty-fourth row with Workstream Name of Security in its entirety 
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v. In thirty-second row with Workstream Name of Information Delivery, replace Description of Activity in its entirety with the 
following: 
“Perform detailed analysis of business requirements, and data sets needed for ad hoc querying” 


vi. In thirty-third row with Workstream Name Information Delivery, replace Description of Activities in its entirety with the 
following: 
“Create functional design for ad-hoc capabilities” 


vii. Delete thirty-fourth row with Workstream Name of Information Delivery in its entirety 
viii. In thirty-fifth row with Workstream Name of Information Delivery, replace Description of Activity in its entirety with Develop, 


unit test and assembly test ad-hoc capability 
ix. Delete thirty ninth row with Workstream Name of Test in its entirety 
x. In forty-second row with Workstream Name of Test, replace Description of Activity in its entirety with the following: 


“Resolve defects in ad-hoc capabilities” 
xi. In forty-third row with Workstream Name of Test, replace Description of Activity in its entirety with the following: 


“Execute data validation testing on DAP” 
 


8. Add the following new Section G Data Governance and Data Quality: 


G. DAP Data Governance and Data Quality 
a. “Overview  
Background    
Data Governance provides the guidance so that data is accurate, consistent, complete, available and secure. Data Governance is how an 
enterprise manages its data assets. Governance includes the rules, policies, procedures, roles, and responsibilities that guide overall 
management of an enterprise’s data.  Governance provides the guardrails so data is accurate & consistent, complete, available, and secure.  
 
Data Quality is the ability of data to satisfy the stated business, system and technical requirements of the organization. Data Quality is typically 
measured in terms of completeness, timeliness, accuracy, consistency, relevance, and integrity. 
 
Accenture will provide the SPD with support and deliverables to implement and operate a Data Governance organization for DAP that incorporates 
Data Quality.  These activities will enable an accountability framework that ensures SPD can manage its data as an asset. The DAP Data 
Governance program will help provide accuracy, consistency and integrity in data for the operational and compliance reporting needs of the SPD.   
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Current State  


Currently, the SPD has no formalized Data Governance structure/organization in place and no roles and responsibilities defined. However, limited 
governance/stewarding activities are being conducted within SPD source systems. No data quality measuring thresholds are in place to address 
the quality of the data.  Limited activities/artifacts have been observed in the following areas: 


• Data dictionary of ~200 data elements exists with all the data points not being at the same level of granularity. Data elements in dictionary 
are only created on a per project basis.  


• Data Quality health checks are conducted and no standard data quality process/issue escalation is in place. 
• Monitoring of data in source systems and no standard or policies are in place for security, access, and usage of the data.  


Target State  


A structured organization is a foundational component of Data Governance and it ensures that Data Governance resources are empowered to 
manage, implement and enforce data processes, policies, standards and metrics.  The diagram below illustrates the target DAP Data Governance 
Organization: 


 


The benefits of this target state organization are captured in the diagram below. 
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b. Implementation Approach  
Objectives  


The objectives of the Data Governance organization include the follow: 
• To own and manage critical data as assets within SPD. The SPD data governance will achieve this by having DG Roles & Responsibilities 


with a defined mandate. 
• To maintain the sanctity of data by defining business rules and conducting health checks of the data periodically within SPD.  
• Address and resolve all the Data Quality issues in a timely and proactive manner.  
• To promote and move towards a  culture of “single version of truth” by having policies, standards and processes to cover all the data 


related aspects 


Timeline  


The timeline provide a roadmap and the related deployment activities. This will enable DAP DG organization to fulfill the objectives & priorities of 
the organization. 
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c. In Scope  
Data Governance Activities: 


• Create a Data Governance Charter (i.e., Organization, Roles and Responsibilities) 
• Develop a DAP Data Dictionary 
• Establish a Data Governance Process for Manual Data Cleanup 
• Establish a Data Governance Process for Escalation Resolution 
• Establish a Data Governance Process for Data Maintenance and Monitoring 


 
Data Quality Activities:  


• Develop a Data Quality Scorecard 
• Develop a Data Profiling Checklist 
• Develop a Data Cleansing Approach Document 
• Establish a Data Quality Implemented DAP 


Deliverables 


For a list of Data Governance and Data Quality Deliverables, reference Schedule C. Payment and Major Work Products/Deliverables Schedule 


d. Out of Scope  
• System modifications to DAP data sources 
• Maintenance and monitoring of data in non-DAP systems 
• Hardware & Software related issues will not be in the scope of Data Governance 
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• Resolution of data quality issues that cannot be remediated due to:   
o Inaccessibility 
o Unavailable/missing/non-existent data 
o Source system constraint 
o Undefined data correction logic 


 


e. Assumptions   
SPD Staffing Requirements   


The details of time and effort regarding implementation of governance structure and framework activities are covered in the table below.   


” 
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9. Add the following new Section H. IBI to SSIS Migration: 


H. IBI to SSIS Migration 
“ 


a. Overview  
The DAP project team will migrate all ETL functionality developed thus far from the IBI platform to the SSIS platform.  This includes all data 
interfaces developed for Release 1 and extends to all future development for Phase 1 of DAP.  This change does not include the migration of any 
reports, dashboards developed on the IBI platform.  


b. Implementation Approach  
Activities expected in this migration effort will include resource mobilization, knowledge transition, documentation updates, design modification, 
development, testing, and deployment.  The project team will create a detailed work plan to execute the migration and testing of the new SSIS 
system. 


c. In Scope  
Design modification, development, testing, and deployment for the conversion of the following IBI data flows. 
 


Source 
Name 


Target 
Name Data Flow Name 


IAPRO Staging df_stg_iap_addresses 
IAPRO Staging df_stg_iap_assoc_addr 
IAPRO Staging df_stg_iap_assoc_inc_chain 
IAPRO Staging df_stg_iap_assoc_inc_cit 
IAPRO Staging df_stg_iap_assoc_inc_off 
IAPRO Staging df_stg_iap_citizens 
IAPRO Staging df_stg_iap_current_users 
IAPRO Staging df_stg_iap_dispositions 
IAPRO Staging df_stg_iap_genders 
IAPRO Staging df_stg_iap_incident_types 
IAPRO Staging df_stg_iap_incidents 
IAPRO Staging df_stg_iap_incidents_codes 
IAPRO Staging df_stg_iap_officers 
IAPRO Staging df_stg_iap_putext24a 
IAPRO Staging df_stg_iap_uof_force_types 
IAPRO Staging df_stg_iap_uses_of_force 
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Reposit Staging df_stg_rep_emp_supervisor_history 
IAPRO Staging df_stg_iap_putext24b 
IAPRO Staging df_stg_iap_putext24c 
IAPRO Staging df_stg_iap_putext24d 
IAPRO Staging df_stg_iap_putext24e 
IAPRO Staging df_stg_iap_putext24f 
IAPRO Staging df_stg_iap_uof_geo_addresses 
Reposit Staging df_stg_rep_xlattable 
Reposit Staging df_stg_rep_hris_employee 
Reposit Staging df_stg_rep_emp_other_info 
N/A Staging reporthierarchy_bridgetable_flows 
N/A Staging stagingflows 
N/A Staging wrapperflow 
Staging IL df_il_d_address 
Staging IL df_il_d_bureau 
Staging IL df_il_d_citizen 
Staging IL df_il_d_dispostion 
Staging IL df_il_d_incident_code 
Staging IL df_il_d_incident_type 
Staging IL df_il_d_officer 
Staging IL df_il_d_precinct 
Staging IL df_il_d_squad 
Staging IL df_il_d_unit 
Staging IL df_il_d_uof_force_type 
Staging IL df_il_d_race 
Staging IL df_il_d_status 
Staging IL df_il_d_gender 
Staging IL df_il_d_race_ev5 
Staging IL df_il_d_gender_ev5 
Staging IL df_il_d_precinct_geo 
Staging IL df_il_d_report_hierarchy 
Staging IL df_il_f_uof_incident 
Staging IL df_il_d_review_hierarchy 
N/A IL ILFLows 
IL Star df_star_d_address 
IL Star df_star_d_disposition 
IL Star df_star_d_incident_code 
IL Star df_star_d_incident_type 
IL Star df_star_d_uof_force_type 
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IL Star df_star_d_bureau 
IL Star df_star_d_precinct 
IL Star df_star_d_race 
IL Star df_star_d_squad  
IL Star df_star_d_unit  
IL Star df_star_d_status 
IL Star df_star_d_gender 
IL Star df_star_d_gender_ev5  
IL Star df_star_d_race_ev5 
IL Star df_star_d_report_hierarchy 
IL Star df_star_d_review_hierarchy 
IL Star df_star_f_uof_incident 
IL Star df_star_d_citizen 
IL Star df_star_d_officer 
IL Star df_star_b_chain_of_command 
IL Star df_star_d_precinct_geo 
N/A Star STARFLows 
N/A N/A f_uof_incidenttable_row_level_valdation 
N/A N/A d_report_hierarchytable_row_level_valdation 
N/A N/A d_review_hierarchytable_row_level_valdation 
N/A N/A officertable_row_level_valdation 
N/A N/A bureautable_row_level_valdation 
N/A N/A dispositiontable_row_level_valdation 
N/A N/A gendertable_row_level_valdation 
N/A N/A incident_codestable_row_level_valdation 
N/A N/A incident_typetable_row_level_valdation 
N/A N/A precincttable_row_level_valdation 
N/A N/A racetable_row_level_valdation 
N/A N/A squadtable_row_level_valdation 
N/A N/A statustable_row_level_valdation 
N/A N/A unittable_row_level_valdation 
N/A N/A uof_typestable_row_level_valdation 
N/A N/A addresstable_row_level_valdation 


 


d. Out of Scope  
• Provisioning, sizing, configuration and licensing of SSIS platform is out of scope for Accenture, as this work will be performed by SPD 


and/or DoIT teams 
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e. Assumptions   
• The SSIS system is licensed and available for use by the DAP project team 


“
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 MASTER SOFTWARE LICENSE AGREEMENT ONE-TIME LICENSE RIDER 


Rider Date: September 25, 2015 


Delivery Date: September 28, 2015 
Rider to the Master Software License Agreement dated September 28, 2015 (the “MSLA”) between City of Seattle Police Department (“Licensee”), and 
Information Builders, Inc., (“IBI” or “Licensor”), a New York corporation with principal offices at Two Penn Plaza, New York, NY 10121-2898. 


IBI hereby grants to the Licensee a non-exclusive license to use the Operating System version of the items listed below (the “Software”), on the 
Computer and at the Installation Location specified in accordance with the terms and conditions of the MSLA.  The Software consists of the specific 
software items listed below. 


One-Time License Fee:  $611,691.00 Initial InfoResponse Basic (Maintenance) fee 
due upon execution:   $122,338.00 
 
Total Fees Due Upon Execution:  $734,029.00 
 


Installation Location: 
610 Fifth Ave Seattle, WA 98124 


Delivery Method:   Electronic Download 


 


I. Agreement/Site No:____________ 


Computer Model:  One Virtual Server Operating System:  Windows 
Production  


Virtual Server:     Yes Serial No (if applicable):  N/A 
Number of Cores:   See Special Term #1 – Level 5  
 
Software Item(s) IBI 


Feature 
Code 


# Users 
permitted 
(if applicable) 


# Images 
permitted* 


# Instances 
permitted* 
(if applicable) 


Law Enforcement Analytics with Predictive Analytics/ Geospacial Analytics 
            Includes a 10 User license to WID-WebFOCUS InfoDiscovery  


WebFOCUS Maintain 


WebFOCUS App Studio (1 Image Copy per User)** 


WebFOCUS InfoAssist - User 


Read/Write Adapter for MS SQL Server 


Read/Write Adapter for Oracle 


LEPA 
 


WMS 


WFAS 


WIFU 


I86 


I851 


N/A 
           10 


N/A 


5 


50 


N/A 


N/A 


1 
 


1 


5 


1 


1 


1 


N/A 
 


N/A 


N/A 


N/A 


N/A 


N/A 


 
II. Agreement/Site No: ____________ 


Computer Model:  One Virtual Server Operating System:  Windows 
Non-production  


Virtual Server:     Yes Serial No (if applicable):  N/A 
Number of Cores:   See Special Term #1 – Level 5  
  
Software Item(s) IBI 


Feature 
Code 


# Users 
permitted 
(if applicable) 


# Images 
permitted* 


# Instances 
permitted* 
(if applicable) 


Law Enforcement Analytics with Predictive Analytics/ Geospacial Analytics 
            Includes a 10 User license to WID-WebFOCUS InfoDiscovery  


WebFOCUS Maintain 


WebFOCUS App Studio (1 Image Copy per User)** 


WebFOCUS InfoAssist - User 


Read/Write Adapter for MS SQL Server 


Read/Write Adapter for Oracle 


LEPA 
 


WMS 


WFAS 


WIFU 


I86 


I851 


N/A 
           10 


N/A 


5 


50 


N/A 


N/A 


1 
 


1 


5 


1 


1 


1 


N/A 
 


N/A 


N/A 


N/A 


N/A 


N/A 
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Special Terms: 


1. The Software licensed herein is permitted to be used on a single Production server and a single Non-Production Server and the Computers may be 
upgraded at no additional costs. This Software has Special Level 5 sworn officer based pricing only available to law enforcement institutions. The 
pricing is based on the total number of sworn officers and shall have no limitation on the number of Cores.  However, the License Fees set forth 
herein are contingent upon Licensee’s total number of sworn officers not exceeding 2,999 sworn officers. In the event that Licensee’s number of 
sworn officers exceeds this amount then Licensee will be required to Upgrade this license and pay the additional License and InfoResponse Fees. 


2. Warranty Against Planned Obsolescence. IBI warrants that the Software acquired by Licensee under this Rider are new and of current 
manufacture, and that it has no current plans for announcing a replacement line that would be marketed by Vendor as a replacement for any of the 
Software provided to Licensee under this Rider and would result in reduced support for the Software. IBI further warrants that, in the event that a 
major change in hardware, software, or operating system occurs that makes the current Software obsolete within three (3) years after full execution 
of this Rider, and if Licensee continues its annual InfoResponse maintenance services with IBI, IBI shall provide Licensee with replacement 
Software that continues the full functionality of the licensed Software, at no extra cost to Licensee.  


3. Payments are due net 30 and subject to the terms of the MSLA.  Licensee does not require a P.O. to release payment for this Rider. 


4. The Licensee has arranged for the License and InfoResponse Fees due and payable pursuant to this Rider to be paid to IBI by Accenture LLP or its 
subsidiary Proquire LLC (“Accenture”) under Accenture’s resale agreement with IBI.  Licensee’s payment obligations under this Rider shall be 
fulfilled upon payment to Accenture, and IBI shall look solely to Accenture for payment.    


 
 
Accepted: 
  


Information Builders, Inc.  Licensee 
 
By       
      Authorized Signature 


  
By       
      Authorized Signature 


       
     ________________________________ 
      Print Name 


  
     ________________________________ 
      Print Name 


       
     ________________________________ 
      Title 


  
     ________________________________ 
      Title 


       
     ________________________________ 
      Date 


  
     ________________________________ 
      Date 
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 MASTER SOFTWARE LICENSE AGREEMENT ONE-TIME LICENSE RIDER 


Rider Date: September 25, 2015 


Delivery Date: September 28, 2015 
Rider to the Master Software License Agreement dated September 28, 2015 (the “MSLA”) between City of Seattle Police Department (“Licensee”), and 
Information Builders, Inc., (“IBI” or “Licensor”), a New York corporation with principal offices at Two Penn Plaza, New York, NY 10121-2898. 


IBI hereby grants to the Licensee a non-exclusive license to use the Operating System version of the items listed below (the “Software”), on the 
Computer and at the Installation Location specified in accordance with the terms and conditions of the MSLA.  The Software consists of the specific 
software items listed below. 


One-Time License Fee:  $611,691.00 Initial InfoResponse Basic (Maintenance) fee 
due upon execution:   $122,338.00 
 
Total Fees Due Upon Execution:  $734,029.00 
 


Installation Location: 
610 Fifth Ave Seattle, WA 98124 


Delivery Method:   Electronic Download 


 


I. Agreement/Site No:____________ 


Computer Model:  One Virtual Server Operating System:  Windows 
Production  


Virtual Server:     Yes Serial No (if applicable):  N/A 
Number of Cores:   See Special Term #1 – Level 5  
 
Software Item(s) IBI 


Feature 
Code 


# Users 
permitted 
(if applicable) 


# Images 
permitted* 


# Instances 
permitted* 
(if applicable) 


Law Enforcement Analytics with Predictive Analytics/ Geospacial Analytics 
            Includes a 10 User license to WID-WebFOCUS InfoDiscovery  


WebFOCUS Maintain 


WebFOCUS App Studio (1 Image Copy per User)** 


WebFOCUS InfoAssist - User 


Read/Write Adapter for MS SQL Server 


Read/Write Adapter for Oracle 


LEPA 
 


WMS 


WFAS 


WIFU 


I86 


I851 


N/A 
           10 


N/A 


5 


50 


N/A 


N/A 


1 
 


1 


5 


1 


1 


1 


N/A 
 


N/A 


N/A 


N/A 


N/A 


N/A 


 
II. Agreement/Site No: ____________ 


Computer Model:  One Virtual Server Operating System:  Windows 
Non-production  


Virtual Server:     Yes Serial No (if applicable):  N/A 
Number of Cores:   See Special Term #1 – Level 5  
  
Software Item(s) IBI 


Feature 
Code 


# Users 
permitted 
(if applicable) 


# Images 
permitted* 


# Instances 
permitted* 
(if applicable) 


Law Enforcement Analytics with Predictive Analytics/ Geospacial Analytics 
            Includes a 10 User license to WID-WebFOCUS InfoDiscovery  


WebFOCUS Maintain 


WebFOCUS App Studio (1 Image Copy per User)** 


WebFOCUS InfoAssist - User 


Read/Write Adapter for MS SQL Server 


Read/Write Adapter for Oracle 


LEPA 
 


WMS 


WFAS 


WIFU 


I86 


I851 


N/A 
           10 


N/A 


5 


50 


N/A 


N/A 


1 
 


1 


5 


1 


1 


1 


N/A 
 


N/A 


N/A 


N/A 


N/A 


N/A 
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Special Terms: 


1. The Software licensed herein is permitted to be used on a single Production server and a single Non-Production Server and the Computers may be 
upgraded at no additional costs. This Software has Special Level 5 sworn officer based pricing only available to law enforcement institutions. The 
pricing is based on the total number of sworn officers and shall have no limitation on the number of Cores.  However, the License Fees set forth 
herein are contingent upon Licensee’s total number of sworn officers not exceeding 2,999 sworn officers. In the event that Licensee’s number of 
sworn officers exceeds this amount then Licensee will be required to Upgrade this license and pay the additional License and InfoResponse Fees. 


2. Warranty Against Planned Obsolescence. IBI warrants that the Software acquired by Licensee under this Rider are new and of current 
manufacture, and that it has no current plans for announcing a replacement line that would be marketed by Vendor as a replacement for any of the 
Software provided to Licensee under this Rider and would result in reduced support for the Software. IBI further warrants that, in the event that a 
major change in hardware, software, or operating system occurs that makes the current Software obsolete within three (3) years after full execution 
of this Rider, and if Licensee continues its annual InfoResponse maintenance services with IBI, IBI shall provide Licensee with replacement 
Software that continues the full functionality of the licensed Software, at no extra cost to Licensee.  


3. Payments are due net 30 and subject to the terms of the MSLA.  Licensee does not require a P.O. to release payment for this Rider. 


4. The Licensee has arranged for the License and InfoResponse Fees due and payable pursuant to this Rider to be paid to IBI by Accenture LLP or its 
subsidiary Proquire LLC (“Accenture”) under Accenture’s resale agreement with IBI.  Licensee’s payment obligations under this Rider shall be 
fulfilled upon payment to Accenture, and IBI shall look solely to Accenture for payment.    


 
 
Accepted: 
  


Information Builders, Inc.  Licensee 
 
By       
      Authorized Signature 


  
By       
      Authorized Signature 


       
     ________________________________ 
      Print Name 


  
     ________________________________ 
      Print Name 


       
     ________________________________ 
      Title 


  
     ________________________________ 
      Title 


       
     ________________________________ 
      Date 


  
     ________________________________ 
      Date 
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A. Project Schedule 


For Phase 1, Accenture will provide the SPD with the capabilities required to meet the Settlement 


Agreement (SA) DAP compliance requirements no later than month 7, completing the rest of Phase 1 no 


later than Month 11. An additional Statement of Work (SoW) will be completed prior to commencement of 


Phase 2 (optional).   


The dates in the high level plan illustrated in the Delivery Timeline are driven by the project start 


date.  Accenture has assumed a project start date of September 28th, 2015 and will update the schedule 


based on the actual start date once it is confirmed. At the start of the project, Accenture will work with the 


SPD to confirm the key activities, delivery dates, roles and responsibilities, dependencies, milestones and 


deliverables.   The project will attempt to achieve an earlier delivery of milestones wherever possible.
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Delivery Timeline (for illustration purposes only) 
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Mobilization 


The 1 month Mobilization phase will be focused on establishing the project and completing the 


foundational activities that will allow Accenture to begin developing a functioning solution at the start of 


Phase 1.  In addition to the Delivery Timeline diagram above, the key activities that will occur during this 


phase include: 


1) Ramping up the team; 


2) Establishing the project governance and project management approaches; 


3) Confirming Phase 1 project scope including compliance requirements; 


4) Assessing the SPD data quality process  


5) Establishing the foundational software and technical environment 


Accenture expects that during this phase, the SPD will be in the process of defining any data clean-up 


activities required to support the DAP.   


At the end of the Mobilization Phase, Accenture will have the established the project governance model, 


confirmed the functional and technical requirements, completed a high level design of the solution and set 


up the software and hardware that will enable the team to start configuring and customizing the solution. 


Accenture will have a product backlog that contains the functional and technical requirements that 


represent the desired DAP functionality for Phase 1 with each item assigned to a release as part of a high 


level product road map.   


Release 1  


Each release will contain a sprint 0 for planning and analyze followed by development sprints 1 and 2, a 


test phase and then deployment to production.  Running parallel with these activities will also be project 


governance activities such as managing risks and issues and measuring project progress; and training 


and communications activities for both technical and operational end users. 


Sprint 0 


Accenture will work with the SPD to classify the Phase I requirements into Necessary for Compliance and 


Not Necessary and identify which stories / use cases from the product backlog will be implemented within 


the release and identify if they will be addressed in Sprint 1 or 2.  Accenture will work with the SPD to 


define the release content based on SPD preference and a framework that considers the latest 


information around complexity, value and dependencies. Key for Compliance outputs from Sprint 0 will 


include: 


 Identification of requirements from the product backlog to be included in the release and each sprint 


 Solution Blueprint containing Business Process Designs for the business processes that are to be 


changed (i.e., for the simple workflow); Technical and Application Architecture Specifications; and Use 


Cases if the requirements are too complex to be completely explained by user stories.  


 Integration Solution, if the requirements being developed within the release require integration with 


other systems. 


 Updated requirements and development object inventory. 
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 Creation of mock user interface or wireframes  


 Design framework including logical/physical database design and high-level technical design. 


 


Sprint 1 and 2 


Sprints 1 and 2 will be iterations in which the DAP solution will be developed incrementally. Upon 
completing each sprint, the team will have designed, built and tested a set of features that are complete 
and can be demonstrated.   


 


Sprint Review 


A sprint review will typically be a meeting at the end of each sprint in which the team demonstrates what it 
has accomplished. Demonstrations will be live (from QA environment) and show working software. The 
review meeting will be facilitated by the Accenture team.  


 


Testing 


At the end of Sprint 2, Accenture will deploy the new functionality to an integrated test environment where 


Accenture will execute several tests before the DAP capabilities are ready to be deployed to production:   


1) System Integration Test (SIT) - validate that the new functionality works end to end.   


2) Regression Test - validate that the new features have not broken any features added in previous 


sprints or release. 


3) Performance Test - validate that the system meets mutually defined performance requirements 


4) User Acceptance Test - validate that the DAP capabilities meet the mutually defined requirements from 


the Analyze phase.  


Once the DAP capabilities have met the exit criteria for each test phase, it is ready to be deployed to 


production from a technical standpoint.   


Organizational Change Management 


During the project mobilization phase Accenture will work with the SPD to create a strategy that defines 


the approach for the following key components: 


 Stakeholder Engagement - Identify and engage key stakeholders to confirm their active participation in 


the delivery lifecycle; 


 Governance and Communications - Identify the structure and governance for the change team and 


communications strategy to be employed during each sprint/release; 


 Training - Define the approach for developing and delivering training content as well as the targeted 


user groups; Conduct 1 training session following each of the 4 releases. 
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 Organizational Readiness - Identify the participants and criteria to be used in defining the readiness of 


the organization for each sprint/release.  Identify stakeholders accountable for solution adoption for 


SPD. 


In sprint 0 in each release, the project management team will update and refine the components from the 


product backlog to be included within the release. The project team will then design, develop and/or 


modify the identified activities. The SPD team would be responsible for creating materials related to 


stakeholder engagement and organizational change management communications activities, with support 


from Accenture. 


Accenture will conduct train the trainer sessions at the end of each sprint (as defined above), followed by 


the SPD conducting training sessions with end users.  SPD will distribute organizational change 


management communications to users and ensure that key project stakeholders are engaged based on 


the plan. At the end of each release, an assessment of the effectiveness of the change management 


processes will be conducted. 


Deployment and Stabilization 


Following deployment into production, the project team will continue to support the DAP by triaging 


incidents and fixing defects alongside the development of new functionality for next release.  As part of 


the Sprint 0 planning process for each release, Accenture will work with the SPD to prioritize defects 


along with new features from the product backlog. 


Warranty Period 


During the warranty period, Accenture will continue to work with the SPD to triage and prioritize incidents 


as they are identified in production.  Those incidents confirmed to be software defects and/or design 


defects will be targeted to a warranty release and prioritized in a sprint 0 planning session based on the 


priority of the defect (i.e., Critical, High, Medium or Low).  Each warranty release will contain 1 or more 


defect fixes and will go through the same test phases as the earlier project releases before being 


deployed to production. During the warranty period Accenture will be responsible for resolving: 100% of 


Severity 1 DAP defects; 100% of Severity 2 DAP defects; and 50% of Severity 3 DAP defects with all 


outstanding defects to be reviewed by the SPD and Accenture to determine their disposition. 


Dependencies, potential risks and mitigations 


Accenture's performance of the Contract is dependent on the SPD’s prompt and effective performance of 


its responsibilities, including timely decisions and approvals.  A key risk in an aggressive schedule is the 


impact of missed milestone dates. As mitigation against schedule delays, unless otherwise agreed, 


deliverables will be reviewed under the following process:  


1. Accenture will notify the SPD by email indicating that a Deliverable is ready for review; 


2. The SPD will perform a comprehensive review of the Deliverable and provide comments to Accenture 


within five (5) Business Days of receipt; 


3. Accenture will finalize the Deliverable, taking SPD’s comments into account.  


4. SPD will review the responses to the comments and revised areas only and 


5. When SPD’s comments have been addressed to the satisfaction of SPD and Accenture, the 


Deliverable will be deemed accepted and sign-off will be provided by the SPD to certify that the 
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deliverable is approved and accepted. Sign-off or certification will occur in the form of hard copy 


signature or email approval of the specified Deliverable. 


Unless extended by mutual agreement, if Steps 1 to 5 exceeds five (5) Business Days to complete, the 


delay in review and sign-off will be escalated as an issue.  Accenture will be entitled to rely on all 


decisions and approvals of authorized SPD representatives in connection with the Contract.  
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B. Major Work Products/Deliverables Schedule 


Deliverable Work Product  
Service 


Start Date 
Delivery 


Date 


City Review Period 


Start Complete  


Mobilization         


Deliverable 1.1 Data Analytics Platform Charter Tue 9/29/15 Fri 10/16/15 Mon 10/19/15 Fri 10/23/15 


Deliverable 1.2 Development Strategy Tue 9/29/15 Fri 10/16/15 Mon 10/19/15 Fri 10/23/15 


Deliverable 1.3 Baseline Detailed Project Work Plan Tue 9/29/15 Fri 10/23/15 Mon 10/26/15 Fri 10/30/15 


Deliverable 1.4 Project Status Reports Tue 9/29/15 Fri 11/27/15 Mon 11/30/15 Fri 12/4/15 


Deliverable 2.1 Functional and Technical Requirements Mon 10/5/15 Fri 10/30/15 Mon 11/2/15 Fri 11/6/15 


Deliverable 2.2 Data Requirements Mon 10/5/15 Fri 10/30/15 Mon 11/2/15 Fri 11/6/15 


Deliverable 3.1 System Design Mon 11/9/15 Fri 11/27/15 Mon 11/30/15 Fri 12/4/15 


Deliverable 3.2 Data Architecture Documentation Mon 11/9/15 Fri 11/27/15 Mon 11/30/15 Fri 12/4/15 


Deliverable 3.3 Data Integration Plan Mon 11/9/15 Fri 11/27/15 Mon 11/30/15 Fri 12/4/15 


Deliverable 4.1 Data Governance Process Review 
Mon 


10/12/15 
Fri 11/13/15 Mon 11/16/15 Fri 11/20/15 


Deliverable 4.2 Recommended Data Governance 
Improvements 


Mon 
10/12/15 


Wed 12/23/15 Mon 12/28/15 Mon 1/4/16 


Deliverable 4.3 System Security Plan Mon 11/2/15 Fri 11/13/15 Mon 11/16/15 Fri 11/20/15 


Deliverable 5.1 Software Plan Tue 9/29/15 Fri 10/16/15 Mon 10/19/15 Fri 10/23/15 


Deliverable 5.2 Hardware Plan Tue 9/29/15 Fri 10/16/15 Mon 10/19/15 Fri 10/23/15 


Deliverable 6.1 Computing Hardware 
Mon 


10/19/15 
Fri 11/27/15 Mon 11/30/15 Fri 12/4/15 


Deliverable 6.2 Software 
Mon 


10/19/15 
Fri 11/27/15 Mon 11/30/15 Fri 12/4/15 


 


Release 1         


Deliverable 1.4 Project Status Reports 
Mon 


11/30/15 
Fri 1/29/16 Mon 2/1/16 Fri 2/5/16 


Deliverable 7.1 Configured Data Analytics Platform 
Release 1 


Mon 
10/19/15 


Fri 1/29/16 Mon 2/1/16 Fri 2/5/16 


Deliverable 7.2 Customized Data Analytics Platform 
Release 1 


Mon 
10/19/15 


Fri 1/29/16 Mon 2/1/16 Fri 2/5/16 


Deliverable 8.1 Interface Specifications Release 1 
Mon 


10/19/15 
Mon 1/4/16 Tue 1/5/16 Mon 1/11/16 


Deliverable 8.2 Interfaces Release 1 Mon 11/2/15 Fri 1/29/16 Mon 2/1/16 Fri 2/5/16 
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Deliverable 8.3 Migrated Data Release 1 Mon 1/18/16 Fri 1/29/16 Mon 2/1/16 Fri 2/5/16 


Deliverable 9.1 Test Plan and Scripts Release 1 Mon 11/2/15 Fri 12/18/15 Mon 12/21/15 Tue 12/29/15 


Deliverable 9.2 Tested Software Release 1 
Mon 


11/16/15 
Mon 1/25/16 Tue 1/26/16 Tue 2/2/16 


Deliverable 9.3 Volume/Stress Testing Report 
Release 1 


Mon 
11/30/15 


Mon 1/25/16 Tue 1/26/16 Tue 2/2/16 


Deliverable 9.4 Optimized Platform Release 1 Mon 1/4/16 Mon 1/25/16 Tue 1/26/16 Tue 2/2/16 


Deliverable 10.1 Standard Reports Release 1 Mon 11/9/15 Fri 1/29/16 Mon 2/1/16 Fri 2/5/16 


Deliverable 10.2 Standard Queries Release 1 Mon 11/9/15 Fri 1/29/16 Mon 2/1/16 Fri 2/5/16 


Deliverable 10.3 Dashboards Release 1 Mon 11/9/15 Fri 1/29/16 Mon 2/1/16 Fri 2/5/16 


Deliverable 11.1 Training Plan (Technical) Release 1 Mon 11/9/15 Fri 11/27/15 Mon 11/30/15 Fri 12/4/15 


Deliverable 11.1 Training Plan (End User) Release 1 Mon 11/9/15 Fri 11/27/15 Mon 11/30/15 Fri 12/4/15 


Deliverable 11.2 Training Materials Release 1 
Mon 


12/21/15 
Fri 1/29/16 Mon 2/1/16 Fri 2/5/16 


Deliverable 11.3 Training Release 1 Mon 2/1/16 Fri 2/5/16 Mon 2/8/16 Fri 2/12/16 


Deliverable 12.1 Go-Live and Stabilization Plan 
Release 1 


Mon 
12/21/15 


Fri 1/15/16 Mon 1/18/16 Tue 1/26/16 


Deliverable 12.2 Business User Manual Release 1 Mon 1/11/16 Fri 1/29/16 Mon 2/1/16 Fri 2/5/16 


Deliverable 12.3 Production Support Plan Release 1 
Mon 


12/28/15 
Fri 1/29/16 Mon 2/1/16 Fri 2/5/16 


Deliverable 12.4 Data Analytics Platform in 
Productive Use Release 1 


Fri 1/15/16 Fri 1/29/16 Mon 2/1/16 Fri 2/5/16 


 


Release 2         


Deliverable 1.4 Project Status Reports Mon 2/1/16 Fri 4/29/16 Mon 5/2/16 Fri 5/6/16 


Deliverable 7.1 Configured Data Analytics Platform 
Release 2 


Mon 1/11/16 Fri 4/29/16 Mon 5/2/16 Fri 5/6/16 


Deliverable 7.2 Customized Data Analytics Platform 
Release 2 


Mon 1/11/16 Fri 4/29/16 Mon 5/2/16 Fri 5/6/16 


Deliverable 8.1 Interface Specifications Release 2 Mon 1/11/16 Fri 4/1/16 Mon 4/4/16 Fri 4/8/16 


Deliverable 8.2 Interfaces Release 2 Mon 1/25/16 Fri 4/29/16 Mon 5/2/16 Fri 5/6/16 


Deliverable 8.3 Migrated Data Release 2 Mon 4/18/16 Fri 4/29/16 Mon 5/2/16 Fri 5/6/16 


Deliverable 9.1 Test Plan and Scripts Release 2 Mon 1/25/16 Fri 3/18/16 Mon 3/21/16 Fri 3/25/16 


Deliverable 9.2 Tested Software Release 2 Mon 2/8/16 Fri 4/22/16 Mon 4/25/16 Fri 4/29/16 


Deliverable 9.3 Volume/Stress Testing Report 
Release 2 


Mon 2/22/16 Fri 4/22/16 Mon 4/25/16 Fri 4/29/16 







 City of Seattle 
Data Analytics Platform Design and Implementation 


RFP# SPD-3289 


 8-10 Copyright© Accenture 2015. All Rights Reserved. 


   


Deliverable 9.4 Optimized Platform Release 2 Mon 4/4/16 Fri 4/22/16 Mon 4/25/16 Fri 4/29/16 


Deliverable 10.1 Standard Reports Release 2 Mon 2/1/16 Fri 4/29/16 Mon 5/2/16 Fri 5/6/16 


Deliverable 10.2 Standard Queries Release 2 Mon 2/1/16 Fri 4/29/16 Mon 5/2/16 Fri 5/6/16 


Deliverable 10.3 Dashboards Release 2 Mon 2/1/16 Fri 4/29/16 Mon 5/2/16 Fri 5/6/16 


Deliverable 11.1 Training Plan (Technical) Release 2 Mon 2/8/16 Fri 2/26/16 Mon 2/29/16 Fri 3/4/16 


Deliverable 11.1 Training Plan (End User) Release 2 Mon 2/8/16 Fri 2/26/16 Mon 2/29/16 Fri 3/4/16 


Deliverable 11.2 Training Materials Release 2 Mon 3/21/16 Fri 4/29/16 Mon 5/2/16 Fri 5/6/16 


Deliverable 11.3 Training Release 2 Mon 5/2/16 Fri 5/6/16 Mon 5/9/16 Fri 5/13/16 


Deliverable 12.1 Go-Live and Stabilization Plan 
Release 2 


Mon 3/21/16 Fri 4/15/16 Mon 4/18/16 Fri 4/22/16 


Deliverable 12.2 Business User Manual Release 2 Mon 4/11/16 Fri 4/29/16 Mon 5/2/16 Fri 5/6/16 


Deliverable 12.3 Production Support Plan Release 2 Mon 3/28/16 Fri 4/29/16 Mon 5/2/16 Fri 5/6/16 


Deliverable 12.4 Data Analytics Platform in 
Productive Use Release 2 


Fri 4/15/16 Fri 4/29/16 Mon 5/2/16 Fri 5/6/16 


 


Release 3         


Deliverable 1.4 Project Status Reports Mon 5/2/16 Fri 7/1/16 Mon 7/4/16 Fri 7/8/16 


Deliverable 7.1 Configured Data Analytics Platform 
Release 3 


Mon 4/13/15 Fri 7/1/16 Tue 7/5/16 Mon 7/11/16 


Deliverable 7.2 Customized Data Analytics Platform 
Release 3 


Mon 4/13/15 Fri 7/1/16 Tue 7/5/16 Mon 7/11/16 


Deliverable 8.1 Interface Specifications Release 3 Mon 4/13/15 Fri 6/3/16 Mon 6/6/16 Fri 6/10/16 


Deliverable 8.2 Interfaces Release 3 Mon 4/27/15 Fri 7/1/16 Tue 7/5/16 Mon 7/11/16 


Deliverable 8.3 Migrated Data Release 3 Mon 6/20/16 Fri 7/1/16 Tue 7/5/16 Mon 7/11/16 


Deliverable 9.1 Test Plan and Scripts Release 3 Mon 4/27/15 Fri 5/20/16 Mon 5/23/16 Fri 5/27/16 


Deliverable 9.2 Tested Software Release 3 Mon 5/11/15 Fri 6/24/16 Mon 6/27/16 Fri 7/1/16 


Deliverable 9.3 Volume/Stress Testing Report 
Release 3 


Mon 5/25/15 Fri 6/24/16 Mon 6/27/16 Fri 7/1/16 


Deliverable 9.4 Optimized Platform Release 3 Mon 6/6/16 Fri 6/24/16 Mon 6/27/16 Fri 7/1/16 


Deliverable 10.1 Standard Reports Release 3 Mon 5/4/15 Fri 7/1/16 Tue 7/5/16 Mon 7/11/16 


Deliverable 10.2 Standard Queries Release 3 Mon 5/4/15 Fri 7/1/16 Tue 7/5/16 Mon 7/11/16 


Deliverable 10.3 Dashboards Release 3 Mon 5/4/15 Fri 7/1/16 Tue 7/5/16 Mon 7/11/16 
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Deliverable 11.1 Training Plan (Technical) Release 3 Mon 4/11/16 Fri 4/29/16 Mon 5/2/16 Fri 5/6/16 


Deliverable 11.1 Training Plan (End User)Release 3 Mon 4/11/16 Fri 4/29/16 Mon 5/2/16 Fri 5/6/16 


Deliverable 11.2 Training Materials Release 3 Mon 5/23/16 Fri 7/1/16 Tue 7/5/16 Mon 7/11/16 


Deliverable 11.3 Training Release 3 Tue 7/5/16 Fri 7/8/16 Mon 7/11/16 Fri 7/15/16 


Deliverable 12.1 Go-Live and Stabilization Plan 
Release 3 


Mon 5/23/16 Fri 6/17/16 Mon 6/20/16 Fri 6/24/16 


Deliverable 12.2 Business User Manual Release 3 Mon 6/13/16 Fri 7/1/16 Tue 7/5/16 Mon 7/11/16 


Deliverable 12.3 Production Support Plan Release 3 Mon 5/30/16 Fri 7/1/16 Tue 7/5/16 Mon 7/11/16 


Deliverable 12.4 Data Analytics Platform in 
Productive Use Release 3 


Fri 6/17/16 Fri 7/1/16 Tue 7/5/16 Mon 7/11/16 


 


Release 4         


Deliverable 1.4 Project Status Reports Mon 7/4/16 Fri 8/26/16 Mon 8/29/16 Fri 9/2/16 


Deliverable 7.1 Configured Data Analytics Platform 
Release 4 


Mon 6/15/15 Fri 8/26/16 Mon 8/29/16 Fri 9/2/16 


Deliverable 7.2 Customized Data Analytics Platform 
Release 4 


Mon 6/15/15 Fri 8/26/16 Mon 8/29/16 Fri 9/2/16 


Deliverable 8.1 Interface Specifications Release 4 Mon 6/15/15 Fri 7/29/16 Tue 8/2/16 Mon 8/8/16 


Deliverable 8.2 Interfaces Release 4 Mon 6/29/15 Fri 8/26/16 Mon 8/29/16 Fri 9/2/16 


Deliverable 8.3 Migrated Data Release 4 Mon 8/15/16 Fri 8/26/16 Mon 8/29/16 Fri 9/2/16 


Deliverable 9.1 Test Plan and Scripts Release 4 Mon 6/29/15 Fri 7/15/16 Mon 7/18/16 Fri 7/22/16 


Deliverable 9.2 Tested Software Release 4 Mon 7/13/15 Fri 8/19/16 Mon 8/22/16 Fri 8/26/16 


Deliverable 9.3 Volume/Stress Testing Report 
Release 4 


Mon 7/27/15 Fri 8/19/16 Mon 8/22/16 Fri 8/26/16 


Deliverable 9.4 Optimized Platform Release 4 Mon 8/1/16 Fri 8/19/16 Mon 8/22/16 Fri 8/26/16 


Deliverable 10.1 Standard Reports Release 4 Mon 7/6/15 Fri 8/26/16 Mon 8/29/16 Fri 9/2/16 


Deliverable 10.2 Standard Queries Release 4 Mon 7/6/15 Fri 8/26/16 Mon 8/29/16 Fri 9/2/16 


Deliverable 10.3 Dashboards Release 4 Mon 7/6/15 Fri 8/26/16 Mon 8/29/16 Fri 9/2/16 


Deliverable 11.1 Training Plan (Technical) Release 4 Mon 6/6/16 Fri 6/24/16 Mon 6/27/16 Fri 7/1/16 


Deliverable 11.1 Training Plan (End User) Release 4 Mon 6/6/16 Fri 6/24/16 Mon 6/27/16 Fri 7/1/16 


Deliverable 11.2 Training Materials Release 4 Mon 7/18/16 Fri 8/26/16 Mon 8/29/16 Fri 9/2/16 


Deliverable 11.3 Training Release 4 Mon 8/29/16 Fri 9/2/16 Tue 9/6/16 Mon 9/12/16 
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Deliverable 12.1 Go-Live and Stabilization Plan 
Release 4 


Mon 7/18/16 Fri 8/12/16 Mon 8/15/16 Fri 8/19/16 


Deliverable 12.2 Business User Manual Release 4 Mon 8/8/16 Fri 8/26/16 Mon 8/29/16 Fri 9/2/16 


Deliverable 12.3 Production Support Plan Release 4 Mon 7/25/16 Fri 8/26/16 Mon 8/29/16 Fri 9/2/16 


Deliverable 12.4 Data Analytics Platform in 
Productive Use Release 4 


Fri 8/12/16 Fri 8/26/16 Mon 8/29/16 Fri 9/2/16 


Deliverable 12.5 Stabilization Services Fri 1/29/16 Fri 2/24/17 Mon 2/27/17 Fri 3/3/17 


Deliverable 12.6 System Support Mon 2/1/16 Tues 1/31/18 N/A N/A 


 


Deliverable 12.1 is subject to the Section 9 of the Contract 
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C. Payment Schedule 


Project 
Month 
# 


Payment 
Month 


Monthly 
Payment 


Deliverables Included 
Individual 
Deliverable 
Price 


1 Oct-15 $1,402,469  


Deliverable 1.1 Data Analytics Platform Charter $131,882  


Deliverable 1.2 Development Strategy $98,911  


Deliverable 5.1 Software Plan $98,911  


Deliverable 5.2 Hardware Plan $98,911  


Deliverable 1.3 Baseline Detailed Project Work Plan $197,824  


Software & Hardware Costs - Phase 1                                                 $776,030  


2 Nov-15 $395,646  


Deliverable 2.1 Functional and Technical Requirements $164,853  


Deliverable 2.2 Data Requirements $98,911  


Deliverable 4.1 Data Governance Process Review $65,941  


Deliverable 4.3 System Security Plan $65,941  


3 Dec-15 $201,885  


Deliverable 1.4  Project Status Reports - Mobilization $12,618  


Deliverable 3.1 System Design $36,051  


Deliverable 3.2 Data Architecture Documentation $36,051  


Deliverable 3.3 Data Integration Plan $27,038  


Deliverable 6.1 Computing Hardware $27,038  


Deliverable 6.2 Software $27,038  


Deliverable 11.1 Training Plan (Technical) - Release 1 $9,013  


Deliverable 11.1 Training Plan (End User) - Release 1 $9,013  


Deliverable 9.1 Test Plan and Scripts - Release 1 $18,025  


4 Jan-16 $734,477  


Deliverable 4.2 Recommended Data Governance 
Improvements 


$244,826  


Deliverable 8.1 Interface Specifications - Release 1 $244,826  


Deliverable 12.1 Go-Live and Stabilization Plan - Release 1 $244,826  


5 Feb-16 $2,564,375  


Deliverable 9.2 Tested Software - Release 1 $230,797  


Deliverable 9.3 Volume/Stress Testing Report - Release 1 $32,970  


Deliverable 9.4 Optimized Platform - Release 1 $65,941  


Deliverable 1.4  Project Status Reports - Release 1 $52,753  


Deliverable 7.1 Configured Data Analytics Platform - Release 1 $230,793  


Deliverable 7.2 Customized Data Analytics Platform - Release 
1 


$230,793  


Deliverable 8.2 Interfaces - Release 1 $230,793  


Deliverable 8.3 Migrated Data - Release 1 $65,941  


Deliverable 10.1 Standard Reports - Release 1 $230,793  


Deliverable 10.2 Standard Queries - Release 1 $65,941  


Deliverable 10.3 Dashboards - Release 1 $230,793  


Deliverable 11.2 Training Materials - Release 1 $65,941  
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Deliverable 12.2 Business User Manual - Release 1 $65,941  


Deliverable 12.3 Production Support Plan - Release 1 $32,970  


Deliverable 12.4 Data Analytics Platform in Productive Use - 
Release 1 


$230,793  


Deliverable 11.3 Training - Release 1 $32,970  


Deliverable 12.6 System Support Year 1 $467,452  


6 Mar-16 $79,129  


Deliverable 11.1 Training Plan (Technical) - Release 2 $19,782  


Deliverable 11.1 Training Plan (End User) - Release 2 $19,782  


Deliverable 9.1 Test Plan and Scripts - Release 2 $39,565  


7 Apr-16 $276,953  


Deliverable 8.1 Interface Specifications - Release 2 $39,565  


Deliverable 12.1 Go-Live and Stabilization Plan - Release 2 $39,565  


Deliverable 9.2 Tested Software - Release 2 $138,476  


Deliverable 9.3 Volume/Stress Testing Report - Release 2 $19,782  


Deliverable 9.4 Optimized Platform - Release 2 $39,565  


8 May-16 $1,088,026  


Deliverable 1.4  Project Status Reports - Release 2 $19,782  


Deliverable 7.1 Configured Data Analytics Platform - Release 2 $138,476  


Deliverable 7.2 Customized Data Analytics Platform - Release 
2 


$138,476  


Deliverable 8.2 Interfaces - Release 2 $138,476  


Deliverable 8.3 Migrated Data - Release 2 $39,565  


Deliverable 10.1 Standard Reports - Release 2 $138,476  


Deliverable 10.2 Standard Queries - Release 2 $39,565  


Deliverable 10.3 Dashboards - Release 2 $138,476  


Deliverable 11.1 Training Plan (Technical) - Release 3 $9,891  


Deliverable 11.1 Training Plan (End User) - Release 3 $9,891  


Deliverable 11.2 Training Materials - Release 2 $39,565  


Deliverable 12.2 Business User Manual - Release 2 $39,565  


Deliverable 12.3 Production Support Plan -Release 2 $19,782  


Deliverable 12.4 Data Analytics Platform in Productive Use - 
Release 2 


$138,476  


Deliverable 11.3 Training - Release 2 $19,782  


Deliverable 9.1 Test Plan and Scripts - Release 3 $19,782  


9 Jun-16 $39,564  
Deliverable 8.1 Interface Specifications - Release 3 $19,782  


Deliverable 12.1 Go-Live and Stabilization Plan - Release 3 $19,782  


10 Jul-16 $635,670  


Deliverable 9.2 Tested Software - Release 3 $69,238  


Deliverable 9.3 Volume/Stress Testing Report - Release 3 $9,892  


Deliverable 9.4 Optimized Platform - Release 3 $19,782  


Deliverable 11.1 Training Plan (Technical) - Release 4 $3,297  


Deliverable 11.1 Training Plan (End User) - Release 4 $3,297  


Deliverable 1.4  Project Status Reports - Release 3 $9,232  


Deliverable 7.1 Configured Data Analytics Platform - Release 3 $69,238  
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Deliverable 7.2 Customized Data Analytics Platform - Release 
3 


$69,238  


Deliverable 8.2 Interfaces - Release 3 $69,238  


Deliverable 8.3 Migrated Data - Release 3 $19,782  


Deliverable 10.1 Standard Reports - Release 3 $69,238  


Deliverable 10.2 Standard Queries - Release 3 $19,782  


Deliverable 10.3 Dashboards - Release 3 $69,238  


Deliverable 11.2 Training Materials - Release 3 $19,782  


Deliverable 12.2 Business User Manual - Release 3 $19,782  


Deliverable 12.3 Production Support Plan - Release 3 $9,891  


Deliverable 12.4 Data Analytics Platform in Productive Use - 
Release 3 


$69,238  


Deliverable 11.3 Training - Release 3 $9,891  


Deliverable 9.1 Test Plan and Scripts - Release 4 $6,594  


11 Aug-16 $46,159  


Deliverable 8.1 Interface Specifications - Release 4 $6,594  


Deliverable 12.1 Go-Live and Stabilization Plan - Release 4 $6,594  


Deliverable 9.2 Tested Software - Release 4 $23,080  


Deliverable 9.3 Volume/Stress Testing Report - Release 4 $3,297  


Deliverable 9.4 Optimized Platform - Release 4 $6,594  


12 Sep-16 $175,403  


Deliverable 1.4  Project Status Reports -Release 4 $3,956  


Deliverable 7.1 Configured Data Analytics Platform - Release 4 $23,079  


Deliverable 7.2 Customized Data Analytics Platform - Release 
4 


$23,079  


Deliverable 8.2 Interfaces - Release 4 $23,079  


Deliverable 8.3 Migrated Data - Release 4 $6,597  


Deliverable 10.1 Standard Reports - Release 4 $23,079  


Deliverable 10.2 Standard Queries - Release 4 $6,594  


Deliverable 10.3 Dashboards - Release 4 $23,079  


Deliverable 11.2 Training Materials - Release 4 $6,594  


Deliverable 12.2 Business User Manual - Release 4 $6,594  


Deliverable 12.3 Production Support Plan - Release 4 $3,297  


Deliverable 12.4 Data Analytics Platform in Productive Use - 
Release 4 


$23,079  


Deliverable 11.3 Training - Release 4 $3,297  


13 Oct-16 $147,338  Software Maintenance Costs Year 2 $147,338  


19 Feb-17 $467,452  Deliverable 12.6 System Support Year 2 $467,452  


20 Mar-17 $197,823  Deliverable 12.5 Stabilization Services $197,823  


25 Oct-17 $147,338  Software Maintenance Costs Year 3 $147,338  


37 Oct-18 $147,338  Software Maintenance Costs Year 4 $147,338  


49 Oct-19 $147,338  Software Maintenance Costs Year 5 $147,338  


Total   $8,894,383    $8,894,383  
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Note: In the event that not all deliverables are accepted within scheduled month, individual deliverable 


pricing from table above will be used to determine partial payment upon mutual agreement between SPD 


and Accenture. 


D. Implementation Approach 


The implementation approach will be based on Agile methodology which will demonstrate measurable 


progress through monthly sprints, and provides incremental DAP capabilities to the SPD through 4 


iterative releases spread across 11 months for Phase 1.  


In the Mobilization Phase, the focus will be on defining the project charter, development strategy 


including up-front project structure and solution planning required to understand high-level requirements, 


develop the work plan and initial product Backlog. The charter will be a high level description of the value, 


features, priorities, and the work plan will identify a delivery schedule of the solution that is used to align 


and guide stakeholder expectations.  Together, SPD and Accenture will create epics and user stories.  


The Product Backlog will be a prioritized list of functional and non-functional requirements (epics and user 


stories) divided into the proposed Releases. The Integrated Project Plan and related management and 


quality control plans will also be developed. During this phase, the continuous development, QA, and 


integration environments will be defined and established, the high level solution architecture will be 


confirmed, the project team will be assembled, and the project will be formally launched with the SPD and 


City stakeholders.  Key deliverables completed in this phase will include: 


 Deliverable 1.1 Data Analytics Platform Charter 


 Deliverable 1.2 Development Strategy 


 Deliverable 1.3 Baselined Work plan 


 Deliverable 1.4 Project Status reports (ongoing throughout project) 


 Deliverable 2.1 Functional and Technical Requirements 


 Deliverable 2.2 Data Requirements 


 Deliverable 3.1 System Design 


 Deliverable 3.2 Data Architecture Documentation 


 Deliverable 3.3 Data Integration Plan 


 Deliverable 4.1 Data Governance Process Review 


 Deliverable 4.2 Recommended Data Governance Improvements 


 Deliverable 4.3 System Security Plan 


 Deliverable 5.1 Software Plan 


 Deliverable 5.2 Hardware Plan 


 Deliverable 6.1 Computing Hardware 
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 Deliverable 6.2 Software 


 Baseline Deliverable 9.1 Test Plan and Scripts 


 Baseline Deliverable 11.1 Training Plan 


In the development and test phases of the release, the tasks and deliverables required to analyze, 


design, build, integrate, test, and deliver the DAP will be conducted in sprints. When a sprint is 


completed, the solution will be demonstrated to the SPD, and will be either packaged and delivered to 


production, or further built upon in future sprints to be released at a later time. Requirements will be are 


managed continuously throughout this phase via the product backlog.   


In the deploy phase of the release, Accenture will complete the tasks and deliverables associated with 


deploying the DAP to SPD users, and transition the DAP management responsibilities to the Support 


Team after training sessions have been completed.  


As part of each release Accenture will produce the following key deliverables:  


 Deliverable 7.1 Configured Data Analytics Platform 


 Deliverable 7.2 Customized Data Analytics Platform 


 Deliverable 8.1 Interface Specifications 


 Deliverable 8.2 Interfaces 


 Deliverable 8.3 Migrated Data 


 Deliverable 9.1 Test Plan and Scripts 


 Deliverable 9.2 Tested Software 


 Deliverable 9.3 Volume/Stress Testing Report 


 Deliverable 9.4 Optimized Platform 


 Deliverable 10.1 Standard Reports 


 Deliverable 10.2 Standard Queries 


 Deliverable 10.3 Dashboards 


 Deliverable 11.1 Training Plan 


 Deliverable 11.2 Training Materials 


 Deliverable 11.3 Training 


 Deliverable 12.1 Go-Live and Stabilization Plan 


 Deliverable 12.2 Business User Manual 


 Deliverable 12.3 Production Support Plan 


 Deliverable 12.4 Data Analytics Platform in Productive Use 
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Statement of Work Objective 1: Provide project management and 
coordination 


In the Mobilization Phase, Accenture will establish a Project Management Plan (PMP) that details the 


project management and coordination processes. This plan includes the inputs and the outputs Accenture 


will generate to link into and support the overall SPD DAP project. These project methodologies will be 


based on proven industry standards such as PMI’s PMBOK. The PMP will address and following areas 


and deliverable: 


 Integration Management 


 Scope/Change Management 


 Baseline Project Work Plan, Schedule Management and Status Reporting  


 Quality Management Plan 


 Stakeholder Engagement, Client Relations and Communications Management  


 Issue management plan 


 Risk Management Plan 


 Approval Management Plan 


1) Integration Management 


Integration management will focus on the coordination of the SPD DAP stakeholders and outline the way 


the Accenture team integrates with the project governance mechanisms. It will contain the Governance 


Charter which defines each work product, deliverable, and artifact that Accenture must produce to 


interface with the SPD governance requirements. It will also cover the meetings required to support 


governance activities and the roles and responsibilities of each team member.  


Product  Description of Deliverable or Work-product  


Project Management 


Plan 


 Complete set of plans for managing and controlling the project covering 


scope/change management, quality management, stakeholder engagement, 


communications, issue & risk management, and approval management 


Scope/Change 


Management 


 To include the Change Control Log (below) 


Integrated Project Plan  Project work plan showing the required tasks, dependencies, and durations across 


the work streams 


Project Status Reports  Regular status updates on project progress, risks, issues, change control, scope 


control, etc. 


Risk Log  Complete list of risks for the project. 


Issue Log  Complete list of issues for the project 


Change Control Log  Cumulative list of all change requests submitted for the project. 


Approval log   
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2) Scope/Change Management  


Accenture will manage scope through a change control process and will finalize the scope/change 
management plan within the Mobilization phase. This plan will: 


 Confirm that project requirements are base-lined, proper configuration management controls are 


maintained, and any changes to scope and requirements follow the project-defined change-control 


procedures; 


 Document requirement changes and rationale, and maintain bi-directional traceability between high-


level requirements and all product and product-component requirements; and 


 Identify and resolve questions and inconsistencies between the requirements and other project 


deliverables. In this way each deliverable adds to a cohesive view of the holistic DAP solution. 


Changes that have significant impact or risk across the DAP Project, such as changes to the data model, 


will require greater levels of management control and will undergo more a more rigorous analysis prior to 


approval. Accenture recommends a formal DAP Change Control Board (CCB) to provide greater control 


over project scope and allow for the right changes to be implemented at the right time. The CCB would 


meet on a regular basis to prioritize and approve the requests. 


When scope changes are identified and agreed to in writing by the SPD Project Manager and the 


Accenture Project Manager via the Change Control Management Process, the Change Order will be 


initiated. The Change Order will include the purpose, objective, or tasks added to the Project Schedule for 


completion by the Accenture Team; and identification of the materials, personnel, effort and cost needed 


to meet the objectives or goals.  


3) Baseline Project Work Plan, Schedule Management and Status Reporting  


Accenture has created a detailed project plan outlining the deliverables, timelines, resources and 


interdependencies for the proposed solution.  


Accenture will develop a Time Management Plan to identify the thresholds for notification as certain 


trends or measurements are observed. Accenture will document “trigger events” and include these in the 


regular status updates to the SPD. 


The Accenture Project Manager (PM) will monitor and control the project using the Microsoft Project work 


plan.  Through close monitoring of the project plan, the PM will identify any potential risks of deadlines 


being delayed or not being met, enabling corrective actions to be taken quickly in order to get the project 


back on track. 


Accenture will provide weekly reports on the progress of the project against the project plan using a report 


template and metrics to be agreed upon with the SPD. The PM will use the following metrics to measure 


the project status and identify areas for improvement:  


 Burndown Chart - measure the progress of each sprint against the plan and is updated and reviewed 


daily; 


 Quality Metrics - measure the quality of the solution and the team’s progress towards increasing quality 


with each sprint and release (e.g. defect density); 


 Velocity - measure the rate at which the team is delivering the planned features.   
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Accenture will provide reports to the SPD Project Manager and / or Project Board at a frequency to be 


agreed upon with the SPD. The structure of these reports will also be agreed upon during the project’s 


Mobilization phase. Accenture will put in place structured reporting and communications arrangement to 


validate that project progress is tightly monitored and proceeds in accordance with the expectations of the 


SPD. Accenture will take overall accountability for reporting status to the relevant stakeholders and will 


work with the SPD to agree on an appropriate reporting arrangement, which would include the following:  


 Weekly Status Report  


 Monthly Status Report  


 Release Retrospective Feedback Report  


The Project Team will meet in a daily stand up meeting to coordinate work and synchronize daily efforts.  


This daily planning focuses on tasks due to be completed no later than the following day when the next 


stand up meeting will take place. It is proposed that the Project Team, including the SPD Project 


Manager, will conduct weekly status meetings to review progress, and to outline and agree upon 


objectives for the coming week. All major decisions will be explained, discussed and agreed upon with the 


SPD Project Manager and other relevant stakeholders at this status meeting; or will be escalated to the 


Project Board, as required.  


4) Quality Management Plan 


Accenture will develop a Quality Management Plan that describes the methodology, procedures, and 


measurement techniques that verify all deliverables and work performed meet or exceed the predefined 


quality verification criteria (i.e., the technical, functional, and contractual requirements).  


Acceptance criteria for deliverables are informed by the DAP Project requirements, defined Stakeholder 


Goals and Expectations that would be drawn up with the SPD at the start of the project, and quality 


verification criteria defined in the Quality Management Plan. Sign-off of DAP Project deliverables confirms 


that the quality verification criteria and defined requirements have been met or exceeded.  


Accenture will develop Deliverable Expectation Documents (DEDs) for each deliverable before work is 


started on the deliverable to confirm scope, level of detail, and format of finished product.  


The Quality Assurance approach will include regularly scheduled, formal reviews of the DAP project by 


objective Accenture Senior Executives with extensive relevant experience. These executives have 


received formal certification to act in the role of Quality Assurance leads. The Quality Assurance Director 


assigned to the DAP project will conduct quarterly project reviews to verify compliance with project plans, 


standards, and leading practices. The reviews will focus on confirming that Accenture are providing the 


business value anticipated by the SPD, that risks are being effectively mitigated, and that opportunities for 


improvement are being actively worked. 


5) Stakeholder Engagement, Client Relations and Communications Management  


The Accenture Project Management Methodology will incorporate Stakeholder Management processes 


throughout the project life cycle so all key stakeholders are effectively involved with and help the project 


team meet the project objectives. During the Mobilization phase, Accenture will work with project 


leadership to identify all key stakeholders that may hold a vested interest in the outcome of the project. 


Accenture will work with them to better understand their requirements and expectations.  
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In line with the Communications plan, the Stakeholder Management process will require regular points of 


communication with all key parties outside of the already established reporting or governance schedule. 


This will involve scheduling touch-points throughout the project with stakeholders that may have a 


concern or would like an update at a specific time.  


Leveraging the SPD Governance Structure, Accenture will work with SPD to establish formal 


communications content and delivery mechanisms to share information across teams.  


6) Issues Management Plan 


Accenture will submit a detailed Issue Management Plan as part of the DAP Project Charter for approval 


by the SPD within the Mobilization phase.  Accenture will provide an issue management tool (as part 


Accenture Delivery Tools) that will be customized to the SPD, to maintain and bolster program 


performance and proactively address barriers to meet agreed upon criteria.   


The escalation process will be designed to resolve issues at the lowest level. If Accenture is unable to 


resolve an issue in a predefined period, they will escalate the issue, alert the appropriate teams, and 


execute the relevant resolution action plan. Escalations will also be discussed in review and status 


meetings.  


Based on the issue’s level of importance and time criticality, the Project Team will determine whether to 


escalate an issue to the Project Steering Committee. Accenture will use the following criteria to escalate 


issues to the Project Steering Committee:  


 All mission-critical issues; 


 Issues are beyond the authority of an individual work stream or require a consensus decision; 


 Issue ownership is unclear or cannot be established; and 


 Issues that are not being properly addressed and may impede the progress of the program (i.e., issues 


affecting program scope, costs, and timeline). 


7) Risk Management Plan 


The Risk Management Plan will focus on identifying and minimizing threats to achieving DAP objectives. 


Accenture will submit a detailed Risk Management Plan as part of the DAP Project Charter for approval 


by the SPD within the Mobilization phase. Accenture will begin the assessment by conducting an initial 


risk analysis with the SPD to identify and inventory known and expected risks associated with the project. 


Common risks that may potentially confront the DAP Project, include: 


 Competing demands for SPD staff time 


 Data Quality 


 Timely decision making 


 Design agreement and scope/change control 


 Buy-in of new capabilities/processes from SPD users 
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Accenture will track risks associated with scope, schedule, cost, and achieving project expectations in a 


formal risk log. These will be both internal (can be controlled by the project team) as well as external 


(risks caused by external factors).  


The Risk Tracking Log will record a value for each identified risk and determine the risk escalation 


procedure. It will be maintained for the duration of the DAP Project and will be updated weekly. The Risk 


Manager (or the Project Team) will own the log and will be responsible for monitoring the status of the 


risks. 


8) Approval Management Plan 


The Approval Management Plan will align with SPD processes to confirm that each sprint and release 


(and associated deliverables) are completed and certified pursuant to the agreed-upon criteria defined 


herein. The Deliverable Review and Approval Process will: 


 Confirm that each defined sprint, release and associated deliverables are completed before beginning 


subsequent sprints and releases per agreed-upon criteria. 


 Facilitate the timely review of deliverables, including contractor or systems integrator deliverables. 


 Confirm that all deliverables are tracked and all events and required certifications are recorded. 


 Categorize deliverables that require internal project team approval, approvals through the project 


governance structure and approvals through external stakeholders such as review boards and 


government departments. 


 Provide timelines for incorporation into project plans for the various levels of approval. 


 Provide guidelines for deliverable base-lining at the start or conclusion of a project phase from a gating 


or project control perspective. 


 Confirm that a copy of the final deliverable and associated materials are filed in the project repository. 


The Accenture Team will submit each final deliverable to the SPD Project Manager for certification. Prior 


to submission, Accenture will test deliverables against the contract requirement, and conduct quality 


audits and content validation. Deliverables will be reviewed under the following process:  


a) Accenture will notify the SPD by email indicating that a Deliverable is ready for review; 


b) The SPD will perform a comprehensive review of the Deliverable and provide comments to Accenture 


within five (5) Business Days of receipt; 


c) Accenture will finalize the Deliverable, taking SPD’s comments into account.  


d) SPD will review the responses to the comments and revised areas only and 


e) When SPD’s comments have been addressed to the satisfaction of SPD and Accenture, the 


Deliverable will be deemed accepted and sign-off will be provided by the SPD to certify that the 


deliverable is approved and accepted. Sign-off or certification will occur in the form of hard copy 


signature or email approval of the specified Deliverable. 


Unless extended by mutual agreement, if Steps 1 to 5 exceeds five (5) Business Days to complete, the 
delay in review and sign-off will be escalated as an issue. Otherwise the deliverable will be considered 
auto-approved.  Accenture will be entitled to rely on all decisions and approvals of authorized SPD 
representatives in connection with the Contract.  
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Statement of Work Objective 2: Develop detailed requirements 


Accenture anticipates that requirements will change and evolve dynamically. Using an agile framework 


with user-stories, Accenture will reduce the impact of evolving requirements. The diagram below 


illustrates the various steps involved in the Accenture approach to capturing detailed requirements.  


 


User stories will allow Accenture to capitalize on process efficiencies, avoiding the risk of rework and task 


repetition. User stories will be created during initial user-story writing workshops facilitated by Accenture 


with the participation of SPD SMEs, during the development phase, and during end-of-iteration reviews. 


New stories can be added to the "backlog" at any time. User stories defined for the DAP will span the 


following areas: 


 Catalog of incidents – Define a list of types of events of interest consisting of different types of incidents 


or facts relevant to crimes, misdemeanors, infractions, administrative controls, accidents, etc. 


 Incidents management – User stories will cover how incidents are recorded and how an event of 


interest can be singled out; documentation for the event; date and place of occurrence; Unit recording 


the incident and the Unit responsible for the incident. User stories will include duplicate checks. 


 Entities management – User stories will define the requirements for how the information is housed in 


the DAP (i.e., around POLE – People, Objects, Location, and Events). Examples include: 


- Places (county, municipality, city, address data, GIS coordinates, etc.) 


- People (personal data, identity, address, reviews, physical traits, background, etc.) 


- Organizations / Corporate body (primary data, address, CIF, etc.) 


- Vehicles (cataloging, make, model, license plate, frame, etc.) 
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 Graphical display of relationships – Given the volume of information, graphical relationships will also be 


defined by user stories. 


 Generation of reports – User stories will define the number of reports needed and their format. 


 Control processes – User stories will define performance levels, data structures, business objectives 


and baseline calculation approaches.  


 Data Analysis – User stories will define how source data is identified, explored, analyzed and improved 


for analytics. 


 Data Pre-Processing – User stories will define how data is consolidated, cleansed and standardized so 


that it provides an exhaustive and high-quality foundation upon which analytical techniques can be 


applied.  


 Stage Data for Analytics – User stories will define, design and populate data structures needed to 


support analytics.  


 Analytics Catalogue – User stories will define analytics activities. Examples include: 


- Incident reporting and review.  


- Administrative investigation.  


- Early intervention.  


- Analytics to support data-driven management.  


Data Requirements 


Capturing the data requirements will include focus on each detailed data element from the source system, 


the relationships of the data objects, requirements for capturing changes and history, archiving, 


frequency, and conversions (as required). Once requirements have been identified, they will be added to 


the Product Backlog. This will consist of functional requirements, non-functional requirements, and 


environment requirements. 


During each Sprint planning session, the team will prioritize the requirements within the Product Backlog 


based on the criticality of the requirement to the SPD, and the capacity available within the sprint 


timeframe to address and deliver the requirement. The dates for each sprint will not move, however the 


scope contained in the sprint will shift. Key SPD operational users will be involved in sprint planning to 


support the review and coordination of sessions to confirm user stories, and the testing approach.   
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Statement of Work Objective 3: Develop system design and data 
architecture 


Accenture’s Data Architecture Framework will be applied to analyze and design the specific data 


architecture and integration components of the DAP. The framework contains a subset of activities that 


will be followed to design the DAP. These steps will include:  


 Gather existing data architecture reference materials to reference during the data architecture 


definition. 


 Review all documented requirements to understand the broad data and associated functionality that 


the Data Architecture needs to support. 


 Review the Current Capability Assessment to understand the current Data Architecture and derive the 


baseline components. 


 Define the data life-cycle for data types and/or classifications. Any hierarchies and classifications are 


also defined. 


 Review and incorporate the Conceptual Data Model and the Data Objects defined during analysis 


activities. 


 Review logical to physical data model transformation. 


System Design Documentation 


System Design will account for existing SPD architecture and infrastructure as well as assumed growth, 


both in volume and functionality.  Early iterations of the system architecture will define the initial 


architecture and infrastructure requirements including hardware, software and data; the network 


architecture and topology; the security architecture; the extensibility of the architecture including scaling 


capabilities; and development approaches, including modular and component-based. 


The architecture will outline the hardware required and location of the installed solution components, 


tools, technologies and databases.  The initial production environment design will be refined as necessary 


during the development effort.  A final readiness check will validate that the production environment is 


configured properly for the developed solution. 


The security architecture will define the authentication, authorization and credentialing component layers. 


Accenture’s solution supports both application level security and role-based paradigms.  


Data Architecture Documentation 


The DAP’s Data Architecture will define both the source and target data, as well as internal and external 


data interfaces, message and payload types, and associated schemas.  The Data Architecture will detail: 


 Source data name (payload structure, database, table element) 


 Location 


 Access method 


 Frequency/latency characteristics 


 Relationship to other source data 
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 Interim/staging data structures 


 Target data structures 


 Reference data 


Target data includes both interim and staging data as well as the DAP Reporting & Analytics data 


warehouses and marts.  The warehouses and marts will be architected and modeled to validate flexible 


and efficient reporting, analytics and dissemination. Business rules affecting data will be identified and 


documented. Transformation rules will be defined as part of the data architecture and / or the Data 


Integration Plan. 


Data Integration Plan 


The proposed solution provides for multiple integration models and will be able to accommodate virtually 


any source payload format.  Specific integration models include: 


 Batch / ETL 


 Real-time / messaging 


 Event-based 


 Scheduled 


Data handling requirements for each source will be defined.  The Data Integration Plan will define a 


modular approach to component design and construction. The entire integration process will be logged 


and errors will be handled in a standardized manner.   


Tasks and Outputs 


The following will be performed iteratively throughout the development sprint cycles until the tasks and 


associated design deliverables are complete: 


 Define data sources of required data elements, conduct data gap analysis and define the data 


acquisition and loading strategy. 


 Document business rules for data transformation. 


 Document source-to-target data mapping / data lineage. 


 Design the required iWay DataMigrator process flows for initial data load and refresh. 


 Design the data model layers; logical, physical, semantic and analytic. 


 Design the Metadata Repository. 
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Statement of Work Objective 4: Develop data governance and security 
procedures 


Accenture will use their standard Accenture Data Management and Data Governance Framework to 


compare SPD's current data management approach and define gaps and next steps for processes, 


people and technologies. Examples of capabilities Accenture will bring include: 


 Data Management and Architecture Diagnostic Tool. 


 Data Management Processes Automation Blueprints. 


 Data Governance Diagnostics. 


 Data Quality Management Services. 


 Master Data Management Services. 


 Data Management Accelerators. 


 Data Quality Profiling and Data Rules Repository Solutions. 


Using both the customized framework and capabilities above, Accenture will work with SPD to provide 


three key components for data governance and security: 


1. Data Governance Strategy and Roadmap 


Accenture will leverage their Enterprise Data Management Framework with a focus on Data Governance, 


Data Quality, and Data Standards. The strategy and roadmap will be an inclusive enterprise wide 


approach to Master Data Discipline that focuses on all key areas within the SPD's data ecosystem.  


The assessment will be done from a business context and in alignment with broader overall SPD 


initiatives, recognizing that the SPD has already taken many important steps in managing data as a 


corporate asset (i.e. Keystone environment, formal data organization, etc.) 


2. Data Governance Operating Model 


The Data Governance Operating Model will provide target-state guiding principles necessary for Data 


Governance and Data Quality. It will contain Dashboards and Scorecards to measure the effectiveness of 


Data Governance and Data Quality, in addition to a data Quality Playbook, which defines the principles 


and processes to manage and monitor the quality of the SPD's data. 


3. Master Data Standards Framework 


The Master Data Standard Framework will help to define the standards and processes to manage the 


lifecycle of data standards for the DAP solution. It will provide the approach to loading/migrating 


standards into the new repository, and maintain them on going as the DAP evolves and expands. The 


framework will also provide a change management program to drive cultural change, organizational 


design, education, and awareness. This will assist SPD with working with various key data stewards 


within the organization to help with adoption and support. 


System Security Planning 


Based on the SPD requirements, Accenture will develop a detailed system security plan which defines a 


comprehensive security implementation for the DAP platform, resulting in a tightly integrated security net 







 City of Seattle 
Data Analytics Platform Design and Implementation 


RFP# SPD-3289 


 8-28 Copyright© Accenture 2015. All Rights Reserved. 


   


for the both the platform itself and the sensitive data which it houses. The system security plan will define 


the DAP security and data protection design at various levels including system level, application 


(platform) level, database level, and at the individual data element level: 


 Application access security – within the environment, administrators will have the ability to manage and 


define user access according to user groups, departments, or roles -  in line with SPD's requirements 


for role-based access to data; 


 Data access security – access to information will be further restricted down to the data-value level,  so 


that the SPD users will see only the information they are authorized to see; 


 External security – WebFOCUS will fully support external security systems and authentication 


schemes, including operating system and database management security, as well as extended security 


packages such as LDAP and Active Directory 


The system security plan will define how DAP security will be implemented within Objective 7 (Configure 


and program data analytics platform), including integration with the existing SPD security authentication 


components which are assumed to Oracle Access Manager and/or Active Directory. In this manner user 


access to the platform will be restricted to those users previously authenticated via the SPD Single Sign-


On mechanism. Platform administrator access rights and privileges will also be defined in the system 


security plan for implementation via Objective 7. 


For role-based user access to the reporting and analytics environment, the system security plan will 


define the various SPD roles and individual data access rights (down to the individual data element where 


required) relating to the operation and use of the DAP solution, based on SPD's detailed requirements. 


The defined role-based and DBMS level data access rules will be implemented within Objective 10 


(Develop reports, queries, and analytics).  
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Statement of Work Objective 5: Develop software and hardware plans 


Accenture will provide 3 DAP environments (representing Development, QA and Production) 


Accenture has prepared an initial hardware and software plan for the DAP. These initial specifications are 


based upon SPD's existing technical environment and the functional and technical requirements as 


presented via the RFP and also take into account the required data sources for the DAP, existing and 


projected data volumes and the projected number of SPD users for the first 5 years and beyond.  


SPD and Accenture will discuss and agree on areas of responsibilities regarding IT setup during the 


Mobilization Phase.   


Core Software Components 


The core Information Builders software components required in support of the DAP solution are described 


below:   


Core Software Item / Module  Description 


Law Enforcement Analytics - 


including Geospatial Analytics & 


Predictive Analytics 


The Law Enforcement Analytics (LEA) solution is a Law Enforcement 


Reporting and Analytics solution, based upon the WebFOCUS and iWay 


platforms. 


It includes support for key performance indicators (KPIs), management 


dashboards, interactive-mapping capabilities, predictive analytics, and 


data mining to enable predictive, intelligence-led policing. 


WebFOCUS Maintain The WebFOCUS component which enables the creation and deployment 


of transactional web based applications, supporting workflow 


requirements and providing the ability to perform database updates. 


WebFOCUS App Studio The Windows-based development environment within the WebFOCUS 


platform for developing fully-featured Web business intelligence and data 


maintenance applications.   


It provides a single, fully-integrated environment for designing and 


creating any type of Business Intelligence content. 


WebFOCUS InfoAssist InfoAssist is an intuitive end-user tool within the WebFOCUS platform for 


creating InfoApps for query and analysis, report and dashboard design, 


and cube-browsing. 


Examples of InfoApps include guided self-service reports, search-based 


apps, and predictive analytics apps, all of which can be customized further 


through a portal enabling a highly personalized user experience. 


iWay Data Adapter Bundle The bundle of iWay data adapters required to support the SPD's data 


integration requirements 


 


Preliminary Hardware Sizing 


For development, a shared development server that supports both the iWay and WebFOCUS 


development services is proposed with hardware that includes: 16 GB RAM, 100 GB disk space, and 2 


CPU/cores.  
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For production, a production server for the WebFOCUS components and a separate production server for 


the iWay components are proposed with hardware that includes: 32 GB RAM, 100 GB disk space, and 2 


CPU/cores. 


For QA, a QA server for the WebFOCUS components and a separate QA server for the iWay 


components are proposed, in order to mirror the production environment. Hardware includes: 16 GB 


RAM, 100 GB disk space, and 2 CPU/cores. 


The listed components run on the Windows platform, as required for the SPD technical environment. The 


following table provides the server list required to support the software: 
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Hardware costs have been estimated at $42,000.  This amount will be verified during the Mobilization 


phase and Accenture and SPD will work collaboratively to purchase hardware. 


Server Configurations and Protocols 


Accenture will work with the SPD IT team to support the installation of the server components above, 


along with the necessary supporting software, such as Anti-virus. Accenture will leverage standard SPD 


installation protocols unless specifically called out for the iWay and WebFOCUS components. 


WebFOCUS Installation Requirements 


WebFOCUS is built upon a three-tier architecture, comprised of web, client, and reporting layers. The 


web tier will require a Web Server, the client tier will require a Java-based Application Server (Apache 


Tomcat is provided and can be configured as both a Web Server and Application Server), and the 


reporting tier will be a proprietary layer that handles all data requests/responses. This table lists the basic 


requirements for the machine or machines that run WebFOCUS on Windows: 


Item  Options or Requirements Comments 


Operating System Microsoft® Windows ® 2012 


Server 


Or 


Microsoft Windows 2008 Server  


Or 


Microsoft Windows 2008 Server r2 


Hyper – V Virtualization 


Microsoft Windows XP Professional and Microsoft 


Windows 7 can be used in development environments 


only. 


NTFS considerations for Windows 2003 apply to 


Windows XP. 


If running the installation on Windows 7 and higher 


Windows 2003 apply to Windows XP. 


If running the installation on Windows 7 and higher or 
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Item  Options or Requirements Comments 


Or 


Microsoft Windows 2003 


Windows Server editions 2008 and higher , you must sign 


in as the administrator 


Application 


Server/Servlet 


Container 


(WebFOCUS 


Client Machine) 


Must meet both J2EE 7web 


container and J2EE 7 


specifications. This includes 


servlet API 2.4 specifications. 


In WebFOCUS 8, Apache Tomcat version 8.021 is 


provided and can be installed with WebFOCUS. For more 


information on Apache tomcat and other supported 


application servers, see Web Server and Application 


Server Requirements. 


To run Apache Tomcat as a 64-bit service on Windows 


AMD 64-bit machines, Tomcat version 8.021 is required. 


It is provided with the WebFOCUS 8 installation. 


Web Server 


(WebFOCUS 


Client Machine) 


Must support aliasing. If you choose to use a web server, you have two ways to 


use it: 


For WebFOCUS processing of aliases. 


Only for forwarding requests through a firewall to an 


application server. 


Apache Tomcat is provided and can be used as both a 


web server and application server. Microsoft IIS and 


other web servers can be used along with Tomcat or 


other application servers, if you require. 


Microsoft .NET 


Framework 


Version 2.0 or higher. On Windows AMD 64-bit machines, the Microsoft .NET 


Framework is required for the Tomcat Connector plug-in 


to function correctly. It can be downloaded from the 


Microsoft website and must exist on the machine prior to 


the WebFOCUS installation. If the Tomcat Connector 


plug-in will not be configured, Microsoft .NET is not 


required. 


Java JDK (32 bit) 


Java JDK (64 bit) 


Java JDK 1.8 Oracle Java 1.8 (JRE only) is provided and automatically 


installs with WebFOCUS. 


 
These assumptions on sizing are based on the stated RFP requirements. If there are new/unstated 


requirements, then the proposed sizing does not provide for it and would need to be adjusted as an 


approved change.  



http://www.google.com/

http://www.google.com/
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Statement of Work Objective 6: Implement computing environment  


Licensed Software Installation and Configuration   


Accenture will provide the SPD with the support to coordinate all elements of the installation and 


configuration of Information Builders licensed software.  This would include all production, test and 


development instances that are licensed.   


The installation and configuration process would include knowledge transfer to SPD staff and 


configuration documentation relating to the software installation. It is recommended that up to a week of 


time be scheduled for the complete installation configuration and testing process, after the target 


architecture has been finalized. 


Windows installation is usually performed with a GUI installation wizard; however, all platforms support a 


silent install run from a parameter file input for automated installation and configuration. Scripts exist to 


run silent installation, as well as to make adjustments to configurations, security/administrative changes, 


start/stop the server, etc. SPD can launch these scripts from a command line interface, allowing for 


complete automation and scripting of a larger installation or maintenance process.  


SPD Resources Required 


SPD resources will be necessary to help identify the target state and review the final proposed 


architecture. This may require access to technical subject matter experts relating to database, 


networking, security, and/or other related systems. The SPD technical resources required to support DAP 


implementation will include:  


 Network Administrator(s)  


 Database Administrator(s)  


 Sustainment / Support Team 


 Resource plan for SPD resources: 


 


Computing Environment Documentation  


Build Books and other documentation (i.e., installation documentation, outputs from project planning, 


implementation plans, etc.) will be produced and provided to SPD after the installation and configuration 


process. Build Books will contain a detailed inventory of the installed environment, including: 


 Licensed options installed 


 Server / host names 


Project Role Month 1 Month 2 Month 3 Month 4 Month 5 Month 6 Month 7 Month 8 Month 9 Month 10 Month 11


Client Program Manager 0.5 0.5 0.5 0.5 0.5 0.5 0.3 0.3 0.3


Deployment Coordinator 0.5 0.5 0.4 0.4 0.2 0.2 0.2 0.2 0.2


Training Developer and Trainer 0.6 1.0 1.0 1.0 0.5 0.5 0.5


Tech Arch Client Lead 1.0 0.9 0.2 0.2 0.2 0.2 0.2 0.2 0.2 0.2
DBA 0.8 0.8 0.8 0.8 0.8 0.8 0.8 0.8 0.5


Business/Func Analysts 0.5 0.5 0.5 0.5 0.5 0.5 0.5 0.5 0.5 0.5


Func Testers 1.0 1.0 1.0 1.0 1.0 1.0 1.0 1.0


Sum Total 2.0 1.9 3.1 4.5 4.4 4.4 3.5 3.5 3.5 2.7 1.7


Count of individual resources 3.0 3.0 6.0 7.0 7.0 7.0 7.0 7.0 7.0 5.0 3.0







 City of Seattle 
Data Analytics Platform Design and Implementation 


RFP# SPD-3289 


 8-34 Copyright© Accenture 2015. All Rights Reserved. 


   


 Ports 


 Java home and version 


 Adapter configuration details 


 Security provider details 


 Integration connections (data sources) 


 Resource Analyzer information  
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Statement of Work Objective 7: Configure and program data analytics 
platform  


Accenture will build upon the System Configuration Plan to configure the Data Analytics Platform (DAP). 


Specifically, the system design, data architecture and integration plans, as well as the computing 


environment implementation (hardware and software) will define in detail the requirements for 


configuration of the platform. The key configuration activities to be addressed are: data access for iWay 


and WebFOCUS, security implementation, and database design. 


1. Data Access  


iWay.  Data access components (adapters) will be configured to provide access to the external data 


sources required in support of the DAP solution. This requires the DBMS adapters (Oracle and MS SQL 


Server), Web Services adapter, and XML adapter. Once these adapters are configured in the 


environment, they will be verified to validate that data can be retrieved from the external data sources. 


Only the Oracle DBMS adapter will be required to write the Target data, which includes both interim and 


staging data as well as the DAP Reporting & Analytics data warehouses and marts. The database 


credentials to be associated with this adapter must have write privileges set. Then once the adapter is 


configured in the environment, it will be verified to validate that data can be written to the Oracle DBMS. 


WebFOCUS. Data access components (adapters) will be configured to provide access to the appropriate 


data sources, in line with the Data Architecture Plan, as WebFOCUS may be required to access external 


data sources directly, but will certainly access the staging data and DAP Reporting & Analytics data 


warehouses and marts. The Oracle DBMS adapter will be configured to support access to the staging 


data and DAP Reporting & Analytics data warehouses and marts, and the ArcGIS adapter to support 


access to the ESRI GIS system. Once these adapters and any others that are required are configured in 


the environment, they will be verified to validate that data can be read by WebFOCUS. 


WebFOCUS Maintain. Data access components (adapters) will be configured to provide access to the 


data sources required in support of the Workflow solution. This will require configuration of the Oracle 


DBMS adapter, as these data sources will be designed and implemented for/in Oracle. The database 


credentials to be associated with this adapter must have write privileges set. Once the adapter is 


configured in the environment, it will be verified that data can be read and written from/to the Oracle 


DBMS. 


2. Security Implementation 


Security implementation will address the integration of the DAP's security model with SPD's existing 


security authentication mechanisms, which are assumed to be Oracle Access Manager and/or Active 


Directory. Once configured, the DAP will support access by users previously authenticated by SPD's 


Single Sign-On (SSO). 


Configuration of user authorization - enforcing role based access to individual portals and access rights to 


individual data elements within each portal, will be implemented during development of the WebFOCUS 


reporting and analytics functionality. 


Administrator access rights to the DAP will be configured to meet SPD's security requirements as defined 


in the System Security Plan. 
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3. Database Design 


Physical implementation of the database design to support the various data layers required for the DAP, 


including the Workflow data sources, will be performed, and the required metadata repository will be 


physically implemented and metadata generated. The metadata repository will then be shared by the 


iWay and WebFOCUS platforms. 


SPD Resources Required 


SPD resources will be necessary to support the configuration activities. This may require access to 


technical subject matter experts relating to database, networking, security, and/or other related systems. 


In some cases SPD’s internal resources may perform the configuration under the direction of our 


consultants. SPD technical resources required to support the above mentioned configuration activities 


include:  


 Network Administrator(s)  


 Database Administrator(s)  


 Security Administrator(s)  


 Sustainment / Support Team  
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Statement of Work Objective 8: Develop and execute interfaces 


The technical requirements and data architecture documentation and associated design artifacts for the 


required interfaces will be signed-off and available. This documentation will detail the ETL process flows 


and procedures that will be developed and tested during this unit of work.  


Interface design and development will depend on a number of factors including: data / payload type, 


location, volume, timing / latency / frequency, triggers, transformations, business rules, staging, and final 


disposition. Interfaces will be able to be configured to operate in multiple ways including: 


 Batch oriented. Batch / ETL interfaces will handle larger volumes of data including initial loads of the 


data warehouse/reporting data marts.   Batch ETL interfaces are generally scheduled or triggered by 


another process. 


 Near real-time. Near real-time interfaces can also be scheduled to run every few minutes or even 


seconds.  They can be triggered by another process or even manually.  These interfaces are not 


designed to handle large volumes of data, but to run more frequently in order to trickle feed updates 


and inserts to target data warehouses and data-marts. 


 Federated. Federated interfaces do not “move” the data at all.  They do extract and transform the data 


as necessary, however.  Federated requests are by definition real-time but latency issues and volumes 


must be carefully considered during design and development.  Federated interfaces take multiple forms 


including reports, dashboards, alerts and real-time validation, amongst others. 


iWay DataMigrator 


The iWay DataMigrator is the toolset that will be used to develop the required interfaces. DataMigrator will 


be the primary tool used for batch oriented and near real-time ETL.  DataMigrator will provide the 


following functionality: 


 Aggregate, join, merge, and apply selection criteria to information from any combination of systems, 


applications and data formats. 


 Incorporates over 300 data and technology adapters. 


 Transformation & validation capabilities. 


 Target database loading / updates natively or via database bulk loaders. 


 Change Data Capture (CDC) capabilities. 


WebFOCUS 


WebFOCUS is the Business Intelligence platform on which many of the DAP components will be built. 


The DAP will incorporate the required data from the following internal and external sources: 


 CAD 
 Cornerstone 
 SPD Custom APEX systems 


 EV5 
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 IAPro 
 RMS 


 


The final list and order of priority of the source systems will be agreed with the SPD in the Mobilization 


Phase.  


The solution is designed to accommodate future data integration requirements without the need for 


extensive redevelopment.   The same 300+ individual data, application and transaction adapters available 


from Information Builders and will be able to support almost any future data to be integrated into the DAP. 


In line with the Data Architecture Plan, data will either be accessed directly via WebFOCUS or loaded via 


iWay DataMigrator into the functional data marts. The decision to load data directly from the source or to 


access it directly at the source will depend on: 


 Required update frequency of the source data 


 Load factors on the source system 


 Requirements for near real time reporting and analysis 


 Requirements for ‘push through’ or write back to the source data 


 Quality of the source data elements 


 Frequency of use of the data elements 


Key Tasks and Outputs 


The following key tasks and outputs will support of the development and execution of the inbound 


interfaces to the DAP: 


 Produce detailed specifications for all iWay DataMigrator processes (ETL) required to populate the 


Data Analytics Platform. 


 Develop the plan and schedule for the initial data load and incremental updates to the functional data 


marts. 


 Address frequency, timing, dependencies, error handling, of the source to target interfaces.  


 Develop iWay DataMigrator process flows / procedures representing the ETL schedule and processing 


specs for initial load and incremental updates. 


 Include checks to verify data counts, for example, between source systems to staging and from staging 


to the functional data marts. 


 Prepare Test Cases for the developed iWay DataMigrator processes. 


 Perform Unit testing of DataMigrator processes. 


 Perform the initial data load.  
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Statement of Work Objective 9: Perform testing 


Test Strategy and Framework 


During the mobilization stage, Accenture will work with the SPD to create a test strategy and testing 


framework. Accenture will leverage their Accenture Delivery Methodology (ADM) for Business Intelligence 


(BI) and Agile Delivery. As part of the Test Strategy, the testing scope, dependencies and approach will 


be defined.  


 Scope - define what testing is in or out of scope for the DAP.  This will involve using a risk based 


approach to direct the testing effort to areas where the probability and impact of failure are higher.  


 Dependencies - identify any external dependencies that could impact testing.  For example: If the DAP 


requires a data element that is not currently available but is being added to IaPro as part of a separate 


project, this would be identified in the test strategy so it could be taken into account when doing more 


detailed planning as part of the test approach for each release. 


 Approach - identify the test phases that would be completed as part of the DAP; define the testing that 


would be done as part of that phase, as well as the entry and exit criteria for each phase (including 


performance expectations).    


Testing within each Sprint 


Testing within each sprint will include the following phases: 


 Component Test. Component Test will be executed as part of the Perform Build activity. The purpose 


is to identify defects in newly built software components along with the existing ones by executing the 


appropriate tests throughout the solution life cycle.  


 Assembly Test. Assembly test will ensure that related components function properly when assembled. 


Testing the application component interfaces helps verify that correct data is passed between 


components. 


 Product Test. Product test will ensure that the product meets the requirements stated in the user story 


acceptance criteria and the standards defined for the application.  


 Regression Test. Regression testing will validate that changes made as part the sprint have not 


broken functionality that is currently working from previous sprints.  


 Performance Test. The Performance testing stage will identify and fix system performance issues 


before the system goes live. This will include load testing, stress testing, stability testing, throughput 


testing, and ongoing performance monitoring. 


Testing for Deploy Release 


The output of each sprint will be a complete set of tested functionality that is ready for System Integration 


Testing.  Based on the implementation plan Accenture will combine the output of 1 or more sprints into a 


release that will then be tested prior to being deployed to production.  


 Integration Product Test - integrates the individual applications into a holistic business solution. The 


Integration Test will focus on the interfaces between the applications, running across the applications, 


and how these integrations enable end-to-end business processes.   
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 Performance Test - identifies and fixes system performance issues before the system goes live. 


Performance Testing will include load testing, stress testing, stability testing, throughput testing, and 


ongoing performance monitoring.  


 User Acceptance Test - testing of application functionality by using the business processes and flows 


associated to the business end users. The objective will be to demonstrate that the system functions as 


expected based on day-to-day business operations and that the system meets the overall business 


requirements.  


Test Data Management 


Test Data Management will be the governance process of identifying, acquiring, conditioning, populating, 


and maintaining test data during test planning, test preparation and test execution. This process will 


define standards, tasks, ownership, roles and responsibilities to validate the accuracy, completeness and 


integrity of test data. 


Test Metrics 


A number of test metrics will be used to measure the progress of testing and quality of the solution, 


including the following: 


 Test planning and preparation metrics - track the progress of test planning and test preparation 


activities and would include metrics for the 'actual number of scripts completed and peer reviewed 


versus planned'. 


 Test execution metrics - track the progress of testing against the plan and would include tracking of 


'plan versus actual for scripts executed and scripts passed'. 


 Incident metrics - track the number of incidents raised against the system and would include metrics 


such as the 'number of open incidents and open/close rate of incidents'. 


Incident Severity 


Accenture will use defined criteria to indicate the severity of Incidents raised during testing. The incident 


severity levels that will be used are: 


Severity Definition 


Severity 1 (Showstopper) Cannot use any part of the DAP until the defect is fixed.  


Test team is unable to proceed with test or development process.  


The Application may break or hang repeatedly, or there may be an unrecoverable 


data loss or corruption of key fields.  


An immediate fix is needed. 


Severity 2 (Critical/High) Can use the system, but a by-pass is required.  


Test or development is severely restricted due to a defect encountered for which 


there is no acceptable circumvention.  


The application executes but wrong results are encountered, or defects are 


discovered which would significantly affect production operation.  


A fix is required in order to proceed with this function. 


Severity 3 (Medium) Functionality impacted, but testing can proceed. Able to proceed with limited 
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Severity Definition 


functionality not crucial to test or development. There may be discrepancies 


between application behavior and the application documentation. Additionally, any 


defect that is caused by unlikely circumstances, environments or operator 


sequences, provided a straightforward workaround exists and there is no 


unrecoverable data loss.  


Severity 4 (Low) Shortcoming. No immediate impact to test or development. This could be an 


incorrectly spelled word or poorly worded error message. Discrepancies are found 


that are of an insignificant nature and do not affect satisfactory operation or 


usability of the application. Examples may include improper presentation of 


menus, messages, prompts or minor functional deviations that can be easily 


avoided. Also, included may be usability or certain types of performance 


concerns. Fixes should take place only after all severity 1, 2 and 3 defects have 


been resolved. 
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Statement of Work Objective 10: Develop reports, queries, and analytics  


A number of portal views will be developed according to the SPD defined user roles, e.g. Command Staff, 


Supervisors, Officers, etc. Within each portal Accenture will develop tabs representing the individual 


dashboards which will serve as the containers for the required reporting and analytical content. With user 


authentication being performed via SPD's SSO mechanism, the DAP portals will be further secured via 


WebFOCUS security, which will address user authorization - enforcing role based access to individual 


portals and access rights to individual data elements within each portal. 


Approach to Designing and Implementing Reports, Queries and Analytics 


The individual reporting components will be developed and refined by the scrum team in collaboration 


with the Product Owner and domain experts. Accenture will conduct design sessions to determine how 


the queries, reports, and analytics will be developed using the requirements as a guide.  The designs will 


be reviewed and approved by the SPD business stakeholders prior to beginning development.   


Accenture will develop new code for the reports, queries, and analytics.  The team will use the designs 


created to determine what the individual components of the development effort will be and then will 


develop and unit test their code.  This iterative cycle will take place for each report and dashboard that 


has been identified. 


Accenture will conduct product testing to validate that each of the components were developed according 


to their design. Accenture will validate that the components of the automated processes and reports are 


working properly end-to-end during System Integration Testing. User Acceptance Testing (UAT) will be 


conducted so the SPD could verify that the components were built according to approved designs.  The 


Accenture team will create a presentation highlighting the changes that will be implemented, create 


customer acceptance test scripts to validate the new functionality, and provide support to the SPD during 


their testing. 


Approach to Using Dashboards as a Repository for Stored Reports and Queries 


The WebFOCUS BI Portal will provide an app store-like experience for SPD users to access BI content, 


including dashboards, visualizations, reports, charts, graphs, maps, and interactive InfoApps. The BI 


Portal will allow users to access and analyze vital information quickly, link content and reports together, 


and easily tailor what they see. 


Approach to Advanced Analytics  


Accenture has developed an approach to delivering an analytics solution on a ‘Laboratory and Factory’ 


concept. The Laboratory environment can be viewed as the Development and Test environment for 


analytics model development cycles. The data is explored to determine the useful patterns. While the 


Factory can be viewed as the Production environment for the operational analytics models to integrate 


the useful insights into business as usual processes. Analytical models are developed and tested in the 


Laboratory environment. Upon delivery of an analytical model from the Laboratory environment, it is then 


transitioned to the Factory environment, whereby it is run on a regular basis against extracts from live 


data sources and becomes integrated into the business-as-usual processes within the SPD.  
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Statement of Work Objective 11: Conduct training  


The approach to development and delivery of the Skills Transfer and Training Program will be conducted 


over 5 key stages:  


Stage 1 Assess Training Needs 


Accenture will identify the specific training needs of the SPD through the execution of a Learning Needs 


Assessment (LNA). The LNA gathers specific information on the knowledge and/or performance gap and 


learning requirements in order to address the training need. Accenture will also asses the organization’s 


competencies and reviews course/curriculum designs against these core competencies to validate the 


learning objectives tie back to the organizational goals. Fundamental to this step will be the identification 


of the SPD personnel, attendees and instructors, to which the training plan will apply.  


Accenture will create a Training Plan detailing clear training objectives, content outlines, training methods 


and tools.  The Training Plan will schedule training so it is integrated with other work streams (specifically 


deployment activities), specifies audiences for training, and documents the metrics needed to measure 


training progress against the plan. 


Stage 2 Develop the Training Curriculum 


For each role Accenture will develop a customized training plan. Accenture and SPD resources will create 


training materials together; the responsibility split for this will be agreed in the Mobilization Phase. 


Training developers will create course content which includes include lessons plans, presentation 


materials, activity materials, instructor guides and speaker notes. The course developers will use 


standard templates and processes throughout the design and build phase, consistent with what was done 


during previous learning initiatives. 


The training will be deployed in Pre Go-Live, Post Go-Live, and on Ongoing stages to provide the optimal 


adoption of the DAP. The primary outputs will include the following deliverables: 


 Training Plan, a document that outlines the SPD personnel, curriculum, classes, schedule and content 


to be delivered over the course of the project. A mechanism for tracking that SPD personnel have met 


their training needs requirement will be included, to visibly validate compliance 


 Training Materials, a library of content to support the training curriculum 


Stage 3 Training Delivery 


The Skills Transfer and Training Program for SPD resources will be delivered through a variety of 


channels and supported by a defined selection of manuals and documentation. Structured classroom 


based workshops on the DAP skills and reporting, dashboard and analytics techniques required to 


perform the role will be delivered, where required to the designated SPD resources.  


In addition to formal delivery, job shadowing will form a critical component of the Program, whereby each 


designated SPD resource will shadow an Accenture developer in the role to which they are assigned. 


This approach will validate that all designated staff are involved in the development and maintenance of 


reports, dashboards and analytics, and that the development process, including analytics construction 


tools and/or code, is explained to staff at each stage. 
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Additional self-study training time, the duration of which will vary depending on the skills and knowledge 


level of the analytics developers. 


Monitoring Training Compliance 


Accenture will work with the SPD to leverage the SPD LMS system as a tool to record and track the 


completion of training, so that the SPD can maintain visibility of the training regime per person, per 


department etc. This information will map back to individual training plans to verify all targeted audiences 


have received planned training. There can be additional one-on-one support over-the-shoulder or on-the-


job training, where a subject matter expert can work with the employee directly. This support can be 


provided on an as-needed basis or along a more structured schedule, and can be provided virtually or in-


person.  


Stage 4 Evaluate the Training Effectiveness 


Accenture will conduct training evaluation throughout delivery to identify any areas requiring improvement 


as early in the process as possible and similarly to identify strong points in delivery that can be further 


utilized. The training content and approach will be evaluated as follows:  


 Monitor and maintain quality for subsequent deliveries; 


 Validate that feedback on training delivery and content is evaluated and used to update and improve 


the training materials as necessary; 


 Validate that the training requirements are being met; and 


 Validate that the delivery channels are appropriate for maximum learner assimilation. 


Should it be identified that areas of content or delivery approach require improvement; the training team 


will revisit the training design and make the appropriate alterations to address the comments. For areas of 


content or delivery approach that are identified as being impactful, the training team will validate to 


capitalize on this in future skills transfer and training conducts. 


Stage 5 Ongoing Development/Training Resources 


Accenture will define the series of documentation that will be created throughout the Skills Transfer and 


Training Program, which will be available to the SPD as required throughout the project and following the 


end of the five year support period. Supporting documentation will be produced throughout the duration of 


the project and will be updated as appropriate throughout the agile release lifecycles. The documentation 


will underpin the Skills Transfer and Training Program which will be delivered at the SPD as part of Stage 


3 (Training Delivery). Training manuals and supporting documentation will be delivered in a variety of 


formats such as Manuals and Quick Reference Guides (QRGs).  
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For system administrators and technical support resources other deliverables produced throughout the 


project will also be used to support training.  These include deliverables such as the Production Support 


Plan that will contain detailed instructions on how to complete routine administrative processes and 


troubleshoot common issues.  These documents will be updated as new functionality is added with each 


release.  
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Statement of Work Objective 12: Provide go-live support and stabilization 
services 


During the Deployment phase, Accenture will work with SPD’s team to coordinate the cut-over activities, 


facilitate a smooth go-live and transition of the solution to the to business owners. Key SPD IT and 


operational end-users will be trained to use the DAP and will help deploy the solution to the SDP 


alongside Accenture project team members. The Accenture team will plan and manage deployment 


activities, track deployment progress and facilitate the resolution of deployment issues.  


All support resources will be based in North America and support PST business hours. Any 


enhancements or new application development will be treated as a new project and will be scoped and 


estimated separate from standard support activities. SPD and Accenture will go through an approval 


process and then execute upon the approved Change Order. 


The DAP will integrate into the current SPD Level 1 (L1) Helpdesk. New processes and playbooks will be 


created which will define how tickets related to the DAP and to which support team the tickets should be 


directed to.   


 


Responsibilities will be divided between the SPD Team providing Level 1 support, Accenture Application 


Maintenance (AM) providing Level 2 support, and the Accenture Application Development (AD) team 


providing Level 3 support.   


 Level 1 Support will consist of incident/problem identification, classification, prioritization, support and 


resolution. The Help Desk will be the first point of contact in reporting an incident/problem from an SPD 


DAP user. A brief description of the incident/problem will be logged and assigned an incident/problem 


ticket number. Depending on the nature of the incident/problem (severity level or urgency level) an 


escalation process could be initiated.  Basic incident/problem resolution processes and/or scripts are 
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used to either resolve the incident/problem or determine if Level 2 support is required. Level 1 can also 


resolve known issues with documented solutions. 


 Level 2 Support results in the Applications support team being contacted by Level 1 Support to 


analyze or decipher the cause of the problem, and provide a resolution or a temporary work around, 


documentation and communications to those impacted, and escalations as required (depending on 


severity level or urgency level).  If the problem is permanently resolved, the ticket will be closed with a 


time-stamp and description of the resolution.  The incident/problem will be referred to Level 3 Support if 


further research and development must be done to effect closure.  


 Level 3 Support will result in the team performing an in-depth analysis using advanced tools and 


providing the support to other groups as may be required to isolate the cause and develop a permanent 


fix to the incident/problem. The fix will follow the normal change management processes until 


production implementation, at which time the incident / problem will be closed. 


Key Performance Indicators for L2/L3 Routine Support Calls  


Routine support calls will be managed by two key KPI’s, response time and resolution time. Response 


time is defined as starting from the time the problem is received by the request tracking system, until the 


requestor receives notification that the problem has been received. Key indicators will include: 


 Sev 1: 95% responded to within 30 min 


 Sev 2: 95% responded to within 30 min 


 Sev 3: 90% responded to within 1 Business Day 


 Sev 4: 90% responded to within 1 Business Day 


Resolution time is defined as the time taken to resolve the request from the time it has been 


acknowledged by the receiver. Key indicators will include: 


 Sev 1: 90% resolved within 4 Hours 


 Sev 2: 90% resolved within 8 Hours 


 Sev 3: 90% resolved within 5 Business Days 


 Sev 4: 90% resolved within 30 Business Days 


Note: There will be a baseline period of 6 months to stabilize and finalize the KPI metrics. 


In addition to the support solution outlined above, Accenture will embed the support services of IBI 


customer support within the support model. This customer service consists of telephone support, an 


online knowledge base on the Web, extensive maintenance options, software upgrades, and onsite visits. 


To provide these services to SPD, customer service is provided by local representatives of Information 


Builders’ office and corporate technical support in collaboration with the Accenture support team  


 Telephone Support: InfoResponse, Information Builders’ annual maintenance program, offers SPD 


and the support organization access to telephone support. Consists of a team of dedicated full-time 


experts to provide answers to all questions and problems that relate to the use of our products. There 


are three global support centers which are located in the United States, Europe, and Australia and are 


staffed by highly qualified support professionals. The Technical Support Representatives are Certified 
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Support Professionals by the SSPA, and are dedicated to the timely resolution of any technical issues. 


InfoResponse professionals will work closely with the Support team as needed during escalations. 


 Online Support: In addition to telephone support, InfoResponse offers Web access to our technical 


support website which includes a database of known problems, FAQs, Symptom/ Problem/Solution 


documents, technical bulletins, and online facilities for opening, updating, and managing support 


incidents. The support team will leverage online support as needed as well as using this feature to 


download and install updates to the software components. 


 Focal Point: Focal Point is a community website for developers. Provides access to message boards 


and browse through numerous helpful resources or asks question to fellow developers in an informal 


and cooperative environment.  







 City of Seattle 
Data Analytics Platform Design and Implementation 


RFP# SPD-3289 


 8-49 Copyright© Accenture 2015. All Rights Reserved. 


   


E. Basis of Estimates for the Data Analytics Platform Design and 
Implementation Project 


The table below details the assumptions driving the Accenture implementation approach and the basis of 


the Accenture estimate. 


Assumption 


Solution Scope  RFP indicates that there is a "Stage 1" to be done during procurement and Phase 1 of the 


DAP.  This includes data cleansing and data quality on existing sources, and digitization of 


records that are currently paper-based.  Our timeline and approach assume that those 


activities are completed in time to support the project schedule for the DAP Design and 


Implementation Project, and will not impact technical data availability or resource 


availability to the project. 


 Source data will be extracted one-to-one to a Staging layer and then normalized into a 


data warehouse layer. 


 Data Governance scope includes process designs for up to 2 process areas, e.g. data 


conflicts, data addition/updates.  We will analyze governance needs and provide 


recommendations.  Implementation of these recommendations is the responsibility of the 


SPD. 


 Six months of post implementation warranty support will be provided upon the production 


deployment of the final release. 


 During the warranty period Accenture would be responsible for resolving:  100% of 


Severity 1 DAP software defects; 100% of Severity 2 DAP software defects; and 50% of 


Severity 3 DAP software defects with all outstanding defects to be reviewed by the SPD 


and Accenture to determine their disposition. 


Staffing  The SPD will provide the appropriate technical, business and functional resources as 


detailed in the Cost Proposal section titled:  G. PROJECT RESOURCES REQUIRED 


FROM THE CITY OF SEATTLE. 


Technical 


Architecture 


 The SPD will be responsible for installing all required infrastructure, operating systems, 


and security software for all environments with assistance from Accenture. 


 The SPD will be responsible for installing all Production server hardware and software with 


assistance from Accenture. 


 The SPD will be responsible for the setup of all production desktops/laptops 


 All servers will be automatically backed up nightly with the ability for recovery of data to 


any day in the last 7 days. 


 In support of the development schedule, non-production environments are expected to be 


available 24 hours/day, from Monday to Friday, with outages pre-scheduled and with 


notification provided in advance.   


 Accenture and SPD resources will jointly manage development and test environment 


support (e.g., code migrations, database backup/refresh, and version control). 


 Technical Architecture effort estimates assumes that the development environment, 


configuration management and associated Accenture development tools (e.g., Accenture 


Delivery Tools) can work with the Department / City technical infrastructure. 


 The SPD will be responsible for all hardware and operating system upgrades required to 


ensure compatibility with the DAP software components. 


 Resources from the SPD support organization will be made available to begin transition at 


least 1 months before the DAP goes live in Release 1. 


 The SPD will provide necessary access to systems in such a way that it will not impact the 


delivery schedule. 


 Accenture will follow SPD deployment policies and our technical architecture lead will 
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Assumption 


collaborate with the SPD technical architecture lead to support deployment of the solution 


to the testing and production environments.  Our assumption is that over the duration of 


the project, Accenture will work with the SPD to provide the knowledge and experience for 


the SPD to become self-sufficient in this process. 


WebFOCUS  The SPD environment has Oracle 11 and this will be used for the Oracle Data Warehouse. 


 The current network infrastructure is sufficient to support the DAP 


Data Adapters  SPD systems will be accessible by the adapters included in our response. 


Security  Authorization security for WebFOCUS reports and dashboards will be developed using 


WebFOCUS native security tools 


Organizational 


Change 


Management 


 Accenture will work with the SPD to develop a Communications Strategy and Plan but it 


will be the responsibility of the SPD to implement the plan. 


Training  A Train the Trainer (TTT) approach will be delivered to SPD Trainers (up to 20) who will be 


leveraged to support end user training conducts. 


 The SPD will update End User Training materials post go-live, as required. 


 There is an existing SPD Learning Management System capability to house all of the 


learning materials (Word, PPT files). 


 The SPD will be responsible for arranging all train the trainer (TTT) and end user training 


(EUT) logistics and administration, including but not limited to reserving facilities and 


materials, material production/printing, scheduling courses, registering users, managing 


attendance and make-up classes. 


Data   Data quality gaps and MDM will be addressed by the SPD through the parallel effort. 


Specifically, SPD is responsible for providing data in a digital format, data profiling and 


data cleanup. These tasks will be completed in time to allow for testing of the DAP as 


defined in the project schedule. The SPD will be responsible for addressing any source 


data issues identified during testing or in production on a timely basis so as not to impact 


the project schedule. 


 SPD will be responsible for backing database backup and maintenance. 


Integrated 


Solution Design 


 No changes to the source system data structure will be made after development of 


extraction procedures from those sources have begun.  If these changes occur, 


downstream updates to the DAP are not in scope unless approved via change control. 


Testing and 


Quality 


Assurance 


 Accenture resources will assist in UAT planning in a supervisory role, and will provide the 


strategy and guidance around creation of test scripts.  The SPD will be responsible for 


maintaining and executing all UAT scripts. 


 The SPD will provide data for testing and requires all resources be backgrounded  


 For tests that require knowledge of current SPD source systems, the SPD would provide 


resources to assist the Accenture Team in updating those systems (i.e., if a test requires a 


user to update iAPro). 


 During UAT, the SPD will participate in incident triage meetings with Accenture as per the 


incident management approach which will be defined during the mobilization phase. 


 The SPD will provide Business Resources to participate in the preparation and execution 


of User Acceptance Testing for each release. 


System Support  Accenture assumes that to the extent that it determines that any additional Application 


Support or Application Development is required above and beyond agreed upon 


standards, Accenture will conduct an estimate and present the findings to SPD for 


approval and Change Order execution.  Accordingly, any related optional system support 


costs will be determined with the SPD upon request. 
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Assumption 


General  The SPD will work with Accenture to confirm the stakeholder engagement plan and 


schedule. The SPD Project Lead will be responsible for ensuring required SPD 


stakeholders are scheduled and engaged as required by the project team.   


 The SPD and Accenture will confirm the review and approval process for all project 


deliverables and milestones during project initiation. Specifications for time parameters for 


each step in the process, and the roles and responsibilities of key participants will be 


validated. For the purpose of our estimate, we assume that end-to-end deliverable review 


and approval will not exceed 5 business days.  


 The SPD will allow work to be performed remotely as long as the SPD data security and 


privacy policies are adhered to.  


 In a given sprint and release, any defects will be added to the product backlog. Critical 


defects with no workaround will be prioritized in the backlog and non-critical defects with 


workarounds will be addressed as capacity allows or as part of a future release. 


Contract In addition to any other obligation imposed on either party, described below is a list of the 


assumptions on which Accenture has relied in agreeing to perform the services at the prices 


and schedules stated in its Proposal to the City.   


 Accenture assumes that the RFP and other information provided by or referenced by the 


City to the bidders are accurate and complete.  If, after the Contract is signed, it is 


determined that the RFP or other information provided by the City to the bidders is  


inaccurate or incomplete in any material manner, the parties will negotiate an adjustment 


in the project schedule and the fees and expenses, as applicable, per the Contract’s 


change order process. 


 Accenture’s fixed price is based on delivery of the fixed scope of services in our proposal.  


The scope of the services as documented will remain unchanged, except as the parties 


may agree in writing.  All other work, including schedule extensions not approved by 


Accenture (or within Accenture’s responsibility per the Contract), will require the parties to 


agree upon a change order to the Contract. 


 Accenture's performance of the Contract is dependent on the City's prompt and effective 


performance of its responsibilities, including timely decisions and approvals. 


 The City will commit resources and management involvement as described in the Contract 


or as required by the work effort in order to support Accenture’s delivery of the services 


and to perform the agreed upon acceptance procedures in a timely manner. 


 The City will be responsible for its operation and use of Accenture’s deliverables upon 


acceptance, subject to applicable warranties and indemnities, if any, and for determining 


whether the services and deliverables provided by Accenture under the Contract, including 


any revised business processes implemented pursuant to the Contract, meet the City's 


business requirements and applicable internal guidelines. 


 The City will obtain all consents necessary from its third parties (i.e., those not under 


contract with Accenture) required for Accenture to perform its obligations under this 


Contract. The City will be responsible for the contractual relationship with such third 


parties and for facilitating their cooperation with Accenture.  Accenture will not have any 


responsibility for the performance of other contractors or vendors engaged by the City 


(other than Accenture’s subcontractors) or delays caused by them. There are no third 


party beneficiaries to this Contract. 


 The City will be responsible for obtaining, at no cost to Accenture, consents for 


Accenture’s use of any City Furnished Property necessary to perform its obligations 


hereunder.  Unless otherwise agreed to by the parties in writing, the City will provide all 


software and hardware necessary for Accenture to perform its obligations under the 


Contract. 
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Assumption 


  Each party will retain responsibility for its compliance with any laws, regulations, or other 


authorities, in effect on the date of submission of our proposal, including those areas on 


which it relies on the other party’s performance under the Contract. 


 Use of the term "ensure" is defined to mean that both parties will use all reasonable and 


commercial efforts to accomplish their legal responsibilities under the terms of the 


Contract. 


 To the extent that Accenture LLP (Accenture) is required to procure third party products for 


the City, Accenture will assign these obligations to an Accenture affiliate, Proquire 


LLC.  Proquire, operating as an Accenture affiliate, is a wholly owned entity of Accenture, 


and serves as an authorized reseller of third party products and provides such products 


subject to specific terms and conditions that may be set forth or agreed upon as applicable 


at the time of product ordering.  Accenture, as the Prime Contractor, will remain 


responsible for performance of the Prime Contract and may invoice, collect, and receive 


from the City all sums that are or become due to Proquire, including shipping charges, as 


applicable, on behalf of the Accenture affiliate, Proquire LLC.  


 


DAP Estimate – Data Governance 


Component Type Detailed Scope 


Data Processes Analysis Our estimates cover analysis of 2 data processes, including workshops with 


data and business owners to document existing data governance, rules and 


organization. 


Data Governance 


Recommendations 


Our team will produce a deliverable outlining recommendations on data 


access and creation rules, and organization around 2 data processes. 


 


DAP Change Enablement and Training Estimate 


Component Type Detailed Scope 


Number of Users 100 


Number of Regions 1 


Training Management Scope 


 


 


 Training (Design, Development, Delivery) 


 Communications Planning Support  


 Go-Live Readiness Assessment 


Hours of Instructor Led Training/Simulations 


Curriculum 


56 


Number of Job Aids/Performance Support 5 


Number of Trainers (to Deliver EUT) 1-2 (with SPD support) 


Number of End Users per Session Up to 20 


End Users out of seat for training simultaneously Up to 20 


Training Logistics / LMS 


 


 SPD to support logistics for training 


 Leveraging existing SPD LMS (as required) 
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Component Type Detailed Scope 


Delivery Approach 


 


 Train-the-Trainer (1 session of up to 20) 


 Job Shadowing for Administrators and Technical Operators 


 


DAP Application Estimate – ETL, Data Warehouse and Data Mart, Business Intelligence 


Component Type Simple Medium Complex Total 


Source Systems 3 5 1 9 


Staging Layer Tables 108 0 0 108 


ETL Loads to Staging 108 0 0 108 


Data Warehouse Layer Tables 180 0 0 180 


ETL Loads to Data Warehouse 10 13 4 27 


Data Marts 3 4 1 8 


ETL Loads to Data Marts 8 12 4 24 


KPIs 14 20 6 40 


Semantic Layers 8 12 4 24 


BI Reports 16 23 7 46 


Dashboards 3 4 1 8 


 


The following table illustrates the key definitions used to define complexity of components provided in the 


estimate, for illustration purposes, not an exhaustive list. 


Factor Simple Medium Complex 


Source Systems  Establishing 


communications with 


FTP/ networked/ 


distributed locations. 


 Interface agreements 


for the same. 


 Establishing 


communications with 


RDBMS/ CRM/ 


Mainframes systems. 


 Interface agreements 


for the same. 


 Establishing communications 


with SAP ERP/ Custom 


ERP/ SalesForce or other 


custom systems. 


 Interface agreements for the 


same. 


ETL Loads This includes components 


for simple data upload or 


retrieval, with minimal 


data processing logic. 


 Simple SQL 


(source/target) 


 0-2 lookups / easy 


validations 


 0-3 simple 


transformations/ 


calculations 


This includes components 


for moderate data 


processing 


 A few SQL of moderate 


complexity e.g. simple 


join/union 


(source/target) 


 3-5 lookups / 


validations 


 4-10 transformations/ 


calculations of 


This includes extensive data 


processing with numerous 


complex transformations. 


 Multiple SQL with complex 


joins/filtering/aggregations 


(source/target) 


 More than 5 lookups / 


validations 


 more than 10 


transformations/calculations, 


use of external subroutines 
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Factor Simple Medium Complex 


 Minimal control flow 


logic (if - then, case, 


decision tree, etc.) 


moderate complexity 


 Some control flow logic 


and/or (configuration) 


parameters involved. 


 parallel/segmented 


processing of the data 


stream 


 Extensive control flow logic 


and substantial development 


effort required. 


Data Marts DM instance with 1-3 fact 


tables (aggregates/views 


etc. included) and/or 10-


30 unique KPIs/measures 


with no extensive physical 


design expected (e.g. 


partitioning/indexing). 


DM instance with 4-10 


fact tables 


(aggregates/views etc. 


included) and/or 30-50 


unique KPIs/measures 


with some physical design 


focus expected (e.g. 


partitioning/indexing). 


DM instance with more than 10 


fact tables (aggregates/views 


etc. included) and/or more than 


50 unique KPIs/measures with 


a complex physical design 


expected (e.g. 


partitioning/indexing). 


KPIs This includes a 


straightforward 


KPI/measure obtained 


(almost) directly from the 


captured data, not 


involving any complicated 


business logic or 


transformations. 


This includes 


KPI/measures 


derived/calculated from 3-


5 data sources, involving 


moderate level of 


business 


logic/transformations (e.g. 


3-5 rules/formulas) and 


end-user functionality 


(e.g. low/high threshold, 


1-2 levels drill, etc.). 


This includes KPI/measures 


involving complex logic and 


calculations (possibly thru 


several processing steps), with 


sophisticated semantics, layout 


and functionality (e.g. 


multifunctional dials, cross-


references, deep drill to root 


cause, etc.). Also 


KPI/measures suspected to 


require extensive functional 


consideration (e.g. due to 


variances across the 


organization). 


Semantic Layers Objects < 25 Objects between 25 – 75 Objects > 75 


BI Reports This includes the 


following data: 


 Simple query 


 1 data source 


 1 data output (no multi-


site specific 


distribution) 


 Straightforward data 


retrieval 


  


 This includes the 


following logic: 


 Minimal processing 


and/or formatting 


 Limited development 


effort required 


 Minimal or no 


aggregation, 


This includes the 


following data: 


 Moderate query 


complexity 


 2-3 data sources 


 1-3 data outputs 


(possibly 2-3 sites) 


 Some relational cross-


checking & validation 


  


 This includes the 


following logic: 


 Some processing 


and/or formatting logic 


 Moderate development 


effort required 


 Moderate aggregation, 


calculation, sorting, 


This includes the following 


data: 


 Complex query 


 More than 3 data sources 


 More than 3 outputs and/or 


multi-site distribution (more 


than 3 sites)  


 Data from multiple functional 


areas or Data Marts 


  


 This includes the following 


logic: 


 Significant processing and/or 


formatting logic 


 Large development effort 


required (complex logic) 


 Complex aggregation, 


calculation, sorting, 
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Factor Simple Medium Complex 


calculation, sorting, 


grouping, breaking 


 No use of external 


subroutines 


 No multi-language 


support 


grouping, and breaking 


 Some field 


transformations may be 


needed 


grouping, and breaking  


 Complicated data retrieval 


 Required multi-language 


support/field translation  


Dashboards Simple graph, direct 


display of the various 


KPIs without any further 


calculations. 


2-3 graphs, display of the 


various KPIs with some 


calculations before 


presenting the same. 


Advance Visualization 


techniques to be implemented. 


 


DAP Application Estimate – Workflow, Advanced Analytics 


Component Type Detailed Scope 


Workflow  We will utilize WebFOCUS Maintain in support of the workflow 


requirements as stated in the RFP. 


 Our effort estimate for development of workflow is aligned directly with the 


three individual use cases / scenarios that SPD outlined in the RFP as 


being in scope.  


 We assume 2 – 3 simple forms/pages for displaying case information and 


allowing updates and including narratives.   


 Case summary and detail information will be extracted from the DAP data 


marts. 


 Simple status update to source systems will be either a direct table update,  


SPD provided Web Service or other standard API or file write to a location 


from which the source system can consume. 


Advanced & Predictive 


Analytics 


 After analysis of the functional requirements, we propose that the same 


applications can be used to fulfill requirements.  No custom predictive 


analytical models are needed.   


 Our scope includes a fixed number of ten dashboards and fifty reports to 


be developed in WebFOCUS. Inherent in those, and generally supported 


within the Law Enforcement Analytics framework, will be the ability to see 


trends in data over time and displayed geographically (i.e. the solution will 


support both temporal and geospatial analysis). The WebFOCUS / DAP 


will also support further ad-hoc / self-service analysis via the InfoAssist 


tool. 


 


DAP Estimate – Technical Architecture, Security 


Component Type Detailed Scope 


Technology Configuration Hardware, infrastructure, firewall and networking are installed in the SPD’s 


data center by SPD.  Our estimates then cover solution design, installation, 


configuration and deployment of IBI software on this hardware. 


Security Authentication  The existing SPD SSO mechanism (Active Directory or Oracle Access 


Manager) will perform authentication of SPD users and pass the 


credentials to WebFOCUS. 
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Component Type Detailed Scope 


 Our effort is to perform the SSO / WebFOCUS integration to establish that 


integration point.  


 Custom security implementations, including, e.g. custom Java 


programming or integration with third party products (other than SPD’s 


SSO solution as described above), are not in scope. 


Security Authorization For security authorization we will use standard WebFOCUS security to 


implement Group / User and Role-based Security Management for the 


application and DBA security for Row and Column level security control. 


We assume that the WebFOCUS security authorization will be implemented 


as follows: 


 Up to 300 unique users of the DAP will be created (the RFP or Q&A states 


this somewhere as a user volume) 


 Up to 10 unique roles with associated authorizations will be created 


 Up to 50 individual row or column level authorizations at the DBMS level 


will be created 


PMO Tools The project will use Seattle PD’s code repository, defect tracking, and code 


deployment processes for anything not able to be handled inside of the 


IBI/Accenture solution. 


 


DAP Hardware Estimate 


Component Type  Total / Detail  


Hardware - Servers  Our proposed solution will leverage the Seattle PD’s existing databases, networking and 


security infrastructure. 


 Our proposal includes a total of 5 servers are required to support the solution. 


 All servers require the following (minimum) specification: 2 core machines, 16 GB of 


RAM, 100 GB disk space. 


 #1 DEV – this will house both the iWay and WebFOCUS Components. 


 #2 QA & Training – WebFOCUS  


 #3 QA & Training - iWay 


– QA environment will mirror production as closely as possible.  


 #4 PROD – WebFOCUS  


 #5 PROD - iWay 


– Two Production servers to support segregation of iWay and WebFOCUS 


components. 


DATABASE Requirements? 


 


DAP Software Estimate 


Component Type  Total / Detail  


Core - Law Enforcement Analytics Unlimited users 


includes Geospatial Analytics & Predictive Analytics 
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Component Type  Total / Detail  


Core - WebFOCUS Maintain Unlimited users 


Core - WebFOCUS App Studio 5 user licenses 


Core - WebFOCUS InfoAssist Unlimited users 


Core - iWay Data Adapter Bundle Unlimited data connections for purchased adapters 
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F. Delivery Team 


The organizational chart below illustrates the proposed Delivery Team structure and roles for the SPD 


DAP project 


 


Proposed Project Organization 


Through this project organization structure, we have identified and confirmed our key resources for this 


engagement.  The team structure maybe changed to accommodate any changes in project demands.  


Such changes will be agreed upon between Accenture and SPD. 


Breakdown of Role Responsibilities 


Role Responsibilities Key Deliverables 







 City of Seattle 
Data Analytics Platform Design and Implementation 


RFP# SPD-3289 


 8-59 Copyright© Accenture 2015. All Rights Reserved. 


   


Role Responsibilities Key Deliverables 


Client Account 


Executive 


 


 Serves as the Accenture Project Sponsor and the executive 


interface to SPD 


 Advocate for the SPD, serving as a point of quality control on 


deliverables 


 Participate in management/steering committee meetings and 


activities, as appropriate 


 Provide guidance to mitigate risks in the delivery of project 


objectives 


 Provide support, direction and insight at key points of the project 


 N/A 


Technical 


Account 


Executive 


 


 Accountable for overall direction for the project strategy, delivery 


team, technical scope and deliverables 


 Responsible for mitigating and managing all issues and risks 


within the engagement  


 Monitor progress to deliver engagement objectives on time and 


within budget  


 Participate in management/steering committee meetings and 


activities, as appropriate 


 N/A 


Project 


Manager 


 


 Interface and collaborate with the SPD Project Director 


 Provide overall delivery team project management including work-


plan, risk and issues management, and staffing management, 


amongst others  


 Sets the overall project strategy and description of scope, phases, 


options, feasibilities, constraints and selected direction for the 


Data Analytics Platform 


 Facilitate status reviews with Executive Steering committee and 


project management committee, as appropriate 


 Provide clear and ongoing communication to project stakeholders 


including status reports, weekly and daily meetings 


 Data Analytics 


Platform Charter 


 Development 


Strategy 


 Baseline Detailed 


Project Work plan 


 Project Status 


Reports 


Solution 


Architect 


 


 Develop and document the overall system design, data 


architecture and integration plan confirming the proposed solution 


meets all functional and technical requirements 


 Lead overall scoping and planning of end-to-end solution for the 


DAP 


 Oversee the analysis, design, and implementation across scrum 


teams to validate the solution fulfills the requirements 


 Support resolution of issues impacting cross-work-streams  


 Define steps necessary for accurate launch and subsequent 


stabilization of DAP per agreed upon criteria. 


 Provide the SPD with a functioning DAP configured to meet SPD 


requirements 


 System Design 


 Data Architecture 


Documentation 


 Data Integration Plan 


 Go-live and 


Stabilization Plan 


 Data Analytics 


Platform in Productive 


Use 
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Role Responsibilities Key Deliverables 


Technical 


Architect 


 


 Identify software products and computing infrastructure required 


to support the DAP 


 Define and measure performance metrics for technical 


architecture  


 Guide and assist City staff as needed to put into production all 


hardware necessary to support the DAP 


 Guide and assist City staff as needed to install and initialize all 


software components necessary to support the DAP 


 Configure the DAP by using internal system options to match the 


DAP products to design 


 Customize the DAP through software functions and features to 


implement the design 


 Software Plan 


 Hardware Plan 


 Computing Hardware 


 Configured Data 


Analytics Platform 


 Customized Data 


Analytics Platform 


Data 


Management 


Scrum Lead 


 


 Manage the design and development of the data structure, data 


storage and data integration process 


 Review and recommend changes to SPD data governance 


policies, standards processes and responsibilities to promote 


quality of data 


 Document system security and remediate any changes required 


in the system or hosting environment 


 Work with the technical architects and application designers to 


understand the data conversion requirements and document 


specifications for in-bound interfaces  


 Deliver functionality connecting DAP to required transaction 


systems  


 Extract, transform and load existing data in accordance to Data 


Conversion Plan 


 Data Governance 


Process Review 


 Recommended Data 


Governance 


Improvements 


 System Security Plan 


 Interface 


Specifications 


 Interfaces 


 Migrated Data 


Consumption 


Scrum Lead 


 


 Document the proposed system functionality and required 


technical capabilities to enable queries, reporting and analytic 


functions  


 Document DAP business information required in order to support 


analytics and reporting 


 Develop standard reports to meet functional requirements 


 Develop standard queries invoked to meet functional 


requirements 


 Create a set of 10 dashboards providing access to appropriate 


standard reports and queries 


 Functional and 


Technical 


Requirements 


 Data Requirements 


 Standard Reports 


 Standard Queries 


 Dashboards 


Quality 


Assurance 


Scrum Lead 


 


 Define the approach for the overall testing plan 


 Develop, update and maintain testing standards and procedures 


 Measure and monitor progress during each test to confirm that the 


application is tested, validated, and piloted on time and within 


budget, and that it meets or exceeds expectations 


 Confirm the DAP as configured is ready for business use 


 Conduct volume/stress testing and document results of 


performance testing 


 Document improvements made to tune the system for optimal 


performance 


 Test Plan and Scripts 


 Tested Software 


 Volume/Stress 


Testing Report 


 Optimized Platform 
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Role Responsibilities Key Deliverables 


Knowledge 


Transfer Lead 


 


 Responsible for overall knowledge transfer of system including 


operation, configuration and administration training 


 Define and schedule end-user technical systems training 


 Provide SPD with materials for each training session 


 Train SPD trainers on system use and technical staff on DAP 


administration and configuration  


 Produce Business User Manual guiding SPD employees with 


functionality and contents of the DAP 


 Produce Production Support Plan for technical and operations 


staff 


 Training Plan 


 Training Materials 


 Conduct Training 


 Business User 


Manual 


 Production Support 


Plan 


Quality 


Assurance 


Directors 


 


 Regularly assess progress and deliverables against SPD 


expectations 


 Provide guidance to mitigate risks and support the delivery of 


project objectives 


 Provide support, direction and insight at key points of the project 


 Serve as a point of quality control - confirming compliance of the 


analytics solution with Accenture’s Quality Management Plan 


 N/A 


Subject Matter 


Advisors 


 


 Provide guidance and knowledge-based insight on relevant global 


field tested public safety practices 


 Provide advice and global best practice principles regarding 


business intelligence, descriptive and predictive analytics 


 Act as delivery team "go-to" advisors for all phases of the project 


 N/A  


 


Data must reside on SPD servers and contractor personnel shall access via City approved remote 


connection.  No data will be transferred from SPD servers. All contractor personnel with access 


to data must be backgrounded by SPD. 


Responsibility Matrix 


Responsibilities between Accenture and City of Seattle are listed below by activity. 


R = Responsible; A = Accountable; C = Consulted; I = Informed 


 


Work stream Description of Activity City of 


Seattle 


Accenture 


Project Management Manage Accenture and IBI resources/staffing and issues. C,I A,R 


Project Management Manage City of Seattle and contractor resources/staffing and issues. R,A C,I 


Project Management Project status reports, Project Control, Tracking and Reporting A,C R 


Project Management Create and maintain detailed project plan C A,R 


Project Management Escalate major issues affecting project schedule or budget to steering 


committee 


A,C R 


Technical Architecture Initial sizing and confirmation of hardware needed for DAP C A,R 


Technical Architecture Validation of hardware needed for DAP A,R I 


Technical Architecture Configuration of networking and data center infrastructure A,R C,I 


Technical Architecture Installation and configuration of hardware for DAP – all environments A, R C, I 


Technical Architecture Document hardware configuration  A, R C, I 
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Technical Architecture Install software at proper patch levels on all environments, create system 


connections as needed among tools within the DAP 


C A,R 


Data Governance Identification of business processes to be analyzed for data governance 


strategy and roadmap 


A,R C 


Data Governance Gap Analysis and diagnosis of issues in current processes A,C R 


Data Governance Provide details on current business and data processes and challenges A,R C 


Data Governance Document processes and provide recommendations for future data 


governance 


I R,A 


Data Governance Implementation of any recommendations for data governance R,A  


Change Management & Training Create communications plan and analyze current organizational challenges for 


adoption of DAP 


C, I R, A 


Change Management & Training Plan end users training approach and schedule R,A C 


Change Management & Training Create training documentation and materials on DAP functionality C R,A 


Change Management & Training Conduct training sessions for power users and end user trainers C R,A 


Change Management & Training Conduct end user training on DAP R,A I 


Security Identify DAP users, user groups and functional capabilities each group should 


have 


A,R C 


Security Design security roles to apply to user groups C A,R 


Security Implement security design for DAP at data level and reports/dashboards level A,C R 


Functional Analysis Provide details of business requirements, business processes and current data 


and reporting challenges 


A,R C 


Functional Analysis Provide detailed business requirements around data and reporting by 


organization 


A,R C 


Functional Analysis Document detailed business requirements, data requirements and create 


requirements traceability matrix.  Facilitate discussion for business process. 


A,C R 


Data Architecture Perform detailed analysis of source systems for data to be brought into DAP, 


identify tables and fields needed to meet business requirements 


C A,R 


Data Architecture Create data architecture diagram outlining data flows to be created to DAP, 


data load frequency and full/delta load requirements 


C A,R 


Data Architecture Create detailed designs of ETL flows to be built, database tables and data 


models to be built to meet business requirements 


C A,R 


Data Architecture Develop, unit test and assembly test ETL flows and data models within DAP C A,R 


Information Delivery Perform detailed analysis of business requirements, create detailed list of 


reports and dashboards to be built, and data sets needed for ad hoc querying 


C A,R 


Information Delivery Create functional design for each report and each dashboard, outlining 


interactive capabilities required, formatting and distribution 


C A,R 


Information Delivery Create detailed designs design for each report and each dashboard, including 


list of fields from each source data model, and specific calculations needed at 


runtime 


C A,R 


Information Delivery Develop, unit test and assembly test reports and dashboards within DAP C A,R 


Test Create test approach, test plan and schedule testing cycles C A,R 


Test 


 


Provide mocked or masked data from production or test source systems with 


sufficient volume for performance test and sufficient detail to test business 


requirement scenarios 


A,R C 
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Test System test data flows and data models within DAP test environment using 


mocked or masked data from production or test source systems, validate 


against data architecture document and technical designs; Identify and 


document defects to be resolved; Re-test defects after they are resolved 


C A,R 


Test System test reports and dashboards, validate against functional designs; 


Identify and document defects to be resolved; Re-test defects after they are 


resolved 


R A,C 


Test Track defects being reported, validate that defects are against designs, assign 


to development team for resolution and assign to test team for re-test and 


validation 


C A,R 


Test Resolve defects in ETL data flows, physical data models as reported by testers C,I A,R 


Test Resolve defects in reports and dashboards as reported by testers C,I A,R 


Test Execute user acceptance testing on DAP including reports and dashboards, as 


well as data flows and data models; Report any defects to test team 


A,R C,I 


Deployment Create Deployment approach for overall project, and detailed deployment 


plans for each Sprint 


C,I A,R 


Deployment Identify technical or business downtime windows or blackout periods when 


Production releases are not possible 


A,R I 


Deployment Execute migration of DAP configuration, code and development objects to 


Production environment 


A,C R 


Deployment Validate that migration and configuration of all development objects and 


system connections are correct in Production environment 


A,R R 


Deployment Execute initial data loads and activate load schedules, unlock users in 


Production environment 


A,I R 


Support Monitor batch and real time loads in Production DAP, identify issues to the 


production support team 


A,R R 


Support Identify issues with reports, dashboards or data quality to the production 


support team 


A,R C,I 


Support Validate issues reported by end users or support team against DAP 


requirements and design, classify severity and resolve per SLAs 


A R 
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		e. Assumptions

		SPD Staffing Requirements



		9. Add the following new Section H. IBI to SSIS Migration:

		H. IBI to SSIS Migration
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City of Seattle



Request for Proposal

RFP# SPD-3289

Data Analytics Platform Design and Implementation



Closing Date & Time,  April 13, 2015, 4:00 p.m. PST

SPD



		Solicitation Schedule 

		 Dates



		RFP Issued

		2/187/15



		Pre-Proposal Conference (Mandatory)	Comment by Tokunaga, Pam: Why???

		3/3/15, 9 AM – 11 AM Pacific



		Deadline for Questions

		3/20/15



		Final Posting of Answers to Questions Received

		3/27/15



		Sealed Proposals Due to the City

		4/13/15 by 4 PM Pacific



		Announce Most Competitive Proposers

		5/15/15



		Software Demonstrations and Interviews

		6/15/15 – 6/30/15



		Announcement of Apparent Successful Proposer

		7/31/15



		Anticipated Contract Award

		8/28/15



		Start Implementation

		As soon as possible after contract completion





		*Estimate



The City reserves the right to modify this schedule at the City’s discretion.  Notification of changes in the response due date would be posted on the City website or as otherwise stated herein.

All times and dates are Pacific Standard Time.







PROPOSALS MUST BE RECEIVED ON OR BEFORE THE DUE DATE AND TIME AT THE LOCATIONS SHOWN IN SECTION 7.9.



MARK THE OUTSIDE OF YOUR MAILING PACKAGE INDICATING RFP#SPD-3289:



  NOTE:   By responding to this RFP, the Proposer agrees that he/she has read and understands the requirements and all documents within this RFP package.





















1. INTRODUCTION AND PURPOSE.

1.1  Purpose:

The purpose of this procurement is to select software and system development services to develop and implement a comprehensive enterprise Data Analytics Platform (DAP) for the Seattle Police Department (SPD or the Department.) The Data Analytics Platform will consolidate and manage data provided by a variety of transactional systems related to police calls and incidents, citizen interactions, administrative processes, training, and workforce management.  It will provide SPD with enhanced reporting and analytical capabilities related to topics in a Settlement Agreement with the U.S. Department of Justice.  

In addition to enabling SPD to better manage its workforce and improve interactions with those with whom it comes into contact, the DAP tools will also be used in a later phase (“Phase 2”), which will focus on analysis of  crime patterns to inform crime prevention strategies. While Phase 2 activities are not purchased through this initial purchase, prospective vendors should understand that the Data Analytics Platform is expected to eventually become a foundational tool for better managing all aspects of SPD’s planning and operations, and there will be an option to extend services within this contract.  Phase 2 functional requirements are included to underscore SPD’s long term vision, and vendor capabilities to meet these long term needs will be considered as part of this evaluation.

1.2  Background:

In response to its July, 2012 Settlement Agreement (SA) with the Department of Justice, the SPD has decided to implement a Data Analytics Platform (a.k.a “business intelligence system”).  The Second Year Monitoring Plan specifies that “SPD will adopt a permanent business intelligence system that permits the Department to manage personnel, use of force, early intervention, data collection, supervision, Office of Professional Accountability investigations, and other areas addressed or otherwise encompassed by the SA.”  The Data Analytics Platform responds to this requirement.



In 2013, the City contracted with Price Waterhouse Coopers to conduct a high level assessment of SPD’s technology systems.  An Executive Summary of the reports that resulted from their work is available here:









The Price Waterhouse Coopers report revealed a variety of deficiencies within the SPD IT landscape.  Many of the issues identified pertain to questions around the integrity and quality of data housed in various SPD systems.  Much of this data is critical to the successful implementation and use of the DAP. 



In response to the findings detailed in the Price Waterhouse Coopers report, the SPD sought to better understand the deficiencies in its data systems.  As such, in late 2014 and early 2015, SPD retained the services of Gartner Group to perform a deeper examination of data from applications that were determined critical to feed or support the DAP.  



Gartner determined that not all data desired for the DAP is currently available in SPD systems.  Gartner identified a number of gaps in data quality and integrity that must be remedied to ensure the successful implementation of the DAP.  A spreadsheet developed by Gartner which evaluates data availability is included here:







As such, over the course of the procurement for the DAP under this RFP, SPD will be engaged in a parallel effort to remedy the data gaps identified by Gartner.  This effort will include performing a number of  system enhancements and modifications to existing SPD IT systems, as well as implementing business process improvements around the use of those systems.  SPD does not anticipate that this parallel effort will impact responses to this RFP in any material way.  As system enhancements and modifications are defined, descriptions may be provided as addendums to this RFP.



This procurement is not only an opportunity for SPD to acquire a system that will respond to the Settlement Agreement, but also to support the Department’s ongoing efforts to improve its IT systems used to assist SPD in the management of its activities and staff.

1.3 Objectives

The primary objective for the new DAP in the short term is to support SPD in responding to the Settlement Agreement.  A memorandum from Merrick Bobb and Matthew Barge of the Monitoring team, describing what they envision such a system should provide, is attached here to provide prospective vendors with deeper understanding of issues and concerns raised by the Monitor: 











The objectives identified described in the memorandum include the ability to perform the following types of functions:

· Incident reporting and performance data tracking

· Incident review

· Administrative investigations

· Early intervention (aka, performance monitoring)

· Data analytics to support data-driven management



In addition to these objectives, SPD expects the DAP at a later time to be the vehicle to meet additional reporting and analysis needs to support improved management of department activities.   

1.4 Scope

The DAP will consolidate data from a variety of SPD, and other City source systems, which are outlined in section 1.9 of the RFP.  Data models and design for the DAP will combine appropriate data elements from these sources as needed to achieve the reporting and alerting functions described in each RFP functional area.  Interfaces, ETL, source mapping, and user interfaces will be designed and implemented by the vendor selected under this RFP to achieve data consolidation and build the DAP.  SPD will work with the selected vendor to define current and future state processes for use of the data where they do not currently exist.  This will allow the integrator to tailor the DAP and its reports and dashboards to best fit SPD needs and minimize change to existing process wherever possible.  In addition to reporting and analysis capabilities, SPD is requesting that vendors propose as an option, workflow capability for case management processes.









Proposers must propose an architecture for the DAP that integrates data from all of the source systems and all of the functional and technical requirements.  Proposers are to select from the best commercially available software and design an integrated architecture that will best meet SPD’s needs.   The proposed architecture must be described in the Technical Response form provided in section 8. 



The proposed architecture must also be flexible enough to allow for the rapid incorporation of new data sources and new functionalities; the City is requesting a fully extensible DAP, not a system or solution.  The City expects that new requirements to analyze and report on new data—for example, social media content or officer off-duty employment—may arise suddenly and require fast implementation.



In addition to analytics and reporting functionality, the DAP must also incorporate lightweight workflow capabilities to route information and track decisions made in response to that information.  For examples, see the Workflows described in Section 1.6, Requirements Overview.



Proposers must also develop a project plan and cost estimate to develop and implement the proposed architecture.  The project plan and approach must be detailed in the Management Response form in Section 8 and should be developed in accordance with the SOW in Section 5. The cost estimate required in the initial response to this RFP must be submitted via the Cost Proposal form included in Section 8 of this RFP. Proposers who are selected as finalists will be provided an opportunity for an on-site Discovery Session with SPD to better understand the data included in the source systems, before a final cost proposal is required to be submitted. 



The DAP must include dashboards and specific reports as deliverables.  For estimating purposes the vendor will need to develop up to10 dashboards, including different dashboards for different levels of command staff: Chief, Assistant Chief, Captain, Lieutenant, Sergeant, Officer, Analyst.  The vendor will also be expected to develop 50 reports, as well as train SPD staff in how to develop additional reports beyond the initial 50 to be delivered.



1.5 Schedule 

The City strongly desires to have a fully functioning DAP that meets all Phase 1 functional and technical requirements as quickly as is feasible, and preferably within eighteen months of commencement of work.  Vendors are encouraged to propose an aggressive schedule and to offer strategies, including multiple, incremental iterations of Phase 1 requirements, to deliver functionality in iterative implementations.  Vendors must ensure that the proposed schedule is realistic and can be met.  When Vendors present their proposed project schedule as part of their Management Response (Section 8.8 of this RFP,) the City will view most favorably those schedules which are both aggressive and realistic.



1.6 Requirements Overview

The requirements for this RFP are divided into two categories: Functional Requirements and Technical Requirements.



The Functional Requirements describe the current best understanding of the type of analysis and reporting that the DAP must provide to the SPD, and representative data that will be needed to provide that functionality.  Vendors are advised that these requirements may be refined as the project progresses and their proposed approach should allow for flexibility in the DAP. 



The eight functional areas with analysis and reporting requirements are:



· Use of force

· Terry Stops

· Litigation

· Complaints

· Early intervention

· Performance management

· Crisis intervention

· Collisions

· Pursuits

· Crime analysis



A document that details these requirements is attached here:





[bookmark: _MON_1358959245][bookmark: _MON_1358775665]

Most of the described functionality within this document is identified as Phase 1 functionality.  That means that the functionality is the Department’s first priority and must be provided in the initial phase of the project proposed by the Vendor.  



In addition, some desired functionality is identified as Phase 2 requirements in this document.  That Phase 2 functionality should be proposed on as a second phase, to start once Phase 1 is completed.  The City also wants a Data Analytics Platform that can be extended, expanded, or modified in the future to achieve other analytic and reporting needs beyond Phase 1 and 2 as they arise.



As indicated in Section 1.4, Scope, the DAP may also be required to support workflow related to case management processes.  This functionality should be proposed as a separate option as part of Phase 1. A document that illustrates several typical workflow scenarios is attached here:





[bookmark: _MON_1484650194]



The Technical Requirements are identified in a spreadsheet attached in Section 8 of this RFP.  Technical Requirements list SPD’s desired or required general system functionality in areas such as Security, Integration, User Interface, Analytics and Reporting, and others.  Most of those requirements are preferred or highly preferred by the City, and Vendors will be scored on their ability to meet those requirements; some requirements are identified as Mandatory, and must be met for the Vendor’s solution to be considered.  (See Section 3 of this RFP.)



1.7 Current System Overview

Source data:  The Seattle Police Department collects data using a variety of 3rd party systems.   This data is stored using one or more of the following technologies:



Server environment: 

ESX VMware, Windows Server 2008R2, Linux (CENTOS and Redhat).



Database:  

Oracle 11g, Microsoft SQL Server 2008R2, Postgres, MySQL, Un-structured data, Text logs, and some partner data is available via Web Services.



Network: 

10GB backbone, Hitachi SAN/NAS, IBM Tivoli Backup, Active Directory (Single Sign On)



Application development: 

Oracle Apex, PHP



Enterprise reporting: 

SAP business objects, Oracle BI



Desktop reporting: 

SAP Crystal reports, I-2 Analyst Notebook, SPSS



GIS:

ESRI ArcGIS server, ArcGIS web, ArcGIS Desktop



Desktop Workstation: 

Windows 7

See attached list: 









Mobile: 

Android and iOS, MDM/MAM (Airwatch)



Enterprise Service Bus: 

SPD is currently using Sonic ESB and is engaged in an active project to port this environment to OpenSource.  It supports 40 data exchanges between SPD, Seattle Municipal Court, Seattle Law Department, and Seattle Department of Transportation.

1.8 Computing Standards and Interfaces

The City of Seattle’s End User Hardware and Software Standards are attached here.





    



The City of Seattle’s draft Core System Platform Standards are attached here.  (While these have not yet been formally adopted, Vendors are advised that they represent the intended direction of the City of Seattle.)









In addition to these standards, Vendors should be aware that the proposed solution will integrate with the technologies listed in Current System Overview section 1.7.  The proposed solution should run on Microsoft SQL Server (preferred) or Oracle as the data warehouse (if Vendor is proposing a data warehouse based solution.)  

1.9 Data Source Systems

The following systems are expected to provide data to the Data Analytics Platform.  Those systems that are highlighted are believed to be sources for data required for Phase 1.   



Finalists will be provided an opportunity to come on-site for Discovery Sessions to learn more about each of these source systems and the data within them.  While the Functional Requirements (Section 1.6) identify likely data sets to support needed functionality, Vendors are advised that all available data elements, including those added to source systems, are candidates for inclusion in the DAP.




 

		System Name

		Platform

		Description

		Data Sets



		IAPro 

		3rd Party Product  (IAPro) SQL DB

		IAPro is the primary system to track incidents and investigations.  Data is entered directly into the system by officers and supervisors.  

		· Use of Force Incidents

· Officer Vehicle Collisions

· Officer Vehicle Pursuits

· Early Intervention

· Officer Involved Shootings

· Complaints

· Force Investigation Team (FIT) Investigations

· Equal Employment Opportunity Complaints and Investigations (EEO) 

· Missed Training

· Law Suit Status

· Canine Bite Ratios



		Computer Aided Dispatch (CAD)

		3rd Party Product (Versaterm)

Oracle DB

		Contains calls for service and dispatch information.

		· Performance Data

· Call Data

· Geographical

· Crisis Response Team (CRT) Response

· Deployment History





		Records Management System (RMS)

		3rd Party Product (Versaterm)

Oracle DB

		Contains incident reports, narratives, offenses, investigations, property, etc.

		· Arrests

· Employee  Profiles/History

· Employee Status

· CRT Reports

· Street Checks

· Crisis Intervention

· Terry Stops

· Geographical

· Crime



		Learning Management System (LMS)

		3rd Party Product (Cornerstone)

Cloud solution

		 Includes course scheduling, course attendance, certifications.  	

		· Training

· Qualifications



		Geographical Information System (GIS)



		3rd Party Product (ESRI)

		City System to store, manipulate, analyze, manage, and present geographical data.

		· Geographical



		Clare (Citation Warning Tracking Database)

		Custom web app (Apex)

		Citation Warning Tracking database.	

		· Citation Tracking 



		SECTOR

		3rd Party Product 

SQL DB

		Contains information collected during a Traffic Citation event or a Traffic Collision event. 	

		· Traffic Citation Reports

· Traffic Collision Reports



		Versonnel

		3rd Party Product (Versaterm)

Oracle DB

		HR database for Versaterm CAD and RMS.

		· Current Assignments

· Certifications



		eDirectives

		In-house Oracle APEX

		Contains directives, comprehension scores, sign- offs and supervisory accountability

		· Directive Accountability



		In-Car Video

		3rd Party Product (Coban)

SQL DB

		Contains tabular data about video collection (officer, vehicle, dates, tags, etc.) as well as pointers to specific video for each event

		· Video

· Geographical

· Officer, Vehicle, Date, Time

· Use of Force evidence



		Holding Cell Video

		3rd Party Product 

SQL DB

		Contains tabular data about video collection

		· Video

· Use of Force evidence



		Performance Appraisal

		In-house Oracle APEX

		Contains annual review data

		· Annual Review data



		Digital Evidence Management System (DEMS)

		3rd Party Product (Data Works Pro)

SQL DB

		Contains still photos of crime scenes, audio records of investigations, chain of custody information, etc.

		· Crime Scene photos

· Detective Interviews (audio recordings)



		Range

		In-house Oracle APEX

		Range Qualification application to tracking qualifications

		· Officer Range Qualifications



		Hand Held Ticketing

		3rd Party Product (gtechna)

SQL DB

		Parking Citations 

		· Parking Citations



		Litigation

		City Legal system (OnTrack)

		Litigation tracking

		· Litigation  data



		Active Directory

		Microsoft AD

		Authentication

		· Email  Addresses



		HRIS

		ADP EV5

		City HR system

		· Employee data



		PEDS

		In-house Oracle APEX

		HR data

		· Supervisor data

· Organization Structure

· Historical Supervisor data







Vendors are advised that SPD is increasing its use of audio and video files to include, for example, 

· In-Car Video Recordings

· Ofiicer-Worn Video Recordings

· Holding Cell Video Recordings

· 911 Audio Recordings

· And audio and/or video recordings of officer, subject, and witness narratives

It is not expected that the DAP will contain or will be used to analyze native audio or video files; rather, the City expects that metadata about these files will be contained in, or accessible to, the DAP for association with specific officer-related events or incidents.

1.10 Access to Data

Access to Law Enforcement data is governed by Federal and State law as well as the FBI CJIS Policy.  Attached is a summary list of those access control restrictions.  Generally summarized, victim, complainant, witness, criminal history, sensitive sites (critical infrastructure, safe houses, etc.) are protected.  Access to this kind of data must be limited to staff that has passed an SPD background check.







2. MINIMUM QUALIFICATIONS 

	

The following are minimum qualifications the Vendor must meet in order for its proposal submittal to be eligible for evaluation. The City requires a Minimum Qualifications Response Document (Section 9.4) as part of each proposal response, to clearly show compliance to these minimum qualifications.  The RFP Coordinator may choose to determine minimum qualifications by reading that single document alone, so the submittal should be sufficiently detailed to clearly show how the Vendor meets the minimum qualifications without requiring the reader/evaluator to look at any other material. Those that are not clearly responsive to these minimum qualifications may be rejected by the City without further consideration.

Proposer must meet the following minimum requirements to be considered responsive. Failure to meet these minimum requirements will cause the Proposer to be rejected from further evaluation.



Firm

1. Vendor’s Firm has provided lead services in designing and implementing a Data Analytics Platform or business intelligence system for at least 1 public safety agency of comparable size and complexity to the Seattle Police Department within the last three years.



Project Manager

2. Proposed project manager has managed at least one Data Analytics Platform or business intelligence system implementation project of similar scope and complexity within the last three years.

3. Proposed project manager has managed at least one Data Analytics Platform or BI system implementation project that was based upon the same technical architecture being proposed for the City’s  Data Analytics Platform.

4. Proposed project manager has at least one year of experience working with or for a public safety agency.



Software

5. Proposed Data Analytics Platform software is in production, providing business analytics and reporting for complex operational systems in at least 2 public entities in the US or Canada.



3. MANDATORY TECHNICAL REQUIREMENTS

The following are mandatory functional and technical requirements the Vendor must meet for the proposal to remain eligible for consideration. Each Vendor must clearly show that its product or services meet these mandatory technical requirements, or the proposal will be rejected as non-responsive. The City requires a Mandatory Technical Requirements document (Section 8.5) as part of the proposal response, to clearly show compliance with these mandatory requirements. The RFP Coordinator may choose to determine compliance with mandatory requirements by reading that single document alone; so the submittal must be sufficiently detailed to clearly show how the Vendor meets the mandatory requirements without requiring the reader/evaluatior to look at any other material. Those that are not clearly responsive to these mandatory requirements will be rejected by the City.

The following Mandatory requirements can be found embedded in the Technical Requirements shown in Section 8 of this RFP document.





		Requirement Description

		Location of requirement



		Ability to restrict access by individual, by role, by rank, and by chain of command.



		SE1.01



		Ability to define add, delete, update, read only capability by individual and by role.



		SE1.03



		Ability to restrict ad hoc queries based on security permissions of the individual.



		SE1.05



		Ability to integrate with single sign on (SSO) and MS Active Directory directory service system .



		SE1.14



		Ability to provide authenticated access via individual login ID and password.



		SE3.01



		Ability to create User Portals as a presentation layer to access data, queries, reports, dashboards, and other applications.



		UI1.02



		Ability to incorporate GPS data from other systems such as CAD or 3rd party systems.



		IN1.08



		Ability to export data to statistical tools (e.g.: SPSS).



		IN1.10



		Ability to integrate with an Open Geospatial Compliant (OGC)  system.  



		IN2.01



		Ability to utilize ETL Tools to populate data from source systems into the BI data structures; vendor will  recommend and implement ETL tools.



		IN3.05



		Ability to generate ad hoc queries and reports.



		RE1.03



		Ability to predefine reports to be scheduled, created and delivered automatically. 



		RE1.05



		Ability to provide administration tools and procedures for the ongoing support and maintenance of the proposed solution.  



		SU1.01








4. MINIMUM LICENSING AND BUSINESS TAX REQUIREMENTS

Any resultant contracts require proper business licensing as listed below.  The Vendor must meet all licensing requirements immediately after contract award, or the City will retain the right to reject the Vendor. 

Companies must license, report and pay revenue taxes for the Washington State business License (UBI#) and Seattle Business License, if they are required to hold such a license by the laws of those jurisdictions.  The Vendor should carefully consider those costs prior to submitting their offer, as the City will not separately pay or reimburse those costs to the Vendor.  



Mandatory Seattle Business Licensing and associated taxes.

1.	If you have a “physical nexus” in the city, you must obtain a Seattle Business license and pay all taxes due before the Contract can be signed.  

2.	A “physical nexus” means that you have physical presence, such as: a building/facility located in Seattle, you make sales trips into Seattle, your own company drives into Seattle for product deliveries, and/or you conduct service work in Seattle (repair, installation, service, maintenance work, on-site consulting, etc). 

3.	We provide a Vendor Questionnaire Form in our submittal package items later in this RFP, and it will ask you to specify if you have “physical nexus”.

4.	All costs for any licenses, permits and Seattle Business License taxes owed shall be borne by the Vendor and not charged separately to the City.  

5.	The apparent successful Vendor must immediately obtain the license and ensure all City taxes are current, unless exempted by City Code due to reasons such as no physical nexus. Failure to do so will result in rejection of the bid/proposal.  

6.	Self-Filing You can pay your license and taxes on-line using a credit card  https://dea.seattle.gov/self/ 

7.	For Questions and Assistance, call the Revenue and Consumer Affairs (RCA) office which issues business licenses and enforces licensing requirements.  The general e-mail is rca@seattle.gov.  The main phone is 206-684-8484, or call RCA staff for assistance ( Anna Pedroso at 206-615-1611, Wendy Valadez at 206-684-8509 or Brenda Strickland at 206 684-8404).

8.	The licensing website is http://www.seattle.gov/rca/taxes/taxmain.htm.  

9.	The City of Seattle website allows you to apply and pay on-line with a Credit Card if you choose.

10.	If a business has extraordinary balances due on their account that would cause undue hardship to the business, the business can contact our office to request additional assistance. A cover-sheet providing further explanation, along with the application and instructions for a Seattle Business License is provided below for your convenience.  

11.	Please note that those holding a City of Seattle Business license may be required to report and pay revenue taxes to the City.  Such costs should be carefully considered by the Vendor prior to submitting your offer.  When allowed by City ordinance, the City will have the right to retain amounts due at the conclusion of a contract by withholding from final invoice payments.







 



Mandatory State Business Licensing and associated taxes.

Before the contract is signed, you must provide the State of Washington business license (a State “Unified Business Identifier” known as UBI #) and a Contractor License if required.  If the State of Washington has exempted your business from State licensing (for example, some foreign companies are exempt and in some cases, the State waives licensing because the company does not have a physical presence in the State), then submit proof of that exemption to the City.  All costs for any licenses, permits and associated tax payments due to the State as a result of licensing shall be borne by the Vendor and not charged separately to the City.  Instructions and applications are at http://www.dol.wa.gov/business/file.html.   






5. Statement of Work (SOW)

The vendor will be responsible for the analysis, design, configuration and programming, testing, implementation, training, and support of a completed, operational, integrated business intelligence system according to the functional descriptions prescribed within this specification.  The City strongly desires that this work be performed in an iterative  or phased manner as functional areas of the business are addressed. While the City recognizes that vendors may propose their own development lifecycle methodologies for data analytics platforms, SPD expects that the work described in this Specification will include, but not be limited to, the following Basic Services, most or all of which will be repeated for each phase or iteration within a phase:





		Objective 1:  Provide project management and coordination



		Deliverable 1.1

		Data Analytics Platform Charter



		Purpose

		To clarify the path for the project. 



		Content

		A document which provides a description of the project scope, phases, options, feasibilities, constraints, and selected direction for the Data Analytics Platform. The Charter also provides a communication plan for keeping stakeholders involved and informed, a RACI matrix to clarify roles and responsibilities, an analysis of key project performance indicators, and project risks and mitigation strategies.



		Deliverable 1.2

		Development Strategy



		Purpose

		To set an overall strategy for the project, including the iteration of discovery and implementation steps. 



		Content

		A strategy document which explicitly identifies the products and tools that will be used, the level of involvement of SPD technical and business resources, the cycles or iterations expected, and a continuing knowledge transfer plan for SPD staff throughout the project.



		Deliverable 1.3

		Baseline Detailed Project Work Plan



		Purpose

		To establish a mutually agreed-upon project baseline before significant work occurs and to identify the specific tasks and resource levels necessary for timely delivery of the elements in the Work Statement.



		Content

		A hierarchical work breakdown structure, including task dependencies, schedules, budgets, deliverables, and the Contractor and SPD resource assignments broken down to a sufficient level of detail to allow effective project control. It is maintained in an industry standard project management application such as MS Project. The status of tasks is updated on a weekly basis.



		Deliverable 1.4

		Project Status Reports



		Purpose

		To provide clear ongoing communications to stakeholders concerning the status of the project.



		Content

		A weekly report containing sufficiently detailed information to enable SPD to determine the status of the project and any variance from the detailed project plan, schedule, or budget.  The status report will include, at a minimum:

· Milestones or accomplishments achieved during the past week

· Technical status of the project including Deliverable status, configuration status, and forecasted Deliverable status for the next reporting period

· Resource status for the project including staff utilization 

· Schedule status for the project including task status, milestones completed, phases completed, schedule trends, and schedule summary

· Comparison of actual percent complete versus scheduled for the work breakdown structure

· Issues, risks, and resource constraints which are effecting or could affect progress including the proposed or actual resolution

· Proposed changes to the project work plan, reasons for the changes, and approval/disapproval determination for any proposed changes

· Updated detailed project work plan with approved changes highlighted 







		Objective 2:  Develop Detailed Requirements



		Deliverable 2.1

		Functional and Technical Requirements



		Purpose

		To document the functionality that the system must provide, and the technical requirements to enable that functionality, including query, report, and analytics functions.



		Content

		A requirements statement that provides a comprehensive catalog of the analytics the Data Analytics Platform is to perform.  This document should be in business terms and should include consideration of future, as yet unknown, analysis and reporting needs. The RFP provides a basis for developing these requirements statements.



		Deliverable 2.2

		Data Requirements



		Purpose

		To document the business information that the Data Analytics Platform must access or contain in order to support the required analytics and reporting.



		Content

		A catalog of business level data entities and attributes, with definitions and reference to the data sources in transaction systems.







		Objective 3  Develop System Design and Data Architecture



		Deliverable 3.1

		System Design



		Purpose

		To document how the Data Analytics Platform is to be designed to meet the functional and technical requirements.



		Content

		A document that effectively describes the entire system design, including decisions made and the logic behind those decisions.  



		Deliverable 3.2

		Data Architecture Documentation



		Purpose

		To concisely document the data architecture and interfaces in a manner understandable to all project participants.



		Content

		A document that details:

1. The major modules or data components of the Data Analytics Platform the relationships between them, and the business rules to conform data among data sources

2. For each data module, the major data tables, functions to be supported, and major data sources

3. All external interfaces, including a description of the information received, and the method and timing of the interface

4. Data structure definitions

5. Database design to support all functional requirements.



		Deliverable 3.3

		Data Integration Plan



		Purpose

		To define the approach and schedule for loading SPD data to the Data Analytics Platform and for populating data fields that must be completed prior to productive use.



		Content

		A document that:

· Identifies the data to be integrated, including a map that cites specific data sources and destinations for each field 

· Defines necessary conversion and conforming algorithms

· Defines roles and responsibilities associated with data conversion/conforming and field population

· Identifies all data elements in the Data Analytics Platform that must be populated prior to productive use, including those with no source data in SPD’s legacy systems 

· Provides a plan for ensuring that the Data Analytics Platform is appropriately populated with all necessary data prior to Productive Use

· Provides a plan for testing the converted/conformed and populated data in the Data Analytics Platform for accuracy and consistency







		Objective 4  Develop Data Governance and Security Procedures



		Deliverable 4.1

		Data Governance Process Review



		Purpose

		To review the completeness and effectiveness of SPD’s data governance policies, standards, processes, and responsibilities to ensure that data available to the Data Analytics Platform is accurate, current, and complete.



		Content

		A document that details:

· SPD’s current business processes relevant to the Data Analytics Platform and the data they create or manage.  

· Data governance policies and standards for each of the source systems (e.g., CAD, RMS, IAPro, etc.)

· Detailed data governance procedures to ensure data quality, including data validation and data clean-up.

· Detailed data governance procedures to review and validate business rules relating to data

· Allocation of roles and responsibilities within the department to enable processes.

· Evaluation of the effectiveness of data governance activities by source system.



		Deliverable 4.2

		Recommended Data Governance Improvements



		Purpose

		To recommend changes to data governance policies, standards, processes, and responsibilities in order to ensure the quality of the data from transactional systems into the Data Analytics Platform.



		Content

		A document that makes specific recommendations for data governance as necessary including:

· Data quality responsibilities and metrics at initial data entry

· Data quality reviews and procedures for returning data for clean-up prior to identifying it as valid for upload to the Data Analytics Platform.

· Data quality audits within the Data Analytics Platform to verify that data quality standards are being met.



		Deliverable 4.3

		System Security Plan



		Purpose

		To document system security and identify and remediate any changes required in the system or hosting environment to meet the City’s security requirements.



		Content

		A document that specifies classes of data with specific security levels and fully describes the compliance of the system and its environment with the City’s stated security requirements.  The document will identify any changes which will be made to complete compliance security and any gaps which will require additional technical or procedural responses in order to mitigate them.









		Objective 5:  Develop Software and Hardware Plan



		Deliverable 5.1

		Software Plan



		Purpose

		To identify the software products required to support a Data Analytics Platform as designed in Objective 2.



		Content

		A software architecture plan that specifies for all software products and tools

1. The name, manufacturer, and version/release number

2. Functions or services performed

3. Number of licenses required

4. Dependencies relative to other software or hardware



		Deliverable 5.2

		Hardware Plan



		Purpose

		To identify the computing infrastructure required to support a Data Analytics Platform as designed in Objective 2.



		Content

		An infrastructure plan which describes and details the computing environment required to support all Data Analytics services and tools, and schedules the implementation of each component.  The hardware plan should include at a minimum

· Servers configurations

· Network protocols

· Database specifications

· Communication protocols

· Client devices, including mobile devices

and should include the number, size, manufacturer, model, or other specifications for each item.







		Objective 6:  Implement Computing Environment (Hardware and Software)



		Deliverable 6.1

		 Computing Hardware



		Purpose

		To guide and assist City staff as needed to put into production all hardware, including servers, client devices, routers, switches, and other components, necessary to support the Data Analytics Platform, consistent with the plan and schedule developed in 3.2 above.



		Content

		Fully tested and implemented hardware infrastructure for each of the project phases:

· Development

· Testing

· Training

· Production





		Deliverable 6.2

		 Software



		Purpose

		To guide and assist City staff as needed to install and initialize all software components, including operating system software, database management systems, middleware, application software (including analytics and query and report generators) and client software, if any, necessary to support the Data Analytics Platform, consistent with the plan and schedule developed in 3.1 above.



		Content

		 Fully tested and implemented software components for each of the project phases:

· Development

· Testing

· Training

· Production









		Objective 7:  Configure and Program Data Analytics Platform



		Deliverable 7.1

		 Configured Data Analytics Platform



		Purpose

		To use internal system options to match the Data Analytics Platform products as closely as possible to the design specified in the System Configuration Plan developed in 2.1 above.



		Content

		A fully functioning integrated system that leverages the functions and features of the selected software products to the fullest extent possible.



		Deliverable 7.2

		 Customized Data Analytics Platform



		Purpose

		To extend through software programming the functions and features of the native Data Analytics application software products in order to fully implement the design specified in the System Configuration Plan developed in 2.1 above.



		Content

		A completed Data Analytics Platform ready for productive use.







		Objective 8:  Develop and Execute Interfaces



		Deliverable 8.1

		Interface Specifications



		Purpose

		To document the specifications for in-bound interfaces defined in the Data Conversion Plan so that the Data Analytics Platform can be initially loaded and refreshed on a regular, appropriate basis.



		Content

		A document that defines the specifications for in-bound interfaces at a sufficient level of detail to support development of interfaces.

Detailed specifications for all extract, transform, and load (ETL) programs or scripts needed to populate the Data Analytics Platform from source systems.

A plan and schedule for ongoing ETLs of data from source systems which addresses frequency, timing, dependencies, and error handling.



		Deliverable 8.2

		Interfaces



		Purpose

		To deliver the functionality that effectively connects the Data Analytics Platform to the required transaction systems.



		Content

		ETL code and/or configuration parameters to achieve all data loading functionality specified in the Interface Specifications.  

Certification that the interfaces are working in accord with the associated specifications.



		Deliverable 8.3

		Migrated Data



		Purpose

		To extract, transform, and load existing data into the Data Analytics Platform or to make the data available to the Data Analytics Platform, in accord with the Data Conversion Plan.



		Content

		Data converted and loaded into or otherwise made available to the test system, verified, and migrated to the production system and certified as ready for use.







		Objective 9:  Perform testing



		Deliverable 9.1

		Test Plan and Scripts



		Purpose

		To define the approach for testing of the Data Analytics Platform.



		Content

		A document that:

1. Defines the overall testing process, including unit, system, acceptance, field, and performance testing

2. Includes all necessary test scripts – these will be developed by the Contractor and will adhere to SPD quality assurance standards

3. Defines a mechanism for tracking test performance and completion

4. Defines procedures for managing the test environment, including change control

5. Defines procedures for assigning severity to problems encountered

6. Defines entrance and exit criteria for each round of testing



		Deliverable 9.2

		Tested Software



		Purpose

		To ensure the Data Analytics Platform as configured is ready for business use.  SPD will participate in system testing and will conduct user acceptance testing sufficient to ensure that all major functions and components of the system are performing acceptably.



		Content

		Software certified by SPD as functionally ready for use.



		Deliverable 9.3

		Volume/Stress Testing Report



		Purpose

		To conduct volume/stress testing and document the results of performance testing.  SPD will participate in volume/stress testing to ensure that the system can perform adequately with anticipated volumes of queries, reports, and other transactions.



		Content

		Completed volume/stress testing and a document that:

1. Describes the overall volume/stress testing process.

2. Documents the volume/stress testing results.

3. Identifies recommendations for optimizing system performance.

4. Documents improvements made to tune the system for optimal performance



		Deliverable 9.4

		Optimized Platform



		Purpose

		To implement improvements to achieve optimal performance.



		Content

		Completed system optimization and a document that:

1. Documents improvements made to tune the system for optimal performance.







		Objective 10:   Develop Reports, Queries, and Analytics



		Deliverable 10.1

		 Standard Reports



		Purpose

		To develop a set of standard reports to meet functional requirements.



		Content

		50 Tested reports to be generated in production.



		Deliverable 10.2

		Standard Queries



		Purpose

		To develop a set of standard queries, including analytics, which can be invoked to meet functional requirements.



		Content

		Tested queries to be used in production.



		Deliverable 10.3

		 Dashboards



		Purpose

		To create a set of ten (10) dashboards, tailored to role, level, or individual, which provide easy access to appropriate standard reports and queries.



		Content

		 Dashboards with reports and queries identified for use.







		Objective 11:  Conduct training



		Deliverable 11.1

		Training Plan



		Purpose

		To define the approach and schedule for end-user and technical systems operation/configuration/administration training.



		Content

		A document that:

1. Outlines the necessary classes and curriculum for each class

2. Provides a content outline to guide development of classroom materials

3. Identifies SPD attendees and instructors

4. Provides a training schedule

5. Provides a mechanism for tracking completion of training



		Deliverable 11.2

		Training Materials



		Purpose

		To provide SPD with materials for each training session.



		Content

		Content and materials for each class, tailored to SPD’s Data Analytics Platform configuration and contents.



		Deliverable 11.3

		Training



		Purpose

		To train SPD trainers on system use and to train technical staff on Data Analytics Platform administration and configuration for completion of knowledge transfer.



		Content

		The delivery of user and technical systems operation training in accord with the Training Plan.







		Objective 12:  Provide go-live support and stabilization services



		Deliverable 12.1

		Go-Live and Stabilization Plan



		Purpose

		To define the steps necessary for a successful launch and subsequent stabilization of the Data Analytics Platform.



		Content

		A detailed task plan, including a readiness checklist and resource assignments, to support moving the Data Analytics Platform into production.  



		Deliverable 12.2

		Business User Manual



		Purpose

		To guide SPD employees with the functionality and contents of the Data Analytics Platform.



		Content

		Online documentation that supports SPD-specific business use of the system and provides guidance to end users in correct execution of user-performed application maintenance and configuration activities.  Includes site-specific customizations and usage considerations.



		Deliverable 12.3

		Production Support Plan



		Purpose

		To guide SPD technical and operations staff in supporting the Data Analytics Platform in production.



		Content

		Online documentation that provides complete, detailed, accurate “as-built” specifications for the Data Analytics Platform and supports SPD technical and operations staff in operating and maintaining the Platform, including routine system maintenance activities and schedules and techniques for trouble-shooting problems.



		Deliverable 12.3

		Data Analytics Platform in Productive Use



		Purpose

		To provide SPD with a functioning Data Analytics Platform configured to meet SPD’s functional requirements, loaded with SPD’s data per the Conversion Plan, and updated regularly from SPD transactional systems per the Interface Plan.



		Content

		Implemented Data Analytics Platform in production.



		Deliverable 12.4

		Stabilization Services



		Purpose

		To provide SPD with support services for a defined period of time (currently assumed to be six months) subsequent to Go-Live, including the identification and resolution of malfunctions and operational issues.



		Content

		Stabilization services, commencing at Go-Live and terminating at Services Final Acceptance.



		Deliverable 12.5

		System Support



		Purpose

		To provide SPD ongoing system support for the first five years the DAP is in production.  Services are to include troubleshooting and problem resolution; assisting with software and hardware upgrades; and developing and implementing enhancements as requested by SPD.



		Content

		Support services as defined in a Service Level Agreement.
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6.1	Contract Term :

Any contract awarded shall be for an initial term of ten years with extensions allowed to include not only the delivery and maintennace of the system, but also possible future enhancements/upgrades to the system. Such extensions shall be automatic, and shall go into effect without written confirmation, unless either party provides advance notice of the intention to not renew.  Such notice shall be given at least 45 days prior to the otherwise automatic renewal date. 
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6.2.1	Pricing shall be fixed and firm throughout the original contract.  Pricing shall include all travel expenses and taxes.  At the end of the initial ten-year term, the Vendor may submit a written request for a price increase.  The written request is to be at least 45-days in advance.  	Comment by Tokunaga, Pam: Compare to new rfp



6.2.2	Thereafter, written request for price increases shall only be considered upon the contract anniversary date (at least 45-days prior to the contract anniversary date). 



6.2.3	Such requests shall consider the following:  The price request must:

· Be no greater than the total of changes to theU.S. Dept. of Labor  CPI Index for Seattle/Tacoma/Bemerton or other pricing index appropriate to the particular product herein

· Not produce a higher profit margin than that on the original contract 

· Clearly identify the items impacted by the increase

· Be accompanied by documentation acceptable to the Buyer sufficient to warrant the increase

· Remain firm for a minimum of 365 days



6.2.4  The request shall be considered by the Buyer and may be accepted or rejected.  Failure to submit a price request at least 45-days prior to the contract anniversary date shall result in a continuation of all existing pricing on the contract until the next contract anniversary date.  The decision to accept any price increase will be at the sole discretion of the Buyer.  



6.2.5	The Buyer may exempt these requirements for extraordinary conditions that could not have been known by either party at the time of bid or for other circumstances beyond the control of both parties, in the opinion of the Buyer.
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Requests that reduce pricing charged to the City may be delivered to the City Purchasing Buyer at any time during the contract period.  Such price reductions should use the same pricing structure as the original. The City may likewise initiate a request to the vendor for price reductions, subject to mutual agreement of the vendor.  	

6.4	Cost Reductions:
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6.5	Software Authorized Reseller:

For proposers who are reseller of product bid, he or she must be authorized and must be qualified and equipped to offer in-house service, maintenance, technical training assistance, and warranty services, including available of spare parts and replacement units. 
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If this contract has specified travel that is intended for reimbursement by the City and has been pre-approved by the City for such reimbursement, the travel reimbursement rates in the City contract shall apply.
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All necessary permits required to perform work are to be supplied by the Contractor at no additional cost to the City.
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A ninety one hundred and eighty (18090) day trial period shall apply to contract(s) awarded as a result of this solicitation.  During the trial period, the vendor(s) must perform in accordance with all terms and conditions of the contract.  Failure to perform during this trial period may result in the immediate cancellation of the contract.  In the event of dispute or discrepancy as to the acceptability of product or service, the City’s decision shall prevail.  The City agrees to pay only for authorized orders received up to the date of termination.  If the contract is terminated within the trial period, the City reserves the option to award the contract to the next highest scoring proposer by mutual agreement with such proposer.  Any new award will be for the remainder of the contract and will also be subject to this trial period.  

6.9 Independent Contractor and City Space Requirements:

The Vendor is working as an independent contractor.  Although the City provides responsible contract and project management, such as managing deliverables, schedules, tasks and contract compliance, this is distinguished from a traditional employer-employee function.  This contract prohibits vendor workers from supervising City employees, and prohibits vendor workers from supervision by a City employee.  Prohibited supervision tasks include conducting a City of Seattle Employee Performance Evaluation, preparing and/or approving a City of Seattle timesheet, administering employee discipline, and similar supervisory actions.

Contract workers shall not be given City office space unless expressly provided for below, and in no case shall such space be made available for more than 36 months without specific authorization from the City Project Manager.  

The City expects that at least some portion of the project will require the Vendor workers to be on-site at City offices.  This benefits the City to assure access, communications, efficiency, and coordination.  Any vendor worker who is on-site remains, however, a vendor worker and not a City employee.  The vendor shall ensure no vendor worker is on-site at a City office for more than 36 months, without specific written authorization from the ty Project Manager.  The vendor shall notify the City Project Manager if any worker is within 90 days of a 36 month on-site placement in a City office.  

The City will not charge rent.  The Bidder is not asked to itemize this cost. Instead, the vendor should absorb and incorporate the expectation of such office space within the vendor plan for the work and costs as appropriate.  City workspace is exclusively for the project and not for any other vendor purpose.  The City Project Manager will decide if a City computer, software and/or telephone is needed, and the worker can use basic office equipment such as copy machines.  If the vendor worker does not occupy City workspace as expected, this does not change the contract costs.



7. [bookmark: _Toc521141110][bookmark: _Toc524484953][bookmark: _Toc524754140][bookmark: _Toc526492385][bookmark: _Toc528557440][bookmark: _Toc529153500][bookmark: _Toc30899400]  INSTRUCTIONS TO PROPOSERS

7.1  	Proposal Procedures and Process.

This chapter details City procedures for directing the RFP process.  The City reserves the right in its sole discretion to reject the proposal of any Proposer that fails to comply with any procedure in this chapter.
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All Vendor communications concerning this acquisition shall be directed to the RFP Coordinator.  The RFP Coordinator is:

Jason Edens

Phone: #206-733-9583

E-Mail: jason.edens@seattle.gov





Unless authorized by the RFP Coordinator, no other City official or City employee is empowered to speak for the City with respect to this acquisition.  Any Proposer seeking to obtain information, clarification, or interpretations from any other City official or City employee other than the RFP Coordinator is advised that such material is used at the Proposer’s own risk.  The City will not be bound by any such information, clarification, or interpretation.  

[bookmark: _Toc521141113][bookmark: _Toc524484956][bookmark: _Toc524754143][bookmark: _Ref525440530][bookmark: _Ref525440556][bookmark: _Toc526492388][bookmark: _Toc528557443][bookmark: _Toc529153503][bookmark: _Toc30899403]Contact by a vendor regarding this acquisition with a City employee other than the RFP Coordinator or an individual specifically approved by the RFP Coordinator in writing, may be grounds for rejection of the vendor’s proposal.

7.3  	Mandatory Pre-Proposal Conference. 

The City shall conduct a mandatory pre-proposal conference on the time and date provided in page 1, at the City Purchasing Office, 700 5th Avenue, Suite 4112, Seattle.  Though the City will attempt to answer all questions raised during the pre-proposal conference, the City encourages Vendors to submit questions Vendors would like addressed at the pre-proposal conference to the RFP Coordinator, preferably no later than three (3) days in advance of the pre-proposal conference.  This will allow the City to research and prepare helpful answers, and better enable the City to have appropriate City representatives in attendance.



Those unable to attend in person may participate via telephone.  For firms who plan to attend via telephone, please first contact the RFP Coordinator at least two business days prior to the conference advising him who will be in attendance.  He will then give out the telephone number to access the teleconference bridge 



Proposers are required to attend in order to be eligible to submit a proposal.  The purpose of the meeting is to answer questions potential Proposers may have regarding the solicitation document and to discuss and clarify any issues.  This is an opportunity for Proposers to raise concerns regarding specifications, terms, conditions, and any requirements of this solicitation.  Failure to raise concerns over any issues at this opportunity will be a consideration in any protest filed regarding such items that were known as of this pre-proposal conference.

7.4 [bookmark: _Toc521141117][bookmark: _Toc524484959][bookmark: _Toc524754146][bookmark: _Toc526492391][bookmark: _Toc528557446][bookmark: _Toc529153506][bookmark: _Toc30899404] 	Questions.

Questions shall be submitted electronically to the RFP Coordinator at jason.edens@seattle.gov no later than the date and time given on the first page of this RFP in order to allow sufficient time for the City Buyer to consider the question before the bids or proposals are due.  The City prefers such questions to be through e-mail directed to the City Buyer e-mail address. Failure to request clarification of any inadequacy, omission, or conflict will not relieve the vendor of any responsibilities under this solicitation or any subsequent contract.  It is the responsibility of the interested Vendor to assure that they received responses to Questions if any are issued..

7.5 [bookmark: _Toc521141118][bookmark: _Toc524484960][bookmark: _Toc524754147][bookmark: _Toc526492392][bookmark: _Toc528557447][bookmark: _Toc529153507][bookmark: _Toc30899405] 	Changes to the RFP/Addenda.

A change may be made by the City if, in the sole judgment of the City, the change will not compromise the City’s objectives in this acquisition.  A change to this RFP will be made by formal written addendum issued by the City’s RFP Coordinator Addenda issued by the City shall become part of this RFP and included as part of the Contract. It is the responsibility of the interested Vendor to assure that they have received Addenda if any are issued.

7.6  	Bid Blog

The City Purchasing website offers a place to register for a Blog related to the solicitation.  The Blog will provide you automatic announcements and updates when new materials, addenda, or information is posted regarding the solicitation you are interested in.  http://www.seattle.gov/purchasing/default.htm

7.7 [bookmark: _Toc524484961][bookmark: _Toc524754148][bookmark: _Ref525440624][bookmark: _Ref525440637][bookmark: _Toc526492393][bookmark: _Toc528557448][bookmark: _Toc529153508][bookmark: _Toc30899406] 	Receiving Addenda and/or Question and Answers 

The City will make efforts to provide courtesy notices, reminders, addendums and similar announcements directly to interested vendors. The City makes this available on the City website and offers an associated bid blog:   http://www.seattle.gov/purchasing/



Notwithstanding efforts by the City to provide such notice to known vendors, it remains the obligation and responsibility of the Vendor to learn of any addendums, responses, or notices issued by the City.  Such efforts by the City to provide notice or to make it available on the website do not relieve the Vendor from the sole obligation for learning of such material.  



Note that some third-party services decide to independently post City of Seattle bids on their websites as well.  The City does not, however, guarantee that such services have accurately provided bidders with all the information published by the City, particularly Addendums or changes to bid date/time.



All Proposals sent to the City shall be considered compliant to all Addendums, with or without specific confirmation from the Proposer that the Addendum was received and incorporated.  However, the Buyer can reject the Proposal if it doesn’t reasonably appear to have incorporated the Addendum.  The Buyer could decide that the Proposer did incorporate the Addendum information, or could determine that the Proposer failed to incorporate the Addendum changes and that the changes were material so that the Buyer must reject the Offer, or the Buyer may determine that the Proposer failed to incorporate the Addendum changes but that the changes were not material and therefore the Proposal may continue to be accepted by the Buyer.



7.8  	Proposal Submittal Instructions

a) Proposals must be received into the City Purchasing Offices no later than the date and time given on page 1 or as otherwise amended.

b) Fax, e-mail and CD copies will not be accepted as an alternative to the hard copy requirement. If a CD, fax or e-mail version is delivered to the City, the hard copy will take priority and be the official document for purposes of proposal review.



c) The City requires one original printed version and 15 hard copies of the proposal delivered to the City.  The City requires one complete soft copy of the RFP response on a CD or thumb drive.



d) Proposals should be prepared on standard 8 ½” by 11” paper printed double-sided.  Copies should be bound with tabs identifying and separating each major section. Foldouts are permissible, but should be kept to a minimum.  Manuals, reference material, and promotional materials must be bound separately.   



e) RFP responses should be tabbed and then stapled, with no binder or plastic cover or combed edging unless necessary to provide proper organization of large volume responses.  The City prefers to limit use of binders and plastic covers, but acknowledges that responses of sufficient size may require a binder for proper organization of the materials.  If using a binder, us a recycled or non-PVC product.





f) The City will consider supplemental brochures and materials. Proposers are invited to attach any brochures or materials that will assist the City in evaluation.



7.9  	Proposal Delivery Instructions

a) The RFP response may be hand-delivered or must otherwise be received by the RFP Coordinator at the address provided, by the submittal deadline.  Please note that delivery errors will result without careful attention to the proper address. 



b) Responses should be in a sealed box or envelope clearly marked and addressed with the RFP Coordinator, RFP title and number.  If RFP’s are not clearly marked, the Vendor bears all risks of the RFP being misplaced and not properly delivered.  The RFP Coordinator is not responsible for identifying responses submitted that are not properly marked. 



PROPOSAL DELIVERY ADDRESS



		Physical Address (courier)

		Mailing Address (For U.S. Postal Service mail)



		City Purchasing and Contracting Services Div.

Seattle Municipal Tower

700 Fifth Ave Ste 4112

Seattle, WA 98104-5042

Attention: Jason Edens

Re: RFP #SPD-3289

		City Purchasing and Contracting Services Div.

Seattle Municipal Tower

P.O. Box 94687

Seattle, WA 98124-4687

Attention: Jason Edens

Re: RFP #SPD-3289







Late Submittals:

The submitter has full responsibility to ensure the response arrives at City Purchasing within the deadline. A submittal after the time fixed for receipt will not be accepted unless the lateness is waived by the City as immaterial based upon a specific fact-based review.  Responses arriving after the deadline may be returned unopened to the Vendor, or the City may accept the package and make a determination as to lateness.



7.10 No Reading of Prices.

The City of Seattle does not conduct a bid opening for RFP responses. The City requests that companies refrain from requesting proposal information concerning other respondents until an intention to award is announced, as a measure to best protect the solicitation process, particularly in the event of a cancellation or resolicitation.  With this preference stated, the City shall continue to properly fulfill all public disclosure requests for such information, as required by State Law.

7.11 Offer and Proposal Form.

Proposer shall provide the response in the format required herein and on any forms provided by the City herein.  Provide unit prices if appropriate and requested by the City, and attach pages if needed.  In the case of difference between the unit pricing and the extended price, the City shall use the unit pricing.  The City may correct the extended price accordingly.  Proposer shall quote prices with freight prepaid and allowed.  Proposer shall quote prices FOB Destination.   All prices shall be in US Dollars.  



7.12 Contract Terms and Conditions.  

The contract that has been adopted for City technology projects is attached and embedded on the last page of this RFP Solicitation. Proposers are responsible to review all specifications, requirements, Terms and Conditions, insurance requirements, and other requirements herein. To be responsive, Vendors must be prepared to enter into a Contract substantially the same as the attached Contract.  The Vendor’s failure to execute a Contract substantially the same as the attached Contract may result in disqualification for future solicitations for this same or similar products/services. 



Submittal of a proposal is agreement to this condition.  Vendors are to price and submit proposals to reflect all the specifications, requirements, in this RFP and terms and conditions substantially the same as those included in this RFP.



Any specific areas of dispute with the attached Contract must be identified in Vendor’s Response and may, at the sole discretion of the City, be grounds for disqualification from further consideration in award of a contract.



Under no circumstances shall a Vendor submit its own standard contract terms and conditions as a response to this solicitation. Instead, Vendor must review and identify the language in the City’s attached Contract Terms and Conditions (Attachment #2) that Vendor finds problematic, state the issue, and propose the language or contract modifications Vendor is requesting.  Vendor should keep in mind, when requesting such modifications, that the City is not obligated to accept the requested areas of dispute.



The City will not sign a licensing or maintenance agreement supplied by the Vendor. If the vendor requires the City to consider otherwise, the Vendor is also to supply this as a requested exception to the Contract and it will be considered in the same manner as other exceptions.  



The City may consider and may choose to accept some, none, or all contract modifications that the Vendor has submitted with the Vendor’s proposal.  



Nothing herein prohibits the City, at its sole option, from introducing or modifying contract terms and conditions and negotiating with the highest ranked apparent successful Proposer to align the proposal to City needs, within the objectives of the RFP.   The City has significant and  critical time frames which frame this initiative, therefore, should such negotiations with the highest ranked, apparent successful Proposer fail to reach agreement in a timely manner as deemed by the City, the City, at its sole discretion, retains the option to terminate negotiations and continue to  the next-highest ranked proposal.

7.13 Prohibition on Advance Payments.

No request for early payment, down payment or partial payment will be honored except for products or services already received.  Maintenance subscriptions may be paid in advance provided that should the City terminate early, the amount paid shall be reimbursed to the City on a prorated basis; all other expenses are payable net 30 days after receipt and acceptance of satisfactory compliance.

7.14 Prime Contractor

The City intends to award to the highest ranked Vendor that will assume financial and legal responsibility for the contract.  Proposals that include multiple vendors must clearly identify one Vendor as the “prime contractor” and all others as subcontractors.



7.15 [bookmark: _Toc524484966][bookmark: _Toc524754153][bookmark: _Toc526492398][bookmark: _Toc528557453][bookmark: _Toc529153513][bookmark: _Toc30899411]Seattle Business Tax Revenue Consideration.

	SMC 20.60.106 (H) authorizes that in determining the lowest and best bid, the City shall consider the tax revenues derived by the City from its business and occupation, utility, sales and use taxes from the proposed purchase.   The City of Seattle’s Business and Occupation Tax rate varies according to business classification.  Typically, the rate for services such as consulting and professional services is .00415% and for retail or wholesale sales and associated services, the rate is .00215%.  Only vendors that have a City of Seattle Business License and have an annual gross taxable Seattle income of $100,000 or greater are required to pay Business and Occupation Tax.  The City will apply SMC 20.60.106(H) and calculate as necessary to determine the lowest bid price proposal.

7.16 Taxes.

	The City is exempt from Federal Excise Tax (Certificate of Registry #9173 0099K exempts 	the City). Washington state and local sales tax will be an added line item although not 	considered in cost evaluations.

7.17 Equal Benefits.

Seattle Municipal Code Chapter 20.45 (SMC 20.45) requires consideration of whether bidders provide health and benefits that are the same or equivalent to the domestic partners of employees as to spouses of employees, and of their dependents and family members.  The bid package includes a “Vendor Questionnaire” which is the mandatory form on which you make a designation about the status of such benefits. If your company does not comply with Equal Benefits and does not intend to do so, you must still supply the information on the Vendor Questionnaire. Instructions are provided at the back of the Questionnaire.

7.18 Women and Minority Opportunities. 

The City intends to provide the maximum practicable opportunity for successful participation of minority and women owned firms, given that such businesses are underrepresented.  The City requires all Bidders agree to SMC Chapter 20.42, and will require bids with meaningful subcontracting opportunities to also supply a plan for including minority and women owned firms.  



A Woman and Minority Inclusion Plan is a mandatory submittal with your RFP response, and is provided for you in the Submittal Instruction section of this RFP document. The City requires all vendors to submit an Inclusion Plan.  Failure to submit a plan will result in rejection of your RFP response. The inclusion plan will be scored as part of the evaluation.  The Inclusion Plan is a material part of the contract.  Read the Inclusion Plan carefully; it is incorporated into the contract.  At City request, vendors must furnish evidence of compliance, such as copies of agreements with WMBE subcontractors.    The plan seeks WMBE business utilization as well as recognizes those companies or respondents that have a unique business purpose for hiring of workers with barriers.

7.19 Insurance Requirements.

[bookmark: _Toc524484967][bookmark: _Toc524754154][bookmark: _Toc526492399][bookmark: _Toc528557454][bookmark: _Toc529153514][bookmark: _Toc30899412]   If formal proof of insurance is required to be submitted to the City before execution of the Contract, the City will remind the apparent successful proposer in the Intent to Award letter.  The apparent successful proposer must promptly provide such proof of insurance to the City in reply to the Intent to Award Letter.  Contracts will not be executed until all required proof of insurance has been received and approved by the City.

Vendors are encouraged to immediately contact their Broker to begin preparation of the required insurance documents, in the event that the Vendor is selected as a finalist.  Proposers may elect to provide the requested insurance documents within their Proposal..

7.20 [bookmark: _Toc524484968][bookmark: _Toc524754155][bookmark: _Toc526492400][bookmark: _Toc528557455][bookmark: _Toc529153515][bookmark: _Toc30899413]Effective Dates of Offer.

Offer prices and costs in Proposer submittal must remain valid until City completes award.  Should any Proposer object to this condition, the Proposer must provide objection through a question and/or complaint to the RFP Coordinator prior to the proposal due date.

7.21 [bookmark: _Toc521141126][bookmark: _Toc524484973][bookmark: _Toc524754160][bookmark: _Toc526492402][bookmark: _Toc528557457][bookmark: _Toc529153517][bookmark: _Toc30899415]Proprietary Proposal Material.

[bookmark: _Toc521141127][bookmark: _Toc524484974][bookmark: _Toc524754161][bookmark: _Toc526492403][bookmark: _Toc528557458][bookmark: _Toc529153518][bookmark: _Toc30899416]

The State of Washington’s Public Records Act (Release/Disclosure of Public Records) Under Washington State Law (reference RCW Chapter 42.56, the Public Records Act) all materials received or created by the City of Seattle are considered public records.  These records include but are not limited to bid or proposal submittals, agreement documents, contract work product, or other bid material.

The State of Washington’s Public Records Act requires that public records must be promptly disclosed by the City upon request unless that RCW or another Washington State statute specifically exempts records from disclosure.  Exemptions are narrow and explicit and are listed in Washington State Law (Reference RCW 42.56 and RCW 19.108).  



Proposers must be familiar with the Washington State Public Records Act and the limits of record disclosure exemptions.  For more information, visit the Washington State Legislature’s website at http://www1.leg.wa.gov/LawsAndAgencyRules). 



If you have any questions about disclosure of the records you submit with your bid, please contact City Purchasing at (206) 684-0444.



Requesting Materials be Marked for Non Disclosure (Protected, Confidential, or Proprietary)

As mentioned above, all City of Seattle offices (“the City”) are required to promptly make public records available upon request.  However, under Washington State Law some records or portions of records are considered legally exempt from disclosure and can be withheld.  A list and description of records identified as exempt by the Public Records Act can be found in RCW 42.56 and RCW 19.108.



If you believe any of the records you are submitting to the City as part of your proposal are exempt from disclosure you can request that they not be released before you receive notification.  To do so you must complete the City Non-Disclosure Request Form in the Vendor Questionnaire included in Section 9. Very clearly and specifically identify each record and the exemption(s) that may apply.  If you are awarded a City contract, the same exemption designation will carry forward to the contract records.



The City will not withhold materials from disclosure simply because you mark them with a document header or footer, page stamp, or a generic statement that a document is non-disclosable, exempt, confidential, proprietary, or protected.  Do not identify an entire page as exempt unless each sentence is within the exemption scope; instead, identify paragraphs or sentences that meet the specific exemption criteria you cite on the Form.  Only the specific records or portions of records properly listed on the Form will be protected and withheld for notice.  All other records will be considered fully disclosable upon request. 



If the City receives a public disclosure request for any records you have properly and specifically listed on the Form, the City will notify you in writing of the request and will postpone disclosure.  While it is not a legal obligation, the City, as a courtesy, will allow you up to ten business days to file a court injunction to prevent the City from releasing the records (reference RCW 42.56.540).  If you fail to obtain a Court order within the ten days, the City may release the documents. 



The City will not assert an exemption from disclosure on your behalf.  If you believe a record(s) is exempt from disclosure you are obligated to clearly identify it as such on the Form and submit it with your solicitation.  Should a public record request be submitted to City Purchasing for that (those) record(s) you can then seek an injunction under RCW 42.56 to prevent release.  By submitting a bid document, the bidder acknowledges this obligation; the proposer also acknowledges that the City will have no obligation or liability to the proposer if the records are disclosed.



Requesting Disclosure of Public Records

The City asks bidders and their companies to refrain from requesting public disclosure of proposal recordsbids until an intention to award is announced.  This measure is intended to protect the integrity of the solicitation process particularly during the evaluation and selection process or in the event of a cancellation or re-solicitation.  With this preference stated, the City will continue to be responsive to all requests for disclosure of public records as required by State Law. If you do wish to make a request for records, please address your request in writing to:  Zuzka Lehocka-Howell at Zuzka.Lehocka-Howell@seattle.gov.

7.22 Cost of Preparing Proposals.

The City will not be liable for any costs incurred by the Proposer in the preparation and presentation of proposals submitted in response to this RFP including, but not limited to, costs incurred in connection with the Proposer’s participation in demonstrations and the pre-proposal conference.

7.23 [bookmark: _Toc521141125][bookmark: _Toc524484972][bookmark: _Toc524754159][bookmark: _Toc85261716][bookmark: _Toc521141129][bookmark: _Toc524484976][bookmark: _Toc524754163][bookmark: _Toc526492405][bookmark: _Toc528557460][bookmark: _Toc529153520][bookmark: _Toc30899418]Readability.

Proposers are advised that the City’s ability to evaluate proposals is dependent in part on the Proposer’s ability and willingness to submit proposals which are well ordered, detailed, comprehensive, and readable.  Clarity of language and adequate, accessible documentation is essential.

7.24 Proposer Responsibility.

 It is the Proposer responsibility to examine all specifications and conditions thoroughly, and comply fully with specifications and all attached terms and conditions.  Proposers must comply with all Federal, State, and City laws, ordinances and rules, and meet any and all registration requirements where required for Vendors as set forth in the Washington Revised Statutes.  

7.25 Changes in Proposals.

Prior to the Proposal submittal closing date and time established for this RFP, a Proposer may make changes to its Proposal provided the change is initialed and dated by the Proposer.  No change to a Proposal shall be made after the Proposal closing date and time. 

7.26 Proposer Responsibility to Provide Full Response.

It is the Proposer’s responsibility to provide a full and complete written response, which does not require interpretation or clarification by the RFP Coordinator.  The Proposer is to provide all requested materials, forms and information. The Proposer is responsible to ensure the materials submitted will properly and accurately reflects the Proposer specifications and offering.  During scoring and evaluation (prior to interviews if any), the City will rely upon the submitted materials and shall not accept materials from the Proposer after the RFP deadline; however this does not limit the right of the City to consider additional information (such as references that are not provided by the Proposer but are known to the City, or past experience by the City in assessing responsibility), or to seek clarifications as needed by the City. 

7.27 Errors in Proposals.

Proposers are responsible for errors and omissions in their proposals.  No such error or omission shall diminish the Proposer’s obligations to the City.

7.28 Withdrawal of Proposal.

A submittal may be withdrawn by written request of the submitter, prior to the quotation closing date and time.  After the closing date and time, the submittal may be withdrawn only with permission by the City.

7.29 [bookmark: _Toc521141131][bookmark: _Toc524484978][bookmark: _Toc524754165][bookmark: _Toc526492407][bookmark: _Toc528557462][bookmark: _Toc529153522][bookmark: _Toc30899420]Rejection of Proposals, Right to Cancel.

The City reserves the right to reject any or all proposals at any time with no penalty.  The City also has the right to waive immaterial defects and minor irregularities in any submitted proposal.

7.30 [bookmark: _Toc521141132][bookmark: _Toc524484979][bookmark: _Toc524754166][bookmark: _Toc526492408][bookmark: _Toc528557463][bookmark: _Toc529153523][bookmark: _Toc30899421]Incorporation of RFP and Proposal in Contract.

This RFP and the Proposer’s response, including all promises, warranties, commitments, and representations made in the successful proposal, shall be binding and incorporated by reference in the City’s contract with the Proposer.

7.31 Non-Endorsement and Publicity

In selecting a Vendor to supply to the City, the City is not endorsing the Vendors products and services or suggesting that they are the best or only solution to the City’s needs.  Vendor agrees to make no references to the City or the Department making the purchase, in any literature, promotional materials, brochures, news releases, sales presentation or the like, regardless of method of distribution, without prior review and express written consent of the City RFP Coordinator.

The City may use Vendor’s name and logo in promotion of the Contract and other publicity matters relating to the Contract, without royalty.  Any such use of Vendor’s logo shall inure to the benefit of Vendor.

7.32 Proposal Disposition

All material submitted in response to this RFP shall become the property of the City upon delivery to the RFP Coordinator.

7.33 Ethics Code.  

Please familiarize yourself with the new code:  http://www.seattle.gov/ethics/etpub/et_home.htm.  Attached is a pamphlet for Vendors, Customers and Clients.  Specific question should be addressed to the staff of the Seattle Ethics and Elections Commission at 206-684-8500. 



No Gifts and Gratuities.  Vendors shall not directly or indirectly offer anything of value (such as retainers, loans, entertainment, favors, gifts, tickets, trips, favors, bonuses, donations, special discounts, work, or meals) to any City employee, volunteer or official, if it is intended or may appear to a reasonable person to be intended to obtain or give special consideration to the Vendor.  An example is giving a City employee sporting event tickets to a City employee that was on the evaluation team of a bid you plan to submit. The definition of what a “benefit” would be is very broad and could include not only awarding a contract but also the administration of the contract or the evaluation of contract performance.  The rule works both ways, as it also prohibits City employees from soliciting items of value from vendors.  Promotional items worth less than $25 may be distributed by the vendor to City employees if the Vendor uses the items as routine and standard promotions for the business.

Involvement of Current and Former City Employees

If a Vendor has any current or former City employees, official or volunteer, working or assisting on solicitation of City business or on completion of an awarded contract, you must provide written notice to City Purchasing of the current or former City official, employee or volunteer’s name.  The Vendor Questionnaire within your bid documents prompts you to answer that question.  You must continue to update that information to City Purchasing during the full course of the contract.  The Vendor is to be aware and familiar with the Ethics Code, and educate vendor workers accordingly.

Contract Workers with more than 1,000 Hours

The Ethics Code has been amended to apply to vendor company workers that perform more than 1,000 cumulative hours on any City contract during any 12-month period.  Any such vendor company employee covered by the Ethics Code must abide by the City Ethics Code. The Vendor is to be aware and familiar with the Ethics Code, and educate vendor workers accordingly. 

No Conflict of Interest.  

Vendor (including officer, director, trustee, partner or employee) must not have a business interest or a close family or domestic relationship with any City official, officer or employee who was, is, or will be involved in selection, negotiation, drafting, signing, administration or evaluating Vendor performance. The City shall make sole determination as to compliance.  



7.34     Registration into City On-line Business Directory

If you have not previously completed a one-time registration into the City On-line Business Directory, we request you register at: http://www.seattle.gov/html/business/contracting.htm. The City On-line Business Directory is used by City staff to locate your contract(s) and identify companies for bid lists on future purchases.  Bids are not rejected for failure to register, however, if you are awarded a contract and have not registered, you will be required to register, or you will be added into the system. Women and minority owned firms are asked to self-identify.  If you need assistance, please call 206-684-0444.
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General Instructions:  



a) Number all pages sequentially.  The format should follow closely that requested in this RFP



b) All pricing is to be in United States dollars.



c) If the City has designated page limits for certain sections of the response, any pages that exceed the page limit will be excised from the document for purposes of evaluation.



d) The City will consider supplemental brochures and materials. Proposers are invited to attach any brochures or materials that will assist the City in evaluation



Preferred Paper and Binding:



The City requests a particular submittal format, to reduce paper, encourage our recycled product expectations, and reduce package bulk.  Bulk from binders and large packages are unwanted. Vinyl plastic products are unwanted. The City also has an environmentally-preferable purchasing commitment, and seeks a package format to support the green expectations and initiatives of the City. 



a)	City seeks and prefers submittals on 100% PCF paper, consistent with City policy and City environmental practices.  Such paper is available from Keeney’s Office Supply at 425-285-0541 or Complete Office Solutions at 206-650-9195. 



b)	Please do not use any plastic or vinyl binders or folders.  The City prefers simple, stapled paper copies. If a 

binder or folder is essential due to the size of your submission, they are to be fully 100% recycled stock.  

Such binders are available from Keeney’s Office Supply at 425-285-0541 or Complete Office Solutions at 

206-650-9195.



Proposal Format

Submit proposal with the following format and attachments as follows: 



1. Cover Letter.



2. Legal Name Verification:  Submit a certificate, copy of web-page, or other documentation from the Secretary of State in which you incorporated that shows your legal name as a company.  Many companies use a “Doing Business As” name, or a nickname in their daily business.  However, the City requires the legal name of your company, as it is legally registered.  When preparing all forms below, be sure to use the proper company legal name. Your company’s legal name can be verified through the State Corporation Commission in the state in which you were established, which is often located within the Secretary of State’s Office for each state.  http://www.coordinatedlegal.com/SecretaryOfState.html 



3. Vendor Questionnaire:  The Vendor Questionnaire includes the Equal Benefits Compliance Declaration and the City Non-Disclosure Request that will allow you to identify any items that you intend to mark as confidential.  This form is mandatory.  



[bookmark: _MON_1482823368]        



4. Inclusion Plan.  The City finds that this Solicitation has the opportunity for significant subcontracting with woman and minority-owned firms, and/or diverse employment.  This form is mandatory.  



[bookmark: _MON_1485346405]        



5. Minimum Qualifications -:  The determination that you have achieved all the minimum qualifications may be made from this page alone; the RFP Coordinator is not obligated to check references or search other materials to make this decision.  This form is mandatory.



[bookmark: _MON_1483881640]      



6. Mandatory Functional and Technical Requirements – The determination that you have achieved the mandatory technical requirement may be made from this document alone and therefore the RFP Coordinator is not obligated to check other materials to make this decision.    This form is mandatory.



[bookmark: _MON_1483881436][bookmark: _MON_1358961004]      



7. Reseller Certification:  If you are acting as a reseller of software included in this bid, attach proof of your reseller certification.





8. Management Response:  This response is mandatory.



[bookmark: _MON_1358775565][bookmark: _MON_1483881006][bookmark: _MON_1358961038]      





9. Technical Response:  This response is mandatory.



       	     	







10. Cost Proposal:  This response is mandatory.



[bookmark: _MON_1484556561]      





11. City’s Contract Terms & Conditions.



Acceptance of Contract Terms & Conditions: Provide a one-page statement that confirms acceptance of the City Contract (Attachment # 2), including Terms & Conditions, and represents complete review as needed by the Vendor.  If the Vendor has a legal office that must review contract prior to signature, the Vendor must clearly confirm that such review is complete.



If Vendor desires exceptions to the City Contract, attach the City Contract that shows the alternative contract language (print out a version with your suggested new language clearly displayed in a track changes mode). You must provide the alternative language, and not simply list an exception you wish to discuss. You may attach a narrative of why each change is to the benefit of the City and any financial impact.  Also attach any licensing or maintenance agreement supplements. 



As stated earlier in the RFP instructions, the City will not allow a Best and Final Offer. The City will review the proposed language, and will thereupon either accept or reject the language.  The City will then issue a contract for signature reflecting City decisions.  Any exceptions or licensing and maintenance agreements that are unacceptable to the City may be grounds for rejection of the proposal.




Submittal Checklist:  Each complete proposal submittal to the City must contain the following:



		Cover Letter

		

		[bookmark: Check1]|_|



		Legal Name

		

		[bookmark: Check2]|_|



		Vendor Questionnaire

		Mandatory

		|_|



		Inclusion Plan

		Mandatory

		|_|



		Minimum Qualifications 

		Mandatory

		[bookmark: Check3]|_|



		Mandatory Functional & Technical Requirements 

		Mandatory

		|_|



		Management Response

		Mandatory

		|_| Attachments:  These attachments are to be provided in the Management Proposal. If any attachments are not included or are incomplete, the City may reject your proposal or may require the Vendor to submit the missing information within a specified deadline.

For Software Vendor:

Organization Chart

For System Integrator (which may be the Software Vendor):

Project Schedule in MS Project

Sample Status Report

Project Organization Chart





		Functional Requirements

		Mandatory

		|_|



		Technical Response

		Mandatory

		|_|



		Pricing Proposal:

		Mandatory

		|_|



		Reseller Certification

		

		|_|



		Proposed Maintenance Support Agreement

		Mandatory

		|_|



		City Contract Acceptance or Exceptions

		Mandatory

		|_|







9 [bookmark: _Toc524485070][bookmark: _Toc524754256][bookmark: _Toc526492445][bookmark: _Toc528557501][bookmark: _Toc529153561][bookmark: _Toc30899498]
EVALUATION PROCESS 



The evaluation shall be conducted in a multi-tiered approach.  Proposals must pass through each round to proceed forward to the next round.  Those found to be outside the competitive range in the opinion of the evaluation team will not continue forward to the next evaluation tier.  Only the proposers advancing to round 4 will be offered the opportunity to conduct a demonstration.  Evaluation points will not be carried over from Round 3 to Round 4.  Whichever finalist moving into Round 4 scores the highest will be selected as the Apparent Successful Vendor.



Vendors will be evaluated based on the following categories: 



		Rounds 1 and 2

		



		Minimum Qualifications 

		Pass/Fail



		Mandatory Technical Requirements

		Pass/Fail



		Round 3

		Maximum points



		        Pricing Proposal

		100



		      *Management Proposal

		450



		      *Technical Response/Requirements

		350



		   Inclusion Plan

		100



		Round 3 Total

		1000



		Round 4

		Maximum points



		 Final Cost

		200



		Demonstrations

		250



		Management Interview

		250



		References 

		300



		Round 4 Total

		1000







*NOTE: A proposer must score a minimum of 30% of the maximum available points in those categories marked with an asterix to proceed to the next Round and consideration for award.





Round 1:  Minimum Qualifications and Responsiveness.  City Purchasing shall first review submittals for initial decisions on responsiveness and responsibility.  Those found responsive and responsible based on this initial pass/fail review shall proceed to Round 2.  



Round 2:  Mandatory Technical Requirements –The City will then review submittals for initial decisions on responsiveness to the specific mandatory functional and technical requirements as listed in Section 3. Those found responsive based on this initial pass/fail review shall proceed to the Round 3. 



Round 3:  Proposal Evaluation

The City will evaluate proposals that successfully pass through the previous Rounds.   The City will evaluate vendors based on Pricing, Management, Functional and Technical Responses to the RFP.  The Pricing Proposal will be scored based on a possible 100 points.  The Management Proposal will be scored based on 450 possible points, the technical response and requirements will be scored based on 350 possible points, and the inclusion plan can receive a maximum of 100 points. Those proposals that cluster within a competitive range in the opinion of the evaluation team shall continue to Round 4.  



Round 4 -  Final Cost, Demonstrations, Management Interviews, and References. 

After the selection of finalists, Vendors who remain active and competitive will conduct a product demonstration and management interview in Seattle.  For those finalists, references and a final cost proposal will also be evaluated and scored along with the product demonstrations. The City will score the demonstrations with a possible 250 points. the management interview with a possible 250 points,the references with a possible 300  points and the Final Cost proposal with a possible 200 points. 

Should only a single Vendor remain active and eligible to provide a Demonstration and Interview, the City shall retain the option to proceed with a Demonstration and Interview or may waive this Round in full.   If the Demonstration and Interview score is not within the competitive range, the City may eliminate any Vendor and discontinue scoring that Vendor for purposes of award.

Prior to the product demonstrations and management interviews,  references will be evaluated and scored for the finalists. Although references are requested in the management response form, the City also reserves the right to contact any current or former clients of the proposer, whether or not they have been submitted by the proposer. The City may also choose to serve as a reference if the City has had work performed by the proposer. Although the City anticipates completing reference after finalists are selected and prior to the demonstrations, , the City may contact references, at any time to assist the City with its evaluation.  References may be conducted over the phone or on-site.  Companies receiving a failed reference may be disqualified from consideration.



Prior to the demonstrations, finalists will be provided with data to use to create a demonstration.  They will also be provided with an opportunity to come on–site  to SPD for Discovery Sessions to learn about more details regarding the data they will be working with to create the Data Analytics Platform.  Based on this additional information they will be expected to submit a final, more detailed cost proposal.

All Vendors will submit the list of names and company affiliations with the Buyer before the Demonstration.  Vendors invited to a Demonstration and Interview must bring the assigned Project Manager that has been named by the Vendor in the Proposal, and may bring other key personnel named in the Proposal. The Vendor shall not, in any event, bring an individual who does not work for the Vendor or for the Vendor as a subcontractor on this project without specific advance authorization by the City Buyer.

At the City’s option, City staff may travel to the location of the highest ranked Vendor for an on-site visit and/or to visit identified user site(s) to evaluate real-world use of one or more of the finalist Vendor’s respective solution(s), performance and customer service. The City may elect to visit all top ranked candidates for a site visit, or only those as needed to obtain additional understanding of the Vendor proposal.  Such site visits will be used as a reference, on a pass/fail basis. Transportation costs for City staff shall be at the City cost; the City will not reimburse the Vendor for any Vendor costs associated with such visits.

Repeat of Evaluation Rounds: If no Vendor is selected at the conclusion of all the rounds, the City may return to any round of the process to repeat the evaluation of those proposals that were active in that round of the process.  In such event, the City shall then sequentially proceed through all remaining rounds as if conducting a new evaluation process. The City reserves the right to terminate the process if it decides no proposals meet its requirements.

Points of Clarification:  Throughout the evaluation process, the City reserves the right to seek clarifications from any Vendor.  



Award Criteria in the Event of a Tie:  In the event that two or more Vendors receive the same Total Score, the contract will be awarded to that Vendor whose response indicates the ability to provide the best overall service and benefit to the City.  



Round 5:  Identify Apparent Successful Vendor

[bookmark: _Toc168210573][bookmark: _Toc168279201][bookmark: _Toc168281869][bookmark: _Toc168284425][bookmark: _Toc168365831]Based on the aforementioned evaluation processes, the evaluation committee will produce a ranking of the finalist vendors.  They will evaluate any other findings or factors deemed appropriate for this acquisition and then select and announce the apparent successful Vendor.



Round 6: Negotiations.

The City will initiate contract negotiations with the apparent successful Vendor.  The apparent successful Vendor will work with the City’s project staff to develop a Statement of Work (SOW), and a project plan to the level of detail that will reduce uncertainty to a minimal level.  The SOW and the project plan will become part of the contractual term for performance by the Vendor. The Contract will be executed upon the Vendor’s satisfactory completion of negotiations.  If negotiations cannot be completed to mutual satisfaction within 15 calendar days or in an otherwise reasonable time frame in the opinion of the City, then the City retains the sole option to terminate negotiation.  In such an event, the City reserves the right to name another apparent successful Vendor and restart with the new Vendor or to terminate the RFP process.

The City may repeat any or all evaluation rounds if no vendor is selected at the conclusion of the evaluation. The City reserves the right to terminate the process if it decides no proposals meet its requirements.





10 AWARD AND CONTRACT EXECUTION INSTRUCTIONS

The City RFP Coordinator intends to provide written notice of the intention to award in a timely manner and to all Vendors responding to the Solicitation.  Please note, however, that there are time limits on protests to bid results, and Vendors have final responsibility to learn of results in sufficient time for such protests to be filed in a timely manner.   



Protests and Complaints.

The City has rules to govern the rights and obligations of interested parties that desire to submit a complaint or protest to this RFP process.  Please see the City website at http://www.seattle.gov/city-purchasing-and-contracting/solicitation-and-selection-protest-protocols for these rules.  Interested parties have the obligation to be aware of and understand these rules, and to seek clarification as necessary from the City.



[bookmark: _Toc79482493][bookmark: _Toc85261728]No Debriefs to Proposers.

The City issues results and award decisions to all proposers, and does not otherwise provide debriefs of the evaluation of their respective proposals.



Instructions to the Apparently Successful Vendor.

The Apparently Successful Vendor will receive an Intention to Award Letter from the RFP Coordinator after award decisions are made by the City.  The Letter will include instructions for final submittals that are due prior to execution of the contract or Purchase Order.  



If the Vendor requested exceptions per the instructions (Section 6), the City will review and select those the City is willing to accept.  



After the City reviews Exceptions, the City may identify proposal elements that require further discussion in order to align the proposal and contract fully with City business needs before finalizing the agreement.  If so, the City will initiate the discussion and the Vendor is to be prepared to respond quickly in City discussions.  The City has provided no more than 15 calendar days to finalize such discussions. If mutual agreement requires more than 15 calendar days, the City may terminate negotiations, reject the Proposer and may disqualify the Proposer from future submittals for these same products/services, and continue to the next highest ranked Proposal, at the sole discretion of the City.  The City will send a final agreement package to the Vendor for signature.



Once the City has finalized and issued the contract for signature, the Vendor must execute the contract and provide all requested documents within ten (10) business days.  This includes attaining a Seattle Business License, payment of associated taxes due, and providing proof of insurance.  If the Vendor fails to execute the contract with all documents within the ten (10) day time frame, the City may cancel the award and proceed to the next ranked Vendor, or cancel or reissue this solicitation.  



Cancellation of an award for failure to execute the Contract as attached may result in Proposer disqualification for future solicitations for this same or similar product/service.



Checklist of Final Submittals Prior to Award.

The Vendorshould anticipate that the Letter will require at least the following.  The Vendor are encouraged to prepare these documents as soon as possible, to eliminate risks of late compliance.

· Ensure Seattle Business License is current and all taxes due have been paid.

· Ensure the company has a current State of Washington Business License.

· Supply Evidence of Insurance to the City Insurance Broker if applicable

· Special Licenses (if any)

· Proof of certified reseller status (if applicable)

· Supply a Taxpayer Identification Number and W-9 Form 



Taxpayer Identification Number and W-9.

Unless the apparently successful Vendor has already submitted a fully executed Taxpayer Identification Number and Certification Request Form (W-9) to the City, the apparently successful Vendor must execute and submit this form prior to the contract execution date. 



 







Attachments



[bookmark: businesscase][bookmark: taxpayeridandw9formappendix]The following documents have been embedded within this document.  To open, double click on Icon.  



Attachment #1  Insurance Requirements



[bookmark: _MON_1482828925]  



Attachment #2 Contract Terms and Conditions
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Executive Summary 



1. Introduction 



The United States and the City of Seattle have entered into a Settlement Agreement and Memorandum of 
Understanding with the Department of Justice with the goal of ensuring that police services are delivered to the 
people of Seattle in a manner that fully complies with the Constitution and laws of the United States, effectively 
ensures public and officer safety, and promotes public confidence in the Seattle Police Department and its 
officers. As part of the agreement, a Monitor was appointed by the federal court to assess compliance and report 
on the implementation of this agreement. A Monitoring Plan has been established which provides a schedule 
and a blueprint for compliance with the Settlement Agreement.  



The Monitor has identified a number of deficiencies with the Seattle Police Department’s (SPD) current business 
processes and systems that may hinder compliance with the Settlement Agreement. The agreement requires the 
Seattle Police Department to have a robust IT system that operationalizes core functions of the department, 
provides officer performance insights to managers which will allow them to actively supervise and monitor their 
officers, and to have a comprehensive reporting mechanism to evaluate and assess performance metrics and 
outcomes as an early intervention system. In order to comply with the requirements of the Settlement 
Agreement, the Monitor has asked SPD to develop a mature and comprehensive Solution that fulfills all these 
goals. This information will allow supervisors and officers to carry out their day-to-day operations, effectively 
manage their staff by identifying potential issues and problems that can then be corrected and prevented 
through training, supervision, coaching and mentoring, and provide needed training and mentoring to prevent 
potential problems. This system will also provide the department and the Monitor with greater visibility into 
SPD’s performance data that will facilitate the assessment of compliance with the Agreements.   



For the Seattle Police Department, information, communications and technology are pivotal areas in the 
transformation of Police operations. As SPD moves forward with improving accountability both internally and 
with the citizens of Seattle, the following have been identified as desired outcomes: 



 Improved professionalism by building awareness and clarifying expectancies 



 Provide uniform and consistent standards across the department 



 Provide high quality training and the ability to assess its effectiveness 



 Develop objective performance expectancies and strong mentoring dynamics with all levels of the 
organization. 



As such, the Department seeks to ensure alignment of its business and IT systems, operations and processes 
with current and future needs of the solution desired by the Monitor to be in compliance and meet the goals 
outlined. To this end, SPD collaborated with an external consultant to review, assess, evaluate and make 
recommendations for a solution to meet its goals. The Project Team has carried out a Current State Assessment 
of SPD’s existing IT systems, processes, technologies and operations to bring about the gaps and associated risks 
to determine readiness and maturity towards the desired Future State solution.   



Note:  The Current State assessment was carried out at a high level with the aim of highlighting major risks and 
gaps to deploy and support a solution.  This should not be considered an IT audit as this was not in scope for this 
exercise. 



 



  











 



 



2. Objective 
The objective of this exercise was to examine, at a high level, the readiness for the Seattle Police Department to 
be able to implement and support a Business Intelligence solution that will a perform as a Performance 
Management System/Early Intervention System taking in to account current business and IT processes, tools, 
technology and people.  In addition, the Project Team was tasked with the development of a Future State and 
Roadmap to achieve the desired outcome along with a high level cost estimate.  The outputs of this assessment 
will highlight the gaps and risks found as well as those gaps that must be addressed prior to embarking on a 
system implementation. 



3. Methodology 
A Current State assessment was performed to examine SPD’s readiness to deploy and support a Performance 
Management System/Early Intervention System as prescribed by the Settlement Agreement.  This assessment 
examined at a high level the SPD’s business processes, IT systems, people and capabilities as they relate to the 
end state Business Intelligence solution.  Gaps and risks from this exercise were then documented in the Gaps 
Analysis document. 



In the Future State Summary document, requirements were gathered from the Settlement Agreement, the 
Monitoring team, the SPD Compliance team, SPD IT and from business users within the Seattle Police 
Department.  These requirements were consolidated and distilled in to functional and technical specifications 
for a BI solution, which were then summarized in to a solutions architecture template. 



The Future State Recommendations and Roadmap document provides a summary of the proposed Performance 
Management/Early Intervention System followed by a roadmap to implement the gap remedies and develop the 
solution for the SPD.   



Throughout this exercise, the Project Team gathered inputs from IT, various business teams supporting business 
processes as well as SPD Compliance. 



4. Findings & Recommendations 



 
Summary of Key Findings 
Based on the analysis performed, a custom solution appears to be the most complete option available to SPD to 



best meet the requirements of a desired Performance Management/Early Intervention BI solution.  While there 



are some commercially available options that meet some of the requirements, not all of the requirements can be 



met by such solutions. 



The Current State assessment was performed to identify gaps that could pose possible barriers to the successful 



implementation of the BI solution.  As a result of the Current State assessment, a number of key findings were 



identified.  The key findings below are organized around Process, Technology and People: 



Process: A number of process-related gaps were identified that impact SPD’s overall readiness to implement a 



BI solution.  These gaps can be categorized into the areas of 1) Data Quality, Availability and Reliability, 2) Data 



Management and Data Governance, 3) Quality, Reliability of Data Capture and Reporting and 4) IT Governance.  



Some of these gaps will be closed as a result of the implementation of a BI solution however, some of the gaps 



are more fundamental in nature and are considered to be foundational to the success of any IT organization and 



it is the recommendation of the Project Team that they must be addressed prior to any BI solution.  



Data Quality, Availability and Reliability:  Consistency and availability of data for the solution is a challenge, as 



some business processes are manual, paper-based processes, some systems have incomplete data or out of date 



data while other data may be scattered across multiple, disparate systems.  As an example, it is difficult to get 



consistent data from Street Checks as most of the data in the system resides as a narrative and currently there is 



no way to differentiate Terry Stops from other stops and detentions.  In addition, there is no department wide 



view of training data because it exists in multiple systems, both electronic and paper based.  While eLearning has 



closed gaps on providing training to officers, it does not provide the capability to handle qualifications.  











 



 



Inconsistencies have also been raised with HR data being out of sync and out of date between EV5, PEDS and 



Versonnel.   



Processes around Data Management and Data Governance:   There is a general lack of data management and 



data governance practices within the department. This results in compounding issues with system integration 



and creates inconsistencies across systems resulting in lack of data, inconsistent data, inaccurate data or the 



same data in different formats.    No processes were noted to regularly validate data in business applications and 



IT systems to ensure quality, availability and reliability.  Some of the gaps listed under data quality above would 



have been preventable had robust data management and data governance processes been in place. 



Quality, Reliability of Data Capture and Reporting Processes:  Key business processes including Use of Force, 



OPA complaints, collisions, pursuits and lawsuits are manual and paper-based and as such are difficult to pull 



data from, report on, track and audit.  Reporting is typically a manual and limited process. Combining data from 



different systems by hand limits its usefulness due to the availability and consistency of data.  In addition, the 



current EIS process is a mostly manual process that is labor and time intensive, does not provide any early 



intervention capabilities and has limited usefulness.  Furthermore, there are no processes in place to check and 



validate data. 



IT Governance Processes:  While IT governance practices were noted, the Project Team feels the processes such 



as change control, asset management, project management, and controls around the development environment 



are not robust enough as most are manual in nature, residing on sets of spreadsheets, or carried out through 



email exchanges.   



Technology:  There is a general lack of technology encapsulating critical business processes and systems.  As 



highlighted in the process findings, Use of Force, OPA complaints, officer involved collisions and pursuits as well 



as lawsuits have no electronic workflow and are paper-based, manual processes.  As such, critical data essential 



for the BI solution is not readily available.  While progress has been made on unifying applications under a 



common environment, there are still many systems for which there is little or no integration with key 



applications, resulting in application silos.  There is also no unified reporting environment available; a number 



of reports are extracted from a variety of systems and then consolidated manually.  Furthermore, there are a lack 



of systems in place to perform data checks to ensure reliability, availability and accuracy.   



People: A significant gap exists around resourcing that must be addressed during the project. There are a 



number of roles missing from the IT organization that are needed to not only help in the implementation of the 



BI solution, but also support it moving forward.  Although this may be mitigated though foundational gap 



closures, SPD currently has limited capacity to take on additional work without assistance.   Some examples of 



key roles missing from the IT organization include Solutions Architects, Data Architects, Portfolio Managers and 



Business Analysts. 



Recommendations and Roadmap for Moving Forward 
A high-performance BI solution provides advanced analytics, workflows, reporting and collaborative 
capabilities.  For such a system to function correctly, the key factor is having useful, timely, consistent and 
accurate data available.  In addition, data must come from many disparate systems where similar data can be 
interrelated to establish dependencies.  This data needs to be reliably integrated in to a central repository for the 
BI solution to provide advanced analytics. 



To be able to achieve this, source systems must have consistent data management practices as well as data 
governance practices, meaning that data must be managed in a consistent fashion across the enterprise.  
Governance around data would include processes to keep data up to date, periodic validation and cleansing as 
well as controls to make sure processes are consistently followed, therefore data can stay more consistent and 
accurate.  These processes and controls around data management and data governance are critical to the success 
of the BI solution and are therefore considered to be foundational processes. 



To achieve the end state goal of an operational Performance Management/Early Intervention System, the 
Project Team recommends a two-stage solution: 











 



 



Stage One:  Engage an external vendor to focus on developing and implementing foundational processes 
around data management and governance as well as help SPD in validating and remediating existing data in 
systems that will be leveraged for the BI solution.    



Stage Two:  Once such foundational processes and governance controls have been put in place, work with an 
external vendor to design, development and implement, a BI solution can commence. 



The Project Team believes that in order for SPD to have a higher probability of success with the implementation 
of a BI solution, these foundational gaps around how data is managed as well as governance processes must be 
addressed before the start of the implementation.   Processes around proper end-to-end management of data as 
well as governance of the processes need to be developed and implemented immediately.   If these are not done 
prior to the implementation of the BI solution, the risk of failure would be significantly higher. However, should 
these gaps be remediated, the Project Team does believe that SPD is capable of implementing, operating and 
supporting a BI solution. 



It is important to note that establishment of the foundational processes will not close all of the gaps highlighted 
in this assessment.  They should be viewed as pre-requisites that must be achieved prior to commencing the 
implementation of the BI solution.  The foundational processes will provide the base for much of the design 
work around data and processes during the BI solution. The remaining gaps will be addressed through the 
implementation of the solution and its use.  Such gaps include those related to key business processes currently 
based on manual, paper-based processes; these gaps will be closed as the solution will provide electronic 
workflows  to replace the older manual processes. 



Stage 1 - Addressing Foundational Gaps 
The Project Team recommends engaging an external vendor or consultant to plan, design, and put in place 



foundational processes to address some of the high priority gaps and create the base on which the proposed BI 



solution will be built on such as:  



 



 Develop and implement foundational processes to review and correct gaps in data in the source systems 



to the extent possible for consistency and cleanliness and certify current data to be imported once the 



proposed BI Solution is built.  Data from source systems will be a significant part of the BI solution, thus 



accurate data is needed for a successful BI solution.   



 



 Prior to the design phase, analyze and make recommendation on best of breed processes through which 



future data will be captured, validated, analyzed and staged prior to being populated in the data 



warehouse. While the interim solution, IApro will replace many of the manual processes, we expect SPD 



will need to re-engineer them to better fit their requirements for the Future State solution.  This will 



ensure a straight through and consistent data capture as close as to the source as possible. The key 



manual, paper-based processes that will be replaced by the BI solution include:  



 



o Use of Force/officer involved shootings 



o Administrative investigations/OPA complaints 



o Terry Stops (Stops and Detentions) 



o Officer involved traffic pursuits and collisions 



o Lawsuits 



 



 The assessment also uncovered some deficiencies in IT governance processes. Some examples are 



processes through which project and portfolio management is carried out. The foundational processes 



will recommend strengthening IT governance processes based on industry-wide IT best practices, such 



as the ITIL framework.  Having strong and robust IT governance practices will influence the SPD’s 



ability to implement a successful BI solution as well as sustain it over time.  The capacity to build these 



processes does not currently exist in SPD, as they require specialized skillsets that are not currently 



within the organization. 











 



 



 



Stage 2 - Building the proposed BI Solution 
The proposed BI solution will be the core solution used by SPD for Early Intervention and Performance 



Management. This will provide the core capabilities of streamlined data capture, validation, analysis, extraction, 



transformation & loading (ETL), data warehousing, advanced analytics, reporting and workflows. Please refer to 



the Future State Summary document for details on the specifications and features of the Future State BI 



solution. The following recommendations should be implemented during the build of the proposed BI solution.   



 



 As a part of the proposed solution, data from external sources will be normalized, cleansed and 



transformed prior to being placed in to the data warehouse in order to provide useful and accurate 



insights for data not collected by the suite of applications 



 Decisions should be made by SPD on which legacy data exiting on paper forms will be brought in to the 



new system 



 



This proposed solution will be a complex and advanced state of the art solution built on the latest technology 



standards and a modern BI Platform.  As mentioned prior, SPD IT does not have the capacity to support the 



implementation of the proposed BI solution, from not only a capacity standpoint, but the organization is also 



missing essential roles needed during the entire lifecycle of the project.  As such, the Project Team recommends 



that SPD leverage an external vendor or consultant to build the BI solution.  It is estimated that this will be a 18-



24 month effort once Stage 1 is complete. 



 



5. Estimated Implementation Budget 
The following is a consolidated table of the estimated budget for the BI solution: 



Component Cost 



Stage 1  



Addressing Foundational Gaps1 $768,000 



Data Consistency and Cleanup  



Creation of Data Management Processes  



Recommendation of IT Processes around ITIL Best Practices  



Recommendation of Project/Portfolio Management Processes  



Vendor and Platform Selection2 $240,000 



Creation of RFPs with established specifications for Vendor and Platform 
Selection and creation of Evaluation Criteria 



 



Evaluation and shortlisting of Vendors  



Creation of POC Environment, Use Cases, POC Eval Criteria and Test Cases  



Assessment of POC, proposed Solution Blueprints and Roadmaps  



Final Assessment and selection of Vendor and Platform  



Stage 2  



Building the Performance Management/EIS Solution3 $5,554,400 



Functional Specifications  



Design & Development  



Testing, Rollout and Training  



Hardware & Software Costs $2,909,600 



BI Solution Licenses  



ETL Tool Licenses  



Server OS & Server Hardware  











 



 



Component Cost 



Other Software  



Backfill Resources4 $2,400,000 



10 resources for 2 years to help execute gap remediation as well as 
execute the project and support the solution going forward 



 



Includes business analysis, architects, support engineers 
and a project manager 



 



TOTAL COST TO REMEDIATE GAPS AND IMPLEMENT SOLUTION $11,872,000 



 



Comments: 



1. The costs associated would be to bring in a consultant team comprising of Project Manager, Enterprise Architect, Data Architect, 



BI Architect and Business Analysts working for six months is estimated to be able to achieve the recommendation and 



establishment of foundational processes.  There would be requirements for support of this effort from the SPD side; these costs are 



addressed under Backfill Resources. 



2. It is recommended for the selection process to be based on well-established evaluation criteria along with Proof of Concepts to 



determine the best-suited vendor.  



3. This is estimated for the building of the complete solution from Functional Specifications to Rollout. It is important to note that 



this is a high-level estimation for budgetary purposes and assumes a higher-end solution. The actual cost might vary based on the 



platform and vendor selection and selection of features, architecture choices.   



4. Backfill Resources are needed as SPD currently lacks the capacity to implement this endeavor without additional assistance. The 



Backfill Resources will be leveraged to support the creation of the foundational processes and the knowledge transfer back to SPD, 



the build of the BI solution and the ongoing sustainment of the BI solution. The Backfill Resources are also required to help to 



address some of the other gaps that have been uncovered in IT governance and execution. 



The below table summarizes estimated costs for maintaining the solution once implemented.  These costs would 



begin after year 2.   



 



Annual Support Cost $904,880 



ETL Tool Maintenance  



Server OS & Server Hardware Maintenance  



Other Software Maintenance  



 



NOTE: The above addresses vendor support for key components of the solution, such as the BI core components, the selected ETL 



tool, server operating systems maintenance as well as hardware maintenance.  This cost does not include resourcing to support the 



daily operations of the solution.  This would be addressed with the backfill resources.  
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Document Description


			This Spreadsheet represent the Task 2A) Deliverable "Data Element Definitions" for the Seattle Police Department Early Intervention System Project.  An analysis and explanation of the data elements is contained within the Task 2B) Deliverabe "Risk Analysis"





			Data Element Scoring Explanation





			Scoring			Is the Element Tracked			Are there risks around the quality of the data			Is there a Mitigation Strategy			Totals


			Green			Y			N			N			212


			Yellow			Y			Y			N/A			28


			Amber			N			N/A			Y			85


			Red			N			N/A			N			12








Data Elements - Condensed


			Area of Analysis			Description			Phase			Reporting Requirements			Data Group			Data Element 1			Data Element  2			Definition			Questions? / Comments			Risk Score			Is This Tracked (Y/N/Unknown)			If Yes What Current System, If No What System Should			What Future System will Track this Data			Data Type (Narrative, Binary (Y/N or Checkbox))			Data Risk			Mitigation Strategy


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Complainant Information			Demographics of complainants			Age			Age of the individual filing a complaint,						Green			Y			IAPro			IAPro


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Complainant Information			Demographics of complainants			Gender			Gender of the individual filing a complaint,						Green			Y			IAPro			IAPro


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Complainant Information			Demographics of complainants			Race			Race of the individual filing a complaint,						Green			Y			IAPro			IAPro


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Complainant Information			Homelessness						Is the complaintant homeless.						Green			Y			IAPro			IAPro


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Complaint information			Arresting charge (RMS)						The specific criminal or civil charges that were the basis for the officer to arrest the individual						Green			Y			RMS			RMS


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Complaint information			Complainant			Contact information			The contact information (Name, Address, Phone Number) of an individual filing a complaint			Should each form of contact be a separate data element?			Green			Y			IAPro			IAPro


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Complaint information			Officer						Name of the officer the compalint was filed against.						Green			Y			IAPro			IAPro


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Complaint information			Witnesses			Contact information			Contact information for individuals listed as a witness to a complaint.						Green			Y			IAPro			IAPro


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Complaint Types			Complaint Types						The specific types of complaints that have been filed against Officers.						Amber			N			IAPro			IAPro


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Officer information			Assignment (at time of complaint)						What specific assignement was the officer working at the time the complaint was filed.			For each "Assignment" Data element, are you tracking:
a. The Chief/Captian/Lt./Sgt  of the burearu the incident occurred it
b. The standard Chief/Captian/Lt./Sgt of the Officer involved in the incident for followup tracking purposes
c. Would this calculated base on the incident location and GeoCode?			Green			Y			IAPro			IAPro


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Officer information			Employee status						Employment Status code						Green			Y			EV5			EV5


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Officer information			Employment history						The employment history of the officer from their time spend within SPD.						Yellow			Y			EV5			EV5						Data inly goes back to 1995.  Non Settle History Isn't Capturedl


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Officer information			Off duty employment						Does the officer currently work off-duty						Red			N			N/A			N/A


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Officer information			Overtime						The total number of overtime hours accruded by the Officer.						Green			Y			EV5			EV5


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Officer information			Performance reviews						Overall performance score associated with the Officers annual review.						Yellow			Y			PAS			PAS						This information is not standard or normalized across SPD.


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Officer information			Time in department						Total time an officer has been employed by SPD						Green			Y			EV5			EV5


			Complaint analysis			Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.			Phase 1			Phase 1
• Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 
o geographical regions,
o precincts 
o shifts
• Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  
• Correlate the arresting charge with type of complaint.
• Correlate officer information with complaints:
o Years of Law Enforcement experience
o Assignment
o History
o Training
• Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.
• Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.

Phase 2
• Track what policy was violated			Officer information			Training						The training courses the officer has successfully completed.						Green			Y			Cornerstone			Cornerstone


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Brief narrative of event if not included elsewhere						The Incident Report narrative the officer completes within the RMS						Yellow			Y			RMS			RMS			Narrative			None


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Call Type						Was the call related to a behavioral crisis?						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Date and Time						The Date and Time an officer made contact with the individual associated with a Behavioral Crisis Call						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Disposition of incident						What clearance codes were associated with an incident in CAD.						Green			Y			CAD			CAD


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			ICV						If ICV or BWV of the incident exists.						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Location of incident						Location the incident occred that involved a behavioral crisis						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Nature of incident						This is a general description of the type of incident.						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Officer involved						Name of the officer involed in the behavioral crisis incident.						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Reporting Officer						Name of the officer filing the report regarding the behavioral crisis incident.						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Subject			Address			Address of the subject involved in a Behavioral Crisis Contact						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Subject			Age			Age of the subject involved in a Behavioral Crisis Contact						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Subject			Gender			The gender of the subject indicated in a behavioral crisis contact.						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Subject			Name			Name of the subject involved in a behavioral crisis call.						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Subject			Race			The race of the subject of the behavioral crisis call.						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			subject armed			Gun			Was the subject of a behavioral crisis call armed with a gun?						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			subject armed			Knife			Was the subject of a behavioral crisis incident armed with a knife?						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			subject armed			Other			If the subject of the behaviroal crisis was armed.						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Subject name						Name of the subject involved in the behavioral crisis incident.						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Ultimate charge or arrest						If the subject of a behavioral crisis call was arrested or charged with a civil or criminal crime.						Yellow			Y			RMS			RMS						There is a mechanism to relate GO within RMS, but it's use in not consistent. 20% of related cases may not be reported.  Standard Operational Variabablity


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Was subject  taken to hospital						Yes or No if subject of a behaviorial crisis call was taken to a hospital						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Was subject arrested						If the subject of a behavioral crisis call was arrested.						Yellow			Y			RMS			RMS						There is a mechanism to relate GO within RMS, but it's use in not consistent. 20% of related cases may not be reported.  Standard Operational Variabablity


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Was subject involuntarily committed						Was the subject of a behavioral crisis call involuntarily commited.						Yellow			Y			RMS			RMS						There is a separate form for this the officer needs to fill out.


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Was the subject threatening violence?						If the subject of a behavioral crisis call was threating violence.						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Was there an injury to officers, subject or others						During a behavioral crisis call if there an injury to anyone involved.						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Whether a supervisor was present or responded to the scene						If a supervisor responded to the behavioral crisis call.						Green			Y			RMS			RMS


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Whether force was used and what type						If there was a UOF during the behavioral crisis call, and what type was used.						Green			Y			IAPro			IAPro


			Contacts with subjects in behavioral crisis			Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation			Phase 1			• Report on all such contacts			Behavioral Crisis Contact:			Whether subject is a military veteran						If the subject of a behavioral crisis call was a military veteran.						Green			Y			RMS			RMS


			Deployment  Management			Reporting and analysis to assist with effective deployment of resources.			Phase 1			Phase 1
• Reporting on who was deployed with whom and whether that has an impact on performance
Phase 2
• Report on resource availability including skills and equipment
• Report on what areas have the most need for resources including resource type			Deployment history			Deployment history						Historical tracking of the deployment history of officers.						Red			N			N/A			N/A									Tool exists for tracking this, but not used.


			Deployment  Management			Reporting and analysis to assist with effective deployment of resources.			Phase 2			Phase 1
• Reporting on who was deployed with whom and whether that has an impact on performance
Phase 2
• Report on resource availability including skills and equipment
• Report on what areas have the most need for resources including resource type			Equipment assignments			Equipment assignments						The equipment that has been assigned to an officer						Green			Y			Range			Range


			Deployment  Management			Reporting and analysis to assist with effective deployment of resources.			Phase 2			Phase 1
• Reporting on who was deployed with whom and whether that has an impact on performance
Phase 2
• Report on resource availability including skills and equipment
• Report on what areas have the most need for resources including resource type			Resource location and assignment status			Resource location and assignment status						N/A			Should this be an area of analysis or data group?			Amber			N			N/A			DAP


			Deployment  Management			Reporting and analysis to assist with effective deployment of resources.			Phase 2			Phase 1
• Reporting on who was deployed with whom and whether that has an impact on performance
Phase 2
• Report on resource availability including skills and equipment
• Report on what areas have the most need for resources including resource type			Resource skills			Resource skills						The skills or certifictions completed by an Officer.						Green			Y			Cornerstone			Cornerstone


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			EIS Assessment date			EIS Assessment date						Date of the EIS assessment associated with a case.						Green			Y			IAPro			IAPro


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Employee History			Employee History						The EIS history of an officer.						Green			Y			IAPro			IAPro


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Employee Status			Employee Status						Employment Status code						Green			Y			PEDS			PEDS


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Officer			Age						Age of the Police Officer who the complaint was filed against.						Green			Y			EV5			EV5


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Officer			Assignment bureau chief						The Chief of the bureau the officer was assigned to during the incident			SPD will need to track both:
a. The Chief/Captian/Lt./Sgt  of the burearu the incident occurred it
b. The standard Chief/Captian/Lt./Sgt of the Officer involved in the incident for followup tracking purposes (EMT)			Amber			N			EMT			EMT / DAR


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Officer			Assignment captain						The Captain of the bureau the officer was assigned to during the incident			SPD will need to track both:
a. The Chief/Captian/Lt./Sgt  of the burearu the incident occurred it
b. The standard Chief/Captian/Lt./Sgt of the Officer involved in the incident for followup tracking purposes (EMT)			Amber			N			EMT			EMT / DAR


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Officer			Assignment lieutenant						The Lieutenant of the bureau the officer was assigned to during the incident			SPD will need to track both:
a. The Chief/Captian/Lt./Sgt  of the burearu the incident occurred it
b. The standard Chief/Captian/Lt./Sgt of the Officer involved in the incident for followup tracking purposes (EMT)			Amber			N			EMT			EMT / DAR


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Officer			Assignment sergeant						The Sergeant of the bureau the officer was assigned to during the incident			SPD will need to track both:
a. The Chief/Captian/Lt./Sgt  of the burearu the incident occurred it
b. The standard Chief/Captian/Lt./Sgt of the Officer involved in the incident for followup tracking purposes (EMT)			Amber			N			EMT			EMT / DAR


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Officer			Badge						Police Officer Badge Number						Green			Y			PEDS			PEDS


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Officer			Gender						The gender of the Officer.						Green			Y			EV5			EV5


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Officer			Name						Name of the Officer.						Green			Y			EV5			EV5


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Officer			Race						The race of the Officer involved in the incident.						Green			Y			EV5			EV5


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Officer			Rank						The Rankof the Officer involved in the incident.						Green			Y			EV5			EV5


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Officer			SPD hire date						Date the officer was hired by SPD						Green			Y			EV5			EV5


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Officer			Time in assignment						The length of time in days an officer has been assigned their role.						Amber			N			EMT			EMT / DAR


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Officer			Total police years of service						The total number of years the officer has served as a police officer, including not with SPD.						Red			N			N/A			N/A


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Officer			Unit of assignment						The unit officer was assigned to during the incident			SPD will need to track both:
a. The Chief/Captian/Lt./Sgt  of the burearu the incident occurred it
b. The standard Chief/Captian/Lt./Sgt of the Officer involved in the incident for followup tracking purposes (EMT)			Amber			N			EMT			EMT / DAR


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Performance Information			Performance Information						All Performance related information that is stored within SPD performance tracking systems.						Yellow			Y			PAS			PAS						This information is not standard or normalized across SPD.


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Response action			Response action						Action take by SPD in response to an EIS Trigger						Amber			N			N/A			DAP


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Training Information			Training Information						The training courses the officer has successfully completed.						Green			Y			Cornerstone			Cornerstone


			Early intervention Trend Analysis			Reporting and analysis on patterns or trends by individual officers or groups of officers.			Phase 1			Phase 1
• Track EIS events for an individual officer.
Phase 2
• Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.
• Track patterns of recurrence against reviews and responses.
• Correlate training with early intervention track records.
			Triggering event (reported level)			Triggering event (reported level)						The specific event or incidnet that resulted in an Officer triggering an EIS follow-up						Green			Y			IAPro			IAPro


			Early intervention triggering events			Reporting and analysis of each EIS triggering event (one or more thresholds exceeded)			Phase 1			Phase 1
• Calculate triggering thresholds and feed back to IAPro
• Report on EIS triggering events and subsequent actions  
• Report on an individual officer’s early intervention history  
Phase 2
• Associate supervisors’ notes of issues or problems noted during yearly performance appraisal with EIS events  
			EIS review date			EIS review date						Date the EIS case was reviewed by the investigating Officer.						Green			Y			IAPro			IAPro


			Early intervention triggering events			Reporting and analysis of each EIS triggering event (one or more thresholds exceeded)			Phase 1			Phase 1
• Calculate triggering thresholds and feed back to IAPro
• Report on EIS triggering events and subsequent actions  
• Report on an individual officer’s early intervention history  
Phase 2
• Associate supervisors’ notes of issues or problems noted during yearly performance appraisal with EIS events  
			Officer			Total police years of service						The total number of years the officer has served as a police officer, including time with other agencies.						Red			N			N/A			N/A


			Incident trend analysis			Reporting and analysis to identify trends in incidents involving people in behavioral crisis so proactive action can be taken to more consistently  and effectively  manage such incidents.			Phase 1			• Report on number of incidents by nature of incident.
• Report on number of incidents by disposition.
• Track an individual officer’s trends in dealing with people in crisis: are they using force, were there resulting injuries, what were the dispositions.
• Report on the number of individuals that are causing the calls (what % are from repeat contacts).
• Track % of time force was used.
• Track % of time there were injuries.
• Track % of time subject was arrested			Behavioral Crisis Contact:			Narrative of event if not included elsewhere						Narrative of an event or incident.						Yellow			Y			RMS			RMS			Narrative			None


			Incident trend analysis			Reporting and analysis to identify trends in incidents involving people in behavioral crisis so proactive action can be taken to more consistently  and effectively  manage such incidents.			Phase 1			• Report on number of incidents by nature of incident.
• Report on number of incidents by disposition.
• Track an individual officer’s trends in dealing with people in crisis: are they using force, were there resulting injuries, what were the dispositions.
• Report on the number of individuals that are causing the calls (what % are from repeat contacts).
• Track % of time force was used.
• Track % of time there were injuries.
• Track % of time subject was arrested			Behavioral Crisis Contact:			subject armed						If the subject of the behaviroal crisis was armed.						Green			Y			RMS			RMS


			Incident trend analysis			Reporting and analysis to identify trends in incidents involving people in behavioral crisis so proactive action can be taken to more consistently  and effectively  manage such incidents.			Phase 1			• Report on number of incidents by nature of incident.
• Report on number of incidents by disposition.
• Track an individual officer’s trends in dealing with people in crisis: are they using force, were there resulting injuries, what were the dispositions.
• Report on the number of individuals that are causing the calls (what % are from repeat contacts).
• Track % of time force was used.
• Track % of time there were injuries.
• Track % of time subject was arrested			Behavioral Crisis Contact:			Subject Name, age, gender, race, address						The information associated with the subject of an incident.						Green			Y			RMS			RMS


			Incident trend analysis			Reporting and analysis to identify trends in incidents involving people in behavioral crisis so proactive action can be taken to more consistently  and effectively  manage such incidents.			Phase 1			• Report on number of incidents by nature of incident.
• Report on number of incidents by disposition.
• Track an individual officer’s trends in dealing with people in crisis: are they using force, were there resulting injuries, what were the dispositions.
• Report on the number of individuals that are causing the calls (what % are from repeat contacts).
• Track % of time force was used.
• Track % of time there were injuries.
• Track % of time subject was arrested			Behavioral Crisis Contact:			Was subject armed						If the subject of a behavioral crisis call was armed.						Green			Y			RMS			RMS


			Intelligence			Information compiled, analyzed, and/or disseminated in an effort to anticipate, prevent, or monitor major criminal activity.			Phase 3			• Cell phone analysis.
• Social network analysis
• Integration with national databases with restricted access			Cell phone calls			Cell phone calls						N/A						Red			N			N/A			N/A


			Intelligence			Information compiled, analyzed, and/or disseminated in an effort to anticipate, prevent, or monitor major criminal activity.			Phase 3			• Cell phone analysis.
• Social network analysis
• Integration with national databases with restricted access			Email			Email						N/A						Red			N			N/A			N/A									Phase 3


			Intelligence			Information compiled, analyzed, and/or disseminated in an effort to anticipate, prevent, or monitor major criminal activity.			Phase 3			• Cell phone analysis.
• Social network analysis
• Integration with national databases with restricted access			Facebook posts			Facebook posts						N/A						Red			N			N/A			N/A									Phase 3


			Intelligence			Information compiled, analyzed, and/or disseminated in an effort to anticipate, prevent, or monitor major criminal activity.			Phase 3			• Cell phone analysis.
• Social network analysis
• Integration with national databases with restricted access			Text messages			Text messages						N/A						Amber			N			N/A			DAP


			Intelligence			Information compiled, analyzed, and/or disseminated in an effort to anticipate, prevent, or monitor major criminal activity.			Phase 3			• Cell phone analysis.
• Social network analysis
• Integration with national databases with restricted access			Tweets			Tweets						N/A						Amber			N			N/A			DAP


			Intelligence			Information compiled, analyzed, and/or disseminated in an effort to anticipate, prevent, or monitor major criminal activity.			Phase 3			• Cell phone analysis.
• Social network analysis
• Integration with national databases with restricted access			Warrants 			Warrants 						N/A						Green			Y			RMS			RMS


			Investigative			Supports ability to solve current crimes.			Phase 2			• Ability to search for suspects through known offenders, MO analysis, and unique identifiers.
• Identify other cases with same MO or characteristics.			Crime			Date						Date of occurance associated with a crime						Green			Y			RMS			RMS


			Investigative			Supports ability to solve current crimes.			Phase 2			• Ability to search for suspects through known offenders, MO analysis, and unique identifiers.
• Identify other cases with same MO or characteristics.			Crime			Level						The internal crime classification code assigned by Seattle PD						Green			Y			RMS			RMS


			Investigative			Supports ability to solve current crimes.			Phase 2			• Ability to search for suspects through known offenders, MO analysis, and unique identifiers.
• Identify other cases with same MO or characteristics.			Crime			Lighting						Officer description of the lighting conditions  during the incident. 						Green			Y			RMS			RMS


			Investigative			Supports ability to solve current crimes.			Phase 2			• Ability to search for suspects through known offenders, MO analysis, and unique identifiers.
• Identify other cases with same MO or characteristics.			Crime			Location						The specific location the crime occurred						Green			Y			RMS			RMS


			Investigative			Supports ability to solve current crimes.			Phase 2			• Ability to search for suspects through known offenders, MO analysis, and unique identifiers.
• Identify other cases with same MO or characteristics.			Crime			MO characteristics						The description of the MO code associated with an incident.						Green			Y			RMS			RMS


			Investigative			Supports ability to solve current crimes.			Phase 2			• Ability to search for suspects through known offenders, MO analysis, and unique identifiers.
• Identify other cases with same MO or characteristics.			Crime			Result						The result of the investigation conducted by SPD in reponse to a crime.						Green			Y			RMS			RMS


			Investigative			Supports ability to solve current crimes.			Phase 2			• Ability to search for suspects through known offenders, MO analysis, and unique identifiers.
• Identify other cases with same MO or characteristics.			Crime			Time						The date and time a the crime being invesigated occurred.						Green			Y			RMS			RMS


			Investigative			Supports ability to solve current crimes.			Phase 2			• Ability to search for suspects through known offenders, MO analysis, and unique identifiers.
• Identify other cases with same MO or characteristics.			Crime			Type						Nature of Crime commited.						Green			Y			RMS			RMS


			Investigative			Supports ability to solve current crimes.			Phase 2			• Ability to search for suspects through known offenders, MO analysis, and unique identifiers.
• Identify other cases with same MO or characteristics.			Crime			Weather						The weather conditons when the Crime was committed.						Green			Y			RMS			RMS


			Investigative			Supports ability to solve current crimes.			Phase 2			• Ability to search for suspects through known offenders, MO analysis, and unique identifiers.
• Identify other cases with same MO or characteristics.			Suspect			Convictions						Any prior convictions by the suspect.						Green			Y			RMS			RMS


			Investigative			Supports ability to solve current crimes.			Phase 2			• Ability to search for suspects through known offenders, MO analysis, and unique identifiers.
• Identify other cases with same MO or characteristics.			Suspect			Location						N/A						Amber			N			N/A			DAP


			Investigative			Supports ability to solve current crimes.			Phase 2			• Ability to search for suspects through known offenders, MO analysis, and unique identifiers.
• Identify other cases with same MO or characteristics.			Suspect			MO						The MO code associated with an incident.						Green			Y			RMS			RMS


			Investigative			Supports ability to solve current crimes.			Phase 2			• Ability to search for suspects through known offenders, MO analysis, and unique identifiers.
• Identify other cases with same MO or characteristics.			Suspect			Name						Name of the subject involved in the stop.						Green			Y			RMS			RMS


			Investigative			Supports ability to solve current crimes.			Phase 2			• Ability to search for suspects through known offenders, MO analysis, and unique identifiers.
• Identify other cases with same MO or characteristics.			Suspect									The suspect of a crime under investigation by SPD						Green			Y			RMS			RMS


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Case			Case Number						Court Case#						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Case			Cause of action						The specific reases the case was brought against SPD or the individual.						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Case			Complainant/Plaintiff Attorney						The attorney representing the individual who brought the case against SPD						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Case			Date filed						Date the Case against SPD was filed						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Case			Defense Attorney Assigned						Name of the Attorney 			This states all litigation involving SPD.  Does this mean
Cases SPD is a defendant, witness or plantiff?  The Defense Attorney may represent different individuals in this case.			Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Case			Judgment amount						The monetary judgement agains SPD as part of a lawsuit or complaint.						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Case			Litigation type						The type of litigations (Lawsuit or Pplice Action Claim)			Are these the only 2 classifications?			Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Case			OPA number(s)						N/A						Amber			N			N/A			DAP


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Case			Plaintiff(s)						The plantiffs in a a case brought against SPD.						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Case			Result						The end result of a legal case brought against SPD.						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Case			Settlement Amount						The monetary judgement agains SPD as part of a lawsuit or complaint.						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Case			Use of force incident number(s)						The Use of Force incident numbers associated with a case in litigation.						Green			Y			IAPro			IAPro


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Complainant(s)			Age						Age of individual filiing the complaint						Green			Y			IAPro			IAPro


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Complainant(s)			Gender						The gender of the individual filing the complaint						Green			Y			IAPro			IAPro


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Complainant(s)			Name						The name of the subject who filed the lawsuit against SPD.						Amber			N			New Litigation System			New Litigation System


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Complainant(s)			Race						The race of the subject filing a complaint against SPD.						Amber			N			New Litigation System			New Litigation System


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Officer			Employee ID						The city assigned employee ID						Green			Y			EV5			EV5


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Officer(s)			Gender						The gender of the Officer.						Green			Y			EV5			EV5


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Officer(s)			Race						The race of the Officer involved in the incident.						Green			Y			EV5			EV5


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Officer(s)			Rank						The Rankof the Officer involved in the incident.						Green			Y			EV5			EV5


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Officer(s)			Serial number						The Officer involved in the incident's serial number.						Green			Y			PEDS			PEDS


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Officer(s)			SPD hire date						Date the officer was hired by SPD						Green			Y			EV5			EV5


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Officer(s)			Total years of law enforcement experience						The total number of years the officer has served as a police officer, including not with SPD.						Red			N			N/A			N/A


			Litigation tracking			Reporting on the attributes and status of each litigation involving SPD.			Phase 1			Maintain and report on the details of all litigation, whether open or closed.			Officer(s)			Unit of assignment						The unit officer was assigned to during the incident			SPD will need to track both:
a. The Chief/Captian/Lt./Sgt  of the burearu the incident occurred it
b. The standard Chief/Captian/Lt./Sgt of the Officer involved in the incident for followup tracking purposes (EMT)			Amber			N			EMT			EMT / DAR


			Litigation trend analysis			Reporting and analysis on patterns or trends in litigation filed against SPD.			Phase 1			• Analyze the types of incidents or events which generate litigation.
• Analyze litigation defendants to determine whether there are officers, units, or command participants named in a relatively high percentage of litigation.
			Case			Amount requested						The monetary compensation being requested by the defendant in the case against SPD.						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation trend analysis			Reporting and analysis on patterns or trends in litigation filed against SPD.			Phase 1			• Analyze the types of incidents or events which generate litigation.
• Analyze litigation defendants to determine whether there are officers, units, or command participants named in a relatively high percentage of litigation.
			Case			City counsel						The City Attorney representing the Officer or SPD in a case						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation trend analysis			Reporting and analysis on patterns or trends in litigation filed against SPD.			Phase 1			• Analyze the types of incidents or events which generate litigation.
• Analyze litigation defendants to determine whether there are officers, units, or command participants named in a relatively high percentage of litigation.
			Case			Complainant counsel						The attorney representing the individual who brought the case against SPD						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation trend analysis			Reporting and analysis on patterns or trends in litigation filed against SPD.			Phase 1			• Analyze the types of incidents or events which generate litigation.
• Analyze litigation defendants to determine whether there are officers, units, or command participants named in a relatively high percentage of litigation.
			Case			Court of record						The court of record trying the case against SPD.						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation trend analysis			Reporting and analysis on patterns or trends in litigation filed against SPD.			Phase 1			• Analyze the types of incidents or events which generate litigation.
• Analyze litigation defendants to determine whether there are officers, units, or command participants named in a relatively high percentage of litigation.
			Case			Current status						Status of the litigation						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation trend analysis			Reporting and analysis on patterns or trends in litigation filed against SPD.			Phase 1			• Analyze the types of incidents or events which generate litigation.
• Analyze litigation defendants to determine whether there are officers, units, or command participants named in a relatively high percentage of litigation.
			Case			Estimated exposure						The SPD estimate of the judgement or settlement against them in a specific case.						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation trend analysis			Reporting and analysis on patterns or trends in litigation filed against SPD.			Phase 1			• Analyze the types of incidents or events which generate litigation.
• Analyze litigation defendants to determine whether there are officers, units, or command participants named in a relatively high percentage of litigation.
			Case			Judge						The judge preciding over the case against SPD.						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation trend analysis			Reporting and analysis on patterns or trends in litigation filed against SPD.			Phase 1			• Analyze the types of incidents or events which generate litigation.
• Analyze litigation defendants to determine whether there are officers, units, or command participants named in a relatively high percentage of litigation.
			Case			Legal fees						Total legal fees incured by SPD as part of a lawsuit or complaint.						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Litigation trend analysis			Reporting and analysis on patterns or trends in litigation filed against SPD.			Phase 1			• Analyze the types of incidents or events which generate litigation.
• Analyze litigation defendants to determine whether there are officers, units, or command participants named in a relatively high percentage of litigation.
			Case			Status change date						The date associated with a change in litigation status.						Amber			N			New Litigation System			New Litigation System									New Litigation System


			Long Term Performance Management			Same as daily management but with a longer term view.  Supports making organizational decisions to improve performance as a whole			Phase 2			• Correlate performance with the implementation of new practices
• Correlate performance with training completed (performance of officers who have completed a certain type of training vs. those who have not.			Date which new practices are implemented			Date which new practices are implemented						The Go-Live dates for new policy releases						Green			Y			Cornerstone			Cornerstone


			Long Term Performance Management			Same as daily management but with a longer term view.  Supports making organizational decisions to improve performance as a whole			Phase 2			• Correlate performance with the implementation of new practices
• Correlate performance with training completed (performance of officers who have completed a certain type of training vs. those who have not.			Officer performance information			Officer performance information						Officer performance rating						Yellow			Y			PAS			PAS						This information is not standard or normalized across SPD.


			Long Term Performance Management			Same as daily management but with a longer term view.  Supports making organizational decisions to improve performance as a whole			Phase 2			• Correlate performance with the implementation of new practices
• Correlate performance with training completed (performance of officers who have completed a certain type of training vs. those who have not.			Service call information			Service call information						All information recorded as part of a call for service.						Green			Y			CAD			CAD


			Long Term Performance Management			Same as daily management but with a longer term view.  Supports making organizational decisions to improve performance as a whole			Phase 2			• Correlate performance with the implementation of new practices
• Correlate performance with training completed (performance of officers who have completed a certain type of training vs. those who have not.			Training completed by officer			Training completed by officer						The training courses the officer has successfully completed.						Green			Y			Cornerstone			Cornerstone


			Mobile View			In car interactive map of what is going on within an officer’s area.  The less stuff going on the better they are doing.  Also identifies activities that officers can spend their non-call time on.			Phase 2			o Crime trends
o Warrants
o Screen flashes when you drive by something			Crime data			Crime data						All crime data as it exists within RMS						Green			Y			RMS			RMS


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Event Information			Date and time						The Date and Time  an event was called in to SPD Dispatch.						Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Event Information			Disposition information (clearance codes)						What clearance codes were associated with an incident in CAD.						Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Event Information			Event type:  			Onview			Was the event an On-View event?						Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Event Information			Geographical Information			Beat			Beat a specific incident occurred in.						Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Event Information			Geographical Information			Grid			The geographical grid did the event occured in.						Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Event Information			Geographical Information			Location			The location officers were dispatched to respond to a call for service.						Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Event Information			Geographical Information			Precint			The precinct the event or incident occurred in.						Green			Y			RMS			RMS


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Event Information			Geographical Information			Sector			The sector the event or incident occured in.						Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Event Information			How unit assigned:  primary or backup						The role the unit was assigned on a call.						Yellow			Y			CAD			CAD						Primary and Backup are not determined by the role of the Officers during an event.			SPD has requested an enhancement to allow the unit making the clearance code the primary unit, all other units are then classified as backup.


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Event Information			Priority and call type						The priority CAD asisgnes to a call, and the classification code.			2 Data elements			Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Event Information			Time Metrics by call, by unit:  			dispatch delay			Time delay between when a call for service was issues, and when a unit responded to the call.						Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Event Information			Time Metrics by call, by unit:  			service time			Time from dispatched to time of clearance is time spent on a CFS.  The Service time is the total time a unit spends on service time.						Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Event Information			Time Metrics by call, by unit:  			travel time			The time from when the unit is dispatch to the time officer hits the arrival button.   This metric is unit specific.			Metric is initiated by officer			Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Event Information			Units:  unit name and officer(s) assigned						The name of the unit associated with and event and incicent, and the officer names assigned to that unit.			2 Data elements			Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Officer Information:			Daily attendance (tardiness)						The frequency an officer is late reporting for duty.			What is defined as Tardy? 5 minutes, 10?			Amber			N			N/A			DAR									SPD has a system "DAR" with the ability to track Officer Time and Attendance


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Officer Information:			Skills						This is the same information as officer certifications.						Green			Y			Cornerstone			Cornerstone


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Officer Information:			Timekeeping (vacation, sick, furloughs, etc.)						All time and attendance information associated with an Officer.			Summit is the City Financial System; Stores, Accounting, Payroll Information, 			Green			Y			EV5			EV5


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Unit Information			Log in/Out times						The time of day to officers logged in and logged out of CAD						Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Unit Information			Officer Names						Names of Officers						Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Unit Information			Unit Capabilities						From an equipement standpoint what you have available in that unit that day.			Not a single data element, but a drop down list of multiple capabilities. This available only in CAD, Officer SKILLS kept in Versonnel.			Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Unit Information			Unit Name						Police name designated for unit during a shift.						Green			Y			CAD			CAD


			Officer Performance Management			Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)			Phase 1			• Track # of calls for service and service time by officer
• Track # of onview/officer initiated events and time spent by officer
• Track downtime spent by officer
• Track primary vs back up status by officer, by call
• Track number of arrests by officer
• Track number of events with evidence collection by officer 
• Track average time spent by an officer on types of calls compared to peers
• Track response time of an officer by call type compared to peers
• Track actual time logged on per shift
• Track time off (vacation, furloughs, sick), and identify patterns
• Track tardiness and identify patterns.
• Track officer performance by day/by week/by month/by year/by career

Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    
			Basic Unit Information			Unit Type						Police desingnation for the type of unit during a shift.						Green			Y			CAD			CAD


			Operational Analysis			Use of predictive analytics on crime patterns to support optimization of internal operations and prioritize patrol and investigation.  			Phase 2			• Provide management dashboards that include reports on crime statistics over time and allow drilldown to precinct, watch, and sector.
• Generate data driven recommendations for deployments and responses based on predictive analytics.			Crime			Level						The internal crime classification code assigned by Seattle PD.						Green			Y			RMS			RMS


			Operational Analysis			Use of predictive analytics on crime patterns to support optimization of internal operations and prioritize patrol and investigation.  			Phase 2			• Provide management dashboards that include reports on crime statistics over time and allow drilldown to precinct, watch, and sector.
• Generate data driven recommendations for deployments and responses based on predictive analytics.			Crime			Perpetrator						A person of interstes sustected of comitting a crime currently being investigated. 						Green			Y			RMS			RMS


			Operational Analysis			Use of predictive analytics on crime patterns to support optimization of internal operations and prioritize patrol and investigation.  			Phase 2			• Provide management dashboards that include reports on crime statistics over time and allow drilldown to precinct, watch, and sector.
• Generate data driven recommendations for deployments and responses based on predictive analytics.			Crime			Special circumstances						Any special circumstances surrounding a crime noted by an Officer.						Yellow			Y			RMS			RMS			Narrative			This Data will need to be pulled from the narrative.


			Operational Analysis			Use of predictive analytics on crime patterns to support optimization of internal operations and prioritize patrol and investigation.  			Phase 2			• Provide management dashboards that include reports on crime statistics over time and allow drilldown to precinct, watch, and sector.
• Generate data driven recommendations for deployments and responses based on predictive analytics.			Crime			Victim						The name of the Victim of a crime reported to SPD.						Green			Y			RMS			RMS


			Process analysis (Complaints)			Reporting and analysis to support ensuring that the complaint process results in effective and expeditious investigation of complaints.			Phase 1			• Track cycle time of complaint process.
• Track % of the time the OPA recommendations are followed. 
• Track difference between OPA recommendations and actual discipline.
• Track whether there is an appeal by the officer to determine whether appeals are having an impact on outcomes.
• Track resulting discipline by case type to determine if it is consistent.
• Track and report on the number of cases in each stage of the process.
• Track average time cases are open.
• Identify average duration of each complaint stage.
• Automated report of cases due within set parameters.
• Automated report of due dates for stages of the investigation process within set parameters.
			Case information:			Appeals			Was it upheld?			The status of an appeal.						Amber			N			IAPro			DAP


			Process analysis (Complaints)			Reporting and analysis to support ensuring that the complaint process results in effective and expeditious investigation of complaints.			Phase 1			• Track cycle time of complaint process.
• Track % of the time the OPA recommendations are followed. 
• Track difference between OPA recommendations and actual discipline.
• Track whether there is an appeal by the officer to determine whether appeals are having an impact on outcomes.
• Track resulting discipline by case type to determine if it is consistent.
• Track and report on the number of cases in each stage of the process.
• Track average time cases are open.
• Identify average duration of each complaint stage.
• Automated report of cases due within set parameters.
• Automated report of due dates for stages of the investigation process within set parameters.
			Case information:			Appeals			Was there a settlement?			If the case resulted in a settlement.						Amber			N			N/A			DAP


			Process analysis (Complaints)			Reporting and analysis to support ensuring that the complaint process results in effective and expeditious investigation of complaints.			Phase 1			• Track cycle time of complaint process.
• Track % of the time the OPA recommendations are followed. 
• Track difference between OPA recommendations and actual discipline.
• Track whether there is an appeal by the officer to determine whether appeals are having an impact on outcomes.
• Track resulting discipline by case type to determine if it is consistent.
• Track and report on the number of cases in each stage of the process.
• Track average time cases are open.
• Identify average duration of each complaint stage.
• Automated report of cases due within set parameters.
• Automated report of due dates for stages of the investigation process within set parameters.
			Case information:			Appeals			Was there an appeal?			If the case was appealed.						Amber			N			N/A			DAP


			Process analysis (Complaints)			Reporting and analysis to support ensuring that the complaint process results in effective and expeditious investigation of complaints.			Phase 1			• Track cycle time of complaint process.
• Track % of the time the OPA recommendations are followed. 
• Track difference between OPA recommendations and actual discipline.
• Track whether there is an appeal by the officer to determine whether appeals are having an impact on outcomes.
• Track resulting discipline by case type to determine if it is consistent.
• Track and report on the number of cases in each stage of the process.
• Track average time cases are open.
• Identify average duration of each complaint stage.
• Automated report of cases due within set parameters.
• Automated report of due dates for stages of the investigation process within set parameters.
			Case information:			Cycle Time			Overall case			The total number of days from when the case was initiated to when it closed.						Green			Y			IAPro			DAP


			Process analysis (Complaints)			Reporting and analysis to support ensuring that the complaint process results in effective and expeditious investigation of complaints.			Phase 1			• Track cycle time of complaint process.
• Track % of the time the OPA recommendations are followed. 
• Track difference between OPA recommendations and actual discipline.
• Track whether there is an appeal by the officer to determine whether appeals are having an impact on outcomes.
• Track resulting discipline by case type to determine if it is consistent.
• Track and report on the number of cases in each stage of the process.
• Track average time cases are open.
• Identify average duration of each complaint stage.
• Automated report of cases due within set parameters.
• Automated report of due dates for stages of the investigation process within set parameters.
			Case information:			Discipline			Applied			Upon completion of an investigation, what discipline was applied.						Amber			N			N/A			DAP


			Process analysis (Complaints)			Reporting and analysis to support ensuring that the complaint process results in effective and expeditious investigation of complaints.			Phase 1			• Track cycle time of complaint process.
• Track % of the time the OPA recommendations are followed. 
• Track difference between OPA recommendations and actual discipline.
• Track whether there is an appeal by the officer to determine whether appeals are having an impact on outcomes.
• Track resulting discipline by case type to determine if it is consistent.
• Track and report on the number of cases in each stage of the process.
• Track average time cases are open.
• Identify average duration of each complaint stage.
• Automated report of cases due within set parameters.
• Automated report of due dates for stages of the investigation process within set parameters.
			Case information:			Discipline			Recommended			Upon completion of an investigation, what Discipline was recommened.						Amber			N			N/A			DAP


			Process analysis (Complaints)			Reporting and analysis to support ensuring that the complaint process results in effective and expeditious investigation of complaints.			Phase 1			• Track cycle time of complaint process.
• Track % of the time the OPA recommendations are followed. 
• Track difference between OPA recommendations and actual discipline.
• Track whether there is an appeal by the officer to determine whether appeals are having an impact on outcomes.
• Track resulting discipline by case type to determine if it is consistent.
• Track and report on the number of cases in each stage of the process.
• Track average time cases are open.
• Identify average duration of each complaint stage.
• Automated report of cases due within set parameters.
• Automated report of due dates for stages of the investigation process within set parameters.
			Case information:			Due date						The due date for an investigation into a complaint to be completed.						Green			Y			IAPro			DAP


			Process analysis (Complaints)			Reporting and analysis to support ensuring that the complaint process results in effective and expeditious investigation of complaints.			Phase 1			• Track cycle time of complaint process.
• Track % of the time the OPA recommendations are followed. 
• Track difference between OPA recommendations and actual discipline.
• Track whether there is an appeal by the officer to determine whether appeals are having an impact on outcomes.
• Track resulting discipline by case type to determine if it is consistent.
• Track and report on the number of cases in each stage of the process.
• Track average time cases are open.
• Identify average duration of each complaint stage.
• Automated report of cases due within set parameters.
• Automated report of due dates for stages of the investigation process within set parameters.
			Case information:			Evidence						Is there evidence to support the complaint.						Yellow			Y			IAPro			DAP						Non-Standardized Investigative Notes


			Process analysis (Complaints)			Reporting and analysis to support ensuring that the complaint process results in effective and expeditious investigation of complaints.			Phase 1			• Track cycle time of complaint process.
• Track % of the time the OPA recommendations are followed. 
• Track difference between OPA recommendations and actual discipline.
• Track whether there is an appeal by the officer to determine whether appeals are having an impact on outcomes.
• Track resulting discipline by case type to determine if it is consistent.
• Track and report on the number of cases in each stage of the process.
• Track average time cases are open.
• Identify average duration of each complaint stage.
• Automated report of cases due within set parameters.
• Automated report of due dates for stages of the investigation process within set parameters.
			Case information:			Final dispositions						The final dispotion of a case.						Green			Y			IAPro			DAP


			Process analysis (Complaints)			Reporting and analysis to support ensuring that the complaint process results in effective and expeditious investigation of complaints.			Phase 1			• Track cycle time of complaint process.
• Track % of the time the OPA recommendations are followed. 
• Track difference between OPA recommendations and actual discipline.
• Track whether there is an appeal by the officer to determine whether appeals are having an impact on outcomes.
• Track resulting discipline by case type to determine if it is consistent.
• Track and report on the number of cases in each stage of the process.
• Track average time cases are open.
• Identify average duration of each complaint stage.
• Automated report of cases due within set parameters.
• Automated report of due dates for stages of the investigation process within set parameters.
			Case information:			Investigative steps						The investigative steps that were followed by the investigating officer.						Green			Y			IAPro			DAP


			Process analysis (Complaints)			Reporting and analysis to support ensuring that the complaint process results in effective and expeditious investigation of complaints.			Phase 1			• Track cycle time of complaint process.
• Track % of the time the OPA recommendations are followed. 
• Track difference between OPA recommendations and actual discipline.
• Track whether there is an appeal by the officer to determine whether appeals are having an impact on outcomes.
• Track resulting discipline by case type to determine if it is consistent.
• Track and report on the number of cases in each stage of the process.
• Track average time cases are open.
• Identify average duration of each complaint stage.
• Automated report of cases due within set parameters.
• Automated report of due dates for stages of the investigation process within set parameters.
			Case information:			Length case has been open						The length of time (in days) the case has been open.						Green			Y			IAPro			DAP


			Process analysis (Complaints)			Reporting and analysis to support ensuring that the complaint process results in effective and expeditious investigation of complaints.			Phase 1			• Track cycle time of complaint process.
• Track % of the time the OPA recommendations are followed. 
• Track difference between OPA recommendations and actual discipline.
• Track whether there is an appeal by the officer to determine whether appeals are having an impact on outcomes.
• Track resulting discipline by case type to determine if it is consistent.
• Track and report on the number of cases in each stage of the process.
• Track average time cases are open.
• Identify average duration of each complaint stage.
• Automated report of cases due within set parameters.
• Automated report of due dates for stages of the investigation process within set parameters.
			Case information:			OPA findings						Narrative of OPA's investigative findings in relation to a complaint.						Amber			N			N/A			DAP			Narrative			None


			Process analysis (Complaints)			Reporting and analysis to support ensuring that the complaint process results in effective and expeditious investigation of complaints.			Phase 1			• Track cycle time of complaint process.
• Track % of the time the OPA recommendations are followed. 
• Track difference between OPA recommendations and actual discipline.
• Track whether there is an appeal by the officer to determine whether appeals are having an impact on outcomes.
• Track resulting discipline by case type to determine if it is consistent.
• Track and report on the number of cases in each stage of the process.
• Track average time cases are open.
• Identify average duration of each complaint stage.
• Automated report of cases due within set parameters.
• Automated report of due dates for stages of the investigation process within set parameters.
			Case information:			Status						The status of a complaint under investigation.						Green			Y			IAPro			DAP


			Process analysis (Mental Health Incident Calls)			Reporting and analysis to support ensuring that the mental health incident call response is timely and appropriate, including whether communications procedures are effective in identifying people in behavioral crisis.			Phase 1			• Track number of calls that appear to involve individuals in behavioral crisis and % that were responded to by a CIT certified officer.
• Track response time for calls involving people in mental health crisis.
• Track % of time there is follow-up by CRT after a call.
• Provide drill-down on all of the above by geography, precinct, sector, and  beat.
• Is there a trend regarding whether repeat contacts have had CRT follow-up?
• Track what % of incidents were identified as behavioral crisis by dispatch.
• Report on whether calls responded to by CIC certified officers involve less use of force, injury or arrests.
• Track whether subjects are being referred to appropriate services Track whether call volume and patrol workload are being reduced as a result of CRT follow up
			Call information			Arrest						Was the individual taken into physical custody and transported by SPD to a holding facility from which they were eventually released?						Yellow			Y			CAD / RMS			RMS						There is a mechanism to relate GO within RMS, but it's use in not consistent. 20% of related cases may not be reported.  Standard Operational Variabablity


			Process analysis (Mental Health Incident Calls)			Reporting and analysis to support ensuring that the mental health incident call response is timely and appropriate, including whether communications procedures are effective in identifying people in behavioral crisis.			Phase 1			• Track number of calls that appear to involve individuals in behavioral crisis and % that were responded to by a CIT certified officer.
• Track response time for calls involving people in mental health crisis.
• Track % of time there is follow-up by CRT after a call.
• Provide drill-down on all of the above by geography, precinct, sector, and  beat.
• Is there a trend regarding whether repeat contacts have had CRT follow-up?
• Track what % of incidents were identified as behavioral crisis by dispatch.
• Report on whether calls responded to by CIC certified officers involve less use of force, injury or arrests.
• Track whether subjects are being referred to appropriate services Track whether call volume and patrol workload are being reduced as a result of CRT follow up
			Call information			Beat						The beat the incident occurred it.						Green			Y			RMS			RMS


			Process analysis (Mental Health Incident Calls)			Reporting and analysis to support ensuring that the mental health incident call response is timely and appropriate, including whether communications procedures are effective in identifying people in behavioral crisis.			Phase 1			• Track number of calls that appear to involve individuals in behavioral crisis and % that were responded to by a CIT certified officer.
• Track response time for calls involving people in mental health crisis.
• Track % of time there is follow-up by CRT after a call.
• Provide drill-down on all of the above by geography, precinct, sector, and  beat.
• Is there a trend regarding whether repeat contacts have had CRT follow-up?
• Track what % of incidents were identified as behavioral crisis by dispatch.
• Report on whether calls responded to by CIC certified officers involve less use of force, injury or arrests.
• Track whether subjects are being referred to appropriate services Track whether call volume and patrol workload are being reduced as a result of CRT follow up
			Call information			Geolocation						Geocode and location information of calls.						Green			Y			CAD / RMS			CAD / RMS


			Process analysis (Mental Health Incident Calls)			Reporting and analysis to support ensuring that the mental health incident call response is timely and appropriate, including whether communications procedures are effective in identifying people in behavioral crisis.			Phase 1			• Track number of calls that appear to involve individuals in behavioral crisis and % that were responded to by a CIT certified officer.
• Track response time for calls involving people in mental health crisis.
• Track % of time there is follow-up by CRT after a call.
• Provide drill-down on all of the above by geography, precinct, sector, and  beat.
• Is there a trend regarding whether repeat contacts have had CRT follow-up?
• Track what % of incidents were identified as behavioral crisis by dispatch.
• Report on whether calls responded to by CIC certified officers involve less use of force, injury or arrests.
• Track whether subjects are being referred to appropriate services Track whether call volume and patrol workload are being reduced as a result of CRT follow up
			Call information			Injury						Was there an injury related to the call.						Green			Y			RMS			RMS


			Process analysis (Mental Health Incident Calls)			Reporting and analysis to support ensuring that the mental health incident call response is timely and appropriate, including whether communications procedures are effective in identifying people in behavioral crisis.			Phase 1			• Track number of calls that appear to involve individuals in behavioral crisis and % that were responded to by a CIT certified officer.
• Track response time for calls involving people in mental health crisis.
• Track % of time there is follow-up by CRT after a call.
• Provide drill-down on all of the above by geography, precinct, sector, and  beat.
• Is there a trend regarding whether repeat contacts have had CRT follow-up?
• Track what % of incidents were identified as behavioral crisis by dispatch.
• Report on whether calls responded to by CIC certified officers involve less use of force, injury or arrests.
• Track whether subjects are being referred to appropriate services Track whether call volume and patrol workload are being reduced as a result of CRT follow up
			Call information			Officer CI Certified (yes/no)						The CI certification status of the officer involved in the incident.						Green			Y			Cornerstone			Cornerstone


			Process analysis (Mental Health Incident Calls)			Reporting and analysis to support ensuring that the mental health incident call response is timely and appropriate, including whether communications procedures are effective in identifying people in behavioral crisis.			Phase 1			• Track number of calls that appear to involve individuals in behavioral crisis and % that were responded to by a CIT certified officer.
• Track response time for calls involving people in mental health crisis.
• Track % of time there is follow-up by CRT after a call.
• Provide drill-down on all of the above by geography, precinct, sector, and  beat.
• Is there a trend regarding whether repeat contacts have had CRT follow-up?
• Track what % of incidents were identified as behavioral crisis by dispatch.
• Report on whether calls responded to by CIC certified officers involve less use of force, injury or arrests.
• Track whether subjects are being referred to appropriate services Track whether call volume and patrol workload are being reduced as a result of CRT follow up
			Call information			Officer CI trained (yes/no)						The CI certification status of the officer involved in the incident.						Green			Y			Cornerstone			Cornerstone


			Process analysis (Mental Health Incident Calls)			Reporting and analysis to support ensuring that the mental health incident call response is timely and appropriate, including whether communications procedures are effective in identifying people in behavioral crisis.			Phase 1			• Track number of calls that appear to involve individuals in behavioral crisis and % that were responded to by a CIT certified officer.
• Track response time for calls involving people in mental health crisis.
• Track % of time there is follow-up by CRT after a call.
• Provide drill-down on all of the above by geography, precinct, sector, and  beat.
• Is there a trend regarding whether repeat contacts have had CRT follow-up?
• Track what % of incidents were identified as behavioral crisis by dispatch.
• Report on whether calls responded to by CIC certified officers involve less use of force, injury or arrests.
• Track whether subjects are being referred to appropriate services Track whether call volume and patrol workload are being reduced as a result of CRT follow up
			Call information			Precinct						The precinct associated with a call for service.						Green			Y			RMS			RMS


			Process analysis (Mental Health Incident Calls)			Reporting and analysis to support ensuring that the mental health incident call response is timely and appropriate, including whether communications procedures are effective in identifying people in behavioral crisis.			Phase 1			• Track number of calls that appear to involve individuals in behavioral crisis and % that were responded to by a CIT certified officer.
• Track response time for calls involving people in mental health crisis.
• Track % of time there is follow-up by CRT after a call.
• Provide drill-down on all of the above by geography, precinct, sector, and  beat.
• Is there a trend regarding whether repeat contacts have had CRT follow-up?
• Track what % of incidents were identified as behavioral crisis by dispatch.
• Report on whether calls responded to by CIC certified officers involve less use of force, injury or arrests.
• Track whether subjects are being referred to appropriate services Track whether call volume and patrol workload are being reduced as a result of CRT follow up
			Call information			Sector						What sector is the call for services associated with.						Green			Y			CAD			CAD


			Process analysis (Mental Health Incident Calls)			Reporting and analysis to support ensuring that the mental health incident call response is timely and appropriate, including whether communications procedures are effective in identifying people in behavioral crisis.			Phase 1			• Track number of calls that appear to involve individuals in behavioral crisis and % that were responded to by a CIT certified officer.
• Track response time for calls involving people in mental health crisis.
• Track % of time there is follow-up by CRT after a call.
• Provide drill-down on all of the above by geography, precinct, sector, and  beat.
• Is there a trend regarding whether repeat contacts have had CRT follow-up?
• Track what % of incidents were identified as behavioral crisis by dispatch.
• Report on whether calls responded to by CIC certified officers involve less use of force, injury or arrests.
• Track whether subjects are being referred to appropriate services Track whether call volume and patrol workload are being reduced as a result of CRT follow up
			Call information			Was call responded to						If the call for service was responded to by SPD						Green			Y			CAD			CAD


			Process analysis (Mental Health Incident Calls)			Reporting and analysis to support ensuring that the mental health incident call response is timely and appropriate, including whether communications procedures are effective in identifying people in behavioral crisis.			Phase 1			• Track number of calls that appear to involve individuals in behavioral crisis and % that were responded to by a CIT certified officer.
• Track response time for calls involving people in mental health crisis.
• Track % of time there is follow-up by CRT after a call.
• Provide drill-down on all of the above by geography, precinct, sector, and  beat.
• Is there a trend regarding whether repeat contacts have had CRT follow-up?
• Track what % of incidents were identified as behavioral crisis by dispatch.
• Report on whether calls responded to by CIC certified officers involve less use of force, injury or arrests.
• Track whether subjects are being referred to appropriate services Track whether call volume and patrol workload are being reduced as a result of CRT follow up
			Call information			Was there follow-up						Did the behavioral crisis Subject receive the recommended follow-up by SPD						Red			N			N/A			N/A


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Address/Intersection of Occurrence						Address of the Occurance of the Incident						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Arrest details if any						Information about the arrest that has been recorded with RMS						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Audio recordings						Indication if any audo recordings exists that are associated with the incident.						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Contraband found?						Any items suspected by SPD to be illegal.			THIS ITEM IS BEING CHALLANGED BY SPD.  MEETING WITH MONITOR ON 1/14			Green			Y			RMS			RMS									THIS ITEM IS BEING CHALLANGED BY SPD.  MEETING WITH MONITOR ON 1/14


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Date of Occurrence						Date the Terry Stop Occurred.						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Duration of stop			Justification			What was the justification for the duration of the Terry stop.						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			How was stop initiated						The way in which an officer initiated a stop.						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Incident number						The GO# assigned to the incident by the RMS system.						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Incident type (stop, search, arrest)						Wether the incident was classified as a stop, search, or arrest.			Subject searched would be part of a narrative, but it's unknown if it's part of the RMs.			Yellow			Y			RMS			RMS			Narrative			This Data will need to be pulled from the narrative.


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Marked car?						If the police officer was travelling in a marked or unmarked car.						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Other Officers?						What other officer, besides the reproting officer, were involved in the incident.						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Other persons stopped?						If other people were stopped the Officer besides the primary subject.						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Precinct						The precinct associated with a call for service.						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Previously known to officer?						If the Officer had previously known this subject.						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Reason for stop						Officers reason for stoping the subject						Yellow			Y			RMS			RMS			Narrative			This Data will need to be pulled from the narrative.


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Resolution of the stop						If the subject resisisted the officer. (if reportable force was used, it will be a flag to link to the IAPro)						Green			Y			IAPro			IAPro


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Search?			Justification			What was the justification for conducting the Search of the individual.  			Removed			Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Search?			Results			The results from a search conducted by the officer.						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Search?			Subject/vehicle/other			Description of what exactly was searching during an incident (subject/ vehicle/ other)			This information will likely be pulled from the Narrative.			Yellow			Y			RMS			RMS			Narrative			This Data will need to be pulled from the narrative.


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Subject frisked						If the Subject of the incident was frisked by SPD.						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Subject moved or transported?			Justification			What was the justification for moving or transporting of the individual.			THIS HAD BEEN REMOVED AND WILL BE TRACKED IN THE NARRATIVE			Yellow			Y			RMS			RMS			Narrative			This Data will need to be pulled from the narrative.


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Subject required assuming posture?			Justification			What was the justification for requiring the subject to assume a specific posture.			Removed			Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Subject required assuming posture?			Required posture			What posture did the officer require the subject to assume.			SPD WILL BE CHALLENGING WITH MONITOR			Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Time						The date and time the UOF incident occurred.						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Type of contact						The high level description of the type of contact (terry stop, traffic stop…ect)						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Use of force?			Use of force incident number			The tracking number assisned to an use of force incident.						Green			Y			IAPro			IAPro


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Incident			Video recordings						Do video recordings exists that are associted with the Incident			ICV Yes or No Flag			Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Officer			Assignment bureau						What bureau was the officer assigned to when the Terry stop incident occurred.  			SPD will need to track both:
a. The Chief/Captian/Lt./Sgt  of the burearu the incident occurred it
b. The standard Chief/Captian/Lt./Sgt of the Officer involved in the incident for followup tracking purposes (EMT)			Amber			N			EMT			EMT / DAR


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Officer			Certifications			CIT certified?			Is the Officer CIT Certified						Green			Y			Cornerstone			Cornerstone


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Officer			Date of birth						Officer Date of Birth						Green			Y			EV5			EV5


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Officer			Employment history						The employment history of the officer from their time spend within SPD.			EV5 stores all historical information from time spent within Seattle.  EV5 goes by "P-Org" but it doesn't drill down to the unit level.  Past experince may live on Resume or Background Check.  Electronic Data only goes back to 1995			Yellow			Y			EV5			EV5						Data inly goes back to 1995.  Non Settle History Isn't Capturedl


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Officer			Injury during incident						If there was an injury to the officer during the incident.						Green			Y			IAPro			IAPro


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Officer			Military service history						The military service history of the officer.						Red			N			N/A			N/A


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Officer			Off-duty employment at time of incident						If the offficer was off duty at the time of the incident.			Listed as a "type of assignement" which 			Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Officer			Overtime hours						The total number of overtime hours accruded by the Officer.						Green			Y			EV5			EV5


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Officer			Performance reviews						Overall performance score associated with the Officers annual review.						Yellow			Y			PAS			PAS						This information is not standard or normalized across SPD.


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Officer			Serial number						The serial numbers and descriptions of any equipment assigned to an Officer.						Green			Y			PEDS			PEDS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Officer			Status						The personnel status of the Officer invlved in the incident.						Green			Y			EV5			EV5


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Officer			Total years of law enforcement experience						The total number of years the officer has served as a police officer, including not with SPD.						Red			N			N/A			N/A


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Officer			Trainings						The training courses the officer has successfully completed.						Green			Y			Cornerstone			Cornerstone


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Officer			Weapons carried						The types of weapons that the officer was carrying when they approached an individual.			SPD will challenge this one.			Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Subject			Name						Name of the subject involved in the stop.						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Subject			Officer’s assessment of subjects condition						Officer’s assessment of subjects condition						Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Subject			Perceived Age						The percived age of the subject by the Officer during the stop.			Ranges for age			Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Subject			Perceived Gender						The percived gender of the subject by the Officer during the stop.			M/F unable to determine			Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Subject			Perceived Race						The percived race of the subject by the Officer during the stop.			Race and Ethnicity			Green			Y			RMS			RMS


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Subject			Previously known to officer?						If the Officer had previously known this subject.			This information would be contained within narrative.			Yellow			Y			RMS			RMS			Narrative			This Data will need to be pulled from the narrative.


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Subject			Resistance						If the subject resisisted the officer.						Green			Y			IAPro			IAPro


			Stops, searches, and arrests patterns and trends			Reporting and analysis of Terry stop incidents by officer.			Phase 1			• Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.
• Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.
• Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.
			Subject			Weapons			Type of weapon			The type of weapon possed by the Subject.			List of weapons available			Green			Y			RMS			RMS


			Strategic Analysis			Tracking and analysis of crimes and crime patterns to support identification of strategies and tactics effective in crime prevention.  			Phase 2			• Identify patterns in types of crimes by:
o geography ical regions,
o precincts 
o custom defined map area
o shifts
o calendar period
o time of day (floating start / stop)
o count / frequency
• Associate crime rates with strategies used to deter crime (e.g., street lighting, business education programs, Block Watch organizing, etc.)
• Generate reports for public on crime statistics.
• Ability to extract quantifiable data from narrative text based on keywords or frequency patterns
• Ability to set alerts based on thresholds and time-based frequencies
			Prevention Strategy			Activity						N/A						Amber			N			N/A			DAP


			Strategic Analysis			Tracking and analysis of crimes and crime patterns to support identification of strategies and tactics effective in crime prevention.  			Phase 2			• Identify patterns in types of crimes by:
o geography ical regions,
o precincts 
o custom defined map area
o shifts
o calendar period
o time of day (floating start / stop)
o count / frequency
• Associate crime rates with strategies used to deter crime (e.g., street lighting, business education programs, Block Watch organizing, etc.)
• Generate reports for public on crime statistics.
• Ability to extract quantifiable data from narrative text based on keywords or frequency patterns
• Ability to set alerts based on thresholds and time-based frequencies
			Prevention Strategy			Community involvement						N/A			Is this predictive policing, how will this information be tracked or recorded?			Amber			N			N/A			DAP


			Strategic Analysis			Tracking and analysis of crimes and crime patterns to support identification of strategies and tactics effective in crime prevention.  			Phase 2			• Identify patterns in types of crimes by:
o geography ical regions,
o precincts 
o custom defined map area
o shifts
o calendar period
o time of day (floating start / stop)
o count / frequency
• Associate crime rates with strategies used to deter crime (e.g., street lighting, business education programs, Block Watch organizing, etc.)
• Generate reports for public on crime statistics.
• Ability to extract quantifiable data from narrative text based on keywords or frequency patterns
• Ability to set alerts based on thresholds and time-based frequencies
			Prevention Strategy			Date						Data a prevention strategy was implemented.  						Amber			N			N/A			DAP


			Strategic Analysis			Tracking and analysis of crimes and crime patterns to support identification of strategies and tactics effective in crime prevention.  			Phase 2			• Identify patterns in types of crimes by:
o geography ical regions,
o precincts 
o custom defined map area
o shifts
o calendar period
o time of day (floating start / stop)
o count / frequency
• Associate crime rates with strategies used to deter crime (e.g., street lighting, business education programs, Block Watch organizing, etc.)
• Generate reports for public on crime statistics.
• Ability to extract quantifiable data from narrative text based on keywords or frequency patterns
• Ability to set alerts based on thresholds and time-based frequencies
			Prevention Strategy			Location						N/A						Amber			N			N/A			DAP


			Strategic Analysis			Tracking and analysis of crimes and crime patterns to support identification of strategies and tactics effective in crime prevention.  			Phase 2			• Identify patterns in types of crimes by:
o geography ical regions,
o precincts 
o custom defined map area
o shifts
o calendar period
o time of day (floating start / stop)
o count / frequency
• Associate crime rates with strategies used to deter crime (e.g., street lighting, business education programs, Block Watch organizing, etc.)
• Generate reports for public on crime statistics.
• Ability to extract quantifiable data from narrative text based on keywords or frequency patterns
• Ability to set alerts based on thresholds and time-based frequencies
			Prevention Strategy			SPD participant						N/A			Is this the total SPD staff participiating an a specialized prevention strategy?  This would need to come from a deployment system.			Amber			N			N/A			DAP


			Strategic Analysis			Tracking and analysis of crimes and crime patterns to support identification of strategies and tactics effective in crime prevention.  			Phase 2			• Identify patterns in types of crimes by:
o geography ical regions,
o precincts 
o custom defined map area
o shifts
o calendar period
o time of day (floating start / stop)
o count / frequency
• Associate crime rates with strategies used to deter crime (e.g., street lighting, business education programs, Block Watch organizing, etc.)
• Generate reports for public on crime statistics.
• Ability to extract quantifiable data from narrative text based on keywords or frequency patterns
• Ability to set alerts based on thresholds and time-based frequencies
			Prevention Strategy			Time						N/A			Is this predictive policing? Would this be timefame associate with the execution of a Prevention Strategy?			Amber			N			N/A			DAP


			Strategic Analysis			Tracking and analysis of crimes and crime patterns to support identification of strategies and tactics effective in crime prevention.  			Phase 2			• Identify patterns in types of crimes by:
o geography ical regions,
o precincts 
o custom defined map area
o shifts
o calendar period
o time of day (floating start / stop)
o count / frequency
• Associate crime rates with strategies used to deter crime (e.g., street lighting, business education programs, Block Watch organizing, etc.)
• Generate reports for public on crime statistics.
• Ability to extract quantifiable data from narrative text based on keywords or frequency patterns
• Ability to set alerts based on thresholds and time-based frequencies
			Prevention Strategy			Type						Nature of Crime commited.						Amber			N			N/A			DAP


			Use of force incident patterns affected by Early Intervention activities			Reporting and analysis on patterns or trends of use of force related to the history of early interventions for an individual officer or demographic group.			Phase 1			• Analyze the overall effectiveness of Early Intervention activities by members of the officer’s reporting hierarchy
• Identify specific Early Intervention triggers and responses which effectively reduce use of force incidents
			EIS Indicator			(Data Set)						The current EIS threshold level of an Officer.						Green			Y			IAPro			IAPro


			Use of force incident patterns affected by Early Intervention activities			Reporting and analysis on patterns or trends of use of force related to the history of early interventions for an individual officer or demographic group.			Phase 1			• Analyze the overall effectiveness of Early Intervention activities by members of the officer’s reporting hierarchy
• Identify specific Early Intervention triggers and responses which effectively reduce use of force incidents
			EIS review date			(Data Set)						Date the EIS case was reviewed by the investigating Officer.						Green			Y			IAPro			DAP


			Use of force incident patterns affected by Early Intervention activities			Reporting and analysis on patterns or trends of use of force related to the history of early interventions for an individual officer or demographic group.			Phase 1			• Analyze the overall effectiveness of Early Intervention activities by members of the officer’s reporting hierarchy
• Identify specific Early Intervention triggers and responses which effectively reduce use of force incidents
			EIS threshold level			(Data Set)						The department assigned threshold levels that trigger an EIS response and follow-up with an officer.						Amber			N			IAPro			IAPro						EIS triggers will change over time.  A historical log of the triggers will be necessary to perform historical analysis.


			Use of force incident patterns affected by Early Intervention activities			Reporting and analysis on patterns or trends of use of force related to the history of early interventions for an individual officer or demographic group.			Phase 1			• Analyze the overall effectiveness of Early Intervention activities by members of the officer’s reporting hierarchy
• Identify specific Early Intervention triggers and responses which effectively reduce use of force incidents
			EIS triggering event (reported level)			(Data Set)						The specific event or incidnet that resulted in an Officer triggering an EIS follow-up						Green			Y			IAPro			IAPro


			Use of force incident patterns affected by Early Intervention activities			Reporting and analysis on patterns or trends of use of force related to the history of early interventions for an individual officer or demographic group.			Phase 1			• Analyze the overall effectiveness of Early Intervention activities by members of the officer’s reporting hierarchy
• Identify specific Early Intervention triggers and responses which effectively reduce use of force incidents
			Response action			(Data Set)						Action take by SPD in response to an EIS Trigger						Amber			N			N/A			DAP


			Use of force incident patterns affected by Early Intervention activities			Reporting and analysis on patterns or trends of use of force related to the history of early interventions for an individual officer or demographic group.			Phase 1			• Analyze the overall effectiveness of Early Intervention activities by members of the officer’s reporting hierarchy
• Identify specific Early Intervention triggers and responses which effectively reduce use of force incidents
			Response action date			(Data Set)						Date cction take by SPD in response to an EIS Trigger						Amber			N			N/A			DAP


			Use of force incident patterns by chain of command			Reporting and analysis on patterns or trends of use of force related to command participants.			Phase 1			• Analyze patterns or trends in use of force relative to the members of the officer’s reporting hierarchy.
• Analyze patterns or trends in use of force relative to the members of the officer’s review hierarchy.
			Subject data			(Data Set)						All recorded information relating to the Subject of a use of force incident.						Green			Y			IAPro			IAPro


			Use of force incident patterns by chain of command			Reporting and analysis on patterns or trends of use of force related to command participants.			Phase 1			• Analyze patterns or trends in use of force relative to the members of the officer’s reporting hierarchy.
• Analyze patterns or trends in use of force relative to the members of the officer’s review hierarchy.
			Use of Force Incident data			(Data Set)						All data associated with a Use of Force incident						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Crime of arrest						The criminial or civil crime commited which resulted in the Officer Arresting the subject.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Date						Date an incident occurred.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Force used by officer						What level of force was used by the officer during the incident.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Incident description						Officer's narrative summary of the Incident.						Yellow			Y			IAPro			IAPro			Narrative			None


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Incident number						The GO# entered in by the reporting officer.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Incident type (Level I, II, or III)						The UoF incident level describing the severity of UOF.						Amber			N			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Lighting conditions						Officer description of the lighting conditions  during the incident. 						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Location			Description			Officers, narrative description of the UOF location						Yellow			Y			IAPro			IAPro			Narrative			None


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Location			Geocode			The Geocode location for a use of force incident.						Green			Y			ESRI			ESRI


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Location			Precinct			The precinct the use of force incident occurred in.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Location						The location the Use of Force incident occurred.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Officer equipment						The equipment the officer used during the use of force incident.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Reason for use of force						Officer justification for Use of Force						Yellow			Y			IAPro			IAPro			Narrative			This Data will need to be pulled from the narrative.


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Service being rendered						The service the Officer was providing as part of the Use of Force incident.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			TASER information			Distance from subject			Distance in ft. police officer was from the subject when a TASER was discharged.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			TASER information			Drive stun?			Did an officer perform a Drive stun on the subject.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			TASER information			Duration of applications			What was the total duration in seconds of the TASER applications?						Amber			N			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			TASER information			Number of applications			Total number of times the officer discharged the TASER on a subject.						Amber			N			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Type of offense						If this is a Use of Force Incident.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Incident			Weather conditions						The weather conditons when the Use of Force incident occurred.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Subject			Age						Age of the indivudal who was subject to the use of force						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Subject			Gender						The gender of the subject of the Use of force incident.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Subject			Height						Height of the Subject involved in a UoF incident.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Subject			Impairment/behavior						The Officer assessment of citized condition during the incident.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Subject			Injuries						What injuries the the subject suffer due to the Use of Force.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Subject			Race						The race of the Officer involved in the incident.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Subject			Weapons						The type of weapon possed by the Subject.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer demographics			Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.			Phase 1			• Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.			Subject			Weight						The weight of the Subject of a Use of Force incident.						Green			Y			IAPro			IAPro


			Use of force incident patterns by officer training			Reporting and analysis on patterns or trends of use of force related to officer certifications and training.			Phase 1			• Analyze patterns or trends in use of force against the training officers have received.
• Determine which trainings have a relationship to use of force.
• Identify combinations or sequences of training that have the highest impact.
			Certifications			(Data Set)						All Certificitations achieved by the officer.						Green			Y			Cornerstone			Cornerstone


			Use of force incident patterns by officer training			Reporting and analysis on patterns or trends of use of force related to officer certifications and training.			Phase 1			• Analyze patterns or trends in use of force against the training officers have received.
• Determine which trainings have a relationship to use of force.
• Identify combinations or sequences of training that have the highest impact.
			Training			Contents						All information related to officer training.						Green			Y			Cornerstone			Cornerstone


			Use of force incident patterns by officer training			Reporting and analysis on patterns or trends of use of force related to officer certifications and training.			Phase 1			• Analyze patterns or trends in use of force against the training officers have received.
• Determine which trainings have a relationship to use of force.
• Identify combinations or sequences of training that have the highest impact.
			Training			Course						Certifications the Officer had completed and were up to date.						Green			Y			Cornerstone			Cornerstone


			Use of force incident patterns by officer training			Reporting and analysis on patterns or trends of use of force related to officer certifications and training.			Phase 1			• Analyze patterns or trends in use of force against the training officers have received.
• Determine which trainings have a relationship to use of force.
• Identify combinations or sequences of training that have the highest impact.
			Training			Duration						Length of the training course in minutes.						Green			Y			Cornerstone			Cornerstone


			Use of force incident patterns by officer training			Reporting and analysis on patterns or trends of use of force related to officer certifications and training.			Phase 1			• Analyze patterns or trends in use of force against the training officers have received.
• Determine which trainings have a relationship to use of force.
• Identify combinations or sequences of training that have the highest impact.
			Training			Instructor						Name of the trainer who led the certificaiton course taken by the Officer.						Green			Y			Cornerstone			Cornerstone


			Use of force incident patterns by officer training			Reporting and analysis on patterns or trends of use of force related to officer certifications and training.			Phase 1			• Analyze patterns or trends in use of force against the training officers have received.
• Determine which trainings have a relationship to use of force.
• Identify combinations or sequences of training that have the highest impact.
			Training			Year/Month/Day						The date the training occurred.						Green			Y			Cornerstone			Cornerstone


			Use of force incident patterns related to crisis intervention			Reporting and analysis on patterns or trends of use of force related to incidents involving individuals in crisis.			Phase 1			• Analyze the relationships between subjects in crisis and use of force
• Analyze the effectiveness of crisis intervention training in reducing use of force
			CIT officer involvement			(Data Set)						Was a CIT Officer involved in the Incident.						Green			Y			IAPro			IAPro


			Use of force incident patterns related to crisis intervention			Reporting and analysis on patterns or trends of use of force related to incidents involving individuals in crisis.			Phase 1			• Analyze the relationships between subjects in crisis and use of force
• Analyze the effectiveness of crisis intervention training in reducing use of force
			Subject data			Impairment/behavior						The Officer assessment of citized condition during the incident.						Green			Y			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Incident			Assigned Coroner						Name of the Corner who as been assigned to the case.						Amber			N			N/A			DAP									Any DAP furture = Case Management


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Incident			Bean Bag Shotgun			Area(s) targeted			The area(s) the officer targeted when discharging the Bean Bag Shotgun.						Amber			N			IAPro			IAPro									List Bean Bag Shotgun in the Weapon Type Dropdown within IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Incident			Bean Bag Shotgun			Distance to subject when fired			The distance the Officer was to the subject in ft.  when a Bean Bag Shotgun was fired						Amber			N			IAPro			IAPro									List Bean Bag Shotgun in the Weapon Type Dropdown within IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Incident			Coroners Case #						The case number that the Coroner has assigned to the case.						Amber			N			N/A			DAP


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Incident			Directed Force						Directed force occurs when the UoF occurs at the direction of a superior officer, or as a result of an incident an superior officer directed them.						Amber			N			IAPro			IAPro			Narrative			This Data will need to be pulled from the narrative.			The best source of this information exists within the narrative, there is no clear cut definition of "Directed Force" it needs to be evaluated on a case by case basis.


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Incident			Distance by Officer during OIS						Distance the officer was from the Subject during an Officer Involved Shooting						Green			Y			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Incident			Firearm Malfunction						Did the firearm the officer was using malfunction.						Amber			N			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Incident			Force Directed By						Who directed the officer to use force during the incident.						Amber			N			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Incident			Officer Utilize Concealment of Cover			If Yes Desctibe			Did the officer utilize concealement of cover?						Amber			N			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Incident			Shots by Officer						The number of shots fired by the officer during the OIS incident.						Green			Y			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Incident			Shots fired at vehicle?						The number of shots fired at the Officers vehicle.						Amber			N			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Incident			Shots Fired by Suspect						The number of shots fired by the suspect.						Amber			N			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Incident			Shots fired from vehicle?						The number of shots fired from the officers vehicle			This information exists as part of the narrative officers complete.  DAP will need to be able to pull information out of narrative.  This happens very very infrequently.			Amber			N			IAPro			IAPro			Narrative			This Data will need to be pulled from the narrative.


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Audio recordings						Indication if any audo recordings exists that are associated with the incident.						Amber			N			N/A			DAP


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Date						Date an incident occurred.						Green			Y			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Force used by officer						What level of force was used by the officer during the incident.						Green			Y			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Incidents			Hit/Non Hit (whether case classified as hit/nonhit)						The classification of an OIS case.						Amber			N			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Incident description						Officer's narrative summary of the Incident.						Yellow			Y			IAPro			IAPro			Narrative			None


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Incident number						The GO# entered in by the reporting officer.						Green			Y			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Incident type (Level I, II, or III)						The UoF incident level describing the severity of UOF.						Green			Y			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Lighting conditions						Officer description of the lighting conditions  during the incident. 						Green			Y			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Location			Description			Officers, narrative description of the UOF location						Yellow			Y			IAPro			IAPro			Narrative			None


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Location			Geocode			The Geocode location for a use of force incident.						Green			Y			ESRI			ESRI


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Location			Precinct			The precinct the use of force incident occurred in.						Green			Y			CAD			CAD


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Officer equipment						The equipment the officer used during the use of force incident.						Green			Y			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Officer narrative						Officer narrative summary of the use of force incident.						Yellow			Y			IAPro			IAPro			Narrative			None


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Reason for use of force						Officer justification for Use of Force						Green			Y			IAPro			IAPro			Narrative


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Service being rendered						The service the Officer was providing as part of the Use of Force incident.						Green			Y			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Subject narrative						The summary narrative provided by the Subject of the Use of Force incident.						Yellow			Y			IAPro			IAPro			Narrative			None


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			TASER information			Distance from subject			Distance in ft. police officer was from the subject when a TASER was discharged.						Green			Y			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			TASER information			Drive stun?			Did an officer perform a Drive stun on the subject.						Green			Y			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			TASER information			Duration of applications			What was the total duration in seconds of the TASER applications?						Amber			N			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			TASER information			Number of applications			Total number of times the officer discharged the TASER on a subject.						Amber			N			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Time						The date and time the UOF incident occurred.						Green			Y			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Type of offense						If this is a Use of Force Incident.						Green			Y			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Video recordings						Do video recordings exists that are associted with the Incident						Amber			N			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Weather conditions						The weather conditons when the Use of Force incident occurred.						Green			Y			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1			• Report on the status and details of each use of force incident involving a Seattle Police officer.
• Report on an individual officer’s use of force history since the Department began using IAPro.
			Incidents			Witness narrative						The narrative of the Use of Force Incident as provided by the Subject. 						Yellow			Y			RMS			RMS			Narrative			None


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Officer			Ammunition						The type of ammunition the officer was using during an OIS						Amber			N			IAPro			IAPro			No


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Officer			Authorized firearm						The type of firearm the officer was authorized to carry.						Green			Y			Cornerstone			Cornerstone


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Officer			Officer Ammunication Type						The type of Ammunition Used during the OIS						Amber			N			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Officer			Officer Firearm Type						The type of firearm used by the officer during the Use of Force incident.						Amber			N			IAPro			IAPro


			Use of Force Incidents By Officer			Reporting and analysis of each use of force incident, including investigation and outcome.			Phase 1						Officer			On/ Off Duty						Was the officer on dutry at the time of the Use of Force incident.						Red			N			N/A			N/A


			Use of force review patterns by disposition or outcome			Reporting and analysis on patterns or trends in the review of use of force incidents by the Review Board.			Phase 2			Phase 1
Analyze the number and percent of cases by disposition or outcome.
Analyze patterns in outcome by characteristics of officer, subject, and incident factors.
Phase 2
Capture, retain, and report on Review Board knowledge
			Decision-making duration			(Data Set)						The length of time in days required by the review board to make a decision regarding a UoF Case						Amber			N			N/A			DAP									This will be tracked in the new Case Management system.


			Use of force review patterns by disposition or outcome			Reporting and analysis on patterns or trends in the review of use of force incidents by the Review Board.			Phase 2			Phase 1
Analyze the number and percent of cases by disposition or outcome.
Analyze patterns in outcome by characteristics of officer, subject, and incident factors.
Phase 2
Capture, retain, and report on Review Board knowledge
			Lessons learned by Board			(Data Set)						The a narrative of lessons the review board learned while reviewing the case.						Amber			N			N/A			DAP			Narrative			None


			Use of force review patterns by disposition or outcome			Reporting and analysis on patterns or trends in the review of use of force incidents by the Review Board.			Phase 2			Phase 1
Analyze the number and percent of cases by disposition or outcome.
Analyze patterns in outcome by characteristics of officer, subject, and incident factors.
Phase 2
Capture, retain, and report on Review Board knowledge
			Number of cases reviewed			(Data Set)						The total number of cases reviewed by the Review Board						Amber			N			N/A			DAP


			Use of force review patterns by disposition or outcome			Reporting and analysis on patterns or trends in the review of use of force incidents by the Review Board.			Phase 2			Phase 1
Analyze the number and percent of cases by disposition or outcome.
Analyze patterns in outcome by characteristics of officer, subject, and incident factors.
Phase 2
Capture, retain, and report on Review Board knowledge
			Policy recommendations of Board			(Data Set)						Any recommend changes to SPD policy by the review board.						Amber			N			N/A			DAP


			Use of force review patterns by disposition or outcome			Reporting and analysis on patterns or trends in the review of use of force incidents by the Review Board.			Phase 2			Phase 1
Analyze the number and percent of cases by disposition or outcome.
Analyze patterns in outcome by characteristics of officer, subject, and incident factors.
Phase 2
Capture, retain, and report on Review Board knowledge
			Review Board attendance by member			(Data Set)						A metric that reflects the frequency board members were not in attendance at meetings.						Amber			N			N/A			DAP


			Use of force review patterns by disposition or outcome			Reporting and analysis on patterns or trends in the review of use of force incidents by the Review Board.			Phase 2			Phase 1
Analyze the number and percent of cases by disposition or outcome.
Analyze patterns in outcome by characteristics of officer, subject, and incident factors.
Phase 2
Capture, retain, and report on Review Board knowledge
			Review Board findings			(Data Set)						The final findings of the review board in relation to a specific investigation.						Amber			N			N/A			DAP


			Use of force review patterns by disposition or outcome			Reporting and analysis on patterns or trends in the review of use of force incidents by the Review Board.			Phase 2			Phase 1
Analyze the number and percent of cases by disposition or outcome.
Analyze patterns in outcome by characteristics of officer, subject, and incident factors.
Phase 2
Capture, retain, and report on Review Board knowledge
			Review Board membership			(Data Set)						The specific members of the UoF review board						Amber			N			N/A			DAP


			Use of force review patterns by disposition or outcome			Reporting and analysis on patterns or trends in the review of use of force incidents by the Review Board.			Phase 2			Phase 1
Analyze the number and percent of cases by disposition or outcome.
Analyze patterns in outcome by characteristics of officer, subject, and incident factors.
Phase 2
Capture, retain, and report on Review Board knowledge
			Tactics issues noted by Board			(Data Set)						Specific tactital issues of a UoF investigation as noted by the review board						Amber			N			N/A			DAP


			Use of force review patterns by disposition or outcome			Reporting and analysis on patterns or trends in the review of use of force incidents by the Review Board.			Phase 2			Phase 1
Analyze the number and percent of cases by disposition or outcome.
Analyze patterns in outcome by characteristics of officer, subject, and incident factors.
Phase 2
Capture, retain, and report on Review Board knowledge
			Training issues noted by Board			(Data Set)						Specific training issues of a UoF investigation as noted by the review board						Amber			N			N/A			DAP


			Use of force review patterns by disposition or outcome			Reporting and analysis on patterns or trends in the review of use of force incidents by the Review Board.			Phase 2			Phase 1
Analyze the number and percent of cases by disposition or outcome.
Analyze patterns in outcome by characteristics of officer, subject, and incident factors.
Phase 2
Capture, retain, and report on Review Board knowledge
			Training received by Board			(Data Set)						Specific training recived by the members of the Review Bard						Green			Y			Cornerstone			Cornerstone


			Workload Management and Analysis			Reporting and analysis to support managing day-to-day and historical performance.  Some reporting available through CAD/RMS today but not comprehensive.			Phase 1			• Number of calls by event and call type (by district, by reporting area, by beat, by sector, by unit type)
• Average time spent on calls by type (today and historically).
• Response time by type of call and overall.
• Correlate time spent on specific call types to precinct, sector, beat, unit type, time of day, time blocks (quarter, year).
• Track time off and attendance patterns by precinct, by unit, etc. 
• Track whether evidence is being collected on calls.
• Report on how non-call time is being spent (# of stops etc.) by precinct etc.
• Comparisons against peer groups and like functional groups (other precincts, other squads)

Filter capability should include but not be limited to:  event type, call type, unit types, call priorities, locations, boundaries (sector/beat, etc.), time, day and date blocks, organizations (squad, precinct), and shifts.
			Basic Event Information			Time Metrics by call, by unit:  			travel time			The time from when the unit is dispatch to the time officer hits the arrival button.			Metric is initiated by officer			Green			Y			CAD			CAD


			Workload Management and Analysis			Reporting and analysis to support managing day-to-day and historical performance.  Some reporting available through CAD/RMS today but not comprehensive.			Phase 1			• Number of calls by event and call type (by district, by reporting area, by beat, by sector, by unit type)
• Average time spent on calls by type (today and historically).
• Response time by type of call and overall.
• Correlate time spent on specific call types to precinct, sector, beat, unit type, time of day, time blocks (quarter, year).
• Track time off and attendance patterns by precinct, by unit, etc. 
• Track whether evidence is being collected on calls.
• Report on how non-call time is being spent (# of stops etc.) by precinct etc.
• Comparisons against peer groups and like functional groups (other precincts, other squads)

Filter capability should include but not be limited to:  event type, call type, unit types, call priorities, locations, boundaries (sector/beat, etc.), time, day and date blocks, organizations (squad, precinct), and shifts.
			Basic Officer Information:			Daily attendance (tardiness)						The frequency in with with an officer is Tardy			What is defined as Tardi? 5minutes, 10?  Is this tracked?			Amber			N			N/A			DAR			No						SPD has a system "DAR" with the ability to track Officer Time and Attendance
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MEMORANDUM 



TO:  Marty Chakoian 
  Tina Podlodowski 
 
FROM: Merrick Bobb 
  Matthew Barge 
 
DATE:  March 31, 2014 
 
RE: Business Intelligence System: Overview of Expected Functionalities & 



Capabilities 
 



 
The Seattle Police Department (“SPD”) currently lacks data to assess officer 



performance; manage constitutional violations; identify misconduct; manage the risk of litigation 
and liability; hold supervisors and managers accountable; and identify and reward those who are 
best at community based policing, communication, and constitutional, respectful, and effective 
law enforcement.  The SPD has no accurate and trustworthy data about use of force, Terry stops, 
and litigation.  Furthermore, SPD’s existing database platforms make data retrieval and analysis 
time-consuming and frequently unreliable. 



 
As such, the SPD is approximately 20 years behind major law enforcement agencies—



including the Los Angeles Police Department (“LASD”), the Los Angeles Sheriff’s Department 
(“LASD”), the Phoenix Police Department, the Miami Police Department, and Washington DC’s 
Metropolitan Police Department—that have computerized, relational databases for tracking, 
managing, and analyzing officer performance.  As the Monitoring Team noted in its Second 
Semiannual Report, “the Business Intelligence System which will pass muster will be a close 
first cousin to the LAPD’s Teams II and the LASD’s PPI in terms of functionality, depth, speed, 
breadth, flexibility, and ease of use . . . . ”  (Id. at 12.) 



The best of these databases permit and facilitate ad hoc queries as well as pre-
programmed reports.  The ease and transparency of the process for ad hoc queries is essential.  
SPD will need a research and development unit that uses these ad hoc querying capabilities to 
conduct longitudinal studies and identify patterns and trends.   



Additionally, to ensure data accuracy and integrity, there needs to be a capacity to audit 
the data after it is entered for completeness and accuracy.  The system should prompt the person 
entering data if there are open fields to be filled in or the lack of a narrative. 



This memorandum provides a general overview of the functionalities and capabilities that 
the Monitoring Team will be expecting to see in a business intelligence system.  It is not a 
comprehensive description of everything that such a system must do or an exhaustive list of the 
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information and data that must be collected.  It is, however, an introduction to the major 
practices, processes, procedures and objectives that must be served by a comprehensive business 
intelligence system.  



I. FUNCTIONALITY 



A robust business intelligence system must accommodate discrete user sets who will use 
the system differently and will, therefore, require some differing functionality.  Specifically, SPD 
will rely on the business intelligence system to provide the following, broad functionalities: 



• Incident Reporting and Performance Data Tracking.  All officers will use the 
business intelligence system to report the occurrence of various incidents, including uses 
of force, stops and detentions, vehicle collisions, and the like.  That is, officers will 
satisfy the Department’s basic reporting requirements by entering data about the incident 
and providing (in almost all instances) a free-text narrative that describes the incident. 
 
For other classes of performance data, such as tracking an officer’s missed court 
appearances or training attended (or required training not attended), the business 
intelligence system must store (or otherwise access) that data in a manner that can be 
queried in real-time. 
 



• Incident Review.  For the average incident (such as a lower-level use of force or a stop 
of a citizen), the officer’s Chain of Command (e.g., sergeant, lieutenant, captain) conduct 
the primary investigation and/or review of the incident.  Accordingly, the business 
intelligence system must permit an officer’s supervisors to review incidents and forward 
their reviews up the Chain. 



 
For some incidents, including uses of force and traffic collisions, a review culminates in 
consideration of the incident by a centralized Board that convenes to consider the 
incident for rigor of the investigation below, consideration of officer discipline, and—
most importantly—to consider whether the incident has any prospective implications for 
training, practice, policy, or procedure. 
 
Regardless of the review process required for specific incident types, the business 
intelligence system should allow immediate, comprehensive information about the status 
of a current review—who is reviewing it, how long each step in the chain of review has 
taken, and the like. 



 
• Administrative Investigations.  Currently, SPD uses two specialty groups to conduct 



internal, administrative investigations of incidents.   
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The first is the Office of Professional Accountability (“OPA”), which conducts 
investigations of alleged officer misconduct.  An incident can be referred to OPA by any 
officer at any time.  For example, if an officer reports a use of force incident and a 
sergeant, subsequently reviewing the incident, believes that the facts suggest possible 
officer misconduct, that sergeant will refer the incident to OPA for investigation, review, 
and ultimate adjudication. 
 
The second is the Force Investigation Team (“FIT”).  The FIT team—a specialized, 
highly trained investigative section—investigates “serious” uses of force, including Type 
III incidents and officer-involved shootings.  (They may investigate Type II incidents if 
sergeants or others within the Chain of Command so request.)  Thus, for lower-level uses 
of force (Type I and Type II incidents), a sergeant conducts an investigation of the force.  
For higher-level uses of force (Type III and officer-involved shooting incidents), the FIT 
team investigates.  
 
Both OPA and FIT are likely to use the business intelligence system as a case 
management platform.  (Currently, OPA and FIT are both transitioning their case 
management platforms from SPD legacy platforms to IAPro, the interim database 
solution.)  Accordingly, the business intelligence system should allow OPA and FIT to 
either manage investigations within the system or allow for seamless integration with any 
alternative platforms that they may use (e.g., IAPro).  The Monitoring Team believes that 
SPD may be better served over the long-term by having a case management platform 
built into the end-product business intelligence system. 
 



• Early Intervention (also referred to as “Performance Mentoring”).  Law enforcement 
agencies nationwide use so-called “early intervention” or “early warning” systems to 
identify performance trends among officers that may warrant supervisor review, 
behavioral intervention, mentoring, specialized training or re-training, and the like.  The 
idea is for the Department to identify and assist officers with less optimal performance 
trends and intervene appropriately to prevent future occurrences of problematic behavior 
or performance. 
 
SPD’s Performance Mentoring Program, which is what it calls its early intervention 
policy, was recently approved.  It is attached as Exhibit A.   
 
One provision provides specific threshold levels of activity across defined indicator 
criteria that, upon an officer meeting those levels, sets the occasion for a performance 
mentoring assessment.  For instance, with respect to vehicle pursuits, an officer having 
engaged in two (2) vehicle pursuits with a rolling, 24-month period will “trigger” a 
performance mentoring assessment.   
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Categories of data that serve as “indicator criteria,” for which the policy also defines 
threshold levels of activity that will trigger a performance assessment, include: uses of 
force; vehicle collisions; receipt of OPA complaints (e.g., complaints of officer 
misconduct); receipt of Equal Employment Opportunity (“EEO”) complaints (e.g., 
employment-related complaints such as sexual harassment or discrimination); being 
named in actions, claims, or lawsuits against the City; vehicle pursuits; unexcused 
failures to appear in mandatory training; K9 apprehension/bite ratios; and officer-
involved shootings.  Accordingly, the business intelligence system must be able to 
rigorously track of these classes of data. 
 
The performance mentoring assessment involves a comprehensive review of performance 
data across the universe of performance that the business intelligence system tracks.  That 
is, meeting a threshold of behavior in one area “triggers” a comprehensive review of an 
officer’s performance data.  Accordingly, the business intelligence system must provide 
command staff with the ability to easily query a summary of the officer’s performance 
data across his or her career. 
 
It should also be noted that SPD’s policy requires that sergeants and commanders review 
the performance mentoring criteria thresholds of employees that they supervise at least 
monthly.  Again, the business intelligence must, therefore, allow officers to quickly 
retrieve an officer’s performance summary—a report that must be configured to provide 
officers with clear, accurate information in an easily understandable format. 
 



• Data-Driven Management and Data Analytics.  The Monitor’s Second Semiannual 
Report observed: 
 



The active use of data and statistical analysis has improved the way that 
police conduct law enforcement and measure performance trends.  Indeed, 
the days of police management needing to rely on hunches or gut intuition 
alone . . . are over . . . .  Modern policing is, in short, a scientific and data-
driven enterprise . . . . [T]oday’s business intelligence systems permit 
tremendous amounts of data to be retained, sorted, and mined for research, 
insight, and a more comprehensive picture of officer performance, 
department-wide practices, and both systemic and officer-specific trends. 
 



 (Id. at 6.) 



Thus, a business intelligence system must allow for command staff as well as a dedicated 
data analytics group within SPD to conduct real-time, in-depth analyses of officer 
performance.  The Department must be able to use the system to proactively and 











!5 



affirmatively manage the risk of unconstitutional, biased, or otherwise problematic 
performance. 



II. SPECIFIC CAPABILITIES 



The Monitoring Team’s recommends that a business intelligence system include the 
following elements or “modules”: 



A. Use of Force 



The SPD divides force into Types I, II, and III, with Type I uses of force constituting the 
deployment of less serious, severe, or injurious force and Type II constituting more serious, 
severe, or injurious force.  (Officer-involved shootings are a separate, fourth category.)  By SPD 
policy, a use of force module should record every reportable instance when an SPD officer uses 
more force than unresisted handcuffing.  The data should be reported uniformly.   



Basic information may be recorded via “checkboxes” or selecting an appropriate 
response from a drop-down “pick list.”  For example, on the Department’s current use of force 
reporting form—which officers must complete following the use of force at any level—officers 
are asked to select a “reason for [the] use of force.”  Options that they can select include: arrest, 
defense of others, defense of self, non-compliance, protection of property, or response to 
disturbance/trespass.  Attached as Exhibit B are the use of force reporting forms to be used by 
the SPD in its stopgap database, IAPro.  Attached as Exhibit C are the SPD policies governing 
the reporting and review of use of force incidents. 



The module must also allow for officers to write and include a free-text incident 
narrative.  The narratives should explore all key decisions made by an officer from the time of 
dispatch or self-initiated activity until the suspect against whom force was used is booked, given 
medical attention, or let go.  The officers should explore why alternatives to force—de-
escalation, calling for backup, summing persons skilled in crisis intervention, stepping back—
were not reasonable in the circumstances.  The business intelligence system should be capable of 
converting to text all narrative portions of the use of force form.   



The Monitoring Team favors officer-based entry of use of force, and other incidents, into 
the business intelligence system so that responses to questions and data entered reflects the 
officer’s perspective, which is the appropriate perspective within Fourth Amendment 
jurisprudence.  Thus, in the interim IAPro system, officers themselves will enter information 
(through a web-based interface that feeds data into the flagship IAPro software solution) about 
use of force incidents.  In the context of the business intelligence system, decisions will likewise 
need to be made about whether officers will enter data themselves in the field into the system or, 
instead, will send information to a central location for inputting. 
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The data retention and governance policies applied to the business intelligence system 
must permit that records are maintained for the entire career of the officer in question plus five or 
more years so as to be available to subsequent employers. 



The business intelligence system must provide the ability for the chain of command to 
review use of force incidents and the Department’s Use of Force Review Board (“UOFRB”)—
the central hub of review, learning, and change when it comes to department practice, policy, and 
procedure—to conduct comprehensive assessments of such incidents.  Accordingly, the system 
must provide the ability for investigators to attach documents, audio, and video; to track 
investigative actions and progress; and to access performance records (such as with respect to 
training) on involved and witness officers. 



By way of just a few examples of the analytical functionality that the business 
intelligence system should have with respect to use of force, the database should permit a 
qualified user to sort by an officer’s name or badge number and collect, for example, all reported 
use of a Taser.  The user could ask for all uses of pepper spray between midnight and 6 AM in X 
sector of Y precinct from July through October of a given year.  One could sort and rank all gang 
enforcement officers by numbers of uses of force by precinct.  One could determine every 
instance in which an African-American officer used force on a white subject and each instance 
were a white officer use force on an African-American suspect.  The qualified user should be 
able to compare like officers in like assignments to determine variances in use of force patterns. 



Likewise, the module should attach the use of force package produced in each case, 
including the investigator’s file as well as reviews up the chain of command. 



B. Officer-Involved Shootings, In-Custody Deaths, or Other Fatal Incidents   



It is best practice to have a separate module for officer-involved shootings, and there 
should be a separate module for inputting relevant information about them.  Attached as Exhibit 
D is a model of a paper-based form that reflects the classes of information and analysis of an 
officer-involved shooting that should be captured and conducted.  It should be noted that an 
officer-involved shooting is a use of force, and the officer-involved shooting modules should be 
able to interface directly with the use of force module such that summary statistics about an 
officer’s, precinct’s, or the Department’s overall uses of force reflect and include such shootings.  
Despite this need, utilizing a separate module for shootings will likely allow for a more finely 
tuned and customized inquiry. 



C. Complaints 
 



The business intelligence system should track all complaints of possible policy violations, 
criminal activity, or other misconduct by SPD personnel from the newest police officer to the 
Chief of Police, regardless whether the complaints are from the general public or from inside the 
department.  All litigation and all claims should be considered complaints and investigated 
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internally.  The OPA should have the ability to open an investigation of any possible misconduct 
that comes to its attention or by being proactive. 
 



The guiding principle on public and internal complaints of officer misconduct is that the 
Constitution guarantees the public the right to petition the government for redress of grievances. 
It is a fundamental right and one of the hallmarks of a free, open, and democratic society. It 
channels public dissatisfaction and anger into constructive pathways leading to investigation, 
resolution, and, if called for, correction or remediation. Law enforcement agencies are an arm of 
government. The right to petition law enforcement by filing complaints should be untrammeled, 
and impediments should not be strewn in the path of complainants. 
 



Accordingly, the widest possible net should be thrown open at intake to receive all 
complaints from all possible sources of complaint. While the procedures for investigation and 
resolution of these complaints may differ depending upon their nature, it is a recommended 
practice to take in all complaints. Moreover, complaints as a whole provide the law enforcement 
agency with insight as to how it is perceived by the public. Law enforcement is not doing its job 
if the public as a whole or in part believes the police are not effective, ethical, and respectful.  
 



The complaints module should be based upon a form that captures all relevant facts, 
including the identification of the officer and of the complainant, contact information, witnesses, 
and a log of all investigative steps.  Reminders should be built in to alert investigators and their 
supervisors, managers, and executives of deadlines for the review and resolution of complaints. 
 



D. Litigation 
 



The SPD lacks data about litigation generated from its activity.  A litigation module 
should track all open cases and all closed cases involving the SPD.  On open cases, complete 
information as to all plaintiffs and all defendants should be recorded.  Likewise, one should 
record the court number of the case, when it was opened, the status of the case updated regularly, 
the amount of the demand, and counsel’s informed judgment about exposure.  All counsel of 
record should be noted.  The litigation record should also summarize all claims and causes of 
action and whether the underlying event was the subject of use of force review or a complaint.  It 
should also note whether a given case is on appeal along with its case number and identification 
of the appellate court in which it is pending. 
 



Closed cases should contain all the foregoing information along with the ultimate result, 
including whether the case was dismissed, abandoned, settled, tried or appealed.  If there was a 
settlement or judgment, the dollar amount should be stated as well as legal fees generated or 
otherwise imputed.  The litigation result should be compared to the use of force investigation or 
OPA investigations of the same incident to determine possible deficiencies.   
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The business intelligence system should be capable of identifying which individual 



officers generate the most litigation, complaints, and claims.  The litigation module should also 
track discovery requests and relevant dates. 
 



E. Administrative Investigations 
 



 As noted above, the business intelligence system should track all administrative 
investigations of possible employee misconduct, including all FIT administrative investigations 
as well as OPA investigations.  All the claims and charges should be listed on an employee by 
employee basis as well as the results of the investigation.  If the investigation is sustained, the 
specific discipline initially recommended and ultimately imposed should be tracked. 
 
 Thus, in addition to assisting FIT and OPA in conducting investigations and managing 
cases, the incidence of administrative investigations and their outcomes must be part of 
individual officer’s performance summaries so that the Department and its command staff can 
consider such investigations as a performance metric. 
 



F. Criminal Investigations 
 



 All criminal investigations should be tracked.  For purposes of secrecy and privacy, the 
existence of a criminal investigation should be known only by the Chief of Police, the Assistant 
Chief of Compliance, the Director of OPA, and the unit commander and investigators 
specifically involved, assuming there is no conflict. 
 



G. Stops, Searches, and Arrests 
 



A Terry stop module should be able to track information about stops and detentions of 
civilians that includes: 



 
a. The date, time, and location of the stop; 
b. The name and serial numbers of all officers, from any agency, present at any 



time during the stop 
c. Whether there is any in car video/audio of the stop and if not, why not. 
d. the individual’s apparent race/ethnicity (including Latino as a separate 



category), color, or national origin; gender; and apparent age;  
e. the reason for the stop, including a description of the facts creating 



reasonable suspicion and/or probable cause; 
f. the disposition of the stop, including whether a citation was issued or an 



arrest made of any individual;  
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g. whether a frisk was conducted as a result of the stop, and if so, a description 
of the facts justifying the frisk 



h. the result of any frisk, including whether any physical evidence was seized, 
whether the search led to an arrest, and a description of the facts creating 
probable cause for the arrest. 



i. Whether a person was moved or transported from the location of the initial 
stop and if so, why. 



j. Whether the person stopped was specifically directed to assume any posture 
or position and if so, what posture or position and why. 



k. The duration of the stop and an explanation of the factors justifying the 
length of the stop. 



 
Attached as Exhibit E, is a memorandum from Matthew Barge and Ian Warner setting forth 
parameters for use of stop data.  (It should be noted that this “Data Analysis Plan” is preliminary 
only and subject to modification through mid-May 2014.) 
 



H. Integrity Module 
 



The business intelligence system should collect data reflecting upon the integrity and 
honesty of police officers.  It should capture any instance in which evidence is suppressed by a 
court because of constitutional violations.  It should also capture any instance in which a trier of 
fact disbelieves the testimony of a police officer.  It should contain a Brady list of police officers 
whose integrity has been successfully challenged.  It should record all instances in which a 
“contempt of cop” charge is made by a police officer without any other crime being charged.  
“Contempt of cop” includes resisting arrest, obstruction, and battery on a police officer without 
injury. 
 



I. Traffic Collisions 
 



Preventable traffic accidents by police officers result in substantial settlements or 
judgments.  Accordingly, police departments frequently track traffic collisions and the identity of 
officers who are involved in them more than others.  The business intelligence system should 
feature a mechanism for tracking traffic collisions and automobile accidents involving patrol 
cars. 
 



J. Training 
 
 Thorough and complete records of an officer’s complete training history are vital to the 
Department’s risk management strategy and should be collected by the business intelligence 
system. 
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III. CONCLUSION 
 
 With experiencing with both building, modifying, and using business intelligence 
systems in many other cities and departments, the Monitor and Monitoring Team look forward to 
partnering closely with the Department, City, Department of Justice, and outside vendors and 
experts to develop a high-quality business intelligence system that SPD can use to assess, 
analyze, and manage officer and departmental performance. 











 



 



 



 



 



 



EXHIBIT A 



  











Seattle Police Manual 
 



 
3.070 – Performance Mentoring Program 
 
Effective Date: DRAFT 
 
3.070-POL 
 
 
This policy applies to the use of the Performance Mentoring Program.  The 
Performance Mentoring Program shall employ risk management strategies that are 
not punitive or disciplinary in nature. 
 
The Performance Mentoring Program is a key element in the SPD’s strategy to 
address at-risk behavior.  Once an SPD officer exceeds a preset trigger of risk 
factors described below, a Performance Mentoring Assessment will be conducted.  
An assessment may also be conducted at the discretion of a supervisor as part of 
his or her ongoing duties to monitor officer conduct and maintain performance 
standards.   
 
The progress of the employee will be carefully tracked, and the employee’s chain 
of command shall be personally responsible and accountable for the 
implementation of the individual program and such other steps as may be 
necessary to address any at-risk behavior, demonstrated indicators of stress, or 
training deficiencies, and ultimately achieve the professional goals set for the 
officer.  
 
The Program is separate from, and does not replace, the existing system of 
discipline for violations of policy.  Department employees remain fully 
accountable for adhering to policy and performance standards.  Nonetheless, the 
Performance Mentoring Program seeks to identify and change at-risk behaviors 
before policy violations arise. The goal is to intervene and offer assistance by 
identifying and modifying possible problematic behaviors before they result in 
actions that are contrary to the mission and fundamental values of the Seattle 
Police Department, including its commitment to constitutional policing and 
upholding lawful, professional and ethical standards.    
 
The Performance Mentoring Program represents the Department’s 
commitment to coach and mentor its officers and to hold the entire chain of 
command accountable for addressing problematic behavior and managing 
risk to officers and the public.     
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The program is designed to support the employee through mentoring and 
coaching by supervisors. The use of the Performance Mentoring Program 
provides employees: 
 



• Training/Education 
• Job performance feedback 
• Other pathways to improve performance 
• Consistent oversight and supervision 
• A clear message to officers that the Department has 



resources available to assist officers in meeting 
expectations. 
 



Except as required by law, contract, or policy, information relating to the  
Performance Mentoring Program shall be considered confidential and is not 
to be shared with persons not having access to the Performance Mentoring 
Program.  Violations of this policy may result in discipline.   
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3.070-POL-1 Oversight of the Performance Mentoring Program 
 
1.  Sergeants and Commanders Are Required to Review the Performance 



Mentoring Criteria Thresholds of the Employees They Supervise at Least 
Once Monthly 
 
Section chains of command will be responsible for ensuring that all levels of 
supervision utilize the IAPro software for this purpose.  IAPro software will 
include a mechanism to ensure these reviews are documented and tracked by 
supervisors and commanders.  When conducting reviews, supervisors and 
commanders shall enter a notation containing the date and time of the review, 
as well as the actions they took. If there is follow-up action based on this 
monthly review, the supervisor or commander shall document that.  



 



The Performance Mentoring Coordinator will provide section captains with 
monthly updates of the Performance Mentoring criteria thresholds related to 
the officers under their command.  



  



2.  Sergeants and Commanders Are Required to Initiate a Performance Mentoring 
Assessment (“PMA”) of any Employee they Supervise that Meets Criteria 
Thresholds 



If an employee meets Performance Mentoring Criteria Assessment Thresholds, the 
employee’s supervisor will conduct a Performance Mentoring Assessment.  



The PMA includes reviewing the Performance Mentoring Criteria thresholds and 
promptly notifying the affected employee if he or she has met any performance 
thresholds and affording the employee an opportunity to identify any errors in the 
data.  If the information in the PMP is accurate, the sergeant or commander must also 
review at least the last two performance evaluations in the Performance Appraisal 
System (PAS), documentation relating to the underlying incident(s) reflected in the 
PMP indicator, and any additional information that would be relevant to the identified 
performance issues. 



 
A supervisor, commander or civilian manager may, at his or her discretion, 
contact the Performance Mentoring Coordinator to initiate the PMP and assign 
a PMA to that chain of command. 



 



3.  Upon Having an Officer Transfer Into His or Her Squad or Unit of 
Command, a Sergeant or Commander Shall Review the Performance 
Mentoring Criteria Thresholds of That Employee, and Will Document 
Having Done So  
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4. Review of Data Underlying Performance Mentoring Criteria Thresholds 
When Considering Promotion or Selection for Field Training Officer, 
Specialty Unit or Higher or Bonus Pay Position 



  
Consistent with past practice, the data underlying performance mentoring 
criteria thresholds may be considered when an officer applies for promotion or 
for selection for a specialty unit, as a training officer, or for any higher or 
bonus pay position to the degree that the subject matter is relevant to the 
position or assignment sought.  Closed complaints with findings of lawful and 
proper or unfounded, performance mentoring plans successfully completed by 
an officer, and complaints that do not trigger performance mentoring 
thresholds are generally not relevant to a promotion or assignment decision. 



 



Nothing in this policy precludes the consideration of performance-related criteria for 
promotions, selection for field training officer, specialty unit, or higher or bonus pay 
positions. 



 
5. Utilizing IAPro Software, Employees Will Have Access to Their Current Standing 



Regarding Performance Mentoring Criteria Thresholds Levels 
 



Employees may obtain a copy of their performance data contained in IAPro by 
logging into that system, and may obtain their past EIS Review 
Report(s)/Performance Mentoring Assessment(s) by making a request to their 
immediate supervisor, commander, or to the Director of Human Resources.  
Supervisors and commanders are to notify the Director of Human Resources of the 
request and forward to them a copy of the materials provided.   



 



If an employee believes at any time that Performance Mentoring data is 
inaccurate, he or she should immediately notify his or her immediate 
supervisor or commander.  The employee will then provide written notice (e-
mail or memo) of his or her request for correction to the concerned captain 
and to the Performance Mentoring Coordinator in Human Resources.  (The 
employee also may request his or her sergeant to do this.)  Any proposed 
corrections to the data are subject to review by the Performance Review 
Committee, the employee’s captain, and the relevant bureau chief.  The 
Director of Human Resources will make the final decision as to whether to 
modify Performance Mentoring data.  



 



Corrections shall be documented fully in IAPro so that the Department 
maintains a reliable audit trail regarding data entry and corrections. 
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6.  After Receipt of the Completed Performance Mentoring Assessment, the Section 
Captain Shall Create a Mentoring Plan for the Employee, if Appropriate 



If the section captain decides a Mentoring Plan is needed, he or she may 
recommend a specific review period.  The review period shall continue until 
the officer’s Sergeant, Lieutenant, and Captain provide the Performance 
Review Committee and the concerned Bureau Chief with satisfactory written 
assurances that the officer has successfully completed the mentoring plan and 
his or her current performance is consistent with the lawful, professional and 
ethical standards of the Department.  If possible, Performance Mentoring 
should be achieved in six months or less.   



The section captain may also designate “other” or “no plan necessary.”  Any 
decision not to place the officer in Performance Mentoring will be 
documented, justified, and fully articulated in the narrative portion of the 
Assessment.  The decision not to place an employee on a Mentoring Plan is 
subject to the approval of the Performance Mentoring Committee and the 
relevant Assistant Chief. 



 



7.  Via the Performance Mentoring Coordinator, the Captain Will Forward 
Their Recommendation of Whether to Put the Employee on a Mentoring 
Plan to the Performance Review Committee  



The committee will review completed Assessments and Mentoring Plans to 
ensure Department-wide uniformity and consistency with SPD goals.   



The committee may reject such Assessments and Mentoring Plans if they are 
inadequate, do not provide for uniformity and consistency in the treatment of 
similarly-situated officers, or otherwise appear inconsistent with the goals of 
the Performance Mentoring Program. 



 



8.  The Performance Review Committee Will Monitor the Performance 
Mentoring Program  



The committee will comprise of stakeholders within SPD, to include: 



• Chief's designee 



• Human Resources Director or designee 



• OPA Director 



• Representative from the Audit, Policy & 
Research Section (APRS) 
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• Representative from the Education & Training 
Section (ETS) 



• Performance Mentoring Coordinator  



• A representative of the City Attorney’s Office, 
if requested by the PMC 



The committee shall meet monthly.  The committee’s responsibility is to 
ensure Department-wide consistency and uniformity in the implementation of 
the Performance Mentoring Program.  The committee is further responsible for 
determining whether the performance assessments and proposed Performance 
Mentoring Plans are adequate to address concerns about any at-risk behavior, 
demonstrated indicators of stress, or training deficiencies, and to provide the 
officer with the tools and support necessary to ensure that he or she adheres to 
Department policy and the lawful, professional and ethical standards of the 
Department.   The committee will be responsible for reviewing and adjusting, 
where appropriate, the threshold levels of the Performance Mentoring indicator 
criteria. New indicator criteria will also be considered when and if appropriate. 
The committee’s recommendations for adjusting/changing indicator thresholds 
will be subject to approval from the Chief of Police.  



The Performance Mentoring Coordinator will be responsible for scheduling 
meetings of the committee. 



The Performance Mentoring Coordinator will be responsible for assisting 
commands with their use of the applicable department computer software, 
including training of supervisors in its use.  



 



 



9. The Committee Will Forward the Assessment and Mentoring Plan to the 
Appropriate Bureau Chief for Final Approval  



 



10. The Performance Mentoring Coordinator Maintains Resources and 
Supervisor’s Toolkit for the Performance Mentoring Program  



 



11. The Performance Mentoring Coordinator Monitors Information Related 
to Certain Precinct-Level Activity 



See 3.070-TSK-1 Performance Mentoring Coordinator’s Role in Creating, 
Implementing and Completing a Mentoring Plan.  
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12.  Documentation of Performance Mentoring Threshold Criteria in the Yearly 
Performance Appraisal Evaluation  



Sergeants will document Performance Mentoring threshold indicator activity in 
the Performance Appraisal System. See Seattle Police Manual Section 2.070-
Performance Evaluation. Section Captains shall document supervisors’ use of 
the Performance Mentoring software in the Performance Appraisal System.  
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Performance*Mentoring*Coordinator
Notifies(Captain(That(Assessment(



Needs(to(be(Completed



Captain
Via(the(Chain(of(Command,(Assigns(



the(Assessment(to(a(Sergeant(



Sergeant
Completes(Assessment(and(Submits(



to(Lieutenant



Lieutenant
Reviews(Assessment(and(Submits(to(



Captain



Captain
Reviews(Assessment(and(Submits(to(
Performance(Mentoring(Coordinator



Performance*Mentoring*Coordinator
Submits(Assessment(to(Performance(



Mentoring(Committee



Performance*Mentoring*Committee
Reviews(Assessment(and(Submits(to(



Bureau(Chief



Performance(Mentoring(Assessment(Timeline



Within(3*days*of(identifying(the(employee



Within(3*days*of(receipt



Within(14*days*of(receiving(the(notice



Within(3*days(of(receiving(the(assessment



Within(7*days(of(receiving(the(assessment



At(least(one*week*prior(to(the(next(
committee(meeting



Bureau*Chief
Reviews(and(Approves(Assessment



Within(7*days*of(
(the(meeting



Within*5*days(of(receiving(the(assessment
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3.070-POL-2 Administration of the Performance Mentoring Program for 
Officers 



 
1. Threshold Levels Initiate a Performance Mentoring 
Assessment 



When the below criteria thresholds are met, a Performance Mentoring 
Assessment will be conducted for the involved employee.   These 
thresholds are subject to revision, given the needs of the Department, after 
the consideration of the Performance Review Committee and the approval 
of the Chief of Police.  The threshold time periods exist on a rolling basis. 



• E.g., if an officer gets in two vehicle pursuits within any period of 
six consecutive months, he or she has met the threshold level. 



 



 
Indicator Criteria 



 
Threshold Levels 



 
 



 
 



 
A. Chain-of-command  



recommendations 



 
Each will be reviewed 



 
B.  Use-of-force (Type I)  



 
Reaching the top 1% of officers who have used force 
investigated at Type I within 6 months 



 
C.   Use-of-force (Type II and Type III) 



Reaching the top 5% of officers who have used force 
investigated at Type II or Type III within 6 months 



 
D.   Vehicle collisions 



 



 
2 Department vehicle collisions within 12 
months  
 



 
 E.   Receipt of OPA complaints 



 
 
 3 complaints within 12 months 
 



 
 



 



 
 F.  Receipt of EEO complaints 



 
 
 2 complaints within 12 months 
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 G.  Named in police actions claims or       
      lawsuits against the City 
 



 
 
2 within 24 months 



 
 
  



 H.  Vehicle pursuits 



 
2 within 6 months 



 
 
 I. Unexcused failure to appear in     
     mandatory training* 



 
 1 within 12 months 
 



 
 J.  K9 apprehension-bite ratio 
  



 
More than 15% K-9 apprehension bite ratio 
in a 12 month period  



 
 
 K.  Officer-involved shooting 



 
  
 Single incident threshold  



 
 



* Mandatory training is defined as firearms qualifications, Street Skills, and any 
other training designated as mandatory by the Captain of the Education & Training 
Section.  Officers must complete all mandatory training within the allotted time 
frame (i.e., Street Skills must be complete annually.)  An officer may reschedule 
Street Skills, firearms qualifications, etc., as necessary during the allotted time 
frame.  Officers on protected leave shall comply with the provisions of their leave, 
as specified in Title 4 of the Seattle Police Manual (hyperlink).  Officers may 
consult Manual Section 9.065 (hyperlink) for information on obtaining a waiver to 
qualify with their firearm.   



 



Additionally, a Performance Mentoring Assessment will be conducted at the 
aggregate level when an employee has a total of five (5) indicators between A – J 
within six (6) months of the completion of his or her last Mentoring Plan or his or 
her sworn date.   



An employee’s sergeant and lieutenant shall meet with the involved employee and 
discuss relevant factors, up to and including a Mentoring Plan.  



 



2. When an Officer Under a Performance Mentoring Plan Has Additional 
Performance Mentoring Threshold Indicator Activity, That Officer’s 
Lieutenant Will Review Any Further Performance Mentoring Threshold 
Indicator Activity 
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If an officer currently the subject of a Performance Mentoring Plan has additional 
Performance Mentoring Program activity, the employee’s lieutenant will review 
the new event and submit to the captain, via the progress report, a written 
recommendation regarding whether the original Mentoring Plan should be revised.  
Additional entries to the Mentoring Plan due to additional triggers are reviewed by 
the chain-of-command and the Performance Review Committee.     



 



3. Sergeants of Officers Designated for Performance Mentoring Assessments 
or Mentoring Plans Shall Coach and Mentor Employees About Issues and 
Behaviors That Indicate Possible Problematic Behavior 



Sergeants shall carry out strategies to correct and modify the behaviors 
identified by the Performance Mentoring Program. Based on each 
circumstance, performance mentoring of employees may include, without 
limitation: 



• Regular and consistent conversations with 
employees about issues and incidents that 
affect behavior and performance.  



• Sergeant ride-alongs with employees  



• Sergeant accompaniment of employees on at 
least four calls/traffic stops/citizen contacts 
per work week.  



• After action debriefs of significant events, 
arrests or other incidents that are an indicator 
criteria for the Performance Mentoring 
Program.  



• Review of the employees training history and 
possible referral to the Education and 
Training Section for additional training 
and/or assistance.  



• Identifying and supporting positive 
behaviors. 



Debrief Exceptions: Designated Type III Use-of- Force 
incidents, firearms discharges, and any open OPA 
complaint cannot be discussed in detail, per labor 
agreements and Department policy. Sergeants may 
discuss general issues and best practices with the 
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involved officers after that officer has given a statement 
and has been interviewed by OPA.  
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EXHIBIT B 



  











REVIEW DRAFT/DO NOT USE !



!



 



SEATTLE 
POLICE 
DEPARTMENT 



Use$of$Force*
Involved*Officer’s*Report*



Event/GO!#!



!!!!!



!



Serial!#!



!!!!!



!



Officer!name!



!!!!!



!



Date!of!Incident!



!!!!!



!



Date!of!Report!



!!!!!



!



Event!
Date!



!!!!!



!



Time!



!!!!!



!



Address!of!Event!



!!!!!



!



Address!where!Force!used!



!!!!!



!



Pct!



!!!!!



!



Sector/Beat!



!!!!!



!



Out!of!City!



!



Watch!



!!!!!



!



Screened*by!
Rank!



!!!!!



!



La!s!t!



!!!!!



!



Firs!t!



!!!!!



!



Serial!



!!!!!



!



Date!



!!!!!



!



Time!



!!!!!



!



Place!(if!not!at!scene,!explain!in!detail!in!narrative!why!not.)!



!!!!!



!



ICV*Flagged*with*GO*
&*Bookmarked!



!Yes!!!! !No! If!no,!explain:!



!!!!!



!



Force*Type*(This*is*your*belief*regarding*the*force*classification,*not*the*final*classification.)!



*
Type!1! Type!2! Type!3! OIS!!



Incident*Information*Check&all&that&apply*
Level/Type*of*Offense*



!Felony!



!Misdemeanor!



!Warrant!



!Violent!Crime!



!Domestic!Violence!



!Drug!Related!



!Fight/Disturbance!



!Crisis/Suicidal!



!Other!community!



caretaking!!



!Property!Crime!



!



!Traffic!Related!



!Non!traffic!Infraction!



!Pedestrian!violation!!



!Terry!stop!



!Prostitution!



!Drinking!in!Public!



!Public!Urination/!



Defecation!



!Illegal!camping!!



!Obstructing!



!Resisting!



Force*Occurred*while:*



Taking!Subject!into!Custody!



While!Subject!in!Custody!



Inside!Police!Vehicle!



Inside!Police!Facility!



If!inside!police!vehicle!or!



facility,!provide!facility!



name/!vehicle!number:!



!!!!!



!



CIT*Officer:*



!Requested!



!On!Scene!



!Utilized!



!I!am!a!CIT!officer!



Environment:*



Special!Event!



Demonstration/Protest!



Alcohol!Establishment!



Presence!of!Crowd!



Multiple!Subjects!



Other!!



!!!!!



!



Summary*of*Incident*
Reason*for*use*of*force:*



!Arrest!



!Defense!of!others!



!Defense!of!self!



!NonZCompliance!



!Protection!of!Property!



!Response!to!Disturbance/!



Trespass!



Service*Being*Rendered:*



!Booking!



!Call!for!Service!



!Interview!



!ObservationZ!NonZTraffic!Stop!



!Observation!–!Traffic!Stop!



!OffZDuty!



!Search!



!Warrant!Service!



Weather*Condition:*



!Clear!



!Cloudy!



!Fog!



!Ice!



!Indoors!



!Other!(Specify!in!Narrative)!



!Rain!



!Snow!



Lighting*Condition:*



!Darkness!



!Dawn/Dusk!



!Daylight!



!Flashlight!



!Indoor!Lighting!



!Other!(Specify!in!Narrative)!



!Street!Lights!











REVIEW DRAFT/DO NOT USE !



!



Crime*of*arrest:*:**************List&the&initial&crime&for&which&the&subject&was&arrested&even&if&booked&later&for&other&crimes*
Seattle*Municipal*Code*



!12A.06.010! Misdemeanor!Assault!



!12A.06.025! Fighting.!



!12A.06.030! Menacing.!



!12A.06.035! Stalking.!



!12A.06.040! Misdemeanor!Harassment!



!12A.06.045! Cyberstalking.!



!12A.06.050! Reckless!endangerment.!



!12A.06.060! Negligent!control!of!an!animal.!



!12A.06.070! Failing!to!summon!assistance.!



!12A.06.090! Coercion.!



!12A.06.110! Telephone!Harassment!



!12A.06.115! Malicious!harassment.!



!12A.06.130! No!contact!orders.!



!12A.06.187! Interfering!with!the!reporting!of!domestic!violence.!



!12A.06.190! Violation!of!civil!antiharassment!protection!order.!



!12A.06.195! Court!order!requiring!surrender!of!firearm,!dangerous!



weapon!or!concealed!pistol!license.!



!12A.06.300! Custodial!interference.!



!12A.08.020! Property!destruction.!



!12A.08.030! Reckless!burning.!



!12A.08.040! Criminal!trespass.!



!12A.08.060! Misdemeahor!Theft!



!12A.08.070! Unlawful!issuance!of!bank!checks.!



!12A.08.090! Possessing!stolen!property.!



!12A.08.100! Appropriation!of!lost!or!misdelivered!property.!



!12A.08.105! Unauthorized!manufacture,!duplication,!use!or!possession!of!



a!key!which!opens!a!parking!payment!device.!



!12A.08.110! Unauthorized!use!of!a!motor!vehicle.!



!12A.08.115! Burlary!/!Auto!Theft!Tools!



!12A.08.120! Vehicle!prowling.!



!12A.08.130! Criminal!impersonation.!



!12A.10.020! Prostitution.!



!12A.10.040! Patronizing!a!prostitute.!



!12A.10.090! Public!display!of!erotic!material.!



!12A.10.100! Urinating!in!public.!



!12A.10.115! Impoundment!of!vehicle!used!in!patronizing!a!prostitute.!



!12A.10.120! Voyeurism!in!public!places.!



!12A.12.010! Disorderly!conduct.!



!12A.12.015! Pedestrian!interference.!



!12A.12.020! Failure!to!disperse.!



!12A.12.030! Disruption!of!school!activities.!



!12A.12.040! Disorderly!bus!conduct*



!



!12A.14.071! Discharge!of!a!firearm.!



!12A.14.080! Unlawful!use!of!weapons.!



!12A.14.081! Possession!or!delivery!of!a!personal!protection!spray!



device.!



!12A.14.083! Weapons!in!public!places.!



!12A.16.010! Obstructing!a!public!officer.!



!12A.16.020! Hindering!law!enforcement.!



!12A.16.030! Escape.!



!12A.16.040! False!reporting.!



!12A.16.050! Resisting!arrest.!



!12A.16.060! Unlawful!interference!with!a!police!dog!or!horse.!



!12A.18.020! Contributing!to!dependency.!



!12A.18.030! Contributing!to!delinquency.!



!12A.18.080! Leaving!child!unattended.!



!12A.18.090! Misdemeanor!Mistreatment!



!12A.20.050! DrugZtraffic!loitering.!



!12A.22.020! Causing,!aiding!or!abetting!violation.!



!12A.22.090! Bunco!or!swindling!games!or!devices.!



!12A.24.020! Disposition!of!liquor.!



!12A.24.025! Unlawful!consuming!of!liquor,!opening!a!container!of!



liquor,!or!possessing!an!open!container!of!liquor,!each!in!



a!public!palce.!!



!12A.24.030! Possession!of!liquor!at!Seattle!Center!prohibited.!



!12A.24.080! Unlawful!furnishing!of!liquor.!



!12A.24.090! Unlawful!sale!of!liquor.!



!12A.24.100! Minor!in!Possession!



!12A.24.110! Unlawful!frequenting!of!tavern.!



!12A.24.120! Unlawful!treating!on!premises!of!a!liquor!establishment.!!!



!12A.24.130! False!ID!



!12A.26.040! Failure!to!obey.!



!12A.28.030! Prevention!of!interference—Shielding!or!abatement!of!



device.!



!12A.28.070! Failure!to!appear!in!response!to!citation.!



!12A.30.030! Possession!of!certain!substances!prohibited,!when.!



!12A.30.040! Sale!of!certain!substances!prohibited,!when.!



!12A.54.010! Climbing!prohibited.!



!12A.58.010! Sale!or!exchange!unlawful.!



!12A.58.020! Unlawful!possession.!



!12A.60.040! Unlawful!representation!as!employee!or!member.!



!12A.60.070! Unlawful!use!of!badge,!insignia!or!uniform.!



!12A.60.090! Unlawful!to!cross!guard!lines!at!fire.!



!12A.60.100! Interference!with!signal!box!or!booth.!



!12A.60.105! False!Alarm!











REVIEW DRAFT/DO NOT USE !



!



Crime*of*arrest*(con’t):*
Revised*Code*of*Washington*



!9.05! Sabotage!
!9.12! Barratry!
!9.24! Corporations,!crimes!relating!to!
!9.26A!Telecommunications!crime!
!9.27! Interference!with!court!
!9.31! Escape!
!9.35! Identity!crimes!
!9.38! False!representations!
!9.40! Fire,!crimes!relating!to!
!9.41! Firearms!and!dangerous!weapons!
!9.44! Petition!misconduct!
!9.47! Gambling!
!9.47A!Inhaling!toxic!fumes!
!9.61! Malicious!mischief!ZZ!Injury!to!property!
!9.66! Nuisance!
!9.68! Obscenity!and!pornography!
!9.68A!Sexual!exploitation!of!children!
!9.72! Perjury!
!9.81! Subversive!activities!
!9.82! Treason!



!
!9A.32!Homicide!
!9A.36!Felony!Assault!
!9A.40!Custodial!interference!
!9A.40!Kidnapping!
!9A.40!Unlawful!imprisonment!
!9A.42!Felony!Criminal!Mistreatment!
!9A.44!Sex!offenses!
!9A.46!Felony!Harassment!
!9A.48!Arson!
!9A.48!Malicious!Mischief!
!9A.48!Reckless!Burning!



!
!9A.49!Lasers!
!9A.50!Interference!with!health!care!facilities!or!providers!
!9A.52!Burglary!
!9A.52!Trespass!
!9A.56!Felony!Theft!
!9A.56!Robbery!
!9A.60!Fraud!
!9A.61!Defrauding!a!public!utility!
!9A.64!Family!offenses!
!9A.68!Bribery!and!corrupt!influence!
!9A.72!Perjury!and!interference!with!official!proceedings!
!9A.76!Obstructing!governmental!operation!
!9A.80!Abuse!of!office!
!9A.82!Criminal!profiteering!act!
!9A.83!Money!laundering!
!9A.84!Public!disturbance!
!9A.88!Indecent!exposure!



!
!69.5! VUCSA!



!
Miscellaneous*



! Criminal!Traffic!Offenses!
! DOC!Detainer!
! Felony!Warrant!
! Misdemeanor!Warrant!
! Other!Felony!
! Other!Misdemeanor!
! Other!Violation!
! Parks!
! Status!Offense!Z!Juvenile!Only!



!



Reporting*Officer!
Rank!



!!!!!



!
La!s!t!



!!!!!



!
Firs!t!



!!!!!



!
Middle!



!!!!!



!



Sex!



!!!!!



!



Age!



!!!!!



 



Height!



!!!!!



!



Weight!



!!!!!



!



Race:!! !White! !Hispanic! !Black!
! !American!Indian/Alaska!Native!
! !Asian/Pacific!Islander! !Other!



SPD!Hire!Date!
(month/Year)!



!!!!!



!



Total!years!police!



experience:



!!!!!



!
Serial!#!



!!!!!



!
Call!Sign!



!!!!!



!
City!email:!



!!!!!



!



Total!years!prior!police!experience!



!!!!!



! City!Employee!#!



!!!!!



!
Phone!Number:!



!!!!!



!
Unit!of!assignment:!



!!!!!



!
Time!in!assignment:!



!!!!!



!
Assigned!Sgt:!



!!!!!



!
Assigned!Lt:!



!!!!!



!
Assigned!Capt:!



!!!!!



!
Assigned!Bureau!Chief:!



!!!!!



!
CIT!Trained!! Yes! No! Officer!Injured!! Yes! No! Taken!to!Hospital?!! Yes! No! If!injured,!describe!i n !



s t a t emen t !
Officer!Injury/Condition:!



!Abrasion!
!Bruise!
!Burn!
!Complaint!of!Pain!Only!
!Concussion!



!



!Death!
!Dislocation!
!Dog!Bite!–!Abrasion!
!Dog!Bite!–!Puncture!
!Dog!Bite!–!Rake!Wound!



!



!Fracture!
!Gunshot!
!Human!Bite!
!Laceration!
!Nerve!Damage!
!None!Identified!



!



!Organ!Damage!
!Paralysis!
!Refused!Medical!Treatment!
!Soft!Tissue!Damage!
!Sprain/Strain/Twist!
!Unconscious!











REVIEW DRAFT/DO NOT USE !



!



Indicate*Areas*of*Officer*Injury*If*Any.*



!



! !











REVIEW DRAFT/DO NOT USE !



!



Force*Application*on*Subject*
Multiple*Subjects*on*which*you*used*force*in*this*incident?*Y/N*
If&you&used&force&on&&multiple&subjects&please&document&each&such&use&on&another&copy&of&this&form!



Involved*Subject*
La!s!t!



!!!!!



!
Firs!t!



!!!!!



!
Middle!



!!!!!



!
Date!of!Birth!



!!!!!



!
Address!



!!!!!



!



Transient/Homeless!
Yes!! No!



Email:!



!!!!!



!



Gender:! !Male!
!Female!
!Transgender!



Race!(officer!perception!of):!
!White! !Hispanic! !Black!
!American!Indian/Alaska!Native!



!Asian/Pacific!Islander! !Other!



!!!!!



!



Phone!
Number:!



!!!!!



!



!Cell!
!Work!
!Other:!



!!!!!



!



Address!where!force!applied!(e.g.!hundred!blk)!



     



!
Sector/Beat:!



     



!



Subject!Complained!of!Injury:! Yes!! No!
Subject!Visibly!Injured! Yes!! No!



If!“Yes”!to!either,!injury!occurred:!
Prior!to!Police!Involvement!! During!Arrest!! !In!Custody!



Subject*Injury/Condition:*



!Abrasion!
!Bruise!
!Burn!
!Complaint!of!Pain!Only!
!Concussion!



!



!Death!
!Dislocation!
!Dog!Bite!–!Abrasion!
!Dog!Bite!–!Puncture!
!Dog!Bite!–!Rake!Wound!



!



!Fracture!
!Gunshot!
!Human!Bite!
!Laceration!
!Nerve!Damage!
!None!Identified!



!



!Organ!Damage!
!Paralysis!
!Refused!Medical!Treatment!
!Soft!Tissue!Damage!
!Sprain/Strain/Twist!
!Unconscious!



!
!Treatment!Refused! !EMS/At!Scene! !Hospital!Treated/Released! !Mental!Health!Admission!



!SelfZTreatment! !EMS/At!Precinct! !Hospital!Admitted! !Hospital!Guard!ZAgency/!Unit!Handling:!!



     



*
!



Subject*Impairments/Behavior*(check!all!that!apply)* Subject*Interview*
!!No!Evidence!of!Impairment! !!Subject!indicated!not!using!prescribed!medication!



!!Subject!indicated!drug/alcohol!use! !!Rambling/Incoherent!Speech!
!!Smelled!of!Alcohol! !!Sweating!Profusely!



!!Slurred!Speech! !!Naked!



!!Poor!Balance! !!Other:!!



!!!!!



!
Emotional!Crisis?!



Drug/alcohol!related!crisis?*



Did!Supervisor!interview!subject?!! !Yes!! !!No!!



Name!



!!!!!



!



Rank!



!!!!!



!



Serial!



!!!!!



*



Miranda!Given?! Yes!! No!
By!whom:!!



!!!!!



!
Miranda!Waived?!! Yes!! No!
Date:!!



!!!!!



! Time:!!



!!!!!



!
Location:!!



!!!!!



*
Subject’s!Height:!



!Under!5’0”!
!5’0”!–!5’3”!
!5’4”!–!5’6”!
!5’7”!–!5’9”!
!5’10”!–!6’0”!
!6’1”!–!6’3”!
!Taller!than!6’3”!



Subject’s*Weight:*



!Under!125lbs!
!127Z175!lbs!
!176Z225!lbs!
!Over!225!lbs!



Distance*to*Subject*
When*Force*Applied:*



!0!feet!
!1Z5!feet!
!6Z10!feet!
!11Z20!feet!
!More!than!20!feet!



Officer*Assessment*of*Subject*Condition:*
!CIT!Eligible/Behavioral!CrisisEvent!
!Impaired–Cognitive!
!Impaired–Emotional/Psychological!
!Impaired–Physical!
!Under!Influence–Alcohol!
!Under!Influence–Drugs!
!Unimpaired!



Suspect’s*Resistance:*



!Blunt!Object!–!Use!
!Blunt!Object!–!Brandish!
!Break!Free!of!Control!Hold!
!Canine!
!Carotid/Neck!Restraint!
!Chemical!Agent!



!



!Control!Hold!–!Restraint!
!Control!Hold!–!Takedown!
!Edged!Weapon!–!Use!
!Edged!Weapon!–!Present/Brandish!
!Electrical!Weapon!(Taser,!Stun!Gun)!
!Explosive!



!



!Firearm!–!Point!
!Firearm!–!Fire!
!Firearm!–!Impact!Weapon!
!Personal!Weapons!–!Bodyweight!
!Personal!Weapons!–!Push!
!Personal!Weapons!–!Open!Hand!Strike!
!Personal!Weapons!–!Pressure!Point!



!



!Personal!Weapons!–!Punch/Elbow!
!Personal!Weapons!–!Feet/Leg!Sweep!
!Personal!Weapons!–!Feet/Leg!Kick/Knee!
!Passive!Noncompliance!(Including!Verbal)!
!Resist!Handcuffing!
!Resist!Restraint/Control!Hold!
!Other!(Specify!in!Narrative)!











REVIEW DRAFT/DO NOT USE !



!



Subject*Arrested?*
!Yes!
!No*



Subject!Disposition!
Booked?!
I/R?!
!!!From!where:!



More*Than*One*Subject*
Involved?*



!Yes!–!How!Many?!



!!!!!



!
!No!



Subject*Injured?*
!Yes!
!No!



Crime!of!arrest:!!



!!!!!



* ! ! ! Taken*to*Hospital?*
!Yes!
!No!



Indicate*Areas*of*Injury*to*Subject!



!











REVIEW DRAFT/DO NOT USE !



!



Force*Type*Used:*
!All!force!use!must!be!listed!
List!all!force!in!the!order!it!was!used.!
!
(Number!each!force!type!in!the!order!applied)!
!



!!!



!NonZContact!Force:!Device!displayed!only!or!



this!was!a!nonZphysical!force!type?!



!!!



!Baton–Expandable–Control/Pressure!Point!



!!!



!Baton–Expandable!–!Impact!



!!!



!Baton–Side!HandleZControl/Pressure!Point!



!!!



!Baton–Side!Handle–Impact!



!!!



!Baton–Straight–Control/Pressure!Point!



!!!



!Baton–Straight–Impact!



!!!



!Beanbag/Stunbag–Point!



!!!



!Beanbag/Stunbag–Use!



!!!



!BicycleZPush!



!!!



!BicycleZPowerslide/Takedown!



!!!



!Canine!



!!!



!Carotid/Neck!Restraint!



!!!



!Chemical!AgentZOC!Spray!



List!canister!size:_____________!



List!canister!expiration!date:____________!



!!!



!Chemical!AgentZOther!



!!!



!Control!HoldZRestraint!



!!!



!Control!HoldZTakedown!



!!!



!Control!HoldZTeam!Takedown!



!!!



!FirearmZPistol!Z!Point!



!!!



!FirearmZPistolZFire!



!!!



!FirearmZPistolZOther!



!!!



!FirearmZRifleZPoint!



!!!



!FirearmZRifleZDischarge!



!!!



!FirearmZRifleZOther!



!!!



!FirearmZShotgunZPoint!



!!!



!FirearmZShotgunZFire!



!!!



!FirearmZShotgunZOther!



!!!



!FlashlightZControl/Pressure!Point!



!!!



!flashlightZStrike!



!!!



!Hobble!Restraint!



!!!



!Other!WeaponZBlunt!Object!



!!!



!Other!WeaponZEdged!



!!!



!Other!WeaponZOther!



!!!



!Personal!WeaponsZOpen!Hand!Check!



!!!



!Personal!WeaponsZPush!



!!!



!Personal!WeaponsZPressure!Point!



!!!



!Personal!WeaponsZOpen!Hand!Strike!



!!!



!Personal!WeaponsZPunch/Elbow!



!!!



!Personal!WeaponsZFeet/Leg!Sweep!



!!!



!Personal!WeaponsZFeet/Leg!Kick/Knee!



!!!



!Shield!



!!!



!Sting!Ball!



!!!



!VehicleZPIT!



!!!



!VehicleZOther!



Force*Effective?**y/n*
(force!is!“effective”!when!it!
accomplishes!a!legitimate!law!
enforcement!objective!and!no!other!
or!additional!force!was!used.)!
!



!!!



!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



!!!



!



TASER*INFORMATION:*
Taser*Available?** Yes!! No*
Taser*Used?** Yes!! No*



!!!



!CEW!(TASER)!
Serial!#*



!!!!!



!



Cartridge!#*



!!!!!



!



!Device!Displayed!only!



!Subject!Painted!with!Laser/Red!Dot!



!Arc!Display!



!Drive!Stun/Direct!Contact!



!Accidental!(unauthorized)!discharge!



!Application!Caused!Injury!



!Cartridge!was!Attached!



Number!of!Cycles!



!!!!!



!



Duration!of!Cycles!



!Less!than!5!sec.!



!5!sec.!



!5Z10!sec.!



!11Z15!sec.!



!16Z20!sec.!



!More!than!20!sec.!



!FollowZup!Drive!Stun!Conducted!



!Projectile/Probe!Deployed!



!Accidental!(unauthorized)!discharge!



!Application!Caused!Injury!



!Probes!Penetrated!Skin!



!Subject!Wearing!Heavy!Clothing!



!Additional!Cartridge!Deployed!



Number!of!Air!Cartridges!Used*



!!!!!



!



Total!Number!of!Probes!Deployed*



!!!!!



!



Number!of!Probe!Hits*



!!!!!



!



Number!of!Cycles!Through!Probes



*



!!!!!



!



Duration!of!Cycles!



!Less!than!5!sec.!



!5!sec.!



!5Z10!sec.!



!11Z15!sec.!



!16Z20!sec.!



!More!than!20!sec.!



!FollowZup!Drive!Stun!Conducted!



*
*
*
Force*
Effective?*
!



!!!



!



!!!



!



!!!



!



!!!



!



!



!



!



!



!



!



!



!



!



!



!



!!!



!



!!!



!



!



!



!



!



!!!



!



!



!



!



!



!



!



!



!



!



!



!



!



!!!



!



!



! !











REVIEW DRAFT/DO NOT USE !



!



Indicate*Areas*Where*Force*Was*Used*on*Subject:*[Name]*



!



! !











REVIEW DRAFT/DO NOT USE !



!



Use$of$Force*Statement*
!



I!was!ordered!by!(insert!name!of!individual!giving!order)!to!provide!a!statement!and!understand!that!failure!to!do!so!could!lead!
to!discipline!up!to!and!including!termination.!



I!do! !!!!!!!!!!,!I!do!not! ,!!!!!!!invoke!my!Garrity!rights!prior!to!giving!this!statement.!
!
Explain!and!justify!the!use!of!force!incident!in!RELEVANT!detail!in!chronological!order!:!
*
*
*
*
I certify (declare) under penalty of perjury under the laws of the State of Washington that this report is true and correct to the best of my knowledge and belief (RCW 
9A.72.085) 
 
 
 
        Seattle WA 
Officer Submitting Report Serial # Unit# Date Signed Place Signed 



*
Signature!
!











REVIEW DRAFT/DO NOT USE  



 



SEATTLE 
POLICE 
DEPARTMENT 



USE$OF$FORCE$WITNESS$
OFFICER$STATEMENT$
 
 



 
Event/GO)#)



)))))



)
Involved)officer)Serial)#)



)))))



)
Involved)Officer)name)



)))))



)
Date)of)Incident)



)))))



)
Date)of)Report)



)))))



)



Event)
Date)



)))))



)
Time)



)))))



)



Call)Type)



)))))



)



Address)of)Event)



)))))



)



Precinct)



)))))



)
)Reported$to/$Screened$by)



Rank)



)))))



)



La)s)t)



)))))



)



Firs)t)



)))))



)



Serial)



)))))



)



Call)Sign)



)))))



)
Time)



)))))



)



Place)



)))))



)



Witness$Officer)
Rank)



     



)



La)s)t)



     



)



Firs)t)



     



)



Middle)



     



)



Sex)



     



)
Age)



     



 



Height)



     



)
Weight)



     



)



Race:  )White )Hispanic )Black)
 )American)Indian/Alaska)Native)
 )Asian/Pacific)Islander) )Other)



SPD)Hire)Date)
(month/Year))



     



)



Total)years)police)



experience:



     



)
Serial)#)



)))))



)
Call)Sign)



     



)
City)email:)



     



)



Total)years)prior)police)experience)



     



) City)Employee)#)



)))))



)
Phone)Number:)



     



)
Unit)of)assignment:)



     



)
Time)in)assignment:)



     



)
Assigned)Sgt:)



     



)
Assigned)Lt:)



     



)
Assigned)Capt:)



     



)
Assigned)Bureau)Chief:)



     



)



I was ordered by (insert name of individual giving order) to provide a statement and understand that failure to 
do so could lead to discipline up to and including termination. 
 
 
 



I certify (declare) under penalty of perjury under the laws of the State of Washington that this report is true and correct to the best of my knowledge and belief (RCW 9A.72.085) 



 
        Seattle WA 
Officer Submitting Report Serial # Unit# Date Signed Place Signed 



 











REVIEW DRAFT/DO NOT USE  



Form  24.5       Page____of____ 



 



 



SEATTLE 
POLICE 
DEPARTMENT 



Use$of$Force$Witness$
Statement$(non2officer) 



Event/GO)#)



)))))



)



Serial)#)



)))))



)



Officer)name)



)))))



)



Date)of)Incident)



)))))



)



Date)of)Report)



)))))



)



Witness)
La)s)t)



)))))



)



Firs)t)



)))))



)



Middle)



)))))



)



Date)of)Birth)



)))))



)



Address)



)))))



)



Email:)



)))))



)



Gender:)



)Male)



)Female)



)Unknown)



Race:  )White )Hispanic )Black)



 )American)Indian/Alaska)Native)



 )Asian/Pacific)Islander)



 )Other)



Phone)Number:)



)))))



)



)Cell)



)Home)



)Work)



)Other:)



)))))



)



Interviewed?)



)Yes)) )No)



Statement)



Recorded?)



)Yes)) )No)



If)so,)how)recorded?)(e.g.,)ICV,)Audio,)Written):))



     



) ) )



__________________________________________________________________________________________________)



__________________________________________________________________________________________________)



__________________________________________________________________________________________________)



__________________________________________________________________________________________________)



__________________________________________________________________________________________________)



__________________________________________________________________________________________________)



__________________________________________________________________________________________________)



__________________________________________________________________________________________________)



__________________________________________________________________________________________________)



__________________________________________________________________________________________________)



__________________________________________________________________________________________________)



__________________________________________________________________________________________________)



__________________________________________________________________________________________________)



__________________________________________________________________________________________________)



__________________________________________________________________________________________________)



I certify (declare) under penalty of perjury under the laws of the State of Washington that this report is true and correct to the best of my knowledge and belief (RCW 9A.72.085) 
 
 
 
        Seattle WA 
Officer Submitting Report Serial # Unit# Date Signed Place Signed)



)











!
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Seattle Police Manual  USE OF FORCE REPORTING            Sections 8.300–POL–1 through –4 
    & INVESTIGATION              Sections 8.300–TSK–1 through –12 



 
8.300-POL-1   Use-of-Force Reporting 



 
The Seattle Police Department recognizes the magnitude of the responsibility that comes with the 
constitutional authority to use force. This responsibility includes maintaining vigorous and transparent 
oversight systems to ensure accountability to the community and maintain their trust.  In order to ensure 
transparency and accountability officers must clearly and reliably report and thoroughly document each time 
they use force defined as Type I, II, III.   
 
All uses of force are reportable except de minimis force. 
 
Supervisors must clearly and reliably document the steps they have taken to investigate and review the 
actions of the officer and any additional steps taken or recommendations for further review and action. 
 
The requirements for reporting, investigating, and reviewing use-of-force incidents (other than incidents resulting 
in death or discharge of a firearm by an officer) are separated into three types, based on the nature of the incident.  
For officer-involved shootings, see 8.500, and for deaths see 15.055.  The goal is to focus police resources on the 
most serious cases, while also requiring that all reportable uses of force are reported and not under-classified. The 
categorization of the uses of force is based on the following factors: degree of injury caused, potential of the 
technique or weapon to cause injury, degree of pain experienced, degree of disability experienced by the subject, 
complaint by the subject, degree of restraint of the subject, impairment of the functioning of any organ, duration of 
the force, and physical vulnerability of the subject. 



 



Force Threshold Examples Components of 
Investigation 



De  
Minimis 



Physical interaction meant to separate, 
guide, and/or control that does not 
cause pain or injury 



� Using hands or equipment to 
stop, push back, separate or 
escort, the use of compliance 
holds without the use of 
sufficient force to cause pain, 
and unresisted handcuffing 
without transient pain 



No investigation  
or 
reporting required 



Type I � Transient Pain 
� Disorientation 
� Aiming of Firearm or Beanbag 



Shotgun at a Subject 



� “Soft”  takedowns  (controlled  
placement) 



� Open or empty hand strike or 
other disorientation techniques 



� Wrist lock with sufficient force 
to cause pain or complaint of 
pain 



 



x Sergeant 
Screening In-
person (Unless 
Impractical) 



x Use-of-Force 
Report 



 



Type II � Physical Injury (Greater than 
temporary pain/redness) 



� Reasonably expected to cause 
physical injury 



� Complaint of injury 
� Use of CEW (TASER) 



� Abrasion 
� Bruising 
� “Hard  strike” 
� Hard takedown 
� Kick 



 



x Sergeant 
Screening at the 
Scene 



x Use-of-Force 
Statement 



x Witness 
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� Use of OC Spray 
� Use of Impact Weapon causing less 



than a Type III injury 
� Use of Beanbag Shotgun causing less 



than a Type III injury 
� K9 Deployment with Injury or 



Complaint of Injury causing less than 
a Type III injury 



� Vehicle  
� PIT  
� Hobble Restraint 



Statements 
x Collection of 



Evidence 
x Review of Video 
x UOFRB Review 



Type III � Great Bodily Harm 
� Substantial Bodily Harm 
� Deadly Force 
� Loss of Consciousness 
� Neck and Carotid holds  
� Criminal Conduct by Officer(s) 
� Serious Misconduct by Officer(s) 
� Use of Stop Sticks Against 
� a Motorcycle 
� Impact Weapon Strike to the Head 



� Broken arm 
� Closed head injury 
 



x Sergeant 
Screening at 
the Scene 



x FIT Response & 
Investigation 



x UOFRB Review 



 
1. Officers Shall Report all Uses of Force Except De Minimis Force 



 
Officers shall thoroughly document all reportable uses of force to the best of their ability, including a 
description of each force application. 
 
When an officer makes an affirmative request for a Garrity warning related to giving a statement, this request 
will be documented in the use of force report. 
 
The Department recognizes the inherent limitations on perception and recall following tense and rapidly 
evolving circumstances.   
 



2. Officers, Including Witness Officers, Will Verbally Notify a Supervisor Immediately, Unless Not Practical, 
Following any Use of Reportable Force 



 
a. Officers Who Use Reportable Force While On-Duty Shall Call for an On-Duty Sergeant Via 



Radio  
 



b. Officers Who Use Reportable Force While Exercising Police Authority in all Other Circumstances 
Shall Call and Request to be Contacted by an On-Duty Lieutenant.  



 
c. Officers Who Use Reportable Force While Working for a Secondary Employer Shall Call for an 



On-Duty Sergeant Via Radio unless an SPD Sergeant is Assigned or Working the same Off-Duty 
Detail 



  
The sergeant will review the incident and do one of the following: 
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x Classify the investigation as Type I 
Use of low-level physical force that: 
o Causes transient pain or disorientation, but does not cause, and would not reasonably cause, injury 



or otherwise require a Type II investigation 
o Intentionally pointing a firearm or beanbag shotgun at a person  



� Un-holstering or displaying a firearm without intentionally pointing it at a person – including the 
sul and low-ready positions - or simply displaying any weapon, is not a reportable use of force. 



 
x Classify the investigation as Type II 



Use of physical force that: 
o Causes physical injury greater than temporary pain or redness, or 
o Could reasonably be expected to cause such an injury, or 
o Results in a complaint of such an injury, and does not rise to the level of a Type III investigation 
o Use of intentional ramming or PIT (Pursuit Intervention Technique) 



 
x Call the captain of the FIT Unit and screen a Type III response by the FIT 



o Use-of-force that results in, or could reasonably be expected to result in, great bodily harm [RCW 
9A.04.110(4)(c)] or substantial bodily harm [RCW 9A.04.110(4)(b)], to include broken bones and 
an admission to the hospital for treatment, or 



o Use of deadly force, except those incidents involving the discharge of a firearm, or 
o Use-of-force  that  results  in  a  subject’s  loss  of  consciousness  as  the  result  of  the  force,  or 
o Use-of-force that potentially involves criminal conduct or serious misconduct on the part of the 



officer, or 
o Application of a neck hold 
o Hard strike to the head or neck with an impact weapon (flashlight, baton or other object) 
o Use of stop-sticks against an occupant of a moving motorcycle 



 
x Classify the investigation as a firearms discharge  (See 8.500-Firearms Discharge Investigations) 
 



d. The FIT Unit Captain or FIT Sergeant, When Contacted by a Sergeant, Will Either Initiate a Type 
III Investigation or Suggest Another Type of Investigation 



 
e. When Multiple Officers are Involved in a Use-of-Force Incident, the Entire Incident Will be Reported 



and Reviewed at the Highest Level Reached by any Single Officer During the Incident 
 
If one officer uses Type I force while another officer uses Type II force, in the same incident, both involved 
officers will be required to report in accordance with Type II investigation requirements. 
 



3. Sergeants May Request a Higher Level of Investigation for a Given Force Incident 
 
Factors to consider when determining whether a higher level of investigation is appropriate include, but are 
not limited to, the following: 
 
x The nature of the resistance encountered 
x Force used against a handcuffed, or otherwise restrained, under-control, or in-custody subject 
x Force used against a pregnant or vulnerable subject (e.g., age or infirmity) 
x Incidents resulting from faulty information or unintentional error 
x Whether it is unclear whether the officers actions were consistent with policy or law 
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4. No Supervisor Who Used, Participated In, or Ordered the Force, Will Conduct the Investigation of the 
Incident, Unless it is Impractical Under the Circumstances 



 
5. Officers are Required to Report the Use of OC Spray, Beanbag Shotgun, TASER and Patrol CART 



Munitions, Regardless of the Effect 
 
Reporting is required whether or not the subject is struck, affected, or taken into custody.  
 



6. Once a Subject is Free to Leave, Officers Will Not Detain for Screening Purposes 
 



7. The Incident Commander Will Make Appropriate Notifications of Serious Officer Misconduct or Criminal 
Liability 



 
The incident commander/watch commander will notify the command staff and OPA if information is obtained 
at any step in the investigation that suggests either serious officer misconduct or criminal conduct. 
 
If the situation warrants, the incident commander may relieve the officer from duty for up to 24 hours pursuant 
to Manual Section 5.002.4.c.   
 



8.300-POL-2    Type I Investigations 
 



1. Sergeants Must Screen Uses of Reportable Force In-Person With the Involved Officer and the Subject, 
Unless Impractical, Prior to the Subject Being Booked or Released 



 
If the subject is free to leave, the detention will not be extended to facilitate the screening process; however, 
the subject may choose to remain at the scene to speak with the sergeant. See 8.300–TSK–1, Involved  Officers’  
Responsibilities During a Type I Investigation. 
 
If there is any uncertainty or concern about the reason or nature of the force used, or the existence of any 
injury, the sergeant will immediately respond to the scene, unless impractical in the circumstances. 
 



2. Officers Shall Document All Uses of Reportable Force 
 
The applicable reporting system is here.  [Hyperlink to reporting system.] 
 



3. The  Officer’s  Immediate  Supervisor  Will  Review  the  Documentation  as  Soon  as  Practicable and Will Direct 
the Officer to Provide More Information, if Needed 



 
8.300-POL-3    Type II Investigations 



 
1. In Conducting a Type II Investigation, a Sergeant Will Respond to the Scene and Thoroughly Investigate the 



Event, Unless Officer or Public Safety Will be Compromised as a Result  
 
See 8.300–TSK–5 Responsibilities of the Sergeant During a Type II Investigation.  
  
The sergeant retains the discretion to refer any use of force to FIT for their determination of whether to take 
investigatory responsibility over the matter. 
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2. The Sergeant Will Conduct the Investigation as an Impartial Fact-Finder and Shall Not Draw Conclusions 
About Whether the Force was Within Policy or Law 



 
3. The Sergeant Will Make Appropriate Notifications When He or She Believes that Criminal Conduct or 



Serious Misconduct May Have Occurred  
 
When a sergeant believes that there may have been criminal conduct or serious officer misconduct, the 
sergeant will consult with an on-duty captain or lieutenant and confirm that either OPA or FIT is notified. 



 
4. Sergeants Will Complete a Sergeant’s  Force  Investigation  Report  Within 3 Days of Learning of the Use-of-



Force 
 
Exception: The lieutenant may approve an extension. 
 
a. Each Higher Level Supervisor in the Chain Will Review the Report Packet Within a Reasonable 



Period  of  Time  to  Ensure  it  is  Complete  and  That  the  Sergeant’s  Investigation  was  Thorough  
and Reach Findings as to Whether the Use-of-Force was Lawful and Consistent with Policy 



 
Every supervisor in the chain of command is responsible to ensure the accuracy and completeness of the Use-
of-Force Reports completed by sergeants. 
 
If any investigative deficiencies exist, the reviewer will initiate corrective action where appropriate. 
 



x When it appears to a supervisor that there is additional relevant and material evidence that may assist 
in resolving inconsistencies or improving the reliability or credibility of the findings, that supervisor 
should ensure that additional investigation is completed. 



 
x When it appears to a supervisor that the findings are not supported by a preponderance of the 



evidence, that supervisor will modify the findings after consultation with the investigating supervisor 
and previous reviewers, and document the reasons for this modification, including the specifics 
evidence or analysis supporting the modification. 



 
5. An Investigation May Be Re-Assigned 



 
At  the  discretion  of  the  officer’s  chain  of  command,  or  OPA  in  the  case  of  potential  misconduct,  a  use-of-force 
investigation may be assigned or re-assigned to FIT or to another supervisor, whether within or outside of the 
precinct in which the incident occurred, or may be returned to the unit for further investigation or analysis. 
 



6. Where, After Investigation, a Use-of-Force is Found to be Out of Policy, or the Investigation of the Incident is 
Lacking, the Chief or Designee Will Direct and Ensure Appropriate Corrective Action, if Warranted, 
Including Referral to OPA in the Case of Misconduct 



 
7. When the Use-of-Force Indicates Policy, Training, Tactical or Equipment Concerns, the Chief or Designee 



Will Ensure That Necessary Training is Delivered and That Policy, Tactical or Equipment Concerns are 
Resolved 



 
8. After the Precinct Captain has Reviewed the Use-of-Force Packet, Finds the Investigation Complete and 



Supported by the Evidence, He or She Shall Forward the Investigation File to the Use of Force Review Board 
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8.300-POL-4    Type III Investigations 



 
1. The Force Investigations Team (FIT) Will Conduct All Type III Investigations, With Assistance from the 



On-Scene Sergeant 
 



2. FIT Responses Will Be Tailored to the Circumstances, But Will Normally Include One to Three FIT 
Detectives, the FIT Sergeant, the FIT Captain, a Training Section Representative, and an OPA 
Representative 



 
3. At Least One Member of the FIT Will be Available at All Times to Evaluate Potential Referrals from SPD 



Sergeants 
 



4. The FIT Captain Shall Staff the FIT with Employees Who Have the Appropriate Expertise and Investigative 
Skills 



 
FIT should be staffed with individuals with appropriate expertise and investigative skills to ensure that uses of 
force that are contrary to law or policy are identified and appropriately resolved; and that its investigations 
allow the Use-of-Force Review Board to identify trends or patterns of policy, training, equipment, or tactical 
deficiencies, or positive lessons related to the use-of-force. 
 



5. A Training Section Representative Will Have Certain Responsibilities During a Type III Investigation  
 
The Training representative will not have investigative roles at the scene of a use-of-force, but will attempt to 
identify any policy or training issues. 
 
See 8.300–TSK–11, Responsibilities of the Training Representative During a Type III Investigation. 
 



6. An Office of Professional Accountability (OPA) Representative Will Have Certain Responsibilities During a 
Type III Investigation  



 
The OPA representative will not have investigative roles at the scene of a use-of-force, but will attempt to 
identify any potential misconduct issues.   
 
See 8.300–TSK–12 Role of the Office of Professional Accountability (OPA) Representative During a Type III 
Investigation. 



 
7. FIT Personnel Will Take Control of the Use-of-Force Investigation Upon Their Arrival 



 
See 8.300–TSK–9, Responsibilities of the FIT Captain During a Type III Investigation, and 8.300–TSK–10, 
Responsibilities of the FIT Unit Sergeant During a Type III Investigation.  
 
a. Once FIT has Assumed Control of the Scene, the Patrol Sergeant Will Work at the Direction of the 



FIT Captain 
 
See 8.300-TSK-7 Responsibilities of the Patrol Sergeant During a Type III Investigation. 
 



8. For Type III Investigations, All Involved Officers Will Provide a Recorded Statement as Directed by the FIT 
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Captain 
 
Typically, the FIT Captain will direct officers who used Type I or Type II force to complete a use-of-force 
statement and officers who used Type III force to participate in an audio-taped interview. 
 
Exception: If information suggests possible criminal conduct by an officer, that officer will not be compelled 
to provide a use-of force statement or an audio-taped interview prior to the conclusion of any criminal 
investigation. 



 
9. Within 30 days, the FIT Captain Will Present the Completed Investigation to the Chief of the Professional 



Standards Bureau for Review as to Completeness of Investigation 
 
This review will normally be completed within three business days.  The investigation will then be forwarded 
to  the  involved  officer’s  chain  of  command.    After  this  review  has  been  completed,  the  FIT  Captain  will  be  
responsible for presenting the investigation to the Use-of-Force Review Board. 
 
See 8.300-TSK-9, Responsibilities of the FIT Captain During a Type III Investigation. 
 



10. The FIT Captain Will Notify the Command Staff if Information is Obtained at any Stage of the 
Investigation That Suggests Either Serious Officer Misconduct or Criminal Liability 



 
The assigned FIT investigator will continue to complete the use-of-force investigation. 
 
a. The FIT Captain Will Take the Following Actions When Possible Criminal Conduct is Revealed: 
 
x Refer the investigation to OPA 
 



o If OPA agrees that a criminal investigation is appropriate, they will refer the investigation to the 
Homicide Unit or another investigative body for assignment to an uninvolved sergeant for 
bifurcated  criminal   and  administrative   investigations  using  a   “clean   team”  and  “exposed   team”  
approach. 



 
x Screen all information through a case master, who will see to it that no information that would 



compromise the criminal investigation is passed on to the sergeant who is supervising the criminal 
investigation.   
 



o Additionally, any compelled interview of the subject officer(s) will be delayed until the end of the 
investigation. 



 
x Consult  with  a  representative  of  the  King  County  Prosecutor’s  Office  or  the  City  Attorney’s  Office  when  



necessary.   
 



o The criminal investigation will have priority access to witnesses and evidence. 
 



b. The FIT Captain Will Take the Following Actions When Possible Serious Officer Misconduct is 
Revealed: 
 
x Advise the OPA director and refer the investigation to the OPA 
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RESPONSIBILITIES DURING A TYPE I INVESTIGATION 
 
8.300–TSK–1    Involved  Officers’  Responsibilities  During  a  Type  I  Investigation 



 
Upon being involved in a use-of-force that will be investigated at Type I, the involved officer (any officer who used 
the reportable force): 



 
1.  Notifies an on-duty sergeant 
 
2.  Uploads and flags in-car video (ICV) before going off shift 
 
3.  Documents the incident, as appropriate  
 
4.  Submits a Type I Use-of-Force Report to the sergeant by the conclusion of the current shift, unless 



the sergeant approves an extension  
 



The report will include the following elements: 
 



o The name and serial number of the officer  who used force 
o The names of other officers or identified witnesses present 
o An  account  of  the  officer’s  actions  in  using  force 
o The  suspect’s  actions  that  led  to  the  application of force  
o A detailed description of any force and non-force actions used to achieve the law 



enforcement objective, and the observed results 
o The name of the supervisor screening the incident 



 
8.300–TSK–2     Responsibilities of the Sergeant During a Type I Investigation 



 
When conducting a Type I investigation, the sergeant: 



 
1.  Screens the incident in-person with the involved officer 
 



a. If there is any uncertainty or concern about the reason or nature of the force used, or the 
existence of any injury, the sergeant will immediately respond to the scene, unless impractical in 
the circumstances. 



 
2.  Determines if the use-of-force is appropriately classified as a Type I incident 
 



a. If the sergeant is unable to make that determination, he will consult with the lieutenant or FIT to 
assist in the determination. 



 
3.  Evaluates the incident for any concerns (tactical, threat assessment, etc.) 
 



a. If it appears that serious misconduct may have been involved with the use-of-force, the sergeant 
will ensure that OPA is contacted and consult the FIT team regarding reclassification of the 
incident as Type II or Type III. 



 
4.  Addresses any concerns with the involved officer and initiates corrective action, as necessary 
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5.  Directs the involved officer to submit a Type I Use-of- Force Report 
 
6.  Reviews the Type I Use-of-Force Report, and any related documentation, including GO and 



supplemental reports and directs the officer to supply more information, if needed 
 
7.  Orders the officer to provide additional information or clarification if the Type I Use-of-Force 



Report is unclear 
 
8.  Forwards the report to the lieutenant 



 
RESPONSIBILITIES DURING A TYPE II INVESTIGATION 
 
8.300-TSK-4 addresses Responsibilities of Witness Officers During Both Type II and Type III Investigations. 
 
8.300–TSK–3    Involved  Officers’  Responsibilities  During  a  Type  II  Investigation 



 
Upon being involved in a use-of-force that will be investigated at Type II (physical injury [greater than temporary 
pain/redness], reasonably expected to cause physical injury, complaint of injury, use of CEW, use of OC spray, use 
of impact weapon, use of beanbag shotgun, K9 deployment, vehicle-to-vehicle contact to end a pursuit, full-restraint 
position), the involved officer (any officer who used the reportable force): 



 
1.  Requests medical attention for any injured persons 
 
2.  Notifies an on-duty sergeant 
 
3.  Uploads and flags in-car video (ICV) before going off shift 
 
4.  Completes a General Offense Report, if appropriate 
 
5.  Submits a written Type II Use-of-Force Statement to the sergeant by the conclusion of the current 



shift, unless exigent circumstances require an extension 
 



The statement will include the following elements: 
 



o The name and serial number of the officer who used force 
o The names of other officers, whether or not they used force, and identified witnesses present 
o A detailed description of the circumstances, and the valid law enforcement objective, that 



led up to the contact with the subject 
o A detailed description of the words, actions or behaviors of the subject that precipitated the 



need for force  
o A detailed description of any force and non-force actions used, how those actions furthered 



the intended law enforcement objective, and the observed results 
o A detailed description of any force clearly observed being used by other officers during this 



incident 
o A detailed description of any apparent injury to the subject, any complaint of injury, or the 



lack of injury, including information regarding any medical aid or medical evaluation 
provided 



o The name and serial number of the sergeant who screened the incident 
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8.300–TSK–4   Responsibilities of Witness Officers During a Type II or Type III Investigation 
 



A witness officer (any officer who was on-scene and did not use reportable force): 
 
1.  Protects the scene and related evidence  
 
2. Stands by at the scene until released by the sergeant (for a Type II investigation) or the FIT 



supervisor (for a Type III investigation) 
 
3.  Uploads and flags in-car video (ICV) before going off shift 
 
4.  Provides a witness statement, as directed by the sergeant (for a Type II investigation) or the FIT 



supervisor (for a Type III investigation).  If a witness officer is aware that reportable force was used 
but not reported, the witness officer shall provide the witness statement to his or her supervisor. 



 
8.300–TSK–5     Responsibilities of the Sergeant During a Type II Investigation 



 
When conducting a Type II investigation, the sergeant: 



 
1.  Responds to the scene 
 
2.  Examines the subject of the force for injury 
 



o When feasible, the sergeant will assess the   subject’s   injuries   and   determine whether the 
subject’s  injuries  are  consistent  with  the  force  reported  by  the  officer(s). 



 
3.  Interviews the subject for complaints of injury 
 
4.  Confirms that appropriate medical aid is rendered to any injured party 
 
5. Obtains basic information and determines if the incident requires screening with the FIT supervisor 
 
6. Identifies and secures evidence to enable him or her to summarize the use of force and the facts and 



circumstances surrounding it, including: 
 



o Physical evidence 
o Audio and video recordings 
o Photographs 
o Documentation of the presence or absence of injuries 



 
7.  Attempts to locate relevant civilian witnesses and arranges for witnesses to be interviewed 
 



x If witnesses do not want to be interviewed, the sergeant shall record their contact information.   
 



x Where practicable and warranted in the circumstances, the sergeant will arrange for all 
interviews with civilian witnesses to be audio recorded. Civilian witnesses shall be interviewed 
separately, unless unreasonable under the circumstances. 



 
o Interviews  of  the  subject,  or  the  subject’s  refusal to be interviewed, will be audio or 
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ICV recorded, if feasible. 
 
8.   Reviews CAD to make sure that all officers at the scene are contacted to determine if they used or 



observed force 
 



9.  Conducts separate interviews of officers involved in a use of force incident, unless unreasonable 
under the circumstances 



 
Exception: Whenever there is an indication of possible criminal conduct by an officer, the officer 
will not be compelled to provide a statement. 



 
10.  Directs the involved officer(s) to complete a use-of-force statement and the witness officer(s) to 



complete a witness statement 
 



Exception: Whenever there is an indication of possible criminal conduct by an officer, the officer 
will not be compelled to provide a statement. 



 
11.  Canvasses the area for privately-owned video that may have captured the incident, and attempts to 



obtain copies voluntarily 
 



x If the owner of the video refuses or the video is unavailable, documents the location and/or 
owner 



 
x If no privately-owned video is discovered, documents that none was found 



 
x Documents all efforts to obtain private video 



 
12.  Photographs the following: 
 



x The location where the incident occurred, to document damage and to make sure that relevant 
evidence is collected 



x Any officer injuries or areas of complained injury, and any damaged government or private 
property 



x When a subject is not in custody, asks for permission to photograph injuries 
x When a subject is in custody, photographs the subject unless the subject refuses and safety 



dictates, after voluntary and non-coercive attempts fail 
o Takes a minimum of three photos, per subject: 



� Overall photo of the subject 
� Photo of the general area of the injury (arm, neck, etc.) 
� Close-up photo of the injury 



o Uploads photos to DEMS 
o Documents refusal, as appropriate 



 
13.  Reviews the  officer’s  Use-of-Force Report to make sure the account is full and accurate 
 



x Verifies that the officer has thoroughly documented all reportable uses of force to the best of 
their abilities, including a description of each force application 



 
14.  Evaluates the incident for any concerns (tactical, threat assessment, etc.) 
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a. If it appears that serious misconduct may have been involved with the use-of-force, the sergeant 



will ensure that OPA is contacted and consult the FIT team regarding reclassification of the 
incident as Type III. 



 
15.  Advises his or her lieutenant of the incident by the end of the shift during which the incident 



occurred 
 
16.  Confirms that all officers who responded to the incident upload their ICV by the conclusion of their 



shift 
 
17.  Reviews any ICV or holding cell video related to the incident and flags for retention ICV that 



includes contact with the subject 
   
18.  If a CEW was deployed, confirms that the CEW data is downloaded and that data analysis is 



included in the Use-of-Force Report 
 
19.  Completes the  supervisor’s Use-of-Force Report 
 



x The Use-of-Force Report will include a narrative description of the incident.  The narrative will 
summarize the force used by the officers and the subject, injuries sustained by the subject and 
the officer, and will describe the sequence of events.  Additionally, it will document the 
supervisor’s  actions  in  reviewing  or  screening  the  incident. 



 
x The Use-of-Force Report will include documentation of all evidence that was gathered, 



including physical evidence; photographs; and names, phone numbers, addresses and 
summaries of statements by all civilian witnesses to the incident. 



 
x In situations where there are no known witnesses, the Use-of-Force Report will specifically state 



this fact. 
 



x In situations in which witnesses were present but the author of the report did not determine the 
identification, phone number or address of those witnesses, the Use-of-Force Report will state 
the reasons why. 



 
x The Use-of-Force Report shall include the names of all other SPD employees witnessing the 



use-of-force and summaries of their statements. 
 



x The Use-of-Force  Report  shall  include  the  sergeant’s  evaluation  of  the  evidence,  including  any  
material inconsistencies in the evidence or statements. 



 
20.  Forwards a completed Use-of-Force Report along the chain of command within three days, unless 



an  extension  is  approved  by  the  supervisor’s  commanding  officer 
 



21.  Reviews and approves all associated General Offense reports 
 



Exception: Another sergeant may review the documentation if it is impractical for the initial 
sergeant to do so.  The screening sergeant will locate an alternate to perform the review and will 
inform the reporting officer of the change. 
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22.  Sends VMail with the GO number to HALERT requesting immediate transcription 



 
RESPONSIBILITIES DURING A TYPE III INVESTIGATION 
 
8.300–TSK-6     Involved  Officer’s  Responsibilities  During  a  Type  III  Investigation 



  
Upon being involved in a use-of-force that will be investigated at Type III (great bodily harm, substantial bodily 
harm, deadly force, loss of consciousness, neck holds, criminal conduct by officers, serious misconduct by officers, 
use of stop sticks against a motorcycle), the involved officer (any officer who used the reportable force): 



 
1.  Requests medical attention for any injured persons 
 
2.  Notifies an on-duty sergeant for a response 
 
3.  Stands by at the scene until the arrival of the FIT Unit sergeant or the FIT Captain  
 



Exception: When the officer has sustained an injury that requires treatment, biohazard exposure or 
when there are hazardous conditions at the scene 



 
4.  Participates in an audio-taped Type III Use-of-Force interview with the case sergeant and 



detectives, if requested to do so, by the conclusion of the current shift, unless exigent circumstances 
require an extension 



 
The interview will include the following elements: 



 
o The name and serial number of the officer who used force 
o The names of other officers or identified witnesses present 
o A detailed description of the circumstances that led up to the contact with the subject 
o A detailed description of the words, actions or behaviors of the subject that precipitated the 



need for force 
o A detailed description of any force and non-force actions used to achieve the law 



enforcement objective, and the observed results 
o A detailed description of any force clearly observed being used by other officers during this 



incident 
o A detailed description of any apparent injury to the subject, any complaint of injury, or the 



lack of injury, including information regarding any medical aid or medical evaluation 
provided 



o The name and serial number of the sergeant who screened the incident 
 



8.300–TSK–7    Responsibilities of the Sergeant During a Type III Investigation 
 



The sergeant: 
 
1.  Responds to the scene 
 
2.  Confirms that appropriate medical aid is rendered to any injured part 
 



a. If the subject is transported to a hospital, verifies that the subject has been identified and 
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arranges for hospital guard, if necessary 
 
3.  Notifies an on-duty watch lieutenant of the incident 
 



a. Maintains control of the scene until the lieutenant arrives 
 



b. Briefs the lieutenant 
 
4. Obtains basic information and determines if the incident requires screening with the FIT sergeant 
 



x This may include completing a Use-of-Force Public Safety Card. 
 
5.  Ensures  the scene is contained  
 
6.  Supports the involved officer 
 



a. Does not isolate the involved officer 
 



b. Does not allow the involved officer to talk to other personnel about the incident 
 



c. Confirms that the involved officer has access to the following: 
 



o Food and drink 
o Restroom facilities 
o Telephone 
o Representative from his or her collective bargaining unit 



 
d. Does not allow the involved officer to sit in the back seat of a police vehicle 



 
e. Avoids making the involved officer feel like a suspect 



 
f. Assigns an officer to standby with the involved officer, if appropriate 



 
7.  Attempts to locate and identify civilian witnesses and request that they stand by to be interviewed 



by FIT personnel 
 



x If witnesses do not want to be interviewed, the sergeant shall record their contact information.   
 
8.  Turns the scene over to the arriving FIT personnel 
 
9.  Gives any Use-of-Force Public Safety Cards to the FIT Unit sergeant or FIT Captain upon their 



arrival 
 
10.  Complies with directions from the FIT Captain 
 
11.   Assigns an officer to complete the General Offense Report 
 
12.  Confirms that all officers who responded to the incident upload the ICV by the conclusion of their 



shift 
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13.  Evaluates the incident for any concerns (tactical, threat assessment, etc.) 
 



a. If it appears that serious misconduct may have been involved with the use-of-force, the sergeant 
will ensure that OPA is contacted. 



 
8.300–TSK–8     Responsibilities of the Watch Lieutenant During a Type III Investigation 



 
Upon notification of a Type III investigation the watch lieutenant: 



 
1.  Responds to the scene 
 
2.  Advises dispatch that he or she has assumed command 
 
3.  Confirms that  the  involved  officer’s  bargaining  unit  is  made  aware of the incident 
 
4.   Notifies a CISM representative of the incident, if appropriate  
 
5.  Relinquishes control of the inner perimeter of the scene to the FIT sergeant or FIT Captain upon 



their arrival 
 
6.  Maintains control of the outer perimeter until the scene is cleared by the FIT 
 
7.  Evaluates the incident for any concerns (tactical, threat assessment, etc.) 
 



a. If it appears that the force used involves potential criminal conduct or misconduct, other than 
minor misconduct, on the part of the officer, the lieutenant will ensure that OPA is contacted. 
 



8.300–TSK–9    Responsibilities of the FIT Captain During a Type III Investigation 
 



Upon notification of a Type III investigation, the FIT Captain: 
 
1.  Assumes control of the inner perimeter of the scene 
 
2. Provides Garrity warnings to all officers who used force prior to any compelled in-person 



interview, if requested and consistent with the requirements of the FIT Manual 
 
3.  Arranges for a Training Section representative to respond to the investigation 
 
4.  Completes a Use-of-Force Major Incident Summary and  routes  it  to  the  involved  officers’  chain  of  



command and the command staff, as well as the FIT Unit chain of command 
 
5.  Monitors the investigation 
 
6.  Evaluates the incident for any concerns (tactical, threat assessment, etc.) 
 



a. If it appears that the force used involves potential criminal conduct or misconduct, other than 
minor misconduct, on the part of the officer, the captain will ensure that OPA is contacted. 
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7.  Presents the complete investigation to the Use-of-Force Review Board 
 



8.300–TSK–10    Responsibilities of the FIT Unit Sergeant During a Type III Investigation 
 



During a Type III investigation, the FIT Unit sergeant: 
 
1. Confirms that the scene is photographed and processed either by FIT detectives or CSI detectives 
 
2.  Confirms that ICV from involved officers is uploaded prior to them going off shift 
 
3. Reviews CAD to make sure that all officers at the scene are contacted to determine if they used or 



observed force 
 
4. Arranges for all involved officers to provide an audio-taped use-of-force statement as directed by 



the FIT Captain  
 



x Typically, the FIT Captain will direct officers who used Type I or Type II force to complete a 
use-of-force statement and officers who used Type III force to participate in an audio-taped 
interview. 



 
x Verifies that the officers who have provided written statements have thoroughly documented all 



reportable uses of force to the best of their abilities, including a description of each force 
application 



 
Exception: If information suggests possible criminal conduct by an officer, that officer will not be 
compelled to provide a use-of-force statement or an audio-taped interview prior to the conclusion of 
any criminal investigation. 



 
5.  Arranges for all witness officers to provide a statement 
 
6.  Oversees the FIT investigation, per the FIT manual 
 



x If a FIT investigation, at any point, reveals that the force used involves potential criminal 
conduct or misconduct, other than minor misconduct, on the part of the officer,  FIT supervisor 
will contact OPA. 



 
8.300–TSK–11  Responsibilities of the Training Unit Representative During a Type III 



Investigation 
 



The Training Unit representative: 
 
1.   Responds to the scene  
 
2.   Consults with the FIT sergeant overseeing the investigation in order to identify any Department-



wide policy or training issues 
 
3.  Functions as a liaison and fulfills all requests from the FIT Unit 
 



8.300-TSK-12  Role of the Office of Professional Accountability (OPA) Representative During 
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a Type III Investigation 
 



The OPA representative will have no investigative role at the scene but: 
 
1.   Consults with the FIT Captain overseeing the investigation in order to identify any potential 



misconduct issues 
 
2.   Functions as a liaison to the FIT Unit 
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Seattle Police Manual 
8.400 - Reviewing Use-of-Force 



Effective Date:  



This section applies to all use-of-force reports, except to those 
involving the discharge of a firearm. 



8.400-POL-1 Command Review of Use-of-Force 



Type I Report



Involved  Officer’s  
Sergeant



Involved  Officer’s  
Lieutenant



Involved  Officer’s  
Captain



Archives



Archives



Involved  Officer’s  
Bureau Chief



Routing of UOF Report Review



Type II Report



Involved  Officer’s  
Sergeant



Involved  Officer’s  
Lieutenant



Involved  Officer’s  
Captain



Type III Report



Involved  Officer’s  
Sergeant



Involved  Officer’s  
Lieutenant



Involved  Officer’s  
Captain



UOFRB UOFRB



 
1.  The  Reporting  Officer’s  Chain of Command, to the Rank of Captain, Will 
Review all Type I Use-of-Force Reports 
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Incidents will be routed for review in the following order: 



1. Sergeant 



2. Lieutenant 



3. Captain 



Type I reports which are not re-classified for Type II or Type III 
investigations do not require further review. 



2. The Use-of-Force Review Board (UOFRB) and  the  Involved  Officer’s  Bureau  
Chief Shall Review all Type II and Type III Use-of-Force Reports 



3. All Reviewers Shall Evaluate Use-of-Force With Regard to Department Policy 



and Existing Statutes and Laws 



4. Each Reviewer Shall Examine All of the Documentation and Acquired 



Evidence to Ensure That the Report is Thorough and Complete 



The reviewer shall return the use-of-force report to the 
investigator if it is determined that an investigation is not 
thorough or complete. 



5. Each Reviewer Shall Address Any Discrepancy, Confusion or Lack of 



Relevant Information Prior to Completing the Use-of-Force Review Form 



Any noted discrepancies will be returned to the investigating 
sergeant or the FIT detective. 



Means of addressing these issues include: 



x Supplementary statements from officers 
x Supplementary statements from subjects or witnesses 
x Requiring additional investigation 



If such issues cannot be resolved, the issue will be noted on the Use-of-Force Review 
form.  
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6. Reviewers Supervisors Will Immediately Address Concerns That Arise 
During Use-of-Force Investigations or Review and/or Recommend Additional 
Action 



If a reviewer identifies concerns which have not been sufficiently 
addressed, the reviewer will address those concerns. 



The reviewer will take appropriate action and/or recommend a 
course of action, such as: 



x Referral to OPA 
x Referral to Training 
x Supervisory counseling 



Identified concerns and supervisory actions will be documented 
on the Use-of-Force Review form. 



7. Reviewers Shall Refer Misconduct, Other Than Minor Misconduct, and 
Potential Criminal Conduct to the OPA 



If it appears that misconduct may have been involved in a use-
of-force, the supervisor shall ensure that the Office of 
Professional Accountability is contacted and consult the FIT 
commander regarding reclassification of the incident as a Type 
II or Type III investigation. 



The supervisor will note the OPA referral on the Use-of-Force 
Review form, but shall not take disciplinary action. 



8. The UOFRB Will Not Make Final Determinations Regarding the 
Appropriateness of Any Use-of-Force That Has Been Referred to the OPA 



Once the OPA case is finalized, the UOFRB shall complete its 
review of the force.  While the OPA case is pending, the UOFRB 
can continue to review issues regarding tactics, training or 
equipment. 



9. Any Supervisor May Re-Classify a Use-of-Force Investigation to a Higher 
Level  



If an investigation is re-classified, it will be returned to the 
appropriate investigator (supervisor or FIT) for necessary 
action. 



The FIT Commander will determine whether a FIT Investigation 
will be conducted for any use-of-force incident. 
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A bureau chief may order a FIT response and investigation. 



10. The Reviewing Lieutenant Will Make Determinations Regarding the Use-of-
Force 



The lieutenant will address the following elements, and 
document them on the Use-of-Force Review Form: 



x Whether the Use-of-Force report is thorough and 
complete 



x Whether the force used was necessary and objectively 
reasonable 



x Whether the force used was consistent with Department 
policy 



x Whether previously identified concerns have been 
sufficiently addressed 



x Identification of any additional concerns and the action 
taken to address them 



Exception: For review of force used by a lieutenant or above, 
the designated primary reviewer will be a supervisor of higher 
rank  in  the  employee’s  chain  of  command. 



11. The Lieutenant Shall Complete Review and Forward Reports to the Precinct 
or Section Captain Within 72 Business Hours 



If a report is delayed beyond this time limit, the reason for the 
delay will be documented on the Use-of-Force Review form. 



12. The Precinct or Section Captain Will Review All Use-of-Force Investigations 



The captain’s review will include the following aspects, 
documented on the Use-of-Force Review form: 



x Determination of whether the investigation and 
documentation are thorough and complete 



x Determination of whether the findings of the reviewing 
lieutenant are supported by a preponderance of evidence 



x Determination of whether previously identified concerns 
have been sufficiently addressed 



x Identification of any additional concerns and the action 
taken to address them 
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13. The Captain Shall Complete Review and Forward Type II and Type III 



Reports to the Criminal Investigations Bureau (CIB) Within 72 Hours 



If a report is delayed beyond this time limit, the captain will 
document the reason for the delay on the Use-of-Force Review 
form. 



After completing the review of a Type I Use-of-Force report, the 
captain will forward the report to the Data Unit, if there are not 
issues.  If there are issues, the captain will send the report back 
to the officer, via the chain of command, to correct the issues.  



14. The UOFRB Will Review All Type II and Type III Use-of-Force Reports 



The function of the UOFRB is to conduct an administrative 
review of Use-of-Force incidents. 



See 8.400-POL-2 Use-of-Force Review Board 



15. The Chair of the UOFRB Shall Forward Use-of-Force Reports to the 



Appropriate Bureau Chief(s) Within 72 Business Hours of the UOFRB Meeting 



If the report is delayed beyond this time limit, the Chair will 
document the reason for the delay on the Use-of-Force Review 
form. 



16. The Bureau Chief Will Make Final Determinations on Use-of-Force Incidents 



The Bureau Chief of the involved personnel will review the Use-
of-Force report and make the following determinations and 
record them on the Use-of-Force Review form: 



x Whether the investigation and documentation are 
thorough and complete 



x Whether the findings of the reviewing lieutenant are 
supported by a preponderance of evidence 



x Whether previously identified concerns have been 
sufficiently addressed 



x Identification of any additional concerns and the action 
taken to address them 



17. Only the Chief of the Seattle Police Department Has the  Authority to Make 



Policy for the Department or Impose Discipline 



No other Department employee has the authority to impose disciple or ratify the 
actions of any Department employee. 
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18. The Office of the Assistant Chief of Staff Shall Conduct a Documented 
Annual Analysis of All Reported Uses of Force by the Seattle Police Department  
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8.400-POL-2 Use-of-Force Review Board 



This policy governs the Use-of-Force Review Board (UOFRB). 



1. The UOFRB Will Review All Type II and Type III Use-of-Force Reports 
Except Those Involving Discharge of a Firearm 



The UOFRB will conduct timely, comprehensive, and reliable 
reviews of all Type II and III uses of force, and will: 



x Confirm that Use-of-Force reporting, investigation and 
review are thorough and complete 



x Confirm that uniform standards are applied in Use-of-
Force practices 



x Monitor all  aspects  of  the  Department’s  Use-of-Force 
practices with the goal of continual improvement 



x Review each use-of-force packet to determine whether 
the findings from the chain of command regarding 
whether the force used is consistent with law and policy 
are supported by a preponderance of the evidence 



x Ensure that all uses of force contrary to law or policy are 
appropriately addressed. 



x Identify trends or patterns of deficiencies regarding 
policy, training, equipment, or tactics 



x Refer deficiencies to the relevant commanding officer for 
correction 



2. The Assistant Chief of the Investigations Bureau is the Standing Chair of the 
UOFRB 



The Chair will have operational control of the UOFRB. 



3. The Following Representatives Will Be Standing Members of the UOFRB 



x At least two supervisors from the Training Section 
x One representative from each precinct, selected by each 



precinct captain 
x A representative from the Audit, Policy & Research 



Section 



A representative from the Investigations Bureau, selected 
by the Investigations Bureau Chief 



4. Each Standing UOFRB Member is Required to Attend a Minimum of 8 Hours 
of Annual Training 



Standing members must, at a minimum: 
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x Attend Department Street Skills each year 
x Receive and maintain certification in Department Crisis 



Intervention Techniques 
o This involves: 



� 40 hour initial course 
� Additional refresher training as required by 



the Crisis Intervention Response Team 



Additional training for UOFRB standing members will focus on 
Use-of-Force practices, including but not limited to: 



x Legal updates regarding Use-of-Force 
x Use-of-Force investigation 
x The Department curriculum utilized by the Training 



Section 



5. The Chair May Include Ad-Hoc Members 



Ad-hoc members include any subject matter experts, beyond 
Standing Members, whom the Chair feels would be helpful in 
reviewing particular incidents. 



The UOFRB may consult with other advisors as necessary. 



6. The UOFRB Will Review Use-of-Force Reports and Deliberate on Certain 
Topics 



The topics of deliberation are as follows: 



x Whether the investigation is thorough and complete 
x Whether the reviewers’ determinations are supported 



by the preponderance of evidence 
x Whether, with the goal of continual improvement, 



there are considerations that need to be addressed 
regarding: 



o Equipment 
o Tactics 
o Training 
o Policy 
o Department best practices 



7. The Chair Shall Make and Record All Determinations 



The Chair will be responsible for the following determinations, 
and will document them on the Use-of-Force Review Board 
Findings form: 
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x Whether the investigation is thorough and complete 
x Whether the reviewers’ determinations are supported by 



the preponderance of evidence 
x Whether, with the goal of continual improvement, there 



are considerations that need to be addressed regarding: 



o Equipment 
o Tactics 
o Training 
o Policy 
o Department best practices 



8. UOFRB Chair Will Refer Misconduct to OPA 



The Chair of the UOFRB will ensure a referral to OPA is made if 
it appears that misconduct may have been involved in a use-of-
force. 



The UOFRB will not make recommendations concerning 
discipline. The Bureau Commander of the officer involved with 
the use-of-force will have the final responsibility regarding 
retraining or recommending discipline to the Chief. 



9. Type III Use-of-Force Investigations Will Be Presented to the UOFRB by the 
Commander of the Force Investigation Team 



10. The UOFRB Will Document its Findings and Recommendations for Type III 
Investigations  
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11. UOFRB Reviews of Type III Investigations Will Be Conducted Within 7 
Days 



Unless an extension is granted by the Chair, the review should 
be conducted within seven days of the FIT presentation to the 
UOFRB. 



12. The UOFRB Chair Will Refer Policy, Equipment, and Training Issues to the 
Appropriate Commanders 



Should policy, equipment, or training deficiencies be noted in 
the review process, the UOFRB Chair will ensure that they are 
brought to the attention of the relevant commanding officer 
for appropriate action. 



Case 2:12-cv-01282-JLR   Document 107-4   Filed 11/27/13   Page 11 of 11











!



 



 



 



 



 



 



EXHIBIT D 



  











River City Police Department (RCPD) Audit Instrument 
 
1.  File Number 2.  Date 3.  Time and location of shooting 



 
4.  RCPD Shooter(s) 5.  Unit(s) 



 
6.  Suspect(s) Shot (At) 
 
7.  Type of Shooting:     __ Suspect Hit – Fatal               __ Officer Hit – Fatal               __ Other ________________ 
                                       __ Suspect Hit – Nonfatal         __ Officer Hit – Nonfatal                ____________________    
                                       __ Shot at Suspect – Nonhit      __  Shot at Officer – Nonhit                           
 
8.  Suspect Weapons(s) 
 
9.  Suspect Action with Weapon:    __ Possession Only                                    __ Display/Brandish 
                                                         __ Verbally Threaten To Use                    __ Use 
                                                         __ Reach For (e.g., go for waistband)       __ Other (describe) _______________ 
                                                                                                                                  ____________________________ 
 
10.  Suspect Action with Weapon in Dispute?     __ Yes           __ No 
 
11.  # of Shots Fired by RCPD Officer(s) 12.  # of Hits 



 
13.  Location of Hits on Suspect:          __ Front               __ Back               __ Side 
                                                              __ Head                __ Torso              __ Limb 
 
14.  Basis for Encounter:   __ Radio Call                                   __ Traffic Stop                    __ Other: _____________ 
                                           __ Observe/Suspect Crime              __ Warrant                                 __________________ 
                                           __ Citizen Flagdown                       __ Tactical Team Call  
 
15.  Type of Location:    __ Street                               __ Industrial                            __ School 
                                        __ Freeway                          __ Residence                           __ Field/Open Space 
                                        __ Business                          __ Parking Lot                        __ Other:  __________________ 
  
16.  Lighting:                  __ Daylight                           __ Other (Describe) _____________________ 
                                        __ Darkness                          __ Interior - Good 
                                        __ Street Light                      __ Interior – Poor 
 
17.  Weather:                   __ Clear                                __ Sleet or Hail 
                                         __ Cloudy                             __ Snow 
                                         __ Rain                                 __ Icy 
                                         __ Fog or Mist                      __ Other (Describe) ______________________ 
 
18.  Brief Incident Summary: 
 
  
 
 



  











RCPD Shooter Details (fill out separate sheet for each shooter) 
19.  Officer Name 
 



20.  Age 21.  Race or ethnicity 22.  Sex 



23.  Height 
 



24.  Weight 25.  Sidearm 



26.  Hire Date 
 



27.  Prior Police Dept. Experience 



28.  Other Weapons Carried:      __ OC Spray                __ Flashlight              __ Bean Bag Shotgun 
                                                    __ Other Chemical       __ Shotgun                __ AR-15 
                                                    __ ASP                         __ Backup Pistol       __ Taser 
                                                    __ PR-24                      __ Knife                    __ Other (Describe) _______________ 
 
29.  Officer Clothing:     __ Uniform                               __ Body Armor 
                                        __ Plainclothes                         __ Other (Describe) ____________________________ 
                                        __ Raid Jacket 
 
30.  Date Last Qualified:  
 
31.  Force Used Prior to Shooting (Number the sequence) 
       __ Verbal Command           __ Leg Sweep                                     __ Straight Baton-Control 
       __ Control Holds                 __ Kick                                               __ Straight Baton-Impact 
       __ Takedown                       __ OC Spray                                       __ Stunbag 
       __ Leg Sweep                      __ Other Chemical                             __ 37 mm 
       __ Knee                               __ Flashlight-Control                         __ Taser 
       __ Open Hand                     __Flashlight-Impact                           __ K-9 on Suspect 
       __ Fist                                 __ Side-Handled Baton-Control         __ Other (Describe) _____________________ 
       __ Carotid Restraint            __ Side Handled Baton-Impact 
 
32.  Injuries to Officer: 
 
33.  Shooting Distance: 34.  Cover/Concealment Used by Officer: 



 
35.  Disciplinary History: 
 
36.  Use of Force History: 
 
37.  Lawsuit History: 
 
38.  Shooting History: 
 
39.  Credibility issues as witness for the prosecution: 
 
40.  Suppressed evidence history: 
 
41.  Training History: 
 
42.  Field training officer of officers: 
 
43.  Job performance evaluations: 
 
44.  Type of approach by RCPD shooter:        __ Non-emergent                 __ Code 3 
                                                                      __ Vehicle Pursuit                __ Tactical Team 
                                                                      __ Backup Requested           __ Startle/Surprise 
                                                                      __ Foot Pursuit                     __ Other Describe ____________________ 
 



Suspect Details (fill out separate sheet for each suspect) 



  











  



45.  Suspect Name 
 



46.  Age 47.  Race or Ethnicity 48.  Sex 



49.  Height 
 



50.  Weight 51.  Weapon(s) 



52.  # Shots Fired  
      by Suspect: 



53.  # Hits: 54.  Suspect Suffer From Mental  
       Impairment?   __ Yes      __ No 



55.  If so, was impairment known to or 
       suspected by officer prior to  
       shooting?   __ Yes      __ No 
 



56.  Intoxication:          __ Alcohol                                  __ Amphetamine 
                                     __ Cocaine                                  __ PCP 
                                     __ Methamphetamine                 __ Other Drugs 
                                     __ Heroine                                  __ No evidence 
 
57.  See any evidence suspect could have attempted “suicide by cop”?     __ Yes          __ No 
 
 



Key Incident Features/Issues 
58.  Please check as applicable and explain in your 
       analysis. 
       __ Suspect uses deadly force  
       __ Suspect uses deadly force first 
       __ Shots at moving vehicle 
       __ Shots from within vehicle 
       __ Foot Pursuit – solo officer or partner splitting 
       __ Confrontation without apparent plan  
       __ Missed chance to call for backup 
       __ Poor officer communications 
       __ Off-duty tactics (e.g., should not have engaged  
            suspect) 
       __ Should have asked for K-9 
       __ Missed less-lethal weapon opportunity 
       __ Unnecessary movement into kill zone  
       __ Unnecessary escalation 
       __ Officer has no means to escape/disengage 
       __ Building entry 
       __ Failure to disengage/seek cover or concealment 
 



__ Furtive move – weapon recovered 
__ Furtive move – no weapon recovered 
__ One-handed or weak handed shooting 
__ Firearm malfunction 
__ Accidental Discharge 
__ Inadequate cover/concealment 
__ Abandoning cover/concealment 
__ Cross-fire  
__ Fire contagion 
__ Fire control 
__ Suspect tries to take officer gun 
__ Poor lighting or weather conditions 
__ Shots at fleeing suspect 
__ RCPD shooter not identified as police officer  
__ Directed shooting  
__ Actual Hostage Situation 
__ Potential Hostage Situation 
__ Officer fatigue 
__ Officer impaired via injury 



59.  Overall Assessment of Officer Conduct 
 
Indicate whether (1) the situation could have been resolved satisfactorily without a shooting; (2) whether there were 
any indications of misconduct; and (3) your overall impression of the officers’ conduct.] 
 
60.  Decision Point Analysis 
 
[Number each decision made by the involved officers and suspects and provide your assessment of those decisions] 
 
61.  State in detail all remedial and corrective steps to minimize the risk of repetition of this shooting if it was 
preventable, unnecessary, or avoidable. 
 











Homicide Investigation of the Incident 
62.  Primary Investigator: 63.  Other Investigators: 



 
64.  Integrity Rating (1-100) 65.  Completeness Rating (1-100) 66.  Dates Investigation Opened and   



       Concluded: 
 
 



67.  Setup of Scene Walkthrough:     __ Voluntary-Witness Officer             __ Compelled-Shooter 
                                                           __ Voluntary-Shooter                          __ Officer Accompanied by Counsel 
                                                           __ Compelled-Witness Officer 
 
68.  Each Shooter and Witness Officer Sequestered:   __ Yes        __ No 
 
69.  Date and Time Shooter Interviewed: 70.  Counsel Present?  



      __ Yes     __ No 
71.  Interview Videotaped?   
       __ Yes      __ No 
 



72.  Dates and Time Other Officers Interviewed: 73.  Counsel Present? 
       __ Yes     __ No 



74.  Interview Videotaped? 
       __ Yes      __ No 
 



75.  Scene Sketches:   __ Excellent      __ Adequate 
                                    __ Inaccurate    __ Incomplete 
                                    __ No sketch in file 
 



76.  Video of Scene:    __Excellent        __ Inadequate 
                                     __ Adequate       __ None 



77.  Scene Photos:        __ Excellent        __ Adequate        __ Photo quality inadequate        __ Needed more photos 
                                     __ No photos       __ Insufficient photo detail 
 
78.  Photos of Injured Parties (shooter, suspect, et al.): 
       __ Excellent            __ Adequate            __  Photo quality inadequate            __ Needed more photos 
       __ No photos          __ Insufficient photo detail 
 
79.  Autopsy/Medical Report: 80.  Report Date 



 
81.  Autopsy or Medical Report Most Consistent with: 
       __ Account of shooter                                __ Account of civilian witnesses 
       __ Account of other officers                      __ Inconclusive 
       __ Account of suspect 
 
 



Key Data Collection Issues 
82.  Please check as applicable and explain in your analysis. 
       __ Preservation of evidence                                           __ Witness details/canvassing 
       __ Scene management                                                   __  Forensic testing/analysis 
       __ Scene measurements                                                __  Other (Describe)  
       __ Recovery of evidential items from scene 
 



Key Interview Issues 
83.  Please check as applicable and explain in your analysis. 
       __  Improper leading questions  
       __ Did not ask officer how long on duty prior to shooting 
       __ Did not ask officer about use of alcohol/drugs/meds 
       __ Did not fully explore how officer ended up in shooting situation 
       __ Did not cover key areas of potential testimony  
       __ Did not cover interview topics listed in Homicide’s SOP 
       __ Missed key follow-up questions 
       __ Did not test questionable answers  
       __ Did not address conflicting witness accounts or  contrary physical evidence  



  











       __ Unexplained interruption in tape recording 
       __ Did not identify time when interview goes on or off tape 
       __ Did not identify persons present during  interview  
       __ Officer witness(es) treated more favorably than civilian witness(es) 
       __ Did not describe for the audio record any relevant gestures used  by interviewee 
 



Key Presentation of Evidence Issues 
84.  Please check as applicable and explain in your analysis. 
       __ File Not Indexed 
       __ File Not Organized 
       __ File Missing Pages  
       __ Biased descriptions of evidence  
       __ Failure to provide officer’s training, assignment, shooting, or disciplinary history in the file 
       __ Insufficient information re administrative/policy issues 
       __ Insufficient information re existing RCPD tactics/training 
       __ Does not indicate/adequately describe past shooting history 
       __ Does not identify/adequately describe inconsistencies in witness statements  
       __ Identifies inconsistencies only in civilian witness testimony, but not those in officer statements 
       __ Does not indicate/adequately describe which statements do/do not square with the  physical evidence 
       __ Witness interviews missing without explanation 
 
 



Analysis of Internal Affairs Investigation 
85.  How many days after the shooting was the matter presented to the Grand Jury? 
 
86.  After the Grand Jury determined not to issue a true bill, did the Detective Division finish its investigation and  
       transmit the completed files to Internal Affairs and Training within 30 days?     __ Yes     __ No 
 
87.  If not, within how many days? 
 
88.  What reason did Detective Division give for exceeding 30 days?  
 
89.  Did Internal Affairs transmit its completed investigation to the unit commander within 70 days of receipt of the  
       file from Detective Division?      __ Yes      __ No 
 
90.  If not, within how many days? 
 
91.  What reason was given for exceeding 70 days? 
 
92.  Did Internal Affairs interview all involved officers whether or not interviewed by Detective Division? 
       __ Yes       __ No 
 
93.  Please list all interviews conducted by Internal Affairs and all other investigatory work done independent of the  
       Detective Division investigation. 
 
94.  Did Training transmit its completed report to the unit commander within 70 days of receipt of the file from  
       Detective Division?       __ Yes      __ No 
 
95.  If not, within how many days? 
 
96.  What reason was given for exceeding 70 days? 
 
97.  Did the unit commander complete and transmit the after action report to the Assistant Chief within 14 days after  
       receipt of the Internal Affairs, Detective Division, and Training reports?       __ Yes       __ No 
 
98.  If not, within how many days? 



  











  



 
99.  What reason was given for exceeding 14 days? 
 
100.  Did the Assistant Chief review and approve or disapprove the after action report?     __ Yes       __ No   
 
101.  Did the Assistant Chief do so within seven days?   __ Yes       __ No     
 
102.  If not, within how many days? 
 
103.  What reason was given for exceeding seven days? 
 
104.  Was the Use of Force Review Board convened within 21 days of approval of the after action report? 
     __ Yes       __ No     
 
105.  If not, within how many days? 
 
106.  What reason was given for exceeding 21 days? 
 
107.  What reason was given for exceeding 21 days? 
 
108.  Was the elapsed time between the incident and the hearing by the Use of Force Review Board less than six  
         months?      __ Yes       __ No 
  
109.  If not, within how many months? 
 
110.  What reason was given for exceeding six months? 
 
111.  Did the Use of Force Review Board make written findings for review by the Chief of Police?    
         __ Yes       __ No    
        
 



Key Data Collection Issues 
112.  Please check as applicable and explain in your  
        analysis. 
    __ Preservation of evidence                                       
    __ Scene management                                             
    __ Scene measurements                                            
    __ Recovery of evidential items from scene 
    __ Witness details/canvassing 
    __ Forensic testing/analysis 
    __ Improper leading questions 
    __ Did not ask officer how long on duty prior to  
         shooting 
    __ Did not ask officer about use of alcohol/drugs/  
         meds 
 
 



__ Did not fully explore how officer ended up in  
     shooting situation   
__ Did not cover key areas of potential testimony 
__ Did not cover interview topics listed in Homicide’s  
      SOP 
__ Missed key follow-questions 
__ File Not Indexed 
__ File Not Organized 
__  File Missing Pages 
__ Biased descriptions of evidence 
__ Failure to provide officer’s training, assignment,  
     shooting, or disciplinary history in the file 
__ Insufficient information re administrative/policy  
      issues 



RCPD Review Findings/Conclusions Regarding the Shooting 
113.  Please indicate each applicable conclusion below and discuss in your overall analysis. 
         __ Shooting justified/within RCPD policy                  __Tactics questioned - no action taken 
         __ Shooting unjustified/outside RCPD policy             __Tactics questioned - action taken (Describe) 
         __Commendation  
 



Key Interview Issues 
114.  Please check as applicable and explain in your  __ Did not test questionable answers  











  



         analysis. 
         __ Improper leading questions  
         __ Did not ask officer how long on duty prior to  
              shooting 
        __ Did not ask officer about use of alcohol/drugs/  
             meds 
        __ Did not fully explore how officer ended up in  
             shooting situation 
        __ Did not cover key areas of potential testimony  
        __ Did not cover interview topics listed in  
             Homicide’s SOP 
        __ Missed key follow-up questions 
 



__ Did not address conflicting witness accounts or   
      contrary physical evidence  
__ Unexplained interruption in tape recording 
__ Did not identify time when interview goes on or off  
     tape 
__ Did not identify persons present during  interview  
__ Officer witness(es) treated more favorably than  
     civilian witness(es) 
__ Did not describe for the audio record any relevant  
     gestures used  by interviewee 



Key Presentation Of Evidence Issues 
115.  Please check as applicable and explain in your  
         analysis. 
         __ File Not Indexed 
         __ File Not Organized 
         __ File Missing Pages  
         __ Biased descriptions of evidence  
         __ Failure to provide officer’s training,  
              assignment, shooting, or disciplinary history in  
              the file 
         __ Insufficient information re administrative/policy 
              issues 
         __  Insufficient information re existing RCPD  
               tactics/training 
 



 
 
__ Does not indicate/adequately describe past shooting  
      history 
__ Does not identify/adequately describe  
     inconsistencies in witness statements  
__ Identifies inconsistencies only in civilian witness  
     testimony, but not those in officer statements 
__ Does not indicate/adequately describe which  
     statements do/do not square with the  physical  
     evidence 
__ Witness interviews missing without explanation 



 
Analysis 



116.  Assessment re quality of the Detective Division Homicide investigation. 
 
[Discuss each problem you found with the investigation, touching not only upon completeness and organization, but 
also on the level of investigative zeal and objectivity shown] 
 
117.  Assessment of the quality of the Internal Affairs investigation. 
 
[Discuss each problem you found with the investigation, touching not only upon completeness and organization, but 
also in the level of investigative zeal and objectivity shown] 
 
118.  Assessment of the UFRB Review of Incident. 
 
[Discuss the adequacy of the review of the incident.  Were the conclusions supported by a preponderance of the 
evidence?  Were key pieces of evidence overlooked or disregarded without justification?] 
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MEMORANDUM 
 
TO:  Stops & Detentions Data Workgroup  



FROM: Matthew Barge 
  Ian Warner 
DATE:  March 28, 2014   



RE:  Data Analysis Plan (Revised) 



 
 



This memorandum provides a data analysis plan for Terry stops and detentions data that 
will be collected by the Department.  It outlines: (1) the Consent Decree objectives that 
necessitate the collection and analysis of stops and detentions data; (2) the key result that the 
Monitor, Parties, CPC, and other stakeholders are working toward in service of the Consent 
Decree objectives; and (3) some of the key questions that proper collection and analysis of stops 
and detentions data will answer. 
 
CONSENT DECREE OBJECTIVES 
 



The following Consent Decree Objectives necessitate the collection and analysis of stops 
and detentions data: 



 
• SPD must “prohibit investigatory stops where the officer lacks reasonable 



suspicion that a person has been, is, or is about to be engaged in the commission 
of a crime.”  (Settlement Agreement ¶ 138.) 



 
• SPD must ensure that officers “specifically and clearly articulate reasonable 



suspicion when they conduct investigatory stops or detentions, or conduct field 
interviews for Terry stops.”  (Settlement Agreement ¶ 141.) 



 
• “SPD should deliver police services that are equitable, respectful, and free of 



unlawful bias, in a manner that promotes broad community engagement and 
confidence in the Department.”  (Settlement Agreement ¶ 145.) 



 
KEY RESULT 
 



“The Parties and Monitor will reach agreement on the data that SPD policy will require 
that the Department collect on stops and detentions.”  (Dkt. No. 116 at 2.) 
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KEY QUESTIONS TO BE ANSWERED BY CO LLECTION AND ANALYSIS OF STOP 
& DETENTION DATA 
 
How many Terry stops does SPD conduct? 



• How many Terry stops have SPD officers conducted in a given time period? 
• Where and when do Terry stops occur? 



 
Are particular groups or individuals with certain discernible personal characteristics 
searched at a disproportionately higher rate? 



• In what number, and in what percentage, of Terry stops was the subject a member of a 
protected class or otherwise exhibited discernible personal characteristics outlined in SPD 
Manual 5.140 (“Bias-Free Policing”)? 



o Note:  Groups and discernible personal characteristics currently “include, but are 
not limited to . . . . : age; disability status; economic status; familial status; gender; 
gender identity; homelessness; mental illness; national origin; political ideology; 
race, ethnicity, or color; religion; sexual orientation; use of a motorcycle or 
motorcycle-related paraphernalia (RCW 43.101.419); veteran status.”  (SPD 
Manual 5.140 (“Bias-Free Policing”).) 



• How does the number of protected class members ,or those who exhibit certain 
discernible personal characteristics, compare to certain relevant demographic 
benchmarks? 



o Note: A relevant demographic benchmark may include “both population and 
reported crime as benchmarks for understanding the racial distribution of police-
citizen contacts.”  Floyd v. City of New York, Case No. 1:08-cv-01034, Dkt. No. 
373 at 53 (S.D.N.Y. Aug. 12, 2013). 



• Does the Department conduct Terry stops on a disproportionate percentage of protected 
class members, or those who share particular discernible personal characteristics? 



• Does SPD conduct more stops in certain areas where populations of certain protected 
class members reside or populations of those with certain discernible personal 
characteristics reside? 



• Does SPD carry out more stops in areas with individuals of certain protected classes or 
with certain discernible personal characteristics after controlling for relevant variables? 



 
Are the Terry stops that SPD officers perform constitutional and justifiable? 



• In what percentage of Terry stops did officers seize weapons or contraband? 
o When officers seized weapons or contraband, was the basis for the stop a 



reasonable suspicion that the subject possessed weapons or contraband or was the 
basis unrelated to the seized weapons or contraband? 



• What percentage of Terry stops resulted in further law enforcement action, such as an 
arrest, citation, or summons? 
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o Was the further law enforcement action related to the basis for the stop or was the 
basis unrelated to the subsequent arrest, citation, or summons? 



• In what percentage of Terry stops did SPD officers use force? 
o Are individuals of certain protected classes or with certain discernible personal 



characteristics more likely to be subjected to the use of force in the context of a 
Terry stop? 



• Do officers adequately describe the basis for their suspicion when they conduct a stop? 
o Note: “The officer must be able to articulate facts establishing a minimal level of 



objective justification for making the stop, which means more than an inchoate 
and unparticularized suspicion or hunch.”  Floyd v. City of New York, Case No. 
1:08-cv-01034, Dkt. No. 372 at 15-16 (S.D.N.Y. Aug. 12, 2013). 



o For what proportion of Terry stops do officers (i) fail to state a specific suspected 
crime that forms the basis of reasonable suspicion; (ii) fail to provide or provide 
insufficient information to articulate a reasonable suspicion necessary to justify a 
stop; or (iii) provide information that does not suggest reasonable suspicion 
sufficient to justify a stop? 



o Are stops based on the required, individualized reasonable suspicion?  That is, do 
the articulated facts suggest justifiably reasonable suspicion of the stopped 
individual rather than merely anyone who shared certain characteristics with the 
individual? 



• How adequately do officers describe the basis for conducting a frisk after making a stop? 
o See Floyd, Dkt. No. 372 at 15-16 (noting that the New York Police Department’s 



documentation for Terry stops “should . . . be revised to require a separate 
explanation of why a pat-down, frisk, or search was performed” because subjects 
are “routinely subjected to these intrusions when no objective facts supported 
reasonable suspicion that they were armed and dangerous”). 



 
Do some officers conduct more unconstitutional, unjustifiable, or poorly justified stops 
than other officers? 



• What is each officer’s “hit rate”—“the rate at which the officer . . . successfully detect[s] 
criminal activity when conduct stops and frisks . . . . ”?  L. Song Richardson, Police 
Efficiency & the Fourth Amendment, 87 Ind. L. J. 1143, 1166 (2012). 



o How does each officer’s “hit rate” compare to that of SPD officers generally, as 
well as those within the same precinct, beat, watch, etc.? 



o Note:  The Monitor, Parties, and CPC will consider the qualitative utility of using 
this statistic, like all other statistics outlined here, as one of many measures for 
assessing elements of the issues associated with stops and detentions. 



• Are their differences among officers with respect to detentions of protected class 
members or individuals with discernible personal characteristics, or the use of force 
during such a detention, etc.? 
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Do some precincts, squads, units, or other sub-divisions of SPD engage in a stop patterns 
that deviate materially from others, or from the SPD generally? 



• Are their differences between relevant units concerning: aggregate “hit rates”; detentions 
of protected class members or individuals with discernible personal characteristics; the 
use of force during a detention, etc.? 



 
CONCLUSION 
 



This data plan is a work in progress that will benefit from the CPC’s and the Parties’ 
input.  The Monitoring Team looks forward to discussing it in greater detail in the coming 
weeks. 



 It should be noted that this plan is subject to additional discussions with the Parties, CPC, 
and other stakeholders.  Nothing in this data analysis plan should be construed as requiring a 
particular type of analysis as an “outcome assessment” under the terms of the Consent Decree or 
as a condition precedent to compliance.  
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Functional Requirements for Reporting and Analysis


RFP #SPD 3289


Data Analytics Platform Design and Implementation





These Functional Requirements describe the analysis and reporting that the Data Analytics Platform must provide to the Seattle Police Department, and the data that will be used to provide that functionality.  The nine functional areas with analysis and reporting requirements are:


· Use of force


· Terry stops


· Litigation


· Complaints


· Early intervention


· Performance management


· Crisis intervention


· Collisions and pursuits


· Crime analysis





As stated in the RFP, most of the described functionality within this document is identified as Phase 1 functionality.  That means that the functionality is the department’s first priority and must be provided in the initial phase of the project proposed by the Vendor.  


In addition, some desired functionality is identified as Phase 2 requirements in this document.  That Phase 2 functionality should be proposed as a second phase, to start once Phase 1 is completed.  The City also wants a Data Analytics Platform which can be extended, expanded, or modified in the future to achieve other analytic and reporting needs beyond Phase 1 and 2 as they arise.


These requirements are based on the understanding to date of the type of analysis the system will need to perform for SPD.  During the project we expect these requirements to be refined.






Use Case Examples


The following examples represent a very few of the many ways SPD may use the DAP to analyze information and act upon the results of that analysis.


Terry Stops


The media has reported that Terry Stops are being targeted at minority groups.  Evaluate the % of stops involving minorities by area.  Identify an area where a high % of terry stops are for minorities.  Identify an officer within the area that has a high % of minorities for Terry Stops.  Also compare based on rate of Terry Stops. Put in place a remediation plan.  Over time look to see if the rate decreases.  Compare changes in Terry Stops with changes in crime rate.


Use of Force with People in Crisis


A watch has been identified as an outlier for calls involving people in crisis.  Evaluate incidents involving people in crisis in that Watch.  Evaluate what responses are being used for the incidents. Analyze what percentage result in Use of Force.  Of those that have resulted in Use of Force, how many of those officers involved had CIT training or certification.  Compare to other watches.  To identify effectiveness of CIT training, compare areas with more CIT trained officers to see if there are fewer incidents with people in crisis that result in Use of Force.


CIT Deployment


Identify geographic areas where there is a higher rate of incidents involving people in crisis so that CIT resources can be deployed more effectively.  Identify any factors that may show why there are more incidents with people in Crisis in the area: for example, the proximity of mental health facilities or shelters for people with drug or alcohol problems. 


Effectiveness of an Early Intervention


Calculate the threshold for Use of Force Incidents.  An officer crosses the threshold.  The officer’s first line supervisor evaluates each Use of Force Incident using RMS/COBAN data and researches other data on the officer including past performance appraisals and training attendance.  A plan is recommended for the officer. If the plan is implemented, review trends on the officer’s Use of Force to see if there is a decrease.


Evaluate Supervisor Use of EIS


A Commander is looking at the Use of Force rates for her watch. Review the number of EIS alerts generated for Use of Force rates by watch and break that down to squad level.  Compare the EIS alerts for each squad assigned to individual sergeants to see how they were resolved (e.g., with a Mentoring Plan or no Mentoring Plan). Compare squad rates for subsequent EIS alerts to evaluate the effectiveness of resolutions.









[bookmark: UseofForce]Functional Area Requirements – Use of Force


The focus of the Settlement Agreement is on use of force by Seattle Police officers.  Therefore, tracking and reporting on use of force incidents in detail is required.


The Settlement Agreement identifies three levels of use of force (Section II, paragraphs 64, 65, 66):


“Type I use of force” means the use of low-level physical force that is greater than De Minimus Force, is not reasonably expected to cause injury and does not result in an actual injury or complaint of an injury, but causes transient pain and/or disorientation during its application as a means of gaining compliance.





“Type II use of force” means a use of force which causes an injury, could reasonably be expected to cause an injury, or results in a complaint of an injury, but does not rise to the level of a Type III use of force.





 “Type III use of force” means all uses of force by a SPD officer that have the likelihood of significant injuries to a subject including: (1) any use of “Lethal Force;” and (2) any use of force that results in or could reasonably be expected to result in “Great Bodily Harm” or “Substantial Bodily Harm.”





Officer Involved Shootings (OIS) is the use of a firearm by an officer in the performance of duty; an OIS incident is a Type III use of force and is always tracked, but with additional data needs.





In his Memorandum the Monitor describes the types of data necessary to report fully on use of force incidents and how that data should be collected in source systems. 





The Monitoring Team favors officer-based entry of use of force, and other incidents, into the business intelligence system so that responses to questions and data entered reflects the officer’s perspective, which is the appropriate perspective within Fourth Amendment jurisprudence….Basic information may be recorded via “checkboxes” or selecting an appropriate response from a drop-down “pick list.”…. The module must also allow for officers to write and include a free-text incident narrative. The narratives should explore all key decisions made by an officer from the time of dispatch or self-initiated activity until the suspect against whom force was used is booked, given medical attention, or let go.





The data regarding use of force incidents will come directly from IAPro, SPD’s new system for data collection.  The Monitor notes that:


“The business intelligence system must provide the ability for the chain of command to review use of force incidents and the Department’s Use of Force Review Board (“UOFRB”)—the central hub of review, learning, and change when it comes to department practice, policy, and procedure—to conduct comprehensive assessments of such incidents. Accordingly, the system must provide the ability for investigators to attach documents, audio, and video; to track investigative actions and progress; and to access performance records (such as with respect to training) on involved and witness officers.”





			Area of Analysis


			Reporting Requirements


			Data





			Use of force incidents by officer


Reporting and analysis of each use of force incident, including investigation and outcome.


			Phase 1


· Report on the status and details of each use of force incident involving a Seattle Police officer.


· Report on an individual officer’s use of force history since the Department began using IAPro.





			· Incident


· Incident number


· Incident type (Level I, II, or III)


· Date


· Time


· Location


· Description


· Geocode


· Precinct


· Sector


· Beat


· Grid


· Type of offense


· Incident description


· Reason for use of force


· Service being rendered


· Weather conditions


· Lighting conditions


· Crime of arrest


· Force used by officer


· Officer equipment


· TASER information


· Number of applications


· Duration of applications


· Distance from subject


· Drive stun?


· Officer narrative


· Subject narrative


· Witness narrative


· Video recordings


· Audio recordings


· Officer


· Name


· Serial number


· Employee ID


· Rank


· Race


· Gender


· Age


· SPD hire date


· Total years of law enforcement experience


· Unit of assignment


· Time in assignment


· Assignment sergeant


· Supervising sergeant at time of incident


· Assignment lieutenant


· Assignment captain


· Assignment bureau chief


· Injury during incident


· Subject


· Name


· Race


· Gender


· Age


· Height


· Weight


· Injuries


· Impairment/behavior


· Resistance


· Weapons








			Officer-involved shooting incidents by officer.


Reporting and analysis of each use of force incident, including investigation and outcome, in which the use of force is a shooting by an officer.


			Phase 1


· Report on the status and details of each use of each shooting involving a Seattle Police officer.


· Report on an individual officer’s history related to officer-involved shootings.





			· All use of force incidents by officer data


· Additional Incident data


· Hit/non-hit


· On/off duty


· Hours on duty prior to OIS


· Officer firearm type


· Authorized firearm?


· Certified with firearm?


· Where certified?


· Primary or secondary firearm?


· Firearm malfunction?


· Officer ammunition type


· Authorized ammunition?


· Ammunition malfunction?


· Beanbag shotgun?


· Area(s) targeted


· Number of shots by officer


· Fired from vehicle


· Fired at vehicle


· Distance from officer to target


· Concealment/cover by officer?


· Description


· Directed use of force?


· Directed by?


· Additional Subject data


· Number of shots by subject


· Distance from subject to officer


· Coroner’s case number


· Coroner assigned








			Use of force incident patterns by officer demographics


Reporting and analysis on patterns or trends of use of force related to officer characteristics or attributes.





			Phase 1


· Analyze patterns or trends in use of force by officers, including geography, assignment, force type used, crime of arrest, and assignment.


			· Incident


· Incident number


· Incident type (Level I, II, or III)


· Date


· Time


· Location


· Description


· Geocode


· Precinct


· Sector


· Beat


· Grid


· Type of offense


· Incident description


· Reason for use of force


· Service being rendered


· Weather conditions


· Lighting conditions


· Crime of arrest


· Force used by officer


· Officer equipment


· TASER information


· Number of applications


· Duration of applications


· Distance from subject


· Drive stun?


· Officer


· Rank


· Race


· Gender


· Age


· SPD hire date


· Total years of law enforcement experience


· Unit of assignment


· Time in assignment


· Injury sustained


· from subject


· otherwise injured (slip, etc.)


· Subject


· Race


· Gender


· Age


· Height


· Weight


· Injury (due to use of force)


· Impairment/behavior


· Resistance


· Weapons








			Use of force incident patterns by subject demographics 


Reporting and analysis on patterns or trends of use of force related to subject’s characteristics or attributes.





			Phase 1


· Analyze patterns or trends in use of force by officers related to factors in the demographics of the subject.


			· Incident


· Incident number


· Incident type (Level I, II, or III)


· Date


· Time


· Location


· Description


· Geocode


· Precinct


· Sector


· Beat


· Grid


· Type of offense


· Situation in which force occurred


· Reason for use of force


· Service being rendered


· Weather conditions


· Lighting conditions


· Crime of arrest


· Force used by officer


· Officer equipment


· TASER information


· Number of applications


· Duration of applications


· Distance from subject


· Drive stun?


· Officer


· Rank


· Race


· Gender


· Age


· SPD hire date


· Total years of law enforcement experience


· Unit of assignment


· Time in assignment


· Injury sustained


· Subject


· Race


· Gender


· Age


· Height


· Weight


· Injuries


· Impairment/behavior


· Resistance


· Weapons








			Use of force incident patterns by officer training


Reporting and analysis on patterns or trends of use of force related to officer certifications and training.


			Phase 1


· Analyze patterns or trends in use of force against the training officers have received.


· Determine which trainings have a relationship to use of force.


· Identify combinations or sequences of training that have the highest impact.


			· Training


· Course


· Year/Month/Day


· Duration


· Instructor


· Contents


· Certifications


· Use of Force Incident data


· Officer data


· Subject data








			Use of force incident patterns by chain of command


Reporting and analysis on patterns or trends of use of force related to command participants.





			Phase 1


· Analyze patterns or trends in use of force relative to the members of the officer’s reporting hierarchy.


· Analyze patterns or trends in use of force relative to the members of the officer’s review hierarchy.


			· Use of Force Incident data


· Officer


· Name


· Serial number


· Employee ID


· Rank


· Race


· Gender


· Age


· SPD hire date


· Total years of law enforcement experience


· Permanent chain of command


· Chain of command at the time of the incident


· Injury during incident


· Subject data








			Use of force incident patterns affected by Early Intervention activities


Reporting and analysis on patterns or trends of use of force related to the history of early interventions for an individual officer or demographic group.





			Phase 1


· Analyze the overall effectiveness of Early Intervention activities by members of the officer’s reporting hierarchy


· Identify specific Early Intervention triggers and responses which effectively reduce use of force incidents


			· EIS Indicator


· EIS threshold level


· EIS triggering event (reported level)


· Officer


· Name


· Serial number


· Employee ID


· Rank


· Race


· Gender


· Age


· SPD hire date


· Total years of law enforcement experience


· Unit of assignment


· Time in assignment


· Assignment sergeant


· Assignment lieutenant


· Assignment captain


· Assignment bureau chief


· EIS review date


· Response action


· Response action date








			Use of force incident patterns related to crisis intervention


Reporting and analysis on patterns or trends of use of force related to incidents involving individuals in crisis.


			Phase 1


· Analyze the relationships between subjects in crisis and use of force


· Analyze the effectiveness of crisis intervention training in reducing use of force


			· Use of force incident data


· Officer data


· Subject data


· Impairment/behavior


· CIT officer involvement


· Time since last CIT training


· Amount of CIT training





			Use of force review patterns by disposition or outcome


Reporting and analysis on patterns or trends in the review of use of force incidents by the Review Board.


			Phase 1


Analyze the number and percent of cases by disposition or outcome.


Analyze patterns in outcome by characteristics of officer, subject, and incident factors.


Phase 2


Capture, retain, and report on Review Board knowledge


			· Use of force incident data


· Officer data


· Subject data


· Number of cases reviewed


· Percent of cases reviewed


· Review Board membership


· Review Board attendance by member


· Review Board findings :


· Use of force approval/disapproval


· Tactics/decision-making approval/ disapproval


· Review Board findings of incident supervision, investigation, and reporting:


· Investigation approval/disapproval


· Reasons for disapproval


· Review Board recommendations:


· OPA referral


· Officer training recommendations


· Assignee


· Follow-up requested


· Response due date


· Follow-up completed


· Department training recommendations


· Assignee


· Follow-up requested


· Response due date


· Follow-up completed


· Policy change or clarification recommendation


· Assignee


· Follow-up requested


· Response due date


· Follow-up completed


· Procedure change or clarification recommendation


· Assignee


· Follow-up requested


· Response due date


· Follow-up completed


· Equipment recommendation


· Assignee


· Follow-up requested


· Response due date


· Follow-up completed


· Training issues noted by Board


· Tactics issues noted by Board


· Policy recommendations of Board


· Training received by Board








Data Sources


· Most use of force incident data will come from IAPro.


· Additional data related to officer history is held in Versaterm and its Versonnel HR database.


· Geographic information is held in the City’s GIS.


· Training information will be held in the Cornerstone On-Demand Learning and Talent Management System; certification data is currently stored in several APEX databases.


· In-car videos and holding cell videos are managed by SQL databases; links to those databases will have to be constructed.


· Some employee data is maintained by the City’s Human Resources Information System (HRIS.)


· Reporting structure data, both current and historical, is tracked in the Department’s PEDS application, an in-house Oracle database.






[bookmark: TerryStops]Functional Area Requirements – Terry Stops





The Monitor’s Memorandum address stops, searches, and arrests data:


The following Consent Decree Objectives necessitate the collection and analysis of stops and detentions data:


• SPD must “prohibit investigatory stops where the officer lacks reasonable suspicion that a person has been, is, or is about to be engaged in the commission of a crime.” (Settlement Agreement ¶ 138.)


• SPD must ensure that officers “specifically and clearly articulate reasonable suspicion when they conduct investigatory stops or detentions, or conduct field interviews for Terry stops.” (Settlement Agreement ¶ 141.)


• “SPD should deliver police services that are equitable, respectful, and free of unlawful bias, in a manner that promotes broad community engagement and confidence in the Department.” (Settlement Agreement ¶ 145.)





The data analytics platform must be able to sort stops, searches and arrests data (along with data related to use of force, complaints, and litigation) assist in analysis of any patterns by officer, unit, precinct, and chain of command.





			Area of Analysis


			Reporting Requirements


			Data





			Stops, searches, and arrests patterns and trends


Reporting and analysis of Terry stop incidents by officer.


			Phase 1


· Report on an individual officer’s stops, searches, and arrests history throughout his/her SPD career relative to the demographics of the subject.


· Report on an individual officer’s stops, searches, and arrests history by demographics of the subject compared to the officer’s peer group.


· Report on patterns of stops, searches, and arrests by unit, precinct, and chain of command relative to the demographics of the subject.





			· Incident


· Incident number


· Incident type (stop, search, arrest)


· Date of Occurrence


· Time


· Location


· Address/Intersection of Occurrence


· Precinct


· Sector


· Beat


· Grid


· Type of contact


· Other Officers?


· Reason for stop


· How was stop initiated


· Resolution of the stop


· Arrest details if any


· Ticket/Citation/Summons/Arrest Number


· Search?


· Subject/vehicle/other


· Justification


· Results


· Subject previously known to officer?


· Subject moved or transported?


· Justification


· Subject required assuming posture?


· Justification


· Required posture


· Use of force?


· Use of force incident number


· Duration of stop


· Justification


· Video recordings


· Audio recordings


· Marked car?


· Subject frisked


· Other persons stopped?


· Contraband found?


· Officer


· Name


· Serial number


· Employee ID


· Rank


· Race


· Gender


· Date of birth


· Military service history


· SPD hire date


· Total years of law enforcement experience


· Weapons carried


· Unit of assignment


· Time in assignment


· Assignment sergeant


· Assignment lieutenant


· Assignment captain


· Assignment bureau 


· Injury during incident


· Trainings


· Certifications


· CIT certified?


· Status


· Performance reviews


· Employment history


· Off-duty employment at time of incident


· Overtime hours


· Subject


· Name


· Perceived Race


· Perceived Gender


· Perceived Age


· Resistance


· Weapons


· Type of weapon


· Previously known to officer?


· Officer’s assessment of subjects condition











Data Sources


· Terry stops and street checks reports are not currently maintained in any automated system; this gap may be filled by Versaterm,.


· Additional data related to officer history is held in Versaterm and its Versonnel HR database.


· Geographic information is held in the City’s GIS.


· Training and certification information will be held in the Cornerstone On-Demand Learning and Talent Management System; certification data is currently stored in several APEX databases.


· In-car videos are managed by a SQL database; links to that database will have to be constructed.


· Some employee data is maintained by the City’s Human Resources Information System (HRIS.)


· Reporting structure data, both current and historical, is tracked in the Department’s PEDS application, an in-house Oracle database.









[bookmark: Litigation]Functional Area Requirements – Litigation


Police activities, including but not limited to use of force, sometimes result in litigation.  (For example, litigation may be the result of a perception of biased policing unrelated to use of force.) Litigation may be related to a complaint or may be initiated independent of the filing of a complaint.  


The Settlement Agreement identifies “the number, nature, outcome, and settlement amount, if any, of civil suits against SPD officers related to use of force regardless of whether the City is a defendant in the litigation” as among the Accountability Measures the City should track (Section E.2.d.(4).  In his Memorandum the Monitor notes that “A litigation module should track all open and all closed cases involving the SPD.”  The Monitor identifies several data elements which should be captured for reporting.


			Area of Analysis


			Reporting Requirements


			Data





			Litigation tracking


Reporting on the attributes and status of each litigation involving SPD.


			Phase 1


· Maintain and report on the details of all litigation, whether open or closed.


			· Cause


· Cause number


· Use of force incident number(s)


· OPA number(s)


· Litigation type


· Cause of action


· Plaintiff(s) 


· Date filed


· Defense Attorney Assigned


· Complainant/Plaintiff Attorney


· Result


· Judgment amount


· Costs and Fees Paid


· Settlement Amount


· Officer(s)


· Name


· Serial number


· Employee ID


· Rank


· Race


· Gender


· Age


· SPD hire date


· Total years of law enforcement experience


· Unit of assignment


· Time in assignment


· Assignment sergeant


· Assignment lieutenant


· Assignment captain


· Assignment bureau chief


· Complainant(s)


· Name


· Race


· Gender


· Age








			Litigation trend analysis


Reporting and analysis on patterns or trends in litigation filed against SPD.





			Phase 1


· Analyze the types of incidents or events which generate litigation.


· Analyze litigation defendants to determine whether there are officers, units, or command participants named in a relatively high percentage of litigation.








			· Case


· Case number


· Use of force incident number(s)


· Complaint number(s)


· Litigation type


· Cause of action


· Plaintiff(s) 


· Date filed


· Current status


· Status change date


· Amount requested


· Estimated exposure


· City counsel


· Complainant counsel


· Court of record


· Judge


· Result


· Judgment amount


· Legal fees


· Officer(s)


· Name


· Serial number


· Employee ID


· Rank


· Race


· Gender


· Age


· SPD hire date


· Total years of law enforcement experience


· Unit of assignment


· Time in assignment


· Assignment sergeant


· Assignment lieutenant


· Assignment captain


· Assignment bureau chief


· Complainant(s)


· Name


· Race


· Gender


· Age














Data Sources


· Most incident and complaint data will come from IAPro.


· Additional data related to officer history is held in Versaterm and its Versonnel HR database.


· Some employee data is maintained by the City’s Human Resources Information System (HRIS.)


· Reporting structure data, both current and historical, is tracked in the Department’s PEDS application, an in-house Oracle database.


· The Law Department’s OnTrack system maintains some data related to litigation.  However, much litigation data has no current automated source.  An new input and litigation management system may have to be acquired or created.






[bookmark: Complaints]Functional Area Requirements - Complaint Management


SPD tracks two types of complaints: complaints from the public regarding officer behavior are routed to the Office of Professional Accountability (OPA.) Complaints filed internally regarding race, gender, or other categories of bias are routed to the Department’s Equal Employment Opportunity (EEO) Officer.


The Settlement Agreement includes certain principles and requirements regarding OPA complaints; also, the March 31, 2014 Memorandum from the Monitor addresses complaints more generally.  The Settlement Agreement includes that:


· “SPD should continue to strive to ensure that all complaints regarding employee conduct are fully and fairly dealt with; that all investigative findings are supported by the evidence and documented in writing; and that officers and complainants receive a thorough, fair, and expeditious resolution of complaints.” 


· SPD will update its policies and the OPA Manual as stated.


In his Memorandum the Monitor identifies the following goals:


· All litigation and all claims should be considered complaints and investigated internally.


· The widest possible net should be thrown open at intake to receive all complaints from all possible sources of complaint.


· The complaints module should be based upon a form that captures all relevant facts, including the identification of the officer and of the complainant, contact information, witnesses, and a log of all investigative steps.


The data to support analysis of OPA and EEO complaints will for the most part come from IAPro. 


			Area of Analysis


			Reporting Requirements


			Data





			Complaint analysis


Reporting and analysis to identify trends and patterns in complaints so that proactive action can be taken to reduce complaints and support unbiased policing.


			Phase 1


· Report on number of complaints by type to identify trends or patterns.  Review number of complaints within: 


· geographical regions,


· precincts 


· shifts


· Correlate demographics of complainant with types of complaints and number of complaints within geographical areas or precincts.  


· Correlate the arresting charge with type of complaint.


· Correlate officer information with complaints:


· Years of Law Enforcement experience


· Assignment


· History


· Training


· Report on an individual officer’s complaint/litigation history as reflected in IAPro relative to the demographics of the subject.


· Report on patterns of complaints and litigation by unit, precinct, and chain of command relative to the demographics of the subject.





Phase 2


· Track what policy was violated





			· Complaint Type


· Complaint information


· Officer


· Precinct


· Geographical region


· Shift


· Complainant


· Contact information


· Witnesses


· Contact information


· Arresting charge (RMS)


· Complainant Information


· Demographics of complainants


· Race


· Age 


· Gender


· Homelessness


· Officer information 


· Assignment (at time of complaint)


· Employee status


· Employment history


· Training


· Performance reviews 


· Time in department


· Off duty employment


· Overtime

















			Process analysis


Reporting and analysis to support ensuring that the complaint process results in effective and expeditious investigation of complaints.





			Phase 1


· Track cycle time of complaint process.


· Track % of the time recommendations are followed. 


· Track and analyze difference between recommendations and actual discipline.


· Track whether there is an appeal by the officer to determine whether appeals are having an impact on outcomes.


· Track type of discipline applied by case or primary allegation severity to determine if discipline is consistently applied (currently there is not a process to determine primary allegation or assign severity).


· Track and report on the number of cases in each stage of the process.


· Track average time cases are open.


· Identify average duration of each complaint stage.


· Automated report of cases due within set parameters.


· Automated report of due dates for stages of the investigation process within set parameters.








			· Case information:


· Allegation type


· Investigation?


· Investigation classification


· Evidence


· Status by Stage


· Current Active Stage


· Applicable Due Date, if any


· Date of completion


· Case Findings by Stage


· Case Classification


· Auditor Certification


· OPA Certification


· OPA Recommendations on findings


· OPA Recommendations on discipline


· Chief’s final decision


· Discipline 


· Type (e.g. suspension without pay, how many days, termination)


· Appeals


· Appeal date


· Modified findings


· Modified discipline


· Grievances


· File date


· Modified findings


· Modified discipline


· Settlement 


· Settlement date


· Settlement terms


· Cycle Time


· Overall case


· By stage


· Length case open to date


· Date of 180 day time limit for discipline notice cases  











			Complaint investigation analysis


Analysis of individual complaints to ensure they are handled thoroughly and in a manner consistent with the OPA Manual and department procedures for EEO complaints.


			Phase 1


· Support complaint investigation by providing detailed information on the complaint, the event, the complainant, and the employee.


			· Complaint information (see above)


· Complainant information (see above)


· Officer information (see above)

















Data Sources


· Most incident data will come from IAPro.


· Additional data related to officer history is held in Versaterm and its Versonnel HR database.


· Training information will be held in the Cornerstone On-Demand Learning and Talent Management System.


· In-car videos and holding cell videos are managed by SQL databases; links to those databases will have to be constructed.


· Crime scene photos and audio interview recordings are maintained within the Digital Evidence Management System (DEMS).


· Some employee data is maintained by the City’s Human Resources Information System (HRIS.)


· Reporting structure data, both current and historical, is tracked in the Department’s PEDS application, an in-house Oracle database.


· Complainants do not always provide demographic data.


· Complaint tracking capabilities after OPA resolution are currently manual and limited.



[bookmark: EIS]Functional Area Requirements – Early Intervention


Identification of potentially problematic behaviors, and early intervention in response to those behaviors, are identified in Section III.E.2 of the Settlement Agreement.  The Seattle Police Manual refers to this as its Early Intervention Program.


The Settlement Agreement identifies these points (paragraph numbers included):


157. The City’s EIS system will continue to be used for risk management purposes and not for disciplinary purposes. SPD will monitor the EIS to ensure it is meeting its objective of providing SPD with notice before behaviors become problematic. 


158. SPD will review and adjust, where appropriate, the threshold levels for each of the current EIS indicator criteria, and the EIS indicators. The Monitor will review and approve the revised EIS threshold levels and indicators. 


159. SPD will revise its EIS policy to include a mechanism for review of an officer whose activity has already triggered a threshold for one of the EIS indicator criteria, so that the threshold level is lower if EIS is triggered again, where appropriate. For example, if an officer has participated in a certain number of uses of force in a six-month period, SPD will design a protocol for lowering the threshold for subsequent review. 


160. SPD will collect and maintain information related to supervisor, precinct, squad, and unit trends, consistent with the provisions in this section. 


161. SPD will collect, maintain, and retrieve information related to the following precinct-level activity: 


1. a)  Uses of force; 


1. b)  OPA complaints and their dispositions; 


1. c)  Number of individual officers who have triggered EIS reviews; and 


1. d)  Supervisor EIS Assessments of officers. 


The Seattle Police Manual identifies these factors and thresholds for early intervention (performance mentoring):





			Indicator Criteria


			Threshold Levels





			A. Chain-of-command recommendations


			Each will be reviewed





			B. Use-of-force (Type I)


			Reaching the top 1% of officers who have used force


investigated at Type I within 6 months





			C. Use-of-force (Type II and Type III)


			Reaching the top 5% of officers who have used force


investigated at Type II or Type III within 6 months





			D. Vehicle collisions


			2 Department vehicle collisions within 12


months





			E. Receipt of OPA complaints


			3 complaints within 12 months





			F. Receipt of EEO complaints


			2 complaints within 12 months





			G. Named in police actions claims or


lawsuits against the City


			2 within 24 months





			H. Vehicle pursuits


			2 within 6 months





			I. Unexcused failure to appear in


mandatory training*


			1 within 12 months





			J. K9 apprehension-bite ratio


			More than 15% K-9 apprehension bite ratio


in a 12 month period





			K. Officer-involved shooting


			Single incident threshold











Additionally, an Early Intervention Assessment will be conducted at the aggregate level when an employee has a total of five (5) indicators between A – J within six (6) months of the completion of his or her last Mentoring Plan or his or her sworn date.





In his Memorandum the Monitor refers to these criteria and thresholds and notes that “the business intelligence system must provide command staff with the ability to easily query a summary of the officer’s performance data across his or her career….The business intelligence must, therefore, allow officers to quickly retrieve an officer’s performance summary—a report that must be configured to provide officers with clear, accurate information in in an easily understandable format.”


The data to support this area of analysis will come mostly from IAPro.  However there are some gaps in the data maintained by IAPro and in the functions and calculations it can perform.  For example, one gap that needs to be addressed is calculating the threshold to trigger an intervention.  Therefore, SPD would like the vendor to design and implement a way for the Data Analytics Platform to calculate the thresholds based on data received from IAPro.  SPD would also like the vendor to propose workflow functionality to perform the EIS case management processes currently included in IAPro.  Requirements for this workflow capability are included in the Workflow Requirements document.


			Area of Analysis


			Reporting Requirements


			Data





			Early intervention triggering events


Reporting and analysis of each EIS triggering event (one or more thresholds exceeded) 





			Phase 1


· Calculate triggering thresholds from data from IAPro and other sources


· Execute, route, and track responses to EIS triggers. 


· Report on EIS triggering events and subsequent actions  


· Report on an individual officer’s early intervention history[footnoteRef:1]  [1: IAPro is capturing EIS-related data, but the Department is not going to import historical data from AIM or other sources] 



Phase 2


· Associate supervisors’ notes of issues or problems noted during yearly performance appraisal with EIS events  





			· Indicator


· Threshold level


· Triggering event (reported level)


· Officer


· Name


· Badge


· Rank


· Race


· Gender


· Age


· SPD hire date


· Total police years of service


· Unit of assignment


· Time in assignment


· Assignment sergeant


· Assignment lieutenant


· Assignment captain


· Assignment bureau chief


· EIS review date


· Response action


· Performance Information


· Training Information


· Employee Status


· Employee History





Most of this data comes from IAPro.  








			Early intervention Trend Analysis


Reporting and analysis on patterns or trends by individual officers or groups of officers.





			Phase 1


· Track EIS events for an individual officer.


Phase 2


· Track EIS events across groups of officers associated by common years on force, assignment, supervisor, precinct, squad, or unit.


· Track patterns of recurrence against reviews and responses.


· Correlate training with early intervention track records.





			· Indicator


· Threshold level


· Triggering event (reported level)


· Officer


· Name


· Badge


· Rank


· Race


· Gender


· Age


· SPD hire date


· Total police years of service


· Unit of assignment


· Time in assignment


· Assignment sergeant


· Assignment lieutenant


· Assignment captain


· Assignment bureau chief


· EIS Assessment date


· Response action


· Performance Information


· Training Information


· Employee Status


· Employee History





Most of this data comes from IAPro.


IAPro does not maintain historical assignment data.














Data Sources


· Most indicator, event, and officer data will come from IAPro.


· Additional data related to officer history is held in Versaterm and its Versonnel HR database.


· Training information will be held in the Cornerstone On-Demand Learning and Talent Management System.


· Some employee data is maintained by the City’s Human Resources Information System (HRIS.)


· Reporting structure data, both current and historical, is tracked in the Department’s PEDS application, an in-house Oracle database. 


· Notes of issues or problems related to an officer by his or her supervisor are held in the Performance Appraisal system, an in-house Oracle application.









[bookmark: Performance]Functional Area Requirements – Performance Management


SPD seeks to track certain information regarding officer work activity. The highest priority performance information for an individual officer activity is categorized as a Phase 1 requirement.





Other types of performance information are sought for day-to-day and long term management of the department.  Some of that information is provided by CAD/RMS but it is not as comprehensive as desired.  This Data Analytics Platform will be required in future phases to incorporate data from additional sources and to provide more advanced performance metrics and analysis capability, including correlation of data from multiple systems to measure performance of individuals and organizational units in the ways set forth below.






			Area of Analysis


			Reporting Requirements


			Data





			Officer Performance Management


Reporting and analysis to support managing day-to-day performance as well as long term analysis (patterns, comparisons against peers and other department defined metrics)


			Phase 2


· Track # of calls for service and service time by officer


· Track # of onview/officer initiated events and time spent by officer


· Track downtime spent by officer


· Track primary vs back up status by officer, by call


· Track number of arrests by officer


· Track number of events with evidence collection by officer 


· Track average time spent by an officer on types of calls compared to peers


· Track response time of an officer by call type compared to peers


· Track actual time logged on per shift


· Track time off (vacation, furloughs, sick), and identify patterns


· Track tardiness and identify patterns.


· Track officer performance by day/by week/by month/by year/by career



Filter capability should include but not be limited to:  event type, call type, boundaries (sector/beat, etc.), organization (squad, precinct), date/times, and shifts.    





			· Event


· Date 


· Time


· Call priority 


· Call type


· Unit


· Name 


· Type


· Capabilities


· Officer(s) assigned


· Primary or backup?


· Time 


· Dispatch delay


· Travel time


· Service time


· CFS time


· Onview time


· Transition time


· Downtime


· Free time


· Location


· Precinct


· Sector


· Beat


· Grid


· Event type:  


· Onview


· Downtime


· Call for Service 


· Disposition (clearance codes) 


· Officer


· Rank


· Race


· Gender


· Age


· SPD hire date


· Total years of law enforcement experience


· Unit of assignment


· Skills


· Timekeeping (vacation, sick, furloughs, etc.)


· Daily attendance (tardiness)







			Workload Management and Analysis


Reporting and analysis to support managing day-to-day and historical performance.  Some reporting available through CAD/RMS today but not comprehensive.





			Phase 2


· Number of calls by event and call type (by district, by reporting area, by beat, by sector, by unit type)


· Average time spent on calls by type (today and historically).


· Response time by type of call and overall.


· Correlate time spent on specific call types to precinct, sector, beat, unit type, time of day, time blocks (quarter, year).


· Track time off and attendance patterns by precinct, by unit, etc. 


· Track whether evidence is being collected on calls.


· Report on how non-call time is being spent (# of stops etc.) by precinct etc.


· Comparisons against peer groups and like functional groups (other precincts, other squads)



Filter capability should include but not be limited to:  event type, call type, unit types, call priorities, locations, boundaries (sector/beat, etc.), time, day and date blocks, organizations (squad, precinct), and shifts.    





			
Same elements as Officer Performance Management  









			Long Term Performance Management


Same as daily management but with a longer term view.  Supports making organizational decisions to improve performance as a whole


			Phase 2


· Correlate performance with the implementation of new practices


· Correlate performance with training completed (performance of officers who have completed a certain type of training vs. those who have not.





			· Service call information


· Officer performance information


· Date which new practices are implemented


· Training completed by officer








			Deployment  Management


Reporting and analysis to assist with effective deployment of resources.





			Phase 2


· Reporting on who is deployed with whom and whether that has an impact on performance


· Analysis of historical information on who was deployed with whom and whether that had an impact on performance.


· Report on resource availability including skills and equipment


· Report on what areas have the most need for resources including resource type





			· Resource location and assignment status


· Resource skills


· Equipment assignments


· Deployment history











Data Sources


· Most incident and officer data will come from IAPro.


· Performance and call data is maintained by the Computer Aided Dispatch (CAD) system.


· Additional data related to officer history is held in Versaterm and its Versonnel HR database.


· Some employee data is maintained by the City’s Human Resources Information System (HRIS.)


· Reporting structure data, both current and historical, is tracked in the Department’s PEDS application, an in-house Oracle database. 


· Notes of issues or problems related to an officer by his or her supervisor are held in the Performance Appraisal system, an in-house Oracle application.


· Data regarding who reported to whom on a particular call or incident may not currently be available.












[bookmark: CrisisIntervention]Functional Area Requirements – Crisis Intervention


The focus of this area of analysis is how SPD responds to calls regarding people in behavioral crisis.   Section B of the Settlement Agreement and the Crisis Intervention Policy includes the following specific requirements regarding Crisis Intervention:


· Crisis Intervention (CI) trained officers will be dispatched to calls regarding people in behavioural crisis.


· CI trained officers will take the lead, when appropriate, in interacting with people in behavioral crisis.


· Tracking of information regarding SPD’s interactions with people in mental health crisis should be continued and expanded.  A list of data elements is included, subject to review by the Crisis Intervention Committee (CIC).





The CIC has developed a mental health contact form in response to the settlement agreement.  This form has not yet been implemented and there is not a system identified to track this information.


Modifications will need to be made to the CAD system to track mental health related information for calls.


			Area of Analysis


			Reporting Requirements


			Data





			Contacts with subjects in behavioral crisis


Officers must document contacts with subjects who are in behavioral crisis, are suspects in a crime, and/or are detained for a mental health evaluation


			Phase 1


• Report on all such contacts


			· Same as below





			Incident trend analysis


Reporting and analysis to identify trends in incidents involving people in behavioral crisis so proactive action can be taken to more consistently  and effectively  manage such incidents.


			Phase 1


· Report on number of incidents by nature of incident.


· Report on number of incidents by disposition.


· Track an individual officer’s trends in dealing with people in crisis: are they using force, were there resulting injuries, what were the dispositions.


· Report on the number of individuals that are causing the calls (what % are from repeat contacts).


· Track % of time force was used.


· Track % of time there were injuries.


· Track % of time subject was arrested








			· Behavioral Crisis Contact:


· Date and Time


· Call Type


· Subject Name, age, gender, race, address


· Subject is a military veteran?


· Location of incident


· Whether a supervisor was present or responded to the scene


· Reporting Officer


· Nature of incident


· Disposition of incident


· Was subject arrested


· Was subject  taken to hospital


· Was subject involuntarily committed


· Whether force was used and what type


· Was there an injury to officers, subject or others


· ICV


· Subject name


· Officer involved


· Was subject armed


· Type of weapon


· Knife


· Gun


· Other


· Was the subject threatening violence?


· Brief narrative of event if not included elsewhere


· Ultimate charge or arrest











			Process analysis


Reporting and analysis to support ensuring that the mental health incident call response is timely and appropriate, including whether communications procedures are effective in identifying people in behavioral crisis.





			Phase 1


· Track number of calls that appear to involve individuals in behavioral crisis and % that were responded to by a CIT certified officer.


· Track response time for calls involving people in mental health crisis.


· Track % of time there is follow-up by CRT after a call.


· Provide drill-down on all of the above by geography, precinct, sector, and  beat.


· Is there a trend regarding whether repeat contacts have had CRT follow-up?


· Track what % of incidents were identified as behavioral crisis by dispatch.


· Report on whether calls responded to by CIC certified officers involve less use of force, injury or arrests.


· Track whether subjects are being referred to appropriate services Track whether call volume and patrol workload are being reduced as a result of CRT follow up


			· Call information:


· Was call responded to


· Response  time


· Officer CI trained (yes/no)


· Officer CI Certified (yes/no)


· Was there follow-up


· Geography


· Precinct


· Sector 


· Beat


· Use of Force


· Arrest


· Injury




















Data Sources


· Mental Health Contact data will be collected via a new Mental  Health Contact Form ; there is currently no system to track this information.


· Call data is tracked in CAD.


· Additional incident data will come from IAPro.






[bookmark: Collisions]Functional Area Requirements – Collisions and Pursuits


Vehicle collisions and pursuits involving SPD officers are two factors which are EIS triggers.  Information about collisions and pursuits will therefore be tracked in the DAP for analysis and reporting.


SPD defines a pursuit as “when an officer, operating an authorized police vehicle with emergency lights and siren activated, proceeds in an effort to keep pace with and/or immediately apprehend an eluding driver.”  Eluding is defined as “when an officer operating an authorized police vehicle initiates a vehicle stop and, after a reasonable time to yield in response to the officer’s command, the driver does any of the following:


· Increases speed


· Takes evasive actions


· Refuses to stop”


A collision is when an authorized police vehicle, marked or unmarked, whether owned, leased, rented seized, donated, or otherwise acquired, comes into contact with another vehicle or object, whether damage results or not.  All collisions, whether major or minor, must be reported and investigated, per Seattle Police Manual Section 13.010.


			Area of Analysis


			Reporting Requirements


			Data





			Vehicle Pursuits


Reporting and analysis of vehicle pursuits by SPD officers in the performance of their duties.


			Phase 1


· Report on number of pursuits by officer, precinct, sector, beat, grid, watch.


· Report on the reasons for and results of pursuits.


· Analyze and report on factors which contribute to pursuits resulting in accidents.





			· Case Number


· Date


· Time


· Location of initiation


· Location of ending


· Summary of incident


· Reason pursuit initiated


· Initial violation


· Pursuit distance


· Pursuit duration


· Maximum speed


· Agency initiating pursuit


· Event that concluded pursuit


· Agency ending pursuit


· Weather conditions


· Type of vehicle pursued


· DUI factors


· DUI arrest?


· Helicopter 


· Available?


· Used?


· Aircraft


· Available?


· Used?


· Stop device


· In-car camera


· Available?


· Used?


· Camera video ID number


· Pursuit aborted by


· Pursuit justified?


· Pursuit within policy?


· Liability claim filed


· Resulting accident


· Property damage type


· Property damage amount


· Suspect vehicle $


· Police vehicle $


· Parked vehicle $


· Property damage $


· Other $


· Involved citizen


· Gender


· Age 


· Race


· Name


· Charge


· Injury


· Involved officer


· Name


· Badge


· Rank


· Race


· Gender


· Age


· SPD hire date


· Total police years of service


· Unit of assignment


· Time in assignment


· Assignment sergeant


· Injury


· Citizen witness


· Officer witness








			Vehicle Collisions


Reporting and analysis of collisions involving SPD officers in the performance of their duties.





			Phase 1:


· Report on number of collisions by officer.


· Report on number of collisions per year by precinct, sector, beat, grid, and watch.


· Report on cost of damage per collision or cost of damage of all collisions for a year or other time period.


· Analyze whether there is a relationship between number or cause of collisions by time of day or location.


· Analyze whether training is resulting in a reduction of the number of collisions.


			· Incident number


· Case number


· Cause of collision


· Date


· Time 


· Location where collision occurred


· Summary of incident


· Officer involved in collision


· Name


· Badge


· Rank


· Race


· Gender


· Age


· SPD hire date


· Total police years of service


· Unit of assignment


· Time in assignment


· Assignment sergeant


· Injury


· Civilian involved in collision


· Name


· Gender


· Age 


· Race


· Injury


· Were they injured?


· Were they charged with a crime?


· Vehicle involved


· Description


· ID


· Cost of damage 


· Department vehicle damage


· Other vehicle damage


· Other property damage


· Citizen witness


· Officer witness


· Collision review board finding;


· Preventable/non-preventable


· Recommendation


· Cycle time to make a decision


· Was there a lawsuit?


· Was a complaint filed?


· Was the officer given a reprimand?











Data Sources


· Data regarding pursuits is currently entered into IAPro.


· Data regarding collisions is currently in AIMS but will be moving to IAPro.






[bookmark: CrimeAnalysis]Functional Area Requirements - Crime Analysis


 Crime Analysis is not related to the Settlement Agreement with the Department of Justice; all Crime Analysis requirements are considered part of Phase 2.  Requirements include Crime Analysis to prevent crime, prioritize and manage resources, and solve crimes.  Tools will be required to identify patterns and integration developed with many external data sources.


			Area of Analysis


			Reporting Requirements


			Data





			Strategic Analysis


Tracking and analysis of crimes and crime patterns to support identification of strategies and tactics effective in crime prevention.  


			Phase 2


· Identify patterns in types of crimes by:


· geographical regions,


· precincts 


· custom defined map area


· shifts


· calendar period


· time of day (floating start / stop)


· count / frequency


· Associate crime rates with strategies used to deter crime (e.g., street lighting, business education programs, Block Watch organizing, etc.)


· Generate reports for public on crime statistics.


· Ability to extract quantifiable data from narrative text based on keywords or frequency patterns


· Ability to set alerts based on thresholds and time-based frequencies








			· Crime


· Type


· Level


· Date


· Time


· Location


· Result


· Weather


· Lighting


· Special circumstances


· Perpetrator


· Victim


· Prevention Strategy


· Type


· Activity


· Date


· Time


· Location


· SPD participant


· Community involvement








			Operational Analysis


Use of predictive analytics on crime patterns to support optimization of internal operations and prioritize patrol and investigation.  


			Phase 2


· Provide management dashboards that include reports on crime statistics over time and allow drilldown to precinct, watch, and sector.


· Generate data driven recommendations for deployments and responses based on predictive analytics.








			


· Crime


· Type


· Level


· Date


· Time


· Location


· Result


· Weather


· Lighting


· Special circumstances


· Perpetrator


· Victim








			Investigative


Supports ability to solve current crimes.





			Phase 2


· Ability to search for suspects through known offenders, MO analysis, and unique identifiers.


· Identify other cases with same MO or characteristics.








			· Crime


· Type


· Level


· Date


· Time


· Location


· Result


· Weather


· Lighting


· MO characteristics


· Suspect


· Name


· Characteristics


· Convictions


· Location


· MO 











			Intelligence


Information compiled, analyzed, and/or disseminated in an effort to anticipate, prevent, or monitor major criminal activity.


			Phase 3


· Cell phone analysis.


· Social network analysis


· Integration with national databases with restricted access


			· Cell phone calls


· Text messages


· Email


· Facebook posts


· Tweets


· Warrants 











Data Sources


· Most crime related data originates in CAD/RMS


· NCIC (National Crime Information Center)


· WACIC (Washington Crime Information Center) 


· NIBRS Extract file (National Incident-Based Reporting System)


· Traffic collision data is held in the State Traffic Collisions database


· King County Jail System


· Washington State Department of Corrections (DOC)


· Municipal Court Systems


· JEMS (Jail Entity Management System) –booking photos


· Information regarding businesses will come from the City’s Business License System and the State Liquor License database


· Geographic information is held by the City’s GIS


· US Census data provides information regarding the demographics of City neighborhoods.


· COBAN (In-car camera system)


· DEMS (Digital Evidence Management System)
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Workflow Requirements 


RFP #SPD 3289


Data Analytics Platform Design and Implementation





SPD would like Vendors to propose as an option to include lightweight workflow functionality in the DAP for the following case management processes.  


· Early Intervention


· Use of Force Review


· Complaint Review and Investigations


Currently the process is managed in IAPro, with the Blue Team application as the front end for data entry.  SPD would like to continue data entry in Blue Team; however, once the data is entered they would like examine the option of the DAP handling all or part of the case management processes.  SPD would like Vendors to propose a solution to manage the workflow with the cost clearly documented in the Vendor’s Cost Proposal; the Vendor’s Management Proposal should explain the advantages of using the proposed solution over IAPro for case management.  


The case management processes are described briefly in this document, including process flows that describe the current state process.  SPD is not committed to keeping the current state processes;  during project they would like assistance from the Vendor in creating the future state process that would best meet SPD’s needs.  SPD would like the vendor to review the processes and propose which steps will be kept within IAPro and which will be incorporated in the DAP as part of their proposed workflow solution.









Early Intervention


The early intervention process is triggered when an officer’s behavior reaches a certain threshold as defined in the EIS Policy.  Once the threshold is activated, an alert is sent to the Early Intervention Coordinator who routes to the supervisor (Sergeant) to complete an assessment form.  The assessment form is then reviewed and approved by the Chain of Command and routed to the Performance Review Committee and then the Bureau Chief for approval.















Use of Force Review (Type I and II)


For a type I Use of Force the process begins with the involved officer making an entry in Blue Team.  The incident is then routed through the officer’s chain of command to the Section Commander.  The Section Commander then forwards on to the IAPro team to intake the case.  The IAPro Team intakes the case and sends to the Force Review Unit (FRU) for processing.  The Force Review Unit compiles the case information.  If it is Type I, the process ends here.  If Type II, it is sent to the Force Review Board (FRB) Members to be reviewed at the next monthly meeting.  At the monthly FRB meeting, the case is reviewed and the board verbally provides their findings.  The IAPro team then  transcribes the findings and recommended actions and sends to the Assistant Chief of Compliance.  The Assistant Chief of Compliance reviews, approves, and sends recommendations on to other units for action as necessary.












Use of Force Review (Type III and Officer Involved Shootings)


Type III Use of Force and Officer Involved Shooting (OIS) incidents start with the Force Investigation Team (FIT).  The FIT Lieutenant creates the case in IAPro and orders the involved officer to make an entry in Blue Team.  The involved officer enters the information in Blue Team.  The FIT Lieutenant links the entry to the case and sends it on to the IAPro team to do a quality assurance review.  The Lieutenant then assigns a detective to complete an investigation.  When the investigation is completed the FIT Sergeant, Lieutenant and Captain review the case.  It is then sent out through Blue Team to the Precinct Captain and the Assistant Chief of Compliance at the same time.  The Captain responds and the Assistant Chief approves.  It then goes on to the FRU to compile information and prepare for the FRB.  From there the process follows the same path as a type II.  








Complaint Review and Investigation 


The complaint management review and investigation process begins when the Office of Professional Accountability (OPA) receives a complaint.  The OPA Sergeant intakes the case and it is then sent to the Lieutenant for review.  The Lieutenant reviews, approves, proposes allegations, and sends on to the OPA director for review and classification.  The OPA Director reviews and classifies the complaint, determining if an administrative investigation needs to be conducted or whether it can be effectively handled by supervisory action. The auditor also reviews the case and makes a recommendation to the OPA Director whether the case should be an administrative investigation or a supervisory action.  The complainant at this time is notified of the complaint classification if it is classified as an administrative investigation.  If an investigation is required the Lieutenant then assigns an OPA Sergeant to complete the investigation.  If the complaint is classified as a supervisory action, a memorandum is sent to the supervisor and they must report back within 30 days.  The complainant is notified of the outcome and resolution, either by OPA or the officer’s supervisor.  


For cases that are investigated, once the OPA Sergeant completes the investigation, it is reviewed by the OPA Lieutenant and then Captain.  Then the case it is sent on to the Auditor to certify.  Once the Auditor certifies the investigation, the OPA director certifies it, makes a recommended finding on each allegation and issues a Director’s Certification Memorandum (DCM).  At this point the complainant is notified that the investigation has been certified and recommended findings have been made.  The OPA Director then sends out the DCM in Blue Team to the Captain, Chief, Deputy Chief, Bureau Chief, Legal and OPA Auditor.  If the Director recommends sustained findings, a discipline meeting is held with the OPA Director, OPA Captain or Lieutenant, OPA Sergeant (for certain cases), a legal advisor and the officer’s chain of command.  The recommended discipline is then submitted to the Chief to make a final decision and it returns to the OPA Director for closure.  
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Microsoft_Excel_Worksheet4.xlsx

Sheet1








			Desktop  HP EliteDesk 800 G1 Small Form Factor (SFF) PC


			Processor - Intel Core i7-4770 3.4GHz CPU


			Memory - 8GB DDR3 1600DIMM 2x4GB RAM


			Optical Drive -- HP SATA SuperMulti DVD Writer Drive


			Hard drive - 500GB 7200 RPM 3.5 HDD


			Graphics - Intel HD Graphics 4600


			Network card - Integrated 10/100/1000


			Keyboard - HP USB Standard Keyboard


			Mouse - HP USB Optical BLK Mouse


			Additional accessories - HP DisplayPort To DVI-D Adapter


			Expansion Slots - 


			(2) low-profile PCIe x16


			(1) low-profile PCIe x1


			(1) low-profile PCI





			Dell ATG - Rugged Laptop   E6430ATG 225-2696  i5  2.60 Ghz   8 Gig 


			COBAN M7 In-Car Computer    i7  2.60 Ghz   8 Gig 





			Operating System


			Windows 7 - 64 Bit - 


			Default install program folders


			SCCM is the standard enterprise device management solution


			Hardware collections are based on AD hardware groups








			Security


			VIPRE - Two full scans per week, daily "light" scan


			Users - 95% of SPD users do not have elevated permissions on the local PC


			VPN - connectivity for computers not physically located within Seattle Police Facilities


			NetMotion - Mobility Version 10.10.x  This product is primarily used for 400 Computers connecting via Verizon LTE wireless


			F5 - VPN -  This product is primarily used for 250 computers connecting to the SPD Network using VPN tunnel via browser. 





			Productivity Software


			Office Professional 2010   32 bit  installed locally -  14.0.6123


			User Data mapped to h:\  or users personal drive


			Office Profession 2013 ( likely future ) with Outlook in the cloud  (OFF 365)


			Adobe Reader  ver.  10


			Internet Explorer  Version 9  9.0.8112.16421


			Acrobat 11 Professional AOO License


			Acrobat Professional 11 Windows Media


			Dreamweaver CS6 Upgrade License From CS5.5 UE


			Photoshop CS6 AOO License UE 553.33
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City of Seattle End User Hardware and 
Software Standards 



Background 
 



In order to meet customer demand for increased functionality, the software industry is increasing 



the release pace of new software and hardware product versions.  In regard to software, industry 



analysts predict that consumers will continue to see an accelerated update release schedule for 



PC and server operating systems and browsers.
1
 As further evidence of this shift, with Office 365 



ProPlus, Microsoft is employing an “Evergreen” strategy to deliver and maintain the most up-to-



date software versions for cloud customers.  



This faster software release cadence will result in more frequent changes to our standards. 



Frequent updates to functionality and compatibility will also impact COS development efforts, 



operational support and purchasing practices.  



Business and IT application and system owners should be aware of these standards and plan 



for future changes in their applications to run on supported infrastructure.  



Affected Departments 
All City departments shall procure new end user equipment and software that meets or exceeds 



the minimum configurations set in this standard, as long as interoperability and compatibility is 



maintained.  



Implementation 



 Any major revisions to this standard take immediate effect when approved by the Tech 



Board. 



 The standard’s configuration matrix is reviewed by the Citywide Desktop Team (EUCG) 



at least once every six months, in June and December.   



 The EUCG coordinates the updating of the matrix with other IT Governance teams noted 



on the matrix. Minor revisions to hardware/make model, configurations and other issues 



that do not drive major cost or policy changes take effect when approved by the EUCG  



These changes do not require Technology Board review or approval.  



 Hardware standards apply to devices at the time of purchase 



 Software standards must be kept current on the installed base. 



                                                 
1
 How to Keep Up With Microsoft’s Accelerated Windows and Office Product Cycle”, Gartner 11/12/2013. 
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Exceptions 
Exceptions should be submitted to and approved by the Chief Technology Officer.  



Lifecycle Planning: Key 
Wherever possible, this standard document reflects the format of the End User Computing 



Roadmap, found here, which includes lifecycle milestones that identify which products and 



versions are: 



 Sunsetting—with an imminent end of life such that systems should be actively engaged 



in transitioning to a standard product  



 Transitional—defining supported but outdated technology. Plans should be in the works 



for upgrades or replacement. 



 Emerging—representing the current preferred technology for new implementations. 



 Horizon—looking ahead to the expected new version of technology. This is usually a 



forecast.  



Audience and uses 
 IT management, for strategic planning, budget planning, platform planning decisions 



 Project Managers as infrastructure or application projects develop and choose platforms 



 Technologists, for platform choices, integration planning, technology choices 



 Application developers, for platform choices when developing and updating applications 



 End users for identifying appropriate technologies and guidance for using  non-City 



issued devices for business purposes 



 City Purchasing, as a reference for acceptable platform requirements in RFP, RFI and 



other purchasing processes 



Ownership & Collaboration 
 The End User Computing Group (primary owner) 



 Core Systems Group (direction) 



 Other governance groups for implications for networks, security, application 



development and other areas 



 City Purchasing 



Related Policies, Standards, and Guidelines 



 These standards reflect directions identified in the End User Computing Roadmap, the 



current version of which can be found on the Inweb here. 





http://inweb/technology/enterprise_tech/technologyBoard/itroadmaps.htm


http://inweb/technology/enterprise_tech/technologyBoard/itroadmaps.htm
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Platform Elements 
The City of Seattle has adopted the Microsoft platform running on Intel hardware, a combination 



referred to in the computing industry as “Wintel.” This standards document is organized to cover 



the primary hardware and software elements in use in the City today, including all elements of 



the end user stack. The following table presents an overview of the platforms and standards that 



are addressed in further detail in this document: 
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Software Standards 
Element Standard Direction 



Foundation Software 



PC Operating System Windows 7 Enterprise with MDOP, SP1, 64 bit Windows 8.1 Enterprise is approved for City-



issued mobile applications only 



Browsers IE 9, Alternative (Chrome, Safari) for specific 



cases 



Transitioning to IE 11 1/1/2015 



Office Suite Office Pro Plus 2010 SP1 (32 bit) Transitioning to Office 365 Pro Plus 



Communications 



Hosted web meetings Web Ex See guidance and use details here 



Desktop 



Communications 



Microsoft Lync See guidance and use details here 



Other Software 



Email OWA/Outlook 2010 SP1, moving to O365 in 
2015 



See configuration details here 



Directory Active Directory  



Virus protection GFI Vipre Enterprise or Enterprise Premium for 



Business 



Evaluating alternatives for 2015 implementation 



Print Screen/screen 



capture 



HyperSnap DX (Current version)  



Document Reader Adobe Acrobat Reader Current Version  Keep current version  



Default install location  



Streaming media player Adobe Flash MPEG-4 format is the encoding standard 



RIA & media player Microsoft Silverlight  



Personal cloud file 



sharing 



Dropbox (occasional use); Box (supported use) See guidance and use details here 



System Management Microsoft SCCM 2012 SP1 R2 Transitioning from SCCM 2007 SP2 



Managed print services HP Web Jetadmin See guidance and use details here 



Hardware Standards 
Desktop 



Standard PC HP EliteDesk 800 G1 USDT or SFF See configuration detail here 



CAD/C3D standard HP Z230 CMT ENERGY STAR® Workstation See configuration detail here 



Desktops replacement 



cycle  



5 years or less from original purchase date. Per original purchase specifications 



Monitor LCD/Flat Panel HP or ViewSonic, 22” or above. 



Laptops   



Laptop Hardware HP Elitebook 850  See configuration details here 



Small laptop HP Elitebook 820  See configuration details here 



Convertible laptop HP Revolve 810 G2 See configuration details here 



Laptops replacement 



cycle 



5 years or less from the original purchase date  



City-Owned Mobile   



Smartphones iOS, Android or Windows See configuration details 



Tablet  HP ElitePad 1000  



 Microsoft Surface Pro 2  



 Microsoft Surface Pro 3 



See configuration details 



Non City-Owned 



Mobile 



  



Smartphone iOS, Android, Windows See Smartphone/Mobile Use policy here and 



obtain approvals 



Tablet iOS, Android , Win 8.1 or above See Smartphone/Mobile Use policy here and 



obtain approvals 





http://inweb/technology/tech_infra/telephone/smartphone.htm


http://inweb/technology/tech_infra/telephone/smartphone.htm
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End User Software Standards 



Operating Systems 



Lifecycle support for Windows makes migration to new versions a part of every application’s 



lifecycle planning.  Current lifecycle information can be found on the Microsoft website here. 



Wherever possible, this document will outline pertinent lifecycle dates. 



 



Product Release 



date 



End 



Mainstream 



Support 



End 



Extended 



Support 



Current Direction 



Windows 7 



Enterprise with 



MDOP SP 1 x64 



10/22/2009 1/13/2015 1/14/2020 Maintain as Citywide standard 



until further notice 



Windows 8.1 11/13/2013 1/9/2018 1/12/2023 Current standard for mobile only, 



not for general use 



 
** Support ends 24 months after the next service pack releases or at the end of the product's support lifecycle, whichever comes 



first. For more information, please see the service pack policy here . 



GUIDANCE 



 Deploy all new desktop systems on the standard platform through the 2015/16 budget 



period 



 No new decisions will be made about the next desktop operating system release until 



Microsoft’s direction is clear, in general our strategy is: 



o Plan to upgrade as new versions and updates are approved as standard.  



o No application should be more than one full version behind. 



o No application should remain on unsupported versions (beyond end of 



Mainstream Support). 



 Deploy Windows 8.1 for use on tablet devices only, at departmental IT discretion 



 Departments are responsible for application compatibility testing and support and 



maintaining current patches 



 SA license versions are required 



 All current updates must be included, or security patches will cease to be available 



 Other details: 



o Machine name: Dept+Asset+Optional 
 



CONFIGURATION 



See configuration details in Settings and Configuration Details here. 
 



Internal Browser 



Current lifecycle information can be found on the Microsoft website here. 



 





http://support.microsoft.com/gp/lifeselect


http://support.microsoft.com/lifecycle/search/%20http:/support.microsoft.com/lifecycle/#ServicePackSupport 


http://doit-sharepoint/ET/Shared%20Documents/Settings%20and%20Configuration%20Support.docx


http://support.microsoft.com/lifecycle/search/?sort=PN&alpha=sql
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Product Release/ 



Est. 



Release 



End 



Mainstream 



Support 



End 



Extended 



Support 



Current Direction 



IE 8 6/17/2009 See note* See note* Maintained by departments with 



specific application/browser 



dependencies 



IE 9 3/15/2011 See note* See note* Maintain until end of life 



Alternate 



Browser 



NA NA NA Chrome or Firefox when necessary 



to support browser dependent 



applications that will not run on IE 



standard 



IE 11 11/13/2013 NA NA Deploy as standard by 1/1/2015 



IE 12 Fall  2014 NA NA Evaluate and deploy within 9 



months after IE 11 (Sept 2015) 



*Note: Lifecycle is tied to Windows 7 lifecycle 



GUIDANCE 



It is important to note that new IE versions are forecasted to be released annually.  According 



to this schedule, IE 9 will be replaced by 1/1/2015 IE 11 and IE 12 will be released in fall of 



2015. This update plan cadence is reflected in the End User Computing Roadmap, found here. 



 



 Implement all new applications on the standard platform and plan for future upgrades to 



keep pace with the standard.  



o Plan to upgrade as new versions and updates are approved as standard.  



o No application should be more than one full version behind. 



o No application should remain on unsupported versions (beyond end of 



Mainstream Support). 



o No applications should remain several versions beyond the end of extended 



support. 



 Enterprise Mode IE (EMIE)   Option: In order to support applications that are dependent 



on IE 8, departments may elect to deploy the IE 11 (EMIE) option, which enables IE 11 



to emulate IE 8. 



 Configuration Specifics 



o Loaded locally to C:\Program Files (x86) 



o Favorites stored to home directory (H:) 



o Standard pertains only to browsers installed on City PCs, not external internet 



user PCs. 



o Install current service packs 



o Standard is to review and evaluate whether to go to the new versions within 6 



months of release date 



Alternative Browser 



In order to support applications that are browser dependent and that are not compatible with the 



current IE standard version, departments may choose to adopt an alternative browser to support 





http://inweb/technology/enterprise_tech/technologyBoard/itroadmaps.htm
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specific requirements. This should be an interim solution with the intention of remaining with the 



current IE standard when possible. 



 



GUIDANCE 



 Departments can choose to deliver an alternative browser (Chrome, Firefox) to support 



specific requirements. 



 Browsers must be tested and controlled by desktop management groups and kept patched 



and current. 



 IE remains the standard browser; no new software development should be based on non-



standard browser platforms, though it is also understood that an alternate browser may be 



required for applications that do not currently function with the IE standard. 



Office Suite 



Product Release/ 



Est. 



Release 



End 



Mainstream 



Support 



End 



Extended 



Support 



Current Direction 



Office Pro Plus 



2010 SP1 (32 bit) 



7/15/2010 10/13/2015 10/13/2020 Maintain through transition to 



O365 



Office Pro Plus 



2013 



1/9/2013 4/10/2018 4/11/2023 Workaround for depts. 



transitioning to O365 



O365 Professional 



Plus 



2/27/2013 Ongoing NA Staged deployment schedule in 



process 



GUIDANCE 



It is important to note that once O365 is adopted, the Evergreen model may result in monthly 



software updates.  This is a moving target. Please click here for the latest on O365 



implementation planning information. 



 Office 2010 configuration and installation details for: 



o Installed locally to C:\Program Files (x86)\Microsoft Office 



o Default save location to home directory (H:) 



o Will run Outlook 2010 SP1 



 See:  Office 2010 Professional Plus Configuration under Settings and Configuration 



Details here. 



 O365  



o Details pertaining to access and provisioning still in process 



Communications 



HOSTED WEB MEETINGS AND DESKTOP COMMUNICATIONS 



Function Product Current Direction 



Hosted Web 



Meetings 



WebEx Standard for hosted web conferencing 





http://doit-sharepoint/pmo/Office365/Shared%20Documents/Dept%20Leads_TSPs/O365%20%20Timeline%20and%20Scope.pptx


http://doit-sharepoint/ET/Shared%20Documents/Settings%20and%20Configuration%20Support.docx
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Desktop 



Communications 



Microsoft Lync Standard for instant messaging, desktop 



video and other client-side 



communications 



 



GUIDANCE 



WEBEX 
 Purchase on a SaaS basis through State contracts 



LYNC 
 Available for instant messaging, desktop video and other client-side communications 



 Voice/PBX communications remains with Avaya with Unified Communications 



integration provided via Avaya Aura Voice/PBX communications remains with Avaya 



with Unified Communications integration provided via Avaya Aura 



Email 



Product Release 



date 



End 



Mainstream 



Support 



End 



Extended 



Support 



Current Direction 



Outlook 2010 



SP1 



7/15/2010 10/12/2015 10/13/2020 Current as we shift to O365 



Exchange Online 



Office Pro Plus 



2013 



1/9/2013 4/10/2018 4/11/2023 Workaround for depts. 



transitioning to O365 



O365 2/27/2013 On-going NA Deployment scheduled for 2015 



 



GUIDANCE 



 Current: Outlook 2010 



o OWA 



o Cache loaded locally 



o Outlook v2007sp2 



o Requires both Windows and Exchange Client Access Licenses 



 Emerging: O365 



o Details pertaining to access and provisioning still in process 



Other Support Software 
Function Product Current Direction 



Directory Active Directory  



Virus Protection GFI Vipre Enterprise or 



Enterprise Premium or 



Business 



Evaluating alternatives for 2015 



deployment 



Print Screen/screen 



capture  



HyperSnap DX (Current 



version) 



May be moving to Microsoft offering 
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Document Reader  Adobe Acrobat Reader 



Current Version 



 



Streaming  Media 



Player 



Adobe Flash  



RIA/Media Player Silverlight At end of life 



 HTML 5 Waiting for Microsoft details 



Personal storage Dropbox and Box Need to plan migration to OneDrive 



 OneDrive for Business Moving with O365  



GUIDANCE 



GFI VIPRE 
 C:\Program Files\Sunbelt Software\SBEAgent 



 Recommend setting for automatic update of DAT files including external ftp update 



location 



HYPERSNAP DX  
 Current version 



ADOBE ACROBAT READER 
 Keep current version  



 Default install location 



ADOBE FLASH 
 MPEG-4 format is the encoding standard 



MICROSOFT SILVERLIGHT: Product is sunsetting, no current updates from Microsoft about new 



direction 



DROPBOX AND BOX 
 Dropbox for Public data only 



 Box as acquired and supported by department IT  



 Transition to OneDrive Pro as Office 365 becomes available 



Hardware Standards 
All models and configuration information represent current standards. These standards are 



updated twice per year, in 2Q and 4Q. Questions regarding these standards may be directed to 



the End User Computing Group. 



Desktop PC 



Category Product Configuration 



Standard PC 



(Minimum spec 



for new PC 



purchases) 



HP EliteDesk 800 G1 



USDT or SFF 



Intel Core i7-4770S 3.1G  



8GB DDR3-1600  



DVD Burner / CDRW 



320GB SATA Hard Drive 



Microsoft Windows 8 Professional 64-bit 
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4 year warranty 



EPEAT GOLD 



CAD/C3D 



standard 



(Minimum spec 



for new PC 



purchases) 



HP Z230 CMT ENERGY 



STAR® Workstation 



Intel Core i7-4770 3.4 GHz 8MB 4C HT CPU 



16 GB RAM DDR3 1600 



DVD Burner / CDRW 



500 GB SATA Hard Drive 



Graphics - NVIDIA Quadro K600 1GB 



Graphic Card 



Microsoft Windows 7 Professional 64-bit 



4 year warranty 



EPEAT GOLD 
 



GUIDANCE 



 Desktop hardware replacement cycle is 5 years or less from original purchase date.  



 All acquisitions are per original purchase specifications. 



 



Monitors 



Category Product Configuration 



Monitors LCD/Flat Panel HP or ViewSonic, 22” or above. 



Other sizes per department approval 



Laptops 



Category Product Configuration 



Laptop 



Hardware 



(Minimum spec 



for new non-



rugged laptop 



purchases) 



HP Elitebook 850  



 



 



Intel Core i7-4600U  



8 GB RAM  



DVD- Burner/CDRW 



320 GB SATA Hard Drive 



15.6 inch LED FHD SVA Anti-Glare slim 



(1920x1080) 



Microsoft Windows 8 Professional 64-bit 



4 Year Warranty (Accidental Damage 



Protection) 



EPEAT  Gold 



Small laptop HP Elitebook 820  



 



 



Intel Core Core i7-4600UM 



8 GB RAM  



DVD- Burner/CDRW 



320 GB Hard Drive 



12.5" LED-HD SVA anti-glare (1366 x 768)  



Microsoft Windows 8 Professional 64-bit 



4 Year Warranty (Accidental Damage 



Protection) 



EPEAT GOLD 



Convertible HP Revolve 810 G2 Intel Core Core i7- 4600U/ 
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laptop (swivel 



touch screen, 



Can be used as a 



laptop or tablet) 



8 GB RAM  



128 GB SSD Hard Drive 



11.6" diagonal LED-backlit HD UWVA (1366 



x 768) Touchscreen 



Microsoft Windows 8 Professional 64-bit 



4 Year Warranty (Accidental Damage 



Protection) 



EPEAT GOLD 



GUIDANCE 



 Desktop hardware replacement cycle is 5 years or less from original purchase date.  



 All acquisitions are per original purchase specifications. 



 



Mobile Devices 



CITY-OWNED AND ISSUED MOBILE DEVICES 



Category Product Configuration 



Smartphone iOS 4 or above 



Android 2.2 or above 



Windows 8 



All devices must have Good Technology 



Mobile Device Management software provided 



by DoIT installed 



 



Tablet 
HP ElitePad 1000 with 



Windows 8.1 Professional 



Microsoft Surface Pro 2 



with Windows 8.1 



Professional 



Microsoft Surface Pro 3 



with Windows 8.1 



Professional 



 



See guidance below 



GUIDANCE 



 Smartphone 



o All devices must have Good Technology Mobile Device Management 



software provided by DoIT installed 



 Tablet: Approved  



Note: Testing and application support with Windows 8.1 and above is the responsibility 



of individual departments 



o Elitepad 



 Required: Elitepad configuration must include Ethernet adapter.   



 Strongly recommended:  Expansion jacket.  



o Surface Pro 2 and 3 



 Version selection at departmental discretion 
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 Required: Surface configuration must include USB NIC. 



 Strongly recommended: Type Cover 



 Tablet: Exceptions (i.e. non-Windows 8 devices) 



o Must have Good Technology Mobile Device Management software provided 



by DoIT installed 



NON CITY-OWNED MOBILE DEVICES 



Category Product Configuration 



Smartphone iOS 4 or above 



Android 2.2 or above 



 



Tablet iOS 4 or above 



Android 2.2 or above 



Windows 8.1  



 



GUIDANCE 



 See Smart phone policy here. 



 Follow all directions regarding Acceptable Use Policy and CTO Exception Process  



Print/Copy/Fax/Scan 



Category Product Configuration 



Managed print 



services 



HP Web Jetadmin  



GUIDANCE 



 Manage image processing devices with managed print services software (Web Jetadmin) 



 Deploy multi-function devices through City contracts 



 Deploy HP universal print drivers 



 Support duplexing, favor black & white printing, remanufactured toner cartridges 



 Comply with best security requirements 



Document Control  
IT Governance Owner:  City of Seattle End User Computing Group 



Update Frequency:   Semi-Annually, in 2Q and 4Q  



 



Version Content Author Approval 



Date 



1.0 Initial Draft Standard, Developed by the Distributed Computing 



& Commodities Team (DCCT). 



 11/12/2002 



 Reviewed & Approved by the Infrastructure Management Board 



(IMB). 



 11/19,2002 



 Reviewed and Approved by the Technology Council.  11/26/2002 



2.0 Revision Approved by the IMB  01/06/2004 





http://inweb/technology/tech_infra/telephone/smartphone.htm
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Approvals 



Information Technology Approvals 



The Technology Board 



 Eric Bell (SC)  Sam Kurle (SMC)  Steven Hellyer (HSD) 
 Ayele Dagne (Parks)  Jim Loter (SPL)  Lenny Roberts (SFD) 



 Michael Mattmiller (CTO, DoIT)  Dirk Mahling (SCL)  Bryon Tokunaga (FAS) 
 Amy Hughes (SDOT, Chair)  Charlene Moran (DPD)  



 Mark Knutson (SPD)  Tom Nolan (SPU)  



 



 



_________________________________ 



Michael Mattmiller 



Chief Technology Officer 



 



Approved this 5th day of August, 2014 



 



 Revision Approved by the Tech Council  01/12/2004 



3.0 Revision Approved by the DCCT  08/17/2006 



 Standard Reviewed by the DCCT; Annual Matrix Update  12/19/2006 



4.0 Switch to HP approved by Tech Board.  Matrix Updated.   12/18/2007 



 Standard Reviewed by the EUCG  Annual Matrix Update Dadosio et. al. 12/19/2008 



5.0 Revision of the Desktop/Laptop Standard in content and format.  



Semi-Annual Matrix Update.  Internal web browser standard 



subsumed here; cosmetic changes 



Dadosio et. al. 06/30/09 



6.0 Revision of the Desktop/Laptop Standard in content and format.  



Semi-Annual Matrix Update.   



Dadosio et. al. 01/21/10 



7.0 Revision of the Desktop/Laptop Standard in content and format.  



Semi-Annual Matrix Update.   



Mike Miles 05/06/2010 



8.0 Standard Reviewed and updated by the EUCG  Brant 5/17/2011 



9.0 Standard Reviewed and approved by the Tech Board  6/17/2011 



10.0 Updated by Albert Seafeldt for HP models; Win7 versions Seafeldt 3/22/2012 



11.0 Revised and validated at EUCG Morrow 4/17/2012 



12.0 Revised HP equipment (Mike Miles); added subsidiary standard 



around Win7, Office 2010, Image processing, web conferencing 



and mobile devices (Kaye & Martin) 



Miles, Kaye, 



Martin 



4/16/2013 



13.0 Revised HP equipment (Mike Miles), added Windows 8.1 as 



emerging/alternative OS,  added slate tablets and convertible 



tablet/PC (Armbruster) 



Miles, 



Armbruster 



9/18/2013 



14.0 Revised HP equipment (Mike Miles), HP hardware model and 



configuration updates 



Miles, 



Armbruster 



1/29/2014 



15.0 Revised IE browser, end-user mobile, HP equipment, O365 



additions, SCCM 2012 



Miles, 



Armbruster 



6/2014 
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[bookmark: _Toc390260962]Business and IT application and system owners must plan for lifecycle changes in applications and supporting infrastructure. They should be aware of these standards and plan for future upgrades. Failure to do so can leave the City tied to obsolete technology which is more expensive to support, prone to failure and vulnerable to security threats. 


Identifying computing platform standards helps application owners plan for appropriate infrastructure and enables infrastructure providers to plan and staff more efficiently. Rapid changes in technology offer opportunities to increase efficiency, reduce carbon footprint and offer new capabilities. Failure to plan for change can leave City systems locked into inefficient investments, drive costs higher and increase risk in an attempt to support outdated solutions.  


These standards reflect directions identified in the Core Systems Roadmap, the current version of which can be found on the InWeb here.





[bookmark: _Toc401930869]Affected Departments


All City departments 


[bookmark: _Toc401930870]Implementation


· Applies to all new computing applications and systems


· Applies to all existing computing applications and systems at upgrade or replacement


[bookmark: _Toc401930871]Exceptions


Exceptions should be submitted to and approved by the Chief Technology Officer in accordance with the Exception Process available on the InWeb Citywide Policies and Standards page here under Management (direct PDF link here.)


[bookmark: _Toc401930872]Related Policies, Standards, and Guidelines


· See Citywide IT Policies and Standards on the InWeb here


· The End User Computing Hardware and Software Standard















Standards
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Platforms


The top level summary of current platforms and standard versions appears below, with links to sections expanding on lifecycle. 


			Platform


			Server OS


			Hyper Visor


			RDBMS


			Hardware





			Microsoft/Intel


			Win Server 2012 R2


			VMWare ESX 5.5


			MS SQL Server 2012 SP1


			Deployed under VMWare





			Oracle


			Solaris 11


			Oracle VM


			Oracle 11


			Oracle Sun





			AIX


			IBM AIX 7.1


			In AIX


			Oracle 12c


			IBM P7








Supporting Services and Disciplines


Other standard computing disciplines that should be part of every implementation are also covered here, specifically:


· Cloud Computing guidance


· General platform requirements (directory, unified communications, collaboration, messaging, records management, file services, mobile device management)


· IT Business Continuity Planning and Disaster Recovery


· End User standards


Lifecycle Phases


The standards below following the technology lifecycle phases identified in the Technology Roadmaps. 


			Sunsetting. This designates products or versions facing end of life/end of support. These technologies should be actively engaged in transitioning to current or future standard products.





			Transitional. These are products or versions currently within standards, but facing a known end of life/end of support. Plans should be in the works for upgrades or replacement.





			Emerging. This category represents the current preferred technology for new implementations. These products are standards suitable for new implementations.





			Horizon. This category looks ahead to the expected new version of technology. This is usually a forecast offered for strategic planning purposes.








Who Should Use This Document?


· IT management, for strategic planning, budget planning, platform decisions


· Project Managers as infrastructure or application projects develop and choose platforms. 


· Technologists, for platform choices, integration planning, technology choices


· Application developers, for platform choices when developing and updating applications.


· City Purchasing, as a reference for acceptable platform requirements in RFP, RFI and other purchasing processes.


· Other governance groups for implications for networks, security, application development and other areas


[bookmark: _Toc393788071][bookmark: _Toc401930874][bookmark: _Toc390260964]Platform Standards


[bookmark: _Microsoft_Platform][bookmark: _Toc401930875]Microsoft Platform


The most popular solution for midrange applications is the Microsoft/Intel (or Wintel) platform. 


Primary Use:


This platform is primarily used for:


· General business applications hosting.


· Applications developed using the Microsoft set of development tools and services.


· Enterprise applications from Microsoft including Exchange, Lync and Office.








Options include:


· Hardware. Choose current generation hardware in line with Next Generation Data Center compute standards.


· Virtualization. The standard deployment option is virtualization under VMWare, the standard virtual machine manager.


· Server Operating System. Use the current standard version of Microsoft Windows Server and plan for future upgrades.


· Relational Database Management System. Use Microsoft SQL Server in its current standard version and plan for lifecycle upgrades.











Server OS: Windows Server


Lifecycle support for Windows makes migration to new versions a part of every application’s lifecycle planning.  Current lifecycle information can be found on the Microsoft website here


			Product


			Release date


			End Mainstream Support


			End Extended Support


			Current Direction





			Win Server 2003 SP2


			


			2010


			7/14/2015 **


			Eliminate before move to NGDC and before end of support





			Win Server 2008 R2


			


			7/9/2013


			1/14/2020 **


			Migrate to WS 2012 R2





			Windows Server 2012


			10/2012


			1/9/2018 **


			1/10/2023


			Migrate to WS 2012 R2





			Win Server 2012 R2


			10/2013


			


			


			Current standard





			Win Server 2013 R3


			10/2014 (est)


			


			


			Evaluate after release





			Win Server 2015


			2015 (est)


			


			


			Evaluate after release








** Support ends 24 months after the next service pack releases or at the end of the product's support lifecycle, whichever comes first. For more information, please see the service pack policy here .


Guidance


· Implement all new applications on the standard platform and plan for future upgrades to keep pace with the standard. 


· Plan to upgrade as new versions and updates are approved as standard. 


· No application should be more than one full version behind.


· No application should remain on unsupported versions (beyond end of Extended Support).


· Move off Win Server 2003 before NGDC move and before end of support. 


· Future Windows Server update cadence may increase to an annual update to support the overall shift to faster updates and enhancements in cloud offerings.


RDBMS: Microsoft SQL Server


Current lifecycle information can be found on the Microsoft website here


			Product


			Release/


est Release


			End Mainstream Support


			End Extended Support


			Current Direction





			SQL Server 2005 SP4


			1/14/2006


			4/12/2011


			4/12/2016 **


			End extended support





			SQL Server 2008 
R2 SP 3


			11/7/2008


			7/8/2014


			7/9/2019 **


			SP3 required for continued support 





			SQL Server 2012 SP1


			11/7/2012


			7/11/2017


			7/12/2022 **


			Current Standard





			SQL Server 2014


			2Q/2014 (est)


			


			Est release date


			





			Azure SQL Server


			


			


			


			Evaluate








** Support ends 12 months after the next service pack releases or at the end of the product's support lifecycle, whichever comes first. For more information, please see the service pack policy here  


Guidance


· Implement all new applications on the standard platform and plan for future upgrades to keep pace with the standard. 


· Plan to upgrade as new versions and updates are approved as standard. 


· No application should be more than one full version behind.


· No application should remain on unsupported versions (beyond end of Mainstream Support).


· No applications should remain versions beyond the end of extended support.


· Consolidate loads and licenses for like database versions wherever possible.


· Continue migrating applications off outdated versions onto the standard version of SQL Server (2012 SP1). 


· Migrate off of SQL Server 2005 before the move to the NGDC in 2015.


· Evaluate SQL Server 2014 in 2015.


Hypervisor: VMWare ESX


VMWare support policies are available here


Lifecycle Product Matrix is available here 


			Product


			General Availability


			End


General Support 


			End of Tech Guidance


			End of Availability/End Distribution


			Current Direction





			VMWare ESX 5.1


			8/24/2011


			8/24/2016


			8/24/2018


			


			





			VMWare ESXi 5.5


			9/19/2013


			9/19/2018


			9/19/2020


			


			Current standard





			VSphere 6.0


			Q4 2014


			


			


			


			








Guidance


· The standard deployment model is to virtualize applications. 


· Use the current version of VMWare and plan for lifecycle upgrades.


· Some applications are not suited to virtualization and will need to be run without this layer. 


· Microsoft Hyper V is not standard.


Infrastructure for Virtual Hosts


The standard way to run applications in the data center is on virtualized servers as part of a converged infrastructure (compute, VM manager, storage, network). See the Converged Infrastructure section below.


Guidance


· The standard deployment model is to virtualize applications using the standard unified computing infrastructure implemented in the City data center. 


· The ability to run on the virtual host depends on the I/O profile of the application and compute needs.


Standalone Server Hardware


Every effort should be used to use virtualized hardware if possible. 





Applications on standalone servers are discouraged, but sometimes necessary to support business needs. Standalone implementations are typically “purpose-built” infrastructure necessary to support the specific needs of the application for special requirements like compute resources, fault tolerance or support certification. 


Guidance


· Engage your departmental IT support organization first.


· Virtualized infrastructure is preferred for efficiency and management.


· Standalone hardware is discouraged. It will only be used where the vendor specific requirements drive this business decision. 


· Server brands are dependent on contracting – but should be limited to major brands that are supportable by management applications in our environment. Dell is the current preferred brand based on the partnership with Nutanix and the business position of the other vendors. The current preferred brand is Dell based on contracting and market position of the major server vendors. .


· Only use vendor supplied hardware where required for support.


· Specific vendor equipment is contingent on contracting. Vendor brands are those current approved vendors, but variations are acceptable pending verification of performance. 


· Servers should be no greater than 5 years old.


[bookmark: _Oracle_Platform][bookmark: _Toc390260965][bookmark: _Toc401930876]Oracle Platform


SCL, SPU, FAS and other departments have made significant investments in the Oracle platform to support high reliability applications. 


Primary Use:


This platform is primarily used for:


· General business applications hosting for applications built to run on the Oracle stack.


· Applications developed using the Oracle set of development tools and services.











Server Operating System: Solaris


			Product


			Release date


			End Mainstream Support


			End Extended Support


			Current Direction





			Solaris 9 & prior


			


			


			


			Upgrade





			Solaris 10


			


			


			


			Upgrade





			Solaris 11


			2011


			


			


			Current standard





			Oracle Linux


			


			


			


			





			Solaris 12


			


			


			


			future








Guidance


· Current standard is Solaris 11 for new implementations. 


· Earlier versions should plan to upgrade


· Oracle Linux is a standard option OS for those departments using an Oracle platform


· Future direction is unclear for Solaris & Oracle Linux as the general market moves to cloud scale.


RDBMS: Oracle 


			Product


			Release date


			End Mainstream Support


			End Extended Support


			Current Direction





			Oracle 9 and prior


			


			


			


			Retire





			Oracle 10g


			


			


			


			Upgrade to 11g





			Oracle 11g


			


			


			


			Current standard





			Oracle 12c


			2013


			


			


			future








See Oracle Lifetime Support Policy here


Guidance


· Use Oracle RDBMS for high reliability, security and scalability for mission critical applications.


Virtual Machine Manager: Oracle VM


			Product


			Release/


est Release


			End Mainstream Support


			End Extended Support


			Current Direction





			Oracle VM 3.3


			2014


			


			


			








Guidance


· Use of the Oracle VM product is optional in the Oracle platform. It is currently deployed in SCL but not SPU.


Server Hardware: Oracle Sun


			Product


			Release/


est Release


			End Mainstream Support


			End Extended Support


			Current Direction





			


			


			


			


			





			Older Sun equipment


			


			


			


			





			Oracle Sun SPARC T4


			2011


			


			


			





			Sun SPARC 


T5


			2013


			


			


			








Guidance


· Selection of hardware depends on compute requirements.





[bookmark: _IBM_AIX_Platform][bookmark: _Toc390260966][bookmark: _Toc401930877]IBM AIX Platform


Primary Use


The IBM AIX platform is employed to support large scale applications like HRIS and Summit Financials. All such implementations require extensive engineering support and should only be acquired or upgraded with consultation with data center engineering support. The overall market direction is away from Unix variants and P Series processing and this platform is regarded as transitional. 











Server Operating System: IBM AIX


			Product


			Release date


			End Mainstream Support


			End Extended Support


			Current Direction





			AIX 7.1


			2010


			


			


			Upgrade








Guidance


· AIX 7.1 is the current standard for large applications


· Market direction is away from Unix variants toward commodity OSes like Windows and Linux


· New applications should not be implemented on AIX


· Coordinate with data center resource provider on all implementations.


RDBMS: Oracle 


Oracle RDBMS is the standard for large scale, high availability applications. See the Oracle RDBMS section above


Server Hardware: IBM P Series


AIX applications are hosted on IBM Power Series hardware


			Product


			Release/


est Release


			End Mainstream Support


			End Extended Support


			Current Direction





			IBM Power 7


			


			


			


			








Guidance


· Market direction is toward commodity servers and converged computing platforms.


· New application should not be hosted on IBM P series hardware.





[bookmark: _Linux_Platform]


[bookmark: _Cloud_Computing][bookmark: _Toc401930878][bookmark: _Toc390260967]Converged Infrastructure


Converged infrastructure offers an integrated data center environment to support compute services, virtual machine management, storage and software defined networking. The Next Generation Data Center (NGDC) project has selected the Nutanix platform. 





Primary Use:


This platform is used for applications running in the data center





[image: http://www.storagenewsletter.com/wp-content/uploads/2014/03/Nutanix-Assigned-Patent.jpg]





Guidance


· This is the preferred NGDC platform. 


· Use of any other converged platform (Cisco UCS, VCE, Flexpod, etc) will require an exception.


· Applications running in IaaS and internal private clouds must be approved and implemented to meet City computing standards.


· Contact your department’s server management team for appropriate implementation.


[bookmark: _General_Platform_Requirements][bookmark: _Toc393788072][bookmark: _Toc401930879]General Platform Requirements


All business applications and IT systems projects must plan to fit into the computing infrastructure, which is summarized below. More details can be found in the respective Roadmap documents on the InWeb noted in each section


[bookmark: _Toc390260968][bookmark: _Toc401930880]Core System Environment


These standards reflect directions identified in the Core Systems Roadmap, the current version of which can be found on the InWeb here.





			Element


			Standard


			Direction





			Directory


			MS Active Directory


			MS Active Directory and Azure Active Directory (used by O365) These directories are synchronized using FIM.  Authentication to CoS provided using ADFS 





			Unified Communications


			Microsoft Lync (clients)


Avaya Aura (telecom)


			WebEx for hosted web conferencing until Lync/Avaya serves that requirement


Transition to Lync 2013 for IM, Presence and audio and video conferencing (up to 250 attendees to maintain parity with Lync Online Requirements).  Lync will also support dial-in attendees to Lync Meetings.








			Collaboration


			SharePoint Online


			Transition from Windows SharePoint Server to Office 365/SharePoint Online


Departmental deployment of SharePoint on prem may be driven by business requirements





			External File Sharing


			Dropbox or Box with departmental IT supervision


			OneDrive for Business connected to City O365 G3 tenant or via SharePoint Online site collection with external sharing (see note below)





			Enterprise e-mail and calendaring 


			Exchange 2007


			Transition to Exchange Online (currently v2013) in 2015.





			Records Management


			Mimosa


			Transition to new product, ZyLab, in 2015





			File Services


			Windows File Services


			Continue with WFS





			Mobile device management


			Good Technology


			Transition to new Mobile Device Manager is pending





			Storage


			


			TBD from NGDC





			Backup


			


			TBD from NGDC





			


			


			








[bookmark: _IT_Business_Continuity][bookmark: _Toc390260969]Guidance


· The City’s Office 365 G3 tenant will become the preferred collaboration platform for the City, including SPO, Lync and Office. Applications and business functions should leverage City investment in these tools.


· External file sharing will move from ‘casual’ solutions like Dropbox and Box to OneDrive for Business, ". Our cloud solution meets the requirements for all of our applicable regulatory requirements.”


· Where possible, departments should stand up SharePoint Online site collections with external sharing enabled to provide access for external entities.  This provides more granular control of access and also keeps files in an area where they are less susceptible to loss.


·  City employee use of other commercial services (such as non-City OneDrive for Business, Google Drive, Dropbox or box) for sharing of City files with users external to the City will be prohibited (except where permissible by Citywide and Departmental Policy or by exception).  


[bookmark: _End_User_Standards][bookmark: _Toc390260970][bookmark: _Toc401930881]End User Standards


Verify that applications and systems will run in the City’s current a future End User Computing environment. See the End User Computing Hardware and Software Standards here.





All IT applications and systems must plan for compatibility with the end user stack of software and hardware products. In many case, these must be kept in synch as these elements are updated.


· Many business applications rely on browsers, desktop operating systems or the office productivity suite for various services. These elements will be updated over time as new products are released.


· More detail on direction and lifecycles is presented in the End User Computing Roadmap here.





			Element


			Standard


			Direction





			PC Operating System


			Windows 7 Enterprise with MDOP, SP1, 64 bit


			Windows 8.1 Enterprise is approved for internally delivered mobile and tablet applications only. Not for desktop/laptop deployment. 





			Productivity


			Office Pro Plus 2010 SP1 (32 bit)


			Transition to Office Pro Plus 2013





			Virus protection


			Vipre


			Will transition in 2014 to new product





			Browsers


			Internal: IE 11


External: test against all browsers with 5% market share or greater (see Guidance below)


			Transitioning from IE 9 to IE 11





			Smartphones


			Apple iOS


Android


Windows Phone 8


			Continued mix of products. City owned devices must be delivered with Good Technology Mobile Device Management software. 





			System Management


			Microsoft SCCM 2012 SP1 R2


			Transitioning from SCCM 2007 SP2








[bookmark: _Toc393788073][bookmark: _Toc390260971]Guidance


· Browsers. Externally facing applications should be tested for compatibility with all major browser versions with %5 market share or better, since the general public uses a broad range of browser versions. This assures that most external users can access City government services. 


[bookmark: _Toc401930882]IT Business Continuity Planning/Disaster Recovery


All IT applications and systems must establish and maintain an IT BCP/DR plan.


Requirements can be met with different tools.


			Element


			Standard


			Direction





			IT Business Continuity Plans, BIA ( Business Impact Analysis),IT  Disaster Recovery Plans


			Meet requirements to establish a BIA and IT/DR Plan


			ResilienceONE (SaaS)


Establish a standard tool for DoIT/DoIT supported departments.








· All applications in the Next Generation Data Center should have a BIA analysis and IT Disaster Recovery Plan


· DoIT and DoIT supported departments will utilize the Resilience ONE (R1) cloud tool to identify business critical functions (COOPs (Continuity Of OPerations) MEFs (Mission Essential Functions)). 


· BIA will be performed to rate and prioritize the MEFs across departments using standard impact factor weightings to arrive at RTOs (Recovery Time Objectives) and RPOs (Recovery Point Objectives)


· Business continuity plans will be developed to address business impact, disaster recovery plans will be developed to meet or exceed the RTOs and RPOs.






[bookmark: _Toc401930883]Document Control


[bookmark: _Toc390260975]Document Control


IT Governance Owner:  City of Seattle Core Systems Group


Update Frequency:  Annual (by 12/31) with update and review of the Core Systems roadmap.  


			Version


			Content


			Author


			Approval Date





			1.0


			Initial version
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SPD Data Management – Regulatory controls related to security and access


5/23/2014





Disclaimer:  This document is not to be considered Seattle Police Department policy, legal advice or a comprehensive reference.  It is a summary of some of the regulatory controls governing Seattle Police Data and is for the purpose of framing the conversation needed to manage this data.  





Note:  The Washington Public Records Act (PRA) requires agencies to provide access to public records unless the records fall within the specific exemptions listed in the PRA, or another State or Federal statute which exempts or prohibits disclosure of specific information or records. The process of determining governance for a particular data set often includes more than a single reference.  Refer to the data owner, subject matter expert, the risk manager, legal advisor or your supervisor for more complete information on particular data.





Access to Police data is governed by the following:





If the data contains Juvenile information, it is governed by RCW.    Focus is on Juvenile identity and case information.  This includes data at rest and data in motion. Information on juveniles is confidential, and may not be released to the public except by court order or written consent under provisions of RCW 13.50.050 (records relating to commission of juvenile offenses) and RCW 13.50.100(3) and/or RCW 13.50.100(4)(a)and(b)  (records not relating to commission of juvenile offenses.) Chapt. 13.50 RCW provides the “exclusive process” for obtaining juvenile justice and care records. 


Reference:  RCW 13.50





If the data contains complainant, victim or witness identity information where the person indicated their desire for nondisclosure. This includes data at rest and data in motion. 


If the data contains child victim or child witness identity information, the agency  have permission child victim/witness or the child's parents or legal guardian before releasing the names, addresses, or photographs of the living child victim or witness to the public. Can be released without permission to another law enforcement agency, prosecutor, defense counsel, or private or governmental agency that provides services to the child victim or witness. RCW 7.69A.030 (4).


 


Reference:  RCW 42.56.240, RCW 7.69A.030 (4)





If the data contains information from an open criminal investigation.  This includes data at rest and data in motion.   Non-disclosure of an open, active criminal investigation is essential to effective law enforcement.  (RCW 42.56.240(1).)  Explanation: The contents of an active investigation are categorically exempt in their entirety. See Newman v. King County, 133 Wn.2d 565, 947 P.2d 712 (1997) and Cowles Publishing Co. v. Spokane Police Department, 139 Wn.2d 472 987 P.2d 620 (1999). 





Reference:  http://www.seattle.gov/police/publications/manual/





If data contains DV shelter/safe house information. 


Client records maintained by an agency that is a domestic violence program as defined in RCW 70.123.020 or 70.123.075 or a rape crisis center as defined in RCW 70.125.030 are exempt from disclosure under RCW 42.56.370.


Reference:  RCW 42.56.370





If data contains Officer home address location information or other personal information. RCW 42.56.250(3) exempts residential addresses, residential telephone numbers, personal wireless telephone numbers, personal electronic mail addresses, social security numbers, and emergency contact information of employees or volunteers of a public agency, and the names, dates of birth, residential addresses, residential telephone numbers, personal wireless telephone numbers, personal electronic mail addresses, social security numbers, and emergency contact information of dependents of employees or volunteers of a public agency that are held by any public agency in personnel records, public employment related records, or volunteer rosters, or are included in any mailing list of employees or volunteers of any public agency. RCW 42.56.250(8) exempts photographs and month and year of birth in the personnel files of employees and workers of criminal justice agencies. The news media shall have access to the photographs and full date of birth.


Reference:  RCW 42.56.250(3), RCW 42.56.250(8)





If data contains critical infrastructure information. RCW 42.56.420(1) exempts those portions of records assembled, prepared, or maintained to prevent, mitigate, or respond to criminal terrorist acts, consisting of:


(a) Specific and unique vulnerability assessments or specific and unique response or deployment plans, including compiled underlying data collected in preparation of or essential to the assessments, or to the response or deployment plans; and


(b) Records not subject to public disclosure under federal law that are shared by federal or international agencies, and information prepared from national security briefings provided to state or local government officials related to domestic preparedness for acts of terrorism;


RCW 42.56.420(4) exempts information regarding the infrastructure and security of computer and telecommunications networks, consisting of security passwords, security access codes and programs, access codes for secure software applications, security and service recovery plans, security risk assessments, and security test results to the extent that they identify specific system vulnerabilities, and other such information the release of which may increase risk to the confidentiality, integrity, or availability of agency security, information technology infrastructure, or assets. 


Reference:  RCW 42.56.420





If data contains sensitive event types (see sensitive offense codes for Information Dissemination).  This provides for protection and maintaining safety of the complainant, victim or witness.  Data will be withheld if it contains personal, juvenile, or national security information.  


· Kidnapping 


· Bomb threat 


· Arson 


· Rape 


· Sexual Offenses


· Domestic Violence 


· Child (abandoned, abused) 


· Assist Other Agency


Reference:  See preceding references.  These sensitive event types were called out and restricted during the Information Dissemination project.





If the data contains NCIC data, it is governed by CJIS.  This includes data at rest and data in motion.


NCIC operates under a shared management concept between the FBI, CJIS and state users. A single agency in each state is designated to assume responsibility as the NCIC, CJIS Systems Agency (CSA) for all other agencies within the state. WSP is the CSA for Washington State. Washington Crime Information Center (WACIC) is a centralized state computerized index of criminal justice information (i.e., criminal record history information, fugitives, stolen properties, missing persons) associated with the NCIC available to Federal, state, and local law enforcement and other criminal justice agencies for law enforcement purposes.  Information obtained from WACIC/NCIC is exempt from disclosure under RCW 42.56.070 and RCW 43.43.710.





Reference:  http://www.fbi.gov/about-us/cjis/cjis-security-policy-resource-center/view





If the data includes the response of a pre-identified sensitive SPD Unit.  This includes Bomb, SWAT, Hostage.  


Reference:  See Critical Infrastructure data above.





If the data includes the depiction of protected tactical police actions, to include surveillance activities.


Reference:  Homeland Security Act? Best practice?





If the data includes open internal affairs information. 


Reference:  





If the data includes gang information. RCW 42.56.240(6) exempts.Information in the statewide gang database referenced in RCW 43.43.762.


Reference:  28 CFR 23; RCW 42.56.240(6)





If the data intelligence related 


Reference:  Seattle Intelligence Ordinance – need reference





If the data includes HIPPA or Mental Health information. Crisis Intervention Team data would be included here.


Reference:  What protects or manages access control to HIPPA and Mental Health Information?





If the data includes information where Seattle Police is investigating King County Sheriff or vice versa and the data is stored in a common facility, storage or database.


Reference:  





If the data contains private or confidential information about citizens.


Reference:  SMC 14.12.020 Collection of Information for Law Enforcement Purposes





ICAC Specific:


18 U.S.C. § 2251- Sexual Exploitation of Children 
(Production of child pornography)
18 U.S.C. § 2251A- Selling and Buying of Children 
18 U.S.C. § 2252- Certain activities relating to material involving the sexual exploitation of minors
(Possession, distribution and receipt of child pornography)
18 U.S.C. § 2252A- certain activities relating to material constituting or containing child pornography
18 U.S.C. § 2256- Definitions 
18 U.S.C. § 2260- Production of sexually explicit depictions of a minor for importation into the United States


See also the MOU that we use for affiliates and a copy of the Operational Standards from the DOJ.








Other:





US Constitution





If data contains Intellectual Property or Proprietary Information.


Reference: See Vendor contracts





Financial Records





PCI – Payment Card Industry data - The Payment Card Industry Data Security Standard (PCI DSS) is a set of requirements designed to ensure that ALL companies that process, store or transmit credit card information maintain a secure environment.


	Seattle’s CISO to provide direction on this.





PII – Personally Identifiable Information - Sensitive PII is information which, when disclosed, could result in harm to the individual whose privacy has been breached. Sensitive PII should therefore be encrypted in transit and when data is at rest. Such information includes biometric information, medical information, personally identifiable financial information (PIFI) and unique identifiers such as passport or Social Security numbers.


	Seattle’s CISO to provide direction on this.
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CITY OF SEATTLE Revenue and Consumer Affairs
700 5th Avenue, Suite 4250



P.O. Box 34214
Seattle, Washington 98124-4214



(206) 684-8484    fax (206) 684-5170
email address     rca.bizlictx@seattle.gov web site     http://www.cityofseattle.net/rca/



INFORMATION and INSTRUCTIONS FOR BUSINESS LICENSE APPLICANTS
Business License Required - Based on chapter 5.55 (formerly 5.44) of the Seattle Municipal Code, it is unlawful to engage in business in Seattle
without first obtaining a city business license. The license is valid only for the legal owner listed on the license. If your place of business, business office,
work space, or work location will be located within the City of Seattle; i.e., between 145th in the North end and approximately Roxbury Street in the South
end, you will need a City of Seattle business license. If your place of business is not located within the city limits, but you or sales agents will be physically
coming into the City to conduct business or to call on clients, you will need a Seattle business license.



The cost for a Seattle business license is $90.00 for the calendar year (January - December) or if opening after June 30, the license fee is $45.00.  Effective
January 1, 2005, if a business has $20,000 or less in worldwide annual gross income and/or value of products the license fee will be $45.00 for the calendar
year and $22.50 for the half year fee.  The business license expires on December 31 of the year purchased.  The license must be renewed annually.  Non-
payment of a renewal does not close the business license account. Written notice of closing or sale of the business, including the effective date is required to
close the account. Final tax returns will be sent.



Requirement to File Tax Returns - All businesses are required to file business license tax returns (commonly referred to as the B & 0 tax) with the
City of Seattle. Per Seattle Municipal Code 5.55.040 D. Businesses with less than $50,000 annual taxable revenue for the calendar year (January through
December) may file annual reports if the revenue declaration on the application and/or renewal form is accepted by the Director. The annual return must list
the actual revenue figures, but the business may declare no tax due on the appropriate line of the form. Taxable revenue is gross revenue less allowable
deductions as defined in SMC 5.45.100. Businesses with $50,000 or greater annual taxable revenue are subject to tax on the entire amount. Quarterly, or
Annual returns as authorized, must be filed regardless of whether or not tax is owed. The Director may assign certain accounts to Monthly reporting. Returns
not received on or before the due date will be subject to late charges pursuant to SMC 5.55.110.



Zoning Limitations - A business license does not authorize the holder to conduct business in violation of any zoning ordinance. Call the Department of
Planning and Development at (206) 684-8850 if you have questions.



INSTRUCTIONS FOR THE LICENSE APPLICATION - This information follows the same order as the application.



If you have obtained a State of Washington Unified Business Identifier Number (UBI), a Federal Employer Identification Number (FEIN), a Contractor
Number, a City of Seattle Vendor Identification Number, or currently have an Internet address, please enter these in the spaces provided. None of these
items are required on the application if they are not available or not applicable. The S.I.C. code (Standard Industrial Classification code) and/or the
N.A.I.C.S. code (North American Industry Classification System) will be entered by office personnel at the time of processing.



TYPE OF BUSINESS - Check the box for the correct "nature" of the legal entity as registered with the State of Washington.
 If your business is registered as a non-profit organization, please check the appropriate box on the application.



LEGAL NAME - Based on the entity please provide the full legal name as noted below:
Sole Proprietor - list last name, then the first name and middle initial;
Corporation - list the corporate name as filed with the State of Washington (not the shareholder's names);
Partnership - list the partners' last names only;
LLC - (Limited Liability Company), list the name as filed with the State (not the owner's names).



TRADE NAME - Commonly referred to as the dba (doing business as) for a business when the business name is different than the legal name.



STARTING DATE - The date the legal owner commenced business activity in the City of Seattle. Note: tax forms for all periods (from the starting or
opening date of the business as listed on the application) are required to be filed, even if no tax due, or no revenue generated.



PHYSICAL BUSINESS LOCATION AND MAILING ADDRESSES - Tax forms, licenses and license renewal notices will be sent to the mailing
addresses listed on the application if different than the physical location address. All Seattle locations must list a street address even though a PO. Box or
mail drop is used for mailing purposes. Please provide a current phone number for the business and if applicable, a cell phone number and/or fax number.



OTHER BUSINESS LOCATIONS IN SEATTLE - List the street address of all other locations in the City of Seattle; a $10.00 license fee is required
for each additional location. The renewal fee is $10.00 per calendar year. If you would like the branch location(s) to be sent a separate tax reporting form for
each quarterly tax period, check the appropriate box. All businesses that are granted "Annual" tax reporting status must report as one combined entity when
there is more than one location due to the $50,000 taxable revenue threshold.



NATURE OF BUSINESS - Be very specific, just indicating "service" or "retail" alone is not acceptable. List the type of service you provide and/or the
products sold. If you do not include enough specific information in this section, the application may be delayed until more details are provided. If you indicate
utility services, charging of admission or conducting any gambling activity, you will be required to complete additional registration paper work and tax liability
for utility tax, admission tax and/or gambling tax will be assigned to your business license account.



OWNERS, PARTNERS, OFFICERS - List full/true legal name, residential address, telephone and date of birth for all owners, partners, and officers.











Page 2 - Instructions for completing the City of Seattle business license application.



TAX REPORTING STATUS - Licensees are required to file Quarterly tax returns if taxable revenue for the entire entity is expected to exceed $50,000.
Only those businesses that estimate annual taxable revenue of less than $50,000 and are granted Annual tax reporting by the Department may file annually.
Total taxable revenue is determined by the licensee (legal entity), not for each location. If a business or licensee exceeds the $50,000 threshold for an
annual period, the Department will change the reporting status to quarterly for the following year. The Director may assign some businesses to a Monthly
reporting frequency. Tax forms are due on the last day of the month following each reporting period and must be filed even if no tax is due. All tax forms filed
after the due date are subject to late fees.



IF YOU PURCHASED THIS BUSINESS - Indicate former owner's forwarding address and phone number if known. Indicate the former owner's
customer number with the City of Seattle. Successors may be liable for back taxes on the business. If this is a new legal entity for you, provide your original
customer number.



SIGNATURE REQUIRED - Please sign the application. Also print the name and title of the signer. Provide the date the application was signed.



FEES DUE - Depending on the date of opening iin Seattle, the fee will be $90.00 or $45.00 for one location. Effective January 1, 2005, if a business has
$20,000 or less in worldwide annual gross income and/or value of products the license fee will be $45.00 for the calendar year and $22.50 for the half year.
Indicate how many branch locations are being licensed and multiply that number times $10.00. Enter the total amount due for additional locations (if any)
and then total due for the application. Make your check payable to the City of Seattle. Include any past license fees if open date is prior to the current year.



REGULATORY LICENSES OR ADDITIONAL ENDORSEMENTS - If you are just starting your business and are not certain what business
activities you will be conducting, you may apply for additional endorsements at a later date. It is the owner's responsibility to apply for and maintain all
required licenses. Failure to be properly licensed may result in substantial penalties. If you will be performing as an adult entertainer or managing an adult
entertainment premise you must appear in person at the Revenue and Consumer Affairs Office, Suite 4250, of the Seattle Municipal Tower Building at 700
5th Avenue, Seattle, for a photo identification and a criminal background check.



Note: If you need a for-hire drivers license, please contact King County Licensing at (206) 296-2710. Taxicab association offices and taxicab owners should
apply for licenses at the Consumer Affairs Unit: 805 S. Dearborn Street, Seattle, WA 98134. Phone: (206) 386-1298. A criminal background check is
required.



You should contact Revenue and Consumer Affairs regarding additional licensing requirements if you will be doing any of the following:
operating a Trade Show;
owning/operating a taxicab or taxicab association;
installing and/or maintaining burglar alarm systems;
operating an all ages dance;
operating a horse-drawn carriage;
operating as a panoram device location;
operating as a residential seller (door to door);
functioning as a weighmaster and/or weigher;
operating an adult entertainment premise;
owning/operating amusement devices;



operating a utility, telephone network, pager services, or cable television franchise;
charging admission for any event;
operating any type of gambling activity;
operating a public parking garage;
operating a tattoo shop;
owning/operating tow trucks;
selling any type of used goods;
operating a mobile home park;
or operating a public bathhouse;
monitoring alarm systems.



Request for Additional Information



Note: The Seattle Municipal Code is located on the internet: http://clerk.ci.seattle.wa.us/-public/



If you would like to receive additional information from the Seattle Municipal Code concerning the following, you may return this section to the
address at the top of the instruction sheet. Please provide the name and address where the information should be mailed:



Please mail information on the following License Endorsements that are required in addition to the City Business License:



Adult Entertainment Premise (SMC 6.270) Exp. Dec 31  Public Garage/Parking Lots (SMC 6.48) Exp. Mar 31
Adult Entertainer (SMC 6.270) Exp. Dec 31  Residential Seller (SMC 6.260) Exp. May 31
Adult Entertainer Manager (SMC 6.270) Exp. Dec 31  Tatoo Shop (SMC 6.102) Exp. Feb 28
Amusement Devices (SMC 6.270) Exp. Nov 30  Taxicabs (SMC 6.310) Exp. Aug 31
Burglar Alarm Dealer (SMC 6.08) Exp. Dec 31  Taxicab Association (SMC 6.310) Exp. Dec 31
All Ages Dance (SMC 6.294) Exp. Sept 30  Tow Trucks (SMC 6.214) Exp. Aug 31
Horse-drawn Carriages (SMC 6.315) Exp. Mar 31  Used Goods (SMC 6.288) Exp. Mar 31
Mobile Home Park (SMC 22.904) Exp. Jul 31  Weighmaster (SMC 7.04.565) Exp. Apr 30
Panoram Location/Device (SMC 5.42) Exp. Dec 31  Trade Show License (SMC 6.20) Daily
Public Bathhouse (SMC 6.36) Exp. Dec 31  Alarm System Monitoring (SMC 6.10) Exp. Dec. 31



Please mail the appropriate section of the SMC covering the City of Seattle business taxes for:



Gambling Tax (SMC 5.52) Business License Tax (SMC 5.45)
Admission Tax (SMC 5.40) Definitions (SMC 5.30)
Occupation Utility Tax (SMC 5.48) Administrative Provisions (SMC 5.55)
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CITY OF SEATTLE
Revenue and Consumer Affairs
700 5th Avenue, Suite 4250
P.O. Box 34214
Seattle, Washington 98124-4214
(206) 684-8484    fax (206) 684-5170 email address   rca.bizlictx@seattle.gov
www.cityofseattle.net/rca/



FOR OFFICE USE ONLY



CUSTOMER Number ___________________________________



OBL. NR. ___________________________ AMT. ____________



OBL. NR. ___________________________ AMT. ____________



OBL. NR. ___________________________ AMT. ____________



APPLICATION FOR BUSINESS LICENSE     Annual Fee $90.00
The license is for the calendar year, January through December.  For a business that opens July 1 or thereafter, the half-year fee is $45.00*



The half-year fee does NOT apply to any years prior to 1998.  The Seattle business license expires December 31.
*If worldwide annual gross income and/or value of products is estimated as $20,000 or less, the license fee



is $45.00 ($22.50 for half-year fee).



PLEASE PRINT OR TYPE - COMPLETE BOTH SIDES OF THE APPLICATION
Your business will be assigned a City of Seattle CUSTOMER NUMBER.  Refer to the Customer Number in any future correspondence relating to your license.
Let us know if you previously had a Seattle business license.  The account will be deemed a reinstatement ONLY if it has been closed for at least 12 months.



Please provide the information in the first section if it is available.  The ID numbers are not required to obtain a City of Seattle business license.



State of Washington UBI # FEIN



State of Washington Contractor # City of Seattle Vendor ID #  (if applicable)



Internet Address (if applicable)



Have you previously had a Seattle Business License? YES NO



S.I.C. Code   ____  ____  ____  ____   (office use only)



N.A.I.C.S. Code  ____  ____  ____  ____  ____  ____   (office use only)



PLEASE COMPLETE ALL SECTIONS BELOW and the REVERSE SIDE OF THIS FORM PROVIDING the BUSINESS INFORMATION



TYPE OF BUSINESS (Check ONE) Sole Proprietor Corporation Partnership LLC Other______________________________



Is the business a non-profit organization?     Yes No (Non-profit organizations are required to be licensed and file tax returns as all other businesses.)



LEGAL NAME OF BUSINESS ENTITY____________________________________________________________________________________________________
  (If a sole proprietorship, please list your legal name, last name first, and include any middle initial.)



TRADE NAME or dba (doing business as) _________________________________________________________________________________________________



WHAT IS THE STARTING DATE OF BUSINESS IN SEATTLE? Month___________________________ Day __________________ Year____________________



If the business was operating in Seattle before the current year, prior years' license fees, taxes, penalties and interest may be due.



Zoning Limitations - A business license does not authorize the holder to conduct business in violation of any zoning ordinance.
The location of your business should be indicated below.  You must list a physical address (a post office box or mail drop is not considered a physical address).



PHYSICAL BUSINESS LOCATION:



Mailing address for LICENSE & RENEWAL



Mailing address for TAX FORMS



BUSINESS PHONE: - CELLULAR PHONE - FAX -



SAME AS ABOVE



SAME AS ABOVE



ADDRESS CITY STATE ZIP



ADDRESS CITY STATE ZIP



ADDRESS CITY STATE ZIP



LIST OTHER BUSINESS LOCATIONS IN SEATTLE - Each BRANCH LICENSE FEE is $10.00 per year (attach a separate sheet, if needed).
TRADE NAME ADDRESS SEATTLE ZIP CODE TELEPHONE "Separate" tax reporting status?



Yes



Yes



No



No
PLEASE COMPLETE THE BACK SIDE OF THE APPLICATION - ALL INFORMATION AND A SIGNATURE IS REQUIRED TO PROCESS



IS THIS LOCATION BEING ADDED AS A BRANCH ONLY TO AN EXISTING LICENSE? YES NO











CITY OF SEATTLE APPLICATION FOR BUSINESS LICENSE - Page 2



NATURE OF BUSINESS:  Check all that apply and provide detail below.  THIS INFORMATION should be as detailed as possible.



     Manufacturing-Extracting       Printing & Publishing       Tour Operator       Wholesale       Retail       Service       Transportation        Other



     Utility Services (telephone services, pager services, cable television franchise)         Charging Admission for Events/Shows            Gambling Activity



DOES YOUR BUSINESS OWN OR OPERATE PRICE SCANNING EQUIPMENT? YES NO



DESCRIBE IN DETAIL THE PRINCIPAL PRODUCT(s) OR SERVICE(s) RENDERED:



NOTE: Additional licenses or endorsements may be required depending on the business activity - please see instruction sheet under regulatory licenses.



NAME(S) OF SOLE PROPRIETOR, PARTNERS, CORPORATE OFFICERS, AND RESIDENT AGENTS:  List true name(s), residence address,
telephone number and date of birth of the sole proprietor or all partners or corporate officers/directors and their titles (attach a separate sheet, if needed).
NAME AND TITLE RESIDENCE ADDRESS        CITY, STATE, ZIP                       TELEPHONE     DATE OF BIRTH



TAX REPORTING STATUS - Seattle BUSINESS LICENSE TAX FORMS must be filed by every business, EVEN IF NO TAX IS DUE.
Based on the taxable revenue for your business as described below, please check one of the following reporting frequencies:



      QUARTERLY -  Estimated taxable revenue will exceed $50,000 per year for entire entity - main location and branches (tax  is due every quarter).
      ANNUAL  -  Estimated taxable revenue will be less than $50,000 per year for entire entity (no tax due if revenue is less than $50,000).



A Business granted ANNUAL reporting status by Revenue and Consumer Affairs must file a combined tax return if there is more than one location.
Tax  forms are mailed to the last known address - failure to receive the form does not preclude the requirements to file timely.
YES   My annual worldwide gross income and/or value of products will be $20,000 or less.



  Should my gross income and/or value of products be greater than $20,000, I understand
  I will be responsible for additional license fees.



IF YOU PURCHASED THIS BUSINESS, DID YOU TAKE OVER THE ENTIRE BUSINESS ONLY A PORTION



FORMER OWNER'S NAME     CURRENT ADDRESS CITY, STATE, ZIP TELEPHONE CUSTOMER NUMBER



A SIGNATURE IS REQUIRED IN ORDER TO PROCESS THE APPLICATION
As applicant, I ___________________________________________ , certify or declare under penalty of perjury under the laws of the State of Washington
that the foregoing is true and correct.  All information given is subject to verification with State of Washington, Department of Revenue.



SIGNATURE ______________________________________________________________ DATE _______________________________________



PLEASE PRINT your NAME __________________________________________________ TITLE ________________________________



Business License Fee if OPEN date is January 1 - June 30 $ 90.00
If $20,000 or less in worldwide annual gross income $ 45.00



Business License Fee if OPEN date is July 1 or later in year $ 45.00
If $20,000 or less in worldwide annual gross income $ 22.50



Additional Seattle Locations   ___________   X $10.00   = $ ____________



TOTAL DUE .................................................................. $ ____________



FEES DUE - MAKE CHECK PAYABLE TO CITY OF SEATTLE FOR OFFICE USE ONLY
Initials Date



Processed by



Tax Forms Mailed



Enforcement



License # Issued
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City of Seattle Vendor Questionnaire   



Page 3 of 5


Vendor’s Name: ______________________________________________________________






City of Seattle Vendor Questionnaire



INSTRUCTIONS:  This is a mandatory form.  Submit this form with your bid or proposal. Provide information to the extent information available.  If response is incomplete or requires further description, the Buyer may request additional information within a specified deadline, or may determine the missing information is immaterial to award.   


			Vendor Information





			Vendor’s Legal Name 


			     





			“Doing Business Name” (dba) if applicable


			     





			Mailing Address 


			     





			Contact Person and Title 


			     





			Contact Person’s Phone Number


			     





			Contact Person’s Fax Number


			     





			Contact Person’s E-Mail Address


			     





			Dun & Bradstreet number (if available)


			     





			Identify the City and State of your company headquarters


			     








			Vendor Registration with City of Seattle





			Did your firm register on to the City’s On-line Business Directory at http://www.seattle.gov/html/business/contracting.htm?  


For assistance, call 206-684-0444.


			Yes  FORMCHECKBOX 
              No FORMCHECKBOX 
     








			Most companies must hold a Seattle Business License (if you have a facility/office in Seattle, conduct sales visits to Seattle, deliver products in your own trucks, or perform on-site consulting, repairs, installation, etc).  If you fall within that category, will you immediately seek a Business License upon award? 


			Yes  FORMCHECKBOX 
              No FORMCHECKBOX 
     












			Ownership


			.





			Is your firm a subsidiary, parent, holding company, or affiliate of another firm?


			     





			What year was your firm, under the present ownership configuration, founded?


			     





			How many years has your firm been in continuous operation without interruption?


			     





			What year did your firm begin providing, on a continuous basis, the types of services or products that are required from this solicitation?


			     








			Financial Resources and Responsibility


			Specify yes or no.  


If yes, explain.





			Within the previous five years has your firm been the debtor of a bankruptcy?


			     





			Is your firm in the process of or in negotiations toward being sold?


			     





			Within the previous five years has your firm been debarred from contracting with any local, state, or federal governmental agency?


			     





			Within the previous five years has your firm been determined to be a non-responsible bidder or proposer for any government contract?


			     





			Within the previous five years has a governmental or private entity terminated your firm’s contract prior to contract completion?


			     





			Within the previous five years has your firm used any subcontractor to perform work on a government contract when that subcontractor had been debarred by a governmental agency?


			     








			Affirmative Contracting – SMC 20.42


			Specify yes or no.  





			Within the previous five years has your firm been found to have violated any local, state, or federal anti-discrimination laws or regulations?


			      If yes, explain.








			Disputes


			Specify yes or no.  


If yes, explain.





			Within the previous five years has your firm been the defendant in court on a matter related to any of  the following issues:



· Payment to subcontractors?



· Work performance on a contract?


			     





			Does your firm have outstanding judgments pending against it?


			     





			Within the previous five years, was your firm assessed liquidated damages on a contract?


			     





			Has your firm received notice of and/or in litigation about patent infringement for the product and/or service that your firm is offering to the City?


			     








			Compliance


			Specify yes or no. 


 If yes, explain.





			Within the previous five years, has your firm or any of its owners, partners, or officers, been assessed penalties or found to have violated any laws, rules, or regulations enforced or administered by a government entity?  This does not include owners of stock in your firm if your firm is a publicly traded corporation.  


			     





			If a license is required to perform the services sought by this solicitation, within the previous five years has your firm had a license suspended by a licensing agency or been found to have violated licensing laws?


			     





			If Hazardous Materials are an element of the contract, has the Vendor had any violations of improper disposal of such materials or any violation of associated laws, rules or regulations in the previous five years? 


			     








			Involvement by Current and Former City Employees


			Specify yes or no. 








			Are any of your company officers or employees a current or former City of Seattle employee or volunteer?  If yes, identify the employee name.  Advise the employee of their duty to comply with City of Seattle’s Code of Ethics, Seattle Municipal Code Chapter 4.16. 


			     








			Will any of your vendor employees work more than 1,000 hours (per rolling 12 months) within a City contract, combining the hours for work under this contract and any other?  If so, specify the worker name.  Advise the worker of their duty to comply with the City of Seattle’s Code of Ethics, Seattle Municipal Code Chapter 4.16


			     





			Does Vendor (including officer, director, employee, trustee, or partner) have a business interest or a close family or domestic relationship with any City official, officer or employee who was, is, or will be involved in selection, negotiation, drafting, signing, administration or evaluation of the Vendor performance?  


			








			Emergency Contact Information



Certain contract products or services may be valuable during a 24-hour emergency. If you have alternative contact information for emergency response during non-business hours, please provide below.  





			Contact Name


			     





			Emergency Phone Number


			     





			Back-up Emergency Phone Number


			     





			If your company has locations outside Seattle that can be called upon in an emergency for these products or services, please list:


			








			Business History


			Specify yes or no. 



 





			In the last five years, has your firm held other contracts with public agencies to provide similar products or services in a size and scope similar to that required by the City of Seattle?


			     





			Provide and/or attach a sampling of contracts you have held in the past five years, sufficient for the City to understand the depth and breadth of your experience, with a particular emphasis on contracts with public agencies.   The City may use this to assess your capability and experience at this particular type of product provision or service work.  Specify the name/contact that can serve as a reference for each.


· If you have many such contracts, you can provide a brief summary. 


· If you are a subsidiary of a national firm, summarize the contracts that represent your local office.   



 


			








			By submittal of this form, the Vendor hereby certifies:





			Vendor is not debarred, suspended, proposed for debarment, or declared ineligible for award of contracts by any Federal agency.





			During the most recent three years, Vendor has not  been convicted of or had a civil judgment rendering against the firm for: commission of fraud or a criminal offense in connection with obtaining, attempting to obtain, or performing a Federal, state or local government, or subcontract; violation of Federal or state antitrust statutes relating to the submission of offers; or commission of embezzlement, theft, forgery, bribery, falsification or destruction of records, making false statements, tax evasion, or receiving stolen property, and my firm is not presently indicted for, or otherwise criminally or civilly charged by a Government entity with, commission of any of these offenses.





			Vendor has not paid, nor will pay, Federal appropriated funds (including profit or fee received under a covered Federal transaction), to any person for influencing or attempting to influence an officer or employee of any agency, a Member of Congress, an officer or employee of Congress, or an employee of a Member of Congress on his or her behalf in connection with this solicitation, the Offeror shall notify the City of Seattle and complete and submit, with its offer, OMB standard form LLL, Disclosure of Lobbying Activities.





			Vendor has not had a governmental or private entity contract terminated prior to contract completion or debarred from bidding, within the last five years.





			Within the previous five years, vendor has not used any subcontractor to perform work on a government contract when that subcontractor had been debarred by a governmental agency.





			Vendor’s Offer is valid until the date the City awards a Vendor Contract or rejects all offers;





			Vendor has not, directly or indirectly, entered into any agreement, participated in any collusion, or otherwise taken any action in restraint of competitive pricing in the preparation and submission of its Offer;





			Vendor shall provide immediate written notice to the City of Seattle if, at any time prior to contract award, the Offeror learns that its certification was erroneous when submitted or has become erroneous by reason of changed circumstances.





			Submittal of this Vendor Questionnaire with your proposal provides authority and certification for your entire submittal.  








City Non Disclosure Request 



If you believe any statements or items you submit to the City as part of this bid/response  are exempt from disclosure, you must identify and list them below.  You must very clearly and specifically identify each statement or item, and the RCW exemption that applies.  If awarded a City contract, the same exemption status will carry forward to the contract records.  



The City will not exempt materials from disclosure simply because you mark them with a document header or footer, page stamp, or a generic statement that a document is non-disclosable, exempt, confidential, proprietary, or protected.  You may not identify the entire page, unless the entire page is within the exemption scope. Only records properly listed on this Form will be protected and withheld for notice.  All other records will be considered fully disclosable upon request. 



 FORMCHECKBOX 
    I do not request any information be withheld.



 FORMCHECKBOX 
    I request the following specific information be withheld.  I understand that all other information will be considered public information.  For each statement or item you intend to withhold, you must fill out every box below.  You should not require an entire page withheld; only request the specific portion subject to the exemption. 


			Document Page: 


Specify the page number on which the material is located within your submittal package  (page number)


			Statement:



Repeat the text you request to be held as confidential, or attach a redacted version. 


			RCW Exemption:  


Specify the RCW exemption  including the subheading





			


			


			





			


			


			





			


			


			








For this request to be valid, you must specify the RCW provision or other State or Federal law that designates the documents as exempt from disclosure.  For example, potential RCW exemptions include the following:



1.  RCW 42.56.230.3 – Personal information -  taxpayer 



2. RCW 42.56.230.4 – Personal information – Credit card numbers and related



3. RCW 42.56.240 -  Investigative, law enforcement and crime victims



4. RCW 42.56.250 – Employment and licensing – specify the applicable subheading



5. RCW 42.56.260 - Real estate appraisals



6. RCW 42.56.270 (Items 1 through 17) – specify which subheading.



7. RCW 42.56.270 (items 1 through 17) – specify applicable subheading



8. RCW 42.56.420 - Security



Equal Benefits Compliance Declaration



Please declare one (1) option from the list below that describes the Contractor’s intent to comply with Seattle Municipal Code Chapter 20.45 should you win the contract. 


Equal Benefits applies to any contractor location in the United States where substantive contract work is being performed (work directly related in a substantial way to the contract scope and deliverables). 



 FORMCHECKBOX 

Option A The Contractor makes, or intends to make before contract execution, all benefits available on an equal basis to its employees with spouses and its employees with domestic partners, and to the spouses and the domestic partners of employees, in every location within the United States where substantial work on contract will be performed.  



 FORMCHECKBOX 

Option B The Contractor does not make benefits available to either the spouses or the domestic partners of its employees.



 FORMCHECKBOX 

Option C The Contractor has no employees.



 FORMCHECKBOX 

Option D Collective Bargaining Delay.  Benefits are available on an equal basis to non-union workers, but union workers are subject to a collective bargaining agreement that does not provide equal benefits.



 FORMCHECKBOX 

Option E Open Enrollment Delay. The first open enrollment period for implementing Equal Benefits is not available until after contract execution


 FORMCHECKBOX 

Option F Cash Equivalent Payment. The Contractor intends to provide a cash equivalent payment to eligible employees in lieu of making benefits available.



 FORMCHECKBOX 

No United States Presence The Contractor does not perform substantial work for the contract in any United State location.


 FORMCHECKBOX 

Non-Compliant The Contractor does not comply and does not intend to comply, and refuses all options provided above.



Equal Benefits Instructions


Seattle Municipal Code Chapter 20.45 (SMC 20.45) requires companies executing a City contract to provide health and benefits that are the same or equivalent to domestic partners of employees as to spouses of employees, and of their dependents and family members.  


1. Carefully fill out the Equal Benefits Declaration. It is essential to your standing in the evaluation process, so it is important to understand and complete the declaration properly. 



2. The Buyer or Coordinator for the solicitation can answer many questions.  However, you may call the general office at 206-684-0444.  Call before you submit your bid to ensure you’ve filled out the form correctly.  



3. "Domestic Partner" is any person who is party to a same-sex marriage that is legally recognized in the place of jurisdiction of the marriage, or as a Domestic Partner with the employer or with a government registry established by state or local law. If the employer does not have a registration system and does not intend to implement one, the City of Seattle has a registration system as an option: http://www.seattle.gov/leg/clerk/dpr.htm


The City will review your responses and make a final determination.  If the information you supply is conflicting or not clearly supported by the documentation that the City receives, the City may reject your entire submittal (bid or proposal) or may seek clarification to ensure the City properly classifies your compliance.  



Companies that select “Non Compliant” will be rejected, unless there is no competitor that is compliant, responsive and responsible.  The City may also find a Bidder “Non Compliant” upon inspection of their program. Be prepared with documentation to support your declaration. All contracts awarded by the City may be audited for equal benefits compliance. Non-compliance may result in the rejection of a bid or proposal, or termination of the contract.


Revised 11-15-13
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City of Seattle



Inclusion Plan






			Solicitation Number & Title:


			       





			Your Company Name:


			     








Bidders must complete and submit this form with their RFP response. Carefully read the attached instructions.


For questions, call Miguel Beltran, 206-684-4525 Miguel.Beltran@seattle.gov


The RFP instructions for this project identify how many points this Inclusion Plan is given during RFP evaluation.  


Aspirational WMBE Goals.


Propose WMBE utilization goals in the spaces below. These goals represent WMBE utilization the Bidder intends to achieve during contract performance.  The goals should represent a realistic and achievable commitment. WMBE Bidders  may indicate your self-performance as well as work you intend to subcontract to other WMBE firms. See page 4 for instructions. These goals do not need to match, and are not expected to match WMBE Guarantees.


			Project Goals


			





			Specify the percentage participation by woman owned firms.  


			%





			Specify the percentage participation by minority owned firms.


			%





			TOTAL


			%








Strategies.



Describe strategies you intend to use to achieve the aspirational WMBE utilization for this contract.  This may include such strategies as negotiated award to a WMBE firm in lieu of competitive subcontract bids, using WMBE as a tiebreaker per RCW 35.22.650, strategies for self-performance and subcontracting, providing mobilization payments, and offering rapid invoice payments. 


Past Performance



As evidence of your good faith intentions to achieve the WMBE aspirational goals you provide on page 1, describe your past performance on contracts with similar work.  The City may review your past performance on previous City contracts.  Your response should concentrate on achievement when your effort was voluntary (i.e. goals were not mandatory such as a federally-funded DBE requirement), or where you exceeded the regulatory minimum requirement.  


WMBE Guarantees.


This section gives the option to guarantee utilization of certain WMBE firms as evidence of good faith efforts.  If you choose to list WMBE firms, you guarantee to the City and WMBE firm they will be used.  Describe the Guarantee you are giving (a percentage of total contract value, or a scope of work guaranteed to the firm or similar). Please see instructions on page 5.


			WMBE Business Name


			Describe Guarantee





			     


			     





			     


			     





			     


			     





			     


			     





			     


			     








			     


			     





			


			     








Diverse Employment.


If you have a mission or program uniquely committed to hiring workers with employment barriers, veterans, disabled, the chronically unemployed or low income individuals, or woman and minority (if they are underutilized in your profession such as. construction trades), please describe.  The City expects a substantive and highly integrated program, instead of a standard EEO or Affirmative Action policy 


Describe how this mission or commitment would translate directly into placement of such workers to perform the scope of work for this City contract opportunity.



 Inclusion Plan Instructions


WMBE firms include any self-identified or state-certified firm that is at least 51% woman or minority owned (per SMC 20.42). The following may assist bidders:  https://wald1.seattle.gov/dea/registration/ and http://www.omwbe.wa.gov/certification/certification_directory.shtml).   A WMBE does not need to be self-identified and registered within the City’s Yellow Pages at time of bid, but must do so before contract execution. 


1. When the City places the Inclusion Plan into the solicitation requirements, the “Bidder” must complete and submit this WMBE Inclusion Plan as part of the RFP response.  If the form is not completed and submitted as part of the response, the bid will be considered non-responsive.


2. The RFP provides the evaluation scoring matrix, which includes how many points this Inclusion Plan will be given in RFP evaluation.  Notes below provide you the context of how points will be considered. The Plan will be evaluated by the City based upon the strength of the good faith efforts to utilize WMBE-owned firms


3. A Prime (i.e. the Bidder, Vendor, the company submitting the proposal) who self-identifies (or is state certified) as a WMBE firm, must complete this form. even if it intends to self-perform.  


4. If you are a WMBE Prime and chose to self-perform elements that are eligible for subcontracting (i.e. work that is discretionary, which a prime may chose to self-perform or subcontract) , you may include your self-performance as part of your aspirational goal, and may name your self-performance for such discretionary work within your Guaranteed WMBE utilization. 



5. All work identified in the Plan to be performed by a WMBE firm must be a commercially useful function for the contract scope.



6. The City may discuss the Plan with the apparent successful bidder before incorporating into the contract; the Plan may be amended by mutual consent.



7. For phased work, (for example, an IT project), provide responses as thorough as possible given the scope known.  If future phases require, the City will review the Plan for mutually-agreed upon updates.


Aspirational WMBE Goals (Page 1)



8. These goals are a serious commitment the Prime (i.e. Bidder or Proposer)  can reasonably and realistically achieve given good faith efforts.  



9. These aspirational goals, good faith efforts, progress reports, and collaboration with the City are material to the contract. 


10. The Bidder is to provide an Aspirational Goal that is achievable.  Failure to achieve the goal itself is not a material breach, but substantial variance below the Aspirational goal volunteered by the Bidder  may measure failed good faith efforts, to establish a reasonable goal and/or build an appropriate effort to achieve the aspirational goal.


11. The Aspirational Goal percentage applies to the entire contract cost.  If change to the contract requires a modification to the percentage, then the City and Prime will discuss whether a greater or lesser goal is appropriate and modify the Plan.



12. The bidder should enter a total WMBE goal on page 1 where indicated.  The City seeks a separate percentage WBE and MBE goal. If the bidder does not provide such goals separately and only gives a total, then the City may seek the two separate percentages after bid opening and rely upon the total for scoring. If the Bidder provides a WBE and MBE goal, but does not total the percentage, the City shall total those percentages to become the total. 


WMBE Guarantee (Page 2)



13. The Prime has the option to list WMBE firms with whom the Prime commits to contract. This does not need, and is not expected, to equal your aspirational goal on page 1.  You may have WMBE firms you can commit at time of bid, but may have other opportunities you are not yet prepared to guarantee. 



14. A WMBE Guarantee should be secured with the WMBE firm in advance of listing on the form.  The City does not require a signed contract in place with the WMBE.


15. Changes to named WMBE Guarantees:   



a.         A named firm includes any WMBE named in the Inclusion Plan with whom the Bidder would Contract if awarded the Contract.  



b.         Any such WMBE that the Prime wishes to substitute during the course of the project must have City Buyer consent through a change order and a demonstrated “good cause.”  “Good cause” shall include the following:



1. Failure of the WMBE to execute a written contract after a reasonable period of time.



2. Bankruptcy of the WMBE.



3. Failure of the WMBE to provide the required bond.



4. The WMBE is unable to perform the work because they are debarred, not properly licensed, or in some other way is ineligible to work.



5. Failure of the WMBE to comply with a requirement of law applicable to subcontracting.



6. The death or disability of the WMBE (if the WMBE is an individual)



7. Dissolution of the WMBE (if the WMBE is a corporation or partnership).



8. If there is a series of failures by the WMBE to perform in accordance with previous contracts.



9. Failure or refusal of the WMBE to perform the work.



c.         If the Prime is making a change to a named WMBE Subcontractor, then the Prime shall use good faith efforts to recruit another WMBE to do the Work. 



Diverse Employment (Page 3)



a. Corporate EEO policies and affirmative action policies are not indicative of a unique employment mission.



b. A response is not required, if you have no such program within your company and/or you do not have a unique mission as part of your business purpose.
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			2/12/13 Purchasing 


			Page 2













image16.emf

Minimum  Qualifications.doc




Minimum Qualifications.doc

City of Seattle RFP #SPD-3289


Title: Data Analytics Platform Design and Implementation RFP





			Item #


			Minimum Qualification


			Complies


			Does Not  Comply


			If you comply, describe how you meet the minimum qualification.





			MQ1





			Vendor’s Firm has provided lead services in designing and implementing a Data Analytics Platform or business intelligence system for at least 1 public safety agency of comparable size and complexity to the Seattle Police Department within the last three years.






			


			


			





			MQ2


			Proposed project manager has managed at least one business intelligence system implementation project of similar scope and complexity within the last three years.





			


			


			





			MQ3


			Proposed project manager has managed at least one Data Analytics Platform or BI system implementation project that was based upon the same technical architecture being proposed for the City’s Data Analytics Platform.






			


			


			





			MQ4


			Proposed project manager has at least one year of experience working with or for a public safety agency.





			


			


			





			MQ5


			Proposed Data Analytics Platform software is in production providing business analytics and reporting for complex operational systems in at least 2 public entities in the US or Canada.





			


			


			








MINIMUM QUALIFICATIONS


Please check the applicable box to signify compliance or non-compliance to each minimum qualification.  If you do comply, describe exactly how you achieve each minimum qualification.  The determination that you have achieved all the minimum qualifications is made from this document or a document with the same information.
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City of Seattle RFP#SPD-3289


Title: Data Analytics Platform Design and Implementation RFP


MANDATORY FUNCTIONAL & TECHNICAL REQUIREMENTS



Please check the applicable box to signify compliance or non-compliance to each mandatory technical requirement.  If you do comply, describe exactly how you achieve each requirement.  The determination that you have achieved all the mandatory technical requirements will be made from this document or a document with the same information.






			Item #


			Mandatory Requirements


			Complies


			Does Not  Comply


			If you comply, describe how you meet the functional & technical requirement.





			SE1.01


			Ability to restrict access by individual, by role, by rank, and by chain of command.






			


			


			





			SE1.03


			Ability to define add, delete, update, read only capability by individual and by role.






			


			


			





			SE1.05


			Ability to restrict ad hoc queries based on security permissions of the individual.






			


			


			





			SE1.14


			Ability to integrate with single sign on (SSO) and MS Active Directory service system.





			


			


			





			SE3.01


			Ability to provide authenticated access via individual login ID and password.






			


			


			





			UI1.02


			Ability to create User Portals as a presentation layer to access data, queries, reports, dashboards, and other applications.






			


			


			





			IN1.08


			Ability to incorporate GPS data from other systems such as CAD or 3rd party systems.






			


			


			





			IN1.10


			Ability to export data to statistical tools (e.g.: SPSS).






			


			


			





			IN2.01


			Ability to integrate with an Open Geospatial Compliant (OGC) system.  






			


			


			





			IN3.05


			Ability to utilize ETL Tools to populate data from source systems into the BI data structures; vendor will recommend and implement ETL tools.






			


			


			





			RE1.03


			Ability to generate ad hoc queries and reports.






			


			


			





			RE1.05


			Ability to predefine reports to be scheduled created and delivered automatically. 






			


			


			





			SU1.01


			Ability to provide administration tools and procedures for the ongoing support and maintenance of the proposed solution.  






			


			


			













image18.emf

Management  Response.doc




Management Response.doc

City of Seattle Management REsponse


Data Analytics platform development RFP #SPD-3289
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Proposer’s Name: ______________________________________________________________






City of Seattle RFP# SPD-3289


Title:  Data Analytics Platform Development RFP


Management Response


I.  Proposer Information


Use the spaces below to complete this section.


A. Company Experience 



			Number of years the company has been engaged in developing and implementing data analytics platforms or business intelligence systems for local jurisdictions of the size of the City of Seattle or larger.





			      years





			Please provide a brief company history and overview relative to the development and implementation of data analytics platforms and BI systems. Describe your experience with law enforcement agencies. (Maximum length 500 words.)


			








B. Company Organization



			Please attach an organization chart which clearly illustrates the company’s major lines of business and the relationships between them.


			(1) Attached     








			How many employees associated with these types of products/systems does the company have in each of the following categories?






			Requirements Analysis:         # employees


Design/Configuration:           # employees



Data Integration :                      # employees


Customer Support:                 # employees





			Average annual staff turnover rate.


			     





			Location of office that will serve as the primary contact during implementation.


			     








C. Financial Information


			What was the Company’s annual gross revenue during the last three fiscal years?


			FY 2011         


FY 2012          



FY 2013           





			What was the average annual company revenue for data analytics or business intelligence services for the previous three (3) fiscal years?


			FY 2011         



FY 2012          



FY 2013           








D. Terminations 


If any, list any contracts that have been terminated before the project completion in the last five years with your firm (if you are national company, list those terminations for the office that will serve the City of Seattle).  Indicate whether contract was terminated for Default (defined as a notice to Proposer to stop performance due to Proposer’s non-performance or poor performance) and whether the issue was (a) not litigated; or (b) litigated and such litigation determined the Proposer to be in default.  If any, attach a description of the deficiencies in performance and describe whether and how the deficiencies were remedied in a narrative attached to this response.  The City will evaluate the information and may also at its sole discretion, reject the Proposer’s Response if the information indicates that completion of a contract resulting from this solicitation may be jeopardized by the responsibility history of this Proposer.  These may be contacted as a resource to the City for assessing references and responsibility.


Have you had any early Contract Terminations?    Yes              No     



If yes, are termination descriptions attached? 
  Yes               No     



E. Prime Contractor 


If your proposal includes software and/or services from a third party, the Vendor must act as prime contractor for procurement of all proposed products and services.  Prime contractor shall be the sole point of contact for contractual issues including payment of any and all charges resulting from the purchase of the proposed hardware, software, and/or services.  Prime contractor must take responsibility for demonstration, delivery, installation, and acceptance testing of all items proposed.  Prime contractor must also provide maintenance, warranty and ensure third-party warranties are extended to City.


1.  Will Proposer utilize subcontractors?:   Yes               No     



2.  If yes, attach a clear description of how you as Prime Contractor will direct work of all subcontractors to ensure the quality and timeliness of work performed by the Company and all subcontractors.      


Attached?  Yes               No     


If you responded yes and are utilizing subcontractors (or third party Proposers) for this engagement, then also complete the following chart. Replicate this chart for each subcontractor proposed.


			Third Party Proposer Name:


			Number of previous partnerships with this Proposer


			Clients for Previous Partnerships with this Proposer


			Description of Installed and Configured Service





			Project Management Services


			     


			     


			     





			Application Software Installation


			     


			     


			     





			Other Software Installation


			     


			     


			     





			Functional/Business  Analysis


			     


			     


			     





			Data Architecture


			     


			     


			     





			Business Analytics


			     


			     


			     





			Queries/Reporting


			     


			     


			     





			Data Conversion Development


			     


			     


			     





			External System Interfaces Development


			     


			     


			     





			Testing


			     


			     


			     





			Training


			     


			     


			     





			Deployment


			     


			     


			     





			Other:


			     


			     


			     





			Other:


			     


			     


			     








II. Subcontractor Information


If the proposer intends to subcontract any services for this engagement, then each third party (Subcontractor) must separately answer all questions in this section (Section II.)  If no subcontractors will be used in this project, ignore Section II and continue with Section III.


Use the spaces below to complete this section.


A. Subcontractor Company Identity 



			Vendor’s Legal Name 


			     





			“Doing Business As” name if applicable


			     





			Mailing Address 


			     





			Contact Person and Title 


			     





			Contact Person’s Phone Number


			     





			Contact Person’s Fax Number


			     





			Contact Person’s E-Mail Address


			     





			Washington State UBI Number


			     








B. Company Experience 



			Number of years the company has been engaged in developing and implementing data analytics platforms or business intelligence systems for local jurisdictions of the size of the City of Seattle or larger.





			      years





			Please provide a brief company history and overview relative to the development and implementation of data analytics platforms and BI systems. Describe your experience with law enforcement agencies. (Maximum length 500 words.)


			








F. Company Organization



			Please attach an organization chart which clearly illustrates the company’s major lines of business and the relationships between them.


			(2) Attached     








			How many employees associated with these types of products/systems does the company have in each of the following categories?






			Requirements Analysis:         # employees


Design/Configuration:           # employees



Data Integration :                      # employees


Customer Support:                 # employees





			Average annual staff turnover rate.


			     





			Location of office that will serve as the primary contact during implementation.


			     








G. Financial Information


			What was the Company’s annual gross revenue during the last three fiscal years?


			FY 2011         



FY 2012          



FY 2013           





			What was the average annual company revenue for data analytics or business intelligence services for the previous three (3) fiscal years?


			FY 2011         



FY 2012          



FY 2013           








C. Terminations 



If any, list any contracts that have been terminated before the project completion in the last five years with your firm (if you are national company, list those terminations for the office that will serve the City of Seattle).  Indicate whether contract was terminated for Default (defined as a notice to Proposer to stop performance due to Proposer’s non-performance or poor performance) and whether the issue was (a) not litigated; or (b) litigated and such litigation determined the Proposer to be in default.  If any, attach a description of the deficiencies in performance and describe whether and how the deficiencies were remedied in a narrative attached to this response.  The City will evaluate the information and may also at its sole discretion, reject the Proposer’s Response if the information indicates that completion of a contract resulting from this solicitation may be jeopardized by the responsibility history of this Proposer.  These may be contacted as a resource to the City for assessing references and responsibility.



Have you had any early Contract Terminations?    Yes              No     



If yes, are termination descriptions attached? 
  Yes               No     



III. Proposer Experience and References


Use the spaces below to complete this section.


A. Previous Experience & References



List all contracts with similar scope and magnitude held within the previous five years.  (Add more tables if necessary.)  Clients may be contacted and used as references, along with other sources that may be provided to the City in your response or that are otherwise known to the City. 


			Client name: 


			Brief description of the services provided by your firm.  Indicate in the space below how the contract was similar in size, scope, and complexity as required by the City in this solicitation. (Maximum 500 words.)





			Contact person:


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Contract dollar value:


			





			Contract start date:


			





			Contract end date:


			








			Client name: 


			Brief description of the services provided by your firm.  Indicate in the space below how the contract was similar in size, scope, and complexity as required by the City in this solicitation. (Maximum 500 words.)





			Contact person:


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Contract dollar value:


			





			Contract start date:


			





			Contract end date:


			








			Client name: 


			Brief description of the services provided by your firm.  Indicate in the space below how the contract was similar in size, scope, and complexity as required by the City in this solicitation. (Maximum 500 words.)





			Contact person:


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Contract dollar value:


			





			Contract start date:


			





			Contract end date:


			








			Client name: 


			Brief description of the services provided by your firm.  Indicate in the space below how the contract was similar in size, scope, and complexity as required by the City in this solicitation. (Maximum 500 words.)





			Contact person:


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Contract dollar value:


			





			Contract start date:


			





			Contract end date:


			








			Client name: 


			Brief description of the services provided by your firm.  Indicate in the space below how the contract was similar in size, scope, and complexity as required by the City in this solicitation. (Maximum 500 words.)





			Contact person:


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Contract dollar value:


			





			Contract start date:


			





			Contract end date:


			








B. Methodology Experience



Describe your knowledge and experience in each of these areas:



Data Management, including data quality assurance and data governance


			








Data Integration, including ETL programming and data conforming



			








System Security, including overall protection of the data environment and role-based access


			








Data Analytics, including building data structures to support reports and queries


			








Business Analysis, including documenting associated business processes for how the system will be used and development of system requirements


			








Testing, including data, analytics, and reports and queries



			








Knowledge Transfer, to ensure that the client will be self-sufficient in using, managing, and updating the processes and system upon project completion



			








C. Functional Experience



Describe your knowledge and experience in each of these areas:



Law Enforcement, including working with state, county, and city police departments


			








Department of Justice Compliance, including developing systems to respond to settlement agreements


			








Crime Analysis, including developing systems to support crime prevention, resource allocation, and investigations


			








Freedom of Information Act Compliance including developing systems which enable public agencies to easily comply with information requests


			








IV. Project Proposal



All Proposers must answer the following questions regarding project approach, methodology, schedule, and resources consistent with the Statement of Work (Section 5.0 of this RFP).  Vendors are avised that the City strongly prefers an iterative or phased approach to project design and development, with an early “proof of concept” phase to demonstrate data capture or data transfer, analysis, and query and reporting capabilities.  


Complete this section as a separate document, attached to your Management Response form. 


A. Project Schedule



The City strongly desires to have Phase 1 of a Data Analytics Platform in production within eighteen months of contract execution. Attach your proposed project schedule for all project activities,. Please make sure that the activities listed correspond to the hours included in your pricing forms.
Attached     


B. Major Work Products



Consistent with the Project Schedule and an iterative or phased development approach, identify major project deliverables, delivery dates, and review periods. Add additional lines as needed.


			Deliverable Work Product


			Delivery Date


			City Review Period





			


			


			





			


			


			





			


			


			





			


			


			





			


			


			








C. Implementation Approach


Referencing the objectives and deliverables as defined in the Statement of Work (Section 5.0 of this RFP,) please describe your own approach to designing and implementing a Data Analytics Platform: major tasks, sequencing, phasing, and quality assurance.  



Statement of Work Objective 1: Provide project management and coordination



Discuss your proposed project approach, describing how you intend to plan and manage a project of this size, scope, and complexity, including communications, status reporting, quality assurance, risk management, issues management, client relations, and change management. 



Statement of Work Objective 2: Develop detailed requirements


Explain your approach to developing detailed functional and data requirements. 


Statement of Work Objective 3: Develop system design and data architecture


Explain your approach for developing a system design and data architecture for the Data Analytics Platform.  Describe how you will map the Data Analytics Platform’s data architecture against source data. 


Statement of Work Objective 4: Develop data governance and security procedures


Explain your approach for assessing SPD’s data governance procedures and for developing recommondations to improve them to ensure data quality and to define the business rules related to the data.  Explain your approach to creating a data security plan.



Statement of Work Objective 5: Develop software and hardware plan


Explain your approach for documenting the software and hardware needed to implement the system design.


Statement of Work Objective 6: Implement computing environment 


Explain your approach to supporting the City in implementing the hardware and software environment. Be clear regarding your role vs. the roles of City staff.


Statement of Work Objective 7: Configure and program data analytics platform 


Describe your approach to implementing the system design of the Data Analytics Platform, including database designs.  Explain what will be configured and what will require custom programming.


Statement of Work Objective 8: Develop and execute interfaces


Describe your approach to developing and supporting inbound interfaces from transaction systems so that the data in or available to the Data Analytics Platform is current. Explain your projected frequency of ETL program activity. Describe your approach for the initial data load into the Data Analytics Platform.  Exlpain how data counts will be verified.  



Statement of Work Objective 9: Perform testing



Describe your approach to assisting with the development of a testing strategy and framework.



Statement of Work Objective 10: Develop reports, queries, and analytics



Describe your approach to designing and implementing a set of standard reports and queries, including the development of analytics behind them.  Explain your approach to using dashboards as a repository for stored reports and queries.



Statement of Work Objective 11: Conduct training 


Describe your approach for providing training to the City of Seattle, including end user training, system administrator training, and technical training for City staff assisting with configuration, data conversion, and other project tasks.  Identify any additional training resources, such as computer-based training, which will be available to the City on an on-going basis for refresher training or the training of new hires.



Statement of Work Objective 12: Provide go-live support and stabilization services


Describe your support during cut-over and a post go-live stabilization period, including the technical and business support documentation which will be provided. Describe your ongoing support model and service level options for support after stabilization.



D. Project Organization



Provide a diagram that illustrates the Proposer’s project organization.  Include the names of key project staff and any subcontractors, their roles, and responsibilities.  Identify all internal and external communication paths, including within the Proposer’s project staff and between the Proposer and City project staff.  Include the Project Manager’s reporting relationships within the Proposer’s organization.    


Describe the type and level of authority vested in the Project Manager in regards to coordinating the Proposer resources in support of this project, including the percent of time the Project Manager will be on site. 



E. Project Team Matrix



Provide a matrix with the number of years of experience for each proposed team member/key staff in each subject area. Add additional lines as needed.


			Team Member Name:


			Project Role


			Years of 


Experience


 in that Role


			Years of Experience Serving Public Sector Clients


			Years of Experience Serving Law Enforcement Clients


			Primary Work Location (City and State)





			


			     


			     


			     


			     


			     





			


			     


			     


			     


			     


			     





			


			     


			     


			     


			     


			     





			


			     


			     


			     


			     


			     








F. Key Staff Experience



Complete the following table for each proposed key project team member. Begin with the tables provided for Project Manager, Technical Lead, and Functional Lead.  (You may change these role titles if appropriate.)  Add additional tables as needed.  Attach a 1-2 page resume for key staff if desired.


			Name


			





			Project Role:  Project Manager


			





			Length of time at company


			





			Length of time in current job title


			





			Education and certifications


			





			Skills and qualifications


			





			Other commitments during proposed project duration


			





			Client Reference #1





			Client name:


			Brief description of the services provided which are directly relevant to the person’s proposed role in the City of Seattle’s project. 





			Contact person :


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Client size (number of employees):


			





			Contract start date:


			





			Contract end date:


			





			Average hours per week: 


			





			Client Reference #2


			





			Client name:


			Brief description of the services provided which are directly relevant to the person’s proposed role in the City of Seattle’s project





			Contact person :


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Client size (number of employees):


			





			Contract start date:


			





			Contract end date:


			





			Average hours per week: 


			





			Client Reference #3


			





			Client name:


			Brief description of the services provided which are directly relevant to the person’s proposed role in the City of Seattle’s project. 





			Contact person :


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Client size (number of employees):


			





			Contract start date:


			





			Contract end date:


			





			Average hours per week: 


			








			Name


			





			Project Role:  Technical Lead


			





			Length of time at company


			





			Length of time in current job title


			





			Education and certifications


			





			Skills and qualifications


			





			Other commitments during proposed project duration


			





			Client Reference #1





			Client name:


			Brief description of the services provided which are directly relevant to the person’s proposed role in the City of Seattle’s project. 





			Contact person :


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Client size (number of employees):


			





			Contract start date:


			





			Contract end date:


			





			Average hours per week: 


			





			Client Reference #2


			





			Client name:


			Brief description of the services provided which are directly relevant to the person’s proposed role in the City of Seattle’s project. 





			Contact person :


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Client size (number of employees):


			





			Contract start date:


			





			Contract end date:


			





			Average hours per week: 


			





			Client Reference #3


			





			Client name:


			Brief description of the services provided which are directly relevant to the person’s proposed role in the City of Seattle’s project. 





			Contact person :


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Client size (number of employees):


			





			Contract start date:


			





			Contract end date:


			





			Average hours per week: 


			








			Name


			





			Project Role:  Functional or Business Lead


			





			Length of time at company


			





			Length of time in current job title


			





			Education and certifications


			





			Skills and qualifications


			





			Other commitments during proposed project duration


			





			Client Reference #1





			Client name:


			Brief description of the services provided which are directly relevant to the person’s proposed role in the City of Seattle’s project. 





			Contact person :


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Client size (number of employees):


			





			Contract start date:


			





			Contract end date:


			





			Average hours per week: 


			





			Client Reference #2


			





			Client name:


			Brief description of the services provided which are directly relevant to the person’s proposed role in the City of Seattle’s project. 





			Contact person :


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Client size (number of employees):


			





			Contract start date:


			





			Contract end date:


			





			Average hours per week: 


			





			Client Reference #3


			





			Client name:


			Brief description of the services provided which are directly relevant to the person’s proposed role in the City of Seattle’s project. 





			Contact person :


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Client size (number of employees):


			





			Contract start date:


			





			Contract end date:


			





			Average hours per week: 


			








			Name


			





			Project Role:  


			





			Length of time at company


			





			Length of time in current job title


			





			Education and certifications


			





			Skills and qualifications


			





			Other commitments during proposed project duration


			





			Client Reference #1





			Client name:


			Brief description of the services provided which are directly relevant to the person’s proposed role in the City of Seattle’s project.





			Contact person :


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Client size (number of employees):


			





			Contract start date:


			





			Contract end date:


			





			Average hours per week: 


			





			Client Reference #2


			





			Client name:


			Brief description of the services provided which are directly relevant to the person’s proposed role in the City of Seattle’s project. 





			Contact person :


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Client size (number of employees):


			





			Contract start date:


			





			Contract end date:


			





			Average hours per week: 


			





			Client Reference #3


			





			Client name:


			Brief description of the services provided which are directly relevant to the person’s proposed role in the City of Seattle’s project. 





			Contact person :


			





			Contact title:


			





			Contact phone #:


			





			Contact email:


			





			Client size (number of employees):


			





			Contract start date:


			





			Contract end date:


			





			Average hours per week: 


			








Key Staff Assignment Priority



In responding to this RFP, Proposer warrants that any key staff members identified by the Proposer 



and accepted by the City shall be dedicated to this City project as that person’s primary assignment for the duration of such person’s employment by the Proposer and that any change in assigned key staff is subject to prior City approval in writing.
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Instructions





			Instructions





			Vendors must complete all of the worksheets in this workbook.  For each of the requirements, put an "X" in the appropriate "capability" column to indicate whether the requirement is provided with or without modification, in current or future release, or not provided at all. Responses without an "X" in any of the "capability" columns will be considered as "Not provided".  In the "capability description" column, describe how the requirement is me or what the system does that meets the requirement. A blank description will impact scoring of vendor responses and in some cases may be equivalent to a response of "Not Provided".  If there is not enough room in the "description" field to fully respond to a requirement, information may be included in a separate document.  Provide a cross reference  in the description for any supporting documentaiton.  Note that the review team does not guarantee review of all supporting documentation, so provide as much information as possible in this spreadsheet.


			Importance


			Mandatory (M)			Vendor must meet mandatory requirements for the proposal to remain eligible for consideration as listed in Section 3 of the RFP.


			Highly Preferred (HP)			Represents functions or services that are needed to achieve project objectives.


			Preferred (P)			Represents functions or services that would be useful, but not necessary, to achieve project objectives.





			Capability


			Provided by standard software			The requirement is satisfied by the software proposed with no modification to the source code.  The requirement is met either "out-of-the box" or through configuration of the application.


			Provided by custom solution			A modification to the software or additonal programming is required to satisfy this requirement.  Describe how much work the modification(s) will entail. 


			Can't be provided			The proposed solution will not satisfy the requirement. 





			Please complete the following information:





			Company:


			Contact Individual:


			Phone:


			e-mail:








			Overview of Tabs


			Tab Name			Content or Purpose


			Overview			Asks for a general description of the proposed solution including proposed software products and a solution diagram. This section only should be answered in a separate attached document.


			Security and Audit			Includes requirements to protect the system and its contents from unauthorized access and to track and record all changes.


			User Interface (UI)			Includes requirements related to usability, user interface, and navigation.


			Integration			Includes general integration as well as specific requirements for integration with document management and GIS systems.


			Reporting and Analytics			Includes requirements related to querying, reporting, and data analytics.


			Support			Includes system tools to aid in administration and maintenance.


			Advanced Capabilities			Includes advanced analytic capabilities and digitization of print, audio and video data for analytics
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Overview


						System Overview


						Importance			ID			Complete this Section ONLY by providing a separate document which responds to the following issues:


									OV1			Software Products Proposed


						M			1			Identify the software products and tools that your firm will use to construct and deliver the City’s Data Analytics Platform.  For each component, include the product name, version number, vendor, and purpose.  


												Explain your prior experience in building solutions with these products.


									OV2			Technical Architecture


						M			1			Explain the selection of products you have chosen and describe how they will work together to create a Data Analytics Platform that meets the City’s complete set of functional requirements. 


						M			2			Provide a diagram or schematic of the architecture you propose to create.  Describe the functional objectives for each component in the solution.


						M			3			Describe how the technologies you are proposing will be able to evolve to meet future needs.


									OV3			Data Loading


						M			1			Explain how you will decide which data will be loaded into your platform via ETL programs and which data will be accessed directly in source systems for analysis and reporting.


									OV4			Data Documentation


						M			1			Describe any catalogs, data dictionaries, or glossaries to be associated with the Data Analytics Platform.  


						M			2			Explain how these will be created and kept up-to-date.


									OV5			Data Quality


						M			1			Explain how you evaluate the quality of data being loaded into a Data Analytics Platform.  How do you test data quality and what are your  strategies and techniques to ensure data quality?


						M			2			Explain how these processes will be integrated into an overall data governance approach.
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Security & Audit





						Security Requirements


						Importance			ID			Requirement			Additional Information			Provided by standard software			Provided by custom solution			Can't be provided 			Description


									SE1			Access Security


						M			SE1.01			Ability to restrict access by individual, by role, by rank, and by chain of command.


						HP			SE1.02			Ability to restrict access to the level of detail specific to data content, table, field, database, and source.


						M			SE1.03			Ability to define add, delete, update, read only capability by individual and by role.


						HP			SE1.04			Ability to restrict drill down to detail data based on security permissions of the individual.


						M			SE1.05			Ability to restrict ad hoc queries based on security permissions of the individual.


						HP			SE1.06			Flexible, robust configuration of permission profiles including Users and Groups.


						M			SE1.07			Password keystrokes are masked during entry.


						P			SE1.08			Allows users to be signed onto more than one work session simultaneously.


						P			SE1.09			Ability to visually flag in electronic or printed displays data that should not be distributed beyond the immediate authorized recipient.


						HP			SE1.10			Ability to visually designate in electronic or printed displays the security level of sensitive data.


						HP			SE1.11			Ability to restrict access of data in each specific environment  (test, production) and context (test data, live data).


						HP			SE1.12			Ability to insert the name of the person generating the report, date, time and other identifying information on any print or print report formats. with specific content configurable by SPD.			This information to be physically printed on reports, particularly those containing sensitive information, so that any distribution of the report can be traced back to the originator.  This encourages secure handling of the report.


						P			SE1.13			Ability to include the name of the person generating the file, date, time, IP address and other identifying meta data to any generated electronic data file produced by a report or query, with specific content configurable by SPD.			This information to be included in meta data for any file created from the BI, particularly those containing sensitive information, so that any distribution of the file can be traced back to the originator.  This encourages secure handling of the file.


						M			SE1.14			Ability to integrate with single sign on (SSO) and MS Active Directory directory service system .


						P			SE1.15			Ability to redact appropriate (protected, sensitive) data in existing reports that are to be released in response to Public Disclosure Requests.





									SE2			Audit Capability


						HP			SE2.01			Ability to log and audit access to objects from the database level to individual data elements including user id, date, timed, IP address, with specific content configurable by SPD.


						HP			SE2.02			Ability to select and set the appropriate level of tracking for each data object.


						P			SE2.03			Ability to log and audit access to metadata.


						HP			SE2.04			Ability to log the creation and printing of reports including user id, date, timed, IP address, with specific content configurable by SPD.


						HP			SE2.05			Ability to log, audit  and issue alerts for changes to software configurations or software objects within the system including user id, date, timed, IP address, with specific content configurable by SPD.


						HP			SE2.06			Ability to log, audit  and issue alerts for access to administrator level accounts within the system including user id, date, timed, IP address, with specific content configurable by SPD.


						P			SE2.07			Ability to set the retention periods on audit logs.





									SE3			Supporting Technical


						M			SE3.01			Ability to provide authenticated access via individual login ID and password.			delete


						HP			SE3.02			Ability to utilize a Browser interface that allows Secure Remote Access (using SSL) for system functions that are public facing.


						HP			SE3.03			Browser interface safeguards against window injection vulnerabilities.


						HP			SE3.04			Administrators are permitted to configure user and group access settings through a GUI client.


						HP			SE3.05			System logs capture user logins and login attempts.


						HP			SE3.06			Ability to maintain security administration functions and online access at all times (24/7).


						HP			SE3.07			Ability to provide authentication/security when refreshing data from an MS Office document
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UI


			User Interface Requirements


			Importance			ID			Requirement			Additional Information			Provided by standard software			Provided by custom solution			Can't be provided 			Description


						UI1			User Interface


			HP			UI1.01			Consistent and intuitive throughout the screens and functions, requiring little user training.


			M			UI1.02			Ability to create User Portals as a presentation layer to access data, queries, reports, dashboards, and other applications.


			HP			UI1.03			Ability to create User Portals that are specific to the individual, group, role or rank.


			HP			UI1.04			Ability to create consolidated views custom designed for an individual, group, role or rank.


			HP			UI1.05			Ability to drill down  (e.g.: via click or link) from the graphical representation of data to the underlying data.


			HP			UI1.06			Ability to color code data values (e.g.: red, green, yellow) based on threshold levels associated with the data elements.


			HP			UI1.07			Ability to provide a positive or negative trend indicator for displayed metrics.


			HP			UI1.08			Ability to present ad hoc queries through easy-to-use selection of data sources, fields, value ranges, etc.			presentation of options (rather than the creation of reports as in the Report section)


			HP			UI1.09			Ability to present drop down selection menus for any selectable element of an ad hoc query based on pre-defined values.			presentation of options (rather than the creation of reports as in the Report section)


			HP			UI1.10			Ability to present drop down selection menus for any selectable element of an ad hoc query based on existing values.			presentation of options (rather than the creation of reports as in the Report section)


			P			UI1.11			Ability to present drop down selection menus for any selectable element of an ad hoc query based on a “fuzzy” search of existing values.			presentation of options (rather than the creation of reports as in the Report section)


			P			UI1.12			Ability to select a range of data from the presented results of a report or query and convert it into a graphical format.


			P			UI1.13			Ability to toggle between multiple screens.


			HP			UI1.14			Ability to split displayed data into different views or windows.


			HP			UI1.15			Ability to physically draw an area boundary for map based reports for devices supporting the technology.





						UI2			Dashboards


			HP			UI2.01			Ability to create customized dashboards for individual users, roles and groups, with the ability to create a default version for each role, rank and group.


			HP			UI2.02			Ability for an administrator to create standardized dashboards for individual users, roles and groups.


			HP			UI2.03			Ability for an individual or group to create their own filters as input parameters to a dashboard.


			HP			UI2.04			Ability to set a combination of filters as input parameters to a dashboard.


			P			UI2.05			Ability for users to create their own thresholds for metrics.


			HP			UI2.06			Ability to integrate multiple data sets in one dashboard, including relational and multidimensional data.





						UI3			On-line Helps


			HP			UI3.01			Ability to provide customizable online help documentation and training materials, including data field level and screen level help.


			HP			UI3.02			Ability to reference report directory/data dictionary(s) /glossary(s) for field definitions at the portal, query, report and dashboard levels.


			HP			UI3.03			Ability  for an individual to reference an on-line directory of their available reports based on the access rights of the individual, group, role or rank or the individual.


			HP			UI3.04			Ability to reference catalogs related to the contents a the portal, query, report and dashboard levels to provide information such as source, data quality, GIS spatial identification or currency.


			HP			UI3.05			Ability to provide contextual help, within the user interface allowing quick access to point-by-point instructions to describe tasks or functions for selected fields or actions performed as well as the full user manual.  





						UI4			 Supporting Technical


			HP			UI4.01			Standardized screen interface (hierarchical menus, tabs, window panes) with standard function keys and screen headers.


			P			UI4.02			Screen navigation using configurable work flow patterns.


			P			UI4.03			Valid field entry values can auto-complete without using drop-down.


			HP			UI4.04			Ability to utilize commercially standard point & click features for editing, undo & redo in screen entries.


			HP			UI4.05			Ability to copy/paste into data entry fields and from data entry fields into commonly used software systems (i.e., MS Office, MS Outlook, Visio).


			HP			UI4.06			Ability to provide visual cues for required fields.


			HP			UI4.07			Ability to select data from configurable drop-down or pick lists that can be populated from the system database or an external database.


			HP			UI4.08			Ability to populate drop-down or pick lists based on the values selected for prior fields.


			HP			UI4.09			Ability to Undo prior actions. 


			P			UI4.10			Ability to navigate and perform keyboard functions via short cuts in lieu of mouse clicks.
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Integration


			Integration Requirements


			Importance			ID			Requirement			Additional Information			Provided by standard software			Provided by custom solution			Can't be provided 			Description


						IN1			Integration (General)


			HP			IN1.01			Ability to integrate 3rd party data services to incorporate external data (e.g.: weather conditions at a given location and time of an incident).


			P			IN1.02			Ability to integrate audio and video clips into retained data as stored objects or as links, including:


			P			IN1.03			COBAN in-car videos


			P			IN1.04			License Plate Recognition (LPR) vehicle and license plate photos


			HP			IN1.05			Ability to import metadata from from audio and video data sources, including: (see list above)


			HP			IN1.06			Ability to integrate photos (e.g.: employee, suspect) with associated data structures.


			HP			IN1.07			Ability to import data from external governmental and law enforcements systems


			M			IN1.08			Ability to incorporate GPS data from other systems such as CAD or 3rd party systems.


			HP			IN1.09			Ability to incorporate ad hoc databases (surveys) and datasets with the ability to query for future use.


			M			IN1.10			Ability to export data to statistical tools (e.g.: SPSS).





						IN2			GIS


			M			IN2.01			Ability to integrate with an Open Geospatial Compliant (OGC)  system.  


			HP			IN2.02			Ability to link to and incorporate selected layers of GIS to determine location specific information such as population density, income levels, width of streets, business licenses


			HP			IN2.03			Ability to embed Google StreetView and ESRI's JavaScript API  within the proposed solution.    


			HP			IN2.04			Ability to pass location information to a web presentation application built with the Google StreetView, Bing or ESRI JavaScript API.


			HP			IN2.05			Ability to launch a map from a record and automatically display the included address / location on a map.





						IN3			 Supporting Technical


			HP			IN3.01			Ability to utilize industry standard Application Programming Interfaces (API), adapter development kits, or similar enterprise application integration (EAI) tools to facilitate data transmission and exchanges.


			HP			IN3.02			Ability to integrate / interact with standard Microsoft Office products, including Word, Excel, Access, Outlook (email and calendar), Visio and SharePoint.


			HP			IN3.03			Ability to import data from a PDF.


			HP			IN3.04			Ability to attach and/or link notes, comments, and documents to data records.


			M			IN3.05			Ability to utilize ETL Tools to populate data from source systems into the BI data structures; vendor will  recommend and implement ETL tools.
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Reporting & Analytics


			Reporting & Analytics Requirements


			Importance			ID			Requirement			Additional Information			Provided by standard software			Provided by custom solution			Can't be provided 			Description


						RE1			Reporting & Querying


			HP			RE1.01			Outputs (reports, dashboard, alerts) presented with a common look and feel.


			HP			RE1.02			Ability to query and report by any field available.


			M			RE1.03			Ability to generate ad hoc queries and reports.


			HP			RE1.04			Ability to perform keyword searches.


			M			RE1.05			Ability to predefine reports to be scheduled, created and delivered automatically. 


			HP			RE1.06			Ability to capture and name ad hoc queries and store for future use at an individual or group level.


			HP			RE1.07			Ability to create a query by modifying an existing report or query.


			HP			RE1.08			Ability to reference samples of existing queries and reports for selection and modification.


			P			RE1.09			Ability to annotate reports.


			HP			RE1.10			Ability to easily adjust the report parameters to match individual needs. 


			P			RE1.11			Ability to send an alert (via email or portal) to predefined individuals with a link when a predefined report is generated.


			HP			RE1.12			Ability to deliver report output (from standard reports, self-contained reporting system or integrated 3rd party report system) as pdf, csv, html or Excel.


			HP			RE1.13			Ability to export the results of ad hoc queries in a variety of formats (.csv, .pdf, html, Excel). Specify formats supported.


			HP			RE1.14			Ability to distribute reports based on role and chain of command.


			HP			RE1.15			Ability to distribute reports as an attachment or link via email . 


			HP			RE1.16			Ability to distribute reports via a web portal. 


			P			RE1.17			Ability to link to source data in source systems from a generated report.


			HP			RE1.18			Ability to display report data through visualization tools such as maps, pictures, charts and graphs.


			P			RE1.19			Ability to support embedded graphical visualization tools that report real-time information, such as a live graph on a management dashboard. 


			HP			RE1.20			Ability to display results sets in an organization chart format.


			HP			RE1.21			Ability to drill down to a specified sub-organization within an organization chart based report or query.


			HP			RE1.22			Ability to retain data for historical reporting and querying as specified for any point(s) in time or defined time period. 			Include Gen Tech or Arch supporting element


			HP			RE1.23			Ability to retain reports as they were originally created, even when data changes.			Include Gen Tech or Arch supporting element


			HP			RE1.24			Ability retain the parameters of a historical report and regenerate results based on current data.			Include Gen Tech or Arch supporting element





						RE2			Analytics


			HP			RE2.01			Ability to peform historical trend analysis across a defined time scale or for a defined time period.


			P			RE2.02			Ability to link metrics hierarchically (i.e.: strategy map) with a cause-and-effect relationship  and generate diagrams depicting the relationship and the associated metrics values. 


			P			RE2.03			Ability to send an alert (via email or portal) to predefined individuals with a link when  a metric changes.


			P			RE2.04			Ability to send an alert (via email or portal) to predefined individuals with a link when  a metric exceeds a predefined threshold.


			HP			RE2.05			Ability to compare historical to current data.


			P			RE2.06			Ability to recalculate and alert when there are changes to historical data within a time period.


			HP			RE2.07			Ability to aggregate data based on a vaiety of dimensions.


			HP			RE2.08			Ability to define and compare peer groups.





						RE3			Map based reports


			HP			RE3.01			Ability to include dynamically-generated map representations in reports.


			HP			RE3.02			Ability to display result sets in a map.


			HP			RE3.03			Ability to select an area on a map and query or report on selected characteristics related to that area.


			HP			RE3.04			Ability to dynamically or interactively define the area on a map for a map based report.


			HP			RE3.05			Ability to retain dynamically or interactively defined area on a map for use in additional reports and / or queries.


			HP			RE3.06			Ability to define and retain an area on a map as a predefined report of selected characteristics related to that area. 


			HP			RE3.07			Ability to predefine the GIS map layer(s) to be presented in a query or report either in selecting objects (e.g.: schools, neighborhoods) to be included in the report or as objects to be presented on a map representation of selected data.


			HP			RE3.08			Ability to dynamically define the GIS map layer(s) to be presented in a query or report either in selecting objects (e.g.: schools, neighborhoods) to be included in the report or as objects to be presented on a map representation of selected data.


			HP			RE3.09			Ability to drill down to a more specific area within a displayed result set in a map without having to redefined the search parameters.


			HP			RE3.10			Ability to modify the defined area for a map displayed report or query without having to redefine any other parameters of the report or query.


			HP			RE3.11			Ability to regenerate a current map based report against data for the same area and parameters for an historical point(s) in time or timeframe.


			HP			RE3.12			Ability to automatically generate a predefined map based report for the individual selecting the report. (View just ‘my’ area)





						RE4			Supporting Technical			Move these req's under queries/reports


			HP			RE4.01			Ability to deliver and view reports and query results in Open Office and MS Office products with originally formatting intact.


			HP			RE4.02			Ability to support ad hoc queries of any database field through UI tools that allow a user to specify what type of item to search and then add a flexible number of AND and OR conditions and other relational operations by selecting field names, operators, and values. 


			HP			RE4.03			Ability to print the results of ad hoc queries in a printer-friendly format.


			HP			RE4.04			Ability to create email and account distribution lists for report generation. 


			HP			RE4.05			Ability to consolidate frequently used data for reporting and create report ready tables. 
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Support


			Project & System Support Requirements


			Importance			ID			Requirement			Additional Information			Provided by standard software			Provided by custom solution			Can't be provided 			Description


						SU1			Tools


			M			SU1.01			Ability to provide administration tools and procedures for the ongoing support and maintenance of the proposed solution.  


			HP			SU1.02			Specify Administration Tools recommended and their functionality.


			HP			SU1.03			Specify Data Clean-Up Tools  recommended and their functionality.


			HP			SU1.04			Specify Data Conversion Tools  recommended and their functionality.


			HP			SU1.05			Specify Testing Tools  recommended and their functionality.


			P 			SU1.06			Other Administration Tools - Specify any additional administration  tools being recommended not already mentioned above, include and identify any requirements for 3rd party products.


			HP			SU1.07			Ability to modify the system date and time for testing purposes.  Specify the recommended tool or method used to achieve this capability.
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Advanced Capabilities





			Advanced Capabilities Requirements


			Importance			ID			Requirement			Additional Information			h			Provided by custom solution			Can't be provided 			Description


						AC1			Advanced Capabilities


			P			AC1.01			Ability to dynamically select data bases used for source data in a query or report.


			p			AC1.02			Ability to dynamically detect frequency distribution trends for words and phrases used in text and narrative objects.


			HP			AC1.03			Ability to dynamically detect key words and phrases used in text and narrative objects.


			P			AC1.04			Ability to automatically and dynamically identify patterns and trends in data around predefined data elements and /or parameters


			P			AC1.05			Ability to automatically and dynamically detect and identify patterns and trends in data around undefined data elements and /or parameters


			P			AC1.06			Ability to provide qualitative analysis tools (e.g. Atlas), including cluster analysis and frequency pattern detection)


			P			AC1.07			Ability to provide predictive, forecasting tools


			P			AC1.08			Ability to provide artificial intelligence running in the background to detect patterns, learning networks, generating alerts and reports


			HP			AC1.09			Ability to track an identified pattern to determine if it is continuing (e.g.: monitor hot spots for specified activities).


			HP			AC1.10			Scalable for future integration with additional data sources and tools


			P			AC1.11			Ability to customize analytical scheme - triggers based on people’s behavior, i.e.: establish experimental models.


			P			AC1.12			Ability to perform natural language queries


			HP			AC1.13			Ability to convert PDF documents into searchable text documents.


			HP			AC1.14			Ability to convert narratives to searchable text.  Describe the recommended options available to deliver this capability.


			HP			AC1.15			Ability to convert searchable text elements into fielded data content.


			HP			AC1.16			Ability to extract fielded data content from data stored in source system in Blobs (e.g.: IAPro) for use as searchable fields.


			HP			AC1.17			Ability to identify and detect patterns.
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Cost Proposal


			COST PROPOSAL


			RFP # SPD-3289


			Note: Vendors are required to provide their best preliminary estimate of the total software, services, and hardware costs to complete and implement the Data Analytics Platform, meeting the Phase 1 Functional Requirements specified in this RFP.  Vendors selected as Finalists will be provided the opportunity to obtain more detailed information about SPU's computing environment and transactional source systems and to submit a final, fixed price at that time.





			Instructions to Vendor:


			1			Price Summary shall be a roll-up of all subsequent Price Detail sections.  Price Summary shall represent the estimated full price of design, development, implementation, and ownership over the first five years.


			2			Price Detail sections shall include unit pricing and extensions as applicable. In case of discrepancy between the two, the unit price(s) shall govern.


			3			Price Detail sections must include all cost items needed to implement Vendor's proposal as represented in Vendor's response to Technical requirements and Management proposal.  Please add additional items as needed.


			4			Prices shall not include Washington State Sales or Local Retail Tax.


			6			All prices should be in US dollars.








			COST SUMMARY 


			Provide the total cost for each item for each year (1-5) from the cost detail tables (A-E) below.


			ITEM						PHASE			 			TOTAL COST			COST 
Year 1			COST
Year 2			COST
Year 3			COST
Year 4			COST
Year 5


			a			Services Costs			Implementation						$0			 


			b			Software Costs			Implementation						$0


			c 			Hardware Costs			Implementation						$0


			d			Ongoing Software Maintenance Costs			Annual						$0			$0			$0			$0			$0			$0


			e			Other Costs			Implementation/ Annual						$0			$0			$0			$0			$0			$0


						TOTAL									$   - 0			$   - 0			$   - 0			$   - 0			$   - 0			$   - 0








						A. SERVICES COST DETAIL 


						List the complete estimated cost including travel and other expenses for the Vendor's proposed services.  Include all services and activities required to implement the Vendor's proposed solution.


						Phase 1			Hours			Blended Hourly Rate*			Other expenses (eg, travel)			Total Price			Notes


						Project Management


						Detailed Requirements


						System Design and Data Architecture


						Data Governance and Security


						Software and Hardware Plan


						Software and Hardware Installation Support


						Configuration and Programming


						Interface Development and Execution


						Testing


						Reports, Queries, and Analyltics


						Training


						Go-Live Support and Stabilization Services


						Other: (Specify)


						TOTAL			$   - 0			$   - 0			$   - 0			$   - 0


						*Blended rate is the Vendor's averaged hourly rate for this service.





						Phase 2			Hours			Blended Hourly Rate*			Other expenses (eg, travel)			Total Price			Notes


						Project Management


						Detailed Requirements


						System Design and Data Architecture


						Data Governance and Security


						Software and Hardware Plan


						Software and Hardware Installation Support


						Configuration and Programming


						Interface Development and Execution


						Testing


						Reports, Queries, and Analyltics


						Training


						Go-Live Support and Stabilization Services


						Other: (Specify)


						TOTAL			$   - 0			$   - 0			$   - 0			$   - 0


						*Blended rate is the Vendor's averaged hourly rate for this service.





						Optional Workflow Functionality			Hours			Blended Hourly Rate*			Other expenses (eg, travel)			Total Price			Notes


						Project Management


						Detailed Requirements


						System Design and Data Architecture


						Data Governance and Security


						Software and Hardware Plan


						Software and Hardware Installation Support


						Configuration and Programming


						Interface Development and Execution


						Testing


						Reports, Queries, and Analyltics


						Training


						Go-Live Support and Stabilization Services


						Other: (Specify)


						TOTAL			$   - 0			$   - 0			$   - 0			$   - 0


						*Blended rate is the Vendor's averaged hourly rate for this service.





						TOTAL: Phase 1, 2, Workflow												$   - 0





						B. SOFTWARE COST DETAIL


						List the cost by module of each software component of the Vendor's proposed software solution.  Add rows to this table as needed.


						Item: Module/Version#			Unit Price			Quantity			Total Price			Description


															0


															0


															0


															0


															0


															0


															0


						TOTAL									$   - 0			Reflected in Line "b" of Cost Summary.








						C. HARDWARE COST DETAIL


						List the cost by module of each major hardware component (e.g., servers) required to support the Vendor's proposed solution.  Do not include end-user devices (e.g., desktop, laptop, notebook, tablet, or other mobile devices.) Add rows to this table as needed.


						Item: Description and Specifications			Unit Price			Quantity			Total Price			Description


															0


															0


															0


															0


															0


															0


															0


						TOTAL									$   - 0			Reflected in Line "c" of Cost Summary.





						D. RECURRING COSTS DETAIL


						List annual software maintenance fees and other recurring costs associated with your proposal. Add rows to this table as needed.


						Item			Year 1			Year 2			Year 3			Year 4			Year 5			Notes


						Product Name:



						Maintenance and License Fees


						Other


						Product Name:



						Maintenance and License Fees


						Other


						Product Name:



						Maintenance and License Fees


						Other


						TOTAL			$   - 0			$   - 0			$   - 0			$   - 0			$   - 0			Reflected in Line "d" of Cost Summary.








						E. COSTS OF ADDITIONAL OPTIONAL PRODUCTS AND SERVICES


						Please document any estimated costs for additional, optional products or services recommended in your proposal that the City, at its option, may consider acquiring. Please include both one-time and recurring costs.


						Item			Year 1			Year 2			Year 3			Year 4			Year 5			Notes


						System support








						TOTAL			$   - 0			$   - 0			$   - 0			$   - 0			$   - 0			Reflected in Line "e" of Cost Summary.





						G. PROJECT RESOURCES REQUIRED FROM THE CITY OF SEATTLE


						Based on experience with projects of this size and scope, please describe the level of staffing support required of the City for the implementation of your proposal.


						Type of Resource						Project Role(s)						Project Activities						Required Skills						Total Project Hours


























						VENDOR NAME:________________________________________________												DATE:____________________





						AUTHORIZED SIGNATURE:___________________________________________												PRINTED NAME:_______________________________________
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Form    W-9
(Rev. August 2013)
Department of the Treasury  
Internal Revenue Service 



Request for Taxpayer 
Identification Number and Certification



Give Form to the  
requester. Do not 
send to the IRS.
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2.



Name (as shown on your income tax return)



Business name/disregarded entity name, if different from above



Check appropriate box for federal tax classification: 



Individual/sole proprietor  C Corporation S Corporation Partnership Trust/estate



Limited liability company. Enter the tax classification (C=C corporation, S=S corporation, P=partnership) ▶  



Other (see instructions) ▶ 



Exemptions (see instructions):



Exempt payee code (if any)



Exemption from FATCA reporting
 code (if any)



Address (number, street, and apt. or suite no.)



City, state, and ZIP code



Requester’s name and address (optional)



List account number(s) here (optional)



Part I Taxpayer Identification Number (TIN)
Enter your TIN in the appropriate box. The TIN provided must match the name given on the “Name” line 
to avoid backup withholding. For individuals, this is your social security number (SSN). However, for a 
resident alien, sole proprietor, or disregarded entity, see the Part I instructions on page 3. For other 
entities, it is your employer identification number (EIN). If you do not have a number, see How to get a 
TIN on page 3.



Note. If the account is in more than one name, see the chart on page 4 for guidelines on whose 
number to enter.



Social security number



– –



Employer identification number 



–



Part II Certification
Under penalties of perjury, I certify that:



1.  The number shown on this form is my correct taxpayer identification number (or I am waiting for a number to be issued to me), and



2.  I am not subject to backup withholding because: (a) I am exempt from backup withholding, or (b) I have not been notified by the Internal Revenue 
Service (IRS) that I am subject to backup withholding as a result of a failure to report all interest or dividends, or (c) the IRS has notified me that I am 
no longer subject to backup withholding, and



3.  I am a U.S. citizen or other U.S. person (defined below), and



4. The FATCA code(s) entered on this form (if any) indicating that I am exempt from FATCA reporting is correct.



Certification instructions. You must cross out item 2 above if you have been notified by the IRS that you are currently subject to backup withholding 
because you have failed to report all interest and dividends on your tax return. For real estate transactions, item 2 does not apply. For mortgage 
interest paid, acquisition or abandonment of secured property, cancellation of debt, contributions to an individual retirement arrangement (IRA), and 
generally, payments other than interest and dividends, you are not required to sign the certification, but you must provide your correct TIN. See the 
instructions on page 3.



Sign 
Here



Signature of 
U.S. person ▶ Date ▶



General Instructions
Section references are to the Internal Revenue Code unless otherwise noted.



Future developments. The IRS has created a page on IRS.gov for information 
about Form W-9, at www.irs.gov/w9. Information about any future developments 
affecting Form W-9 (such as legislation enacted after we release it) will be posted 
on that page.



Purpose of Form
A person who is required to file an information return with the IRS must obtain your 
correct taxpayer identification number (TIN) to report, for example, income paid to 
you, payments made to you in settlement of payment card and third party network 
transactions, real estate transactions, mortgage interest you paid, acquisition or 
abandonment of secured property, cancellation of debt, or contributions you made 
to an IRA.



Use Form W-9 only if you are a U.S. person (including a resident alien), to 
provide your correct TIN to the person requesting it (the requester) and, when 
applicable, to:



1. Certify that the TIN you are giving is correct (or you are waiting for a number 
to be issued),



2. Certify that you are not subject to backup withholding, or



3. Claim exemption from backup withholding if you are a U.S. exempt payee. If 
applicable, you are also certifying that as a U.S. person, your allocable share of 
any partnership income from a U.S. trade or business is not subject to the 



withholding tax on foreign partners’ share of effectively connected income, and



4. Certify that FATCA code(s) entered on this form (if any) indicating that you are 
exempt from the FATCA reporting, is correct.



Note. If you are a U.S. person and a requester gives you a form other than Form 
W-9 to request your TIN, you must use the requester’s form if it is substantially 
similar to this Form W-9.



Definition of a U.S. person. For federal tax purposes, you are considered a U.S. 
person if you are:



• An individual who is a U.S. citizen or U.S. resident alien,



• A partnership, corporation, company, or association created or organized in the 
United States or under the laws of the United States,



• An estate (other than a foreign estate), or



• A domestic trust (as defined in Regulations section 301.7701-7).



Special rules for partnerships. Partnerships that conduct a trade or business in 
the United States are generally required to pay a withholding tax under section 
1446 on any foreign partners’ share of effectively connected taxable income from 
such business. Further, in certain cases where a Form W-9 has not been received, 
the rules under section 1446 require a partnership to presume that a partner is a 
foreign person, and pay the section 1446 withholding tax. Therefore, if you are a 
U.S. person that is a partner in a partnership conducting a trade or business in the 
United States, provide Form W-9 to the partnership to establish your U.S. status 
and avoid section 1446 withholding on your share of partnership income.
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In the cases below, the following person must give Form W-9 to the partnership 
for purposes of establishing its U.S. status and avoiding withholding on its 
allocable share of net income from the partnership conducting a trade or business 
in the United States:



• In the case of a disregarded entity with a U.S. owner, the U.S. owner of the 
disregarded entity and not the entity,



• In the case of a grantor trust with a U.S. grantor or other U.S. owner, generally, 
the U.S. grantor or other U.S. owner of the grantor trust and not the trust, and



• In the case of a U.S. trust (other than a grantor trust), the U.S. trust (other than a 
grantor trust) and not the beneficiaries of the trust.



Foreign person. If you are a foreign person or the U.S. branch of a foreign bank 
that has elected to be treated as a U.S. person, do not use Form W-9. Instead, use 
the appropriate Form W-8 or Form 8233 (see Publication 515, Withholding of Tax 
on Nonresident Aliens and Foreign Entities).



Nonresident alien who becomes a resident alien. Generally, only a nonresident 
alien individual may use the terms of a tax treaty to reduce or eliminate U.S. tax on 
certain types of income. However, most tax treaties contain a provision known as 
a “saving clause.” Exceptions specified in the saving clause may permit an 
exemption from tax to continue for certain types of income even after the payee 
has otherwise become a U.S. resident alien for tax purposes.



If you are a U.S. resident alien who is relying on an exception contained in the 
saving clause of a tax treaty to claim an exemption from U.S. tax on certain types 
of income, you must attach a statement to Form W-9 that specifies the following 
five items:



1. The treaty country. Generally, this must be the same treaty under which you 
claimed exemption from tax as a nonresident alien.



2. The treaty article addressing the income.



3. The article number (or location) in the tax treaty that contains the saving 
clause and its exceptions.



4. The type and amount of income that qualifies for the exemption from tax.



5. Sufficient facts to justify the exemption from tax under the terms of the treaty 
article.



Example. Article 20 of the U.S.-China income tax treaty allows an exemption 
from tax for scholarship income received by a Chinese student temporarily present 
in the United States. Under U.S. law, this student will become a resident alien for 
tax purposes if his or her stay in the United States exceeds 5 calendar years. 
However, paragraph 2 of the first Protocol to the U.S.-China treaty (dated April 30, 
1984) allows the provisions of Article 20 to continue to apply even after the 
Chinese student becomes a resident alien of the United States. A Chinese student 
who qualifies for this exception (under paragraph 2 of the first protocol) and is 
relying on this exception to claim an exemption from tax on his or her scholarship 
or fellowship income would attach to Form W-9 a statement that includes the 
information described above to support that exemption.



If you are a nonresident alien or a foreign entity, give the requester the 
appropriate completed Form W-8 or Form 8233.



What is backup withholding? Persons making certain payments to you must 
under certain conditions withhold and pay to the IRS a percentage of such 
payments. This is called “backup withholding.”  Payments that may be subject to 
backup withholding include interest, tax-exempt interest, dividends, broker and 
barter exchange transactions, rents, royalties, nonemployee pay, payments made 
in settlement of payment card and third party network transactions, and certain 
payments from fishing boat operators. Real estate transactions are not subject to 
backup withholding.



You will not be subject to backup withholding on payments you receive if you 
give the requester your correct TIN, make the proper certifications, and report all 
your taxable interest and dividends on your tax return.



Payments you receive will be subject to backup  
withholding if:



1. You do not furnish your TIN to the requester,



2. You do not certify your TIN when required (see the Part II instructions on page 
3 for details),



3. The IRS tells the requester that you furnished an incorrect TIN,



4. The IRS tells you that you are subject to backup withholding because you did 
not report all your interest and dividends on your tax return (for reportable interest 
and dividends only), or



5. You do not certify to the requester that you are not subject to backup 
withholding under 4 above (for reportable interest and dividend accounts opened 
after 1983 only).



Certain payees and payments are exempt from backup withholding. See Exempt 
payee code on page 3 and the separate Instructions for the Requester of Form 
W-9 for more information.



Also see Special rules for partnerships on page 1.



What is FATCA reporting? The Foreign Account Tax Compliance Act (FATCA) 
requires a participating foreign financial institution to report all United States 
account holders that are specified United States persons. Certain payees are 
exempt from FATCA reporting. See Exemption from FATCA reporting code on 
page 3 and the Instructions for the Requester of Form W-9 for more information.



Updating Your Information
You must provide updated information to any person to whom you claimed to be 
an exempt payee if you are no longer an exempt payee and anticipate receiving 
reportable payments in the future from this person. For example, you may need to 
provide updated information if you are a C corporation that elects to be an S 
corporation, or if you no longer are tax exempt. In addition, you must furnish a new 
Form W-9 if the name or TIN changes for the account, for example, if the grantor 
of a grantor trust dies.



Penalties
Failure to furnish TIN. If you fail to furnish your correct TIN to a requester, you are 
subject to a penalty of $50 for each such failure unless your failure is due to 
reasonable cause and not to willful neglect.



Civil penalty for false information with respect to withholding. If you make a 
false statement with no reasonable basis that results in no backup withholding, 
you are subject to a $500 penalty.



Criminal penalty for falsifying information. Willfully falsifying certifications or 
affirmations may subject you to criminal penalties including fines and/or 
imprisonment.



Misuse of TINs. If the requester discloses or uses TINs in violation of federal law, 
the requester may be subject to civil and criminal penalties.



Specific Instructions
Name
If you are an individual, you must generally enter the name shown on your income 
tax return. However, if you have changed your last name, for instance, due to 
marriage without informing the Social Security Administration of the name change, 
enter your first name, the last name shown on your social security card, and your 
new last name.



If the account is in joint names, list first, and then circle, the name of the person 
or entity whose number you entered in Part I of the form.



Sole proprietor. Enter your individual name as shown on your income tax return 
on the “Name” line. You may enter your business, trade, or “doing business as 
(DBA)” name on the “Business name/disregarded entity name” line.



Partnership, C Corporation, or S Corporation. Enter the entity's name on the 
“Name” line and any business, trade, or “doing business as (DBA) name” on the 
“Business name/disregarded entity name” line.



Disregarded entity. For U.S. federal tax purposes, an entity that is disregarded as 
an entity separate from its owner is treated as a “disregarded entity.”  See 
Regulation section 301.7701-2(c)(2)(iii). Enter the owner's name on the “Name” 
line. The name of the entity entered on the “Name” line should never be a 
disregarded entity. The name on the “Name” line must be the name shown on the 
income tax return on which the income should be reported. For example, if a 
foreign LLC that is treated as a disregarded entity for U.S. federal tax purposes 
has a single owner that is a U.S. person, the U.S. owner's name is required to be 
provided on the “Name” line. If the direct owner of the entity is also a disregarded 
entity, enter the first owner that is not disregarded for federal tax purposes. Enter 
the disregarded entity's name on the “Business name/disregarded entity name” 
line. If the owner of the disregarded entity is a foreign person, the owner must 
complete an appropriate Form W-8 instead of a Form W-9.  This is the case even if 
the foreign person has a U.S. TIN. 



Note. Check the appropriate box for the U.S. federal tax classification of the 
person whose name is entered on the “Name” line (Individual/sole proprietor, 
Partnership, C Corporation, S Corporation, Trust/estate).



Limited Liability Company (LLC). If the person identified on the “Name” line is an 
LLC, check the “Limited liability company” box only and enter the appropriate 
code for the U.S. federal tax classification in the space provided. If you are an LLC 
that is treated as a partnership for U.S. federal tax purposes, enter “P” for 
partnership. If you are an LLC that has filed a Form 8832 or a Form 2553 to be 
taxed as a corporation, enter “C” for C corporation or “S” for S corporation, as 
appropriate. If you are an LLC that is disregarded as an entity separate from its 
owner under Regulation section 301.7701-3 (except for employment and excise 
tax), do not check the LLC box unless the owner of the LLC (required to be 
identified on the “Name” line) is another LLC that is not disregarded for U.S. 
federal tax purposes. If the LLC is disregarded as an entity separate from its 
owner, enter the appropriate tax classification of the owner identified on the 
“Name” line.



Other entities. Enter your business name as shown on required U.S. federal tax 
documents on the “Name” line. This name should match the name shown on the 
charter or other legal document creating the entity. You may enter any business, 
trade, or DBA name on the “Business name/disregarded entity name” line.



Exemptions
If you are exempt from backup withholding and/or FATCA reporting, enter in the 
Exemptions box, any code(s) that may apply to you. See Exempt payee code and 
Exemption from FATCA reporting code on page 3.
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Exempt payee code. Generally, individuals (including sole proprietors) are not 
exempt from backup withholding. Corporations are exempt from backup 
withholding for certain payments, such as interest and dividends. Corporations are 
not exempt from backup withholding for payments made in settlement of payment 
card or third party network transactions.



Note. If you are exempt from backup withholding, you should still complete this 
form to avoid possible erroneous backup withholding.



The following codes identify payees that are exempt from backup withholding:



1—An organization exempt from tax under section 501(a), any IRA, or a 
custodial account under section 403(b)(7) if the account satisfies the requirements 
of section 401(f)(2)



2—The United States or any of its agencies or instrumentalities



3—A state, the District of Columbia, a possession of the United States, or any of 
their political subdivisions or instrumentalities



4—A foreign government or any of its political subdivisions, agencies, or 
instrumentalities 



5—A corporation



6—A dealer in securities or commodities required to register in the United 
States, the District of Columbia, or a possession of the United States



7—A futures commission merchant registered with the Commodity Futures 
Trading Commission



8—A real estate investment trust



9—An entity registered at all times during the tax year under the Investment 
Company Act of 1940



10—A common trust fund operated by a bank under section 584(a)



11—A financial institution



12—A middleman known in the investment community as a nominee or 
custodian



13—A trust exempt from tax under section 664 or described in section 4947



The following chart shows types of payments that may be exempt from backup 
withholding. The chart applies to the exempt payees listed above, 1 through 13.



IF the payment is for . . . THEN the payment is exempt for . . .



Interest and dividend payments All exempt payees except 
for 7



Broker transactions Exempt payees 1 through 4 and 6 
through 11 and all C corporations. S 
corporations must not enter an exempt 
payee code because they are exempt 
only for sales of noncovered securities 
acquired prior to 2012. 



Barter exchange transactions and 
patronage dividends



Exempt payees 1 through 4



Payments over $600 required to be 



reported and direct sales over $5,0001
Generally, exempt payees 



1 through 52



Payments made in settlement of 
payment card or third party network 
transactions 



Exempt payees 1 through 4



1 See Form 1099-MISC, Miscellaneous Income, and its instructions.
2 However, the following payments made to a corporation and reportable on Form 



1099-MISC are not exempt from backup withholding: medical and health care 
payments, attorneys' fees, gross proceeds paid to an attorney, and payments for 
services paid by a federal executive agency.



Exemption from FATCA reporting code. The following codes identify payees 
that are exempt from reporting under FATCA. These codes apply to persons 
submitting this form for accounts maintained outside of the United States by 
certain foreign financial institutions. Therefore, if you are only submitting this form 
for an account you hold in the United States, you may leave this field blank. 
Consult with the person requesting this form if you are uncertain if the financial 
institution is subject to these requirements.



A—An organization exempt from tax under section 501(a) or any individual 
retirement plan as defined in section 7701(a)(37)



B—The United States or any of its agencies or instrumentalities



C—A state, the District of Columbia, a possession of the United States, or any 
of their political subdivisions or instrumentalities



D—A corporation the stock of which is regularly traded on one or more 
established securities markets, as described in Reg. section 1.1472-1(c)(1)(i)



E—A corporation that is a member of the same expanded affiliated group as a 
corporation described in Reg. section 1.1472-1(c)(1)(i)



F—A dealer in securities, commodities, or derivative financial instruments 
(including notional principal contracts, futures, forwards, and options) that is 
registered as such under the laws of the United States or any state



G—A real estate investment trust



H—A regulated investment company as defined in section 851 or an entity 
registered at all times during the tax year under the Investment Company Act of 
1940



I—A common trust fund as defined in section 584(a)



J—A bank as defined in section 581



K—A broker



L—A trust exempt from tax under section 664 or described in section 4947(a)(1)



M—A tax exempt trust under a section 403(b) plan or section 457(g) plan



Part I. Taxpayer Identification Number (TIN)
Enter your TIN in the appropriate box. If you are a resident alien and you do not 
have and are not eligible to get an SSN, your TIN is your IRS individual taxpayer 
identification number (ITIN). Enter it in the social security number box. If you do not 
have an ITIN, see How to get a TIN below.



If you are a sole proprietor and you have an EIN, you may enter either your SSN 
or EIN. However, the IRS prefers that you use your SSN.



If you are a single-member LLC that is disregarded as an entity separate from its 
owner (see Limited Liability Company (LLC) on page 2), enter the owner’s SSN (or 
EIN, if the owner has one). Do not enter the disregarded entity’s EIN. If the LLC is 
classified as a corporation or partnership, enter the entity’s EIN.



Note. See the chart on page 4 for further clarification of name and TIN 
combinations.



How to get a TIN. If you do not have a TIN, apply for one immediately. To apply 
for an SSN, get Form SS-5, Application for a Social Security Card, from your local 
Social Security Administration office or get this form online at www.ssa.gov. You 
may also get this form by calling 1-800-772-1213. Use Form W-7, Application for 
IRS Individual Taxpayer Identification Number, to apply for an ITIN, or Form SS-4, 
Application for Employer Identification Number, to apply for an EIN. You can apply 
for an EIN online by accessing the IRS website at www.irs.gov/businesses and 
clicking on Employer Identification Number (EIN) under Starting a Business. You 
can get Forms W-7 and SS-4 from the IRS by visiting IRS.gov or by calling 1-800-
TAX-FORM (1-800-829-3676).



If you are asked to complete Form W-9 but do not have a TIN, apply for a TIN 
and write “Applied For” in the space for the TIN, sign and date the form, and give it 
to the requester. For interest and dividend payments, and certain payments made 
with respect to readily tradable instruments, generally you will have 60 days to get 
a TIN and give it to the requester before you are subject to backup withholding on 
payments. The 60-day rule does not apply to other types of payments. You will be 
subject to backup withholding on all such payments until you provide your TIN to 
the requester.



Note. Entering “Applied For” means that you have already applied for a TIN or that 
you intend to apply for one soon.



Caution: A disregarded U.S. entity that has a foreign owner must use the 
appropriate Form W-8.



Part II. Certification
To establish to the withholding agent that you are a U.S. person, or resident alien, 
sign Form W-9. You may be requested to sign by the withholding agent even if 
items 1, 4, or 5 below indicate otherwise.



For a joint account, only the person whose TIN is shown in Part I should sign 
(when required). In the case of a disregarded entity, the person identified on the 
“Name” line must sign. Exempt payees, see Exempt payee code earlier.



Signature requirements. Complete the certification as indicated in items 1 
through 5 below.



1. Interest, dividend, and barter exchange accounts opened before 1984 
and broker accounts considered active during 1983. You must give your 
correct TIN, but you do not have to sign the certification.



2. Interest, dividend, broker, and barter exchange accounts opened after 
1983 and broker accounts considered inactive during 1983. You must sign the 
certification or backup withholding will apply. If you are subject to backup 
withholding and you are merely providing your correct TIN to the requester, you 
must cross out item 2 in the certification before signing the form.



3. Real estate transactions. You must sign the certification. You may cross out 
item 2 of the certification.



4. Other payments. You must give your correct TIN, but you do not have to sign 
the certification unless you have been notified that you have previously given an 
incorrect TIN. “Other payments” include payments made in the course of the 
requester’s trade or business for rents, royalties, goods (other than bills for 
merchandise), medical and health care services (including payments to 
corporations), payments to a nonemployee for services, payments made in 
settlement of payment card and third party network transactions, payments to 
certain fishing boat crew members and fishermen, and gross proceeds paid to 
attorneys (including payments to corporations).



5. Mortgage interest paid by you, acquisition or abandonment of secured 
property, cancellation of debt, qualified tuition program payments (under 
section 529), IRA, Coverdell ESA, Archer MSA or HSA contributions or 
distributions, and pension distributions. You must give your correct TIN, but you 
do not have to sign the certification.
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What Name and Number To Give the Requester
For this type of account: Give name and SSN of:



1. Individual The individual
2. Two or more individuals (joint             



account)
The actual owner of the account or, 
if combined funds, the first 
individual on the account 1



3. Custodian account of a minor 
 (Uniform Gift to Minors Act)



The minor 2



4. a. The usual revocable savings 
trust (grantor is also trustee) 
b. So-called trust account that is 
not a legal or valid trust under 
state law



The grantor-trustee 1



The actual owner 1



5. Sole proprietorship or disregarded 
entity owned by an individual



The owner 3



6. Grantor trust filing under Optional 
Form 1099 Filing Method 1 (see 
Regulation section 1.671-4(b)(2)(i)(A))



The grantor*



For this type of account: Give name and EIN of:



7. Disregarded entity not owned by an 
individual



The owner



8. A valid trust, estate, or pension trust Legal entity 4



9. Corporation or LLC electing 
corporate status on Form 8832 or 
Form 2553



The corporation



10. Association, club, religious, 
charitable, educational, or other   
tax-exempt organization



The organization



11. Partnership or multi-member LLC The partnership
12. A broker or registered nominee The broker or nominee



13. Account with the Department of 
Agriculture in the name of a public 
entity (such as a state or local 
government, school district, or 
prison) that receives agricultural 
program payments



The public entity



14. Grantor trust filing under the Form 
1041 Filing Method or the Optional 
Form 1099 Filing Method 2 (see 
Regulation section 1.671-4(b)(2)(i)(B))



The trust



1
 List first and circle the name of the person whose number you furnish. If only one person on a 
joint account has an SSN, that person’s number must be furnished.



2
 Circle the minor’s name and furnish the minor’s SSN.



3
 You must show your individual name and you may also enter your business or “DBA”  name on 
the “Business name/disregarded entity” name line. You may use either your SSN or EIN (if you 
have one), but the IRS encourages you to use your SSN.



4
 List first and circle the name of the trust, estate, or pension trust. (Do not furnish the TIN of the 
personal representative or trustee unless the legal entity itself is not designated in the account 
title.) Also see  Special rules for partnerships on page 1.



*Note. Grantor also must provide a Form W-9 to trustee of trust.



Note. If no name is circled when more than one name is listed, the number will be 
considered to be that of the first name listed.



Secure Your Tax Records from Identity Theft
Identity theft occurs when someone uses your personal information such as your 
name, social security number (SSN), or other identifying information, without your 
permission, to commit fraud or other crimes. An identity thief may use your SSN to 
get a job or may file a tax return using your SSN to receive a refund.



To reduce your risk:



• Protect your SSN,



• Ensure your employer is protecting your SSN, and



• Be careful when choosing a tax preparer.



If your tax records are affected by identity theft and you receive a notice from 
the IRS, respond right away to the name and phone number printed on the IRS 
notice or letter.



If your tax records are not currently affected by identity theft but you think you 
are at risk due to a lost or stolen purse or wallet, questionable credit card activity 
or credit report, contact the IRS Identity Theft Hotline at 1-800-908-4490 or submit 
Form 14039.



For more information, see Publication 4535, Identity Theft Prevention and Victim 
Assistance.



Victims of identity theft who are experiencing economic harm or a system 
problem, or are seeking help in resolving tax problems that have not been resolved 
through normal channels, may be eligible for Taxpayer Advocate Service (TAS) 
assistance. You can reach TAS by calling the TAS toll-free case intake line at 
1-877-777-4778 or TTY/TDD 1-800-829-4059.



Protect yourself from suspicious emails or phishing schemes.  Phishing is the 
creation and use of email and websites designed to mimic legitimate business 
emails and websites. The most common act is sending an email to a user falsely 
claiming to be an established legitimate enterprise in an attempt to scam the user 
into surrendering private information that will be used for identity theft.



The IRS does not initiate contacts with taxpayers via emails. Also, the IRS does 
not request personal detailed information through email or ask taxpayers for the 
PIN numbers, passwords, or similar secret access information for their credit card, 
bank, or other financial accounts.



If you receive an unsolicited email claiming to be from the IRS, forward this 
message to phishing@irs.gov. You may also report misuse of the IRS name, logo, 
or other IRS property to the Treasury Inspector General for Tax Administration at 
1-800-366-4484. You can forward suspicious emails to the Federal Trade 
Commission at: spam@uce.gov or contact them at www.ftc.gov/idtheft or 1-877-
IDTHEFT (1-877-438-4338).



Visit IRS.gov to learn more about identity theft and how to reduce your risk.



Privacy Act Notice
Section 6109 of the Internal Revenue Code requires you to provide your correct TIN to persons (including federal agencies) who are required to file information returns with 
the IRS to report interest, dividends, or certain other income paid to you; mortgage interest you paid; the acquisition or abandonment of secured property; the cancellation 
of debt; or contributions you made to an IRA, Archer MSA, or HSA. The person collecting this form uses the information on the form to file information returns with the IRS, 
reporting the above information. Routine uses of this information include giving it to the Department of Justice for civil and criminal litigation and to cities, states, the District 
of Columbia, and U.S. commonwealths and possessions for use in administering their laws. The information also may be disclosed to other countries under a treaty, to 
federal and state agencies to enforce civil and criminal laws, or to federal law enforcement and intelligence agencies to combat terrorism. You must provide your TIN 
whether or not you are required to file a tax return. Under section 3406, payers must generally withhold a percentage of taxable interest, dividend, and certain other 
payments to a payee who does not give a TIN to the payer. Certain penalties may also apply for providing false or fraudulent information.
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INSURANCE REQUIREMENTS AND TRANSMITTAL SHEET 
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PURCHASING SERVICES
REF:       


City of Seattle


Attachment No.      


VENDOR: SEND THIS FORM TO YOUR INSURANCE PROFESSIONAL


INSURANCE AGENT/BROKER: 


( PLEASE COMPLETE THESE FIELDS SO THAT WE MAY CONTACT YOU IF NECESSARY.                 *REQUIRED FIELDS



*NAME:      


TITLE:      



*NAME OF COMPANY         



*EMAIL:      

*TELEPHONE:      

FAX:        


( SEND ORIGINAL CERTIFICATION WITH COPY OF CGL ADDITIONAL INSURED ENDORSEMENT OR BLANKET ADDITIONAL   INSURED POLICY WORDING TO:
THE CITY OF SEATTLE PURCHASING SERVICES DIVISION


                                      

ATTN:      

 






PO Box 94687


                                       

SEATTLE, WA 98124-4678


( SEND COPY OF CERTIFICATION (INCLUDING COPY OF ADDITIONAL INSURED PROVISION) BY FAX TO (206) 470-1279 OR AS AN EMAIL ATTACHMENT IN ADOBE PDF FORMAT TO RISKMANAGEMENT@SEATTLE.GOV .



1. In the “Certificate Holder” field of the certificate of insurance, write “Attention:     .” 


2. Upon award of the contract, Vendor shall, at its sole expense and for the entire term of the contract, provide insurance to the City of Seattle (“City”) as checked below in    days or the city may withdraw its intent to award:


· ( COMMERCIAL GENERAL LIABILITY (CGL) or INSURANCE OR EQUIVALENT INCLUDING: 



( PREMISES 



( PRODUCTS-COMPLETED OPERATIONS 




( CONTRACTUAL LIABILITY  




( STOP GAP/EMPLOYER’S LIABILITY (UNLESS NO OBLIGATION TO INSURE WA STATE WC)


   XCU AND SUBSIDENCE PERILS NOT EXCLUDED


  PRODUCTS/COMPLETED OPNS. ADD’L INSURED FOR THREE (3) YEARS FOLLOWING END OF CONTRACT


· MINIMUM LIMITS OF LIABILITY SHALL BE:   



			    $1,000,000


			EACH OCCURRENCE COMBINED SINGLE LIMIT BODILY INJURY AND PROPERTY DAMAGE (CSL)





			    $2,000,000   


			PRODUCTS/COMPLETED OPERATIONS AGGREGATE





			    $2,000,000   


			GENERAL AGGREGATE





			    $1,000,000   


			EACH ACCIDENT/ DISEASE—POLICY LIMIT/ DISEASE—EACH EMPLOYEE STOP GAP/EMPLOYER’S LIABILITY 








· ( AUTOMOBILE LIABILITY INSURANCE FOR OWNED, NON-OWNED AND HIRED VEHICLES AS APPROPRIATE   
  WITH MINIMUM LIMITS OF LIABILITY SHALL BE $1,000,000 CSL.


· NOTE: GARAGE LIABILITY WITH APPROPRIATE COVERAGES AND LIMITS OF LIABILITY MAY SUBSTITUTE FOR CGL AND AUTOMOBILE INSURANCE.



·  Garage Keeper’s Legal Liability (GKLL) insurance to cover vehicles in vendor’s bailment.  Minimum limit of liability of $        each vehicle and $       each occurrence.   



·  “On-Hook” GKLL coverage required with minimum limit of liability of $      each vehicle.



 IN-TRANSIT POLLUTION LIABILITY CA 99 48/MCS-90 (N/A IF COVERED UNDER AN IN-TRANSIT EXTENSION OF     A CONTRACTOR’S POLLUTION LIABILITY INSURANCE POLICY)



· (  WORKER'S COMPENSATION INSURANCE FOR WASHINGTON STATE AS REQUIRED BY TITLE 51 RCW.



  UMBRELLA/EXCESS/BUMBERSHOOT LIABILITY INSURANCE OVER CGL/MGL/AUTOMOBILE LIABILITY  


MINIMUM LIMIT OF LIABILITY SHALL BE  $1,000,000 CSL  $      CSL ($      MINIMUM TOTAL LIMITS REQUIREMENT)



   CONTRACTOR’S POLLUTION LIABILITY INSURANCE. MINIMUM LIMITS OF LIABILITY SHALL BE  $1,000,000  $      EACH CLAIM WITH A MINIMUM AGGREGATE LIMIT OF 200% OF THE EACH CLAIM LIMIT.  THERE SHALL BE NO REQUIREMENT FOR A DEDICATED PROJECT AGGREGATE LIMIT PROVIDED THAT THE CONTRACTOR SHALL (1) SUBMIT TO THE CITY WITH ITS INSURANCE CERTIFICATION A WRITTEN STATEMENT FROM ITS AUTHORIZED INSURANCE REPRESENTATIVE THAT THE FULL MINIMUM AGGREGATE LIMIT IS AVAILABLE AND HAS NOT BEEN IMPAIRED BY ANY CLAIMS RESERVED ON ANOTHER PROJECT, AND (2) THEREAFTER, UNTIL THE COMPLETION OF THE WORK, THE CONTRACTOR SHALL PROVIDE NOTICE IN WRITING TO THE CITY WITHIN TEN (10) DAYS OF CONTRACTOR’S CONSTRUCTIVE KNOWLEDGE OF ANY PENDING OR ACTUAL IMPAIRMENT OF THE AGGREGATE LIMIT.


   AVIATION LIABILITY INSURANCE WITH MINIMUM LIMITS OF $1,000,000 CSL OR  $      CSL


   PROFESSIONAL LIABILITY INSURANCE WITH MINIMUM LIMIT OF LIABILITY $      EACH CLAIM



 
   WATERCRAFT/P&I LIABILITY INSURANCE WITH MINIMUM LIMITS OF LIABILITY $     


   SHIP REPAIRER’S OR MARINA OPERATOR’S LEGAL LIABILITY INSURANCE COVERING THE VENDOR’S LIABILITY FOR LOSS OR DAMAGE, INCLUDING LOSS OF USE, TO OWNERS OF WATERCRAFT WHILE IN THE VENDOR’S CARE, CUSTODY AND CONTROL FOR THE PURPOSE OF BEING REPAIRED OR SERVICED.  



MINIMUM LIMITS OF LIABILITY SHALL BE $      EACH VESSEL



   JONES ACT LIABILITY WITH MINIMUM LIMITS   $1,000,000 OR $     .


   U.S.L. & H. LIABILITY INSURANCE WITH MINIMUM LIMITS OF LIABILITY $     


   MISCELLANEOUS:        WITH MINIMUM LIMIT $       


TERMS AND CONDITIONS:


1. City of Seattle as Additional Insured: The CGL/MGL insurance shall include “the City of Seattle” as an additional insured for primary and non-contributory limits of liability.



2. No Limitation of Liability: Insurance coverage and limits of liability as specified herein are minimum coverage and limit of liability requirements only.  They shall not be construed to limit the liability of Vendor or any insurer for any claim that is required to be covered hereunder to less than the applicable limits of liability stated in the declarations.  Moreover, the City shall be an additional insured, where additional insured status is required, for the full available limits of liability maintained by vendor, whether those limits are primary, excess, contingent or otherwise.  Vendor expressly understands and agrees that this provision shall override any limitation of liability or similar provision in any agreement or statement of work between the City and Vendor.



3. Claims Made Form:  If any policy is written on a claims made form, the retroactive date shall be prior to or coincident with the effective date of this contract.  Claims made coverage shall be maintained by the Vendor for a minimum of three (3) years following the expiration or earlier termination of this contract, and the Vendor shall provide the City with evidence of insurance for each annual renewal.  If renewal of the claims made form of coverage becomes unavailable or economically prohibitive, the Vendor shall purchase an extended reporting period (“tail”) or execute another form of guarantee acceptable to the City to assure financial responsibility for liability assumed under the contract.



4. Deductibles and Self-Insured Retentions:  Any self-insurance retention or deductible in excess of $ 25,000 that is not “fronted” by an insurer and for which claims the vendor or its third-party administrator is directly responsible for defending and indemnifying must be disclosed on the certificate of liability insurance.  Vendor agrees to defend and indemnify the City under its self-insured or deductible layer and upon City’s request advise the full delivery address of the individual or department to whom a tender of a claim should be directed.   



5. Notice of Cancellation:   Under RCW 48.18.290 (1) (a) and (b) (“Cancellation by insurer”) applicable to insurers licensed to do business in the State of Washington, the City, as a certificate holder for the insurance requirements specified herein and an additional insured, has an interest in any loss which may occur; written notice of cancellation must therefore be actually delivered or mailed to the City not less than 45 days prior to cancellation (10 days as respects non-payment of premium).  As respects surplus lines placements, written notice of cancellation shall be delivered not less than 30 days prior to cancellation (10 days as respects non-payment of premium).



6. Qualification of Insurers:  Insurers shall maintain A.M. Best’s ratings of A- VII unless procured as a surplus lines placement under RCW chapter 48.15, or as may otherwise be approved by the City.



7. Changes in Insurance Requirements: The City shall have the right to periodically review the adequacy of coverages and/or limits of liability in view of inflation and/or a change in loss exposures and shall have the right to require an increase in such coverages and/or limits upon ninety (90) days prior written notice to the Vendor.  Should Vendor, despite its best efforts, be unable to maintain any required insurance coverage or limit of liability due to deteriorating insurance market conditions, it may upon thirty (30) days prior written notice request a waiver of any insurance requirement, which request shall not be unreasonably denied.



8. Evidence of Insurance:  



a. A certificate of liability insurance evidencing coverages, limits of liability and other terms and conditions as specified herein;



b. An attached designated additional insured endorsement or blanket additional insured wording to the CGL/MGL and (if required) Contractor’s Pollution Liability insurance policy.



At any time upon the City’s request, Vendor shall also cause to be timely furnished a copy of declarations pages and schedules of forms and endorsements.  In the event that the City tenders a claim or lawsuit for defense and indemnity invoking additional insured status, and the insurer either denies the tender or issues a reservation of rights letter, Vendor shall in addition cause a complete and certified copy of the requested policy to be timely furnished.


Send evidence of insurance to the City at the addresses at the top of this form. If any questions or issues, contact the City of Seattle Risk Management Division at direct telephone extension (206) 386-0071 or by email at riskmanagement@seattle.gov .


NOTE: CERTIFICATES WITHOUT ATTACHED ADDITIONAL INSURED ENDORSEMENT OR BLANKET ADDITIONAL INSURED WORDING WILL NOT BE APPROVED![image: image1][image: image2][image: image3][image: image4][image: image5][image: image6]
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Note:  This contract indicates terms and conditions required by The City. All submitting companies agree to the terms and conditions of this contract.  Vendors may submit requests for exceptions at the time of proposal submittal; and the City may consider such requests but is not obligated to accept such requests.  The City may also make changes to best reflect the project and interests of the City prior to submittal of the final Contract for signature.





TECHNOLOGY CONTRACT





City of Seattle



CONTRACT FOR POLICE DEPARTMENT DATA ANALYTICS PLATFORM





This contract is adopted by City Purchasing Policy.  Only the Buyer is authorized to change the Contract form.  
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TECHNOLOGY CONTRACT


City of Seattle


CONTRACT FOR POLICE DEPARTMENT DATA ANALYTICS PLATFORM


 


This Contract is made and entered into by and between City of Seattle (“City”), a Washington municipal corporation; and ________________ (Address: --)(“Vendor”), a corporation of the State of _______, and authorized to do business in the State of Washington.





Vendor Business:


Name of Representative: 			


Vendor Address:		


Vendor Phone:		


Vendor Fax:		


Vendor e-mail:		





WHEREAS, Vendor was selected  as a result of a Request for Proposal process initiated _______20__  as required by Seattle Municipal Code since costs are anticipated to exceed $47,000 in value; and





WHEREAS, the purpose of this contract is to obtain the services of a Vendor to design, develop, and deliver a Data Analytics Platform (“DAP” or “System”) to provide the functionality specified in Request for Proposal SPD 14-xxxx; and





WHEREAS, funds for this purpose are authorized through the City of Seattle annual budget;





NOW, THEREFORE, in consideration of the terms, conditions, covenants, and performance of the Statement of Work contained herein, as attached and made a part hereof, the City and Vendor mutually agree as follows:





1. [bookmark: _Toc283649607][bookmark: _Toc380671271]Term of Contract





Contract Term:  This contract shall extend throughout the development, installation, testing and delivery, until City has completed acceptance in accordance with the Statement of Work (SPECIFY ATTACHMENT). Continuous one-year extensions shall continue thereafter for licensing, maintenance and support. Such extensions shall be automatic, and shall go into effect without written confirmation, unless the City provides advance notice of the intention to not renew.  The Vendor may provide also provide a notice to not extend, but must provide such notice at least 45 days prior to the otherwise automatic renewal date.  




2. [bookmark: _Toc380671272]Survivorship


All purchase transactions and deliverables executed pursuant to the authority of this Contract shall be bound by all of the terms, conditions, prices and price discounts set forth herein, notwithstanding the expiration of the initial term of this Contract or any extensions thereof.  Further, the terms, conditions and warranties contained in this Contract that by their sense and context are intended to survive the completion of the performance, cancellation or termination of this Contract.  In addition, the terms of the sections titled Overpayments to Vendor, Warranties, Publicity, Section Headings, Incorporated Documents and Order of Precedence, Publicity, Review of Vendor Records, Patent and Copyright Indemnification, Disputes and Limitations of Liability, shall survive the termination of this Contract.





3. [bookmark: _Toc380671273]Statement of Work


Vendor shall provide the products services and tasks as described in the Contract attachments.  The Statement of Work may also be termed “work” herein.  





4. [bookmark: _Toc380671274]Expansion Clause


This contract may be expanded as mutually agreed, if such expansion is approved in writing by the Buyer from the City Purchasing Office of the Department of Finance and Administrative Services, City of Seattle.  No other City employee is authorized to make such written notices.  The Buyer will ensure the expansion meets the following criteria collectively:  (a)  it could not be separately bid, (b) the change is for a reasonable purpose, (c) the change was not reasonably known to either the City or vendors at time of bid or else was mentioned as a possibility in the bid (such as a change in environmental regulation or other law); (d) the change is not significant enough to be reasonably regarded as an independent body of work; (e) the change could not have attracted a different field of competition, and (f) the change does not vary the essential identity or main purpose of the contract.  The Buyer shall make this determination, and may make exceptions for immaterial changes, emergency or sole source conditions, or for other situations as required in the opinion of the Buyer.  Certain Work Orders or changes are not considered an expansion of scope, including an increase in quantities ordered, the exercise of options and alternates in the bid, change in design and specifications that does not expand the work beyond the limits provided for above, or ordering of work originally identified within the originating solicitation. If such changes are approved, changes are conducted as a written order issued by the City Purchasing Buyer in writing to the Vendor.





5. [bookmark: _Toc380671275]Work Order Process


The Vendor shall furnish all systems pursuant to work orders issued under this Contract. Each work order shall be subject to all of the terms and conditions of this Contract, and incorporated into this Contract by this reference. The Vendor shall furnish all the goods and services (“deliverables”) specified in the Work Order in an aggregate, single, complete transaction and not as separate items.  For each work order under this Contract, Vendor shall commence work upon issuance of a notice to proceed by the City. Work orders under this Contract may be generated by the City under the following conditions:





1. The Work Order is within the scope of the original solicitation and contract or is within the allowed conditions for expansions under Section 5 (Expansion Clause) above;


1. A post-warranty annual maintenance agreement is accepted by the City;


The City issues a request to upgrade software, or to change quantities of any deliverable;


The City orders additional custom features or interfaces for the Systems prior to or after the acceptance period.





For any subsequent work order(s) requested by either party, the Vendor shall submit a detailed proposal for the change. The Vendor shall analyze, record, estimate and submit to the City, for its approval, the proposed scope for the changed or new work, a work schedule, and a rate or price adjustment for completion of the work to be changed or added.  Once this proposal is received and approved by the City, a new work order will be issued for the changed or additional work. Upon the City’s written approval and notice to proceed, the Vendor shall implement the change or additional work and invoice for the changed or additional work consistent with the City’s approval notice and the terms and conditions of this Contract. 



The City may, at its option, add, delete or modify any part of any work order by giving Vendor notice of such change within the time period specified in the applicable work order.  Within seven (7) days after the date of such notice, the Vendor shall deliver to the City an amended work order reflecting the change in description, schedule and/or dollar amount due using the unit prices as proposed for the specific work order in Vendor’s Proposal.





The Vendor shall not proceed unless authorized by a mutually agreed upon amendment.  Such extra work shall be in compliance with Section 4 (Expansion Clause) and shall be authorized in writing only by the City Purchasing Buyer, Department of Finance and Administrative Services.  Any costs incurred due to the performance of extra work will not be reimbursed until or unless an amendment is agreed upon.





The City does not guarantee utilization of goods and services provided for in this Contract for which the City has not issued a work order(s).  The City may itself provide these goods or services or may award contracts to other Vendors for similar goods and services.  In such instances, the Vendor shall not be responsible for the operation, performance or maintenance for equipment so obtained.





6. [bookmark: _Toc380671276]Documentation


Unless specified otherwise in Contract attachments, Vendor will provide two (2) complete sets of documentation for each Software/Hardware order or System delivered, including technical and maintenance information, and, where applicable, installation information.  Vendor shall also provide two (2) complete sets of documentation for each updated version of Software that vendor provides.  Vendor shall provide the documentation on or before the date Vendor delivers its respective Software.  There shall be no additional charge for this documentation or the updates, in whatever form provided.  Vendor’s Software documentation shall be comprehensive, well structured, and indexed for each reference.  If Vendor maintains its technical, maintenance and installation documentation on a web site, Vendor may fulfill the obligations set forth in this section by providing Purchaser access to its web-based documentation information.  





The City reserves the right to withhold payment for a deliverable, modification or enhancement until it receives all documentation associated with the same.  





7. [bookmark: _Toc380671277]Payment Procedures


Vendor shall only invoice upon the City’s approval of the deliverable and in a manner consistent with the payment schedule attached, if any.  Once the City has received and approved the invoice, the City will provide payment within thirty (30) days.  The aggregate amount represents the full and final amount to be paid by the City for all expenses incurred and incidentals necessary to complete the work. 





The City shall not be obligated to pay any other compensation, fees, charges, prices or costs, nor shall Vendor charge any additional compensation for completing the work order of the Statement of Work. All costs invoiced to the City, shall be associated with an active and open work order.





Invoices for hardware and software installed in City facilities and other work performed under this Contract shall be submitted, in writing to the City’s Project Manager.  Invoices shall include such information as prescribed in the Specifications or Statement of Work, and is necessary for the City to determine the exact nature of all expenditures and shall reference this Contract.  Additional payment terms or invoice instructions may be mutually agreed upon by the City and the Vendor. 





Payment does not constitute whole or partial acceptance; City acceptance of the System shall only occur by formal written notice to that effect.





7.1. Advance Payment Prohibited


The City does not accept requests for early payment, down payment or partial payment, unless the Bid or Proposal Submittal specifically allows such pre-payment proposals or alternates within the bid process.  Maintenance subscriptions may be paid up to one year in advance provided that should the City terminate early, the amount paid shall be reimbursed to the City on a prorated basis; all other expenses are payable net 30 days after receipt and acceptance of satisfactory compliance.





7.2. Travel and Other Direct Charges


If the specifications and scope of work for this purchase have specifically identified travel and/or other direct costs that the City intends to reimburse, then the following requirements shall apply.  All such expenses must be pre-approved in writing by the Project Manager.  If the specifications and scope of work do not clearly identify such costs for compensation, then no compensation will be given.





· City will reimburse the Contractor at actual cost for expenditures that are pre-approved by the City in writing and are necessary and directly applicable to the work required by this Contract provided that similar direct project costs related to the contracts of other clients are consistently accounted for in a like manner.  Such direct project costs may not be charged as part of overhead expenses or include a markup.  Other direct charges may include, but are not limited to the following types of items: travel, printing, cell phone, supplies, materials, computer charges, and fees of subconsultants or subcontractors.





· The billing for third party direct expenses specifically identifiable with this project shall be an itemized listing of the charges supported by copies of the original bills, invoices, expense accounts, subconsultant/subcontractor paid invoices, and other supporting documents used by the Contractor to generate invoice(s) to the City.  The original supporting documents shall be available to the City for inspection upon request.  All charges must be necessary for the services provided under this Contract.





· The City will reimburse the actual cost for travel expenses incurred as evidenced by copies of receipts (excluding meals) supporting such travel expenses, and in accordance with the City of Seattle Travel Policy, details of which can be provided upon request.  





· Airfare: Airfare will be reimbursed at the actual cost of the airline ticket.  The City will reimburse for Economy or Coach class fare only.  Receipts detailing each airfare are required. Unusual itineraries or multi-leg trips shall be prorated to the business requirements of this contact at the sole discretion of the City.





· Meals:  Meals will be reimbursed at the Federal Per Diem daily meal rate (excluding the “Incidental” portion of the published CONUS Federal M&I Rate) for the city in which the work is performed (the current Federal Per Diem daily meal rate used by the City for reimbursement will be provided upon request).  Receipts are not required as documentation.  The invoice shall state “the meals are being billed at the Federal Per Diem daily meal rate”, and shall detail how many of each meal is being billed (e.g. the number of breakfasts, lunches, and dinners).  The City will not reimburse for alcohol at any time.





· Lodging:  Lodging will be reimbursed at actual cost incurred up to a maximum of the published Runzheimer Cost Index for the city in which the work is performed (the current maximum allowed reimbursement amount can be provided upon request).  Receipts detailing each day / night lodging are required. The City will not reimburse for ancillary expenses charged to the room (e.g. movies, laundry, mini bar, refreshment center, fitness center, sundry items, etc.)





· Vehicle Mileage:  Vehicle mileage will be reimbursed at the Federal Internal Revenue Service Standard Business Mileage Rate in affect at the time the mileage expense is incurred (the current 2014 rate is 56.0 cents per mile = $.56).  Documentation of mileage incurred is required.  Please note: payment for mileage incurred for long distances traveled shall not be more than an equivalent trip round-trip airfare on a commercial airline for a coach or economy class ticket.
   


· Rental Car: Rental car expenses will be reimbursed at the actual cost of the rental.  Rental car receipts are required for all rental car expenses.  The City will reimburse for a standard car of a mid-size class or less.  The City will not reimburse for ancillary expenses charged to the car rental (e.g. GPS unit).





· Miscellaneous Travel (e.g. parking, rental car gas, taxi, shuttle, toll fees, ferry fees, etc.):  Miscellaneous travel expenses will be reimbursed at the actual cost incurred.  Receipts are required for each expense of $10.00 or more.





· Miscellaneous other business expenses (e.g. printing, photo development, binding): Other miscellaneous business expenses will be reimbursed at the actual cost incurred and may not include a mark up.  Receipts are required for all miscellaneous expenses that are billed.






Subcontractor: Subcontractor expenses will be reimbursed at the actual cost incurred and may not include a markup.  Copies of all subcontractor invoices that are rebilled to the City are required.



7.3. Disputed Work


Notwithstanding all above, if the City believes in good faith that some portion of Work has not been completed satisfactorily, the City may require Vendor to correct such work prior to The City payment.  In such event, the City will provide to Vendor an explanation of the concern and the remedy that the City expects.  The City may withhold from any payment that is otherwise due, an amount that the City in good faith finds to be under dispute, or if the Vendor does not provide a sufficient remedy, The City may retain the amount equal to the cost to The City for otherwise correcting or remedying the work not properly completed.





8. [bookmark: _Toc380671278]Taxes, Fees and Licenses





a. Taxes:  Where required by state statute, ordinance or regulation, Vendor shall pay for and maintain in current status all taxes that are necessary for contract performance.  Unless otherwise indicated, The City agrees to pay State of Washington sales or use taxes on all applicable consumer services and materials purchased.  No charge by the Vendor shall be made for federal excise taxes and The City agrees to furnish Vendor with an exemption certificate where appropriate.  


b. Fees and Licenses:  Vendor shall pay for and maintain in a current status, any license fees, assessments, permit charges, etc., which are necessary for contract performance.  It is the Vendor’s sole responsibility to monitor and determine any changes or the enactment of any subsequent requirements for said fees, assessments, or charges and to immediately comply with said changes during the entire term of this Contract. Vendor must pay all custom duties, brokerage or import fees where applicable as part of the contract price.  Vendor shall take all necessary actions to ensure that materials or equipment purchased are expedited through customs.  


c. Vendor is to calculate and enter the appropriate Washington State and local sales tax on the invoice.  Tax is to be computed on new items after deduction of any trade-in, in accordance with WAC 458-20-247. 





9. [bookmark: _Toc380671279]Timely Completion





a.  Time is of the Essence


The City has an immediate need to implement the System and/or Software and equipment for the management and operation of the City.  Therefore, time is of the essence in all matters relating to this Contract





b.  Liquidated Damages 


For this contract, a delay in the Vendor’s completion of work would seriously affect the public safety and the governmental operations of the City. A statement of liquidated damages is in the contract to be signed by the winning vendor, using a calculated assessment of liquidated damages.  Compensation payable to the Vendor for delayed performance of work identified as a milestone event under this Contract shall be reduced by 	                 Dollars       ($ 	) per calendar day for each and every day (or portion thereof) after the scheduled milestone date set forth in the Contract that performance and completion of such work is delayed.





Neither the provisions of this subsection nor their application or implementation shall limit the City’s right to pursue any other remedy available to it in law or at equity under this Contract.  The City shall have the right to assess Liquidated Damages as calculated by the City given the provision above, as a deduction from any payments due to the Vendor.





10. [bookmark: _Toc79482537][bookmark: _Toc380671280]License for Use 


As part of the price of the System, the Vendor hereby grants to the City, and the City accepts from the Vendor, for so long as the City continues to use the System, a non-exclusive, fully paid, royalty free, perpetual license to unlimited use of the Software and related documentation for use on the System acquired by the City under this Contract.



11. [bookmark: _Toc380671281][bookmark: _Toc79482538]Software Upgrades and Enhancements and Optional Modules


Vendor shall:





a. Supply at no additional cost updated versions of the Software to operate on upgraded versions of operating systems, upgraded versions of firmware, or upgraded versions of hardware;


b. Supply at no additional cost updated versions of the Software that encompass improvements, extensions, maintenance updates, error corrections, or other changes that are logical improvements or extensions of the original Software supplied to City; and


c. Supply at no additional cost interface modules that are developed by Vendor for interfacing the Software to other Software products.


d. Supply additional optional modules that may be compatible with the system software per attached list.





12. [bookmark: _Toc380671282]Warranties 


12.1 Warranty of the System


Commencing on the date that the City issues its Final Acceptance Certificate, and extending for a period of one (1) year, Vendor warrants that the System furnished hereunder shall be free from programming errors and that the System shall be free from defects in workmanship and materials and shall operate in conformity with the performance capabilities, Statement of Work, functions and other descriptions and standards applicable thereto and as set forth in this Contract including but not limited to the City’s Request for Proposals; that the services shall be performed in a timely and professional manner by qualified professional personnel; and that the services, Software and Hardware shall conform to the standards generally observed in the industry for similar services, Software and hardware. If Vendor is not the original Software or hardware manufacturer, Vendor shall obtain in writing the manufacturer’s consent to pass through all Software and hardware warranties for the City’s benefit.  During this warranty period, Vendor shall replace or repair any defect appearing in the Software or hardware, or deficiency in service provided at no additional cost to the City.


12.2 Warranty Against Planned Obsolescence 


The Vendor warrants that the products proposed to and acquired by the City under this Contract are new and of current manufacture, and that it has no current plans for announcing a replacement line that would be marketed by Vendor as a replacement for any of the products provided to the City under this Contract and would result in reduced support for the product line within which the System furnished to the City is contained.  The Vendor further warrants that, in the event that a major change in hardware, software, or operating system occurs that radically alters the design architecture of the System and makes the current design architecture obsolete within three (3) years after full execution of this Contract, and if the City continues its annual maintenance Contract with the Vendor, the Vendor shall provide the City with a replacement hardware, software, or operating system(s) that continues the full functionality of the systems, at no extra cost to the City.  


12.3 No Surreptitious Code Warranty


The Vendor warrants to the City that no copy of the licensed Software provided to the City contains or will contain any Self-help Code or any Unauthorized Code as defined below. This warranty is referred to in this Contract as the “No Surreptitious Code Warranty.”  





As used in this Contract, “Self-help Code” means any back door, time bomb, drop dead device, or other Software routine designed to disable a computer program automatically with the passage of time or under the positive control of a person other than the licensee of the Software.  The term “Self-help Code” does not include Software routines in a computer program, if any, designed to permit an owner of the computer program (or other person acting by authority of the owner) to obtain access to a licensee’s computer system(s) (e.g. remote access via modem) for purposes of maintenance or technical support.





As used in this Contract, “Unauthorized Code” means any “virus,” “Trojan horse,” “worm” or other Software routines or Equipment components designed to permit unauthorized access to disable, erase, or otherwise harm Software, Equipment, or data or to perform any other actions.  The term Unauthorized Code does not include Self-help Code.


The Vendor shall defend City against any claim, and indemnify the City against any loss or expense arising out of any breach of the No Surreptitious Code Warranty.


12.4 Title Warranty and Warranty against Infringement 


The Vendor warrants and represents that the hardware and Software provided under this Contract is the sole and exclusive property of the Vendor or that the Vendor is authorized to provide full use of the hardware and Software to the City as provided herein. The Vendor warrants that it has full power and authority to grant the rights granted by this Contract to the City without the consent of any other person or entity.  





In the event of any claim by a third party against the City for software used in the United States asserting a patent, copyright, trade secret, or proprietary right violation involving the System acquired by the City hereunder or any portion thereof, Vendor shall defend, at its expense, and shall indemnify the City against any loss, cost, expense, or liability arising out of such claim, whether or not such claim is successful; provided, however, that Vendor is notified by the City in writing within a reasonable time after the City first receives written notice of any such claim, action, or allegation of infringement. In the event a final injunction or order is obtained against the City’s full use of either the System or any portion thereof as a result of any such claim, suit or proceeding, and if no further appeal of such ruling is practicable, Vendor shall, as mutually agreed upon and at Vendor’s expense:





a. procure for the City the right to continue full use of the System; or


b. replace  or modify the same so that it becomes non‑infringing (which modification or replacement shall not affect the obligation to ensure the System conforms with applicable Statement of Work); or


c. if the product was purchased and the actions described in item (1) or (2) of Section 11.4, are not practicable, re-purchase the product from the City at a price mutually agreed upon, which shall relate to the value and utility of the product to the City; or


d. if  the System was leased, licensed, purchased or rented, and the actions described in item (1), (2), or (3) of Section 11.4, are not practicable, remove such System from the City’s site(s) and pay the City promptly after notification for all direct and consequential damages suffered by the City as a result of the loss of the infringing product and any other continued utility of which to the City is adversely affected by the removal of the infringing product, and hold the City harmless from any further liability therefore under any applicable Order, Settlement, or other Contract. 





In no event shall the City be liable to Vendor for any lease, rental, or maintenance payments after the date, if any, that the City is no longer legally permitted to use the System because of such actual or claimed infringement. In the event removal or replacement of the System is required pursuant to this paragraph, Vendor shall use reasonable care in the removal or modification thereof and shall, at its own expense, restore the City’s premises as nearly to their condition immediately prior to the installation of the System as is reasonably possible.





No settlement that prevents the City from continuing to use the Software, other products or Software documentation as provided in this Contract shall be made without the City’s prior written consent.  In all events, the City shall have the right to participate at its own expense in the defense of any such suit or proceeding through counsel of its own choosing.





The indemnification obligation set forth in this section shall survive the expiration or earlier termination of this Contract.


12.5 No Liens


The Vendor warrants that the Software and Equipment is the sole and exclusive property of the Vendor and that the Vendor is authorized to provide full use of the Software to the City as provided herein and that such Software is not subject to any lien, claim or encumbrance inconsistent with any of the City’s rights under this Contract and that the City is entitled to and shall be able to enjoy quiet possession and use of the Software and Equipment without interruption by Vendor or any other person making a claim under or through the Vendor or by right of paramount title.


12.6 Maintenance Services Warranty


The Vendor warrants that, in performing the services under the Maintenance Agreement appended as Appendix [       ], a future Appendix.  The Vendor shall strictly comply with the descriptions and representations as to the services, including performance capabilities, accuracy, completeness, characteristics, Statement of Work, configurations, standards, function and requirements, which appear in this Contract and in the Vendor’s response to the City’s Request for Proposal. Its products shall be uniform in appearance and clean and presentable in accordance with generally applicable standards in the industry. Errors or omissions committed by the Vendor in the course of providing Services shall be remedied by the Vendor at its own expense.


12.7 Equipment Warranty


The Vendor warrants and represents that the Equipment provided to meet the requirements of the Statement of Work shall be free from all defects, shall be in good operating order, and shall operate in conformity with the descriptions and standards as set forth in the Vendor’s Proposal and the City’s RFP for a period of one (1) year from and after the Acceptance Date.  During the warranty period, Vendor shall promptly, without additional charge, repair or replace the equipment or any part thereof that fails to function according the Vendor’s Statement of Work or the Statement of Work of the manufacturer thereof.


12.8  Merchantability and Fitness Warranty


Vendor represents and warrants that the Software, other products and Software Documentation will be merchantable and will be fit for the particular purposes established in the City’s RFP and the Vendor’s response to the City’s RFP.


12.9 [bookmark: _Toc79482549] Warrant of Compliance with Applicable Law


The Vendor warrants that the System, and the manufacture and production thereof, are in compliance with any and all applicable laws, rules, and regulations.


12.10 [bookmark: _Toc79482550] Date Warranty


	The Vendor warrants that all Software provided under this contract:  (a) does not have a life expectancy limited by date or time format; (b) will correctly record, store, process, present calendar dates; (c) will lose no functionality, data integrity, or performance with respect to any date; and (d) will be interoperable with other software used by City that may deliver date records from the Software, or interact with date records of the Software (“Date Warrant”).  In the event a Date Warranty problem is reported to Vendor by City and remains unresolved after three calendar days, at City’s discretion, the Vendor shall send, at Vendor’s sole expense, at least one qualified and knowledgeable representative to City’s premises.  This representative will continue to address and work to remedy the failure, malfunction, defect, or nonconformity on City’s premises.  This Date Warranty shall last perpetually.  In the event of a breach of any of these representations and warranties, Vendor shall indemnify and hold harmless the City from and against any and all harm, injury, damages, costs, and expenses incurred by Purchaser arising our of said Breach.


12.11  Physical Media Warranty


Vendor warrants to City that each licensed copy of Software provided by Vendor is and will be free from physical defects in the media that tangibly embodies the copy (the “Physical Media Warranty.”).  The Physical Media Warranty does not apply to defects discovered more than thirty (30) calendar day after the date of Acceptance of the Software copy by the City.  Vendor shall replace, at Vendor’s expense, including shipping and handling costs, any Software copy provided by Vendor that does not comply with this Warranty.	


12.12  Survival of Warranties and Representations


The representations and warranties of the Vendor made pursuant to this Contract shall survive the delivery of the System, the payment of the purchase price, and the expiration or earlier termination of this Contract.





13. [bookmark: _Toc380671283][bookmark: _Toc79482540]No Reauthorization Code Required


Vendor’s Software shall not require a reauthorization code in order for the Software supplied through this Contract to remain functional upon City’s movement of the Software to another computer system.


[bookmark: _Toc184999733][bookmark: _Toc185000046][bookmark: _Toc185000312][bookmark: _Toc185002964][bookmark: _Toc185003256][bookmark: _Toc185003403][bookmark: _Toc185003529][bookmark: _Toc185003705][bookmark: _Toc185003825][bookmark: _Toc185004136][bookmark: _Toc185054797][bookmark: _Toc185054901][bookmark: _Toc185055007][bookmark: _Toc185055702][bookmark: _Toc185055790][bookmark: _Toc185057762][bookmark: _Toc185057906][bookmark: _Toc185058589][bookmark: _Toc184999735][bookmark: _Toc185000048][bookmark: _Toc185000314][bookmark: _Toc185002966][bookmark: _Toc185003258][bookmark: _Toc185003405][bookmark: _Toc185003531][bookmark: _Toc185003707][bookmark: _Toc185003827][bookmark: _Toc185004138][bookmark: _Toc185054799][bookmark: _Toc185054903][bookmark: _Toc185055009][bookmark: _Toc185055704][bookmark: _Toc185055792][bookmark: _Toc185057764][bookmark: _Toc185057908][bookmark: _Toc185058591][bookmark: _Toc184999743][bookmark: _Toc185000056][bookmark: _Toc185000322][bookmark: _Toc185002974][bookmark: _Toc185003266][bookmark: _Toc185003413][bookmark: _Toc185003539][bookmark: _Toc185003715][bookmark: _Toc185003835][bookmark: _Toc185004146][bookmark: _Toc185054807][bookmark: _Toc185054911][bookmark: _Toc185055017][bookmark: _Toc185055712][bookmark: _Toc185055800][bookmark: _Toc185057772][bookmark: _Toc185057916][bookmark: _Toc185058599]


14. [bookmark: _Toc380671285][bookmark: _Toc79482539]Title to Equipment


Upon successful completion of Acceptance Testing and receipt of City’s letter of Acceptance (or upon delivery, if there is no Acceptance Testing), Vendor shall convey to City good title to the Equipment free and clear of all liens, pledges, mortgages, encumbrances, or other security interests.





Transfer of title to the Equipment shall include an irrevocable, fully paid-up, perpetual license to use the internal code (embedded software) in the Equipment.   If City subsequently transfers title to the Equipment to another entity, City shall have the right to transfer the license to use the internal code with the transfer of Equipment title.  A subsequent transfer of this software license shall be at no additional cost or charge to either City or City’s transfer.





15. [bookmark: _Toc380671286]Ownership of Deliverables 


Except for the licensed System Software and its related documentation, all data and work products produced under this Contract shall be considered work made for hire under the U.S. Copyright Act, 17 U.S.C. 101 et seq, and shall be owned by the City.  





16. [bookmark: _Toc380671289]Protection of Persons and Property


16.1 [bookmark: _Toc184995031][bookmark: _Toc184995502][bookmark: _Toc184995540][bookmark: _Toc184996022][bookmark: _Toc184996125][bookmark: _Toc184996155][bookmark: _Toc184996185][bookmark: _Toc184996214][bookmark: _Toc184996244][bookmark: _Toc184996660][bookmark: _Toc184996791][bookmark: _Toc184996834][bookmark: _Toc184996904][bookmark: _Toc184996958][bookmark: _Toc184997972][bookmark: _Toc184999035][bookmark: _Toc184999761][bookmark: _Toc185000075][bookmark: _Toc185000343][bookmark: _Toc185003006][bookmark: _Toc185003298][bookmark: _Toc185003445][bookmark: _Toc185003571][bookmark: _Toc185003742][bookmark: _Toc185003862][bookmark: _Toc185004173]Person


The Vendor and the City shall each take reasonable precautions for the safety of employees of the other, and shall each comply with all applicable provisions of federal, state, and local laws, codes and regulations to prevent or avoid any accident or injury to a person on, about or adjacent to any premises where work under this Contract is being performed.





16.2 Property


The Vendor shall take reasonable steps to protect the City’s property from injury or loss arising in connection with the Vendor’s performance or failure of performance under this Contract.





16.3 No Smoking


The Vendor shall not allow any employee of the Vendor or any sub or agent thereof to smoke inside any City facility.





16.4 OSHA/WISHA


The Vendor certifies that products are designed and manufactured to meet the current federal and state safety and health regulations, including Federal Occupational Safety and Health Act of 1970 (OSHA), the Washington Industrial Safety and Health act of 1973 (WISHA).  Vendor shall indemnify, defend, and hold the City harmless from all damages assessed against the City as a result of the failure of the products furnished under this Contract to so comply.





16.5 [bookmark: _Toc380671290]Workers Right to Know


“Right to Know” legislation required the Department of Labor and Industries to establish a program to make employers and employees more aware of the hazardous substances in their work environment.  WAC 296-62-054 requires among other things that all manufacturers/distributors of hazardous substances, including any of the items listed on this ITB, RFP or contract bid and subsequent award, must include with each delivery completed Material Safety Data Sheets (MSDS) for each hazardous material.  Additionally, each container of hazardous material must be appropriately labeled with:  the identity of the hazardous material, appropriate hazardous warnings, and the Name and Address of the chemical manufacturer, improper, or other responsible party.





Labor and Industries may levy appropriate fines against employers for noncompliance and agencies may withhold payment pending receipt of a legible copy of the MSDS.  OSHA Form 20 is not acceptable in lieu of this requirement unless it is modified to include appropriate information relative to “carcinogenic ingredients: and “routes of entry” of the product(s) in question.





17 [bookmark: _Toc380671291]Contract Notices, Deliverable Materials and Invoices Delivery


Official Contract notices shall be delivered to the following addresses (or such other address (es) as either party may designate in writing):





 	If delivered by the U.S. Postal Service, it must be addressed to:
 		Jason Edens
 		City of Seattle Purchasing and Contracting Services 


PO Box 94687
		Seattle, WA  98124-4687

	If delivered by any other company, it must be addressed to:
 		Jason Edens
 		City of Seattle Purchasing and Contracting Services 


			Seattle Municipal Tower


		700 5th Ave., #4112
		Seattle, WA  98104-5042


Phone:


Fax:


E-Mail:





Project work, invoices and communications shall be delivered to the City Project Manager: 


			City of Seattle


			Attention:


21 [bookmark: _Toc380671292]Representations 


Vendor represents and warrants that it has the requisite training, skill and experience necessary to provide Work and is appropriately accredited and licensed by all applicable agencies and governmental entities.





22 [bookmark: _Toc380671293]Inspection


	Work shall be subject, at all times, to inspection by and with approval of the City, but the making (or failure or delay in making) such inspection or approval shall not relieve Vendor of responsibility for performance of the Work in accordance with this Contract, notwithstanding the City’s knowledge of defective or noncomplying performance, its substantiality or the ease of its discovery.  Vendor shall provide sufficient, safe, and proper facilities and equipment for such inspection and free access to such facilities.





23 [bookmark: _Toc380671294]Affirmative Efforts for Utilization of Women and Minority Subcontracting, Non-Discrimination 





· Employment Actions:  Contractor shall not discriminate against any employee or applicant for employment because of race, religion, creed, age, color, sex, marital status, sexual orientation, gender identity, political ideology, ancestry, national origin, or the presence of any sensory, mental or physical handicap, unless based upon a bona fide occupational qualification.  Contractor shall take affirmative action to ensure that applicants are employed, and that employees are treated during employment, without regard to their creed, religion, race, age, color, sex, national origin, marital status, political ideology, ancestry, sexual orientation, gender identity, or the presence of any sensory, mental or physical handicap.  Such action shall include, but not be limited to employment, upgrading, promotion, demotion, or transfer; recruitment or recruitment advertising, layoff or termination, rates of pay, or other forms of compensation and selection for training.  





· In accordance with Seattle Municipal Code Chapter 20.42, Contractor shall actively solicit the employment and subcontracting of women and minority group members when there are commercially useful purposes for fulfilling the scope of work.  





· A WMBE Inclusion Plan is requested by and submitted to the City, the WMBE Inclusion Plan is material to the contract.  The requirements and conditions stated in the WMBE Inclusion Plan shall be enforced as a contract requirement. 



· If upon investigation, the Director of Purchasing and Contracting Services finds probable cause to believe that the Contractor has failed to comply with the requirements of this Section, the Contractor shall be notified in writing.  The Director of Finance and Administrative Services shall give Contractor an opportunity to be heard with ten calendar days’ notice.  If, after the Contractor’s opportunity to be heard, the Director of Finance and Administrative Services still finds probable cause, s/he may suspend the Contract and/or withhold any funds due or to become due to the Contractor, pending compliance by the Contractor with the requirements of this Section.


· Any violation of the mandatory requirements of this Section, or a violation of Seattle Municipal Code Chapter 14.04 (Fair Employment Practices), Chapter 14.10 (Fair Contracting Practices), Chapter 20.45 (City Contracts – Non-Discrimination in Benefits), or other local, state, or federal non-discrimination laws, shall be a material of contract for which the Contractor may be subject to damages and sanctions provided for by the Vendor Contract and by applicable law.   In the event the Contractor is in violation of this Section shall be subject to debarment from City contracting activities in accordance with Seattle Municipal Code Section 20.70 (Debarment).





24. [bookmark: _Toc380671295]Assignment and Subcontracting


· Assignment:  Vendor shall not assign any of its obligations under this Contract without Seattle’s written consent, which may be granted or withheld in Seattle’s sole discretion.


· [bookmark: _Toc380671296]Subcontracting
Vendor shall not subcontract any of its obligations under this Contract without Seattle’s written consent, which may be granted or withheld in Seattle’s sole discretion. Vendor shall ensure that all subcontractors comply with the obligations, requirements and terms and conditions of the subcontract, except for Equal Benefit provisions.  Seattle’s consent to subcontract shall not release the Vendor from liability under this Contract, or from any obligation to be performed under this Contract, whether occurring before or after such consent to subcontract.





25. [bookmark: _Toc380671297]Key Persons and Subcontractors.  Contractor shall not transfer, reassign or replace any individual or subcontractor that is determined to be essential or that has been agreed upon in the Contractor’s Subcontracting (Inclusion) Plan, without express written consent of Seattle.  If during the term of this Contract, any such individual leaves the Contractor’s employment or any named subcontract is terminated for any reason, Contractor shall notify Seattle and seek approval for reassignment or replacement with an alternative individual or subcontractor. Upon Seattle’s request, the Contractor shall present to Seattle, one or more subcontractors or individual(s) with greater or equal qualifications as a replacement.  Continued achievement of the Subcontracting (Inclusion) Plan that was incorporated into this Contract by reference, if any, and the associated subcontract awards, aspirational goals and efforts, will be one of the considerations in approval of such changes. Seattle’s approval or disapproval shall not be construed to release the Contractor from its obligations under this Contract.  


	


26. [bookmark: _Toc380671298]Equal Benefits


a. Compliance with SMC Ch. 20.45: The Vendor shall comply with the requirements of SMC Ch. 20.45 and Equal Benefits Program Rules implementing such requirements, under which the Vendor is obligated to provide the same or equivalent benefits (“equal benefits”) to its employees with domestic partners as the Vendor provides to its employees with spouses.  At The City’s request, the Vendor shall provide complete information and verification of the Vendor’s compliance with SMC Ch. 20.45.   Failure to cooperate with such a request shall constitute a material breach of this Contract.  (For further information about SMC Ch. 20.45 and the Equal Benefits Program Rules review information at http://www.seattle.gov/contracting/equalbenefits.htm)





b. Remedies for Violations of SMC Ch. 20.45:  Any violation of this Section shall be a material breach of Contract for which the City may:





· Require the Vendor to pay actual damages for each day that the Vendor is in violation of SMC Ch. 20.45 during the term of the Contract; or


· Terminate the Contract; or 


· Disqualify the Vendor from bidding on or being awarded a City contract for a period of up to five (5) years; or


· Impose such other remedies as specifically provided for in SMC Ch. 20.45 and the Equal Benefits Program Rules promulgated thereunder.



27. [bookmark: _Toc380671299]General Legal Requirements





a. General Requirement:  Vendor, at no expense to The City, shall comply with all applicable laws of the United States and the State of Washington; the Charter and ordinances of The City; and rules, regulations, orders, and directives of their administrative agencies and the officers thereof.  Without limiting the generality of this paragraph, the Vendor shall specifically comply with the following requirements of this section.





b. Licenses and Similar Authorizations:  Vendor, at no expense to The City, shall secure and maintain in full force and effect during the term of this Contract all required licenses, permits, and similar legal authorizations, and comply with all requirements thereof.





c. Performance Standard.   All duties by Vendor or designees shall be performed in a manner consistent with accepted practices for other similar Work. 





28. [bookmark: _Toc380671300]Indemnification


To the extent permitted by law, the Vendor shall protect, defend, indemnify and hold the City harmless from and against all claims, demands, damages, costs, actions and causes of actions, liabilities, fines, penalties,  judgments, expenses and attorney fees, resulting from the injury or death of any person or the damage to or destruction of property, or the infringement of any patent, copyright, trademark or trade secret, arising out of the work performed or goods provided under this Contract, or any other acts or omissions by the Vendor, or the Vendor’s violation of any law, ordinance or regulation, contract provision or term, or condition of regulatory authorization or permit, except for damages resulting from the sole negligence of the City.  As to the City of Seattle, the Vendor waives any immunity it may have under RCW Title 51 or any other Worker’s Compensation statute.  The parties acknowledge that this waiver has been negotiated by them, and that the contract price reflects this negotiation.  Vendor’s obligation to defend, indemnify, and save City harmless shall not be eliminated or reduced by any alleged concurrent City negligence.





29. [bookmark: _Toc185003025][bookmark: _Toc185003317][bookmark: _Toc185003464][bookmark: _Toc185003590][bookmark: _Toc185003755][bookmark: _Toc185003875][bookmark: _Toc185004186][bookmark: _Toc185054845][bookmark: _Toc185054949][bookmark: _Toc185055055][bookmark: _Toc185055750][bookmark: _Toc185055838][bookmark: _Toc185057810][bookmark: _Toc185057936][bookmark: _Toc185058619][bookmark: _Toc185058855][bookmark: _Toc185003026][bookmark: _Toc185003318][bookmark: _Toc185003465][bookmark: _Toc185003591][bookmark: _Toc185003756][bookmark: _Toc185003876][bookmark: _Toc185004187][bookmark: _Toc185054846][bookmark: _Toc185054950][bookmark: _Toc185055056][bookmark: _Toc185055751][bookmark: _Toc185055839][bookmark: _Toc185057811][bookmark: _Toc185057937][bookmark: _Toc185058620][bookmark: _Toc185058856][bookmark: _Toc380671301]Insurance


Except as specified otherwise, Vendor shall obtain at time of award and maintain in force, minimum coverages and limits of liability of insurance specified below.  If the Vendor fails to obtain or maintain these coverages, the City may withdraw its intent to award.  All costs are borne by the Vendor.





1.	MINIMUM COVERAGES AND LIMITS OF LIABILITY. Vendor shall at all times during the term of this Agreement maintain continuously, at its own expense, minimum insurance coverages and limits of liability as specified below:





A.	Commercial General Liability (CGL) insurance, including:


			- Premises/Operations	


			- Products/Completed Operations


			- Personal/Advertising Injury


			- Contractual 


		- Independent Contractors 


- Stop Gap/Employers Liability


with minimum limits of liability of $1,000,000 each occurrence combined single limit bodily injury and property damage (“CSL”), except:


			$1,000,000    Personal/Advertising Injury


			$1,000,000    each accident/disease/employee Stop Gap/Employer’s Liability





B.	Automobile Liability insurance, including coverage for owned, non-owned, leased or hired vehicles with a minimum limit of liability of $1,000,000 CSL.





C.	 Worker’s Compensation for industrial injury to Vendor’s employees in accordance with the provisions of Title 51 of the Revised Code of Washington. 





2.	CITY AS ADDITIONAL INSURED.  The City of Seattle shall be included as an additional insured under CGL and Automobile Liability insurance for primary and non-contributory limits of liability.



3.	NO LIMITATION OF LIABILITY.  The limits of liability specified herein in subparagraph 1.A. are minimum limits of liability only and shall not be deemed to limit the liability of Vendor or any Vendor insurer except as respects the stated limit of liability of each policy.  Where required to be an additional insured, the City of Seattle shall be so for the full limits of liability maintained by Vendor, whether such limits are primary, excess, contingent or otherwise.





4.	MINIMUM SECURITY REQUIREMENT.  All insurers must be rated A- VII or higher in the current A.M. Best's Key Rating Guide and licensed to do business in the State of Washington unless coverage is issued as surplus lines by a Washington Surplus lines broker.





5.	SELF-INSURANCE.  Any self-insured retention not fronted by an insurer must be disclosed.  Any defense costs or claim payments falling within a self-insured retention shall be the responsibility of Vendor.





6.	EVIDENCE OF COVERAGE. Prior to performance of any scope of work under paragraph 5., Vendor shall provide certification of insurance acceptable to the City evidencing the minimum coverages and limits of liability and other requirements specified herein.  Such certification must include a copy of the policy provision documenting that the City of Seattle is an additional insured for commercial general liability insurance on a primary and non-contributory basis.  Certification should be issued to The City of Seattle, Risk Management Division, Seattle, WA and shall be delivered in electronic form either as an email attachment to riskmanagement@seattle.gov or faxed to (206) 470-1270.





30. [bookmark: _Toc380671302]Review of Vendor Records


Vendor and its Subcontractors shall maintain books, records, documents and other evidence relating to this Contract, including but not limited to protection and use of City’s Confidential Information, and accounting procedures and practices which sufficiently and properly reflect all direct and indirect costs of any nature invoiced in the performance of this Contract.  Vendor shall retain all such records for six (6) years after the expiration or termination of this Contract.  Records involving matters in litigation related to this Contract shall be kept for six (6) years from the date the litigation is settled or complete.





All such records shall be subject at reasonable times and upon prior notice to examination, inspection, copying or audit by personnel so authorized by the City’s Contract Administration and/or the Office of the Auditor and federal officials so authorized by law, rule, regulation or contract, when applicable, at no additional cost to the City.  During this Contract’s term, Vendor shall provide access to these items at a mutually agreeable time and place.  Vendor shall be responsible for any audit exceptions or disallowed costs incurred by Vendor or any of its Subcontractors. Vendor shall incorporate in its subcontracts this section’s records retention and review requirements.





It is agreed that books, records, documents and other evidence of accounting procedures and practices related to Vendor’s cost structure, including overhead, general and administrative expenses, and profit factors shall be excluded from City’s review unless the cost or any material issue under this Contract is calculated or derived from these factors.





31. [bookmark: _Toc380671303] Independent Contractor 


The relationship of Vendor to The City by reason of this Contract shall be that of an independent Vendor.  This Contract does not authorize Vendor to act as the agent or legal representative of the City for any purpose whatsoever.  Vendor is not granted any express or implied right or authority to assume or create any obligation or responsibility on behalf of or in the name of The City or to bind The City in any manner or thing whatsoever.





It is the intention and understanding of the Parties that Vendor shall be an independent Vendor and that the City shall be neither liable for nor obligated to pay sick leave, vacation pay or any other benefit of employment, nor to pay any social security or other tax that may arise as an incident of employment.  The Vendor shall pay all income and other taxes as due.  Industrial or other insurance that is purchased for the benefit of the Vendor shall not be deemed to convert this Contract to any employment contract.  It is recognized that Vendor may or will be performing professional Work during the term for other parties and that The City is not the exclusive user of the Work that Vendor will provide.





32. No Conflict of Interest.


Contractor confirms that Contractor does not have a business interest or a close family relationship with any City officer or employee who was, is, or will be involved in the Contractor selection, negotiation, drafting, signing, administration, or evaluating the Contractor's performance.  





33. No Gifts or Gratuities.


Contractor shall not directly or indirectly offer anything of value (such as retainers, loans, entertainment, favors, gifts, tickets, trips, favors, bonuses, donations, special discounts, work or meals) to any City employee, volunteer or official, that is intended, or may appear to a reasonable person to be intended, to obtain or give special consideration to the Vendor.  Promotional items worth less than $25 may be distributed by the vendor to City employees if the Vendor uses the items as routine and standard promotions for business. Any violation of this provision may result in termination of this Contract.  Nothing in this Contract prohibits donations to campaigns for election to City office, so long as the donation is disclosed as required by the election campaign disclosure laws of the City and of the State.





34. Current and Former City Employees, Officers, and Volunteers.


Throughout the term of the contract, Contractor shall provide written notice to City Purchasing and the City Project Manager of any current or former City employees, officials or volunteers, that are working or assisting on solicitation of City business or on completion of the awarded contract.  The Vendor must be aware of the City Ethics Code, Seattle Municipal Code 4.16 and advise Contractor workers as applicable.





35. Contract Workers with 1,000 Hours


Throughout the term of the Contract, Contractor shall provide written notice to City Purchasing and the City Project Manager of any contract worker that shall perform more than 1,000 hours of contract work for the City within a rolling 12-month period.  Such hours include those that the contract worker performs for the Contract, and any other hours that the worker performs for the City under any other contract.  Such workers are subject to the requirements of the City Ethics Code, Seattle Municipal Code 4.16.  The Contractor shall advise their Contract workers as applicable.





36. [bookmark: _Toc380671304]Errors & Omissions:  Correction


Vendor shall be responsible for the professional quality, technical accuracy, and the coordination of all designs, drawings, Statement of Work, and other services furnished by or on the behalf of the Vendor under this Contract.  The Vendor, without additional compensation, shall correct or revise any errors or omissions in the designs, drawings, Statement of Work, and/or other Vendor services immediately upon notification by The City.  The obligation provided for in this section with respect to any acts or omissions during the term of this Contract shall survive any termination or expiration of this Contract and shall be in addition to all other obligations and liabilities of the Vendor.





37. [bookmark: _Toc380671305]Intellectual Property Rights 


Patent:  Vendor hereby assigns to The City all rights in any invention, improvement, or discovery, together with all related information, including but not limited to, designs, Statement of Work, data, patent rights and findings developed in connection with the performance of Contract or any subcontract hereunder.  Notwithstanding the above, the Vendor does not convey to The City, nor does The City obtain, any right to any document or material utilized by Vendor that was created or produced separate from this Contract or was preexisting material (not already owned by The City), provided that the Vendor has clearly identified in writing such material as preexisting prior to commencement of the Work.  To the extent that preexisting materials are incorporated into the Work, the Vendor grants The City an irrevocable, non-exclusive, fully-paid, royalty-free right and/or license to use, execute, reproduce, display, and transfer the preexisting material, but only as an inseparable part of the Work.





Copyright:  All materials and documents prepared by Vendor in connection with the Contract and Vendor shall retain the copyright (including the right of reuse) whether or not the Contract Statement of Work is completed.  Vendor grants to The City a non-exclusive, irrevocable, unlimited, fully-paid, royalty-free license to use every document and all other materials prepared by the Vendor for The City under this Contract.  If requested by The City, a copy of all drawing, prints, plans, field notes, reports, documents, files, input materials, output materials, the media upon which they are located (including cards, tapes, discs and other storage facilities), software programs or packages (including source code or codes, object codes, upgrades, revisions, modifications, and any related materials) and/or any other related documents or materials which are developed solely for, and paid for by, The City in connection with the performance of the Work, shall be promptly delivered to The City. 





The City may make and retain copies of such documents for its information and reference in connection with their use on the project.  The Vendor does not represent or warrant that such documents are suitable for reuse by The City, or others, on extensions of the project, or on any other project. Vendor represents and warrants that it has all necessary legal authority to make the assignments and grant the licenses required by this Section.





38. [bookmark: _Toc380671306]Confidentiality 


The State of Washington’s Public Records Act (Release/Disclosure of Public Records) Under Washington State Law (reference RCW Chapter 42.56, the Public Records Act) all materials received or created by the City of Seattle are considered public records.  These records include but are not limited to bid or proposal submittals, agreement documents, contract work product, or other bid material.  





The State of Washington’s Public Records Act requires that public records must be promptly disclosed by the City upon request unless that RCW or another Washington State statute specifically exempts records from disclosure.  Exemptions are narrow and explicit and are listed in Washington State Law (Reference RCW 42.56 and RCW 19.108).  





As mentioned above, all City of Seattle offices (“the City”) are required to promptly make public records available upon request.  However, under Washington State Law some records or portions of records may be considered legally exempt from disclosure.  A list and description of records identified as exempt by the Public Records Act can be found in RCW 42.56 and RCW 19.108. 





If the City receives a public disclosure request for any records or parts of records that Contractor has properly and specifically listed on the City Non-Disclosure Request Form (Form) submitted with Contractor’s bid/proposal, or records that have been specifically identified in this contract, the City will notify Contractor in writing of the request and will postpone disclosure.  While it is not a legal obligation, the City, as a courtesy, will allow Contractor up to ten business days to obtain and serve the City with a court injunction to prevent the City from releasing the records (reference RCW 42.56.540).  If you fail to obtain a Court order and serve the City within the ten days, the City may release the documents. 





The City will not assert an exemption from disclosure on Contractor’s behalf.  If Contractor believes that its records are exempt from disclosure, Contractor  is obligated to seek an injunction under RCW 42.56.540. Contractor acknowledges that the City will have no obligation or liability to Contractor if the records are disclosed.





39. [bookmark: _Toc380671307]Publicity


No news release, advertisement, promotional material, tour, or demonstration related to the City’s purchase or use of the Vendor’s product or any work performed pursuant to this Contract shall be produced, distributed or take place without the prior, specific approval of the City’s Project Manager or his/her designee.





40. [bookmark: _Toc380671308]Interlocal Agreement Act


RCW Chapter 39.34 allows cooperative purchasing between public agencies, non profits and other political subdivisions.  Public agencies that file an Intergovernmental Cooperative Purchasing Agreement with the City of Seattle may purchase from Contracts established by the City.  The seller agrees to sell additional items at the bid prices, terms and conditions, to other eligible governmental agencies that have such agreements with the City.  The City of Seattle accepts no responsibility for the payment of the purchase price by other governmental agencies.  Should the Vendor require additional pricing for such purchases, the Vendor is to name such additional pricing upon Offer to the City.





41. Background Checks and Immigrant Status


The City has strict policies regarding the use of Background checks, criminal checks and immigrant status for contract workers.  The policies are incorporated into the contract and available for viewing on-line at http://www.seattle.gov/business/WithSeattle.htm





42. [bookmark: _Toc380671309]Dispute Resolution


The parties shall endeavor to resolve any dispute or misunderstanding that may arise under this Contract concerning Vendor’s performance, if mutually agreed to be appropriate, through negotiations between the Vendor’s Project Manager and the City’s Project Manager, or if mutually agreed, referred to the City’s named representative and the Vendor’s senior executive(s).  Either party may discontinue such discussions and may then pursue other means to resolve such disputes, or may by mutual agreement pursue other dispute alternatives such as alternate dispute resolution processes. Nothing in this dispute process shall in any way mitigate the rights, if any, of either party to terminate the contract for cause or convenience.





43. [bookmark: _Toc380671310]Termination





a. For Cause:  The City may terminate this Contract if the Vendor is in material breach of any of the terms of this Contract, and such breach has not been corrected to the City’s reasonable satisfaction in a timely manner.





b. For City’s Convenience:  The City may terminate this Contract at any time, without cause and for any reason including the City’s convenience, upon written notice to the Vendor.  





c. Nonappropriation of Funds:  The City may terminate this Contract at any time without notice due to nonappropriation of funds, whether such funds are local, state or federal grants, and no such notice shall be required notwithstanding any notice requirements that may be agreed upon for other causes of termination.





d. Acts of Insolvency:  The City may terminate this Contract by written notice to Vendor if the Vendor becomes insolvent, makes a general assignment for the benefit of creditors, suffers or permits the appointment of a receiver for its business or assets, becomes subject to any proceeding under any bankruptcy or insolvency law whether domestic or foreign, or is wound up or liquidated, voluntarily or otherwise. 





e. Termination for Gratuities and/or Conflict of Interest:  The City may terminate this Contract by written notice to Vendor if The City finds that a conflict of interest exists in violation of the city Ethics Code, or that any gratuity in the form of entertainment, a gift, or otherwise, was offered to or given by the Vendor or any agent therefore to any City official, officer or employee.


f. Notice:  The City is not required to provide advance notice of termination.  Notwithstanding, the RFP Coordinator may issue a termination notice with an effective date later than the termination notice itself.  In such case, the Vendor shall continue to provide products and services as required by the RFP Coordinator until the effective date provided in the termination notice. 





g. Actions Upon Termination:  In the event of termination not the fault of the Vendor, the following shall apply:





1. Vendor shall be paid for all products and services that have been ordered and accepted prior to the effective termination date or ordered before the effective termination date and ultimately accepted by the RFP Coordinator, together with any reimbursable expenses then due.


2. For System development projects, Vendor shall be paid for progress performed that has been accepted by the City on or prior to the effective termination date, but in no event shall such compensation exceed the maximum compensation to be paid under the Contract.  


3. Vendor agrees that such payment shall fully and adequately compensate Vendor and all subs for all profits, costs, expenses, losses, liabilities, damages, taxes, and charges of any kind whatsoever (whether foreseen or unforeseen) attributable to the termination of this Contract. 


4. Upon termination for any reason, Vendor shall provide The City with the most current design documents, contract documents, writings and other product it has completed to the date of termination, along with copies of all project-related correspondence and similar items.  The City shall have the same rights to use these materials as if termination had not occurred. 


5. In the event this Contract expires or is terminated for any reason, the City shall retain its rights in all Products, services and system progress that is in transit or delivered prior to the effective termination date.





44. [bookmark: _Toc380671311]Force Majeure– Suspension and Termination


This section applies in the event that either party is unable to perform the obligations of this contract because of a Force Majeure event as defined herein, to the extent that the Contract obligations must be suspended in full.  A Force Majeure event is an event that prohibits performance and is beyond the control of the party.  Such events may include natural or man-made disasters, or an action or decree of a superior governmental body, which prevents performance.





Force Majeure under this Section shall only apply in the event that performance is rendered not possible by either party or its agents.  Should it be possible to provide partial performance that is acceptable to the City under Section #2 (Emergencies or Disasters), Section #2 below shall instead be in force.





Should either party suffer from a Force Majeure event and is unable to provide performance, such party shall give notice to the remaining party as soon as practical and shall do everything possible to resume performance. 





Upon receipt of such notice, the party shall be excused from such performance as is affected by the Force Majeure Event for the period of such Event.  If such Event affects the delivery date or warranty provisions of this Agreement, such date or warranty period shall automatically be extended for a period equal to the duration of such Event.





45. [bookmark: _Toc380671312]Major Emergencies or Disasters:   


The City may undergo an emergency or disaster that may require the Vendor to either increase or decrease quantities from normal deliveries, or that may disrupt the Vendor’s ability to provide normal performance.  Such events may include, but are not limited to, a storm, high wind, earthquake, flood, hazardous material release, transportation mishap, loss of any utility service, fire, terrorist activity or any combination of the above.  In such events, the following shall apply.





a. The City shall notify the Vendor that the City is experiencing an emergency or disaster, and will request emergency and priority services from the Vendor.


b. Upon such notice by the City, the Vendor shall provide to the City goods and/or services in the quantities and schedule specified by the City, following the conditions named in this Section.


c. The City of Seattle shall be the customer of first priority for the Vendor.  The Vendor shall provide its best and priority efforts to provide the requested goods and/or services to the City of The City in as complete and timely manner as possible.  Such efforts by the Vendor are not to be diminished as a result of Vendor providing service to other customers.  


d. If the Vendor is unable to respond in the time and/or quantities requested by the City, the Vendor shall make delivery as soon as practical.  The Vendor shall immediately assist the City to the extent reasonable, to gain access to such goods and/or services. This may include:


· Coordinating with other distributors or subsidiaries beyond those in the local region to fulfill order requests; 


· Offering the City substitutions provided the Vendor obtains prior approval from the City for such substitution.


e. The Vendor shall charge the City the price determined in this Contract for the goods and services provided, and if no price has been determined, it shall charge the City a price that is normally charged for such goods and/or services (such as listed prices for items in stock).  However, in the event that the City’s request results in the Vendor incurring unavoidable additional costs and causes the Vendor to increase prices in order to obtain a fair rate of return, the Vendor shall charge the City a price not to exceed the cost/profit formula found in this Contract. 





46. [bookmark: _Toc380671313]Debarment


In accordance with SMC Ch. 20.70, the Director of Finance and Administrative Services or designee may debar a Vendor from entering into a Contract with the City or from acting as a sub on any Contract with the City for up to five years after determining that any of the following reasons exist: 


a. Vendor has received overall performance evaluations of deficient, inadequate, or substandard performance on three or more City Contracts.


b. Vendor failed to comply with City ordinances or Contract terms, including but not limited to, ordinance or Contract terms relating to small business utilization, discrimination, prevailing wage requirements, equal benefits, or apprentice utilization.  


c. Vendor abandoned, surrendered, or failed to complete or to perform work on or in connection with a City Contract.  


d. Vendor failed to comply with Contract provisions, including but not limited to quality of workmanship, timeliness of performance, and safety standards. 


e. Vendor submitted false or intentionally misleading documents, reports, invoices, or other statements to the City in connection with a Contract. 


f. Vendor colluded with another Vendor to restrain competition. 


g. Vendor committed fraud or a criminal offense in connection with obtaining, attempting to obtain, or performing a Contract for the City or any other government entity.


h. Vendor failed to cooperate in a City debarment investigation. 


i. Vendor failed to comply with SMC 14.04, SMC Ch. 14.10, SMC Ch. 20.42, or SMC Ch. 20.45, or other local, State, or federal non-discrimination laws. 


The Director may issue an Order of Debarment following the procedures specified in SMC 20.70.050.   The rights and remedies of the City under these provisions are in addition to any other rights and remedies provided by law or under the Contract. 





47. [bookmark: _Toc380671314]Recycle Products Requirements


As required by Seattle Municipal Code 20.60, whenever practicable, Vendor shall use reusable products, recyclable products and recycled-content products including recycled content paper on all documents submitted to the City.  





Vendors are to duplex all materials that are prepared for the City under this Contract, whether such materials are printed or copied, except when impracticable to do so due to the nature of the product being produced.  Vendors are to use 100% post consumer recycled content, chlorine-free paper in such products that are produced for the City, whenever practicable, and to use other paper-saving and recycling measures in business they conduct with and for the City.  This directive is executed under the Mayor's Executive Order, issued February 13, 2005.





48. [bookmark: _Toc380671315]Section Headings, Incorporated Documents and Order of Precedence





· The headings used herein are inserted for convenience only and do not define or limit the contents.





· No verbal agreement or conversation between any officer, agent, associate or employee of The City and any officer, agency, employee or associate of the Vendor prior to the execution of this Contract shall affect or modify any of the terms or obligations contained in this Contract.





· The following documents are incorporated.  Where there is conflict or gap between or among these documents, the controlling document will be resolved in the following order of precedence (first listed being the precedent):





a. Applicable federal, state and local  statutes, laws and regulations;


b. This Contract


c. All Attachments to this Contract, including Pricing, Management, and Technical Specification Agreements


d. Licensing and Maintenance Agreements


e. RFP issued by the City


f. Vendor Proposal Response


g. City Purchase Order documents issued, if any; and


h. Vendor or manufacturer publications or written materials Vendor made available to City and used to effect the sale.





49. [bookmark: _Toc380671316]Entire Agreement


This Contract sets forth the entire agreement between the parties with respect to the subject matter hereof.  No changes to provisions, price, quality, or Statement of Work of this Contract will be effective without the written consent of both parties.





50. [bookmark: _Toc380671317]Authority for Modifications and Amendments


The Parties hereto reserve the right to make amendments or modifications to this Contract by written agreement, signed by an authorized representative of each party. No modification, amendment, alteration, or waiver of any section or condition of this Contract shall be effective or binding unless it is in writing and signed by the City RFP Coordinator and Vendor Contracting Officer.  Only the City RFP Coordinator shall have the express, implied, or apparent authority to alter, amend, modify, add, or waive any section or condition of this Contract on behalf of the City.





51. [bookmark: _Toc380671318]Severability


If any term or provision of this Contract is determined by a court of competent jurisdiction to be invalid or unenforceable, the remainder of this Contract shall not be affected thereby, and each term and provision of this Contract shall be valid and enforceable to the fullest extent permitted by law.





52. [bookmark: _Toc251155260][bookmark: _Toc380671319]Vendor Authorizations 


[bookmark: _Toc244317188]Vendor represents and warrants that:





·  Vendor is a [corporation duly incorporated], validly existing and in good standing under the laws of its state of incorporation and has all requisite corporate power and authority to execute, deliver and perform its obligations under this Contract; 





· The execution, delivery and performance of this Contract has been duly authorized by Vendor and no approval, authorization or consent of any governmental or regulatory agency is required to be obtained in order for Vendor to enter into this Contract and perform its obligations under this Contract; 





· Vendor is duly authorized to conduct business in and is in good standing in each jurisdiction in which Vendor will conduct business in connection with this Contract;





· Vendor has obtained all licenses, certifications, permits, and authorizations necessary to perform the Services under this Contract and currently is in good standing with all regulatory agencies that regulate any or all aspects of Vendor’s performance of the Services. Vendor will maintain all required certifications, licenses, permits, and authorizations during the term of this Contract at its own expense.  Vendor must maintain any certifications that were specified as a minimum requirement in the selection process.  If during the period of the contract, a new certification is established as a minimum requirement for similar applications, the vendor shall, within a reasonable time, obtain that certification.





· Vendor has the full power and authority to grant to the City, the rights described in this Contract without violating any rights of any third party and that there is currently no actual or threatened suit by any such third party based on an alleged violation of such rights by Vendor.  Vendor further represents and warrants that the person executing this Contract for Vendor has actual authority to bind Vendor to each and every term, condition and obligation to this Contract, and that all requirements of Vendor have been fulfilled to provide such actual authority.





53 [bookmark: _Toc241400822][bookmark: _Toc251155261][bookmark: _Toc380671320]Ability to Perform


 Vendor represents and warrants that:


· Vendor has and shall continue to have the financial ability, by itself or through a line of credit or other financial support, to provide perform the duties required under this contract and provide City with any required on-going services and support , during any period of this Contract; 





· Vendor has and shall continue to have the financial resources to fund the capital expenditures required under this Contract without advances by the City or assignment of any payments by the City to a financing source; 





· Each subcontractor providing a substantial amount of the work under this Contract has and shall continue to have the financial resources to carry out its duties under this Contract; and 





· Vendor’s methods of accounting are consistent with generally accepted accounting principles and are capable of segregating costs by release, stage, segment, or cost objective in order to support Change Order accounting.





· Vendor represents and warrants that it has the requisite training, skill and experience necessary to provide Work and is appropriately accredited and licensed by all applicable agencies and governmental entities.





54. [bookmark: _Toc380671321]Miscellaneous Provisions 





a. Binding Contract:  This Contract shall not be binding until signed by both parties.  The provisions, covenants and conditions in this Contract shall bind the parties, their legal heirs, representatives, successors, and assigns.





b. Applicable Law/Venue:  This Contract shall be construed and interpreted in accordance with the laws of the State of Washington.  The venue of any action brought hereunder shall be in the Superior Court for King County.





c. Remedies Cumulative:  Rights under this Contract are cumulative and nonexclusive of any other remedy at law or in equity.  





d. Waiver:  No term or condition or breach thereof shall be deemed waived, except by written consent of the party against whom the waiver is claimed.  Any waiver of the breach of any term or condition shall not be deemed to be a waiver of any preceding or succeeding breach of the same or any other covenant, term or condition.  Neither acceptance by The City of Vendor performance nor payment to Vendor for any portion of Work shall constitute a waiver by The City of the breach or default of any term or condition unless expressly agreed to by The City in writing.





e. Negotiated Contract:  The parties acknowledge that this is a negotiated Contract, that they have had the opportunity to have this Contract reviewed by their respective legal counsel, and that the terms and conditions of this Contract are not to be construed against any party on the basis of such party's draftsmanship thereof.





f. Attorneys’ Fees:  Subject to the indemnification provisions set forth in this Contract, if any action or suit is brought with respect to a matter or matters covered by this Contract, each party shall be responsible for all its own costs and expenses incident to such proceedings, including reasonable attorneys’ fees.





g. Authority:  Each party represents that it has full power and authority to enter into and perform this Contract, and the person signing this Contract on behalf of each party has been properly authorized and empowered to enter into this Contract.  Each party further acknowledges that it has read this Contract, understands it, and shall be bound by it.







IN WITNESS WHEREOF, in consideration of the terms, conditions, and covenants contained herein, or attached and incorporated and made a part hereof, the parties have executed this Contract by having their authorized representatives affix their signatures below.





			 (Vendor)








By


			


			City of Seattle








By





			


			Signature		Date








			


			


			Signature	Date











			


			(Printed Name)








			


			


			NANCY LOCKE, City Purchasing Director








			


			Title
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